
Dr. Nancy Bucher 
ASA(ALT) SoSE&I 

Always On- On Demand Program Manager 
nancy.m.bucher.civ@mail.mil 

(256) 797-7505  

ά![²!¸{ hb-ON DEMAND":  
Supporting the Development, Test, and Training of Operational 

Networks & Net-Centric Systems 
 

Presentation to  
NDIA 16th Annual Systems Engineering Conference 

Hyatt Regency, Crystal City, VA 
28-31 October 2013 

Dr. Christina Bouwens 
MSCI 

Chief Technologist 
christina.l.bouwens.ctr@mail.mil 

(407) 212-9097  

Approved for public release; distribution unlimited. Review completed 

by the AMRDEC Public Affairs Office 31 Oct 2013; PR0085 

mailto:nancy.m.bucher.civ@mail.mil
mailto:christina.l.bouwens.ctr@mail.mil


2 

The World of Operational Networks and 
Net-Centric Systems 

Effective Operational Networks Critically Underpin Army Mission Success  
ϝ¢ƘŜ bŜǘǿƻǊƪ ƛǎ ǘƘŜ !ǊƳȅΩǎ bǳƳōŜǊ hƴŜ aƻŘŜǊƴƛȊŀǘƛƻƴ tǊƛƻǊƛǘȅϝ   

GAO Report on Army Networks January 2013 
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Assessing Operational Networks And Net-Centric Systems 
in Support of Network Modernization: Issues and Gaps 

üCurrent Situation   

üIndividual efforts  to address Operational Networks that are being done in a stove-pipe 
manner  provide incomplete  and/or inconsistent feedback about Operational 
Networks, impacting Leadership Decision Making 

üNIE efforts attempt to integrate and evaluate capabilities but has only done so on a 
limited level due to  expense (time and money) of live systems, live system availability, 
soldiers in the loop, stand up and tear down processes 

üExisting Gap  

üA capability to test and evaluate  Operational Networks and Net-Centric systems  that is: 

üRepresentative, realistic and relevant 

üIntegrated across systems, creating a System of Systems 

üReadily available 
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What is Needed 

"ALWAYS ON-ON DEMAND":  
Supporting the Development, Test, and Training of Operational Networks & 

Net-Centric Systems 

üDevelopment of a  representative realistic and relevant Technical and Operational 
Synthetic Environment for use in the research, development, test, evaluation and 
experimentation of Network Modernization capabilities and gaps  

üFocus on Battlespace Integration at the Joint and Coalition Level 

üOptimize  RDTE, operational testing, and experimentation by incorporating  
economies and efficiencies: 

üCost avoidance: Integrating existing Government  facilities and capabilities 
through distributed network technologies to form a virtual integration and 
testing environment rather than creating  new components  

üCost offset: Using M&S to augment, supplement, and/or replace live system 
testing and assessment 

üCost savings: Economic investment of Acquisition PM testing dollars in existing 
Government owned testing environment rather than in Prime developed assets 

üInvestment leverage: Continual build up of additional capabilities with each use 
Ǿƛŀ άƭŜŀǾŜ ōŜƘƛƴŘέ ƛƴǘŜƎǊŀǘŜŘ ǘŜŎƘƴƻƭƻƎƛŜǎ  



ά![²!¸{ hb-hb 59a!b5έ !ǇǇǊƻŀŎƘ 

ά![²!¸{ hb-hb 59a!b5έ CƻŎǳǎΥ  

Support Army and OSD Priorities and Objectives 

üά![²!¸{ hb-hb 59a!b5έ ƛǎ ǘƘŜ ƛƴǘŜƎǊŀǘƛƻƴ ƻŦ ŜȄƛǎǘƛƴƎ ƭƛǾŜΣ ǾƛǊǘǳŀƭΣ ŀƴŘ ŎƻƴǎǘǊǳŎǘƛǾŜ ǎȅǎǘŜƳǎ ǘƻ 
create a persistent realistic and relevant Technical / Operational Synthetic Environment to address issues 
and gaps associated with Operational  Networks and Net-Centric Systems that is available on demand 

 
üά![²!¸{ hb-hb 59a!b5έ ƛǎ ōŜƛƴƎ ŘŜǾŜƭƻǇŜŘ ǘƻ ǎǳǇǇƻǊǘ bŜǘǿƻǊƪ aƻŘŜǊƴƛȊŀǘƛƻƴ ŀŎǊƻǎǎ ǘƘŜ ƭƛŦŜ ŎȅŎƭŜ 
 
üALWAYS ON-hb 59a!b5έ ŎŀǇŀōƛƭƛǘƛŜǎ ŀǊŜ ōŜƛƴƎ ōǳƛƭǘ ƻƴ мрҌ ȅŜŀǊǎ ƻŦ ŎƻƭƭŀōƻǊŀǘƛǾŜ ŘŜǾŜƭƻǇƳŜƴǘ  
between acquisition, testing, and combat development communities 

 
üά![²!¸{ hb-hb 59a!b5έ ǿƛƭƭ ƭŜǾŜǊŀƎŜ ƻƴƎƻƛƴƎ ǿƻǊƪ ƛƴ ŀƴŘ ŎƻƭƭŀōƻǊŀǘƛƻƴ ōŜǘǿŜŜƴ SoSE&I , CECOM, 
CERDEC, ATEC,  TRADOC,  etc 

 
üUsing distributed real-ǘƛƳŜ ƛƴǘŜǊŀŎǘƛǾŜ ǎŜŎǳǊŜ ƴŜǘǿƻǊƪǎΣ ά![²!¸{ hb-hb 59a!b5έ  ǿƛƭƭ ǇǊƻǾƛŘŜ 
access to: 

ü Army test ranges, battle labs, training locations, and R&D Centers  
üJoint and Coalition assets 
üArmy and OSD Cyber Ranges 
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ά![²!¸{ hb-hb 59a!b5έ CƻǳƴŘŀǘƛƻƴ hŦ /ŀǇŀōƛƭƛǘƛŜǎ 

V Scalable, real-time, network models with options 
for fidelity (conceptual, emulation, or abstract)  
that can be invoked depending on use cases (e.g. 
SRW, WNW, WIN-T, etc) 

V High fidelity RF effects (e.g., urban terrain) 

V System-in-the-ƭƻƻǇ όά{L[έύ ǿƛǘƘ ƭƛǾŜ ǊŀŘƛƻǎ όŜΦƎΦ 
GMR, HMS,  etc) 

V Software-in-the-loop with live battlefield 
applications (e.g. IBEX, FCBC2, etc) 

V Interface with live network managers (e.g. JENM) 

V Interface with instrumentation and data collection 
tools used on live networks (e.g. OASIS) 

V Interface with external simulation tools (e.g. 
OneSAF) 

V Representation of Multi-level Security 

V Relevant Operational Contexts for TRL assessments 

 

V Operational Networks test bed environment 
capable of evaluating systems and system of 
systems effectiveness, current & future capabilities, 
as-is and to-be architectures 

V Fast, agile, low risk integration of  technology & 
operations for integration and test events such as 
NIE 

V Repeatable,  relevant, end-to-end test  
environment capable of executing larger than 
single thread scenarios 

V Distributed Networked Live-Virtual-Constructive 
technologies environment reducing the need to 
ship equipment and relocate key personnel 

V Leveraging the strengths and tool suites of each 
participating location, promoting collaboration and 
reuse of test assets  across  T&E, Planning, Analysis, 
Acquisition, Training, Cyber  

 

 

What exists today that can be 

integrated to produce a more 

comprehensive capability 

Integrated, Comprehensive 

Capabilities 
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ÅApplying sound Systems Engineering practices at a System-of-Systems level 
for the integration of existing, independent and disparate (Live-Virtual-
Constructive) components to create a coherent representation of the 
Technical/Operational Environment necessary to support Network 
Modernization 
 
ÅOptimizing business practices to insure a  cost effective, readily available, 
re-ǳǎŀōƭŜ ŎŀǇŀōƛƭƛǘȅ ǿƛǘƘƻǳǘ ǎƛƎƴƛŦƛŎŀƴǘ άƻǾŜǊƘŀǳƭέ ǿƛǘƘ ŜŀŎƘ ŀǇǇƭƛŎŀǘƛƻƴ 
 
ÅFacilitating and incentivizing cooperation and collaboration between 
performing organizations to maximize the use of existing facilities, 
capabilities, and subject matter expertise 

¢ƘŜ /ƘŀƭƭŜƴƎŜ  όάhǇǇƻǊǘǳƴƛǘȅ ǘƻ 9ȄŎŜƭέύ 
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ά![²!¸{ hb-hb 59a!b5έ  tǊƻƎǊŀƳ {ǘǊǳŎǘǳǊŜ 

ÅBusiness Capabilities Lifecycle Effort 
ÅWell defined process for development and management 
ÅtŀǊŀƭƭŜƭ ά{ǿƛƳ [ŀƴŜǎέ ƻŦ ŀŎǘƛǾƛǘȅ 
ÅManagement Activities and Process Architecture 
ÅDistributed LVC Development and Execution Activities 
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Instantiations 

άhb 59a!b5έ tǊƻŎŜǎǎ !ǊŎƘƛǘŜŎǘǳǊŜ hǾŜǊǾƛŜǿ 

άhb 59a!b5έ 
Enterprise 
Repository 

Define LVC 
Environmental 
Objectives 

1 

Perform 
Conceptual 
Analysis 

2 

Design LVC 
Environment 3 

Develop LVC 
Environment 4 

Integrate & 
Test LVC 
Environment 

5 

Execute LVC 6 

Analyze Data 
and Evaluate 
Results 

7 

Constructive 
Visualization 

OneSAF SimDis 

Instantiation 
Process 

Enterprise Capabilities 
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άhb 59a!b5έ 9ƴǘŜǊǇǊƛǎŜ /ŀǇŀōƛƭƛǘƛŜǎ 

Protocol Gateway 

Data Collection 

Test Support Network 

Tactical M&S Technical Control 

Terrain / Weather 

Tactical Network 
Model Library 

Cyber  Model 
Library 

RF Propagation 

Security 

Information Assurance Configuration Management 

Standards 

Cross Domain Solution 

VV&A 


