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Joint Vision 2010


Battlespace Awareness

DOC Number:  BA-01             Title:  Fused Assessment and Battlespace Visualization

DOC Description (General Summary): Provide a fused assessment and visual display of the battlespace to include comprehensive awareness of the environment (including terrain, meteorological, oceanographic and exo-atmospheric conditions) and the status of adversary, friendly and neutral forces, as well as noncombatants, through a secure, interactive, fused, tailorable common operational picture. 

2010 differences:

· Timely, accurate, fused common operational picture to include:  disposition and intent of adversary forces; disposition of

friendly forces; disposition of neutral forces and non-combatants; advanced knowledge of impacts of meteorological, oceanographic (METOC), exo-atmospheric and terrain conditions; and decision support systems to assist in processing and understanding  information.

· Multi-dimensional visualization, with emphasis on multiple information display options and advanced tools to rapidly assess raw data and finished analyses.  

· Light weight, high resolution, rugged, deployable displays.

· Virtual secure collaboration for tasking and analysis with DoD, non-DoD, agencies, allies, multinational organizations, NGO/PVO/IO, host nation and industry.

· Fused, integrated all-source information (includes all intelligence disciplines, METOC, Geospatial Information and Services (GI&S), open-source, economic, sociological data, and information management protocols, policies, and procedures.

· Flexible information and, demographic, and political information). 

· Highly standardized organization architectures to accommodate changes in technology/requirements, including Reachback.

· Multi-level security.

 

DOC Number:  BA-02                 Title: Integrated, Collaborative Collection Management
DOC Description (General Summary): Develop, plan, and coordinate the integrated management of all  intelligence collection in order to synchronize Intelligence, Surveillance and Reconnaissance (ISR) with the planning and operations cycle.  This capability will integrate the separate intelligence collection disciplines (HUMINT, IMINT, SIGINT, MASINT, TECHINT, and Open Source) with planned and ongoing 

joint operations across the range of military operations.

2010 Differences:

· ISR sensor/system cross-cueing

· Operations-ISR synchronization and fusion

· Cross-service, -coalition, -platform, -discipline, -echelon, and –agency integration

· Streamlined requirements and tasking processes with direct user-collector contacts

· Dynamic tasking, asset allocation, and re-tasking

· Collection asset visualization in common collation picture

· End-to-end status insight

· Collection strategy template data base

· Collection/exploitation synchronization

· Assured collection via continuous planning, coordination and feedback

· Joint collection doctrine

· Operationalized  MASINT, and integrated HUMINT & Counterintelligence

·  Integrated suite of enhanced multi-purpose, multi-capable sensors (human and technical)

Virtual secure collaboration for tasking and analysis with multinational organizations, agencies, allies, NGO/PVO/IO, Host  nation and industry

· Highly standardized data, and information management protocols, policies, and procedures



DOC Number:  BA-03                 Title:  Identification of Friendly, Adversary and Neutral Forces and Noncombatants 

DOC Description (General Summary):  Provide constant, relevant, predictive knowledge of all battlespace occupants.  Includes continuous location, identification, and tracking of friendly, adversary, and neutral forces and noncombatants. 

2010 Differences include:

· Timely, accurate, fused common operational picture to include: disposition and intent of adversary forces; disposition of

Friendly forces; disposition of neutral forces and non-combatants; advanced knowledge of impacts of meteorological, oceanographic (METOC), exo-atmospheric and terrain conditions; and decision support systems to assist in processing and understanding information.

· Automated Geo-location and status reporting.

· Virtual secure collaboration with DoD, non-DoD, agencies, allies, multinational organizations, NGO/PVO/IO, host nation and industry.

· Fused, integrated all-source information.

· Highly standardized data, and information management protocols, policies, and procedures.

· Flexible information and organization architectures to accommodate changes in technology/requirements, including reachback.

· Integrated, enhanced multi-sensor (human and technical) capability.

· Multi-level security. 



DOC Number: BA-04             Title:  Real-Time Battlespace Awareness
DOC Description (General Summary): Provide the Commander comprehensive battlespace awareness in real-time. 

2010 differences:

· Real-time, fused common operational picture.

· Improved analytical processes and methods to include real-time, virtual, secure collaboration with DoD, non-DoD, agencies, allies, multinational organizations, NGO/PVO/IO, host nation and industry.

· Expanded areas of analyst expertise.

· Highly standardized data, and information management protocols, policies, and procedures.

· Improved dissemination to facilitate real-time awareness.

· Flexible information and organization architectures to accommodate changes in technology/requirements, including reachback.

· Multi-level security.

· Advanced knowledge of impacts of meteorological, oceanographic (METOC), exo-atmospheric and terrain conditions.

 

DOC Number: BA-05               Title:   Provide Comprehensive Battlespace Awareness to Support the Full Range of Military Operations

DOC Description (General Summary): Provide the Commander a dominant awareness of the environment across the full range of military operations and operational environments, including Weapons of Mass Destruction, Counter Terrorism, Information Operations, Urban Operations, Military Operations Other than War (MOOTW), Targeting, Indications and Warning (I&W), Space and Undersea Operations. 

2010 Differences:

· Timely, accurate, fused common operational picture to include: disposition and intent of adversary forces; total asset awareness of friendly forces; disposition of neutral forces and non-combatants; advanced knowledge of impacts of meteorological, oceanographic (METOC), exo-atmospheric and terrain conditions; and decision support systems to support processing and understanding information.

· Multi-dimensional visualization, with emphasis on multiple information display options and advanced tools and displays to rapidly assess raw data and finished analyses. 

· Light weight, high resolution, rugged, deployable displays. 

· Melding of intelligence disciplines, environmental considerations, geo-spatial information and services (GI&S), open source, economic, sociological, demographic and political information.

· Virtual secure collaboration and cooperation to support Information Superiority for tasking and analysis.

·  Highly standardized data and information management protocols, policies, and procedures.

· Flexible information and organization architectures to accommodate changes in technology/requirements, including reachback. Includes emphasis on increased reliance on commercial systems and architectures.

· Multi-level security. 

· Fused, integrated all-source. 

· Asymmetric Warfare.

· Optimized capability to profile terrorists/potential terrorists and predict terrorist activities and recognize full scope of non-traditional WMD indicators.

· Integrated, enhanced, multi-sensor (human and technical) capability with emphasis on non-traditional use of sensors, such as environmental sensing, sensing shooters, lethal sensors and discrimination among individuals in the urban battlespace.



Command and Control
DOC Number:      CC-01         Title:   Situational Awareness

DOC Description: Joint Force Commander (JFC) and Staff obtain full situational awareness and visualize the current and future battlespace through information superiority.  This awareness will generate the relevant knowledge to revolutionize the JFC’s ability to understand the operation and then effectively exercise command. The JFC will evaluate information received and displayed in technologically advanced interactive methods.  Innovative displays will provide the interface between information and the JFC's full situational awareness, thus providing the leverage the JFC requires to dictate the tempo of operations and decisively dominate the battlespace.

2010 Differences:

· Real-time, accurate, interactive display of relevant information

· Ability to anticipate future battlespace events/conditions

· Real-time awareness and responsive assessment of pol/mil objectives and desired end states

· Displays will be reconfigurable with interactive three-dimensional displays to suit situational needs 



DOC Number:      CC-02/03         Title: Experience & Judgment

DOC Description (General Summary): The JFC must be able to apply education, experience, training, judgment, and instincts in joint operations to and couple them with battlespace awareness to achieve understanding through seasoned and skilled JFCs with innate feel for joint operational art and real-time, accurate, relevant mental picture of the battlespace. Understanding is the accumulated experience, judgment, wisdom, and instincts of the JFC.  Accurate and timely battlespace awareness will fully enable the decision making process.  The ability to place knowledge in context, thus generating true understanding will still require a human mind and will be the critical role of the JFC.  Past experiences (especially in command), as well as education, training and instincts developed over decades of grooming by Service and Joint assignments and commands, will cultivate future JFCs capable of generating the understanding that must underlie sound decision making.

2010 Differences:

· A seasoned and skilled JFC educated in joint operational art

· A very timely, accurate, relevant picture of the battlespace
· More junior leaders making more significant and faster decisions



DOC Number:     CC-05       Title: Make Sound Decisions

DOC Description (General Summary): Make Sound Decisions - The JFC will be provided with superb battlespace awareness based on 2010 information superiority.  With superior battlespace understanding and modern computer assisted decision tools, a JFC schooled and experienced in joint operational art in conjunction with sound judgment and instincts will make optimum decisions in a shortened / near-continuous decision cycle.  Once the JFC makes decisions, information systems will again be vital for the delivery of intent and orders to subordinate commanders and forces.

2010 Differences:

· Ability to ‘forecast’ to aid in outcome based decisions 

· Timely, relevant information without extraneous information

· Near real-time, accurate understanding of battlespace conditions

· Leaders schooled and experienced in joint operational art

· Real-time awareness  and responsive assessment of pol/mil objectives and desired end states

· Compressed planning and decision cycles



DOC Number:      CC-07/04          Title:  Direct Military Action

DOC Description (General Summary): Direct Military Action/Exercise Authority - The key to 2010 direction of military action, once understanding is achieved, will be the optimum integration, balance, and application of the new operational concepts.  Direction of military action will include such tasks as assigning missions, training and rehearsing the force, and massing effects from widely dispersed locations. 2010 Differences

· Real-time interactive connectivity with subordinates

· Continual proficiency, mission and critical task training and rehearsal capability across the range of military operations 

· Timely, relevant information without extraneous information

· Near real-time, accurate understanding of battlespace conditions

· Leaders schooled and experienced in joint operational art

· Ability to ‘forecast’ to aid in outcome-based decisions

· Ability to exercise command to direct and redirect ongoing military actions

· Exercise command and control continuously regardless of location

DOC Number:  CC-09   Title:  Achieve Unity of Effort

DOC Description (General Summary): Achieve Unity of Effort - In order to achieve unity of effort, the JFC will regulate forces and functions to focus, integrate, and synchronize actions throughout the battlespace to achieve unity of effort and exe​cute the commander’s intent.  The JFC achieves and maintains unity of effort in order to set the conditions for, and then to execute decisive operations.

2010 Differences:

· Ability to fully integrate joint, multinational, reserve, guard, host nation, NGO/PVO/IO, and interagency information systems and capabilities



DOC Number:   CC-10   Title:  Supervise Execution

DOC Description (General Summary): Supervise Execution – Command and Control involves supervising execution through active leadership to ensure that orders are properly interpreted and acted upon, and that those orders are having the anticipated effect.  This involves constant monitoring of the dynamic situation, modifying plans and orders as required to ensure the most effective operations and to seize or create opportunities for accelerated success.

JV 2010 differences: 

· Timely, relevant information without extraneous information

· Near real-time, accurate understanding all aspects of the battlespace available to all commands as appropriate. 

· Leader schooled and experienced in joint operational art

· Ability to ‘forecast’ to aid in outcome-based decisions

· Real-time interactive connectivity throughout the chain of command, supporting forces, and partners. 



DOC Number:   CC-11     Title:    Prepare Plans & Orders

DOC Description: Preparing plans and orders includes planning/formulating concepts of operations, designing the priority effort(s), and developing and issuing both deliberate and crisis action plans and orders.  It will involve collaborative distributed planning capability and the ability to continuously analyze and evaluate alternatives.

2010 Differences:

· Continuous, collaborative distributed planning

· Immediate, informed response to any crisis including multilevel initial response planning and execution for any crisis

· Financial/programmatic considerations fully integrated into the planning process 

· Ability to ‘forecast’ to aid in COA selection 
· Predictive outcome-based decisions





DOC Number:  CC-12    Title:   Organize HQ & Force 

DOC Description:  (General Summary: Rapidly Form and Organize an Effective JTF and HQ - Management functions are of great interest to the JFC, but will probably be largely carried out by the HQ staff.  Organization of the staff will be critical to success, and will be tailored to the specific mission and the JFC’s desires.  Organization of the force will emphasize maximum effectiveness, including integration of Reserve Component and multinational capabilities.  It will also be critical to organize the operational area to maximize freedom of action, while minimizing the potential for mutual interference between components of the force.  There will also be a continuous evaluation and adjustment of the right balance of centralized versus decentralized planning and execution.

2010 Differences:

· Tailorable, small mobile command footprint,  JTFHQ (forward) with a rear support

· Ability to rapidly train and assemble JTFHQs 

· JFC ability to interface directly with the force

· JFC mobility to allow positioning in the best place to lead
· Ability to organize and reorganize forces and assets for multiple missions.





DOC Number:  CC-13   Title: Prioritize and Allocate Resources 

DOC DOC Description (General Summary): Prioritize and allocate for effective employment of resources - Resource management includes using assets effectively to accomplish assigned missions.  This includes reassignment and redeployment of forces and integrating multinational, NGO/PVO, and interagency support.  Related management tasks will include computing requirements, allocating means, and integrating efforts.

2010 Differences:

· Timely accurate knowledge of current and future resource needs and availability, both within the theater and globally

· Highly interactive and responsive JFC ability to manage flow of resources, both within the theater and globally

· Detailed relevant knowledge of all national assets and capabilities, as well as those of third parties (e.g. host nation or nearby ally).

· Highly interactive and responsive JFC ability to request and assess national resources (intelligence, communications, reconnaissance,  strike,  and lift assets) 







Dominant Maneuver

DOC Number:  DM-03
Title:  Ability to rapidly integrate forces arriving in a joint & multi-national operations area Subsumes:  DM-17, DM-20 & DM-31

DOC Description: Capability to efficiently and effectively receive, stage, conduct onward movement, and integrate incoming forces into the theater force package (including multinational forces, PVOs, IOs, NGOs).  This capability enables land, sea, air, and space forces to rapidly extract and relocate for subsequence reengagement elsewhere or redeployment.

  

2010 Differences:

· Better information, (timely, accurate, complete, total force visibility)

· Better coordination processes

· Improved intra-theater lift capability

· Increasing emphasis in multinational operations 

· Greater requirement to conduct operations in urban environment 



DOC Number: DM-04
Title: Ability to rapidly and seamlessly project, and posture forces to enable rapid attainment of military objectives 
   

Includes:  DM-17 FSD 16 & FSD 19.



DOC Description: Rapidly project and seamlessly transition forces from projection operations to theater employment operations.  Capability to quickly move, shift or reconfigure forces to a more advantageous position.



2010 Differences:

· Systems with increased range and mobility

· Much improved battlespace awareness reduces friction to position the right force in the right place at the right time

· Improved systems sustainability

· Better integrated information operations (IO)

· Compressed planning and decision cycles

· Improved C4

· Increasing reliance on anti-access strategies by future adversaries




DOC Number: DM-05
Title:.  

Achieve and preserve battlespace control in support of the full spectrum of operations


Subsumes:  DM-13, DM-18, DM-22, DM-26 & DM-35

DOC Description:  Preserve the freedom of operation
Ensure hostile action does not impede our ability to conduct our operations.  Ensure control of the battlespace, with respect to enemy, friendly and non-combatant actions, is sufficient to ensure strategic and operational success, whether on land, at sea, or in the air and space across the spectrum of operations.  Also implicit in this DOC is the capability to preclude, mitigate, or rapidly recover with minimum impact from conventional, mine warfare, WMD, or terrorist effects.  This capability ensures that appropriately articulated and widely dispersed forces can present a potential adversary with multiple, unacceptable dilemmas and by concentrating overwhelming combat power at the chosen place and time make any potential adversary's response irrelevant.   



2010 Differences:

· Better access to and greater reliance on space operations

· Better coordination processes

· Better integrated information operations (IO)

· Better Intra-theater Lift

· Better mine detection & clearing capability

· Increased urbanization

· Much improved battlespace awareness reduces friction to position the right force in the right place at the right time

· Need to overcome anti-access strategies by future adversaries 

· Operations from widely dispersed bases



DOC Number: DM-07
Title:  Forces generate overmatching lethal and/or non-lethal effects



Subsumes:  DM-40.

DOC Description: Capability to provide a decisive advantage in range, probability of hit and kill, accuracy which minimize resources expended, maximizes effects, and minimizes collateral damage.  Also, capability to safely engage or control people, conduct operations around civilians and or degrade or immobilize equipment using non-lethal means.  This includes the capability to employ precision effects throughout the battlespace area unconstrained by cover, concealment, hardening, movement, protective systems or the environment to accomplish the mission.  The intent is to generate such overwhelming effects at the point of attack that make enemy/adversary responses irrelevant. 



2010 Differences:

· Enhanced Battlespace Awareness

· Comprehensive, near real-time, interactive tailored display of relevant information for a Common Operating Picture (COP) 

· Better integrated Information Operations

· Enhanced processes to identify and decide which organizations to generate desired effects

· Operations in space against adversary's space assets

DOC Number: DM-24
Title:  Synchronized Employment of Forces throughout the Battlespace to Achieve desired Effects  

(Subsumes DOC DM-28)

DOC Description: Synchronized Employment of Forces 

Capability to conduct synchronized operations directed at multiple centers of gravity through the battlespace, whether conducted sequentially or simultaneously to achieve the desired result.  This capability ensures that widely dispersed forces can present and execute an adversary with multiple unacceptable operational dilemmas before they can adequately prepare to defend against any one option. 

2010 Differences:
· Better information, (timely, accurate, complete, total force visibility, battlespace awareness); better info technology

· Better processes to identify and decide which organization to be used to generate the desired effects

· Better use of Information Operations 

· Comprehensive, near-real time, interactive, tailored display of relevant information for a Common Operating Picture (COP) 

· Compressed C2 Cycles

· Decentralized execution

· Increased multi-lateral diplomatic considerations

· Dispersed planning environment

· Enhanced capability to conduct simultaneous operations 

· Improved coordination processes

· Enhanced Intra-theater, Inter-theater Lift capability

· Enroute planning and rehearsal

· Improved systems and weapons systems capability and sustainability

· Increased reliance on Multinational operations

· More Non-lethal operations

· Much improved C4

· Even greater media scrutiny 

· Tailorable forces packages

· Total Force and Asset Visibility

· Global urbanization

· Increased reliance on anti-access strategy by future adversaries 

DOC Number: DM-29


Title: Provide Short Notice Global Maneuver and Attack Capability   

Includes:  DM-32, DM-X1, & DM-X2.



DOC Description:  
 Capability, on short notice, to rapidly maneuver and attack into hostile, or potentially hostile, areas using integrated joint combat power capable of achieving desired effects (Global - from anywhere to anywhere).  These operations can directly achieve strategic effects by striking enemy centers of gravity without engaging an enemy's field forces or halting the advance of enemy forces to provide time to react and gain the initiative.

2010 Differences:
· Better Dispersed/Enroute Planning and Rehearsal capability

· Better information, (timely, accurate, secure, reliable complete, total force visibility) 

· Better Weapon Systems Capabilities

· Comprehensive Command & Control (enabling compressed planning) 

· Global urbanization by future adversaries 

· Increased reliance on anti-access strategies

· Much improved battlespace awareness reduces friction to position the right force in the right place at the right time

· Tailored Force and Support Packages

DOC Number: DM-58 
Title: Air and Space Control and Superiority



DOC Description: Capability to control access to and achieve the requisite degree of domination of the air and space environment through the coordinated use of offensive and defensive capabilities such that air and space, land, and sea forces can operate without prohibitive interference from opposing air and space forces.

2010 Differences:
· All-aspect situational picture

· Capability to deny adversary access to air and space

· Capability to deny adversary access to air- and space-derived information

· Capability to gain access to space

· Capability to protect and or effect military, commercial, and civil space systems

· Countering enemy space-based threats

· Deterring hostile attacks from and in space

· Enhanced Precision Engagement capabilities

· Improved connectivity to offboard processing and information

· Protection of air- and space-derived information

· Protection of launch facilities and satellite ground stations

· Reduced platform signature

· Reliable combat identification 

· Replenishing destroyed or neutralized space systems



DOC Number: DM-59

 
Title:  Achieve and Preserve Subsurface Maritime Control and Superiority

DOC Description (General Summary): The capability to detect, identify, localize, track, and/or engage to prevent or kill hostile undersea threats operating in the JOA prior to weapons launch.  Envisions capability to protect seaborne forces, particularly amphibious assault and strategic sealift, from torpedo and missile attack as well as swimmer delivered ordnance.  

2010 Differences:

· Capability to detect and classify all hostile undersea threats operating in JOA

· Capability to defend combatant and non-combatant surface ships from submarine-launched torpedo and missile attack

· Capability to defend air surveillance platforms from missile attack 

· Dependence on timely, unimpeded logistics flow into theater to support joint force operations





DOC Number: DM-60


Title:  Seize and Hold Deep Military Objectives
Includes:  DM-32, DM-X1, & DM-X2.



DOC Description:  Seize and Hold Deep Military Objectives.  Capability, on short notice, to rapidly deploy to conduct operations to seize and hold enemy operational or strategic center(s) of gravity, or to gain decisive points for the introduction of significant military forces into the region.  A tailored joint force may be tasked to do this in conjunction with other maritime, air, and special operations forces comprising the joint force. 

2010 Differences:

Much improved battlespace awareness reduces friction to position the right force in the right place at the right time


Comprehensive Command & Control (enabling compressed planning) 


Tailored Force and Support Packages


Better information, (timely, accurate, secure, reliable complete, total force visibility) 


Better Weapon Systems Capabilities


Better Dispersed/Enroute Planning and Rehearsal capability


 Ability to Project from Home Station Directly into a Theater of Operations


Ability to Deploy tailored Forces Directly onto Operational and Strategic Objectives


Ability to Seize Enemy Operational and Strategic Center(s) of Gravity

· Fluid command & control boundaries 

Full-Dimensional Protection
DOC#: FDP-02
Title: Single Integrated Air Picture (SIAP)




Description: - (U) The SIAP provides TAMD warfighters with a common, accurate, real-time/near real-time, situation awareness of all detected airborne objects within the designated surveillance area.  Requires development of automated battle management decision aids and JTTP.  

2010 Task: Provide common real-time situational awareness of air and missile threat

2010 Differences:

 - Multi-source correlation and integration of air and missile threats

 - Real-time/near real-time common air picture (Red, Blue, neutral/non-combatants) 
 - One target, one set of associated characteristics

 - Automated

 - Accurate



DOC#: FDP-03
Title: Early detection, identification and dissemination of air and missile threats

Description: - (U) The capability to detect and positively identify (friendly, hostile, non-combatant) all  prelaunch and inflight airborne objects (manned/unmanned aircraft, BM and CM)  within an expanded, coordinated surveillance area in sufficient time to facilitate effective and efficient engagement of hostile targets.  This implies requirements for near real-time fusion of fire control quality data from multiple sources and equally time-sensitive dissemination of information to enable both early and multiple engagement opportunities and provide warning in sufficient time to permit appropriate protective actions. 

2010 Task: Early detection, identification and near real-time dissemination of air and missile threats

2010 Differences:

 - Faster, more accurate updates of complex sensor and C2 systems

 - Information fusion

 - Track continuity

 - Correlation accuracy

DOC#: FDP-04
Title: Early engagement of air and missile threats

Description: - (U) The capability to effectively and efficiently engage and negate hostile targets.  This implies requirements for near real-time fusion of fire control quality data from multiple sources and equally time-sensitive dissemination of information to enable early and multiple engagement opportunities. 

2010 Task: Early engagement of air and missile threats.

2010 Differences:

 - SIAP and automated battle management systems will enable early and multiple engagement opportunities

 - Seamless integration of cooperative and non-cooperative identification, battle management and engagement systems

 - Efficient use of engagement systems minimize deployed footprint (BMC4I, shooters and reloads)

DOC#: FDP-05
Title: Deter terrorist incidents

Description: (U) Active and passive actions taken to dissuade an adversary from conducting terrorist attacks.  Active and passive measures explicitly include actions to deter terrorist use of WMD and radiological devices (with particular attention to CBW threats).  Requires development of innovative new technologies to expand/complement emerging detection and information-sharing technologies to enable the joint force commander to conduct actions to dissuade adversaries from all aspects of contemplated terrorist actions.

2010 Task: Deter terrorist incidents 

2010 Differences:

 - Greater awareness, training and education

 - Demonstration of intent - will to retaliate

 - Development of full range of countermeasures

 - Anticipatory actions

 - Information fusion/sharing (interagency, allies, coalition)

 - Common doctrine/regulations (interagency, allies, coalition)

DOC#: FDP-06
Title: Employ terrorist countermeasures

Description: - (U) Conduct operations to preempt or defeat terrorist acts, and, where authorized, conduct retaliation.   Employ activities, devices, and/or techniques to defeat or impair the operational effectiveness of terrorist activities (with special attention to threats involving the use of WMD/CBW or radiological devices).  Evolve developed technological solutions and provide improvements on legacy systems to facilitate the Joint Force Commander’s capability to employ activities, devices, or techniques to defeat or impair the operational effectiveness of terrorist activities. 

2010 Task: Employ activities, devices and/or techniques to impair the effectiveness of terrorist activities.

2010 Differences:

 - Enhanced facility and personnel protection

 - New detection technologies

 - Improved technical and HUMINT surveillance and detection capability (groups, organizations)

 - Better immunization program

DOC#: FDP-07
Title: Mitigate effects of terrorist attacks

Description: - (U) Consequence management; conduct actions to lessen the impact of a terrorist event.   Active/passive measures to mitigate terrorist incidents explicitly include actions to minimize or recover from terrorist use of NBC (including radiological) devices, with particular attention to CBW threats.  Integrate emerging technological advances with innovative thinking to provide new warfighting capabilities for conducting actions able to lessen the impact of terrorist events.

2010 Task: Conduct active/passive actions to lessen the effects of terrorist actions (consequence management).

2010 Differences:

 - Dispersed forces

 - "Hardened" facilities

 - Improved ability to contain effects of terrorist incidents (chem/bio neutralization agents)

 - Improved antidotes for chem/bio attacks

 - Technology-enabled reachback capability to experts

DOC#: FDP-08
Title: Recover from terrorist attacks and continue operations

Description: - (U) Employ actions to continue operations (to include operations in WMD/CBW-contaminated environments) and enhance CbT capabilities.  Incorporate and exploit advanced technologies to provide warfighting capabilities that facilitate post-incident (to include WMD and radiological devices, with particular attention to CBW threats) continuation of military missions and enhance antiterrorist operations.  Includes measures to assist in the recovery of civilian populations, infrastructure and allied/coalition partners from effects of terrorist attacks.

2010 Task: Recover from terrorist actions and continue the unit's mission

2010 Differences:

 - Immediate, wide-area CBW and radiological decontamination capability 

 - Technology-enabled reachback capability



DOC#: FDP-09
Title: Detect entities in the combatant's AOR

Description: (U) The operational capability to sense any/all significant (e.g., potential influence on military operations) entities entering, exiting or existing within the combatant’s AOR.

2010 Task: To detect any/all militarily significant entities entering, exiting or existing in the combatant's AOR.

2010 Differences:

- Accuracy, reliability of detection

- Shared secure network with all who require access 

- Asymmetric and non-linear warfare capability

- Urban environment capability

DOC#: FDP-10
Title: Locate entities in the combatant's AOR

Description: - (U) The capability to precisely locate all detected entities in the combatant’s AOR with the required fidelity.  The Joint/Combined force must have a common reference/datum (or the required transformation/conversion capability) for precision location.

2010 Task: Precisely locate all detected entities in the combatant's AOR

2010 Differences:

 - Accuracy, reliability of location

 - Available via shared, secure common network at all levels of the JTF 

 - Applicable to asymmetric, non-linear warfare

 - Successful in the urban environment

DOC#: FDP-11
Title: Identify and Characterize Entities in the Combatant's AOR

Description: (U) The capability to positively identify entities as hostile, neutral or friendly; classify entities as to nationality, platform, class/type, capabilities and intentions.  Capability must extend to WMD and associated means of delivery, as well as non-conventional/non-traditional hostile forces.  

2010 Task: Positively identify all militarily significant entities in the combatant's AOR as friendly, hostile or neutral.

2010 Differences:

 - Accurate, positive identification of all entities

 - Available via shared, secure common network at all levels of the JTF.

 - Applicable to asymmetric, non-linear warfare

 - Successful in the urban environment

DOC#: FDP-12
Title: Provide all-source, fused positive identification throughout the combatant's AOR

Description: - (U) Provide timely and reliable, all-source fused, positive identification of all militarily significant entities in the combatant’s area of responsibility.  Effective Combat Identification systems and processes must be available to the Joint Force Commander across the spectrum of military operations and in all operational environments.  This identification capability must enable the combatant the full use of his/her options (i.e., identification range versus engagement ranges). 

2010 Task: Fuse all-source detection/location/identification systems into an AOR-wide positive identification system of systems.

2010 Differences:

 - Single, common picture positively identifying all militarily significant entities in the battlespace

 - Available via shared, secure common network at all levels of the JTF 

 - Applicable to asymmetric, non-linear warfare

 - Successful in the urban environment

DOC#: FDP-13
Title: Maintain continuous combat identification

Description: - (U) Monitor all detected entities in the battlespace for changes in location, identification and characterization.

2010 Task: Maintain a continuously updated CID picture of the battlespace

2010 Differences:

 - Continuous, dynamically updated CID picture of the battlespace

 - Available via shared, secure common network at all levels of the JTF 

 - Applicable to asymmetric, non-linear warfare

 - Successful in the urban environment

Focused Logistics




DOC Number: FL-01
Title:  Provide unimpeded access to operational and logistics information for all who need it. 


DOC Description (General Summary): Provides an operating architecture that allows any user access to operational and logistics data worldwide from a single terminal.  Includes logistics policies, procedures, protocols, standards, access control, and security.  Will result in better information and improved interoperability.  Requires a reliable, robust interactive command and control network that links, operational and tactical combat and support forces information systems. It relies on a communications backbone with redundant communications hardware, software, links, redundancy, survivability, and maintenance.  Architecture will allow support activities access to commanders’ direction, orders, and execution status.  It will also allow commanders access to support requirements, capabilities, and status.  Information fusion architecture and information superiority infrastructure will provide the means for interoperability “across and between” logistics and operational functions, and expanded availability of logistics information to commanders and their staffs.   This DOC conceptualizes the foundation or “operating environment” for information fusion.  DOC FL-04 “Provide timely and accurate enhanced asset visibility, control, and management” depicts the fusion of logistics applications into powerful predictive decision support and execution tools.

Task: Have access to operational and logistics information.

JV 2010 Differences:
· Better information - timely, accurate, complete

· Manipulated data – smart filters

· Improved information interoperability of all aspects of logistics

· Integrated with operational information to provide near perfect knowledge of logistics status of friendly forces

· Real time

· Interactive 

· Robust 

· Protected information

· Always available to authorized users





DOC Number: FL-04

                             (Includes FL-03)
Title: Provide timely and accurate enhanced asset visibility, control, and management.

   

DOC Description (General Summary): Provides a fully synchronized means to collect and access continuous real-time information on the location, movement, status, and identity of units, personnel, equipment and supplies; includes the ability to act on that information.  Visibility, control and management extend to those assets in process, in storage, and in transit.  Requires collection and integration of better information from all echelons, improved modeling and simulation tools to optimize logistics plans and operations, and improved interoperability among logistics applications and command and control systems to disseminate information and decisions to all who require them.  Includes logistics automation policies, procedures, software, equipment, and systems architecture.  Also includes a fused operational and logistical picture which annotates units according to their state of logistical readiness - units fully supplied, units requiring supplies, units depleted and combat ineffective.  The fused picture predicts the time before re-supply at current/predicted rates of expenditure, time to accomplish re-supply, and at a glance status of each units personnel, POL, and munitions disposition.   Requires J-7/J-3 implement a fully integrated command and control system, and J-6 establish a robust communications infrastructure.  This DOC depicts the fusion of logistics applications into powerful predictive decision support and execution tools.  DOC FL-01 “Provide unimpeded access to operational and logistics information for all who need it” conceptualizes the foundation or “operating environment” for information fusion.

Task:  Asset control

JV 2010 Differences:  

· Improved asset visibility

· Better information collection

· Increased tactical flexibility

· Near perfect knowledge of logistics status of friendly forces 
· Improved modeling and simulation 

· Predictive, anticipatory logistics

· Dynamic planning and replanning with TPFDD in an hour 
· Interoperability

· Fewer assets required

· More robust communications system

· Improved information availability

· Information assurance

· Real-time state of readiness



DOC Number: FL-05 

       (Includes FL-34; DM 3, 30, 31; IS-78)
Title: Provide fully enabled mobility system to optimize rapid joint force projection, delivery and hand-off of forces and sustainment assets worldwide.



DOC Description (General Summary): Improves the joint deployment and distribution process.  Provides a fully integrated process to deploy forces and sustainment worldwide.  Includes concepts, doctrine, technological/materiel and process changes necessary to more effectively and efficiently employ transportation assets.  Also provides a flexible process to receive and transfer units and support to the responsible tactical commander.  Depending on the extent forces have been tailored, equipped, and loaded prior to deployment the traditional steps of reception, staging, onward movement, and integration may be streamlined or eliminated.  May be conducted independent of fixed infrastructure.  Incorporates modernized and tailorable prepositioned equipment that is strategically and operationally flexible.  

Requires increased command and control,.  Requires improved communications capability, command and control, battlespace awareness, and planning, information collection systems, and decision support tools.  Resulting process will link all elements/nodes of deployment and distribution system together to provide a seamless capability to plan and execute movement of forces and sustainment from origin to destination.

Task:  Transportation management
JV 2010 Differences:
· Modularity/expeditionary

· Force tailoring

· Improved planning

· Predictive anticipatory  

· Dynamic replanning 

· Collaborative (simultaneous)

· Rapid/responsive/flexible

· Efficient asset utilization/increased throughput

· Total asset visibility (transportation and cargo)

· Reduced logistics footprint

· Streamlined JRSOI



DOC Number: FL-06

          (Includes. FL-12, DM-02,25; FSD-20)
Title: Deployment and distribution of the required forces and sustainment at the place and time required.



DOC Description (General Summary): Provides assets to deploy and distribute forces and sustainment worldwide in order to achieve rapid strategic and operational decisiveness.  Includes air and sea lift assets, afloat prepositioning assets, and en-route support.  Effective and efficient deployment and distribution of forces and sustainment requires improvements in concepts, technologies, materiel, deployment and distribution processes, communications, command and control, information systems, and decision support tools.

Task:  Transportation operations 

JV 2010 Differences:
· More capable ground, air, and sea lift 

· Worldwide access

· Rapid deployment and distribution

· Improved planning and dynamic replanning

· Predictive, anticipatory  logistics

· Increased tactical flexibility with near perfect knowledge of friendly forces



DOC Number: FL-07


Title: Support rapid force maneuver within the joint operations area.



DOC Description (General Summary): Provides a fully integrated capability to sustain and support maneuver in the battlespace .  Focuses on the alternative uses of transportation assets, including strategic assets and JLOTS,  to support maneuver and sustainment of widely dispersed forces within  a nonlinear battlespace.  Requires transportation assets and improved communications, command and control, information systems, and decision support tools.  Leverages information, logistics and transportation technologies to plan and execute support of joint operations.  Integrates support to provide rapid crisis response, tracking and shifting assets while enroute to deliver tailored logistics packages with minimal footprint and early initiation of sustainment directly at the strategic, operational and tactical levels of operation. 

Task:  Intratheater deployment

JV 2010 Differences:
· Increased tactical flexibility

· Use of strategic lift for maneuver

· Use of JLOTS assets to support maneuver

· Ability to support nonlinear battlespace operations

· Conduct operations independent of fixed infrastructure



DOC Number: FL-08

                        (includes FL-9,10,11)
Title: Protect forces from all health threats across the full spectrum of conflict.   



DOC Description (General Summary): Aggressively protect our forces from all health threats from the time of accession through all aspects of military service, including deployments, and provide the right medical care at the right place and time. Encompasses prevention, treatment and unique military physical, mental, and social requirements. Provides information and programs, related to mission readiness at all command levels, fostering healthy lifestyles, behaviors, organizations, and communities; in turn reducing incidents of preventable injuries and illness.  Includes medical modernization initiatives to protect deployed forces such as threat identification, surveillance, and countermeasures. 

Task:  Protect the force against medical threats

JV 2010 Differences:
· Focus on prevention to avoid later treatment

· Demand/require healthy lifestyle and behavior

· Anticipate appropriate inoculations

· Universal vaccine

· Improved joint medical doctrine

· Personal medical card

· Advanced (database) medical records

· Improved health  countermeasures/surveillance

· Remote improved medical sensors

· Near perfect knowledge of health status of friendly forces



DOC Number: FL-17

        (Includes FL-18,19; PE-11, 19; DM-14, 48)
Title: Provide effective, efficient and responsive infrastructure and logistics support to meet CINC/warfighter operational requirements.   



DOC Description (General Summary): Provides, maintains, and coordinates the optimum levels of logistics forces, materials and consumables necessary to support the national military strategy; and provides logistics support to sustain the force in the execution of theater strategy, campaigns and joint operations.  Maximizes logistics support to deployed forces, through direct deployment and rapid integration of tailored logistics forces, and pinpoint delivery of tailored logistics packages into the battlespace.  Includes coordination of the wholesale base and acquisition of material, facilities, and services.  Minimizing the need for logistics forces and material in the battlespace depends on a restructured logistics infrastructure outside the theater that can rapidly source and deliver supplies and services.  Also includes reduction of supply and maintenance requirements through highly reliable, low maintenance combat, combat support, and combat service support  systems; and the maintenance capability for “self diagnostics” and “advanced notice failure sensors linked to supply/maintenance activities’ for quick resolution or preemptive action.  Requires full integration of multinational support; command, control, and communications; automated decision support systems; and systemic restructuring to achieve direct delivery from source to user.

Task:  Sustain the force

JV 2010 Differences: 

· Tailored modular logistics forces and packages

· Reduced theater footprint

· Reduced theater inventories

· Restructured logistics infrastructure outside of theater

· Streamlined maintenance and civil engineering support

· Total asset visibility

· Joint Theater Logistics Management System

· Increased outsourcing, privatization, and contractor logistics support

· Robust coalition logistics

· Seamless Distribution

· Increased tactical flexibility through near perfect knowledge of logistics status of friendly forces

· Predictive, anticipatory logistics



DOC Number: FL-20
Title: Capability to synchronize, prioritize, direct, integrate and coordinate common user and cross-Service logistics functions.



DOC Description (General Summary): Coordinates logistics support to sustain the force in the execution of theater strategy, campaigns and joint operations.  Effectively employs the logistics capability of each Service in theater to support common requirements and general support missions.  Exploits the emerging logistics enablers and reduces the size of the logistics footprint.  Requires full integration of Component support capability; robust command, control, and communications; and reliable automated decision support systems.

Task:  Logistics management

JV 2010 Differences:
· Increased reliance on common user logistics support

· Smaller footprint

· Integrated logistics force providing increased tactical flexibility

· Single theater logistics management system

· Common logistics picture providing dynamic planning/replanning capability

· Asset visibility and control for predictive, anticipatory logistics management

· Rapid access to operational information with near perfect knowledge of logistics status of friendly forces



DOC Number: FL-33

              (Includes FL-13; IS-86))
Title: Tailor units to provide essential care in theater and enhanced care during evacuation to definitive care.   


DOC Description (General Summary): Provides essential care in theater and more rapid evacuation to definitive care outside the theater.  Includes forward responder, forward resuscitative surgery, theater hospitalization, and enroute care.  Leverages technology, enhances capabilities, and employs reengineering and modernization to reduce the medical footprint. Provides CONUS casualty reception and definitive care.  Applies to casualties from both conventional and unconventional weapons. 

Task:  Casualty care and management

JV 2010 Differences:
· Near perfect knowledge of health status of friendly forces

· Joint use of deployed medical resources

· Tailored medical support

· Tailored medical forces

· Increased medical force agility

· Enhanced casualty evacuation

· Definitive care in CONUS

· Smaller medical footprint

· Essential in-theater care



DOC Number: FL-35

                  (Includes FL 14, 15, 16)
Title: Optimize logistical operations across and between all echelons, coalitions, and host nations.



DOC Description (General Summary): Provides sustainment support from sources other than the US military.  Includes harmonizing the logistics approaches of different national forces, increasing interoperability, and improving command and control and command relations.  Accomplished through in place bilateral logistics agreements and improved capability to conduct multinational operations within established organizations such as the UN and NATO.  Requires optimizing multinational logistics and information sharing capability.  Provides a common logistics picture for member forces, tailored to their requirements, and consistent with disclosure policies.  Includes policies, procedures, agreements, protocols, standards, access control, security, communications links, hardware and software, maintenance, redundancy, and survivability.

Task:  Optimize multinational logistics support.

JV 2010 Differences:
· Increased tactical flexibility through near perfect knowledge of logistics status of friendly forces

· Common logistics picture providing dynamic planning/replanning capability

· Sharing of multinational logistics information providing predictive, anticipatory logistics management

· Interoperable communications and logistics systems

· Common rules, policy, and processes

· Integrated multinational and 3rd party logistics

· Coordinated multinational support



Information Superiority (Information Operations)

DOC Number: IS (IO) -1  Title: Affect adversary ability to observe the battlespace

DOC Description (General Summary): To be able to affect the adversary’s ability to observe events in the battlespace relevant to the political/military competition.  Requires in-depth understanding of adversary space, air, land, and sea-based intelligence, surveillance, and reconnaissance infrastructure, assets, and information fusion capabilities for targeting purposes. (Also includes navigation systems because they contribute to battlespace awareness.) 

2010 Differences:

· Virtual collaboration for IO with interagency, allies, NGOs/PVOs, International Organizations, host nation, and industry.

· Broad conflict spectrum to include MOOTW and MTW.

· Standing fused, integrated, all-source information on adversary’s information environment.

· Highly standardized data, and information management protocols, policies, and procedures.

· Flexible information and organization architectures to accommodate changes in technology, systems, doctrine and policy.

· Automated and secure friendly and adversary geo-location and status reporting.

· Multi-level access and multi-level security with increased access due to proliferation of information technologies and, simultaneously, more restricted access to specific areas of the adversary’s information environment.

· Shift from event-based threat portrayal to predictive, outcome-based, total battlespace picture, to include: disposition and intent of hostile forces; total asset awareness of friendly forces; visibility of allied/neutral forces and non-combatants; impacts of meteorological and oceanographic (METOC) conditions; and decision support systems to support processing and understanding information.
· Full integration of IO into deliberate and crisis action planning, as well as theater engagement, to include IO capabilities that optimize outcomes.

· Increased interagency cooperation focused on camouflage, concealment and deception particularly related to WMD.

· Increased interagency cooperation and focus on WMD counter-proliferation and combating terrorism.

· Outcome-based, predictive analysis to illuminate IO implications of various COAs.

· Expanded target sets in the information environment for offensive and defensive IO.

· NCA more extensively involved in IO actions; friendly and adversary NCA as originator and/or target of IO

· Enhanced quantity, quality, availability, reliability, non-repudiation, authentication, and networking of information. Assured continuous information.

· IO degrades adversary’s decision cycle time and significantly enhances friendly decision cycle time.

· Information systems describe critical protection requirements.

· Information systems describe critical IO targets.

· Proactive, offensively oriented defenses, including IO, to protect assets.

· For IO, more precise information on infrastructure, location, targeting, weapons, delivery vehicles, and BDA relative to the information environment.

· Increased adversary use of national or foreign commercial/consortium space-based assets, launch facilities, and infrastructure.

· Commercial-off-the-shelf technology and components to include those with signature reduction.

· Preemption and surprise more important to operations; offense dominant.

· Levels of war blending.

· Greater use of deception at all levels of war and phases of conflict.

· Redundant, hardened systems, nodes, and links. 

· Technological adaptation critical; possibility of battlefield surprise.

· Integrated and enhanced networks for HUMINT and ISR.



DOC Number: IS (IO) - 2  Title:  Affect adversary ability to command and control forces
DOC Description (General Summary): To be able to affect the information and information systems that allow the adversary to transmit information about the battlespace to decision-makers (commanders) who will decide how to act on that information and will communicate those decisions to forces in the field.  Includes the ability to affect the perceptions of adversary political and/or military leadership, and information systems that enable horizontal command and control of the battlespace. 

2010 Differences:

· Virtual collaboration for IO with interagency, allies, NGOs/PVOs, International Organizations, host nation, and industry.

· Broad conflict spectrum to include MOOTW through MTW.

· Standing fused, integrated, all-source information on adversary’s information environment.

· Highly standardized data, and information management protocols, policies, and procedures.

· Flexible information and organization architectures to accommodate changes in technology, systems, doctrine and policy.

· Automated and secure friendly and adversary geo-location and status reporting.

· Multi-level access and multi-level security with increased access due to proliferation of information technologies and, simultaneously, more restricted access to specific areas of the adversary’s information environment.

· Shift from event-based threat portrayal to predictive, outcome-based, total battlespace picture, to include: disposition and intent of hostile forces; total asset awareness of friendly forces; visibility of allied/neutral forces and non-combatants; impacts of meteorological and oceanographic (METOC) conditions; and decision support systems to support processing and understanding information.

· Full integration of IO into deliberate and crisis action planning, as well as theater engagement, to include IO capabilities that optimize outcomes.

· Increased adversary use of national or foreign commercial/consortium space-based assets, launch facilities, and infrastructure.

· Increased interagency cooperation focused on camouflage, concealment and deception related to WMD.

· Optimized capability to recognize the full scope of WMD indicators.

· Increased interagency cooperation and focus on WMD counter-proliferation and combating terrorism.

· Outcome-based, predictive analysis to illuminate IO implications of various COAs.

· Expanded target sets in the information environment for offensive and defensive IO.

· NCA more extensively involved in IO actions; friendly and adversary NCA as originator and/or target of IO.

· Enhanced quantity, quality, availability, reliability, non-repudiation, authentication, and networking of information. Assured continuous information.

· IO degrades adversary’s decision cycle time and significantly enhances friendly decision cycle time.

· Information systems describe critical protection requirements.

· Proactive, offensively oriented defenses, including IO, to protect assets.

· For IO, more precise information on infrastructure, location, targeting, weapons, delivery vehicles, and BDA relative to the information environment.

· Commercial-off-the-shelf technology and components to include those with signature reduction.

· Preemption and surprise more important to operations; offense dominant.

· Levels of war blending.

· Greater use of deception at all levels of war and phases of conflict.

· Redundant, hardened systems, nodes, and links. 

· Technological adaptation critical; possibility of battlefield surprise.

DOC Number:  IS (IO) – 3  Title:  Affect the effectiveness of adversary forces

DOC Description (General Summary): To be able to affect the adversary’s information and information systems that directly enable weapons, weapons platforms and/or troops to execute their assigned missions. 

2010 Differences:

· Virtual collaboration for IO with interagency, allies, NGOs/PVOs, International Organizations, host nation, and industry.

· Standing fused, integrated, all-source information on adversary’s information environment.

· Broad conflict spectrum to include MOOTW and MTW.

· Highly standardized data, and information management protocols, policies, and procedures.

· Flexible information and organization architectures to accommodate changes in technology, systems, doctrine and policy.

· Automated and secure friendly and adversary geo-location and status reporting.

· Multi-level access and multi-level security with increased access due to proliferation of information technologies and, simultaneously, more restricted access to specific areas of the adversary’s information environment.

· Shift from event-based threat portrayal to predictive, outcome-based, total battlespace picture, to include: disposition and intent of hostile forces; total asset awareness of friendly forces; visibility of allied/neutral forces and non-combatants; impacts of meteorological and oceanographic (METOC) conditions; and decision support systems to support processing and understanding information.

· Full integration of IO into deliberate and crisis action planning, as well as theater engagement, to include IO capabilities that optimize outcomes.

· Increased adversary use of national or foreign commercial/consortium space-based assets, launch facilities, and infrastructure.

· Increased interagency cooperation focused on camouflage, concealment and deception particularly related to WMD.

· Optimized capability to recognize the full scope of WMD indicators.

· Increased interagency cooperation and focus on WMD counter-proliferation and combating terrorism.

· Outcome-based, predictive analysis to illuminate IO implications of various COAs.

· Expanded target sets in the information environment for offensive and defensive IO.

· NCA more extensively involved in IO actions; friendly and adversary NCA as originator and/or target of IO

· Enhanced quantity, quality, availability, reliability, non-repudiation, authentication, and networking of information. Assured, continuous information

· IO degrades adversary’s decision cycle time and significantly enhances friendly decision cycle time

· Information systems describe critical protection requirements

· Proactive, offensively oriented defenses, including IO, to protect assets

· For IO, more precise information on infrastructure, location, targeting, weapons, delivery vehicles, and BDA relative to the information environment.
· Commercial-off-the-shelf technology and components to include those with signature reduction.

· Preemption and surprise more important to operations; offense dominant.

· Levels of war blending.

· Greater use of deception at all levels of war and phases of conflict.

· Redundant, hardened systems, nodes, and links. 

· Technological adaptation critical; possibility of battlefield surprise.

DOC Number: IS (IO) - 4  Title:  Affect adversary ability to support forces
DOC Description (General Summary): To be able to affect the information and information systems that enable effective human resource utilization, efficient movement of forces, defense industrial base/acquisition processes, and materiel resupply and logistical support. 2010 Differences:

· Virtual collaboration for IO with interagency, allies, NGOs/PVOs, International Organizations, host nation, and industry.

· Standing fused, integrated, all-source information on adversary’s information environment.

· Broad conflict spectrum to include MOOTW and MTW.

· Highly standardized data, and information management protocols, policies, and procedures.

· Flexible information and organization architectures to accommodate changes in technology, systems, doctrine and policy.

· Automated and secure friendly and adversary geo-location and status reporting.

· Multi-level access and multi-level security with increased access due to proliferation of information technologies and, simultaneously, more restricted access to specific areas of the adversary’s information environment.

· Shift from event-based threat portrayal to predictive, outcome-based, total battlespace picture, to include: disposition and intent of hostile forces; total asset awareness of friendly forces; visibility of allied/neutral forces and non-combatants; impacts of meteorological and oceanographic (METOC) conditions; and decision support systems to support processing and understanding information.

· Full integration of IO into deliberate and crisis action planning, as well as theater engagement, to include IO capabilities that optimize outcomes.

· Increased adversary use of national or foreign commercial/consortium space-based assets, launch facilities, and infrastructure.

· Increased interagency cooperation focused on camouflage, concealment and deception particularly related to WMD.

· Optimized capability to recognize the full scope of WMD indicators.

· Increased interagency cooperation and focus on WMD counter-proliferation and combating terrorism.

· Outcome-based, predictive analysis to illuminate IO implications of various COAs.

· Expanded target sets in the information environment for offensive and defensive IO.

· NCA more extensively involved in IO actions; friendly and adversary NCA as originator and/or target of IO

· Enhanced quantity, quality, availability, reliability, non-repudiation, authentication, and networking of information. Assured, continuous information

· IO degrades adversary’s decision cycle time and significantly enhances friendly decision cycle time

· Information systems describe critical protection requirements

· Proactive, offensively oriented defenses, including IO, to protect assets

· For IO, more precise information on infrastructure, location, targeting, weapons, delivery vehicles, and BDA relative to the information environment.

· Commercial-off-the-shelf technology and components to include those with signature reduction.

· Preemption and surprise more important to operations; offense dominant.

· Levels of war blending.

· Greater use of deception at all levels of war and phases of conflict.

· Redundant, hardened systems, nodes, and links. 

· Technological adaptation critical; possibility of battlefield surprise.

DOC Number: IS (IO) - 5  Title:  Affect critical adversary civilian  infrastructure
DOC Description (General Summary): To be able to affect the adversary’s network of independent man-made systems and processes that function collaboratively and synergistically to produce and distribute a continuous flow of essential goods and services. 

2010 differences:

· Virtual collaboration for IO with interagency, allies, NGOs/PVOs, International Organizations, host nation, and industry.

· Standing fused, integrated, all-source information on adversary’s information environment.

· Broad conflict spectrum to include MOOTW and MTW.

· Highly standardized data, and information management protocols, policies, and procedures.

· Flexible information and organization architectures to accommodate changes in technology, systems, doctrine and policy.

· Automated and secure friendly and adversary geo-location and status reporting.

· Multi-level access and multi-level security with increased access due to proliferation of information technologies and, simultaneously, more restricted access to specific areas of the adversary’s information environment.

· Shift from event-based threat portrayal to predictive, outcome-based, total battlespace picture, to include: disposition and intent of hostile forces; total asset awareness of friendly forces; visibility of allied/neutral forces and non-combatants; impacts of meteorological and oceanographic (METOC) conditions; and decision support systems to support processing and understanding information.

· Full integration of IO into deliberate and crisis action planning, as well as theater engagement, to include IO capabilities that optimize outcomes.

· Increased adversary use of national or foreign commercial/consortium space-based assets, launch facilities, and infrastructure.

· Increased interagency cooperation focused on camouflage, concealment and deception particularly related to WMD.

· Optimized capability to recognize the full scope of WMD indicators.

· Increased interagency cooperation and focus on WMD counter-proliferation and combating terrorism.

· Outcome-based, predictive analysis to illuminate IO implications of various COAs.

· Expanded target sets in the information environment for offensive and defensive IO.

· NCA more extensively involved in IO actions; friendly and adversary NCA as originator and/or target of IO

· Enhanced quantity, quality, availability, reliability, non-repudiation, authentication, and networking of information. Assured, continuous information

· IO degrades adversary’s decision cycle time and significantly enhances friendly decision cycle time

· Information systems describe critical protection requirements

· Proactive, offensively oriented defenses, including IO, to protect assets

· For IO, more precise information on infrastructure, location, targeting, weapons, delivery vehicles, and BDA relative to the information environment.

· Commercial-off-the-shelf technology and components to include those with signature reduction.

· Preemption and surprise more important to operations; offense dominant.

· Levels of war blending.

· Greater use of deception at all levels of war and phases of conflict.

· Redundant, hardened systems, nodes, and links. 



DOC Number: IS (IO) – 6     Title:  Protect friendly ability to observe the battlespace.

DOC Description (General Summary): To be able to protect US and allied ability to observe events in the battlespace relevant to the political/military competition.  Requires in-depth understanding of adversary threat to friendly space, air, land, and sea-based intelligence, surveillance, and reconnaissance infrastructure, assets, information fusion capabilities and navigation systems. 2010 differences:

· Virtual collaboration for IO with interagency, allies, NGOs/PVOs, International Organizations, host nation, and industry.

· Standing fused, integrated, all-source information on adversary’s information environment.

· Broad conflict spectrum to include MOOTW and MTW.

· Highly standardized data, and information management protocols, policies, and procedures.

· Flexible information and organization architectures to accommodate changes in technology, systems, doctrine and policy.

· Automated and secure friendly and adversary geo-location and status reporting.

· Multi-level access and multi-level security with increased access due to proliferation of information technologies and, simultaneously, more restricted access to specific areas of the adversary’s information environment.

· Shift from event-based threat portrayal to predictive, outcome-based, total battlespace picture, to include: disposition and intent of hostile forces; total asset awareness of friendly forces; visibility of allied/neutral forces and non-combatants; impacts of meteorological and oceanographic (METOC) conditions; and decision support systems to support processing and understanding information.

· Full integration of IO into deliberate and crisis action planning, as well as theater engagement, to include IO capabilities that optimize outcomes.

· Increased adversary use of national or foreign commercial/consortium space-based assets, launch facilities, and infrastructure.

· Increased interagency cooperation focused on camouflage, concealment and deception particularly related to WMD.

· Optimized capability to recognize the full scope of WMD indicators.

· Increased interagency cooperation and focus on WMD counter-proliferation and combating terrorism.

· Continuous, outcome-based predictive analysis to develop/identify potential indication triggers for IO.

· Outcome-based, predictive analysis to illuminate IO implications of various COAs.

· Expanded target sets in the information environment for offensive and defensive IO.

· NCA more extensively involved in IO actions; friendly and adversary NCA as originator and/or target of IO

· Enhanced quantity, quality, availability, reliability, non-repudiation, authentication, and networking of information. Assured, continuous information

· IO degrades adversary’s decision cycle time and significantly enhances friendly decision cycle time

· Information systems describe critical protection requirements

· Proactive, offensively oriented defenses, including IO, to protect assets

· For IO, more precise information on infrastructure, location, targeting, weapons, delivery vehicles, and BDA relative to the information environment.

· Commercial-off-the-shelf technology and components to include those with signature reduction.

· Preemption and surprise more important to operations; offense dominant.

· Levels of war blending.

· Greater use of deception at all levels of war and phases of conflict.

· Redundant, hardened systems, nodes, and links. 

· Technological adaptation critical; possibility of battlefield surprise.

· Integrated and enhanced networks for HUMINT and ISR.



DOC Number: IS (IO) – 7  Title: Protect friendly ability to command & control forces

DOC Description (General Summary): To be able to protect the information and information systems that allow the US and allied decisionmakers and commanders to freely and effectively command and control their forces.  Includes systems that transmit information about the battlespace to decisionmakers (commanders) who will decide how to act on that information, and the information networks that enable those decisions to be communicated to forces in the field.  Also includes the capability to protect the freedom of action of political and/or military leadership, and to protect information systems that enable horizontal command and control of the battlespace. 2010 differences:

· Virtual collaboration for IO with interagency, allies, NGOs/PVOs, International Organizations, host nation, and industry.

· Standing fused, integrated, all-source information on adversary’s information environment.

· Broad conflict spectrum to include MOOTW and MTW.

· Highly standardized data, and information management protocols, policies, and procedures.

· Flexible information and organization architectures to accommodate changes in technology, systems, doctrine and policy.

· Automated and secure friendly and adversary geo-location and status reporting.

· Multi-level access and multi-level security with increased access due to proliferation of information technologies and, simultaneously, more restricted access to specific areas of the adversary’s information environment.

· Shift from event-based threat portrayal to predictive, outcome-based, total battlespace picture, to include: disposition and intent of hostile forces; total asset awareness of friendly forces; visibility of allied/neutral forces and non-combatants; impacts of meteorological and oceanographic (METOC) conditions; and decision support systems to support processing and understanding information.

· Full integration of IO into deliberate and crisis action planning, as well as theater engagement, to include IO capabilities that optimize outcomes.

· Increased adversary use of national or foreign commercial/consortium space-based assets, launch facilities, and infrastructure.

· Increased interagency cooperation focused on camouflage, concealment and deception particularly related to WMD.

· Optimized capability to recognize the full scope of WMD indicators.

· Increased interagency cooperation and focus on WMD counter-proliferation and combating terrorism.

· Continuous, outcome-based predictive analysis to develop/identify potential indication triggers for IO.

· Expanded target sets in the information environment for offensive and defensive IO.

· NCA more extensively involved in IO actions; friendly and adversary NCA as originator and/or target of IO

· Enhanced quantity, quality, availability, reliability, non-repudiation, authentication, and networking of information. Assured, continuous information.

· IO degrades adversary’s decision cycle time and significantly enhances friendly decision cycle time

· Information systems describe critical protection requirements

· Proactive, offensively oriented defenses, including IO, to protect assets

· For IO, more precise information on infrastructure, location, targeting, weapons, delivery vehicles, and BDA relative to the information environment.

· Commercial-off-the-shelf technology and components to include those with signature reduction.

· Preemption and surprise more important to operations; offense dominant.

· Levels of war blending.

· Greater use of deception at all levels of war and phases of conflict.

· Redundant, hardened systems, nodes, and links. 

· Technological adaptation critical; possibility of battlefield surprise.

DOC Number: IS (IO) - 8  Title:  Protect the effectiveness of friendly forces
DOC Description (General Summary): To be able to protect the information and information systems that directly enable US or allied weapons, weapons platforms, and/or troops to execute their assigned missions. 2010 differences:

· Virtual collaboration for IO with interagency, allies, NGOs/PVOs, International Organizations, host nation, and industry.

· Standing fused, integrated, all-source information on adversary’s information environment.

· Broad conflict spectrum to include MOOTW and MTW.

· Highly standardized data, and information management protocols, policies, and procedures.

· Flexible information and organization architectures to accommodate changes in technology, systems, doctrine and policy.

· Automated and secure friendly and adversary geo-location and status reporting.

· Multi-level access and multi-level security with increased access due to proliferation of information technologies and, simultaneously, more restricted access to specific areas of the adversary’s information environment.

· Shift from event-based threat portrayal to predictive, outcome-based, total battlespace picture, to include: disposition and intent of hostile forces; total asset awareness of friendly forces; visibility of allied/neutral forces and non-combatants; impacts of meteorological and oceanographic (METOC) conditions; and decision support systems to support processing and understanding information.

· Full integration of IO into deliberate and crisis action planning, as well as theater engagement, to include IO capabilities that optimize outcomes.

· Increased adversary use of national or foreign commercial/consortium space-based assets, launch facilities, and infrastructure.

· Increased interagency cooperation focused on camouflage, concealment and deception particularly related to WMD.

· Optimized capability to recognize the full scope of WMD indicators.

· Increased interagency cooperation and focus on WMD counter-proliferation and combating terrorism.

· Continuous, outcome-based predictive analysis to develop/identify potential indication triggers for IO.

· Expanded target sets in the information environment for offensive and defensive IO.

· NCA more extensively involved in IO actions; friendly and adversary NCA as originator and/or target of IO

· Enhanced quantity, quality, availability, reliability, non-repudiation, authentication, and networking of information. Assured, continuous information

· IO degrades adversary’s decision cycle time and significantly enhances friendly decision cycle time

· Information systems describe critical protection requirements

· Proactive, offensively oriented defenses, including IO, to protect assets

· For IO, more precise information on infrastructure, location, targeting, weapons, delivery vehicles, and BDA relative to the information environment.

· Commercial-off-the-shelf technology and components to include those with signature reduction.

· Preemption and surprise more important to operations; offense dominant.

· Levels of war blending.

· Greater use of deception at all levels of war and phases of conflict.

· Redundant, hardened systems, nodes, and links. 

· Technological adaptation critical; possibility of battlefield surprise.



DOC Number: IS (IO) - 9  Title:  Protect friendly ability to support forces

DOC Description (General Summary): To be able to protect the information and information systems that enable effective human resource utilization, efficient movement of forces, defense industrial base/acquisition processes, and materiel resupply and logistical support. 2010 differences:

· Virtual collaboration for IO with interagency, allies, NGOs/PVOs, International Organizations, host nation, and industry.

· Standing fused, integrated, all-source information on adversary’s information environment.

· Broad conflict spectrum to include MOOTW and MTW.

· Highly standardized data, and information management protocols, policies, and procedures.

· Flexible information and organization architectures to accommodate changes in technology, systems, doctrine and policy.

· Automated and secure friendly and adversary geo-location and status reporting.

· Multi-level access and multi-level security with increased access due to proliferation of information technologies and, simultaneously, more restricted access to specific areas of the adversary’s information environment.

· Shift from event-based threat portrayal to predictive, outcome-based, total battlespace picture, to include: disposition and intent of hostile forces; total asset awareness of friendly forces; visibility of allied/neutral forces and non-combatants; impacts of meteorological and oceanographic (METOC) conditions; and decision support systems to support processing and understanding information.

· Full integration of IO into deliberate and crisis action planning, as well as theater engagement, to include IO capabilities that optimize outcomes.

· Increased adversary use of national or foreign commercial/consortium space-based assets, launch facilities, and infrastructure.

· Increased interagency cooperation focused on camouflage, concealment and deception particularly related to WMD.

· Optimized capability to recognize the full scope of WMD indicators.

· Increased interagency cooperation and focus on WMD counter-proliferation and combating terrorism.

· Continuous, outcome-based predictive analysis to develop/identify potential indication triggers for IO.

· Expanded target sets in the information environment for offensive and defensive IO.

· NCA more extensively involved in IO actions; friendly and adversary NCA as originator and/or target of IO

· Enhanced quantity, quality, availability, reliability, non-repudiation, authentication, and networking of information. Assured, continuous information

· IO degrades adversary’s decision cycle time and significantly enhances friendly decision cycle time

· Information systems describe critical protection requirements

· Proactive, offensively oriented defenses, including IO, to protect assets

· For IO, more precise information on infrastructure, location, targeting, weapons, delivery vehicles, and BDA relative to the information environment.
· Commercial-off-the-shelf technology and components to include those with signature reduction.

· Preemption and surprise more important to operations; offense dominant.

· Levels of war blending.

· Greater use of deception at all levels of war and phases of conflict.

· Redundant, hardened systems, nodes, and links. 

· Technological adaptation critical; possibility of battlefield surprise.
· Greater number of sources for components, processes, and expertise; fewer completed systems.
· Less logistics-dependent systems; reduced service, maintenance, and repair requirements.

DOC Number: IS (IO) - 10  Title:  Protect friendly civilian information infrastructures
DOC Description (General Summary): To be able to protect the friendly network of independent man-made systems and processes that function collaboratively and synergistically to produce and distribute a continuous flow of essential goods and services. 2010 differences:

· Virtual collaboration for IO with interagency, allies, NGOs/PVOs, International Organizations, host nation, and industry.

· Standing fused, integrated, all-source information on adversary’s information environment.

· Broad conflict spectrum to include MOOTW and MTW.

· Highly standardized data, and information management protocols, policies, and procedures.

· Flexible information and organization architectures to accommodate changes in technology, systems, doctrine and policy.

· Automated and secure friendly and adversary geo-location and status reporting.

· Multi-level access and multi-level security with increased access due to proliferation of information technologies and, simultaneously, more restricted access to specific areas of the adversary’s information environment.

· Shift from event-based threat portrayal to predictive, outcome-based, total battlespace picture, to include: disposition and intent of hostile forces; total asset awareness of friendly forces; visibility of allied/neutral forces and non-combatants; impacts of meteorological and oceanographic (METOC) conditions; and decision support systems to support processing and understanding information.

· Full integration of IO into deliberate and crisis action planning, as well as theater engagement, to include IO capabilities that optimize outcomes.

· Increased adversary use of national or foreign commercial/consortium space-based assets, launch facilities, and infrastructure.

· Increased interagency cooperation focused on camouflage, concealment and deception particularly related to WMD.

· Optimized capability to recognize the full scope of WMD indicators.

· Increased interagency cooperation and focus on WMD counter-proliferation and combating terrorism.

· Continuous, outcome-based predictive analysis to develop/identify potential indication triggers for IO.

· Expanded target sets in the information environment for offensive and defensive IO.

· NCA more extensively involved in IO actions; friendly and adversary NCA as originator and/or target of IO

· Enhanced quantity, quality, availability, reliability, non-repudiation, authentication, and networking of information. Assured, continuous information

· IO degrades adversary’s decision cycle time and significantly enhances friendly decision cycle time

· Information systems describe critical protection requirements

· Proactive, offensively oriented defenses, including IO, to protect assets

· For IO, more precise information on infrastructure, location, targeting, weapons, delivery vehicles, and BDA relative to the information environment.

· Commercial-off-the-shelf technology and components to include those with signature reduction.

· Preemption and surprise more important to operations; offense dominant.

· Levels of war blending.

· Greater use of deception at all levels of war and phases of conflict.

· Redundant, hardened systems, nodes, and links. 



Information Superiority-Information Transport and Processing

DOC Number:    ITP-1                Title:  Assurance

DOC Description (General Summary): Defend against information operations threats. Provide the warfighter  high quality information services when needed to meet the dynamically changing demands of the future, when and where required, while protecting sources and methods.  Includes access and security issues in the joint, interagency, and multinational arena.   2010 Differences:

· Assurances against compromise/exploitation, to include network access control.

· Multi-path, threat-sensitive, self-correcting, and regenerating network with graceful and predictable degradation of networks under attack.

· Advanced visualization tools to monitor network security and performance, anticipate and detect intrusion attempts and defend the network against attack.
· Intelligent information delivery capability with automated security and access level determination.
· Highly standardized data and information management protocols, policies, and procedures.
· Flexible information and organization architectures to accommodate changes in technology/requirements,   
     including reachback.
· Multi-level access with security; individual communications channels, and networks handling multiple classification levels.    


DOC Number:  ITP-2   Title:  Capacity

DOC Description (General Summary): Provide the warfighter a flexible, adaptive network to transmit and receive the right volume of information at the right time and at the right place.  2010 Differences:

· Unimpeded transport of multimedia information throughout all possible environments and situations.

· Advanced, interactive visualization and displays integrated with information infrastructure management  tools to monitor, detect, and optimize network performance

· Information precedence and capacity restoration


DOC Number: ITP-3        Title:  Interoperability   

DOC Description (General Summary): Provide universal transaction services that allow the warfighter to exchange and understand information unimpeded by differences in connectivity or language on a real time basis regardless of location.  2010 Differences:

· System (e.g., workstation) independent, universal access to all appropriate information including policies,    procedures, protocols, standards and infrastructure that create a truly global network of networks.

· Advanced interactive visualization and management tools to recognize, diagnose, and correct interoperability problems.



DOC Number: ITP-4    Title:  Information Management
DOC Description (General Summary): Manage an assured, real-time, scalable information flow throughout the infrastructure. Provide the warfighter with high quality information services when needed to meet the dynamically changing demands of the future, when and where required, while protecting sources and methods.  Includes access and security issues in the joint, interagency, and multinational arena.   

2010 Differences:

· Scalable end-to-end, multi-path, threat-sensitive, self-correcting, and regenerating network with graceful and predictable degradation of networks under attack..

· Advanced visualization tools to monitor network performance, usage, reallocation, and security.
· Highly standardized data and information management protocols, policies, and procedures.
· Flexible information and organization architectures to accommodate real-time changes in requirements and access for all venues, to include allied, coalition, neutral and hostile.

Precision Engagement

DOC Number: PE01
Title: Conduct Battlespace Analysis

Included in IS-37 (BA-05)

DOC Description (General Summary): Capability to analyze the battlespace to identify operational strategies, operational objectives, and specific actions required to meet objectives.  Analysis determines enemy and friendly critical vulnerabilities, enemy COAs and intent.  Analysis must provide the seamless transition from pre-hostility/conflict IPB to the continuous and on-going analysis of battlespace events/engagements to direct future operations.  

Task:
· Orientation (Situation awareness)

2010 Differences:

· Decreased complexity/clear understanding

· Common operational picture

· Simultaneous information

· “Real-time”; predictive

· Interactive shared orientation

· Shared, quick links; shaped, common feedback

· Reduced decision time

· Better decisions – objective reached quicker

DOC Number: PE02
Title: Relevant Force Location and Status

Included in IS-34 (BA 04)

DOC Description (General Summary): Capability to locate and provide status of all relevant enemy and friendly forces and non-combatants.  Friendly force information provides necessary visibility to ensure CONUS to conflict tracking, force employment decisions, and fratricide avoidance.  Enemy force information should provide necessary visibility to assess objective/target priorities and command/control engagement.  Non-combatant information provides necessary visibility to avoid collateral damage.        



DOC Number: PE03
Title: Integrated Battlespace Picture

Included in IS-61(BA-06)



DOC Description (General Summary): Capability to provide a fused battlespace picture.  Must provide to all levels of command, down to the individual warfighter, a tailorable, scaleable, inter-active picture, containing relevant information in detail sufficient to support operational objectives.  Picture must support a streamlined, efficient decision-making environment (information access, processing and display, staffing and procedures) allowing commanders to act more quickly and with greater accuracy.    



DOC Number: PE04
Title: Identify, Prioritize, and Command/Control Effects against Battlespace Objectives/Targets

(Incorporated into CC-07/04)

DOC Description (General Summary): Capability to identify and prioritize objectives and targets, and command/control forces to deliver effects.  Must provide engagement quality information against objectives/targets.  Includes the ability to direct use of preferred engagement systems/forces; proposed ordnance; force assignment within required time constraints; conduct assessment of mission plans through rehearsal, modeling & simulation.

Task:  Match effects to target.

2010 Differences:

· Enhanced battlespace awareness (predictive)

· Selective impact on targets

· Enhanced selection of possible effects, 

· Variable lethality

· Weakened vs. killed targets



DOC Number: PE05




Title: Tailorable Force Packages



DOC Description (General Summary): Capability and flexibility to assemble and deploy tailored force packages sufficiently sized with the appropriate combat capabilities, logistics, transportation, and information support to achieve operational objectives.  Able to reduce force footprint while increasing lethality and decreasing vulnerability.

Task:  Provide force capabilities

2010 Differences:

1. Fully interoperable forces (multinational/interagency)

2. Readily deployable (trained)

3. New joint & service doctrine

4. Increased efficiency (lethality, capability)

5. Decreased vulnerability

6. Complete knowledge of the situation


DOC Number: PE06




Title: Minimize and/or Control Collateral Damage



DOC Description (General Summary): Capability to control the application of lethal and non-lethal means to minimize and/or control collateral damage.  Battlespace analysis must support the full range of military options by identifying possible adverse/collateral effects.  Must control unwanted damage to friendly forces, non-combatants, systems, infrastructure, and political coalitions.

Task:  Control Collateral Damage

2010 Differences:

1. Complete battlespace knowledge

2. More weapons/systems accuracy

3. More weapons/systems reliability

4. Tailorable weapon’s effect



DOC Number: PE07
Title: Time-Critical-Targeting



DOC Description (General Summary): Capability to conduct dynamic operations focused at detecting, identifying, and directing or redirecting forces to achieve effects against fleeting or time-critical targets while under the appropriate level of command and control which ensures the maximum effect of limited munitions.  Munitions are expended on prioritized targets which contribute to tactical, operational, and strategic objectives.  This capability must enable the full use of military options to engage high-priority targets, asymmetric and conventional, that present short engagement windows.

Task:  Target detection, ID, engagement, neutralization (desired effect).

2010 Differences:

1. Predictive threat knowledge

2. Increased engagement system speed

3. Real-time ISR/ID

4. Real-time C2

5. Rapid prioritization

6. Rapid weapon to target matching



DOC Number: PE08



Title: Fratricide Prevention



DOC Description (General Summary): Capability to prevent fratricide through relevant battlespace awareness, available at all appropriate levels of command, down to and including shooters.  This capability must ensure the employment of military force does not damage or kill friendly forces, or interfere with adjacent operations.  Forces must be free from fear of attack by friendly forces.

Task:  Fratricide prevention.

2010 Differences: 

1. Increased detection range

2. Greater situational awareness (SA) through a secure, scaleable, selectable common operational picture of the battlespace

3. Improved control procedures

4. Increased engagement ranges

5. Improved protections from enemy IO attack. 





DOC Number: PE09
Title: Defeat Threat Protective Systems



DOC Description (General Summary): Capability to locate, identify, and defeat existing and potential threat protective measures/systems.  Detection and identification of objectives and targets must not be impeded by cover, concealment, placement, or mobility.  Likewise, lethal and non-lethal options must be available to ensure required effects can be produced against objectives/targets protected by cover, concealment, hardening, burial, placement, mobility, use of noncombatants, or additional means that become available across the full spectrum of operations.

Task:  Produce Effects (produce required effects against protected targets/objectives).

2010 Differences:

1. Smart sensors.

2. Penetrating weapons capability

3. Enhanced nodal analysis of targets/objectives

4. Knowledge of targets/objectives, protective measures

5. Expanded range of lethal/non lethal weapon options (i.e. trajectory shape)

6. Guided munitions

7. Lightweight ammunition

8.      IFF munitions


DOC Number: PE10



Title: Integrate Battlespace Fire and Maneuver



DOC Description (General Summary): Capability to conduct coordinated battlespace fires and maneuver, integrating the unique air, land, sea, and space capabilities of joint/multi-national forces.  This capability must ensure that force elements are able to maneuver from widely dispersed locations, integrated to achieve mass effects individually or in combination as the situation warrants.

Task:  Maneuver

2010 Differences:

1. Effects massed vice forces massed 

2. Knowledge of where to place weapon platforms for massed effect 

3. Predictive

4. Expansive view of battlespace through a secure, scaleable, selectable common operational picture of the   

                Battlespace



DOC Number: PE11
Title: Fused Battlespace Sustainment 

Included in FL-17

DOC Description (General Summary): Capability to conduct fused battlespace sustainment, without requirements for massed inventories.  Logistical requirements/planning must fuse with warfighting concept of operations to allow real-time sustainment and influence future actions, without sacrificing readiness, operational tempo, or force protection.



DOC Number: PE12


Title: Precision Force Protection



DOC Description (General Summary): Capability to fuse unique air, land, sea, and space capabilities to allow freedom of action to employ precise effects.  This capability ensures force packages integrate speed, maneuver, dispersion, stealth, suppression, mutual support, etc., to allow force employment without unnecessary risk.

Task:  Provide freedom of action

2010 Differences:

· Longer presence in “hostile” area

· Predictive knowledge

· Better threat knowledge/ neutralization 

· More joint; interoperable

· Tailorable forces

· Greater dispersal of forces



DOC Number: PE13
Title: Extended Range Engagement



DOC Description (General Summary): Capability to achieve combat effects from beyond or immune to the enemy’s ability to interfere or retaliate.  The effects are seamlessly integrated into each component’s operational plans while they contribute to the JFC’s strategic plan.  The desire is to apply the appropriate amount of destructive, logistic, or information force to achieve the maximum effects most efficiently while eliminating collateral damage, unnecessary casualties, and minimizing the exposure of friendly forces to hostile environments.

Task:
· Target/effect identification, engagement, destruction/neutralization (desired effect)

2010 Differences:

· Increased weapons range

· Increased weapons precision

· Greater reliance on off-board processing

· Exploits information and analytical capabilities from battlespace awareness

· Greater understanding of enemy systems and infrastructure

· Greater understanding of enemy centers of gravity

· Precision delivery of information effects

· Precision delivery of humanitarian assistance

· Focused psychological operations
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