Joint Vision 2010



DOC Number:  BA-01             Title:  Fused Assessment and Battlespace Visualization

DOC Description (General Summary): Provide a fused assessment and visual display of the battlespace to include comprehensive awareness of the environment (including terrain, meteorological, oceanographic and exo-atmospheric conditions) and the status of adversary, friendly and neutral forces, as well as noncombatants, through a secure, interactive, fused, tailorable common operational picture. 

2010 differences:

· Timely, accurate, fused common operational picture to include:  disposition and intent of adversary forces; disposition of

friendly forces; disposition of neutral forces and non-combatants; advanced knowledge of impacts of meteorological, oceanographic (METOC), exo-atmospheric and terrain conditions; and decision support systems to assist in processing and understanding  information.

· Multi-dimensional visualization, with emphasis on multiple information display options and advanced tools to rapidly assess raw data and finished analyses.  

· Light weight, high resolution, rugged, deployable displays.

· Virtual secure collaboration for tasking and analysis with DoD, non-DoD, agencies, allies, multinational organizations, NGO/PVO/IO, host nation and industry.

· Fused, integrated all-source information (includes all intelligence disciplines, METOC, Geospatial Information and Services (GI&S), open-source, economic, sociological, demographic, and political information). 

· Highly standardized data, and information management protocols, policies, and procedures.

· Flexible information and organization architectures to accommodate changes in technology/requirements, including 

reachback.

· Multi-level security .

 

CA Sponsor:  Information Superiority (Battlespace Awareness Challenge Area)

Organization Address:   Joint Staff J2P, (Intelligence Assessments, Doctrine, Requirements and Capabilities)

Org Tele (DSN):   225-9815   Comm: 703-695-9815   E-Mail Address:          Fax Number:   DSN-227-9209

Applicable Challenges:  Battlespace Awareness

Core Task(s): Produce and display the relevant combat information required for the planning, development, and conduct of the full-range of military operations. 

Subordinate Tasks: 




UJTL Ref No: OP2
Description: Provide operational ISR 

UJTL Ref No: ST2
Description: Develop strategic theater ISR

Task Conditions: This capability must exist to support all levels of conflict.  For specific event conditions, refer to the appropriate

Task Conditions in the UJTL.



Criteria for Measurement (and Existing Standards if Known):

Means:

· Secure cross-service, -platform, -discipline, -echelon, -coalition and –agency integration

· Relevant, flexible doctrine and TTP

· Focused training and education

· Simplified, streamlined processes and organizations; rapid, flexible surge across echelons when needed

· Advanced cognitive tools and automated decision aids, including use of artificial intelligence

· Integrated suite of multi-purpose, multi-capable sensors (human and technical)

· Integrated battlespace awareness architectures, emphasizing common architectures and tools for virtual collaboration 

· Tailored displays to aggregate and de-aggregate information to the user’s needs, including informational glyphoids (multi-dimensional icons of the future, able to represent new previously intangible information for operational use) and polymorphic displays (ability to have a dynamic, fundamental data set for multiple users and applications) 

· Secure, interactive, real-time access to an extensive network of information resources

· Equip traditional and ad hoc coalition forces with broadcast and receive capabilities

· Standardized data elements

· Standardized correlation/decorrelation criteria for automated processing and fusion 

Most Demanding AOR, Mission and Scenario for Assessment (and Rationale):  

Assessment Strategy:

Demonstrations and Experiments:  Semi-Automated Imagery Processing (SAIP) ACTD, Rapid Terrain Visualization ACTD, Link 16 ACTD,

Integrated Collection Management (ICM) ACTD, Joint Intelligence Virtual Architecture (JIVA), Joint Capabilities Assessment Toolset (JCAT), JWIDs

Exercises:  ISX’s, ROVING SANDS, AGILE LION

Modeling and Simulation

War Games

Hypotheses:  If we can provide a common operational picture in an intuitive, visual display, then we can provide the Commander with a decisive information advantage enabling him to employ his forces more precisely and effectively than the adversary. 

Other Affected JV 2010 Coordinating Authorities:   (DM, PE, FL, FDP, IT&P, IO, and FSD)



DOC Number:  BA-02                 Title: Integrated, Collaborative Collection Management
DOC Description (General Summary):  Develop, plan, and coordinate the integrated management of all  intelligence collection in order to synchronize Intelligence, Surveillance and Reconnaissance (ISR) with the planning and operations cycle.  This capability will integrate the separate intelligence collection disciplines (HUMINT, IMINT, SIGINT, MASINT, TECHINT, and Open Source) with planned and ongoing 

joint operations across the range of military operations.

2010 Differences:

· ISR sensor/system cross-cueing

· Operations-ISR synchronization and fusion

· Cross-service, -coalition, -platform, -discipline, -echelon, and –agency integration

· Streamlined requirements and tasking processes with direct user-collector contacts

· Dynamic tasking, asset allocation, and re-tasking

· Collection asset visualization in common collation picture

· End-to-end status insight

· Collection strategy template data base

· Collection/exploitation synchronization

· Assured collection via continuous planning, coordination and feedback

· Joint collection doctrine

· Operationalized  MASINT, and integrated HUMINT & Counterintelligence

·  Integrated suite of enhanced multi-purpose, multi-capable sensors (human and technical)

Virtual secure collaboration for tasking and analysis with multinational organizations, agencies, allies, NGO/PVO/IO, 

host nation and industry

· Highly standardized data, and information management protocols, policies, and procedures



CA Sponsor:  Information Superiority (Battlespace Awareness Challenge Area)

Organization Address:  Joint Staff J2P, (Intelligence Assessments, Doctrine, Requirements and Capabilities)

Org Tele (DSN):   225-9815   Comm:  703-695-9815

E-Mail Address:                                     Fax Number:   DSN-227-9209

Applicable Challenges:  Battlespace Awareness

Core Task(s):  Provide integrated collection management of all intelligence collection through application of new doctrine, procedures and technologies. 

Subordinate Tasks: 




UJTL Ref No:

OP2.1

OP2.1.1

OP2.1.2

OP2.1.3

OP2.1.4

OP2.2

OP2.2.1

OP2.2.2
Description:

Plan and Direct Operational Intelligence Activities 

 Determine and Prioritize Operational Priority Intelligence Requirements.

 Determine and Prioritize Operational Information Requirements.

 Prepare Operational Collection Plan.

 Allocate Intelligence Resources in Theater of Operations.

 Collect Operational Information

Collect Information on Operational Situation

 Directly Support Theater strategic Surveillance and Reconnaissance Requirements.




Task Conditions:

This capability must exist to support all levels of conflict.  For specific event condition, refer to the appropriate Task Conditions in the UJTL.

Criteria for Measurement (and Existing Standards if Known):



 Means:

· Cross-service, -platform, -discipline, -echelon, and –agency integration

· Relevant, flexible joint collection doctrine and TTP

· Focused training and education

· Simplified, streamlined processes and organizations; rapid, flexible surge across echelons when needed

· Advanced cognitive tools and automated decision aids, including use of artificial intelligence

· Efficient integration of multiple partners (government/non-government, US/non-US) capabilities for information collection and sharing

· Integrated battlespace awareness architectures

· Secure, interactive, real-time access to an extensive network of information resources

Most Demanding AOR, Mission and Scenario for Assessment (and Rationale):  

Assessment Strategy (Suggested Events, Primary and Validating):

Demonstrations and Experiments:  Integrated Collection Management ACTD, Joint Collection Management Took (JCMT), JCMT ExCap, DARPA Advanced ISR Management (AIM) ATD,  Joint Capabilities Assessment Toolset (JCAT), Joint Intelligence Virtual Architecture (JIVA)

Exercises:  ISX’s

Modeling and Simulation:  Joint C4ISR Battle Center (JBC)

War Games

Lessons learned

Studies

Hypotheses:  If we can develop a seamless collection management system that successfully integrates all intelligence collection sources with joint/combined operations, then we can successfully enhance Operations-ISR synchronization.

Other Affected JV 2010 Coordinating Authorities: (DM, PE, FL, FDP, IT&P, IO, and FSD/Joint C2)




DOC Number:  BA-03                 Title:  Identification of Friendly, Adversary and Neutral Forces and Noncombatants 

DOC Description (General Summary):  Provide constant, relevant, predictive knowledge of all battlespace occupants.  Includes continuous location, identification, and tracking of friendly, adversary, and neutral forces and noncombatants. 

2010 Differences include:

· Timely, accurate, fused common operational picture to include: disposition and intent of adversary forces; disposition of

Friendly forces; disposition of neutral forces and non-combatants; advanced knowledge of impacts of meteorological, oceanographic (METOC), exo-atmospheric and terrain conditions; and decision support systems to assist in processing and understanding information.

· Automated Geo-location and status reporting.

· Virtual secure collaboration with DoD, non-DoD, agencies, allies, multinational organizations, NGO/PVO/IO, host nation and industry.

· Fused, integrated all-source information.

· Highly standardized data, and information management protocols, policies, and procedures.

· Flexible information and organization architectures to accommodate changes in technology/requirements, including reachback.

· Integrated, enhanced multi-sensor (human and technical) capability.

· Multi-level security. 



CA Sponsor: Information Superiority (Battlespace Awareness Challenge Area)

Organization Address: Joint Staff J2P, (Intelligence Assessments, Doctrine, Requirements and Capabilities)

Org Tel (DSN):  225-9815  Comm: 703-695-9815

E-Mail Address:                                            Fax Number:  DSN 227-9209

Applicable Challenges:  Battlespace Awareness

Core Task(s):   Collect and report information on all battlespace occupants. 

Subordinate Tasks: 




UJTL Ref No: SN2.2.1

UJTL Ref No:  OP2

UJTL Ref No:  SN3.1

UJTL Ref No:  ST5.1.3

UJTL Ref No:  OP5.1.4
Description: Collect information on strategic situation worldwide

                       Provide operational intelligence, surveillance and reconnaissance

                       Coordinate Forward Presence of Forces in Theater

                       Maintain Strategic Information, Data, and Force Status

                       Maintain Operational Information and Force Status






Task Conditions: This capability must exist to support all levels of conflict.  For specific event conditions, refer to the appropriate Task Conditions in the UJTL.

Criteria for Measurement (and Existing Standards if Known):



Means:

· Secure cross-service, -platform, -discipline, -echelon, -coalition and –agency integration.

· Relevant, flexible doctrine and TTP.

· Focused training and education.

· Advanced cognitive tools and automated decision aids, including use of artificial intelligence.

· Integrated suite of multi-purpose multi-capable sensors

· Efficient integration of multiple partners (government/non-government, US/non-US) capabilities for information collection and sharing

· Integrated battlespace awareness architectures.

· Common TTP for coalition operations.

· Equip traditional and ad hoc coalition forces with IFF systems



Most Demanding AOR, Mission and Scenario for Assessment (and Rationale):  

Assessment Strategy:

· Leverage All-Service Combat ID Evaluation Team (ASCIET) results as baseline.

· Exercises (Training implications).

· Seminars/Symposia  (Doctrine/Organizational Issues). 

· Leverage on-going Battlespace Awareness studies results. 

· Demonstrations (ACTD, ACT, JWID) and Experiments (Technical opportunities for sensing, beaconing and displays).

· Modeling and simulation (Technology opportunity integration).

· Lessons learned (JCLL/Post-operations reports).

· JWE.

Hypotheses:  If we can detect, identify, locate and track all battlespace occupants and provide instantaneous and continuous information on their status, then we can support prevention of fratricide and non-combatant casualties.

Other Affected JV 2010 Coordinating Authorities:  (DM, PE, FL, FDP, IT&P, IO, and FSD/Joint C2)




DOC Number: BA-04             Title:  Real-Time Battlespace Awareness
DOC Description (General Summary): Provide the Commander comprehensive battlespace awareness in real-time. 

2010 differences:

· Real-time, fused common operational picture.

· Improved analytical processes and methods to include real-time, virtual, secure collaboration with DoD, non-DoD, agencies, allies, multinational organizations, NGO/PVO/IO, host nation and industry.

· Expanded areas of analyst expertise.

· Highly standardized data, and information management protocols, policies, and procedures.

· Improved dissemination to facilitate real-time awareness.

· Flexible information and organization architectures to accommodate changes in technology/requirements, including reachback.

· Multi-level security.

· Advanced knowledge of impacts of meteorological, oceanographic (METOC), exo-atmospheric and terrain conditions.

 

CA Sponsor:  Information Superiority (Battlespace Awareness Challenge Area)

Organization Address:   Joint Staff J2P, (Intelligence Assessments, Doctrine, Requirements and Capabilities)

Org Tele (DSN):   225-9815   Comm: 703-695-9815   E-Mail Address:          Fax Number:   DSN-227-9209

Applicable Challenges:  Battlespace Awareness

Core Task(s): Produce in real-time the relevant combat information required to support the Commander across the full-range of military operations. 

Subordinate Tasks:  1) Improved Analytical Procedures and Methods

                                    2) Improved Dissemination architectures

                                    3) Multi-level Security

                                    4) Improved interoperability with allies and coalition forces

 


UJTL Ref No: OP2
Description: Provide operational ISR 

UJTL Ref No: ST2
Description: Develop strategic theater ISR

Task Conditions: This capability must exist to support all levels of conflict.  For specific event conditions, refer to the appropriate Task Conditions in the UJTL.



Criteria for Measurement (and Existing Standards if Known):

Means:

· Real-time secure cross-service, -platform, -discipline, -echelon, -coalition and –agency integration

· Relevant, flexible doctrine and TTP

· Focused training and education

· Simplified, streamlined processes and organizations; rapid, flexible surge across echelons when needed

· Automated analytical tools, to include language translation and automated target recognition

· Advanced cognitive tools and automated decision aids, including use of artificial intelligence

· Integrated suite of multi-purpose multi-capable sensors (human and technical)

· Efficient integration of multiple partners (government/non-government, US/non-US) capabilities for information collection and sharing

· Integrated battlespace awareness architectures, emphasizing common architectures and tools for virtual 

· Real-time, interactive access to an extensive network of information resources

· Equip traditional and ad hoc coalition forces with broadcast and receive capabilities

· Standardized data elements

· Standardized correlation/decorrelation criteria for automated processing and fusion 

Most Demanding AOR, Mission and Scenario for Assessment (and Rationale):  

Assessment Strategy:

Demonstrations and Experiments:  

Exercises

Modeling and Simulation

War Games

Hypotheses:  If we can provide the common operational picture in real-time, then we can provide the Commander with a decisive information advantage enabling him to employ his forces more precisely and effectively than the adversary. 

Other Affected JV 2010 Coordinating Authorities: (DM, PE, FL, FDP, IT&P, IO, and FSD/Joint C2)



DOC Number: BA-05               Title:   Provide Comprehensive Battlespace Awareness to Support the Full Range of Military Operations

DOC Description (General Summary): Provide the Commander a dominant awareness of the environment across the full range of military operations and operational environments, including Weapons of Mass Destruction, Counter Terrorism, Information Operations, Urban Operations, Military Operations Other than War (MOOTW), Targeting, Indications and Warning (I&W), Space and Undersea Operations. 

2010 Differences:

· Timely, accurate, fused common operational picture to include: disposition and intent of adversary forces; total asset awareness of friendly forces; disposition of neutral forces and non-combatants; advanced knowledge of impacts of meteorological, oceanographic (METOC), exo-atmospheric and terrain conditions; and decision support systems to support processing and understanding information.

· Multi-dimensional visualization, with emphasis on multiple information display options and advanced tools and displays to rapidly assess raw data and finished analyses. 

· Light weight, high resolution, rugged, deployable displays. 

· Melding of intelligence disciplines, environmental considerations, geo-spatial information and services (GI&S), open source, economic, sociological, demographic and political information.

· Virtual secure collaboration and cooperation to support Information Superiority for tasking and analysis.

·  Highly standardized data and information management protocols, policies, and procedures.

· Flexible information and organization architectures to accommodate changes in technology/requirements, including reachback. Includes emphasis on increased reliance on commercial systems and architectures.

· Multi-level security. 

· Fused, integrated all-source. 

· Asymmetric Warfare.

· Optimized capability to profile terrorists/potential terrorists and predict terrorist activities and recognize full scope of non-traditional WMD indicators.

· Integrated, enhanced, multi-sensor (human and technical) capability with emphasis on non-traditional use of sensors, such as environmental sensing, sensing shooters, lethal sensors and discrimination among individuals in the urban battlespace.



CA Sponsor:  Information Superiority (Battlespace Awareness Challenge Area)

Organization Address: Joint Staff J2P, (Intelligence Assessments, Doctrine, Requirements and Capabilities)

Org Tele (DSN):   225-9815  Comm: 703-695 9815

E-Mail Address: Fax Number:   DSN-227-9209

Applicable Challenges:  Battlespace Awareness

Core Task(s): Provide comprehensive Battlespace Awareness, ensuring precise, accurate, continuous and predictive, all-source, integrated, analyzed, real-time intelligence and combat assessment to warfighters across the spectrum of military operations and operating environments.

Subordinate Tasks:  

- Detect, identify, and track WMD, shipments of WMD and weapons quality, precursor and dual use materials.  Identify, monitor and track terrorist capabilities, movement, intentions and  operations (including terrorist attack operations). 

- Provide BA support to IO to affect adversary information and information systems, while time providing relevant information necessary to defend friendly information and information systems.

- Provide BA support for urban operations with complicating characteristics: inside protected targets (for example, deep inside tall buildings with steel-reinforced concrete walls or inside tunnels and sewers); restricted movement and approach/withdrawal routes; close contact while protecting noncombatants and identifying hostiles; and aggravated combat ID problems.

- Provide timely, continuous, real time analyzed and fused information on all aspects of activities across the spectrum of military operations other than war (MOOTW) including shaping operations. Greater emphasis on non-military aspects of the battlespace, (i.e., socioeconomic, cultural, political) and sensitivities to shifts in those non-military domains.

- Provide target systems analysis, situation development, target development, target acquisition, target selection and nomination, weaponeering, combat assessment, battle damage assessment and target material production (products).  Detect, locate and track relevant fixed, moving, rapidly relocatable, stealthy, covered, concealed and time-critical targets.  Provide an ability to give an initial assessment of battle damage to determine the need for further engagement.

- Provide detection and reporting of time-sensitive information on adversary actions, intentions and other crisis determinants to provide real time threat notification, prioritization, warning and other intelligence support needed for the appropriate engagement/response.

- Provide timely warning of adversary and third party overhead collection systems and weapons, collection objectives and priorities, and the collection intent of the systems, including knowledge and analysis of information transmission, routing and intercept..

- Provide surveillance, detection, targeting and force protection in the undersea environment.



UJTL Ref No: OP2.1
Description: Plan and direct operational intelligence activities 

UJTL Ref No: ST2
Description: Develop theater strategic ISR 

Task Conditions: 

· This capability must exist to support all levels of conflict

· Sophisticated enemy

· Increasingly dense population centers

· Volatile, rapidly changing threats

· For specific conditions, refer to the appropriate Task Conditions in the UJTL

Criteria for Measurement (and Existing Standards if Known):  



Means:

· Simplified, streamlined processes and organizations; rapid, flexible surge across echelons when needed

· Secure cross-service, platform, discipline, echelon, -coalition, and agency integration

· Relevant, flexible doctrine and TTP

· Focused training and education

· Advanced cognitive tools and automated decision aids, including use of artificial intelligence

· Integrated suite of multi-purpose, multi-capable sensors

· Integrated battlespace awareness architectures, emphasizing common architectures and tools for virtual collaboration 

· Tailored displays to aggregate and de-aggregate information to the user’s needs, including informational glyphoids (multi-dimensional icons of the future, able to represent new previously intangible information for operational use) and polymorphic displays (ability to have a dynamic, fundamental data set for multiple users and applications) 

· Efficient integration of multiple partners (government/non-government, US/non-US) capabilities for information collection and sharing

· Secure, interactive, real-time access to an extensive network of information resources

· Share knowledge of battlespace to traditional and ad hoc coalition forces

· Equip traditional and ad hoc coalition forces with broadcast and receive capabilities

· Standardized data elements

· Standardized correlation/decorrelation criteria for automated processing and fusion

Most Demanding AOR, Mission and Scenario for Assessment (and Rationale):  

Assessment Strategy:

· Exercises (Training implications)

· Seminars/Symposia  (Doctrine/Organizational Issues)

· Leverage on-going Battlespace Awareness studies results

· Demonstrations (ACTD, ACT, JWID) and Experiments (Technical opportunities for sensing, beaconing and displays)

· Modeling and simulation (Technology opportunity integration)

· Lessons learned (JCLL/Post-operations reports)

· JWE

Hypotheses:  If we can provide a common operational picture in real/near real-time, then we can provide the commander with a decisive information advantage enabling him to make informed decisions and employ his forces more precisely and effectively than the adversary. 

Other Affected JV 2010 Coordinating Authorities: (DM, PE, FL, FDP, IT&P, IO and FSD/Joint C2)

   Desired Operational Capability  








DOC Number:      CC-01         Title:   Situational Awareness

DOC Description: Joint Force Commander (JFC) and Staff obtain full situational awareness and visualize the current and future battlespace through information superiority.  This awareness will generate the relevant knowledge to revolutionize the  JFC’s ability to understand the operation and then effectively exercise command. The JFC will evaluate  information received and displayed in technologically advanced interactive methods.  Innovative displays will provide the interface between information and the JFC's full situational awareness, thus providing the leverage the JFC requires to dictate the tempo of operations and decisively dominate the battlespace.

2010 Differences:

· Real-time, accurate, interactive display of relevant information

· Ability to anticipate future battlespace events/conditions

· Real-time awareness and responsive assessment of pol/mil objectives and desired end states

· Displays will be reconfigurable with interactive three-dimensional displays to suit situational needs 

CA Sponsor:  JS  J-39  C2                                         Org Tele (DSN):     225-3343
Organization Address:                                              Comm:                (703) 695-3343
JCS J39   C2 Joint Staff                                                 E-Mail Address:    timothy.mccully@js.pentagon.mil
Pentagon, Washington D.C., 20313-6000                       Fax Number:        (703) 614-7838

Challenge(s):  Joint Command & Control  (C2) 

Core Task(s): Joint Command & Control  (C2)  (UNDERSTAND)

Subordinate Tasks 

1. Assimilate information

2. Evaluate results

3. Formulate concepts of operations

4. Recognize changing threat or environment

5. Relate battlespace situation to commander’s intent

6. Assess and analyze operational situation

7. Anticipate and understand needs of subordinates and seniors



Related DOCs:

 (Majority of IS and ITP DOCs)

UJTL Ref No:  OP 2.4.1
Description:  Evaluate, integrate analyze and interpret operational information

UJTL Ref No:  OP 3.1.6
Description:  Conduct operational assessment

UJTL Ref No:  OP 5.1.3
Description:  Determine commander's critical information requirements

UJTL Ref No:  OP 5.1.4
Description:  Maintain operational information and force status

UJTL Ref No:  OP 5.1.5
Description:  Monitor strategic situation

UJTL Ref No:  OP 5.2
Description:  Assess the operational situation

UJTL Ref No:  OP 5.2.1
Description:  Review the current situation

UJTL Ref No:  OP 5.2.2
Description:  Formulate crisis assessment

UJTL Ref No:  OP 5.2.3
Description:  Project future campaigns and major operations

UJTL Ref No:  OP 5.3.1
Description:  Conduct operational mission analysis

UJTL Ref No:  OP 5.3.5
Description:  Analyze courses of action

Task Conditions:  Across the full spectrum of military operations, interagency, and multi-national, in all weather  and environments, continuous, real-time, across the battlespace. Remote locations; dispersed locations, no mission preparation; Stressful mission; massive theater dimensions.

Criteria for Measurement (and Existing Standards if Known): 

OP 2.4.1: M3  % of military intelligence judged relevant to situation; M4 % of intelligence judged timely by users; M5 % of intelligence judged useable by users 

OP 3.1.6: M2 Hours to complete combat assessment

OP 5.1.3: M6  Percent of CCIRs initiated by components

OP 5.1.4: M1 Hours lag between joint forces common picture of battlespace and real world situation; M7  Percent accuracy of information on essential logistics, maintenance, aircraft, missile and personnel requirements and reports

OP 5.1.5: M1 Hours lag in currency of information on adjacent military forces or non-DOD agencies.

OP 5.2: M2: Hours – Lag between appreciation of battlespace and real situation; M5: Min to assess current situation and formulate plan of action; M8 Percent of time, theater political event of interest occurs without options available 

OP 5.2.1: M3  Percent of enemy actions or operations affected course of battle, but not forecast

OP 5.2.2: M6 Time to forward and disseminate crisis assessment

OP 5.2.3: M3 Percent of enemy actions forecast

OP 5.3.1: M2 Hours after being notified of mission, JFC issued or approved initial planning guidance

OP 5.3.5: M3 Percent of capabilities ultimately required identified in planning

Critical Performance Measure: 

Lag between appreciation of battlespace events and real situation

Means: 

1. Comprehensive, near real-time, interactive, tailored display of relevant information for a Common Operational Picture (COP) 

2. Smart filters

3. Decision aids

4. Artificial Intelligence

5. Networked experts, data bases, and command and staff

6. Modeling and simulation

7. Real time interactive connectivity with seniors

8. Real time interactive connectivity with subordinates

9. Integrated, timely, global Indications and Warning



Most Demanding AOR, Mission and Scenario for Assessment (and Rationale):

EUCOM: Peacekeeping, Rationale: Region characterized by multi-ethnic unrest, multi-national conflicts, ambiguous /undefinable, threat, and allied and coalition uncertainty

PACOM: Multi-level conflict, long LOCs, multi-national partners, underdeveloped area, poor infrastructure

CENTCOM: From MOOTW to MRC: Rationale: Global distances, coalition forces, large/complex theater with a high threat of terrorism.

SOUTHCOM:  Peacetime engagement activities: Rationale: Region characterized by fragile democracies, insurgent activities, transnational threats, poor infrastructure, underdeveloped areas and proximity to US borders.



Assessment Strategy (Suggested Events, Primary and Validating):

Simulation, experimentation, and modeling for information connectivity , display, and dissemination followed by Joint/coalition CPX/FTX exercises.  Strategy:

· Research previous demonstrations and experiments
· Leverage near-real-time demonstrations and experiments
· Research existing displays/modeling
· Assess in conjunction with Battlespace Awareness and ITP in culminating event (Interface between IS and C2)

Hypotheses:  If: The JFC can fully understand all the activity in and affecting the battlespace the new operational concepts..... Then: The JFC can conduct decisive operations, applying the new operational concepts in proper balance across the full range of military operations.

Other Affected JV 2010 Coordinating Authorities, CINCs, Services, Agencies

JWFC /Assessments              Ft Monroe, VA 23651

Tel (DSN): 680-6635              Comm:(757)726-6635

E-Mail:  lowerd@jwfc.js.mil    Fax: (757)- 726-6181
JWFC /Concepts                               Ft Monroe, VA 23651

Tel (DSN): 680-6202                          Comm:(757)726-6202

E-Mail:  barneybs@jwfc.js.mil             Fax: (757) 726-6408

CA for DM                             J-8

Tel (DSN):225-4657             Comm: (703) 695-4657

E-Mail:  bonnetjc@js.pentagon.mil    Fax: 695-8031
CA for FDP                                      J-8

Tel (DSN):225-8031                        Comm: (703) 697-8548

E-Mail: cranglcc@js.pentagon.mil       Fax: (703) 695-8031

CA for IS                               J-2

Tel (DSN):225-7380             Comm: (703) 695-7380

E-Mail: eichelgv@js.pentagon.mil       Fax: 227-9209 
CA for PE                                        J-8

Tel (DSN):227-1227                        Comm: (703) 697-1227

E-Mail: scottr@js.pentagon.mil           Fax: (703) 693-1748

CA for FL                              J-4

Tel (DSN):227-8546           Comm:    (703) 614-1622

E-Mail: tribbimk@js.pentagon.mil    Fax:  697-2359
CA for IS-ITP                                    J-6Q

Tel (DSN): 227-9877                        Comm: (703) 697-9877

E-Mail: packgt@js.pentagon.mil                   Fax: 227-7058 

CA for IO                              J-39

Tel (DSN):223-0787             Comm: (703) 693-0787

E-Mail: wildeac@js.pentagon.mil   Fax:  614-7838
CA for C2                                         J-39

Tel (DSN):225-3343                         Comm: (703) 695-3343

E-Mail: timothy.mccully@js.pentagon.mil   Fax:  614-7838

Remarks:  



Desired Operational Capability 



DOC Number:      CC-02/03         Title: Experience & Judgment

DOC Description (General Summary):  The JFC must be able to apply education, experience, training,  judgment, and instincts in joint operations to and couple them with battlespace awareness to achieve understanding through seasoned and skilled JFCs with innate feel for joint operational art and real-time, accurate, relevant mental picture of the battlespace. Understanding is the accumulated experience, judgment, wisdom, and instincts of the JFC.  Accurate and timely battlespace awareness will fully enable the decision making process.  The ability to place knowledge in context, thus generating true understanding will still require a human mind and will be the critical role of the JFC.  Past experiences (especially in command), as well as education, training and instincts developed over decades of grooming by Service and Joint assignments and commands, will cultivate future JFCs capable of generating the understanding that must underlie sound decision making.

2010 Differences:

· A seasoned and skilled JFC educated in joint operational art

· A very timely, accurate, relevant picture of the battlespace
· More junior leaders making more significant and faster decisions


CA Sponsor:  JS  J-39  C2                                         Org Tele (DSN):     225-3343
Organization Address:                                              Comm:                (703) 695-3343
JCS J39   C2 Joint Staff                                                 E-Mail Address:    timothy.mccully@js.pentagon.mil
Pentagon, Washington D.C., 20313-6000                       Fax Number:        (703) 614-7838

Challenge(s):  Joint Command & Control  (C2)

Core Task(s): Joint Command & Control  (C2)  (UNDERSTAND)

Subordinate Tasks:

1. Employ joint operational art

2. Link tactical/operational actions to strategic objectives

3. Determine center(s) of gravity

4. Anticipate outcomes

5. Determine potential constraints

6. Exploit the capabilities of agile organizations

7. FSD-27 Capability to integrate strategic to tactical level employment options

8. CC-03 Accurately determine, and effectively operate with, an acceptable level of risk



Related DOCs/Tasks:

· DM-06   Provide Leaders Versed In The Art Of Command 
- Capability to train and develop leaders so that there is a pool of seasoned officers available to assume command of joint and multi-national forces. 

- Conduct life cycle personnel management; provide staff and leader training; provide joint professional development; and provide increasingly challenging Service specific and subsequent joint/multi-national  staff opportunities.
· DM-57  Provide seasoned leaders versed in the process of planning and managing joint and multi-national operations

UJTL Ref No:  SN 7.4
Description:  Educate and train the force

UJTL Ref No: OP 4.4.5
Description: Train Joint Forces and Personnel

UJTL Ref No:  ST 4.2.4
Description: Conduct Training of Joint Forces

Task Conditions: Across the full spectrum of military operations, interagency, and multi-national, in all weather  and environments, continuous, real-time, across the battlespace. Remote locations; dispersed locations, no mission preparation; Stressful mission; massive theater dimensions.

Criteria for Measurement (and Existing Standards if Known):



Critical Performance Measure:  

Means:
1. Leader development, at all levels, training, education paced to future challenges

2. Standardization of Service & Joint professional education to include emerging joint operational concepts 

3. Increase developmental command opportunity; institute a more rigorous screening for command process; and increase joint PME, simulations and exercises  (DM-06)



Most Demanding AOR, Mission and Scenario for Assessment (and Rationale):
EUCOM: Peacekeeping, Rationale: Region characterized by multi-ethnic unrest, multi-national conflicts, ambiguous /undefinable, threat, and allied and coalition uncertainty

PACOM: Multi-level conflict, long LOCs, multi-national partners, underdeveloped area, poor infrastructure

CENTCOM: From MOOTW to MRC: Rationale: Global distances, coalition forces, large/complex theater with a high threat of terrorism.

SOUTHCOM:  Peacetime engagement activities: Rationale: Region characterized by fragile democracies, insurgent activities, transnational threats, poor infrastructure, underdeveloped areas and proximity to US borders.

Assessment Strategy (Suggested Events, Primary and Validating):

Senior officer seminar, studies, and joint wargames followed by Joint/coalition CPX/FTX exercises.



Hypotheses:  If: The JFC is trained, educated, experienced in Joint Operations, and can place knowledge in context creating a true understanding of the battlespace.....  Then:  The JFC will be able to lead and make timely appropriate decisions and conduct decisive operations.

Other Affected JV 2010 Coordinating Authorities, CINCs, Services, Agencies

JWFC /Assessments              Ft Monroe, VA 23651

Tel (DSN): 680-6635              Comm:(757)726-6635

E-Mail:  lowerd@jwfc.js.mil    Fax: (757)- 726-6181
JWFC /Concepts                               Ft Monroe, VA 23651

Tel (DSN): 680-6202                          Comm:(757)726-6202

E-Mail:  barneybs@jwfc.js.mil             Fax: (757) 726-6408

CA for DM                             J-8

Tel (DSN):225-4657             Comm: (703) 695-4657

E-Mail:  bonnetjc@js.pentagon.mil    Fax: 695-8031
CA for FDP                                      J-8

Tel (DSN):225-8031                        Comm: (703) 697-8548

E-Mail: cranglcc@js.pentagon.mil       Fax: (703) 695-8031

CA for IS                               J-2

Tel (DSN):225-7380             Comm: (703) 695-7380

E-Mail: eichelgv@js.pentagon.mil       Fax: 227-9209 
CA for PE                                        J-8

Tel (DSN):227-1227                        Comm: (703) 697-1227

E-Mail: scottr@js.pentagon.mil           Fax: (703) 693-1748

CA for FL                              J-4

Tel (DSN):227-8546           Comm:    (703) 614-1622

E-Mail: tribbimk@js.pentagon.mil    Fax:  697-2359
CA for IS-ITP                                    J-6Q

Tel (DSN): 227-9877                        Comm: (703) 697-9877

E-Mail: packgt@js.pentagon.mil                   Fax: 227-7058 

CA for IO                              J-39

Tel (DSN):223-0787             Comm: (703) 693-0787

E-Mail: wildeac@js.pentagon.mil   Fax:  614-7838
CA for C2                                         J-39

Tel (DSN):225-3343                         Comm: (703) 695-3343

E-Mail: timothy.mccully@js.pentagon.mil   Fax:  614-7838

Remarks: 



Desired Operational Capability  








DOC Number:     CC-05       Title: Make Sound Decisions

DOC Description (General Summary): Make Sound Decisions - The JFC will be provided with superb battlespace awareness based on 2010 information superiority.  With superior battlespace understanding and modern computer assisted decision tools, a JFC schooled and experienced in joint operational art in conjunction with sound judgment and instincts will make optimum decisions in a shortened / near-continuous decision cycle.  Once the JFC makes decisions, information systems will again be vital for the delivery of intent and orders to subordinate commanders and forces.

2010 Differences:

· Ability to ‘forecast’ to aid in outcome based decisions 

· Timely, relevant information without extraneous information

· Near real-time, accurate understanding of battlespace conditions

· Leaders schooled and experienced in joint operational art

· Real-time awareness  and responsive assessment of pol/mil objectives and desired end states

· Compressed planning and decision cycles



CA Sponsor:  JS  J-39  C2                                         Org Tele (DSN):     225-3343
Organization Address:                                              Comm:                (703) 695-3343
JCS J39   C2 Joint Staff                                                 E-Mail Address:    timothy.mccully@js.pentagon.mil
Pentagon, Washington D.C., 20313-6000                       Fax Number:        (703) 614-7838

Challenge(s):    Joint Command & Control  (C2)

Core Task(s):   Joint Command & Control  (C2)    (COMMAND)

Subordinate Tasks:
1. Determine when to commit reserves

2. Select a course of action

3. Prioritize threats

4. Decide when and how to adjust

5. Establish commander’s intent

6. FSD-07 Capability to integrate strategic to tactical level employment options

7. FSD-22 COA development, evaluation, and selection

8. Cope with disorder and uncertainty quickly

9. Seize and exploit the initiative

Related DOCs/Tasks:

· DM-15  Conduct Dynamic Decision Making

-  Capability to analyze the results of previous decisions and other new information and to incorporate their implications into current and future decision cycles 

· DM-27:  Provide appropriate command & control to capitalize on effects of dispersed forces. 

- Capability to provide rapid, responsive and effective command and control (C2) for joint force projection assets.



UJTL Ref No: ST 5.3.1.3
Description: Select/modify theater courses of action and prepare commander’s estimate

UJTL Ref No: OP 3.1.6
Description: Conduct operational combat assessment

UJTL Ref No:  OP 5.2
Description:  Assess the operational situation

UJTL Ref No:  OP 5.2.1
Description:  Review the current situation

UJTL Ref No:  OP 5.2.2
Description:  Formulate crisis assessment

UJTL Ref No:  OP 5.2.3
Description:  Project future campaigns and major operations

UJTL Ref No: OP 5.3.1
Description: Conduct operational mission analysis

UJTL Ref No: OP 5.3.5
Description: Analyze courses of action

UJTL Ref No: OP 5.3.7
Description: Select or modify course of action

UJTL Ref No: OP 5.3.8
Description: Issue commanders estimate

UJTL Ref No: OP 5.4
Description: Command operational and subordinate forces

Task Conditions:  Across the full spectrum of military operations, interagency, and multi-national, in all weather  and environments, continuous, real-time, across the battlespace. Remote locations; dispersed locations, no mission preparation; Stressful mission; massive theater dimensions.

Criteria for Measurement (and Existing Standards if Known): 

ST 5.3.1.3: M2 Hours to synthesize theater COA analysis and present recommendations to JFC 

OP 3.1.6: M2 Hours to complete combat assessment

OP 5.2: M2: Hours – Lag between appreciation of battlespace and real situation; M5: Min to assess current situation and formulate plan of action; M8 Percent of time, theater political event of interest occurs without options available 

OP 5.2.1: M3  Percent of enemy actions or operations affected course of battle, but not forecast

OP 5.2.2: M6 Time to forward and disseminate crisis assessment

OP 5.2.3: M3 Percent of enemy actions forecast

OP 5.3.1: M2 Hours after being notified of mission, JFC issued or approved initial planning guidance

OP 5.3.5: M3 Percent of capabilities ultimately required identified in planning



Critical Performance Measure: 

Lag between appreciation of battlespace events and real situation

Means: 
1. Smart filters

2. Decision aids

3. Artificial Intelligence

4. Networked experts, data bases, and command and staff to support collaborative COA analysis

5. Modeling and simulation

6. Comprehensive, interactive, tailored display of relevant information providing a secure, scalable, selectable common operational picture

7. Agile organization in time, space, and structure

8. Real-time interactive connectivity with seniors

9. Real-time interactive connectivity with subordinates



Most Demanding AOR, Mission and Scenario for Assessment (and Rationale):

EUCOM: Peacekeeping, Rationale: Region characterized by multi-ethnic unrest, multi-national conflicts, ambiguous /undefinable, threat, and allied and coalition uncertainty

PACOM: Multi-level conflict, long LOCs, multi-national partners, underdeveloped area, poor infrastructure

CENTCOM: From MOOTW to MRC: Rationale: Global distances, coalition forces, large/complex theater with a high threat of terrorism.

SOUTHCOM:  Peacetime engagement activities: Rationale: Region characterized by fragile democracies, insurgent activities, transnational threats, poor infrastructure, underdeveloped areas and proximity to US borders.



Assessment Strategy (Suggested Events, Primary and Validating):

Senior officer seminar, simulation, experimentation, and modeling followed by Joint/coalition CPX exercises.

Hypotheses:  If: The trained JFC has a true understanding of the battle space and the right decision aids...  Then:  The JFC will be able to lead and make timely appropriate decisions 

Other Affected JV 2010 Coordinating Authorities, CINCs, Services, Agencies

JWFC /Assessments              Ft Monroe, VA 23651

Tel (DSN): 680-6635              Comm:(757)726-6635

E-Mail:  lowerd@jwfc.js.mil    Fax: (757)- 726-6181
JWFC /Concepts                               Ft Monroe, VA 23651

Tel (DSN): 680-6202                          Comm:(757)726-6202

E-Mail:  barneybs@jwfc.js.mil             Fax: (757) 726-6408

CA for DM                             J-8

Tel (DSN):225-4657             Comm: (703) 695-4657

E-Mail:  bonnetjc@js.pentagon.mil    Fax: 695-8031
CA for FDP                                      J-8

Tel (DSN):225-8031                        Comm: (703) 697-8548

E-Mail: cranglcc@js.pentagon.mil       Fax: (703) 695-8031

CA for IS                               J-2

Tel (DSN):225-7380             Comm: (703) 695-7380

E-Mail: eichelgv@js.pentagon.mil       Fax: 227-9209 
CA for PE                                        J-8

Tel (DSN):227-1227                        Comm: (703) 697-1227

E-Mail: scottr@js.pentagon.mil           Fax: (703) 693-1748

CA for FL                              J-4

Tel (DSN):227-8546           Comm:    (703) 614-1622

E-Mail: tribbimk@js.pentagon.mil    Fax:  697-2359
CA for IS-ITP                                    J-6Q

Tel (DSN): 227-9877                        Comm: (703) 697-9877

E-Mail: packgt@js.pentagon.mil                   Fax: 227-7058 

CA for IO                              J-39

Tel (DSN):223-0787             Comm: (703) 693-0787

E-Mail: wildeac@js.pentagon.mil   Fax:  614-7838
CA for C2                                         J-39

Tel (DSN):225-3343                         Comm: (703) 695-3343

E-Mail: timothy.mccully@js.pentagon.mil   Fax:  614-7838

Remarks:



 Desired Operational Capability  









DOC Number:      CC-07/04          Title:  Direct Military Action

DOC Description (General Summary):   Direct Military Action/Exercise Authority - The key to 2010 direction of military action, once understanding is achieved, will be the optimum integration, balance, and application of the new operational concepts.  Direction of military action will include such tasks as assigning missions, training and rehearsing the force, and massing effects from widely dispersed locations. 2010 Differences

· Real-time interactive connectivity with subordinates

· Continual proficiency, mission and critical task training and rehearsal capability across the range of military operations 

· Timely, relevant information without extraneous information

· Near real-time, accurate understanding of battlespace conditions

· Leaders schooled and experienced in joint operational art

· Ability to ‘forecast’ to aid in outcome-based decisions

· Ability to exercise command to direct and redirect ongoing military actions

· Exercise command and control continuously regardless of location

CA Sponsor:  JS  J-39  C2                                         Org Tele (DSN):     225-3343
Organization Address:                                              Comm:                (703) 695-3343
JCS J39   C2 Joint Staff                                                 E-Mail Address:    timothy.mccully@js.pentagon.mil
Pentagon, Washington D.C., 20313-6000                       Fax Number:        (703) 614-7838

Challenge(s):    Joint Command and Control  (C2)

Core Task(s):    Joint Command and Control  (C2)  (COMMAND)

Subordinate Tasks:  

1. Assign missions

2. Mass effects from dispersed locations

3. Increase the force’s operational reach

4. Train and rehearse the force

5. Integrate, balance, and effectively apply the new operational concepts

6. Operate within commander’s intent without direct control

7. Direct people and organizations

8. Delegate authority and responsibility

9. Request and or approve (as appropriate), and disseminate ROE

10. FSD-13 Capability to plan, coordinate, integrate and synchronize operations

11. FSD-14 Capability to coordinate, integrate and synchronize direct and indirect fires



Related DOCs/Tasks:

· PE-04  Identify, Prioritize, And Command & Control Effects Against Battlespace Objectives/Targets
- Capability to identify and prioritize objectives and targets, and command/control forces to deliver effects. 

· DM-28 Synchronize effects throughout Battlespace through maneuver.

UJTL Ref No: ST 1.1.4
Description: Provide C2 of deploying units

UJTL Ref No: ST 1.3.4
Description: Integrate direct action in theater

UJTL Ref No: ST 5.4
Description: Provide Strategic Direction to theater forces

UJTL Ref No: ST 5.4.2
Description: Synchronize Joint Operations and subordinate campaign plans

UJTL Ref No: OP 1.2.4.7
Description: Conduct direct action in JOA

UJTL Ref No: OP 5.4
Description: Command subordinate operational forces 

UJTL Ref No: OP 5.4.1
Description: Approve plans and orders

UJTL Ref No: OP 5.4.2
Description: Issue plans and orders

UJTL Ref No: OP 5.4.3
Description: Provide rules of engagement

UJTL Ref No: OP 5.4.4
Description: Synchronize/integrate operations

UJTL Ref No: OP 5.4.5
Description: Coordinate/integrate components, theater, and other support

Task Conditions:  Across the full spectrum of military operations, interagency, and multi-national, in all weather  and environments, continuous, real-time, across the battlespace. Remote locations; dispersed locations, no mission preparation; Stressful mission; massive theater dimensions.

Criteria for Measurement (and Existing Standards if Known): 

ST 1.1.4: M1 Hours for transfer of authority messages to be exchanged after units cross JFC boundaries
ST 1.3.4: M1 Hours between desired and actual time in position

ST 5.4: M9 Instances of misunderstanding commander’s intent, missions, and tasks

ST 5.4.2: M5 Instances of operational missions (e.g. SOF, PSYOP, Deception) executed without coordinating with operational forces in the target area. 

OP 1.2.4.7: M1 Hours between desired and actual time in position
OP 5.4: M1 Accuracy of information in plans and orders issued an disseminated to subordinate units; M3 Percent of planning time joint force allows components
OP 5.4.1 M4 Percent accuracy of information in Commander’s operations plan to meet established objectives
OP 5.4.2 M1 Hours to issue plan or order; M2 Minutes for commander to forward and disseminate plan of action

OP 5.4.3 M3 Hours to develop general order regarding prohibited and permitted actions for deploying joint force.

OP 5.4.4 M2 Hours prior to execution, joint force has execution matrix with sequence and timing of each component task throughout operation
OP 5.4.5 M2 Percent of policies and procedures for establishment and coordination of logistics, maintenance, and transportation support completed using JOPES

Critical Performance Measure: 

Means:  

1. Networked experts, data bases, and command and staff

2. Deployable training tools

3. Distance learning

4. Distributed simulation

5. Virtual, computer based and embedded training capabilities

6. Integrated, tailored lessons learned training

7. Standing regional JTFs or JTFHQs pre-trained on regional issues

8. Virtual mission rehearsal capability

9. Virtual, rapid decision oriented display and comprehension systems



Most Demanding AOR, Mission and Scenario for Assessment (and Rationale):

EUCOM: Peacekeeping, Rationale: Region characterized by multi-ethnic unrest, multi-national conflicts, ambiguous /undefinable, threat, and allied and coalition uncertainty

PACOM: Multi-level conflict, long LOCs, multi-national partners, underdeveloped area, poor infrastructure

CENTCOM: From MOOTW to MRC: Rationale: Global distances, coalition forces, large/complex theater with a high threat of terrorism.

SOUTHCOM:  Peacetime engagement activities: Rationale: Region characterized by fragile democracies, insurgent activities, transnational threats, poor infrastructure, underdeveloped areas and proximity to US borders.



Assessment Strategy (Suggested Events, Primary and Validating): 

Demonstrations and experiments, front-end analysis, wargaming seminar, and joint/coalition CPX exercises.

Hypotheses:  If: The JFC, with a complete understanding of the battlespace, applies and has the authority to properly integrate/apply the new operational concepts.....  Then: The JFC of the future will be able to conduct decisive operations and dominate the battlespace whenever and wherever required. 

Other Affected JV 2010 Coordinating Authorities, CINCs, Services, Agencies

JWFC /Assessments              Ft Monroe, VA 23651

Tel (DSN): 680-6635              Comm:(757)726-6635

E-Mail:  lowerd@jwfc.js.mil    Fax: (757)- 726-6181
JWFC /Concepts                               Ft Monroe, VA 23651

Tel (DSN): 680-6202                          Comm:(757)726-6202

E-Mail:  barneybs@jwfc.js.mil             Fax: (757) 726-6408

CA for DM                             J-8

Tel (DSN):225-4657             Comm: (703) 695-4657

E-Mail:  bonnetjc@js.pentagon.mil    Fax: 695-8031
CA for FDP                                      J-8

Tel (DSN):225-8031                        Comm: (703) 697-8548

E-Mail: cranglcc@js.pentagon.mil       Fax: (703) 695-8031

CA for IS                               J-2

Tel (DSN):225-7380             Comm: (703) 695-7380

E-Mail: eichelgv@js.pentagon.mil       Fax: 227-9209 
CA for PE                                        J-8

Tel (DSN):227-1227                        Comm: (703) 697-1227

E-Mail: scottr@js.pentagon.mil           Fax: (703) 693-1748

CA for FL                              J-4

Tel (DSN):227-8546           Comm:    (703) 614-1622

E-Mail: tribbimk@js.pentagon.mil    Fax:  697-2359
CA for IS-ITP                                    J-6Q

Tel (DSN): 227-9877                        Comm: (703) 697-9877

E-Mail: packgt@js.pentagon.mil                   Fax: 227-7058 

CA for IO                              J-39

Tel (DSN):223-0787             Comm: (703) 693-0787

E-Mail: wildeac@js.pentagon.mil   Fax:  614-7838
CA for C2                                         J-39

Tel (DSN):225-3343                         Comm: (703) 695-3343

E-Mail: timothy.mccully@js.pentagon.mil   Fax:  614-7838

Remarks:  



Desired Operational Capability 








DOC Number:  CC-09   Title:  Achieve Unity of Effort

DOC Description (General Summary): Achieve Unity of Effort - In order to achieve unity of effort, the JFC will regulate forces and functions to focus, integrate, and synchronize actions throughout the battlespace to achieve unity of effort and  exe​cute the commander’s intent.  The JFC achieves and maintains unity of effort in order to set the conditions for, and then to execute decisive operations.

2010 Differences:

· Ability to fully integrate joint, multinational, reserve, guard, host nation, NGO/PVO/IO, and interagency information systems and capabilities



CA Sponsor:  JS  J-39  C2                                         Org Tele (DSN):     225-3343
Organization Address:                                              Comm:                (703) 695-3343
JCS J39   C2 Joint Staff                                                 E-Mail Address:    timothy.mccully@js.pentagon.mil
Pentagon, Washington D.C., 20313-6000                       Fax Number:        (703) 614-7838

Challenge(s):   Joint Command and Control  (C2)

Core Task(s):   Joint Command and Control  (C2)  (CONTROL)

Subordinate Tasks:  

1. Coordinate seamless operations

2. Synchronize efforts/activities

3. Focus and integrate the actions of the force

4. Set conditions for decisive operations

5. Continuously coordinate/orchestrate multiple engagement operations from widely dispersed locations 

6. Track and shift assets en route 

7. Establish a climate of teamwork

8. FSD-11 Capability to control all operations

9. FSD-04 Capability to integrate multinational, IO/NGO/PVO and interagency actions into planning and operations

10. FSD-26:  Establish procedures to increase integration and interoperability between the joint force and multinational, interagency and non-state organizations in the AOR.



Related DOCs/Tasks:
· FSD-13: Capability to plan, coordinate, integrate, and synchronize activities among multinational and non-state organizations 

-  The ability to coordinate, integrate, and synchronize planning and operations among multinational, interagency, and non-state organizations actions required to accomplish respective goals and objectives.

-- Understand the objectives of each participating organization.

-- Ensure accommodation of language, cultural, and doctrinal differences among participants

-- Establish collaborative planning processes involving all participants

-- Establish the supporting, supported, and partner relationships among participants.



UJTL Ref No:  ST 8.1
Description: Foster alliance and regional relations and security arrangements

UJTL Ref No:  ST 8.3
Description: Obtain support for US forces and interests

UJTL Ref No:  ST 8.4
Description: Provide theater support to other DOD and government agencies

UJTL Ref No:  ST 8.5
Description: Coordinate and integrate regional interagency activities

UJTL Ref No: OP 1.2.2
Description: Posture joint forces for operational formations

UJTL Ref No: OP 1.2.4.7
Description: Conduct direct action in JOA

UJTL Ref No: OP 5.4
Description: Command subordinate operational forces 

UJTL Ref No:  ST 5.4.2
Description:  Synchronize joint operations and subordinate campaign plans

UJTL Ref No: OP 5.4.4
Description: Synchronize/integrate operations

UJTL Ref No: OP 5.4.5
Description: Coordinate/integrate components, theater, and other support

UJTL Ref No:  OP 5.7
Description:  Coordinate and integrate Joint Multinational & Interagency Support

Task Conditions:  Across the full spectrum of military operations, interagency, and multi-national, in all weather  and environments, continuous, real-time, across the battlespace. Remote locations; dispersed locations, no mission preparation; Stressful mission; massive theater dimensions.  Differing National objectives, less than optimum multi-national interoperability.

Criteria for Measurement (and Existing Standards if Known):

Adequate staffing and systems on-hand to provide robust, effective C2 to accomplish the mission.  Measured by appropriate number of personnel to systems and number of redundant systems
ST 8.1: M3 Percent of commander-sponsored joint exercises include allied forces

ST 8.3: M3 Percent of peacetime support provided by allied host-nation support

ST 8.4: M5 Instances of US agencies receiving logistics support from Unified Command

ST 8.5: M5 Of missions coordinated with theater, coalition HQ, NGOs, and host-nation governments.

OP 1.2.2: M1 Hours to assign multinational forces to operational formations (after acceptance into joint force); M2 Hours to assign forces to components; M3 Hours until component units prepared to send and receive data and do parallel planning (after receipt of warning order); M4 Percent of the force sequenced physically to execute campaign plan's operational maneuver.

OP 1.2.4.7: M1 Hours between desired and actual time in position
OP 5.4: M1 Accuracy of information in plans and orders issued an disseminated to subordinate units; M3 Percent of planning time joint force allows components; M9 Instances of misunderstanding commander’s intent, missions, and tasks

OP 5.4.2: M1 Hours to issue plan or order; M2 Minutes for commander to forward and disseminate plan of action; M5 Instances of operational missions (e.g. SOF, PSYOP, Deception) executed without coordinating with operational forces in the target area

OP 5.4.4 M2 Hours prior to execution, joint force has execution matrix with sequence and timing of each component task throughout operation
OP 5.4.5 M2 Percent of policies and procedures for establishment and coordination of logistics, maintenance, and transportation support completed using JOPES 

OP 5.4.5: M2 Percent of policies and procedures for establishment and coordination of logistics, maintenance, and transportation support completed using JOPES

OP 5.7: M1 Days for joint force successfully integrate coalition force doctrinal differences; M2 Days to obtain commitment of support from allies (after submitting request); M3 Hours to establish coordination process with AMEMBASSY and allied coalition partners (after establishment of joint force); M4  Percent of agencies found in the operating area at execution, known to the joint force during planning; M6 Percent of allies/coalition partners or other government agencies, participating in the operation.

Critical Performance Measure: The time required (hours/days) to prepare for deployment and to be ready to execute employment orders


Means:
1. Capability for any non-US Military entity to “plug in” to information system

2. Connected and mobile CMOC and PA capability

3. Networked experts, data bases, and command and staff

· Shared common operational picture

· Distributed, deployable and embedded combat skills training and operational rehearsal

· Seamlessly integrated partners



Most Demanding AOR, Mission and Scenario for Assessment (and Rationale):

EUCOM: Peacekeeping, Rationale: Region characterized by multi-ethnic unrest, multi-national conflicts, ambiguous /undefinable, threat, and allied and coalition uncertainty

PACOM: Multi-level conflict, long LOCs, multi-national partners, underdeveloped area, poor infrastructure

CENTCOM: From MOOTW to MRC: Rationale: Global distances, coalition forces, large/complex theater with a high threat of terrorism.

SOUTHCOM:  Peacetime engagement activities: Rationale: Region characterized by fragile democracies, insurgent activities, transnational threats, poor infrastructure, underdeveloped areas and proximity to US borders.



Assessment Strategy (Suggested Events, Primary and Validating):

Warfighting seminars to include at later stages international participation to include NGO/PVOs followed by Joint/coalition CPX/FTX.

Hypotheses:  If: The JFC has the understanding of the battlespace and new concepts of operation and the authority to fully integrate all appropriate forces, to include joint, multinational, reserve, guard, host nation, NGO/PVO/IO, and interagency information systems and capabilities, to achieve unity and efficiency of effort.....   Then: The JFC will be able to dominate the battlespace by effectively unifying the efforts of all participants 

Other Affected JV 2010 Coordinating Authorities CINCs, Services, Agencies

JWFC /Assessments              Ft Monroe, VA 23651

Tel (DSN): 680-6635              Comm:(757)726-6635

E-Mail:  lowerd@jwfc.js.mil    Fax: (757)- 726-6181
JWFC /Concepts                               Ft Monroe, VA 23651

Tel (DSN): 680-6202                          Comm:(757)726-6202

E-Mail:  barneybs@jwfc.js.mil             Fax: (757) 726-6408

CA for DM                             J-8

Tel (DSN):225-4657             Comm: (703) 695-4657

E-Mail:  bonnetjc@js.pentagon.mil    Fax: 695-8031
CA for FDP                                      J-8

Tel (DSN):225-8031                        Comm: (703) 697-8548

E-Mail: cranglcc@js.pentagon.mil       Fax: (703) 695-8031

CA for IS                               J-2

Tel (DSN):225-7380             Comm: (703) 695-7380

E-Mail: eichelgv@js.pentagon.mil       Fax: 227-9209 
CA for PE                                        J-8

Tel (DSN):227-1227                        Comm: (703) 697-1227

E-Mail: scottr@js.pentagon.mil           Fax: (703) 693-1748

CA for FL                              J-4

Tel (DSN):227-8546           Comm:    (703) 614-1622

E-Mail: tribbimk@js.pentagon.mil    Fax:  697-2359
CA for IS-ITP                                    J-6Q

Tel (DSN): 227-9877                        Comm: (703) 697-9877

E-Mail: packgt@js.pentagon.mil                   Fax: 227-7058 

CA for IO                              J-39

Tel (DSN):223-0787             Comm: (703) 693-0787

E-Mail: wildeac@js.pentagon.mil   Fax:  614-7838
CA for C2                                         J-39

Tel (DSN):225-3343                         Comm: (703) 695-3343

E-Mail: timothy.mccully@js.pentagon.mil   Fax:  614-7838

Desired Operational Capability








DOC Number:   CC-10   Title:  Supervise Execution

DOC Description (General Summary): Supervise Execution - Command and Control involves supervising execution through active leadership to ensure that orders are properly interpreted and acted upon, and that those orders are having the anticipated effect.  This involves constant monitoring of the dynamic situation, modifying plans and orders as required to ensure the most effective operations and to seize or create opportunities for accelerated success.

JV 2010 differences: 

· Timely, relevant information without extraneous information

· Near real-time, accurate understanding all aspects of the battlespace available to all commands as appropriate. 

· Leader schooled and experienced in joint operational art

· Ability to ‘forecast’ to aid in outcome-based decisions

· Real-time interactive connectivity throughout the chain of command, supporting forces, and partners. 

CA Sponsor:  JS  J-39  C2                                         Org Tele (DSN):     225-3343
Organization Address:                                              Comm:                (703) 695-3343
JCS J39   C2 Joint Staff                                                 E-Mail Address:    timothy.mccully@js.pentagon.mil
Pentagon, Washington D.C., 20313-6000                       Fax Number:        (703) 614-7838

Challenge(s):    Joint Command & Control  (C2)

Core Task(s):    Joint Command & Control  (C2)   (CONTROL)

Subordinate Tasks:

1. Seize and exploit the initiative 

2. Monitor execution and results of actions

3. Control (regulate) forces and functions

4. Centralize or decentralize operations as required

5. Conduct/execute continuous operations 

6. Conduct  split-based operations

7. Accommodate varied battle rhythms



UJTL Ref No:  ST 8.1
Description: Foster alliance and regional relations and security arrangements

UJTL Ref No:  ST 8.2
Description: Provide support to allies, regional governments, international organizations or groups

UJTL Ref No:  ST 8.3
Description: Obtain support for US forces and interests

UJTL Ref No:  ST 8.4
Description: Provide theater support to other DOD and government agencies

UJTL Ref No:  ST 8.5
Description: Coordinate and integrate regional interagency activities

UJTL Ref No: OP 1.2.2
Description: Posture joint forces for operational formations

UJTL Ref No: OP 1.2.4.7
Description: Conduct direct action in JOA

UJTL Ref No: OP 5.2.1
Description: Review current situation

UJTL Ref No: OP 5.4
Description: Command subordinate operational forces 

UJTL Ref No: OP 5.4.1
Description: Approve plans and orders

UJTL Ref No:  ST 5.4.2
Description:  Synchronize joint operations and subordinate campaign plans

UJTL Ref No: OP 5.4.3
Description: Provide rules of engagement


UJTL Ref No:  OP 5.4.4
Description:  Synchronize/Integrate operations

UJTL Ref No:  OP 5.4.5
Description:  Coordinate/Integrate Components, Theater, and other support

UJTL Ref No:  OP 5.7
Description:  Coordinate and integrate Joint Multinational & Interagency Support

Task Conditions:  Across the full spectrum of military operations, interagency, and multi-national, in all weather  and environments, continuous, real-time, across the battlespace. Remote locations; dispersed locations, no mission preparation; Stressful mission; massive theater dimensions.

Criteria for Measurement (and Existing Standards if Known):
ST 8.1: M3 Percent of commander-sponsored joint exercises include allied forces

ST 8.2: M2 Days to respond to country team request for assistance; M3 Hours for US country team and combatant command to coordinate response to request for assistance (natural disaster, etc.); M4 Hours to establish country team, host nation, and other USG agencies, PVO/NGO/IO and coalition forces.

ST 8.3: M3 Percent of peacetime support provided by allied host-nation support

ST 8.4: M5 Instances of US agencies receiving logistics support from Unified Command

ST 8.5: M5 Of missions coordinated with theater, coalition HQ, NGOs, and host-nation governments.

OP 1.2.2: M1 Hours to assign multinational forces to operational formations (after acceptance into joint force); M2 Hours to assign forces to components; M3 Hours until component units prepared to send and receive data and do parallel planning (after receipt of warning order); M4 Percent of the force sequenced physically to execute campaign plan's operational maneuver.

OP 1.2.4.7: M1 Hours between desired and actual time in position
OP 5.2.1: M3  Percent of enemy actions or operations affected course of battle, but not forecast

OP 5.4: M1 Accuracy of information in plans and orders issued an disseminated to subordinate units; M3 Percent of planning time joint force allows components; M9 Instances of misunderstanding commander’s intent, missions, and tasks
OP 5.4.1: M4 Percent accuracy of information in Commander’s operations plan to meet established objectives
OP 5.4.2: M1 Hours to issue plan or order; M2 Minutes for commander to forward and disseminate plan of action; M5 Instances of operational missions (e.g. SOF, PSYOP, Deception) executed without coordinating with operational forces in the target area

OP 5.4.3: M3 Hours to develop general order regarding prohibited and permitted actions for deploying joint force.

OP 5.4.4: M2 Hours prior to execution, joint force has execution matrix with sequence and timing of each component task throughout operation
OP 5.4.5: M2 Percent of policies and procedures for establishment and coordination of logistics, maintenance, and transportation support completed using JOPES

OP 5.7: M1 Days for joint force successfully integrate coalition force doctrinal differences; M2 Days to obtain commitment of support from allies (after submitting request); M3 Hours to establish coordination process with AMEMBASSY and allied coalition partners (after establishment of joint force); M4  Percent of agencies found in the operating area at execution, known to the joint force during planning; M6 Percent of allies/coalition partners or other government agencies, participating in the operation.



Critical Performance Measure:

 - During planning and execution no data transfer between networked stations is responsible for a supporting command failing to meet a request/requirement.  (SN 5.1.1 - M11) 

Means:

1. Smart filters

2. Decision aids

3. Artificial Intelligence

4. Networked experts, data bases, and command and staff

5. Modeling and simulation

6. Comprehensive, interactive, tailored display of relevant information

7. Agile organization

8. Real-time interactive connectivity with subordinates, peers and superiors



Most Demanding AOR, Mission and Scenario for Assessment (and Rationale):

EUCOM: Peacekeeping, Rationale: Region characterized by multi-ethnic unrest, multi-national conflicts, ambiguous /undefinable, threat, and allied and coalition uncertainty

PACOM: Multi-level conflict, long LOCs, multi-national partners, underdeveloped area, poor infrastructure

CENTCOM: From MOOTW to MRC: Rationale: Global distances, coalition forces, large/complex theater with a high threat of terrorism.

SOUTHCOM:  Peacetime engagement activities: Rationale: Region characterized by fragile democracies, insurgent activities, transnational threats, poor infrastructure, underdeveloped areas and proximity to US borders.



Assessment Strategy (Suggested Events, Primary and Validating):

Experimentation and demonstration, wargaming with interactive modeling, followed by joint/coalition CPXs. 



Hypotheses:  If: The JFC has the capability to monitor operations and receive constant, real-time feedback.....   Then: The JFC of the future will be able to monitor and adapt to dynamic events, maintain the initiative, and continuously dominate the battlespace

Other Affected JV 2010 Coordinating Authorities CINCs, Services, Agencies

JWFC /Assessments              Ft Monroe, VA 23651

Tel (DSN): 680-6635              Comm:(757)726-6635

E-Mail:  lowerd@jwfc.js.mil    Fax: (757)- 726-6181
JWFC /Concepts                               Ft Monroe, VA 23651

Tel (DSN): 680-6202                          Comm:(757)726-6202

E-Mail:  barneybs@jwfc.js.mil             Fax: (757) 726-6408

CA for DM                             J-8

Tel (DSN):225-4657             Comm: (703) 695-4657

E-Mail:  bonnetjc@js.pentagon.mil    Fax: 695-8031
CA for FDP                                      J-8

Tel (DSN):225-8031                        Comm: (703) 697-8548

E-Mail: cranglcc@js.pentagon.mil       Fax: (703) 695-8031

CA for IS                               J-2

Tel (DSN):225-7380             Comm: (703) 695-7380

E-Mail: eichelgv@js.pentagon.mil       Fax: 227-9209 
CA for PE                                        J-8

Tel (DSN):227-1227                        Comm: (703) 697-1227

E-Mail: scottr@js.pentagon.mil           Fax: (703) 693-1748

CA for FL                              J-4

Tel (DSN):227-8546           Comm:    (703) 614-1622

E-Mail: tribbimk@js.pentagon.mil    Fax:  697-2359
CA for IS-ITP                                    J-6Q

Tel (DSN): 227-9877                        Comm: (703) 697-9877

E-Mail: packgt@js.pentagon.mil                   Fax: 227-7058 

CA for IO                              J-39

Tel (DSN):223-0787             Comm: (703) 693-0787

E-Mail: wildeac@js.pentagon.mil   Fax:  614-7838
CA for C2                                         J-39

Tel (DSN):225-3343                         Comm: (703) 695-3343

E-Mail: timothy.mccully@js.pentagon.mil   Fax:  614-7838

Remarks:

Although C2 appeared in the DOC titles, FL-31 & FL-32 DOCs are being considered as ITP issues.



Desired Operational Capability  








DOC Number:   CC-11     Title:    Prepare Plans & Orders

DOC Description:  Preparing plans and orders includes planning/formulating concepts of operations, designing the priority effort(s), and developing and issuing both deliberate and crisis action plans and orders.  It will involve collaborative distributed planning capability and the ability to continuously analyze and evaluate alternatives.

2010 Differences:

· Continuous, collaborative distributed planning

· Immediate, informed response to any crisis including multilevel initial response planning and execution for any crisis

· Financial/programmatic considerations fully integrated into the planning process 

· Ability to ‘forecast’ to aid in COA selection 
· Predictive outcome-based decisions



CA Sponsor:  JS  J-39  C2                                         Org Tele (DSN):     225-3343
Organization Address:                                              Comm:                (703) 695-3343
JCS J39   C2 Joint Staff                                                 E-Mail Address:    timothy.mccully@js.pentagon.mil
Pentagon, Washington D.C., 20313-6000                       Fax Number:        (703) 614-7838

Challenge(s):   Joint Command & Control  (C2)

Core Task(s):   Joint Command & Control and Plan (C2)      (PLAN)

Subordinate Tasks:  

1. Designate the priority effort(s)

2. Issue prioritized mission-type orders

3. Deliberate planning

4. Crisis action planning

5. Perform collaborative distributed planning

6. Continuous planning

7. Determine operational objectives

8. Continuous evaluation of alternatives

9. Use modeling and simulation for COA development, evaluation and selection 

10. Immediate initial response planning and execution

11. FSD-13: Capability to plan, coordinate, integrate, and synchronize operations. The ability to coordinate, integrate, and synchronize planning and operations among multinational, interagency, and non-state organizations actions required to accomplish respective goals and objectives. 

- Understand the objectives of each participating organization.

- Ensure accommodation of language, cultural, and doctrinal differences among participants

- Establish collaborative planning processes involving all participants

- Establish the supporting, supported, and partner relationships among participants.

Related DOCs/Tasks:
· DM-33: Provide Integrated Operational And Logistics Plans - Capability to conduct linked operational and logistical planning simultaneously.  Implicit in this concept is a virtual planning capability  

- Conduct mission analysis; issue planning guidance; determine operational endstate; develop, analyze, and select course(s) of action; issue commander’s estimate; and prepare and disseminate campaign or major operational plans and orders 
· FSD-12:  Capability to integrate media and public affairs considerations into operational planning and execution. 

- The ability to develop and sustain domestic and foreign public, political, and partner support and to influence adversaries and neutrals through the integration of media.. 

-- Develop media and public affairs strategy and plans

-- Integrate OPSEC into the strategy

UJTL Ref No: 4.7
Description: Provide politico-military support to other nations, groups and government agencies, provide assistance to support operational goals within a theater of operations and JOA, includes security assistance, humanitarian assistance, environmental clean-up, disaster relief and assistance from military forces to civilian authorities and population.

UJTL Ref No:  OP 5.3
Description:  Prepare plans and orders

UJTL Ref No:  OP 5.3.1
Description:  Conduct operational mission analysis

UJTL Ref No:  OP 5.3.2
Description:  Issue planning guidance

UJTL Ref No:  OP 5.3.3
Description:  Determine operational end state

UJTL Ref No:  OP 5.3.4
Description:  Develop courses of action/prepare staff estimates

UJTL Ref No:  OP 5.3.5
Description:  Analyze courses of action

UJTL Ref No:  OP 5.3.6
Description:  Compare courses of action

UJTL Ref No:  OP 5.3.7
Description:  Select or modify courses of action

UJTL Ref No:  OP 5.3.8
Description:  Issue commanders estimate

UJTL Ref No:  OP 5.3.9
Description:  Prepare campaign or major operations and related plans and orders

Task Conditions: Across the full spectrum of military operations, interagency, and multi-national, in all weather and environments, continuous, real-time, across the battlespace.  Remote locations; dispersed locations, no mission preparation; Stressful mission; massive theater dimensions.  Military mission, commitments to other nations, communications connectivity, host nation support, political policies, foreign government stability, culture, religious beliefs, cultural unity civil unrest, infrastructure dependence, availability capital should all be considered.

Criteria for Measurement (and Existing Standards if Known):

Timely dissemination of effective integrated planning documents.  Measured in time (in advance of execution) required to publish and disseminate planning products and percent of time left to subordinates for their use prior to mission execution.

ST 5.4: M6 Of  CINC’s assigned and supporting forces commence operations on time; 

OP 4.7: M5 Instances of insufficient support provided to other nations, groups, or agencies; M13 Hours to respond to Country Team request for assistance.

OP 5.3: M2 Hours to adjust original plan for decisive operations (after recognizing planning assumptions invalid); M4 Hours to issue joint force commander's intent

OP 5.3.1: Percent of available planning time allowed for subordinate planning (after COA selected); M8 Percent of available joint force included in review of forces by JFC.

OP 5.3.2: M1 Days in advance of execution, planning and guidance issued to subordinate commands; M3 From request for change in ROE until approval/denial.

OP 5.3.3: M1 days to pass control of operations area to local government or appointed transitional administration authority (after achieving end state).

OP 5.3.4: M3 Percent of available planning time allowed for subordinate planning; M7 Percent of COA presented to the commander were suitable, feasible, acceptable, and distinct from one another.

OP 5.3.5: M3 Percent of capabilities ultimately required identified during planning.

OP 5.3.6: M2 Percent of comparison criteria eventually used, defined and weighted before comparison begins.

OP 5.3.7: M1 Days in advance of execution, COA selected.

OP 5.3.8: M1 Hours before execution, commander's concept and intent issued; M2 Hours before execution, commander's estimate issued; M4 Percent of planning time available, used to issue commander's concept and intent.

OP 5.3.9: M2 Hours for complete set of executable operational plans and orders (following receipt of commander's estimate).

Critical Performance Measure: The time required (hours/days) to establish effective cooperative relationships 

Means:

1. Integrated, digitized, distributed, joint planning tools 

2. Decision aids

3. Artificial intelligence

4. Networked experts, data bases, and command and control

5. Modeling and simulation

6. Comprehensive, interactive, tailored display of relevant information

7. Predictive data base that responds to user needs

8. Tailored units and forces 

9. Integrated planning

10. Distributed, deployable and embedded combat skills training and operational rehearsal

11. Seamlessly integrated partners

12. Versatile, rapid display and comprehension of plans and orders

Most Demanding AOR, Mission and Scenario for Assessment (and Rationale):

CENTCOM: Southwest Asia due to vast cultural, ethnic and religious considerations required to implement effective and successful planning.  From MOOTW to MRC: Rationale: Global distances, coalition forces, large/complex theater with a high threat of terrorism.

EUCOM: Peacekeeping, Rationale: Region characterized by multi-ethnic unrest, multi-national conflicts, ambiguous /undefinable, threat, and allied and coalition uncertainty

PACOM: Multi-level conflict, long LOCs, multi-national partners, underdeveloped area, poor infrastructure

SOUTHCOM:  Peacetime engagement activities: Rationale: Region characterized by fragile democracies, insurgent activities, transnational threats, poor infrastructure, underdeveloped areas and proximity to US borders.



Assessment Strategy (Suggested Events, Primary and Validating):

Front end analysis of collaborative planning aids, demonstrations of automated planning tools,  wargaming for continuous planning, simulation, experimentation, and modeling followed by Joint/coalition CPX/FTX exercises.

Hypotheses:  If: The JFC has the a detailed understanding of the battlespace and an involved continuous collaborative planning process aided by dynamic decision aids.....   Then: The JFC will be able to monitor and adapt to dynamic events, maintain the initiative, and continuously dominate the battlespace by immediately and appropriately responding to any crisis with an integrated multilevel response.

Other Affected JV 2010 Coordinating Authorities CINCs, Services, Agencies

JWFC /Assessments              Ft Monroe, VA 23651

Tel (DSN): 680-6635              Comm:(757)726-6635

E-Mail:  lowerd@jwfc.js.mil    Fax: (757)- 726-6181
JWFC /Concepts                               Ft Monroe, VA 23651

Tel (DSN): 680-6202                          Comm:(757)726-6202

E-Mail:  barneybs@jwfc.js.mil             Fax: (757) 726-6408

CA for DM                             J-8

Tel (DSN):225-4657             Comm: (703) 695-4657

E-Mail:  bonnetjc@js.pentagon.mil    Fax: 695-8031
CA for FDP                                      J-8

Tel (DSN):225-8031                        Comm: (703) 697-8548

E-Mail: cranglcc@js.pentagon.mil       Fax: (703) 695-8031

CA for IS                               J-2

Tel (DSN):225-7380             Comm: (703) 695-7380

E-Mail: eichelgv@js.pentagon.mil       Fax: 227-9209 
CA for PE                                        J-8

Tel (DSN):227-1227                        Comm: (703) 697-1227

E-Mail: scottr@js.pentagon.mil           Fax: (703) 693-1748

CA for FL                              J-4

Tel (DSN):227-8546           Comm:    (703) 614-1622

E-Mail: tribbimk@js.pentagon.mil    Fax:  697-2359
CA for IS-ITP                                    J-6Q

Tel (DSN): 227-9877                        Comm: (703) 697-9877

E-Mail: packgt@js.pentagon.mil                   Fax: 227-7058 

CA for IO                              J-39

Tel (DSN):223-0787             Comm: (703) 693-0787

E-Mail: wildeac@js.pentagon.mil   Fax:  614-7838
CA for C2                                         J-39

Tel (DSN):225-3343                         Comm: (703) 695-3343

E-Mail: timothy.mccully@js.pentagon.mil   Fax:  614-7838

Remarks: 



Desired Operational Capability  








DOC Number:  CC-12    Title:   Organize HQ & Force 

DOC Description:  (General Summary: Rapidly Form and Organize an Effective JTF and HQ - Management functions are of great interest to the JFC, but will probably be largely carried out by the HQ staff.  Organization of the staff will be critical to success, and will be tailored to the specific mission and the JFC’s desires.  Organization of the force will emphasize maximum effectiveness, including integration of Reserve Component and multinational capabilities.  It will also be critical to organize the operational area to maximize freedom of action, while minimizing the potential for mutual interference between components of the force.  There will also be a continuous evaluation and adjustment of the right balance of centralized versus decentralized planning and execution.

2010 Differences:

· Tailorable, small mobile command footprint,  JTFHQ (forward) with a rear support

· Ability to rapidly train and assemble JTFHQs 

· JFC ability to interface directly with the force

· JFC mobility to allow positioning in the best place to lead
· Ability to organize and reorganize forces and assets for multiple missions.



CA Sponsor:  JS  J-39  C2                                         Org Tele (DSN):     225-3343
Organization Address:                                              Comm:                (703) 695-3343
JCS J39   C2 Joint Staff                                                 E-Mail Address:    timothy.mccully@js.pentagon.mil
Pentagon, Washington D.C., 20313-6000                       Fax Number:        (703) 614-7838

Challenge(s):  Joint Command & Control  (C2)

Core Task(s): Joint Command & Control  (C2)    (PLAN)

Subordinate Tasks:

1. Modify the organization to respond to situation

2. Integrate AC/RC forces  (Covers FSD-05 for seamless total force integration)

3. Manage battlespace for use without interference

4. Determine the right balance of centralized and decentralized planning and execution (Covers FSD-28)

5. Organize the operational area 

6. Place the commander in the best position/location to lead

7. FSD-06 Capability for continuous split-based operations



Related DOCs/Tasks:

· DM-27 Provide right sized C2 to capitalize on effects of dispersed forces

- Capability to provide rapid, responsive, responsive, and effective command and control (C2) for joint force projection assets. 

· PE-05 Capability to provide tailorable force packages, able to achieve operational objectives



UJTL Ref No: ST 5.4
Description: Provide strategic direction to theater forces

UJTL Ref No: ST 7.1.6
Description: Determine theater force size and structure requirements

UJTL Ref No: OP 5.5        
Description: Organize a joint force headquarters

UJTL Ref No: OP 5.5.1
Description: Develop a joint force C2 structure

UJTL Ref No: OP 5.5.2
Description: Develop a joint force liaison structure

UJTL Ref No: OP 5.5.3
Description: Integrate joint Force staff augmentees

UJTL Ref No: OP 5.5.4
Description: Deploy joint force  HQ ADVON

UJTL Ref No: OP 5.5.5
Description: Integrate joint force staff augmentees

UJTL Ref No: OP 5.5.6
Description: Establish or participate in task forces

UJTL Ref No: OP 5.7
Description: Coordinate and integrate joint, multinational, and interagency support

Task Conditions:  Across the full spectrum of military operations, interagency, and multi-national, in all weather  and environments, continuous, real-time, across the battlespace.

Criteria for Measurement (and Existing Standards if Known): Adequate staffing and systems on-hand to provide robust, effective C2 to accomplish the mission.  Measured by appropriate number of personnel to systems and number of redundant systems

ST 5.4: M6 Of  CINC’s assigned and supporting forces commence operations on time; M7 Of JTF Staff deploying augmentation (DJTF) members having previous training

ST 7.1.6:  M4 Percent of requested forces apportioned for planning

OP 5.5:  M2 Hours to form joint force staff (from activation order); M5 Days from activation order until headquarters fully staffed; M8 Days to determine and approve JTF structure; M9 Days to establish and approve C2 architecture for JTF.

OP 5.5.1: M1 Days until the joint force headquarters staff augmented and in full operation (from alert order); M2 Days to issue joint force OPORDER or plan (from Alert Order); M4/5 Hours for the joint force staff to select specialized equipment/personnel required from the joint force establishing commander; M9 Hours to form the joint staff; M14 Incidents of friendly forces orders/tasks significantly delayed because of unclear relationships within the joint force HQ; M21 Percent of components with allocated or apportioned forces, suitably represented on the combined staff; M22 Percent of components, involved foreign governments, and NGOs/PVOs (suitably) represented on the joint force staff; M23  Percent of joint force actions or operations affected by late arrivals of augmentees;  M26  Percent of joint force staff elements, represent force makeup as to numbers, experience, influence of position, and rank among concerned Services making up the joint force.    

OP 5.5.2: M1 Hours until the joint force liaison structure established (from Alert Order);  M5 Minutes for joint force staff sections to contact LNO attached to joint force HQ; M6 Minutes for parent unit to contact their LNO.

OP 5.5.3: M4 Hours to deploy forward and establish in theater joint force HQ element.

OP 5.5.4: M2 Hours for the joint force HQ ADVON to establish communication links up, down, across (after arrival in operational area.

OP 5.5.5: M1 Hours before beginning of transition and redeployment to publish redeployment plan; M2 Days to recommend organizations to fund various aspects of joint force; M3 Percent of transitioning units have no gaps in command.

OP 5.5.6: M6 Percent of C2W targets included in joint targeting plans; M8 Percent of C2W operations employ three or more elements of C2W.     

OP 5.7: M1 Days for joint force to successfully integrate coalition force doctrinal differences; M2 Days to obtain commitment of support from allies (after submitting request); M3 Hours to establish coordination process with AMEMBASSY and allied coalition partners (after establishment of joint force); M4 Percent of agencies found in operations in area at execution, known to the joint force during the planning; M5 Percent of allied support requirements filled at time of execution;M6 Percent of allies/coalition partners or other government agencies, participate in operation.

Critical Performance Measure:  



Means:

1. Real-time interactive connectivity with subordinates and seniors

2. Standing, trained JTFHQ modules

3. Standing regional JTFs or JTFHQs pre-trained on regional issues

4. Enhance interoperability (TTPS, language, and equipment)

5. Highly tailorable organizations/agile organizations

6. Streamlined staff management process

7. Highly mobile C2 suite



Most Demanding AOR, Mission and Scenario for Assessment (and Rationale):

EUCOM: Peacekeeping, Rationale: Region characterized by multi-ethnic unrest, multi-national conflicts, ambiguous /undefinable, threat, and allied and coalition uncertainty

PACOM: Multi-level conflict, long LOCs, multi-national partners, underdeveloped area, poor infrastructure

CENTCOM: From MOOTW to MRC: Rationale: Global distances, coalition forces, large/complex theater

SOUTHCOM:  Peacetime engagement activities: Rationale: Region characterized by fragile democracies, insurgent activities, transnational threats, poor infrastructure, underdeveloped areas and proximity to US borders.



Assessment Strategy (Suggested Events, Primary and Validating):

Wargaming, modeling and senior officer seminars, simulation, and experimentation, and modeling followed by Joint/coalition CPX/FTX exercises.

Hypotheses:  If: The JFC is effectively supported by a fully informed, trained and integrated HQ supported by the latest information technology and decision aids.....  Then:  The Joint Force will be dynamically responsive and effective.

Other Affected JV 2010 Coordinating Authorities, CINCs, Services, Agencies

JWFC /Assessments              Ft Monroe, VA 23651

Tel (DSN): 680-6635              Comm:(757)726-6635

E-Mail:  lowerd@jwfc.js.mil    Fax: (757)- 726-6181
JWFC /Concepts                               Ft Monroe, VA 23651

Tel (DSN): 680-6202                          Comm:(757)726-6202

E-Mail:  barneybs@jwfc.js.mil             Fax: (757) 726-6408

CA for DM                             J-8

Tel (DSN):225-4657             Comm: (703) 695-4657

E-Mail:  bonnetjc@js.pentagon.mil    Fax: 695-8031
CA for FDP                                      J-8

Tel (DSN):225-8031                        Comm: (703) 697-8548

E-Mail: cranglcc@js.pentagon.mil       Fax: (703) 695-8031

CA for IS                               J-2

Tel (DSN):225-7380             Comm: (703) 695-7380

E-Mail: eichelgv@js.pentagon.mil       Fax: 227-9209 
CA for PE                                        J-8

Tel (DSN):227-1227                        Comm: (703) 697-1227

E-Mail: scottr@js.pentagon.mil           Fax: (703) 693-1748

CA for FL                              J-4

Tel (DSN):227-8546           Comm:    (703) 614-1622

E-Mail: tribbimk@js.pentagon.mil    Fax:  697-2359
CA for IS-ITP                                    J-6Q

Tel (DSN): 227-9877                        Comm: (703) 697-9877

E-Mail: packgt@js.pentagon.mil                   Fax: 227-7058 

CA for IO                              J-39

Tel (DSN):223-0787             Comm: (703) 693-0787

E-Mail: wildeac@js.pentagon.mil   Fax:  614-7838
CA for C2                                         J-39

Tel (DSN):225-3343                         Comm: (703) 695-3343

E-Mail: timothy.mccully@js.pentagon.mil   Fax:  614-7838

Remarks: 



Desired Operational Capability  



DOC Number:  CC-13   Title: Prioritize and Allocate Resources 

DOC Description (General Summary):  Prioritize and allocate for effective employment of resources - Resource management includes using assets effectively to accomplish assigned missions.  This includes reassignment and redeployment of forces and integrating multinational, NGO/PVO, and interagency support.  Related management tasks will include computing requirements, allocating means, and integrating efforts.

2010 Differences:

· Timely accurate knowledge of current and future resource needs and availability, both within the theater and globally

· Highly interactive and responsive JFC ability to manage flow of resources, both within the theater and globally

· Detailed relevant knowledge of all national assets and capabilities, as well as those of third parties (e.g. host nation or nearby ally).

· Highly interactive and responsive JFC ability to request and assess national resources (intelligence, communications, reconnaissance,  strike,  and lift assets) 



CA Sponsor:  JS  J-39  C2                                         Org Tele (DSN):     225-3343
Organization Address:                                              Comm:                (703) 695-3343
JCS J39   C2 Joint Staff                                                 E-Mail Address:    timothy.mccully@js.pentagon.mil
Pentagon, Washington D.C., 20313-6000                       Fax Number:        (703) 614-7838

Challenge(s):    Joint  Command & Control  (C2)

Core Task(s):    Joint  Command & Control  (C2)   (CONTROL)

Subordinate Tasks;

1. Monitor, track, and predict need for resources 

2. Integrate multinational/NGO/PVO interagency capabilities 

3. Rapidly reassign and redeploy forces

4. Designate and issue understandable and tailorable rules of engagement

5. Coordinate multinational/interagency support

6. Determine and disseminate commander's intent and orders

7. Achieve leverage by properly arranging symmetrical and asymmetrical actions

8. FSD-20 Capability to engage the operational situation with understandable ROE that provide the Commander flexibility to rapidly adjust when required.



Related DOCs: 
· FL-01    Integrate command and control and logistics information for use by operational and support forces - ----- Implement a reliable, robust interactive command and control network that links, operational, and tactical combat and support forces.  Provides support activities commander’s direction and orders, and execution status.  Provides commanders support requirements, capabilities, and status.  Includes policies, procedures, protocols, standards, access control, security, communications links, hardware and software, maintenance, redundancy, and survivability. Results in interoperability “across and between” logistics support and command and control functions, and expands availability of logistics support information to commanders and their staffs.
· FL-30    Provide real-time command and control Ability 
- Implement a reliable, robust DOD command and control network that links national, strategic, operational, and tactical combat and support activities worldwide.  Includes policies, procedures, protocols, standards, access control, security, communications links, hardware and software, maintenance, redundancy, and survivability.

UJTL Ref No:  ST 5.4
Description: Provide strategic direction to theater forces

UJTL Ref No:  ST 7.1.6
Description: Determine theater force size and structure requirements

UJTL Ref No:  ST 8.1
Description: Foster alliance and regional relations and security arrangements

UJTL Ref No:  ST 8.2
Description: Provide support to allies, regional governments, international organizations or groups

UJTL Ref No:  ST 8.3
Description: Obtain support for US forces and interests

UJTL Ref No:  ST 8.4
Description: Provide theater support to other DOD and government agencies

UJTL Ref No:  ST 8.5
Description: Coordinate and integrate regional interagency activities

UJTL Ref No:  OP 1.2.2
Description: Posture joint forces for operational formations

UJTL Ref No:  OP 1.2.4.7
Description: Conduct direct action in JOA

UJTL Ref No:  OP 5.1.4
Description: Maintain operational information and force status

UJTL Ref No:  OP 5.2
Description: Assess operational situation

UJTL Ref No:  OP 5.2.1
Description: Review current situation

UJTL Ref No:  OP 5.3
Description:  Prepare plans and orders

UJTL Ref No:  OP 5.3.3
Description:  Determine operational end state

UJTL Ref No:  OP 5.3.4
Description:  Develop COA/prepare staff estimates  

UJTL Ref No:  OP 5.4
Description: Command subordinate operational forces 

UJTL Ref No:  OP 5.4.1
Description: Approve plans and orders

UJTL Ref No:  ST 5.4.2
Description:  Synchronize joint operations and subordinate campaign plans

UJTL Ref No:  OP 5.4.4
Description: Synchronize/integrate operations

UJTL Ref No:  OP 5.4.5
Description: Coordinate/integrate components, theater, and other support

UJTL Ref No:  OP 5.5.1
Description: Develop a joint force C2 structure

UJTL Ref No:  OP 5.5.6
Description: Establish or participate in task forces

UJTL Ref No:  OP 5.7
Description: Coordinate and integrate joint, multinational, and interagency support

Task Conditions:  Across the full spectrum of military operations, interagency, and multi-national, in all weather  and environments, continuous, real-time, across the battlespace. Remote locations; dispersed locations, no mission preparation; Stressful mission; massive theater dimensions.

Criteria for Measurement (and Existing Standards if Known):

ST 5.4: M6 Of  CINC’s assigned and supporting forces commence operations on time; M7 Of JTF Staff deploying augmentation (DJTF) members having previous training
ST 7.1.6: M1 Options force mix examined; M4 Percent of requested forces apportioned for planning.  

ST 8.1: M3 Percent of commander-sponsored joint exercises including allies; M9  Percent participation in interagency working groups.

ST 8.2: M2 Days to respond to Country Team request for assistance

ST 8.3: M3 Percent of peacetime support provided by allied host-nation support

ST 8.4: M5 Instances of US agencies receiving logistics support from Unified Command

ST 8.5: M5 Of missions coordinated with theater, coalition HQ, NGOs, and host-nation governments

OP 1.2.2: M1 Hours to assign multinational forces to operational formations (after acceptance into joint force); M2 Hours to assign forces to components; M3 Hours until component units prepared to send and receive data and do parallel planning (after receipt of warning order); M4 Percent of the force sequenced physically to execute campaign plan's operational maneuver.

OP 1.2.4.7: M1 Hours between desired and actual time in position
OP 5.1.4: M1 Hours lag between joint forces common picture of battlespace and real world situation

OP 5.2: M2: Hours – Lag between appreciation of battlespace and real situation; M5: Min to assess current situation and formulate plan of action; M8 Percent of time, theater political event of interest occurs without options available 

OP 5.2.1: M3  Percent of enemy actions or operations affected course of battle, but not forecast

OP 5.3: M2 Hours to adjust original plan for decisive operations (after recognizing planning assumptions invalid).

OP 5.3.1: Percent of available planning time allowed for subordinate planning (after COA selected); M8 Percent of available joint force included in review of forces by JFC.

OP 5.3.4: M3 Percent of available planning time allowed for subordinate planning; M7 Percent of COA presented to the commander were suitable, feasible, acceptable, and distinct from one another.

OP 5.4: M1 Accuracy of information in plans and orders issued an disseminated to subordinate units; M3 Percent of planning time joint force allows components; M9 Instances of misunderstanding commander’s intent, missions, and tasks

OP 5.4.1 M4 Percent accuracy of information in Commander’s operations plan to meet established objectives
OP 5.4.2: M1 Hours to issue plan or order; M2 Minutes for commander to forward and disseminate plan of action; M5 Instances of operational missions (e.g. SOF, PSYOP, Deception) executed without coordinating with operational forces in the target area

OP 5.4.4 M2 Hours prior to execution, joint force has execution matrix with sequence and timing of each component task throughout operation
OP 5.4.5 M2 Percent of policies and procedures for establishment and coordination of logistics, maintenance, and transportation support completed using JOPES 

OP 5.7: M1 Days for joint force successfully integrate coalition force doctrinal differences; M2 Days to obtain commitment of support from allies (after submitting request); M3 Hours to establish coordination process with AMEMBASSY and allied coalition partners (after establishment of joint force); M4  Percent of agencies found in the operating area at execution, known to the joint force during planning; M6 Percent of allies/coalition partners or other government agencies, participating in the operation.


Critical Performance Measure:  

Means:

1. Decision aids

2. Artificial Intelligence

3. Networked experts, data bases, and command and staff

4. Modeling and simulation

5. Comprehensive, interactive, tailored display of relevant information

6. Agile organizations

7. Real time interactive connectivity  throughout the chain of command and appropriate supporting organizations

8. Real time interactive connectivity with subordinates 


Most Demanding AOR, Mission and Scenario for Assessment (and Rationale):

EUCOM: peacekeeping, Rationale: Region characterized by multi-ethnic unrest, multi-national conflicts, ambiguous /undefinable, threat, and allied and coalition uncertainty

PACOM: multi-level conflict, long LOCs, multi-national partners, underdeveloped area, poor infrastructure

CENTCOM: From MOOTW to MRC: Rationale: Global distances, coalition forces, large/complex theater with a high threat of terrorism.

SOUTHCOM:  Peacetime engagement activities: Rationale: Region characterized by fragile democracies, insurgent activities, transnational threats, poor infrastructure, underdeveloped areas and proximity to US borders.



Assessment Strategy (Suggested Events, Primary and Validating):

Research decision aides; demonstrations, simulations, and modeling followed by joint coalition CPX/FTXs. 

Hypotheses:  If: The JFC has the understanding of all component and possible partner capabilities, all requirements, and the ability and authority to effectively integrate all available resources in the battlespace.....   Then: The JFC of the future will be to optimize the allocation of resources and employment of DM, PE, and FL to maximize the forces operational capabilities and dictate the tempo of operations.

Other Affected JV 2010 Coordinating Authorities, CINCs, Services, Agencies

JWFC /Assessments              Ft Monroe, VA 23651

Tel (DSN): 680-6635              Comm:(757)726-6635

E-Mail:  lowerd@jwfc.js.mil    Fax: (757)- 726-6181
JWFC /Concepts                               Ft Monroe, VA 23651

Tel (DSN): 680-6202                          Comm:(757)726-6202

E-Mail:  barneybs@jwfc.js.mil             Fax: (757) 726-6408

CA for DM                             J-8

Tel (DSN):225-4657             Comm: (703) 695-4657

E-Mail:  bonnetjc@js.pentagon.mil    Fax: 695-8031
CA for FDP                                      J-8

Tel (DSN):225-8031                        Comm: (703) 697-8548

E-Mail: cranglcc@js.pentagon.mil       Fax: (703) 695-8031

CA for IS                               J-2

Tel (DSN):225-7380             Comm: (703) 695-7380

E-Mail: eichelgv@js.pentagon.mil       Fax: 227-9209 
CA for PE                                        J-8

Tel (DSN):227-1227                        Comm: (703) 697-1227

E-Mail: scottr@js.pentagon.mil           Fax: (703) 693-1748

CA for FL                              J-4

Tel (DSN):227-8546           Comm:    (703) 614-1622

E-Mail: tribbimk@js.pentagon.mil    Fax:  697-2359
CA for IS-ITP                                    J-6Q

Tel (DSN): 227-9877                        Comm: (703) 697-9877

E-Mail: packgt@js.pentagon.mil                   Fax: 227-7058 

CA for IO                              J-39

Tel (DSN):223-0787             Comm: (703) 693-0787

E-Mail: wildeac@js.pentagon.mil   Fax:  614-7838
CA for C2                                         J-39

Tel (DSN):225-3343                         Comm: (703) 695-3343

E-Mail: timothy.mccully@js.pentagon.mil   Fax:  614-7838

Remarks: 



DOC Number:  DM-03
Title:  Ability to rapidly integrate forces arriving in a joint & multi-national operations area Subsumes:  DM-17, DM-20 & DM-31

DOC Description: Capability to efficiently and effectively receive, stage, conduct onward movement, and integrate incoming forces into the theater force package (including  multinational forces, PVOs, IOs, NGOs).  This capability enables land, sea, air, and space forces to rapidly extract and relocate for subsequence reengagement elsewhere or redeployment.

  

2010 Differences:

· Better information, (timely, accurate, complete, total force visibility)

· Better coordination processes

· Improved intra-theater lift capability

· Increasing emphasis in multinational operations 

· Greater requirement to conduct operations in urban environment 

CA Sponsor:  Dominant Maneuver

Organization: Joint Staff/ J8     Org Tele (DSN): 225-4657,  Com: (703) 695-4657

E-Mail Address:  thorntfb@js.pentagon.mil or bonnetjc@js.pentagon.mil
Fax Number: (703) 695-8031, DSN 225-8031

Applicable Challenges: Crisis Stabilization, Decisive Combat Operations, Battlespace Control

Core Task(s):  Circle/UNDERLINE:  Dominant Battlespace Awareness; Command & Control; Mobility; Maneuver; Precision Effects; Sustainment; Protection.

Subordinate Task(s):  

· Determine force closure
· Synchronize force arrival
· Conduct RSOI
· Conduct intra-theater movement
· Provide C4ISR
· Integrate multi-national forces
· Integrate RC forces
· Integrate interagency players, e.g. Integrate PVO / NGO / IO

· Conduct joint training and exercises
· Force protection, upon arrival and while staged, from mines, missiles and submarines  
 

 Related DOCs:

Includes:

· DM-17

· DM-20

· DM-31

UJTL Ref No: OP 1.1.2
Description: Conduct intra-theater deployment & redeployment

UJTL Ref No: OP 1.1.3
Description: Conduct TOA/JOA RSOI

UJTL Ref No: OP 1.2.2
Description: Posture joint forces for operational formations

Task Conditions: Across the spectrum of military operations, and in all weather and environments

Criteria for Measurement: 

· Rapid transition of forces for employment to accomplish assigned mission.
· Measured by time required to be mission ready from time of arrival 
· This includes time to configure for operations, time to train, or time to throughput forces and material from PODS to employment 


Means:  

· 
Improved interoperability (TTPs, language, and equipment)

· New doctrine and TTP

· Advanced machine language translation tools

· Improved equipment interoperability

· Increased liaison capability

· Improved strategic and Intra-theater mobility 

· New, automated planning tools and decision aids

· Enhanced battlespace awareness

· Advanced, tailored, interactive displays to aggregate and de-aggregate information to the user’s needs, including informational glyphoids and polymorphic displays

· Constant, assured, real-time and near real-time relevant information without irrelevant information

· Interactive, real-time access to an extensive network of information resources

· Total asset visibility, including automated geolocation and status reporting

· Robust joint & combined training and exercise program

Most Demanding AOR, Mission and Scenario for Assessment (and Rationale):  All, each present unique challenges from MOOTW through MTW 


Assessment Strategy:
· Studies (front end analysis to establish baseline)

· Seminars and conferences

· Exercises (joint, multinational, interagency)

· Demonstrations and experiments (ACTDs, ATDs, JWIDs)

· Wargames

· AWEs

Hypotheses: 

If we can achieve rapid integration of arriving forces for the JFC, then we will be properly postured to engage across the full spectrum of military operations.  

Other Affected JV 2010 Coordinating Authorities: (DM, PE, FL, FDP, IS, TI, or FSD/Joint C2)

Other CA Address:

Telephone (DSN):              Comm:

E-Mail:                              Fax:
Other CA Address:

Telephone (DSN):              Comm:

E-Mail:                              Fax:

Remarks:

· Key Words: 

· Battlespace Awareness
· Deployment/redeployment
· Dominating maneuver
· Inter- and intra-theater lift
· Interoperability
· Machine/automated translation tools
· Multinational operations
· Planning/decision aids/tools
· Positioning/repositioning
· Reception, staging, onward movement, integration (RSOI)

DOC Number: DM-04
Title: Ability to rapidly and seamlessly project, and posture forces to enable rapid attainment of military objectives 
   

Includes:  DM-17 FSD 16 & FSD 19.



DOC Description:  Rapidly project and seamlessly transition forces from projection operations to theater employment operations.  Capability to quickly move, shift or reconfigure forces to a more advantageous position.



2010 Differences:

· Systems with increased range and mobility

· Much improved battlespace awareness reduces friction to position the right force in the right place at the right time

· Improved systems sustainability

· Better integrated information operations (IO)

· Compressed planning and decision cycles

· Improved C4

· Increasing reliance on anti-access strategies by future adversaries

CA Sponsor:  Dominant Maneuver

Organization: Joint Staff/ J8     Org Tele (DSN): 225-4657,  Com: (703) 695-4657

E-Mail Address: thorntfb@js.pentagon.mil  or  bonnetjc@js.pentagon.mil
Fax Number: (703) 695-8031, DSN 225-8031

Applicable Challenges:  Decisive Combat Operations, Crisis Stabilization, Rapid Joint Force Projection, Battlespace Control

Core Task(s):  Circle/UNDERLINE:  Dominant Battlespace Awareness; Command & Control; Mobility; Maneuver; Precision Effects; Sustainment;    Protection

Subordinate Task(s):  

· Provide C4ISR
· Provide air, ground, and sea combat mobility
· Provide combat support & combat service support mobility
· Assemble forces
· Load forces and equipment on transportation assets
· Provide transportation assets
· Provide protection
· Conduct operational deception
· Conduct information operations
· Conduct operations in an around urban environment 

 Related DOCs:  

· Includes DM-17 

UJTL Ref No: OP 1.1
Description: Conduct operational movement

UJTL Ref No: OP 1.2.1
Description: Transition joint forces to/from tactical battle formation

UJTL Ref No: OP 1.2.2
Description: Posture joint forces for operational formations

UJTL Ref No: OP 1.2.3
Description: concentrate forces in theater of operations/JOA

Task Conditions: Across the spectrum of military operations, in all weather and environments

Criteria for Measurement: 

· Timely arrival at desired locations capable of achieving the mission.  
· Other measures include:
· Percent of maneuver and supporting forces concentrated at decisive point prior to detection and percent of maneuver force attacked prior to transition to battle formation  



Means:  

· Enhanced systems mobility

· Constant, assured, real-time and near real-time relevant information displayed through an extensive interactive network of information resources 

· Advanced, tailored, interactive displays to aggregate and de-aggregate information to the user’s needs, including informational glyphoids and polymorphic displays

· Enhanced force readiness

· Smaller, lighter organizations with equipment designed and built for more efficient loading and transport

· Enhanced joint doctrine and TTP

· Advanced, automated planning tools and decision aids

Most Demanding AOR, Mission and Scenario for Assessment (and Rationale):  

All, each present unique challenges from MOOTW through MTW


Assessment Strategy:
· Studies (front end analysis, i.e., Intra-theater Lift Study)

· Seminars and Conferences

· Wargames

· Exercises (joint, multinational, interagency)

· Demonstrations and experiments (ACTDs, ATDs, JWIDs)

· AWEs

Hypotheses
If we can achieve rapid integration of arriving forces for the JFC, then we will be properly postured to engage across the full spectrum of military operations.


Other Affected JV 2010 Coordinating Authorities: 

Other CA Address:

Telephone (DSN):              Comm:

E-Mail:                              Fax:
Other CA Address:

Telephone (DSN):              Comm:

E-Mail:                              Fax:

Remarks:

· Key Words: 

· Displays
· Dominating maneuver
· Intra-/inter-theater lift
· Mobility
· Movement
· Planning/decision aids/tools
· Posture/force positioning
· Range
· Sustainability

DOC Number: DM-05
Title:.  

Achieve and preserve battlespace control in support of the full spectrum of operations


Subsumes:  DM-13, DM-18, DM-22, DM-26 & DM-35

DOC Description:  Preserve the freedom of operation
Ensure hostile action does not impede our ability to conduct our  operations.  Ensure control of the battlespace, with respect to enemy, friendly and non-combatant actions, is sufficient to ensure strategic and operational success, whether on land, at sea, or in the air and space across the spectrum of operations.  Also implicit in this DOC is the capability to preclude, mitigate, or rapidly recover with minimum impact from conventional, mine warfare, WMD, or terrorist effects.  This capability ensures that appropriately articulated and widely dispersed forces can present a potential adversary with multiple, unacceptable dilemmas and by concentrating overwhelming combat power at the chosen place and time make any potential adversary's response irrelevant.   



2010 Differences:

· Better access to and greater reliance on space operations

· Better coordination processes

· Better integrated information operations (IO)

· Better Intra-theater Lift

· Better mine detection & clearing capability

· Increased urbanization

· Much improved battlespace awareness reduces friction to position the right force in the right place at the right time

· Need to overcome anti-access strategies by future adversaries 

· Operations from widely dispersed bases

CA Sponsor:  Dominant Maneuver

Organization: Joint Staff/ J8     Org Tele (DSN): 225-4657,  Com: (703) 695-4657

E-Mail Address: thorntfb@js.pentagon.mil or bonnetjc@js.pentagon.mil
Fax Number: (703) 695-8031, DSN 225-8031

Applicable Challenges:  Decisive Combat Operations, Crisis Stabilization, Rapid Joint Force Projection, Battlespace Control

Core Task(s):  Circle/UNDERLINE:  Dominant Battlespace Awareness;  Command & Control; Mobility; Dominant Maneuver; Precision Effects; Sustainment;  Protection

Subordinate Task(s):  

· Conduct force protection e.g., area missile defense, NBC/WMD, anti-terrorism, and countermine operations (reconnaissance, surveillance & neutralization)
· Conduct C4ISR
· Conduct info operations
· Conduct mine clearing
· Conduct sustainment operations
· Maintain secure infrastructure, deny terrorist activity against in-theater forces, protect air, land, sea and space lines of communications, conduct reconnaissance and surveillance of support structure, conduct OPSEC & COMSEC, employ theater electronics security


 Related DOCs:  FDP DOCs 1-6
· Subsumes:

· DM-13

· DM-18

· DM-22

· DM-26

· DM-35

UJTL Ref No:  OP 2.5.1
Description:  Provide intelligence for TOA/JOA

UJTL Ref No:  OP 6.1
Description:  Provide opn’l aerospace and missile defense

UJTL Ref No:  OP 6.2
Description:  Provide protection for opn’l forces, means, and noncombatants

UJTL Ref No:  OP 6.4
Description:  Conduct deception ISO subordinate campaigns and major operations

UJTL Ref No:  OP 1.5
Description:  Control or dominate operationally significant area

UJTL Ref No:  OP 6.2
Description:  Provide protection for operational forces, means and noncombatants 

UJTL Ref No:  OP 6.1.4
Description:  Counter enemy air attack in TOA/JOA

UJTL Ref No:  OP 6.1.5
Description:  Conduct operational area missile defense

UJTL Ref No:  OP 6.5
Description:  Provide security for operational forces and means

Task Conditions:  Across the spectrum of military operations, in all weather and environments

Criteria for Measurement:  

· Our forces have freedom of action to focus combat, CS, and CSS capabilities throughout the battlespace to achieve decisive results.  
· Time friendly and enemy forces are impeded and impact on the scheme of maneuver by enemy action (need for exercising branches and sequels) 
· Forces in theater retain unimpeded freedom of action

· Measured by time forces/supplies delayed resulting from enemy action

· Friendly losses

· Additional expenditure of forces, resources (POL, intermediate staging costs etc), and time required for security of assets

Means:  

· Enhanced C4ISR

· Improved info operations

· Improved mobility

· Overmatching weapon systems capabilities

· Improved area missile defense capability

· Improved anti-terrorist posture

· Better mine detection, identification, marking, breaching, and neutralization capabilities

· Improved mine clearing capability

· Improved planning, decision, and execution cycles

· Multispectral sensors (mine detection)

· Improved Bio/Chem protection (detection, monitoring, and defense)

· Improved TMD

· Enhanced battlespace awareness

· Constant, assured, real-time and near real-time relevant information without irrelevant information through:

· Advanced, tailored, interactive displays to aggregate and de-aggregate information to the user’s needs, including informational glyphoids and polymorphic displays

· Interactive, real-time access to an extensive network of information resources

· Enhanced interoperability (TTPs, language, and equipment)

· Enhanced doctrine and TTP

· Advanced machine language translation tools

· Enhanced equipment interoperability

· Enhanced systems mobility & survivability

· Improved engineer capability

· Improved defensive info operations

· Improved force protection i.e., better facility security/hardened facilities and improved anti-terrorist posture

· Redundant enroute infrastructure

· Flexible enroute basing



Most Demanding AOR, Mission and Scenario for Assessment:    All, each present unique challenges from MOOTW through MTW.

Assessment Strategy:
· Studies (Front end analysis to determine baseline)

· Technology Demonstrations (ACTDs, ATDs)

Hypotheses:

 “If we can provide the JFC with battlespace control then we will be prepared to engage across the full range of military operations.”


Other Affected JV 2010 Coordinating Authorities: 

Other CA Address:

Telephone (DSN):              Comm:

E-Mail:                              Fax:
Other CA Address:

Telephone (DSN):              Comm:

E-Mail:                              Fax:

Remarks:

· Key Words: 

· Air, sea, land 

· Battle damage recovery

· Biological/Chemical Protection

· Combating terrorism (CT, AT)

· Damage recovery

· Engineer capability

· Engineer capability

· Engineer operations
· Hardening

· Mine avoidance

· Mine breaching

· Mine clearance

· Mine detection

· Mine neutralization

· Mine warfare

· Mobility

· Protection

· Reconstitution / generation

· WMD

DOC Number: DM-07
Title:  Forces generate overmatching lethal and/or non-lethal effects



Subsumes:  DM-40.

DOC Description: Capability to provide a decisive advantage in range, probability of hit and kill, accuracy which minimize resources expended, maximizes effects, and minimizes collateral damage.  Also, capability to safely engage or control people, conduct operations around civilians and or degrade or immobilize equipment using non-lethal means.  This includes the capability to employ precision effects throughout the battlespace area unconstrained by cover, concealment, hardening, movement, protective systems or the environment to accomplish the mission.  The intent is to generate such overwhelming effects at the point of attack that make enemy/adversary responses irrelevant. 



2010 Differences:

· Enhanced Battlespace Awareness

· Comprehensive, near real-time, interactive tailored display of relevant information for a Common Operating Picture (COP) 

· Better integrated Information Operations

· Enhanced processes to identify and decide which organizations to generate desired effects

· Operations in space against adversary's space assets

CA Sponsor:  Dominant Maneuver

Organization: Joint Staff/ J8     Org Tele (DSN): 225-4657,  Com: (703) 695-4657

E-Mail Address: thorntfb@js.pentagon.mil  or  bonnetjc@js.pentagon.mil
Fax Number: (703) 695-8031, DSN 225-8031

Applicable Challenges:  Decisive Combat Operations, Crisis Stabilization, and Battlespace Control

Core Task(s):  Circle/UNDERLINE: Dominant Battlespace Awareness; Command & Control; Mobility; Maneuver; Precision Effects; Sustainment; Protection

 

Subordinate Task(s):  

· Conduct C4ISR

· Conduct targeting

· Coordinate attacks throughout the battlespace

· Integrate and synchronize delivery of lethal and non-lethal effects

· Conduct battle damage assessment

 Related DOCs:

· Subsumes DM-40

UJTL Ref No:  OP 3.1
Description:  Conduct joint force targeting

UJTL Ref No:  OP3.2
Description:  Attack operational targets

UJTL Ref No:  OP 3.2.1
Description:  Attack operational land/maritime targets

UJTL Ref No:  OP 3.2.2
Description:  Conduct non-lethal attack on operational targets

UJTL Ref No:  OP 3.2.2.3
Description:  Employ information attacks on operational targets

UJTL Ref No:  OP 3.2.2.4
Description:  Conduct non-lethal attacks on personnel, equipment and installations

UJTL Ref No:  OP 3.2.6
Description:  Provide firepower ISO operational maneuver

Task Conditions:  Across the spectrum of military operations, in all weather and environments

Criteria for Measurement:  

· Successful execution of precision and non-precision (lethal/non-lethal) effects against a variety of targets 

· Measured by number of first round/munition/sortie kills  



Means:  

· Invest in weapons with enhanced range, lethality, and probability of hit/kill

· Fielding of in-flight programmable munitions

· Improved real-time target acquisition

· Real-time battle damage assessment

· Enhanced joint and multi-national integration

· An improved capability to achieve a variety of effects simultaneously

· Improved Combat Identification

· Enhanced Doctrine and TTP

· Improved ISR

· Improved battle management

· Enhanced accuracy of precision guided munitions

· Improved BDA

Most Demanding AOR, Mission and Scenario for Assessment (and Rationale):  

All, each present unique challenges from MOOTW through MTW.

Assessment Strategy:
· Front-end analysis to determine baseline

· ACTD’S

· ATD’s

· Models, Simulation and Analysis

· JWE

· Wargames

· Joint Exercises

Hypotheses: 

If we can achieve and preserve freedom of maneuver in any battlespace, then we can ensure that an adversary's actions will not impede our operations.

 

Other Affected JV 2010 Coordinating Authorities: 

Other CA Address:

Telephone (DSN):              Comm:

E-Mail:                              Fax:
Other CA Address:

Telephone (DSN):              Comm:

E-Mail:                              Fax:

Remarks:

· Key Words: 
· Accuracy

· Acoustical Weapons

· Bomb Damage Assessment

· Combat Identification

· Directed Energy Weapons

· Display

· Dominating Maneuver
· Lethal/ Non-lethal

· Military Worth Studies

· Population Control

· Precision

· Range 

· Real-time target acquisition

· Standoff

· Target Acquisition

· TTP

DOC Number: DM-24
Title:.  Synchronized Employment of Forces throughout the Battlespace to Achieve desired Effects  

(Subsumes DOC DM-28)

DOC Description: Synchronized Employment of Forces 

Capability to conduct synchronized operations directed at multiple centers of gravity through the battlespace, whether conducted sequentially or simultaneously to achieve the desired result.  This capability ensures that widely dispersed forces can present and execute an adversary with multiple unacceptable operational dilemmas before they can adequately prepare to defend against any one option. 

2010 Differences:
· Better information, (timely, accurate, complete, total force visibility, battlespace awareness); better info technology

· Better processes to identify and decide which organization to be used to generate the desired effects

· Better use of Information Operations 

· Comprehensive, near-real time, interactive, tailored display of relevant information for a Common Operating Picture (COP) 

· Compressed C2 Cycles

· Decentralized execution

· Increased multi-lateral diplomatic considerations

· Dispersed planning environment

· Enhanced capability to conduct simultaneous operations 

· Improved coordination processes

· Enhanced Intra-theater, Inter-theater Lift capability

· Enroute planning and rehearsal

· Improved systems and weapons systems capability and sustainability

· Increased reliance on Multinational operations

· More Non-lethal operations

· Much improved C4

· Even greater media scrutiny 

· Tailorable forces packages

· Total Force and Asset Visibility

· Global urbanization

· Increased reliance on anti-access strategy by future adversaries 

CA Sponsor:  Dominant Maneuver

Organization: Joint Staff/ J8     Org Tele (DSN): 225-4657,  Com: (703) 695-4657

E-Mail Address: thorntfb@js.pentagon.mil  or  bonnetjc@js.pentagon.mil

Fax Number: (703) 695-8031, DSN 225-8031

Applicable Challenges:  Crisis Stabilization, Decisive Combat Operations, Rapid Joint Force Projection, and Battlespace Control

Core Task(s):--Circle/UNDERLINE: Dominant Battlespace Awareness; Command & Control; Mobility; Maneuver; Precision Effects; Sustainment; Protection

Subordinate Task(s):  

· Concentrate forces in a theater/JOA; conduct reception, staging, onward movement, and integration (RSOI)
· Conduct info operations; conduct battle damage assessment
· Conduct C4ISR

· Conduct planning and battle management

· Posture forces for strategic and operational employment

· Transition forces to and from battle formation

· Conduct operations throughout the depth of the battlespace

· Conduct battle damage assessment

· Conduct joint and multi-national training and exercises

· Determine theater needs and requirements
· Provide supplies, maintenance, and services

 Related DOCs:

UJTL Ref No:  OP 1.2.1
Description:  Transition forces to and from tactical battle formations 

UJTL Ref No:  OP 1.2.2
Description:  Posture joint forces operational formations

UJTL Ref No:  OP 1.2.3
Description:  Concentrate forces in a TOA/JOA

UJTL Ref No:  OP 1.2.4
Description:  Conduct operations in depth

UJTL Ref No:  OP 1.5
Description:  Controls or dominant operationally significant area

UJTL Ref No:  OP 2.5.1
Description:  Provide intelligence for TOA/JOA

UJTL Ref No:  OP 3.1
Description:  Conduct joint force targeting

UJTL Ref No:  OP 3.2
Description:  Attack operational target

UJTL Ref No:  OP  3.2.6
Description:  Provide firepower ISO operational maneuver

UJTL Ref No:  OP 3.2.7
Description:  Synchronize operational firepower

UJTL Ref No:  ST 5.4.2
Description:  Synchronize joint operation and subordinate campaign plans

UJTL Ref No:  OP 5.4.4
Description:  Synchronize/integrate operations

UJTL Ref No:  OP 5.4.5
Description:  Coordinate/integrate components, theater, and other support

Task Conditions: Across the Spectrum of Military Operations, in all weather and environments

Criteria for Measurement: 

· Timely concentration and commitment of forces results in mission accomplishment 

· Measured by enemy/friendly losses

· Terrain lost or gained

· Time required for attacks to achieve desired results

· Desired personal and equipment at the right place in the proper sequence



Means:  

· Assume an operationally agile “stance” 

· Enhance mobility. 

· Design more tailorable organizations

· Improved C4ISR

· Use of  superior battlespace knowledge to facilitate assumption of        acceptable risk

· Improved systems mobility, lethality, and sustainability

· Increased joint training and exercises

· Improved leader development

· Improved force protection

Most Demanding AOR, Mission and Scenario for Assessment (and Rationale):   All, each present unique challenges from MOOTW through MTW

Assessment Strategy:
· Front-end analysis for baseline

· Wargames

· ACTDs and Cads

· AWE

· Joint Warfighting exercise

Hypotheses:  "If we can achieve and preserve freedom of maneuver in any battlespace, then we can ensure that an adversary's actions will not impede our scheme of maneuver."

· 

Other Affected JV 2010 Coordinating Authorities: 

Other CA Address:

Telephone (DSN):              Comm:

E-Mail:                              Fax:
Other CA Address:

Telephone (DSN):              Comm:

E-Mail:                              Fax:

Remarks:

· Key Words: 

· Battle Damage Assessment 

· Battle Management

· Battle Rhythm

· Battlespace Control

· Branches and Sequels (Planning) 

· Campaign Analysis

· COA’s Analysis Selection

· Conduct attacks throughout Battlespace

· Contingency Operations 

· CONUS to Combat

· Decision Cycle

· Demonstrations 

· Displays

· Dominating Maneuver

· Effects

· FLOT Movement

· Force Concentration 

· Force Positioning

· Force Posturing
· Harmonize

· Interoperability 

· Maneuver Warfare

· Mission engagement

· Modular Force

· Offensive and Defensive Maneuver Operations

· Offensive and Defensive Operations

· Operational and Strategic Maneuver

· Operational Employment

· Operations in Depth

· Planning and Decision cycles

· Power Projection

· Rapid Deployment

· Ready on arrival

· Sensor to Shooter

· Show of Force

· Simultaneous Operations

· Strategic Employment

· Synchronize

· Wargaming

DOC Number: DM-29


Title: Provide Short Notice Global Maneuver and Attack Capability   

Includes:  DM-32, DM-X1, & DM-X2.



DOC Description:  
 Capability, on short notice, to rapidly maneuver and attack into hostile, or potentially hostile, areas using integrated joint combat power capable of achieving desired effects (Global - from anywhere to anywhere).  These operations can directly achieve strategic effects by striking enemy centers of gravity without engaging an enemy's field forces or halting the advance of enemy forces to provide time to react and gain the initiative.

2010 Differences:
· Better Dispersed/Enroute Planning and Rehearsal capability

· Better information, (timely, accurate, secure, reliable complete, total force visibility) 

· Better Weapon Systems Capabilities

· Comprehensive Command & Control (enabling compressed planning) 

· Global urbanization by future adversaries 

· Increased reliance on anti-access strategies

· Much improved battlespace awareness reduces friction to position the right force in the right place at the right time

· Tailored Force and Support Packages

CA Sponsor:  Dominant Maneuver

Organization: Joint Staff/ J8     Org Tele (DSN): 225-4657,  Com: (703) 695-4657

E-Mail Address: thorntfb@js.pentagon.mil  or  bonnetjc@js.pentagon.mil
Fax Number: (703) 695-8031, DSN 225-8031

Applicable Challenges:  Decisive Combat Operations, Crisis Stabilization, Rapid Joint Force Projection, Battlespace Control

Core Task(s):--Circle/UNDERLINE:  Dominant Battlespace Awareness; Command & Control; Mobility; Maneuver; Precision Effects; Sustainment; Protection

Subordinate Task(s):  

· Alert and deploy forces, synchronize forcible entry into theater/JOA
· Conduct battle management
· Conduct lethal and non-lethal theater attacks
· Conduct operational maneuver
· Integrate direct action in-theater
· Project combat power
· Provide C4ISR
· Select and process theater targets
· Transition operational forces into battle formation

Related DOCs:  PE-05,BA14,Fl-05/06, IO-06/08,CC-01/07/09

· Subordinate Task of DOC BA-14

· Includes: 

· DM-32

· DM-X1

· DM-X2

UJTL Ref No:  ST 1.3
Description:  Conduct theater strategic maneuver

UJTL Ref No:  ST 1.3.6
Description:  Conduct theater of war operations in depth

UJTL Ref No:  OP 3.2.7
Description:  Synchronize operational firepower

Task Conditions:  Across the spectrum of military operations, in all weather and environments

Criteria for Measurement 

· Measured by the time required to achieve desired endstate or desired capability. 

Means:  

· 
Advanced planning systems; and improved systems’ range

· Constant, assured, real-time and near real-time relevant information without irrelevant information through advanced, tailored, interactive displays to aggregate and de-aggregate information to the user’s needs, including informational glyphoids and polymorphic displays

· Enhanced battlespace awareness

· Enhanced planning cycle by advanced automated planning tools and decision aids, and distributed, deployable, and embedded combat skills training and operation rehearsal systems  

· Improve training, to include distributed, deployable, and embedded combat skills training and operation rehearsal systems  

· Improved mobility  

· Improved Strategic and Operational Mobility

· Improved sustainability  

· Increased systems effectiveness (lethal and non-lethal)  

· Interactive, real-time access to an extensive network of information resources  

Most Demanding AOR, Mission and Scenario for Assessment (and Rationale):  

 All, each presents unique challenges from MOOTW through MTW

Assessment Strategy:
· Studies (front end analysis of existing data) 

· Models and Simulation

· Wargames

· Exercises

· AWEs

Hypotheses:  If we can maneuver and attack globally, then we can achieve strategic effects by threatening or attacking an adversary's centers of gravity.

Other Affected JV 2010 Coordinating Authorities: 

Other CA Address:

Telephone (DSN):              Comm:

E-Mail:                              Fax:
Other CA Address:

Telephone (DSN):              Comm:

E-Mail:                              Fax:

Remarks:

· Key Words: 

· Contingency

· Displays

· Distributed Planning

· Dominating Maneuver
· Force Projection

· Forceable Entry

· Global

· Lethal/Non-lethal

· Power Projection

· Response

· Short Notice

· Space Ops

· Virtual

DOC Number: DM-58 
Title: Air and Space Control and Superiority



DOC Description: Capability to control access to and achieve the requisite degree of domination of the air and space environment through the coordinated use of offensive and defensive capabilities such that air and space, land, and sea forces can operate without prohibitive interference from opposing air and space forces.

2010 Differences:
· All-aspect situational picture

· Capability to deny adversary access to air and space

· Capability to deny adversary access to air- and space-derived information

· Capability to gain access to space

· Capability to protect and or effect military, commercial, and civil space systems

· Countering enemy space-based threats

· Deterring hostile attacks from and in space

· Enhanced Precision Engagement capabilities

· Improved connectivity to off-board processing and information

· Protection of air- and space-derived information

· Protection of launch facilities and satellite ground stations

· Reduced platform signature

· Reliable combat identification 

· Replenishing destroyed or neutralized space systems



CA Sponsor:  Dominant Maneuver

Organization: Joint Staff/ J8     Org Tele (DSN): 225-4657,  Com: (703) 695-4657

E-Mail Address:  thorntfb@js.pentagon.mil  or  bonnetjc@js.pentagon.mil
Fax Number: (703) 695-8031, DSN 225-8031

Applicable Challenges:  Battlespace Control, Combat Identification, Countering Air and Missile Threats



Core Task(s):--Circle/UNDERLINE:  Dominant Battlespace Awareness; Command & Control; Mobility; Maneuver; Precision Effects; Sustainment; Protection

Subordinate Task(s):  

· Conduct C4ISR

· Conduct planning and battle management

· Coordinate attack and defense throughout the battlespace

· Conduct information operations

· Conduct operations throughout the depth of the battlespace


Related DOCs:  PE-05,BA14,Fl-05/06, IO-06/08,CC-01/07/09



UJTL Ref No: 
Description:  

UJTL Ref No: 
Description:  

UJTL Ref No:  
Description:  

Task Conditions:  Across the spectrum of military operations, in all weather and environments

Criteria for Measurement
 

Means: 
· Improved combat identification

· Improved connectivity

· Improved defensive countermeasures

· Improved space protective systems

· Improved spacecraft maneuverability

· Increased spacelift timeliness and reliability

· Invest in capabilities for space control

· Reduced platform signatures

Most Demanding AOR, Mission and Scenario for Assessment (and Rationale):   All, each presents unique challenges from MOOTW through MTW.

Assessment Strategy:
· Front end Assessments

· Modeling and Simulation

· Wargames and Seminars

· AWE

· Joint Exercises

Hypotheses:   If we can dominate the control of air and space then we can conduct operations without undue interference from adversary air and space systems.

Other Affected JV 2010 Coordinating Authorities: 

Other CA Address:

Telephone (DSN):              Comm:

E-Mail:                              Fax:
Other CA Address:

Telephone (DSN):              Comm:

E-Mail:                              Fax:

Remarks:

· Key Words: 

· Air campaign

· Air superiority

· airborne lasers

· directed energy platforms

· Electromagnetic spectrum exploitation/attack
· Orbit

· Satellites

· space based

· Space dominance

· Space superiority

· Spaces operations

· weapons in space

DOC Number: DM-59

 
Title:  Achieve and Preserve Subsurface Maritime Control and Superiority

DOC Description (General Summary): The capability to detect, identify, localize, track, and/or engage to prevent or kill hostile undersea threats operating in the JOA prior to weapons launch.  Envisions capability to protect seaborne forces, particularly amphibious assault and strategic sealift, from torpedo and missile attack as well as swimmer delivered ordnance.  

2010 Differences:

· Capability to detect and classify all hostile undersea threats operating in JOA

· Capability to defend combatant and non-combatant surface ships from submarine-launched torpedo and missile attack

· Capability to defend air surveillance platforms from missile attack 

· Dependence on timely, unimpeded logistics flow into theater to support joint force operations



CA Sponsor:  J8 Dominant Maneuver

CA Sponsor:  Dominant Maneuver

Organization: Joint Staff/ J8     Org Tele (DSN): 225-4657,  Com: (703) 695-4657

E-Mail Address: thorntfb@js.pentagon.mil  or  bonnetjc@js.pentagon.mil
Fax Number: (703) 695-8031, DSN 225-8031

Applicable Challenge(s):  Battlespace Control,  Decisive Combat Operations


Core Task(s):   Anti-submarine Warfare



Subordinate Tasks:  

· Detect all hostile submarines, UUVs, swimmer and swimmer delivery systems 

· Classify hostile submarines UUVs, swimmer and swimmer delivery systems 

· Track or engage to kill hostile submarines, UUVs, swimmer and swimmer delivery systems 

· Prevent or destroy hostile submarines before they can launch weapons

· - Undersea surveillance of the battlespace

UJTL Ref No: ST 1.6.3 
UJTL Description: Gain and Maintain Maritime Superiority in the Theater of War.



Task Conditions: Full spectrum: Deep water and shallow littoral regions under all sea state, weather, and illumination conditions.

Criteria for Measurement (and Existing Standards if Known):  

· Incidents/day of attacks on commercial or military strategic lift vessels by enemy combatants 

· Percent of friendly shipping suffers significant disruption or delays

· Percent of major operations disrupted, delayed, or cancelled 

· Casualties suffered by force securing maritime superiority 

· Percent of enemy naval forces gaining access to friendly/mined/blockaded harbors and choke points 

· Percent of enemy forces that gain access to open ocean areas 

· Percent of equipment and supplies coming through SLOCs, delayed, disrupted, or canceled (because of enemy naval action)

· Days to achieve maritime superiority 

· Percent of enemy undersea surveillance, reconnaissance, or intelligence operations detected/disrupted 

· Percent of friendly undersea surveillance, reconnaissance, or intelligence operations detected/disrupted 

Critical Performance Measure:  

· Hostile targets correctly  identified and disabled or killed prior to weapons launch

· Neutralization of hostile submarines’ capabilities

· Friendly platform damage or loss

· - Delay in achievement of joint objectives

Means:   

· Improved submarine detection sensor performance

· Improved anti-submarine weapons (torpedoes)

· Improved torpedo countermeasures

· Reliable surface ship torpedo defense

· Multi-platform, multi-disciplinary approach to anti-submarine warfare
- Netted information systems

· Common Operational Picture

· Improved tactical decision aids

· Improved METOC data

· Renewed organizational emphasis on anti-submarine warfare as core navy mission

· Focused training

· - More frequent and more realistic training and exercise activities

Most Demanding AOR, Mission and Scenario for Assessment (and Rationale):   MTW in East Asia.  Presents widely varying geographic and oceanographic conditions that will stress current and projected ASW sensor and weapon systems performance capability.  Evolving, regional submarine forces present a wide variety of aged and modern capabilities that are expected to be still further improved in the future.

Assessment Strategy (Suggested Events, Primary and Validating):  

· Capability Assessments

· Systems Performance Assessments 

· Modeling and Simulation

· Campaign Analyses

· Wargames

· Performance evaluation and feedback from exercises and training events



Hypotheses:  If we can achieve early accounting of hostile submarines and either avoid the areas where they are operating or engage to disable or minimize their threat capability, the objectives of the Joint Force Commander can be implemented on schedule without delay or disruption. 

Other Affected JV 2010 Coordinating Authorities:  Critical impact on Focused Logistics,  Precision Engagement and Full Dominant Protection

Other CA #1 Address: 

Tel (DSN):
E-Mail:


Interest/Connection:  

Other CA #2 Address: 
Tel (DSN):
E-Mail:


Interest/Connection:  

Remarks:  Special Instructions, administrative items, schedules, or milestones.
Keywords

- ASW

- Anti-submarine warfare

- Sensor systems

- C4I

- Submarine weapons

- Torpedo

- Self defense




DOC Number: DM-60


Title:  Seize and Hold Deep Military Objectives
Includes:  DM-32, DM-X1, & DM-X2.



DOC Description:  Seize and Hold Deep Military Objectives.  Capability, on short notice, to rapidly deploy to conduct operations to seize and hold enemy operational or strategic center(s) of gravity, or to gain decisive points for the introduction of significant military forces into the region.  A tailored joint force may be tasked to do this in conjunction with other maritime, air, and special operations forces comprising the joint force. 

2010 Differences:

Much improved battlespace awareness reduces friction to position the right force in the right place at the right time


Comprehensive Command & Control (enabling compressed planning) 


Tailored Force and Support Packages


Better information, (timely, accurate, secure, reliable complete, total force visibility) 


Better Weapon Systems Capabilities


Better Dispersed/Enroute Planning and Rehearsal capability


 Ability to Project from Home Station Directly into a Theater of Operations


Ability to Deploy tailored Forces Directly onto Operational and Strategic Objectives


Ability to Seize Enemy Operational and Strategic Center(s) of Gravity

· Fluid command & control boundaries 

CA Sponsor:  Dominant Maneuver

Organization: Joint Staff/ J8     Org Tele (DSN): 225-4657,  Com: (703) 695-4657

E-Mail Address: :  thorntfb@js.pentagon.mil  or  bonnetjc@js.pentagon.mil or 

Fax Number: (703) 695-8031, DSN 225-8031

Applicable Challenges:  Decisive Combat Operations, Crisis Stabilization, Rapid Joint Force Projection, Battlespace Control

Core Task(s):--Circle/UNDERLINE:  Dominant Battlespace Awareness; Command & Control; Mobility; Maneuver; Precision Effects; Sustainment; Protection

Subordinate Task(s):  

· Joint CAS / interdiction 

· Tactical lift mobility and sustainable

· Alert and deploy forces, synchronize forcible entry into theater/JOA
· Conduct battle management
· Conduct Direct Action in JOA
· Conduct lethal and non-lethal theater attacks
· Conduct operational maneuver
· Integrate direct action in-theater
· Project combat power

· Provide C4ISR
· Transition operational forces into battle formation

Related DOCs:  PE-05,BA14,Fl-05/06, IO-06/08,CC-01/07/09


Subordinate Task of DOC BA-14


Includes: 


DM-32


DM-X1


DM-X2

UJTL Ref No:  ST 1.3
Description:  Conduct theater strategic maneuver

UJTL Ref No:  ST 1.3.6
Description:  Conduct theater of war operations in depth

UJTL Ref No:  OP 3.2.7
Description:  Synchronize operational firepower

Task Conditions:  Across the spectrum of military operations, in all weather and environments

Criteria for Measurement

Measured by the time required to achieve desired endstate or desired capability.  

Means:  


Improve training, to include distributed, deployable, and embedded combat skills training and operation rehearsal systems. 


Improved Strategic and Operational Mobility


Enhanced planning cycle by advanced automated planning tools and decision aids, and distributed, deployable, and embedded combat skills training and operation rehearsal systems  


Enhanced battlespace awareness


Constant, assured, real-time and near real-time relevant information without irrelevant information through advanced, tailored, interactive displays to aggregate and de-aggregate information to the user’s needs, including informational glyphoids and polymorphic displays


Interactive, real-time access to an extensive network of information resources  


Improved mobility  


Increased systems effectiveness (lethal and non-lethal)  


Improved sustainability  


Advanced planning systems; and improved systems’ range

Most Demanding AOR, Mission and Scenario for Assessment (and Rationale):   All, each presents unique challenges from MOOTW through MTW.

Assessment Strategy:

Studies (front end analysis of existing data) 


Models and Simulation


Wargames


Exercises


AWEs

Hypotheses: If we can attain the capability to seize and hold deep strategic and/or operational objectives, then the conflict may potentially be terminated at an earlier date.

Other Affected JV 2010 Coordinating Authorities: 

Other CA Address:

Telephone (DSN):              Comm:

E-Mail:                              Fax:
Other CA Address:

Telephone (DSN):              Comm:

E-Mail:                              Fax:

Remarks:


Key Words: 

–
Short Notice

–
Global

–
Contingency

–
Response

–
Power Projection

–
Lethal/Non-lethal

–
Displays

–
Virtual

–
Distributed Planning

–
Space Ops

–
Forceable Entry

–
Force Projection

–
Dominating Maneuver

DOC#: FDP-02
Title: Single Integrated Air Picture (SIAP)

Description: - (U) The SIAP provides TAMD warfighters with a common, accurate, real-time/near real-time, situation awareness of all detected airborne objects within the designated surveillance area.  Requires development of automated battle management decision aids and JTTP.  

Supported DOCs:

 - BA-06: Fused assessment and display of the battlespace

 - FL-21: Provide a fully integrated, automated means of protection planing.  Use of expert systems to fuse location data on friendly and enemy forces, threat analysis, commander's intent and friendly force capabilities into a feasible, executable protection plan.  Includes communications, command and control, information systems and automated decision support tools.

 - FL-22: Provide a fully synchronized means of integrating multinational protection planning, including policies, procedures, communications, command and control, informations systems and automated decision support tools.

 - FL-26: Provide a fully synchronized means of planning and implementing protection for logistics assets.  Use expert systems to fuse location data on vulnerable assets, threat analysis and friendly force capabilities into a feasible, executable protection plan.  Includes policies, procedures, communications, command and control, automated information systems and decision support tools.

 - FL-27: Extend protection to third party personnel and civilians.

2010 Task: Provide common real-time situational awareness of air and missile threat

2010 Differences:

 - Multi-source correlation and integration of air and missile threats

 - Real-time/near real-time common air picture (Red, Blue, neutral/non-combatants) 
 - One target, one set of associated characteristics

 - Automated

 - Accurate

CA Sponsor:  FDP
CA Address: J8/SASSAD

Challenge: Countering Air and Missile Threats (CAMT)
Core Task: BA

Subordinate Tasks:

 - Fuse all available information (including CID) on each detected airborne object into one track with one set of associated track characteristics.

 - Maintain continuity of track information from initial detection through destruction/departure from the surveillance area.

 - Provide a SIAP for all TAMD C2 nodes and weapons systems.

 - Provide real-time/near real-time acquisition of track and characteristics data. 
 - Provide one track number and associated set of characteristics for each detected airborne object

 -  Combine cooperative and non-cooperative target recognition capabilities to facilitate the development, maintenance and sharing of track identification

 - Develop a battle management system that fields automated engagement decision aids using common algorithms to simultaneously produce identical recommendations at appropriate decision making nodes.

 - Provide real-time/near real-time dissemination and engagement recommendations to all appropriate command and execution nodes. 

Supporting DOCs:

 - FDP 12: Provide fused, positive ID

 - FDP 13: Provide continuous CID

UJTL:

ST 6.1:  Provide Theater Aerospace and Missile Defense

ST 6.1.1:  Process Theater Aerospace Targets

ST 2.3.2:  Collate Theater Strategic Information

ST 2.3.3:  Correlate Theater Strategic Information

ST 2.4.2.1:  Provide Theater Strategic Indications and Warning

OP 2.3.2:  Collate Information

OP 2.3.3:  Correlate Information

OP 2.4.2.1:  Provide Indications and Warning for Theater of Operations/JOA

OP 2.4.2.4:  Provide Target Intelligence for Theater of Operations/JOA

OP 3.1.6.1:  Assess Battle Damage on Operational Targets

OP 3.1.6.3:  Assess Reattack Requirement

OP 5.1.1:  Communicate Operational Information

OP 6.1:  Provide Operational Aerospace and Missile Defense

OP 6.1.1:  Process/Allocate Operational Aerospace Targets

OP 6.1.2:  Integrate Joint/Multinational Operational Aerospace Defense

OP 6.1.6:  Conduct Tactical Warning and Attack Assessment in Theater of Operations/JOA

OP 6.2.5:  Provide Positive Identification of Friendly Forces in Theater of Operations/JOA

Conditions:

1.0 Physical environment

1.2 Sea (Includes maritime/littoral regions.  Ocean (5 NMI and beyond), Littoral and Riverine) 

1.3 Air 

1.3.1 Climate (Tropical, Temperate, Arctic, Arid)

1.3.1.1 Season (Winter, Spring, Summer, Fall)

1.3.2 Visibility

1.3.2.2 Obscurants

1.3.3 Atmospheric effects from NBC/EMP weapons effects

1.4 Space 

1.4.1 Objects in space 

2.0 Military Environment

2.1 Mission

2.1.4 Theater dimensions

2.1.4.2 2 MTW

2.1.4.3 Size of Theater of Operations/JOA

2.2 Forces

2.2.5.2 Modern information and intelligence processing systems

2.2.6 Interoperable data and database structures.

2.3 C3I 

2.3.1.9 High volume of data/information

2.4 Intelligence

2.4.2 Quality/quantity of current intelligence available

2.9 Threat

2.9.4 Threat posture (Imminent, Ready, Near-term)

2.9.5 Threat size

2.9.6 Threat disposition (Full/partial positioned for attack)

Measurements:

M1.  % of airborne objects within the designated surveillance area that are detected at any given point of time

M2.  % of tracks with one, and only one, track number and associated set of characteristics at any given point of time

M3.  % of available information on a detected airborne object made available within the SIAP at any given point of time

M4.  % of track continuity from initial detection to destruction/departure from the designated surveillance area

M5.  % of C2 nodes and weapons systems that have common situation awareness at any given point of time

M6.  % of identical recommendations produced by automated decision aids

M7.  Delta between actual target position and reported target position

Critical Measurement: M2.  % of tracks with one, and only one, track and associated set of characteristics at any given point of time

Means:

- Collaborative planning during the development of surveillance networks

- Standardized data elements shared via standardized message sets over standardized transmission mechanisms.

- Data fusion mechanisms to develop, from available real-time/near real-time information (including CID), one track and associated set of characteristics per detected airborne object.

- Planned sharing of sensor (surveillance and fire control) measurement data to develop composite tracks.

- Automated decision aids that use common algorithms and the SIAP to produce identical recommendations at appropriate decision-making nodes.

AOR/Mission: Korea MTW.  Provides geographic diversity (terrain masking) and wide variety of friendly and threat aircraft (manned/unmanned) and theater missiles (TBM, CM and ASM).  Provides an enemy capable of simultaneous attacks with both aircraft and missiles.

Assessment Strategy:

- Up-front anaysis of on-going studies

- Use integrated analysis (Modeling & Simulation projects, HWIL demonstrations, and live joint exercises) and experiment-based assessments

- ASCIET-sponsored experiments/exercises

- JTAMDO-sponsored experiments/exercises

- JWID

- CPX/FTX (ROVING SANDS)

- ACTDs/ATDs

Hypothesis: If we can achieve a SIAP among TAMD C2 nodes and weapon systems which improves situation awareness then we can  facilitate more effective and efficient battle management decisions and target engagements.

Other CA’s: IS, BA

Subsumed DOCs: 

 - IC2/FDP-04: Provide one track number and associated set of characteristics for each detected airborne object

 - IC2/FDP-05: Combine cooperative and non-cooperative target recognition capabilities to facilitate the development, maintenance and sharing of track identification

 - IC2/FDP-06: Develop a battle management system that fields automated engagement decision aids using common algorithms to simultaneously produce identical recommendations at appropriate decision making nodes.

Keywords:

- Common picture

- Multi-source collation

- Fusion

- Missile threats

- SIAP

Remarks: - Formerly CAMT-02/FDP-02

Updated: 9/01/98

DOC#: FDP-03
Title: Early detection, identification and dissemination of air and missile threats

Description: - (U) The capability to detect and positively identify (friendly, hostile, non-combatant) all  prelaunch and inflight airborne objects (manned/unmanned aircraft, BM and CM)  within an expanded, coordinated surveillance area in sufficient time to facilitate effective and efficient engagement of hostile targets.  This implies requirements for near real-time fusion of fire control quality data from multiple sources and equally time-sensitive dissemination of information to enable both early and multiple engagement opportunities and provide warning in sufficient time to permit appropriate protective actions. 

Supported DOCs:

 - BA-09: Provide comprehensive battlespace awareness

 - FL-21: Provide a fully integrated, automated means of protection planing.  Use of expert systems to fuse location data on friendly and enemy forces, threat analysis, commander's intent and friendly force capabilities into a feasible, executable protection plan.  Includes communications, command and control, information systems and automated decision support tools.

 - FL-22: Provide a fully synchronized means of integrating multinational protection planning, including policies, procedures, communications, command and control, information systems and automated decision support tools.

 - FL-26: Provide a fully synchronized means of planning and implementing protection for logistics assets.  Use expert systems to fuse location data on vulnerable assets, threat analysis and friendly force capabilities into a feasible, executable protection plan.  Includes policies, procedures, communications, command and control, automated information systems and decision support tools.

 - FL-27: Extend protection to third party personnel and civilians.

2010 Task: Early detection, identification and near real-time dissemination of air and missile threats

2010 Differences:

 - Faster, more accurate updates of complex sensor and C2 systems

 - Information fusion

 - Track continuity

 - Correlation accuracy

CA Sponsor:  FDP
CA Address: J8/SASSAD

Challenge: Countering Air and Missile Threats (CAMT)
Core Task: BA

Subordinate Tasks:

- Detect LCS/LO platforms (including maneuvering CM and UAV).

- Detect all prelaunch and inflight airborne objects early in their flight path 

- Positively identify all detected airborne objects and incorporate the results in to SIAP

- Provide timely warning of imminent air or missile attack to friendly forces and populations to enable passive defensive measures

- Provide interceptor cueing to TAMD forces to improve effectiveness and efficiency of engagements

- Minimize collateral effects from successful/near-successful engagements

- Conduct rapid proactive planning for attack and countermobility operations.

- Perform rapid assessment of ISR platform and sensor availability.

- Perform near real-time dynamic sensor tasking/re-tasking.

- Provide high-quality/high-rate data to weapons platforms.

Supporting DOCs:

· FDP 09: Detect

· FDP 10: Locate

· FDP 11: ID and characterize

· FDP 12: Provide fused, positive ID

· FDP 13: Provide continuous ID

UJTL:

ST 2.1:  Plan and Direct Theater Strategic Intelligence Activities

ST 2.2:  Collect Theater Strategic Information

ST 2.3.2:  Collate Theater Strategic Information

ST 2.3.3:  Correlate Theater Strategic Information

ST 2.4.2.1:  Provide Theater Strategic Indications and Warning

ST 6.1:  Provide Theater Aerospace and Missile Defense

ST 6.1.1:  Process Theater Aerospace Targets

ST 6.1.4:  Provide Theater Air Defense

ST 6.1.5:  Provide Theater Missile Defense

OP 2.2.1:  Collect Information on Operational Situation

OP 2.3.1:  Conduct Technical Processing and Exploitation in Theater of Operations/JOA

OP 2.3.2:  Collate Information

OP 2.3.3:  Correlate Information

OP 2.4.1.2:  Determine Enemy's Operational Capabilities, Course of Action, and Intentions

OP 2.4.2.1:  Provide Indications and Warning for Theater of Operations/JOA

OP 2.4.2.4:  Provide Target Intelligence for Theater of Operations/JOA

OP 2.5.1:  Provide Intelligence for Theater of Operations/JOA

OP 3.1.6.1:  Assess Battle Damage on Operational Targets

OP 3.1.6.3:  Assess Reattack Requirement

OP 5.1.1:  Communicate Operational Information

OP 5.7.3:  Develop Multinational Intelligence/Information Sharing Structure

OP 5.7.5:  Coordinate Host Nation Support

OP 5.7.6:  Coordinate Coalition Support

OP 6.1:  Provide Operational Aerospace and Missile Defense

OP 6.1.1:  Process/Allocate Operational Aerospace Targets

OP 6.1.2:  Integrate Joint/Multinational Operational Aerospace Defense

OP 6.1.4:  Counter Enemy Air Attack in Theater of Operations/JOA

OP 6.1.5:  Conduct Operational Area Missile Defense

OP 6.1.6:  Conduct Tactical Warning and Attack Assessment in Theater of Operations/JOA

OP 6.2.5:  Provide Positive Identification of Friendly Forces in Theater of Operations/JOA

Conditions:

1.0 Physical environment

1.1 Land

1.1.1 Terrain (Mountainous, Piedmont, Steppe, Delta, Desert, Jungle, Arctic

1.1.1.1 Relief

1.1.1.2 Elevation

1.1.1.6 Vegetation (Jungle, Dense, Light, Sparse, Negligible)

1.1.3 Synthetic terrain features (Significant, Moderate, Negligible)

1.1.3.1 Urbanization

1.1.3.2 Significant civil structures

1.1.3.4 Obstacles to movement

1.1.3.5 Route availability

1.2 Sea (Includes maritime/littoral regions.  Ocean (5 NMI and beyond), Littoral and Riverine) 

1.3 Air 

1.3.1 Climate (Tropical, Temperate, Arctic, Arid)

1.3.1.1 Season (Winter, Spring, Summer, Fall)

1.3.2 Visibility

1.3.2.2 Obscurants

1.3.3 Atmospheric effects from NBC/EMP weapons effects

1.4 Space 

1.4.1 Objects in space 
2.0 Military Environment

2.1 Mission

2.1.4 Theater dimensions

2.1.4.2 2 MTW

2.1.4.3 Size of Theater of Operations/JOA

2.1.5 Time available to complete each phase in an operation

2.1.5.1 Time available from receipt of warning directive to commencement of military operations 

2.2 Forces

2.2.5.2 Modern information and intelligence processing systems

2.2.6 Interoperable data and database structures.

2.3 C3I 

2.3.1.8 Restrictions on info exchange/sharing w/ Allies/Coalition Partners

2.3.1.9 High volume of data/information

2.4 Intelligence

2.4.2 Quality/quantity of current intelligence available

2.6 Firepower

2.6.3 Target hardness

2.6.5 Target mobility 

2.9 Threat

2.9.4 Threat posture (Imminent, Ready, Near-term)

2.9.5 Threat size

2.9.6 Threat disposition (Full/partial positioned for attack)

Measurements:

M1: % of hostile targets correctly identified in sufficient time to optimize weapons employment.

M2: % of friendly and neutral airborne objects correctly identifies

M3: % of ID swapping during the life of each track

M4: % of correctly identified objects within the SIAP at any given point in time.

M5: % of detected airborne objects positively identified as friendly, neutral or hostile at any give point of time.

M6: % of passive early warning received by friendly forces and populations in sufficient time to take appropriate protective measures.

M7: % of hostile target detections passed to TAMD weapons systems in sufficient time to be used for cueing purposes.

M8: % of hostile target detected in sufficient time to facilitate multiple engagement opportunities.

M9: Time (in seconds) from target launch to initial detection, track, identification and weapons pairing.

Critical Measurement: M9: Time (in seconds) from target launch to initial detection, track, identification and weapons pairing.

Means:

- Collaborative planning of TAMD weapons, sensors and BM/C4I laydowns.

- Cooperative and non-cooperative identification systems.

- Achievement of a SIAP.

- Improved early warning dissemination systems.

- Improved sensors for long-range, wide-area target detection and tracking.

AOR/Mission: Korea MTW.  Provides geographic diversity (terrain masking) and wide variety of friendly and threat aircraft (manned/unmanned) and theater missiles (TBM, CM and ASM).  Provides an enemy capable of simultaneous attacks with both aircraft and missiles.

Assessment Strategy:

- Up-front anaysis of on-going studies

- Use integrated analysis (Modeling & Simulation projects, HWIL demonstrations, and live joint exercises) and experiment-based assessments

- ASCIET-sponsored experiments/exercises

- JTAMDO-sponsored experiments/exercises

- JWID

- CPX/FTX (ROVING SANDS)

- ACTDs/ATDs

Hypothesis:  If we can achieve early detection and positive identification of all prelaunch and inflight airborne objects within the designated surveillance area, and near real-time dissemination of appropriate information (warning to fire-control quality data) then we can enable early engagement, defense in depth (multiple engagement opportunities) and effective passive defensive measures. .

Other CA’s: 

Subsumed DOCs: 

 - IC2/FDP-01: Detect, identify and track hostile aerospace threats

 - IC2/FDP-02: Detect and identify aerospace threats prior to launch

 - IC2/FDP-09: Ensure warfighting capabilities are not impaired

 - IC2/FDP-10: Defeat attacking CM/BM/AC by deceiving them as to the location of critical assets

Keywords:
- Identification

- Track correlation

- Track fusion

- Track continuity

- TAMD

- SIAP

Remarks: - Formerly CAMT-03/FDP-03

Updated: 9/01/98

DOC#: FDP-04
Title: Early engagement of air and missile threats

Description: - (U) The capability to effectively and efficiently engage and negate hostile targets.  This implies requirements for near real-time fusion of fire control quality data from multiple sources and equally time-sensitive dissemination of information to enable early and multiple engagement opportunities. 

Supported DOCs:

 - FL-21: Provide a fully integrated, automated means of protection planing.  Use of expert systems to fuse location data on friendly and enemy forces, threat analysis, commander's intent and friendly force capabilities into a feasible, executable protection plan.  Includes communications, command and control, information systems and automated decision support tools.

 - FL-22: Provide a fully synchronized means of integrating multinational protection planning, including policies, procedures, communications, command and control, information systems and automated decision support tools.

 - FL-26: Provide a fully synchronized means of planning and implementing protection for logistics assets.  Use expert systems to fuse location data on vulnerable assets, threat analysis and friendly force capabilities into a feasible, executable protection plan.  Includes policies, procedures, communications, command and control, automated information systems and decision support tools.

 - FL-27: Extend protection to third party personnel and civilians.

2010 Task: Early engagement of air and missile threats.

2010 Differences:

 - SIAP and automated battle management systems will enable early and multiple engagement opportunities

 - Seamless integration of cooperative and non-cooperative identification, battle management and engagement systems

 - Efficient use of engagement systems minimize deployed footprint (BMC4I, shooters and reloads)

CA Sponsor:  FDP
CA Address: J8/SASSAD

Challenge: Countering Air and Missile Threats (CAMT)
Core Task: PE

Subordinate Tasks:

- Provide interceptor cueing to TAMD forces to improve effectiveness and efficiency of engagements

- Counter multi-axis and multi-threat attacks by enabling multiple engagement opportunities along the entire threat’s flight path.

- Minimize collateral effects from successful/near-successful engagements

Supporting DOCs:



UJTL:

ST 3.2.1:  Conduct Lethal Attack on Theater Strategic Targets

ST 6.1:  Provide Theater Aerospace and Missile Defense

ST 6.1.1:  Process Theater Aerospace Targets

ST 6.1.4:  Provide Theater Air Defense

ST 6.1.5:  Provide Theater Missile Defense

OP 2.4.2.4:  Provide Target Intelligence for Theater of Operations/JOA

OP 3.1.6.1:  Assess Battle Damage on Operational Targets

OP 3.1.6.3:  Assess Reattack Requirement

OP 3.2.3:  Attack Aircraft and Missiles (Offensive Counterair)

OP 5.1.1:  Communicate Operational Information

OP 6.1:  Provide Operational Aerospace and Missile Defense

OP 6.1.1:  Process/Allocate Operational Aerospace Targets

OP 6.1.2:  Integrate Joint/Multinational Operational Aerospace Defense

OP 6.1.4:  Counter Enemy Air Attack in Theater of Operations/JOA

OP 6.1.5:  Conduct Operational Area Missile Defense

Conditions:

1.0 Physical environment

1.1 Land

1.1.1 Terrain (Mountainous, Piedmont, Steppe, Delta, Desert, Jungle, Arctic

1.1.1.1 Relief

1.1.1.2 Elevation

1.1.1.6 Vegetation (Jungle, Dense, Light, Sparse, Negligible)

1.1.3 Synthetic terrain features (Significant, Moderate, Negligible)

1.1.3.1 Urbanization

1.1.3.2 Significant civil structures

1.1.3.4 Obstacles to movement

1.1.3.5 Route availability

1.2 Sea (Includes maritime/littoral regions.  Ocean (5 NMI and beyond), Littoral and Riverine) 

1.3 Air 

1.3.1 Climate (Tropical, Temperate, Arctic, Arid)

1.3.1.1 Season (Winter, Spring, Summer, Fall)

1.3.2 Visibility

1.3.2.2 Obscurants

1.3.3 Atmospheric effects from NBC/EMP weapons effects

1.4 Space 

1.4.1 Objects in space 
2.0 Military Environment

2.1 Mission

2.1.4 Theater dimensions

2.1.4.2 2 MTW

2.1.4.3 Size of Theater of Operations/JOA

2.1.5 Time available to complete each phase in an operation

2.1.5.1 Time available from receipt of warning directive to commencement of military operations 

2.2 Forces

2.2.4.5 Personnel experience

2.2.5.2 Modern information and intelligence processing systems

2.2.6 Interoperable data and database structures.

2.3 C3I 

2.3.1.8 Restrictions on info exchange/sharing w/ Allies/Coalition Partners

2.3.1.9 High volume of data/information

2.4 Intelligence

2.4.2 Quality/quantity of current intelligence available

2.6 Firepower

2.6.3 Target hardness

2.6.5 Target mobility 

2.9 Threat

2.9.4 Threat posture (Imminent, Ready, Near-term)

2.9.5 Threat size

2.9.6 Threat disposition (Full/partial positioned for attack)

Measurements:

M1.  % of hostile targets correctly identified in sufficient time to optimize weapons employment.

M2.  % of passive early warning received by friendly forces and populations in sufficient time to take appropriate protective measures.

M3. % of hostile target detections passed to TAMD weapons systems in sufficient time to be used for cueing purposes.

M4.  % of hostile target detected in sufficient time to facilitate multiple engagement opportunities.

M5.  Time (in seconds) from target launch to initial detection, track, identification and weapons pairing.

Critical Measurement: M5.  Time (in seconds) from target launch to initial detection, track, identification and weapons pairing.

Means:

- Collaborative planning of TAMD weapons, sensors and BM/C4I laydowns.

- Cooperative and non-cooperative identification systems.

- Achievement of a SIAP.

- Improved early warning dissemination systems.

- Improved sensors for long-range, wide-area target detection and tracking.

AOR/Mission: Korea MTW.  Provides geographic diversity (terrain masking) and wide variety of friendly and threat aircraft (manned/unmanned) and theater missiles (TBM, CM and ASM).  Provides an enemy capable of simultaneous attacks with both aircraft and missiles.

Assessment Strategy:

- Up-front analysis of on-going studies

- Use integrated analysis (Modeling & Simulation projects, HWIL demonstrations, and live joint exercises) and experiment-based assessments

- ASCIET-sponsored experiments/exercises

- JTAMDO-sponsored experiments/exercises

- JWID

- CPX/FTX (ROVING SANDS)

- ACTDs/ATDs

Hypothesis: If we can engage early, we can provide defense in depth (multiple engagement opportunities) and enable effective passie defensive measures.

Other CA’s: 

Subsumed DOCs: 

 - IC2/FDP-07: Detect the threat and interdict as early as possible, pre- or post-launch

 - IC2/FDP-08: Provide sufficient redundancy to ensure friendly and non-combatant casualties are minimized

 - IC2/FDP-11: Defeat CM/BM/AC at pre-launch in the planning stage

 - IC2/FDP-12: Defeat CM/BM/AC during post launch by affecting the guidance system

Keywords:
- Missile defense

- Engagement

Remarks: - Split off from former CAMT-03/FDP-03 to distinguish between target detection and target engagement.

Updated: 9/01/98

DOC#: FDP-05
Title: Deter terrorist incidents

Description: (U) Active and passive actions taken to dissuade an adversary from conducting terrorist attacks.  Active and passive measures explicitly include actions to deter terrorist use of WMD and radiological devices (with particular attention to CBW threats).  Requires development of innovative new technologies to expand/complement emerging detection and information-sharing technologies to enable the joint force commander to conduct actions to dissuade adversaries from all aspects of contemplated terrorist actions.

Supported DOCS:

 - FL-21: Provide a fully integrated, automated means of protection planing.  Use of expert systems to fuse location data on friendly and enemy forces, threat analysis, commander's intent and friendly force capabilities into a feasible, executable protection plan.  Includes communications, command and control, information systems and automated decision support tools.

 - FL-22: Provide a fully synchronized means of integrating multinational protection planning, including policies, procedures, communications, command and control, information systems and automated decision support tools.

 - FL-26: Provide a fully synchronized means of planning and implementing protection for logistics assets.  Use expert systems to fuse location data on vulnerable assets, threat analysis and friendly force capabilities into a feasible, executable protection plan.  Includes policies, procedures, communications, command and control, automated information systems and decision support tools.

 - FL-27: Extend protection to third party personnel and civilians.

2010 Task: Deter terrorist incidents 

2010 Differences:

 - Greater awareness, training and education

 - Demonstration of intent - will to retaliate

 - Development of full range of countermeasures

 - Anticipatory actions

 - Information fusion/sharing (interagency, allies, coalition)

 - Common doctrine/regulations (interagency, allies, coalition)

CA Sponsor:  FDP
CA Address: J8/SASSAD

Challenge: Combating Terrorism (CbT)
Core Task: Protect

Subordinate Tasks:

 - Develop and implement policy and doctrine

 - Educate and train personnel in AT measures to protect the force from terrorism

 - Provide intelligence support.  Identify terrorist activity through all intelligence methods and sources.

 - Collect, analyze and distribute information related to terrorist activity in the JOA and terrorist groups with the capability of striking in the JOA.

 - Reduce physical vulnerability

 - Evaluate and assess AT programs, posture and vulnerabilities based on the threat/capabilities of terrorists

Supporting DOCS:

 - BA-02: Provide battlespace awareness to combating terrorism operations



UJTL:

ST 2.1.2: Determine and Prioritize Theater Strategic Information Requirements (IR)

ST 2.3.2: Collate Theater Strategic Information

ST 2.3.3: Correlate Theater Strategic Information

ST 2.4.2.1: Provide Theater Strategic Indications and Warning

ST 6.2.6: Provide Security for Theater Forces and Means

ST 6.2.6.4: Integrate Theater-Wide Counterintelligence Requirements

ST 8.4.2: Assist in Combating Terrorism

OP 2.2.1: Collect Information on Operational Situation

OP 2.3.2: Collate Information

OP 2.3.3: Correlate Information

OP 2.4.1.1: Identify Operational Issues and Threats

OP 2.4.1.2: Determine Enemy's Operational Capabilities, Course of Action, and Intentions

OP 2.4.2.1: Provide Indications and Warning for Theater of Operations/JOA

OP 2.4.2.4: Provide Target Intelligence for Theater of Operations/JOA

OP 4.7.3: Provide Support to DOD and Other Government Agencies

OP 5.1.1: Communicate Operational Information

OP 5.7: Coordinate and Integrate Joint/Multinational and Interagency Support

OP 5.7.3: Develop Multinational Intelligence/Information Sharing Structure

OP 5.7.4: Coordinate Plans with Non-DOD Organizations

OP 5.7.5: Coordinate Host Nation Support

OP 5.7.6: Coordinate Coalition Support

OP 6.2: Provide Protection for Operational Forces, Means, and Noncombatants

OP 6.2.1: Prepare Operationally Significant Defenses

OP 6.2.10: Develop and Execute Actions to Control Pollution and Hazardous Materials

OP 6.2.7: Establish Disaster Control Measures

OP 6.5: Provide Security for Operational Forces and Means

OP 6.5.1: Provide Counter-Reconnaissance in Theater of Operations/JOA

OP 6.5.3: Protect/Secure Operationally Critical Installations, Facilities, and Systems

OP 6.5.4: Protect and Secure Air, Land, and Sea LOCs in Theater of Operations/JOA

OP 6.5.5: Integrate Host Nation Security forces and Means

Conditions:

1.0 Physical environment

1.1 Land

1.1.1 Terrain (Mountainous, Piedmont, Steppe, Delta, Desert, Jungle, Arctic

1.1.1.1 Relief

1.1.1.2 Elevation

1.1.1.6 Vegetation (Jungle, Dense, Light, Sparse, Negligible)

1.1.3 Synthetic terrain features (Significant, Moderate, Negligible)

1.1.3.1 Urbanization

1.1.3.2 Significant civil structures

1.3 Air 

1.3.1 Climate (Tropical, Temperate, Arctic, Arid)

1.3.1.1 Season (Winter, Spring, Summer, Fall)

2.0 Military Environment

2.1 Mission

2.1.1 Mission instructions

2.1.1.4 Rules of Engagement/ROE

2.1.1.5 SOFA

2.1.4 Theater dimensions

2.1.4.2 2 MTW

2.1.4.3 Size of Theater of Operations/JOA

2.2 Forces

2.2.4.5 Personnel experience

2.2.5.2 Modern information and intelligence processing systems

2.2.6 Interoperable data and database structures.

2.3 C3I 

2.3.1.8 Restrictions on info exchange/sharing w/ Allies/Coalition Partners

2.3.1.9 High volume of data/information

2.4 Intelligence

2.4.2 Quality/quantity of current intelligence available

2.6 Firepower

2.6.3 Target hardness

2.6.5 Target mobility 

2.9 Threat

2.9.2 Form of threat (Conventional, Unconventional, NBC, Terrorist)

2.9.4 Threat posture (Imminent, Ready, Near-term) (THREATCONs NORMAL through DELTA)

2.9.5 Threat size

2.9.6 Threat disposition (Full/partial positioned for attack)

Measurements:

M1.  Number of terrorist incidents affecting the security of friendly forces and means in the JOA

M2.  Currency of doctrine and training publications

M3.  % of produced intelligence judged relevant to terrorist threat.

M4.  % of fill on personnel dedicated to combat terrorism, to include % fill on training.

M5.  % of measures implemented from integrated vulnerability assessments

M6.  Currency of integrated vulnerability assessment

M7.  Instances of critical information not reaching the person responsible for action

Critical Measurement: M1: Number of terrorist incidents affecting the security of friendly forces and means in the JOA

Means:

- Long-range precision strike capability 

- Enhanced joint doctrine and JTTP.

- Focused training and education; develop multi-skilled personnel and adaptable, creative and informed leaders.

- Integrated joint and inter-agency planning employing a family of automated planning tools and decison aids.

- Develop distributed, deployable and embedded combat skills training and operational rehearsal packages.

- Develop a family of integrated protection, detection and warning measures.

- Develop a suite of multi-purpose, multi-capable sensors to support relevant fused information.

· Enhanced HUMINT

· Enhanced SIGINT 

AOR/Mission.  All.  Each presents unique challenges from MOOTW thru MTW 

Assessment Strategy:

- Up-front analyses and surveys, training program assessments, JULLs review

- Review ongoing and past studies and assessments

- Battle lab research and experiments

- Service/CINC vulnerability assessments

- Create experiments with different doctrine and TTP

- Wargames, seminars

- Exercises and experiments dealing with assessment tools and fused/integrated intelligence

- ACTDs, ATDs

- Interagency/inter-Allied/coalition partner senior seminars

Hypothesis: If we can successfully deter terrorist incidents, then we can devote additional resources to accomplishing the assigned mission.

Other CA’s: IS, BA

Subsumed DOCs: 
- IC2/FDP-13: Provide rehearsal and deployable Combat Skills Training Packages for rapid response forces

- IC2/FDP-14: Conduct virtual training/modeling/simulation while forward deployed or enroute

- IC2/FDP-15: Provide terrorist identification, surveillance and tracking capabilities

- IC2/FDP-16: Provide early warning of impending attack

- IC2/FDP-17: Detect threat agents and devices at extended standoff distances

- IC2/FDP-18: Disseminate detection and warning information

- IC2/FDP-19: Provide entrypoint screening and perimeter security to detect terrorists, threat agents and devices

- IC2/FDP-20: Provide POE/enroute/POD/RSOI security

- IC2/FDP-21: Protect key enroute infrastructure

- IC2/FDP-22: Protect key command and high risk officials

- IC2/FDP-23: Protect strategic air and sealift assets

Keywords:
- HUMINT

- Terrorist/terrorism

- Counterterrorist/terrorism

- Combating terrorism

- Terrorist incidents

Remarks:

 - Formerly CbT-01/FDP-04

- Includes providing physical protection to information systems installations, however, information security (defensive information operations/information assurance) is addressed under Information Superiority (IS).

Updated: 9/01/98

DOC#: FDP-06
Title: Employ terrorist countermeasures

Description: - (U) Conduct operations to preempt or defeat terrorist acts, and, where authorized, conduct retaliation.   Employ activities, devices, and/or techniques to defeat or impair the operational effectiveness of terrorist activities (with special attention to threats involving the use of WMD/CBW or radiological devices).  Evolve developed technological solutions and provide improvements on legacy systems to facilitate the Joint Force Commander’s capability to employ activities, devices, or techniques to defeat or impair the operational effectiveness of terrorist activities. 

Supported DOCS:
 - FL-21: Provide a fully integrated, automated means of protection planing.  Use of expert systems to fuse location data on friendly and enemy forces, threat analysis, commander's intent and friendly force capabilities into a feasible, executable protection plan.  Includes communications, command and control, information systems and automated decision support tools.

 - FL-22: Provide a fully synchronized means of integrating multinational protection planning, including policies, procedures, communications, command and control, information systems and automated decision support tools.

 - FL-26: Provide a fully synchronized means of planning and implementing protection for logistics assets.  Use expert systems to fuse location data on vulnerable assets, threat analysis and friendly force capabilities into a feasible, executable protection plan.  Includes policies, procedures, communications, command and control, automated information systems and decision support tools.

 - FL-27: Extend protection to third party personnel and civilians

2010 Task: Employ activities, devices and/or techniques to impair the effectiveness of terrorist activities.

2010 Differences:

 - Enhanced facility and personnel protection

 - New detection technologies

 - Improved technical and HUMINT surveillance and detection capability (groups, organizations)

 - Better immunization program

CA Sponsor:  FDP
CA Address: J8/SASSAD

Challenge: Combating Terrorism (CbT)
Core Task: Protect

Subordinate Tasks:

- Conduct threat-specific preparations (include offensive and defensive measures)

- Train and deploy rapid response CT task forces

- Activate defenses (particular attention to critical SPOD/APOD/ground space facilities)

- Provide entry-point screening and improved perimeter security to detect terrorists, threat agents and devices

- Enhance personnel awareness of specific threats.

- Integrate, as appropriate, allied/coalition counterterrorism capabilities

- Develop JTTP to defeat or impair the operational effectiveness of WMD, particularly CBW agents

- Develop JTTP to defeat or impair the operational effectiveness of radiological agents/materials.

Supporting DOCs:

 - BA-02: Provide battlespace awareness to combating terrorism operations

.

UJTL:

ST 3.2.1: Conduct Lethal Attack on Theater Strategic Targets

ST 6.2.6: Provide Security for Theater Forces and Means

ST 6.2.6.4: Integrate Theater-Wide Counterintelligence Requirements

ST 8.4.2: Assist in Combating Terrorism

OP 1.2.4.7: Conduct Direct Action in JOA

OP 2.2.1: Collect Information on Operational Situation

OP 2.3.2: Collate Information

OP 2.3.3: Correlate Information

OP 2.4.1.1: Identify Operational Issues and Threats

OP 2.4.1.2: Determine Enemy's Operational Capabilities, Course of Action, and Intentions

OP 2.4.2.1: Provide Indications and Warning for Theater of Operations/JOA

OP 2.4.2.4: Provide Target Intelligence for Theater of Operations/JOA

OP 2.5.1: Provide Intelligence for Theater of Operations/JOA

OP 4.7.3: Provide Support to DOD and Other Government Agencies

OP 5.1.1: Communicate Operational Information

OP 5.4.3: Provide Rules of Engagement

OP 5.7: Coordinate and Integrate Joint/Multinational and Interagency Support

OP 5.7.3: Develop Multinational Intelligence/Information Sharing Structure

OP 5.7.4: Coordinate Plans with Non-DOD Organizations

OP 5.7.5: Coordinate Host Nation Support

OP 5.7.6: Coordinate Coalition Support

OP 6.2: Provide Protection for Operational Forces, Means, and Noncombatants

OP 6.2.1: Prepare Operationally Significant Defenses

OP 6.2.7: Establish Disaster Control Measures

OP 6.5: Provide Security for Operational Forces and Means

OP 6.5.1: Provide Counter-Reconnaissance in Theater of Operations/JOA

OP 6.5.3: Protect/Secure Operationally Critical Installations, Facilities, and Systems

OP 6.5.4: Protect and Secure Air, Land, and Sea LOCs in Theater of Operations/JOA

OP 6.5.5: Integrate Host Nation Security forces and Means

Conditions:

1.0 Physical environment

1.1 Land

1.1.1 Terrain (Mountainous, Piedmont, Steppe, Delta, Desert, Jungle, Arctic

1.1.1.1 Relief

1.1.1.2 Elevation

1.1.1.6 Vegetation (Jungle, Dense, Light, Sparse, Negligible)

1.1.3 Synthetic terrain features (Significant, Moderate, Negligible)

1.1.3.1 Urbanization

1.1.3.2 Significant civil structures

1.1.3.4 Obstacles to movement

1.1.3.5 Route availability

1.3 Air 

1.3.1 Climate (Tropical, Temperate, Arctic, Arid)

1.3.1.1 Season (Winter, Spring, Summer, Fall)

1.3.2 Visibility

1.3.2.2 Obscurants

1.3.3 Atmospheric effects from NBC/EMP weapons effects

2.0 Military Environment

2.1 Mission

2.1.1 Mission instructions

2.1.1.4 Rules of Engagement/ROE

2.1.1.5 SOFA

2.1.4 Theater dimensions

2.1.4.2 2 MTW

2.1.4.3 Size of Theater of Operations/JOA

2.1.5 Time available to complete each phase in an operation

2.1.5.1 Time available from receipt of warning directive to commencement of military operations 

2.2 Forces

2.2.4.5 Personnel experience

2.2.5.2 Modern information and intelligence processing systems

2.2.6 Interoperable data and database structures.

2.3 C3I 

2.3.1.8 Restrictions on info exchange/sharing w/ Allies/Coalition Partners

2.3.1.9 High volume of data/information

2.4 Intelligence

2.4.1 Warning (Ambiguous, Unambiguous)

2.4.2 Quality/quantity of current intelligence available

2.6 Firepower

2.6.3 Target hardness

2.6.5 Target mobility 

2.9 Threat

2.9.2 Form of threat (NBC, Terrorist)

2.9.4 Threat posture (Imminent, Ready, Near-term) (THREATCONs NORMAL through DELTA)

2.9.5 Threat size

2.9.6 Threat disposition (Full/partial positioned for attack)

Measurements:

M1.  Hours  to implement defensive measures IAW stated THREATCON measures/security plans

M3.  Time (hours) to standup CMOC or JCOTF in theater after arrival

M4.  Time (hours) to establish liaison with appropriate country team, host nation and other USG agencies, PVO, NGO and coalition forces

M5.  Time (hours/days) to respond to requests for assistance from outside the joint force

Critical Measurement: M2.  Number of terrorist acts preempted or defeated

Means:

- Enhanced joint doctrine and JTTP.

- Focused training and education; develop multi-skilled personnel and adaptable, creative and informed leaders.

- Integrated joint and inter-agency planning employing a family of automated planning tools and decison aids.

- Develop distributed, deployable and embedded combat skills training and operational rehearsal packages.

- Develop a family of integrated protection, detection and warning measures.

- Develop a suite of multi-purpose, multi-capable sensors to support relevant fused information.

· Enhanced HUMINT

· Enhanced SIGINT 

AOR/Mission: All.  Each presents unique challenges from MOOTW thru MTW 

Assessment Strategy:

- Up-front analyses and surveys, training program assessments, JULLs review

- Review ongoing and past studies and assessments

- Battle lab research and experiments

- Service/CINC vulnerability assessments

- Create experiments with different doctrine and TTP

- Wargames, seminars

- Exercises and experiments dealing with assessment tools and fused/integrated intelligence

- ACTDs, ATDs

Hypothesis: If we can successfully employ terroist countermeasures, then we can minimize terrorist incidents and devote additional resources to accomplishing the assigned mission.

Other CA’s: BA, IPT

Subsumed DOCs: 

- IC2/FDP-18: Disseminate detection and warning information

- IC2/FDP-19: Provide entry-point screening and improved perimeter security to detect terrorists, threat agents and devices

- IC2/FDP-24: Protect US facilities and equipment in the reara areas from terrorist attack (perimeter fences, building wraps)

- IC2/FDP 25: Provide personnel with appropriate protective gear (clothing, warning devices)

- IC2/FDP-26: Deploy rapid response counter-terrorist task forces in support of conventional rapid response forces

- IC2/FDP-27: Provide rapid warning in case of imminent attack

Keywords

- Terrorist activities

- Facility/personnel protection

- Detection technology

- Terrorist deterrence

- Interagency task force

Remarks:

- Formerly CbT-02/FDP-05

Updated: 9/01/98

DOC#: FDP-07
Title: Mitigate effects of terrorist attacks

Description: - (U) Consequence management; conduct actions to lessen the impact of a terrorist event.   Active/passive measures to mitigate terrorist incidents explicitly include actions to minimize or recover from terrorist use of NBC (including radiological) devices, with particular attention to CBW threats.  Integrate emerging technological advances with innovative thinking to provide new warfighting capabilities for conducting actions able to lessen the impact of terrorist events.

Supported DOCS:

 - FL-21: Provide a fully integrated, automated means of protection planing.  Use of expert systems to fuse location data on friendly and enemy forces, threat analysis, commander's intent and friendly force capabilities into a feasible, executable protection plan.  Includes communications, command and control, information systems and automated decision support tools.

 - FL-22: Provide a fully synchronized means of integrating multinational protection planning, including policies, procedures, communications, command and control, information systems and automated decision support tools.

 - FL-26: Provide a fully synchronized means of planning and implementing protection for logistics assets.  Use expert systems to fuse location data on vulnerable assets, threat analysis and friendly force capabilities into a feasible, executable protection plan.  Includes policies, procedures, communications, command and control, automated information systems and decision support tools.

 - FL-27: Extend protection to third party personnel and civilians

2010 Task: Conduct active/passive actions to lessen the effects of terrorist actions (consequence management).

2010 Differences:

 - Dispersed forces

 - "Hardened" facilities

 - Improved ability to contain effects of terrorist incidents (chem/bio neutralization agents)

 - Improved antidotes for chem/bio attacks

 - Technology-enabled reachback capability to experts

CA Sponsor:  FDP
CA Address: J8/SASSAD

Challenge: Combating Terrorism (CbT)
Core Task: Protect

Subordinate Tasks:

- Limited offensive/defensive operations to lessen the impact of a terrorist event

- Detect threat agents at extended standoff distances (IC-2/FDP 17)

- Provide quick de-arming of explosive devices (IC-2/FDP 28)

- Detect potential related incidents

- Conduct activities to limit target impact

- Provide large area (port and airfield) decontamination services

Supporting DOCs:

 - BA-02: Provide battlespace awareness to combating terrorism operations



UJTL:

ST 2.4.2.1: Provide Theater Strategic Indications and Warning

ST 6.2.6: Provide Security for Theater Forces and Means

ST 6.2.6.4: Integrate Theater-Wide Counterintelligence Requirements

ST 8.4.2: Assist in Combating Terrorism

OP 4.7.3: Provide Support to DOD and Other Government Agencies

OP 5.7: Coordinate and Integrate Joint/Multinational and Interagency Support

OP 5.7.3: Develop Multinational Intelligence/Information Sharing Structure

OP 5.7.4: Coordinate Plans with Non-DOD Organizations

OP 5.7.5: Coordinate Host Nation Support

OP 5.7.6: Coordinate Coalition Support

OP 6.2: Provide Protection for Operational Forces, Means, and Noncombatants

OP 6.2.1: Prepare Operationally Significant Defenses

OP 6.2.10: Develop and Execute Actions to Control Pollution and Hazardous Materials

OP 6.2.7: Establish Disaster Control Measures

OP 6.5: Provide Security for Operational Forces and Means

OP 6.5.3: Protect/Secure Operationally Critical Installations, Facilities, and Systems

OP 6.5.4: Protect and Secure Air, Land, and Sea LOCs in Theater of Operations/JOA

OP 6.5.5: Integrate Host Nation Security forces and Means

Conditions:

1.0 Physical environment

1.1 Land

1.1.1 Terrain (Mountainous, Piedmont, Steppe, Delta, Desert, Jungle, Arctic

1.1.1.1 Relief

1.1.1.2 Elevation

1.1.1.6 Vegetation (Jungle, Dense, Light, Sparse, Negligible)

1.1.3 Synthetic terrain features (Significant, Moderate, Negligible)

1.1.3.1 Urbanization

1.1.3.2 Significant civil structures

1.1.3.4 Obstacles to movement

1.1.3.5 Route availability

1.3 Air 

1.3.1 Climate (Tropical, Temperate, Arctic, Arid)

1.3.1.1 Season (Winter, Spring, Summer, Fall)

1.3.2 Visibility

1.3.2.2 Obscurants

1.3.3 Atmospheric effects from NBC/EMP weapons effects

2.0 Military Environment

2.1 Mission

2.1.1 Mission instructions

2.1.1.4 Rules of Engagement/ROE

2.1.1.5 SOFA

2.1.4 Theater dimensions

2.1.4.2 2 MTW

2.1.4.3 Size of Theater of Operations/JOA

2.2 Forces

2.2.4.5 Personnel experience

2.2.5.2 Modern information and intelligence processing systems

2.2.6 Interoperable data and database structures.

2.3 C3I 

2.3.1.8 Restrictions on info exchange/sharing w/ Allies/Coalition Partners

2.3.1.9 High volume of data/information

2.4 Intelligence

2.4.1 Warning (Ambiguous, Unambiguous)

2.4.2 Quality/quantity of current intelligence available

2.6 Firepower

2.6.3 Target hardness

2.6.5 Target mobility 

2.9 Threat

2.9.2 Form of threat (NBC, Terrorist)

2.9.4 Threat posture (Imminent, Ready, Near-term) (THREATCONs NORMAL through DELTA)

2.9.5 Threat size

2.9.6 Threat disposition (Full/partial positioned for attack)

Measurements:

M1.  Casualties to US military personnel

M2.  Casualties to US non-combatants

M3.  Incidents of damage to APOD/APOE facilities that impact joint force commanders' concept of operations/scheme of maneuver

M5.  Time (hours) to standup CMOC or JCOTF in theater after arrival

M6.  Time (hours) to establish liaison with appropriate country team, host nation and other USG agencies, PVO/NGO/IO and coalition forces after mission assignment

M7.  Time (hours/days) to respond to requests for support from outside the joint force

M8.  % of potential/imminent terrorist actions/situations coordinated with local/host nation law enforcement authorities

M9.  Time (hours) to submit OPREP 3 (PINNACLE) report

M10.  Time (hours) to prepare and disseminate incident assessment

M11.  Time (hours) after event to release public affairs news 

M12.  Time (minutes) to prepare for and conduct first news conference on terrorist event

M13.  Instances of information classified or withheld from press

Critical Measurement: M1 Number of lives saved

Means:

· Enhanced joint doctrine and JTTP.

· Focused training and education; develop multi-skilled personnel and adaptable, creative and informed leaders.

· Integrated joint and inter-agency planning employing a family of automated planning tools and decison aids.

· Develop distributed, deployable and embedded combat skills training and operational rehearsal packages.

· Develop a family of integrated protection, detection and warning measures.

· Develop a suite of multi-purpose, multi-capable sensors to support relevant fused information.

· Enhanced HUMINT

· Enhanced information transfer system
· Medical experts
· Extensive medical development effort:, wider variety of immunizations; antidotes for each agent.
· Develop enhanced detection capabilities (especially against CBW)

AOR/Mission: All.  Each presents unique challenges from MOOTW to MTW 

Assessment Strategy:

- Up-front analyses and surveys, training program assessments, JULLs review

- Review ongoing and past studies and assessments

- Battle lab research and experiments

- Seminars with crisis management, immunization and antidote experts

- Create experiments with different doctrine and TTP

- Wargames

- Exercises and experiments dealing with assessment tools and fused/integrated intelligence

- ACTDs, ATDs

Hypothesis: If we can defeat or mitigate the effects of terroist incidents, then we can more quickly recover and continue the mission.

Other CA’s: 

Subsumed DOCs: 

- IC2/FDP-17: Detect threat agents at extended standoff distances

- IC2/FDP-28: Provide quick de-arming of explosive devices

Keywords
- Immunization

- Antidotes

- Reachback

Remarks: - Formerly Cbt-03/FDP-06

Updated: 9/01/98

DOC#: FDP-08
Title: Recover from terrorist attacks and continue operations

Description: - (U) Employ actions to continue operations (to include operations in WMD/CBW-contaminated environments) and enhance CbT capabilities.  Incorporate and exploit advanced technologies to provide warfighting capabilities that facilitate post-incident (to include WMD and radiological devices, with particular attention to CBW threats) continuation of military missions and enhance antiterrorist operations.  Includes measures to assist in the recovery of civilian populations, infrastructure and allied/coalition partners from effects of terrorist attacks.

Supported DOCS:

 - FL-21: Provide a fully integrated, automated means of protection planing.  Use of expert systems to fuse location data on friendly and enemy forces, threat analysis, commander's intent and friendly force capabilities into a feasible, executable protection plan.  Includes communications, command and control, information systems and automated decision support tools.

 - FL-22: Provide a fully synchronized means of integrating multinational protection planning, including policies, procedures, communications, command and control, information systems and automated decision support tools.

 - FL-26: Provide a fully synchronized means of planning and implementing protection for logistics assets.  Use expert systems to fuse location data on vulnerable assets, threat analysis and friendly force capabilities into a feasible, executable protection plan.  Includes policies, procedures, communications, command and control, automated information systems and decision support tools.

 - FL-27: Extend protection to third party personnel and civilians.

2010 Task: Recover from terrorist actions and continue the unit's mission

2010 Differences:

 - Immediate, wide-area CBW and radiological decontamination capability 

 - Technology-enabled reachback capability



CA Sponsor:  FDP
CA Address: J8/SASSAD

Challenge: Combating Terrorism (CbT)
Core Task: Protect

Subordinate Tasks:

 - Implement installation/mission recovery plans

 - Assist, as directed, in the recovery of civilian/allied/coalition partner populations and infrastructure

 - Support post-incident investigations

 - Collect information on the event for the purpose of integrating findings, results and lessons learned to support overall CbT efforts

 - Apply lessons learned

 - Develop JTTP to recover from and continue operations in radiological and CBW-contaminated environments
Supporting DOCs:

 - BA-02: Provide battlespace awareness to combating terrorism operations

 

UJTL:

ST 6.2.6: Provide Security for Theater Forces and Means

ST 8.4.2: Assist in Combating Terrorism

OP 2.2.1: Collect Information on Operational Situation

OP 2.3.2: Collate Information

OP 2.3.3: Correlate Information

OP 2.4.1.1: Identify Operational Issues and Threats

OP 2.4.1.2: Determine Enemy's Operational Capabilities, Course of Action, and Intentions

OP 2.4.2.1: Provide Indications and Warning for Theater of Operations/JOA

OP 2.5.1: Provide Intelligence for Theater of Operations/JOA

OP 4.7.3: Provide Support to DOD and Other Government Agencies

OP 5.1.1: Communicate Operational Information

OP 5.1.6: Preserve Historical Documentation of Joint Operations or Campaigns

OP 5.7: Coordinate and Integrate Joint/Multinational and Interagency Support

OP 5.7.4: Coordinate Plans with Non-DOD Organizations

OP 5.7.5: Coordinate Host Nation Support

OP 5.7.6: Coordinate Coalition Support

OP 6.2: Provide Protection for Operational Forces, Means, and Noncombatants

OP 6.2.10: Develop and Execute Actions to Control Pollution and Hazardous Materials

OP 6.2.7: Establish Disaster Control Measures

OP 6.5: Provide Security for Operational Forces and Means

OP 6.5.3: Protect/Secure Operationally Critical Installations, Facilities, and Systems

OP 6.5.4: Protect and Secure Air, Land, and Sea LOCs in Theater of Operations/JOA

OP 6.5.5: Integrate Host Nation Security forces and Means

Conditions:

1.0 Physical environment

1.1 Land

1.1.1 Terrain (Mountainous, Piedmont, Steppe, Delta, Desert, Jungle, Arctic

1.1.1.1 Relief

1.1.1.2 Elevation

1.1.1.6 Vegetation (Jungle, Dense, Light, Sparse, Negligible)

1.1.3 Synthetic terrain features (Significant, Moderate, Negligible)

1.1.3.1 Urbanization

1.1.3.2 Significant civil structures

1.1.3.4 Obstacles to movement

1.1.3.5 Route availability

1.3 Air 

1.3.1 Climate (Tropical, Temperate, Arctic, Arid)

1.3.1.1 Season (Winter, Spring, Summer, Fall)

1.3.2 Visibility

1.3.2.2 Obscurants

1.3.3 Atmospheric effects from NBC/EMP weapons effects

2.0 Military Environment

2.1 Mission

2.1.1 Mission instructions

2.1.1.4 Rules of Engagement/ROE

2.1.1.5 SOFA

2.1.4 Theater dimensions

2.1.4.2 2 MTW

2.1.4.3 Size of Theater of Operations/JOA

2.1.5 Time available to complete each phase in an operation

2.1.5.1 Time available from receipt of warning directive to commencement of military operations 

2.2 Forces

2.2.4.5 Personnel experience

2.2.5.2 Modern information and intelligence processing systems

2.2.6 Interoperable data and database structures.

2.3 C3I 

2.3.1.8 Restrictions on info exchange/sharing w/ Allies/Coalition Partners

2.3.1.9 High volume of data/information

Measurements:

M1.  Hours to recover/reconstitute and resume mission

M2.  Number of terrorist operations delayed, disrupted, canceled, or modified
M3.  % of post incident collection requirements satisfied

M4.  % of collected information which can be processed in theater

M5.  % of time post incident essential intelligence provided within established criteria

M6.  % of time full assessment passed to joint force commander within established criteria

M7.  Time (hours) to standup CMOC or JCOTF in theater after arrival

M8.  Time (hours) to establish liaison with appropriate country team, host nation and other USG agencies, PVO/NGO/IO and coalition forces after mission assignment

M9.  Time (hours/days) to respond to requests for support from outside the joint force

M10.  Time (months/days) before documents available for DOD analysis/research

M11.  % of official; documentation preserved in historical accounts

M12.  Time (weeks) from event until all key personnel interviewed

M13.  Time (months) before documents available for Lessons Learned analysis

Critical Measurement: M1.  Hours to recover/reconstitute and resume mission

Means:

- Enhanced joint doctrine and JTTP.

- Focused training and education; develop multi-skilled personnel and adaptable, creative and informed leaders.

- Integrated joint and inter-agency planning employing a family of automated planning tools and decision aids.

- Develop distributed, deployable and embedded combat skills training and operational rehearsal packages.

- Develop a family of integrated protection, detection and warning measures.

- Develop a suite of multi-purpose, multi-capable sensors to support relevant fused information.

- Enhanced HUMINT

AOR/Mission: All.  Each presents unique challenges from MOOTW thru MTW 

Assessment Strategy:

- Up-front analyses and surveys, training program assessments, JULLs review

- Review ongoing and past studies and assessments

- Battle lab research and experiments

- Service/CINC vulnerability assessments

- Create experiments with different doctrine and TTP

- Interagency/allies/coalition wargames, seminars w/ recognized experts

- Exercises and experiments dealing with assessment tools and fused/integrated intelligence

Hypothesis: If we can rapidly recover from the effects of terrorist incidents, to include wide area decontamination and mass casualty handling, then we can regain the initiative and continue the misison

Other CA’s: 

Subsumed DOCs:
- IC2/FDP-28: Provide quick dearming of explosive devices

Keywords:
- Recovery

- Terrorist incident

- Reachback

- Decontamination

- Automated planning tools

- Automated decision aids

- Mass casualties

Remarks: - Formerly CbT-04/FDP-07

Updated: 9/01/98

DOC#: FDP-09
Title: Detect entities in the combatant's AOR

Description: (U) The operational capability to sense any/all significant (e.g., potential influence on military operations) entities entering, exiting or existing within the combatant’s AOR.

Supported DOCs:
 - FL-21: Provide a fully integrated, automated means of protection planing.  Use of expert systems to fuse location data on friendly and enemy forces, threat analysis, commander's intent and friendly force capabilities into a feasible, executable protection plan.  Includes communications, command and control, information systems and automated decision support tools.

 - FL-22: Provide a fully synchronized means of integrating multinational protection planning, including policies, procedures, communications, command and control, information systems and automated decision support tools.

 - FL-26: Provide a fully synchronized means of planning and implementing protection for logistics assets.  Use expert systems to fuse location data on vulnerable assets, threat analysis and friendly force capabilities into a feasible, executable protection plan.  Includes policies, procedures, communications, command and control, automated information systems and decision support tools.

 - FL-27: Extend protection to third party personnel and civilians.

2010 Task: To detect any/all militarily significant entities entering, exiting or existing in the combatant's AOR.

2010 Differences:

- Accuracy, reliability of detection

- Shared secure network with all who require access 

- Asymmetric and non-linear warfare capability

- Urban environment capability

CA Sponsor:  FDP
CA Address: J8/SASSAD

Challenge: Combat Identification (CID)
Core Task: BA

Subordinate Tasks:

- Manage and control the battle area

· Optimally employ forces and weapons.

· Detect LO/LCS (Low Observables/Low Cross Section)/stealthy objects

· Maximize leverage of C4ISR

Supporting DOCS:



UJTL:

ST 2.3.2: Collate theater strategic information

OP 2.2.1: Collect information on operational situation

OP 2.3.2: Collate information

OP 6.2.5: Provide positive identification of friendly forces within Theater of Operations/JOA

Conditions:

1.0 Physical environment

1.1 Land

1.1.1 Terrain (Mountainous, Piedmont, Steppe, Delta, Desert, Jungle, Arctic

1.1.1.1 Relief

1.1.1.2 Elevation

1.1.1.6 Vegetation (Jungle, Dense, Light, Sparse, Negligible)

1.1.3 Synthetic terrain features (Significant, Moderate, Negligible)

1.1.3.1 Urbanization

1.1.3.2 Significant civil structures

1.1.3.4 Obstacles to movement

1.1.3.5 Route availability

1.2 Sea (Includes maritime/littoral regions.  Ocean (5 NMI and beyond), Littoral and Riverine)

1.3 Air 

1.3.1 Climate (Tropical, Temperate, Arctic, Arid)

1.3.1.1 Season (Winter, Spring, Summer, Fall)

1.3.2 Visibility

1.3.2.2 Obscurants

1.3.3 Atmospheric effects from NBC/EMP weapons effects

1.4 Space 

1.4.1 Objects in space 

2.0 Military Environment

2.1 Mission

2.1.4 Theater dimensions

2.1.4.2 2 MTW

2.1.4.3 Size of Theater of Operations/JOA

2.1.5 Time available to complete each phase in an operation

2.1.5.1 Time available from receipt of warning directive to commencement of military operations 

2.2 Forces

2.2.5.2 Modern information and intelligence processing systems

2.2.6 Interoperable data and database structures.

2.3 C3I 

2.3.1.9 High volume of data/information

2.4 Intelligence

2.4.2 Quality/quantity of current intelligence available

2.6 Firepower

2.6.1 Target dispersion

2.6.2 Target camouflage

2.6.3 Target hardness

2.6.5 Target mobility

Measurements:

M1: % of militarily significant entities detected entering, exiting or existing within the battlespace

M2: Detection range versus engagement range

M3: Timeliness of detection

Critical Measurement: M2: Detection range versus engagement range

Means:

Overall:  "System-of-systems" architecture comprising doctrine/tactics, techniques, and procedures (TTP)/training; C3 (especially datalinks); and sensors (both cooperative and noncooperative). Specifically (from list):  Enhanced Doctrine and TTP; Integrated Planning; Family of Automated Planning Tools and Decision Aids; Focused Training and Education; Distributed, Deployable, and Embedded Combat Skills Training and Operational Rehearsal; Multi-Skilled Personnel; Adaptable, Creative, and Informed Leaders; Direct Delivery, CONUS to Combat; Suite of Multi-Purpose, Multi-Capable Sensors; Total Force Integration; Seamlessly Integrated Partners; Integrated Communications Architecture; Family of Integrated Protection, Detection, and Warning Measures; Multi-Level Information Access, Multi-Level Information Security; Relevant, Fused Information (Smart Pull/Intelligent Push); Extensive Database of Networked Information; Integrated Information Management System; Uninterrupted Information Exchange; Versatile, Rapid Display and Comprehension System

AOR/Mission: Any AOR  (all have unique problems/needs).  Scenarios:  Full spectrum of military operations. 

Assessment Strategy:

- CID assessments/evaluations (J8 SASSAD STWG/LTWG, JCIDO, ASCIET, JTAMDO, ACOM)

- Modeling and simulation 

- ACTD/ATD

- 2010 experiments

- FTX/CPX

- Demonstrations, experiments, modeling/simulations in several operational scenarios to ensure combat ID systems (including detection)/options are non-theater specific in terms of applicability.

- Test/evaluate jointly to determine joint effectiveness and utility

Hypothesis: If we can achieve timely and highly accurate identification of friendly, noncombatant and hostile elements, then we can promptly mass weapons effects on enemy forces, increase the tempo of operations, minimize total blue casualties due to enemy action and fratricide, and minimize noncombatant casualties.

Other CA’s: 

Subsumed DOCs:
· IC2/FDP-30: Sense entities that can have potential influence in that combatant's AOR

Keywords:
- CID

- Sensor fusion

- Identification

- Track correlation

Remarks:

- Formerly CID-02/FDP-09

Updated: 9/01/98

DOC#: FDP-10
Title: Locate entities in the combatant's AOR

Description: - (U) The capability to precisely locate all detected entities in the combatant’s AOR with the required fidelity.  The Joint/Combined force must have a common reference/datum (or the required transformation/conversion capability) for precision location.

Supported DOCS:
 - FL-21: Provide a fully integrated, automated means of protection planing.  Use of expert systems to fuse location data on friendly and enemy forces, threat analysis, commander's intent and friendly force capabilities into a feasible, executable protection plan.  Includes communications, command and control, information systems and automated decision support tools.

 - FL-22: Provide a fully synchronized means of integrating multinational protection planning, including policies, procedures, communications, command and control, information systems and automated decision support tools.

 - FL-26: Provide a fully synchronized means of planning and implementing protection for logistics assets.  Use expert systems to fuse location data on vulnerable assets, threat analysis and friendly force capabilities into a feasible, executable protection plan.  Includes policies, procedures, communications, command and control, automated information systems and decision support tools.

 - FL-27: Extend protection to third party personnel and civilians.

2010 Task: Precisely locate all detected entities in the combatant's AOR

2010 Differences:

 - Accuracy, reliability of location

 - Available via shared, secure common network at all levels of the JTF 

 - Applicable to asymmetric, non-linear warfare

 - Successful in the urban environment

CA Sponsor:  FDP
CA Address: J8/SASSAD

Challenge: Combat Identification (CID)
Core Task: BA

Subordinate Tasks:

- Manage and control the battle area

- Optimally employ weapons and forces

- Maximize leverage of C4ISR 

- Locate LO/LCS (Low Observables/Low Cross Section)/stealthy objects 

Supporting DOCs:



UJTL:

ST 2.3.2: Collate theater strategic information

ST 2.3.3: Correlate theater strategic information

OP 2.2.1: Collect information on operational situation

OP 2.3.2: Collate information

OP 2.3.3: Correlate information

OP 6.2.5: Provide positive identification of friendly forces within Theater of Operations/JOA

Conditions:

1.0 Physical environment

1.1 Land

1.1.1 Terrain (Mountainous, Piedmont, Steppe, Delta, Desert, Jungle, Arctic

1.1.1.1 Relief

1.1.1.2 Elevation

1.1.1.6 Vegetation (Jungle, Dense, Light, Sparse, Negligible)

1.1.3 Synthetic terrain features (Significant, Moderate, Negligible)

1.1.3.1 Urbanization

1.1.3.2 Significant civil structures

1.1.3.4 Obstacles to movement

1.1.3.5 Route availability

1.2 Sea (Includes maritime/littoral regions.  Ocean (5 NMI and beyond), Littoral and Riverine)

1.3 Air 

1.3.1 Climate (Tropical, Temperate, Arctic, Arid)

1.3.1.1 Season (Winter, Spring, Summer, Fall)

1.3.2 Visibility

1.3.2.2 Obscurants

1.3.3 Atmospheric effects from NBC/EMP weapons effects

1.4 Space 

1.4.1 Objects in space 

2.0 Military Environment

2.1 Mission

2.1.4 Theater dimensions

2.1.4.2 2 MTW

2.1.4.3 Size of Theater of Operations/JOA

2.1.5 Time available to complete each phase in an operation

2.1.5.1 Time available from receipt of warning directive to commencement of military operations 

2.2 Forces

2.2.5.2 Modern information and intelligence processing systems

2.2.6 Interoperable data and database structures.

2.3 C3I 

2.3.1.8 Restrictions on info exchange/sharing w/ Allies/Coalition Partners

2.3.1.9 High volume of data/information

2.4 Intelligence

2.4.2 Quality/quantity of current intelligence available

2.6 Firepower

2.6.1 Target dispersion

2.6.2 Target camouflage

2.6.3 Target hardness

2.6.5 Target mobility 

2.9 Threat

2.9.2 Form of threat (Conventional, Unconventional, NBC, Terrorist)

2.9.4 Threat posture (Imminent, Ready, Near-term)

2.9.5 Threat size

2.9.6 Threat disposition (Full/partial positioned for attack)

Measurements:

M1: % of entities located

M2: Accuracy of location data for each detected entity

M3: Timeliness of location data

Critical Measurement: M2: Accuracy of location data for each detected entity

Means:

 Overall:  "System-of-systems" architecture comprising doctrine/tactics, techniques, and procedures (TTP)/training; C3 (especially datalinks); and sensors (both cooperative and noncooperative).  Select fusion in sensor location algorithms.  Specifically (from list):  Enhanced Doctrine and TTP; Integrated Planning; Family of Automated Planning Tools and Decision Aids; Focused Training and Education; Distributed, Deployable, and Embedded Combat Skills Training and Operational Rehearsal; Multi-Skilled Personnel; Adaptable, Creative, and Informed Leaders; Direct Delivery, CONUS to Combat; Suite of Multi-Purpose, Multi-Capable Sensors; Range of Lethal and Non-Lethal, Precisely Accurate Options (to Include Use of Information as a Weapon); Total Force Integration; Seamlessly Integrated Partners; Integrated Communications Architecture; Family of Integrated Protection, Detection, and Warning Measures; Multi-Level Information Access, Multi-Level Information Security; Relevant, Fused Information (Smart Pull/Intelligent Push); Extensive Database of Networked Information; Integrated Information Management System; Uninterrupted Information Exchange; Enhanced HUMINT; Versatile, Rapid Display and Comprehension System

AOR/Mission: AORs:  Any (all have unique problems/needs).  Scenarios must include the fill spectrum of military operations.  

Assessment Strategy:

- CID assessments/evaluations (J8 SASSAD STWG/LTWG, JCIDO, ASCIET, JTAMDO, ACOM)

- Modeling and simulation 

- ACTD/ATD

- 2010 experiments

- FTX/CPX

- Demonstrations, experiments, modeling/simulations in several operational scenarios to ensure combat ID systems (including detection)/options are non-theater specific in terms of applicability.

- Test/evaluate jointly to determine joint effectiveness and utility

Hypothesis: If we can achieve timely and highly accurate identification of friendly, noncombatant and hostile elements, Then we can promptly mass weapons effects on enemy forces, increase the tempo of operations, minimize total blue casualties due to enemy action and fratricide, and minimize noncombatant casualties.

Other CA’s: 

Subsumed DOCs:
 - IC2/FDP-31: Precisely locate all detected entities with the required fidelity

 - IC/2FDP-32: Provide a common reference (or the required transformation/conversion capabilities) for precision location for the JTF/JFC

Keywords:
- CID

- Sensor fusion

- Identification

- Track correlation

Remarks:

- Formerly CID-03/FDP-10

Updated: 9/01/98

DOC#: FDP-11
Title: Identify and Characterize Entities in the Combatant's AOR

Description: (U) The capability to positively identify entities as hostile, neutral or friendly; classify entities as to nationality, platform, class/type, capabilities and intentions.  Capability must extend to WMD and associated means of delivery, as well as non-conventional/non-traditional hostile forces.  

Supported DOCs:

 - FL-21: Provide a fully integrated, automated means of protection planing.  Use of expert systems to fuse location data on friendly and enemy forces, threat analysis, commander's intent and friendly force capabilities into a feasible, executable protection plan.  Includes communications, command and control, information systems and automated decision support tools.

 - FL-22: Provide a fully synchronized means of integrating multinational protection planning, including policies, procedures, communications, command and control, information systems and automated decision support tools.

 - FL-26: Provide a fully synchronized means of planning and implementing protection for logistics assets.  Use expert systems to fuse location data on vulnerable assets, threat analysis and friendly force capabilities into a feasible, executable protection plan.  Includes policies, procedures, communications, command and control, automated information systems and decision support tools.

 - FL-27: Extend protection to third party personnel and civilians

2010 Task: Positively identify all militarily significant entities in the combatant's AOR as friendly, hostile or neutral.

2010 Differences:

 - Accurate, positive identification of all entities

 - Available via shared, secure common network at all levels of the JTF.

 - Applicable to asymmetric, non-linear warfare

 - Successful in the urban environment

CA Sponsor:  FDP
CA Address: J8/SASSAD

Challenge: Combat Identification (CID)
Core Task: BA

Subordinate Tasks:

- Maximize mission effectiveness while decreasing total casualties due to enemy action and fratricide

- Optimally employ weapons and forces

- Manage and control the battle area.

- Maximize leverage of C4ISR 

- Identify and characterize LO/LCS (Low Observables/Low Cross Section)/stealthy objects

Supporting DOCS:

 - BA 04: Identification of Friend, Foe and Non-combatants

.

UJTL:

ST 2.3.2: Collate theater strategic information

ST 2.3.3: Correlate theater strategic information

OP 2.3.2: Collate information

OP 2.3.3: Correlate information

OP 6.2.5: Provide positive identification of friendly forces within Theater of Operations/JOA

Conditions:

1.0 Physical environment

1.1 Land

1.1.1 Terrain (Mountainous, Piedmont, Steppe, Delta, Desert, Jungle, Arctic

1.1.1.1 Relief

1.1.1.2 Elevation

1.1.1.6 Vegetation (Jungle, Dense, Light, Sparse, Negligible)

1.1.3 Synthetic terrain features (Significant, Moderate, Negligible)

1.1.3.1 Urbanization

1.1.3.2 Significant civil structures

1.2 Sea (Includes maritime/littoral regions.  Ocean (5 NMI and beyond), Littoral and Riverine) 

1.3 Air 

1.3.1 Climate (Tropical, Temperate, Arctic, Arid)

1.3.1.1 Season (Winter, Spring, Summer, Fall)

1.3.2 Visibility

1.3.2.2 Obscurants

1.3.3 Atmospheric effects from NBC/EMP weapons effects

1.4 Space 

1.4.1 Objects in space 

2.0 Military Environment

2.1 Mission

2.1.4 Theater dimensions

2.1.4.2 2 MTW

2.1.4.3 Size of Theater of Operations/JOA

2.1.5 Time available to complete each phase in an operation

2.1.5.1 Time available from receipt of warning directive to commencement of military operations 

2.2 Forces

2.2.5.2 Modern information and intelligence processing systems

2.2.6 Interoperable data and database structures.

2.3 C3I 

2.3.1.8 Restrictions on info exchange/sharing w/ Allies/Coalition Partners

2.3.1.9 High volume of data/information

2.4 Intelligence

2.4.2 Quality/quantity of current intelligence available

2.6 Firepower

2.6.1 Target dispersion

2.6.2 Target camouflage

2.6.3 Target hardness

2.6.5 Target mobility 

2.9 Threat

2.9.2 Form of threat (Conventional, Unconventional, NBC, Terrorist)

Measurements:

M1: % of entities accurately identified (friend, hostile or neutral)

M2: % of entities accurately characterized (nationality, platform, class/type, capabilities, intentions)

M3: Timeliness of identification and characterization

M4: Range of identification versus engagement range

Critical Measurement: M1: Accuracy

Means:

Means: Overall:  "System-of-systems" architecture comprising doctrine/tactics, techniques, and procedures (TTP)/training; C3 (especially datalinks); and sensors (both cooperative and noncooperative).  Fusion included under C3 and sensors.  Specifically (from list):  Enhanced Doctrine and TTP; Integrated Planning; Family of Automated Planning Tools and Decision Aids; Focused Training and Education; Distributed, Deployable, and Embedded Combat Skills Training and Operational Rehearsal; Multi-Skilled Personnel; Adaptable, Creative, and Informed Leaders; Direct Delivery, CONUS to Combat; Suite of Multi-Purpose, Multi-Capable Sensors; Range of Lethal and Non-Lethal, Precisely Accurate Options (to Include Use of Information as a Weapon); Total Force Integration; Seamlessly Integrated Partners; Integrated Communications Architecture; Family of Integrated Protection, Detection, and Warning Measures; Multi-Level Information Access, Multi-Level Information Security; Relevant, Fused Information (Smart Pull/Intelligent Push); Extensive Database of Networked Information; Integrated Information Management System; Uninterrupted Information Exchange; Enhanced HUMINT; Versatile, Rapid Display and Comprehension System

AOR/Mission: AORs:  Any (all have unique problems/needs).  Scenarios include the full spectrum of military operations.

Assessment Strategy:

- CID assessments/evaluations (J8 SASSAD STWG/LTWG, JCIDO, ASCIET, JTAMDO, ACOM)

- Modeling and simulation 

- ACTD/ATD

- 2010 experiments

- FTX/CPX

- Demonstrations, experiments, modeling/simulations in several operational scenarios to ensure combat ID systems (including detection)/options are non-theater specific in terms of applicability.

- Test/evaluate jointly to determine joint effectiveness and utility

Hypothesis: If we can achieve timely and highly accurate identification of friendly, noncombatant and hostile elements, Then we can promptly mass weapons effects on enemy forces, increase the tempo of operations, minimize total blue casualties due to enemy action and fratricide, and minimize noncombatant casualties.

Other CA’s: 

Subsumed DOCs: 

 - IC2/FDP-33: Positively identify and characterize entities as hostile, friendly or neutral

 - IC2/FDP-34: Classifiy entities by nationality, platform, class/type, capabilities and intentions, to include WMD, means of delivery and non-conventional/non-traditional hostile forces



Keywords:
- CID

- Sensor fusion

- Identification

- Track correlation

Remarks: 

- Formerly CID-04/FDP-11

Updated: 9/01/98

DOC#: FDP-12
Title: Provide all-source, fused positive identification throughout the combatant's AOR

Description: - (U) Provide timely and reliable, all-source fused, positive identification of all militarily significant entities in the combatant’s area of responsibility.  Effective Combat Identification systems and processes must be available to the Joint Force Commander across the spectrum of military operations and in all operational environments.  This identification capability must enable the combatant the full use of his/her options (i.e., identification range versus engagement ranges). 

Supported DOCs:

 - FDP 02: SIAP

 - FDP 03: Early detection, identification and dissemination of air and missile threats 

 - FL-21: Provide a fully integrated, automated means of protection planing.  Use of expert systems to fuse location data on friendly and enemy forces, threat analysis, commander's intent and friendly force capabilities into a feasible, executable protection plan.  Includes communications, command and control, information systems and automated decision support tools.

 - FL-22: Provide a fully synchronized means of integrating multinational protection planning, including policies, procedures, communications, command and control, information systems and automated decision support tools.

 - FL-26: Provide a fully synchronized means of planning and implementing protection for logistics assets.  Use expert systems to fuse location data on vulnerable assets, threat analysis and friendly force capabilities into a feasible, executable protection plan.  Includes policies, procedures, communications, command and control, automated information systems and decision support tools.

 - FL-27: Extend protection to third party personnel and civilians.

2010 Task: Fuse all-source detection/location/identification systems into an AOR-wide positive identification system of systems.

2010 Differences:

 - Single, common picture positively identifying all militarily significant entities in the battlespace

 - Available via shared, secure common network at all levels of the JTF 

 - Applicable to asymmetric, non-linear warfare

 - Successful in the urban environment

CA Sponsor:  FDP
CA Address: J8/SASSAD

Challenge: Combat Identification (CID)
Core Task: BA

Subordinate Tasks:

- Maximize mission effectiveness while decreasing total casualties due to enemy action and fratricide.

- Optimally employ weapons and forces

- Manage and control the battle area

- Maximize leverage of C4ISR 

- Disseminate fused, positive identification of LO/LCS (Low Observables/Low Cross Section)/stealthy objects  
Supporting DOCs:

 - BA-04: Identification of friend, foe and non-combatants



UJTL:

ST 7.2: Maintain and report readiness of theater forces

OP 5.1: Acquire and communicate operational level information and maintain status

OP 5.1.4: Maintain operational information and force status

OP 5.7.3: Develop multinational intelligence/information sharing structure

OP 5.7.5: Coordinate host nation support

OP 5.7.6: Coordinate coalition support

OP 6.2.5: Provide positive identification of friendly forces within Theater of Operations/JOA

Conditions:

1.0 Physical environment

1.1 Land

1.1.1 Terrain (Mountainous, Piedmont, Steppe, Delta, Desert, Jungle, Arctic

1.1.1.1 Relief

1.1.1.2 Elevation

1.1.1.6 Vegetation (Jungle, Dense, Light, Sparse, Negligible)

1.1.3 Synthetic terrain features (Significant, Moderate, Negligible)

1.1.3.1 Urbanization

1.1.3.2 Significant civil structures

1.2 Sea (Includes maritime/littoral regions.  Ocean (5 NMI and beyond), Littoral and Riverine)
1.3 Air 

1.3.1 Climate (Tropical, Temperate, Arctic, Arid)

1.3.1.1 Season (Winter, Spring, Summer, Fall)

1.3.2 Visibility

1.3.2.2 Obscurants

1.3.3 Atmospheric effects from NBC/EMP weapons effects

1.4 Space 

1.4.1 Objects in space 
2.0 Military Environment

2.1 Mission

2.1.4 Theater dimensions

2.1.4.2 2 MTW

2.1.4.3 Size of Theater of Operations/JOA

2.1.5 Time available to complete each phase in an operation

2.1.5.1 Time available from receipt of warning directive to commencement of military operations 

2.2 Forces

2.2.5.2 Modern information and intelligence processing systems

2.2.6 Interoperable data and database structures.

2.3 C3I 

2.3.1.8 Restrictions on info exchange/sharing w/ Allies/Coalition Partners

2.3.1.9 High volume of data/information

2.4 Intelligence

2.4.2 Quality/quantity of current intelligence available

2.6 Firepower

2.6.1 Target dispersion

2.6.2 Target camouflage

2.6.3 Target hardness

2.6.5 Target mobility 

2.9 Threat

2.9.2 Form of threat (Conventional, Unconventional, NBC, Terrorist)

Measurements:

M1: Delay between detection and display of an entity

M2: Consistency of display on different systems (all displays reflect the same identification and location)

Critical Measurement: M2: Consistency of display on different systems (all displays reflect the same identification and location)

Means:

Overall:  "System-of-systems" architecture comprising doctrine/tactics, techniques, and procedures (TTP)/training; C3 (especially datalinks); and sensors (both cooperative and noncooperative).  Fusion included under C3 and sensors.  Specifically (from list):  Enhanced Doctrine and TTP; Integrated Planning; Family of Automated Planning Tools and Decision Aids; Focused Training and Education; Distributed, Deployable, and Embedded Combat Skills Training and Operational Rehearsal; Multi-Skilled Personnel; Adaptable, Creative, and Informed Leaders; Direct Delivery, CONUS to Combat; Suite of Multi-Purpose, Multi-Capable Sensors; Range of Lethal and Non-Lethal, Precisely Accurate Options (to Include Use of Information as a Weapon); Total Force Integration; Seamlessly Integrated Partners; Integrated Communications Architecture; Family of Integrated Protection, Detection, and Warning Measures; Multi-Level Information Access, Multi-Level Information Security; Relevant, Fused Information (Smart Pull/Intelligent Push); Extensive Database of Networked Information; Integrated Information Management System; Uninterrupted Information Exchange; Enhanced HUMINT; Versatile, Rapid Display and Comprehension System

AOR/Mission: AORs:  Any (all have unique problems/needs).  Scenarios include the full spectrum of military operations. 

Assessment Strategy:

- CID assessments/evaluations (J8 SASSAD STWG/LTWG, JCIDO, ASCIET, JTAMDO, ACOM)

- Modeling and simulation 

- ACTD/ATD

- 2010 experiments

- FTX/CPX

- Demonstrations, experiments, modeling/simulations in several operational scenarios to ensure combat ID systems (including detection)/options are non-theater specific in terms of applicability.

- Test/evaluate jointly to determine joint effectiveness and utility

Hypothesis: If we can achieve timely and highly accurate identification of friendly, noncombatant and hostile elements, Then we can promptly mass weapons effects on enemy forces, increase the tempo of operations, minimize total blue casualties due to enemy action and fratricide, and minimize noncombatant casualties

Other CA’s: 

Subsumed DOCs:

Keywords:
- CID

- Sensor fusion

- Identification

- Track correlation

Remarks:

- Formerly CID-01/FDP-08

Updated: 9/01/98

DOC#: FDP-13
Title: Maintain continuous combat identification

Description: - (U) Monitor all detected entities in the battlespace for changes in location, identification and characterization.

Supported DOCs:
 - FL-21: Provide a fully integrated, automated means of protection planing.  Use of expert systems to fuse location data on friendly and enemy forces, threat analysis, commander's intent and friendly force capabilities into a feasible, executable protection plan.  Includes communications, command and control, information systems and automated decision support tools.

 - FL-22: Provide a fully synchronized means of integrating multinational protection planning, including policies, procedures, communications, command and control, information systems and automated decision support tools.

 - FL-26: Provide a fully synchronized means of planning and implementing protection for logistics assets.  Use expert systems to fuse location data on vulnerable assets, threat analysis and friendly force capabilities into a feasible, executable protection plan.  Includes policies, procedures, communications, command and control, automated information systems and decision support tools.

 - FL-27: Extend protection to third party personnel and civilians

2010 Task: Maintain a continuously updated CID picture of the battlespace

2010 Differences:

 - Continuous, dynamically updated CID picture of the battlespace

 - Available via shared, secure common network at all levels of the JTF 

 - Applicable to asymmetric, non-linear warfare

 - Successful in the urban environment

CA Sponsor:  FDP
CA Address: J8/SASSAD

Challenge: Combat Identification (CID)
Core Task: BA

Subordinate Tasks:

- Maximize mission effectiveness while decreasing total casualties due to enemy action and fratricide

- Optimally employ weapons and forces

- Manage and control the battle area.

- Maximize leverage of C4ISR

Supporting DOCs:


UJTL:

ST 2.3.2: Collate theater strategic information

ST 2.3.3: Correlate theater strategic information

ST 3.1.3: Conduct theater combat assessment

ST 6.2.5: Provide positive identification of friendly strategic forces in theater

ST 7.2: Maintain and report readiness of theater forces

OP 2.2.1: Collect information on operational situation

OP 2.3.2: Collate information

OP 2.3.3: Correlate information

OP 3.1.6.1: Assess battle damage on operational targets

OP 5.1: Acquire and communicate operational level information and maintain status

OP 5.7.5: Coordinate host nation support

OP 5.7.6: Coordinate coalition support

OP 6.2.5: Provide positive identification of friendly forces within Theater of Operations/JOA

Conditions:

1.0 Physical environment

1.1 Land

1.1.1 Terrain (Mountainous, Piedmont, Steppe, Delta, Desert, Jungle, Arctic

1.1.1.1 Relief

1.1.1.2 Elevation

1.1.1.6 Vegetation (Jungle, Dense, Light, Sparse, Negligible)

1.1.3 Synthetic terrain features (Significant, Moderate, Negligible)

1.1.3.1 Urbanization

1.1.3.2 Significant civil structures

1.2 Sea (Includes maritime/littoral regions.  Ocean (5 NMI and beyond), Littoral and Riverine)

1.3 Air 

1.3.1 Climate (Tropical, Temperate, Arctic, Arid)

1.3.1.1 Season (Winter, Spring, Summer, Fall)

1.3.2 Visibility

1.3.2.2 Obscurants

1.3.3 Atmospheric effects from NBC/EMP weapons effects

1.4 Space 

1.4.1 Objects in space 
2.0 Military Environment

2.1 Mission

2.1.4 Theater dimensions

2.1.4.2 2 MTW

2.1.4.3 Size of Theater of Operations/JOA

2.1.5 Time available to complete each phase in an operation

2.1.5.1 Time available from receipt of warning directive to commencement of military operations 

2.2 Forces

2.2.5.2 Modern information and intelligence processing systems

2.2.6 Interoperable data and database structures.

2.3 C3I 

2.3.1.8 Restrictions on info exchange/sharing w/ Allies/Coalition Partners

2.3.1.9 High volume of data/information

2.4 Intelligence

2.4.2 Quality/quantity of current intelligence available

2.6 Firepower

2.6.1 Target dispersion

2.6.2 Target camouflage

2.6.3 Target hardness

2.6.5 Target mobility 

2.9 Threat

2.9.2 Form of threat (Conventional, Unconventional, NBC, Terrorist)

Measurements:

M1: Time since last database update

M2: Accuracy of updates (detection, location, identification, characterization)

M3: Updates at ranges which optimize engagement opportunities

Critical Measurement: M3: Updates at ranges which optimize engagement opportunities

Means:

Overall:  "System-of-systems" architecture comprising doctrine/tactics, techniques, and procedures (TTP)/training; C3 (especially datalinks); and sensors (both cooperative and noncooperative).  Fusion included under C3 and sensors.  Specifically (from list):  Enhanced Doctrine and TTP; Integrated Planning; Family of Automated Planning Tools and Decision Aids; Focused Training and Education; Distributed, Deployable, and Embedded Combat Skills Training and Operational Rehearsal; Multi-Skilled Personnel; Adaptable, Creative, and Informed Leaders; Direct Delivery, CONUS to Combat; Suite of Multi-Purpose, Multi-Capable Sensors; Range of Lethal and Non-Lethal, Precisely Accurate Options (to Include Use of Information as a Weapon); Total Force Integration; Seamlessly Integrated Partners; Integrated Communications Architecture; Family of Integrated Protection, Detection, and Warning Measures; Multi-Level Information Access, Multi-Level Information Security; Relevant, Fused Information (Smart Pull/Intelligent Push); Extensive Database of Networked Information; Integrated Information Management System; Uninterrupted Information Exchange; Enhanced HUMINT; Versatile, Rapid Display and Comprehension System

AOR/Mission: AORs:  Any (all have unique problems/needs).  Scenarios include the full spectrum of military operations.

Assessment Strategy:

- CID assessments/evaluations (J8 SASSAD STWG/LTWG, JCIDO, ASCIET, JTAMDO, ACOM)

- Modeling and simulation 

- ACTD/ATD

- 2010 experiments

- FTX/CPX

- Demonstrations, experiments, modeling/simulations in several operational scenarios to ensure combat ID systems (including detection)/options are non-theater specific in terms of applicability.

- Test/evaluate jointly to determine joint effectiveness and utility

Hypothesis: If we can achieve timely and highly accurate identification of friendly, noncombatant and hostile elements, Then we can promptly mass weapons effects on enemy forces, increase the tempo of operations, minimize total blue casualties due to enemy action and fratricide, and minimize noncombatant casualties.

Other CA’s: 

Subsumed DOCs: 
 - IC2/FDP-35: Monitor all detected entities in the battlespace for changes in location, identification and characterization



Keywords:
- CID

- Sensor fusion

- Identification

- Track correlation

Remarks:

- Formerly CID-05/FDP-12

Updated: 9/01/98

DOC Number: FL-01
Title:  Provide unimpeded access to operational and logistics information for all who need it. 


DOC Description (General Summary):  Provides an operating architecture that allows any user access to operational and logistics data worldwide from a single terminal.  Includes logistics policies, procedures, protocols, standards, access control, and security.  Will result in better information and improved interoperability.  Requires a reliable, robust interactive command and control network that links, operational and tactical combat and support forces information systems. It relies on a communications backbone with redundant communications hardware, software, links, redundancy, survivability, and maintenance.  Architecture will allow support activities access to commanders’ direction, orders, and execution status.  It will also allow commanders access to support requirements, capabilities, and status.  Information fusion architecture and information superiority infrastructure will provide the means for interoperability “across and between” logistics and operational functions, and expanded availability of logistics information to commanders and their staffs.   This DOC conceptualizes the foundation or “operating environment” for information fusion.  DOC FL-04 “Provide timely and accurate enhanced asset visibility, control, and management” depicts the fusion of logistics applications into powerful predictive decision support and execution tools.

Task: Have access to operational and logistics information.

JV 2010 Differences:
· Better information - timely, accurate, complete

· Manipulated data – smart filters

· Improved information interoperability of all aspects of logistics

· Integrated with operational information to provide near perfect knowledge of logistics status of friendly forces

· Real time

· Interactive 

· Robust 

· Protected information

· Always available to authorized users



CA Sponsor: Focused Logistics



Organization Address: The Joint Staff, J-4, Readiness and Requirements, The Pentagon, Rm. 2D831, Washington, DC 20318-4000


Tel (DSN): 225-8540
Tel (Coml): (703) 695-7773


FAX (DSN): 227-2359
FAX (Coml): (703) 697-2359

E-Mail Address: J4focusedlogistics@js.pentagon.mil


Applicable Challenge(s): 

· Information Fusion (primary)

· Joint Deployment/Rapid Distribution

· Force Health Protection

· Multinational Logistics

· Agile Infrastructure

· Joint Theater Logistics Management 



Core Task(s): 

· C2

· Mobility

· Sustainment

· Information Transport and Processing



Subordinate Tasks:

· Establish reliable, real-time, secure communications between support forces and combat commanders. 

· Synchronize the exchange of command and control and support information among operational, and tactical level organizations.

· Manage theater C4 system for communicating strategic orders and information. (SN 5.1.2)

· Manage means of communicating operational information.  (OP 5.1.2)

· Communicate operational information.  (OP 5.1.1)

· Interact with integrated command and control system.  

· Maximize leverage of C4ISR

· Share information/data with coalition/friendly nations within limitations imposed by various directives.

Provide visibility of US industrial capability for medical supplies and on-hand stocks.

UJTL Ref No:

· OP 5.4 

· TA 5
UJTL Description:

· Command Subordinate Operational Forces.

· Exercise Command and Control.



Task Conditions: 

· C 2.2.5.2  Modern Information & Intelligence Processing Systems – Abundant (widely distributed throughout the force)

· C 2.2.5.3  Military Systems Reliability - High (few breakdowns and those fixed with out major effort)

· C 2.2.5.4  Military System Maturity - Evolved (numerous units equipped with new systems; follow on systems are in development)

· C 2.2.5.6  Interoperability - Range from Full to Some

· C 2.2.5.7  Military Force Relationships - Range from Strong to Poor

· C 2.3.1.1  Joint Staff Integration - Range from Full to Poor

· C 2.3.1.2  Multinational Integration - Range from Full to Poor 

· C 2.3.1.3  Staff Expertise - Limited (staff lacks skill in working together or lacks knowledge of assigned forces[logistics])

· C 2.3.1.4  Pre-Existing Command - No (ad hoc [logistics])   

· C 2.3.1.6  Communications Connectivity - Continuous (operates with almost no interruptions) 

· C 2.3.1.8  Information Exchange - Restricted [to allies and coalition partners]

· C 2.3.1.9  Information Volume - High (50 inputs per hour [containing highly consistent information]) 

· C 2.3.2.4  Component Headquarters Location – Separate



Criteria for Measurement (and Existing Standards if Known): 

· Percent - Of approved projects backlogged for funding.  (SN 7.2 -M1)

· Percent - Of joint force classified systems can be networked. (ST 5.1.2 -M15)

· Years - To fielding from initiation of R&D program.  (SN 7.2 - 12)

· Instances - Of problems (constraints) in timely development of required and validated systems and technologies.  (SN 7.2.2 -M3)

· Years - For Advanced Concept Technology Demonstrations (ACTDs) to enter production.  (SN 7.2.3 - M3)

· Years - To progress from concept exploration through EMD and production.  (SN 7.2.3 - M12)

· Instances - Of coordination problems (constraints) to effective and efficient planning and use of Joint testing (vice Service peculiar testing).  (SN 7.2.4 - M1)

· Months - That program is held up for testing.  (SN 7.2.4 - M16) 

  

Critical Performance Measure: Yes/No - During planning and execution no data transfer between networked stations is responsible for a supporting command failing to meet a request/requirement.  (SN 5.1.1 - M11)



Means:

· Multi-level database access and security

· Integrated network of data



Most Demanding AOR, Mission and Scenario for Assessment (and Rationale):  Concurrent posture of engagement and multiple small scale contingencies while entering into a dual major theater war will place the most stress on exchanging large volumes of information among a variety of systems.



Assessment Strategy (Suggested Events, Primary and Validating):

1. Develop a strategy and architecture for exchanging command and control and support information among organizations at multiple levels.

2. Validate strategy and architecture.

3. Conduct up-front analyses, review current studies – determine baseline.

4. Initial assessments will focus on events related to current systems.

5. As concepts reflecting this capability are developed, additional assessment opportunities will be identified.

6. Assessments will focus on improving information access.  Events currently identified include:

· Initial JDST Fielding

· DARPA Technology Insertion

· GCCS/GCSS “One Net”

· Biennial Focused Logistics Wargame 2010 (FLOW)

· ACOM JV 2010 master assessment events

7.  Acquire resources and implement.





Other Affected JV 2010 Coordinating Authorities:  Information superiority, Command and Control.



Other CA #1 Address:  J-7/J-3

Tel (DSN):
E-Mail:


Interest/Connection:  C2 aspects

Other CA #2 Address: J-6

Tel (DSN):
E-Mail:


Interest/Connection:  Information Superiority aspects

Remarks:  This Focused Logistics desired operational capability requires J-7/J-3 action to implement a fully integrated command and control system and J-6 action to establish a robust communications infrastructure.

          Key Words:

· Information access

· Integrated, interactive database

· Logistics information

· Joint decision tools

· Network, NetWare

· Web based system

· Interoperability



Last update 8/25//98

DOC Number: FL-04

                             (Includes FL-03)
Title: Provide timely and accurate enhanced asset visibility, control, and management.

   

DOC Description (General Summary): Provides a fully synchronized means to collect and access continuous real-time information on the location, movement, status, and identity of units, personnel, equipment and supplies; includes the ability to act on that information.  Visibility, control and management extend to those assets in process, in storage, and in transit.  Requires collection and integration of better information from all echelons, improved modeling and simulation tools to optimize logistics plans and operations, and improved interoperability among logistics applications and command and control systems to disseminate information and decisions to all who require them.  Includes logistics automation policies, procedures, software, equipment, and systems architecture.  Also includes a fused operational and logistical picture which annotates units according to their state of logistical readiness - units fully supplied, units requiring supplies, units depleted and combat ineffective.  The fused picture predicts the time before re-supply at current/predicted rates of expenditure, time to accomplish re-supply, and at a glance status of each units personnel, POL, and munitions disposition.   Requires J-7/J-3 implement a fully integrated command and control system, and J-6 establish a robust communications infrastructure.  This DOC depicts the fusion of logistics applications into powerful predictive decision support and execution tools.  DOC FL-01 “Provide unimpeded access to operational and logistics information for all who need it” conceptualizes the foundation or “operating environment” for information fusion.

Task:  Asset control

JV 2010 Differences:  

· Improved asset visibility

· Better information collection

· Increased tactical flexibility

· Near perfect knowledge of logistics status of friendly forces 
· Improved modeling and simulation 

· Predictive, anticipatory logistics

· Dynamic planning and replanning with TPFDD in an hour 
· Interoperability

· Fewer assets required

· More robust communications system

· Improved information availability

· Information assurance

· Real-time state of readiness



CA Sponsor: Focused Logistics



Organization Address: The Joint Staff, J-4, Readiness and Requirements, The Pentagon, Rm. 2D831, Washington, DC 20318-4000


Tel (DSN): 225-8540
Tel (Coml): (703) 695-7773


FAX (DSN): 227-2359
FAX (Coml): (703) 697-2359

E-Mail Address: J4focusedlogistics@js.pentagon.mil


Applicable Challenge(s): 
· Information Fusion (primary)

· Joint Deployment/Rapid Distribution

· Multinational Logistics

· Agile Infrastructure

· Joint Theater Logistics Management 



Core Task(s): 

· C2

· Battlespace Awareness

· Mobility

· Sustainment

· Information Transport and Processing



Subordinate Tasks:

· Integrate automatic identification technology.

· Integrate in-transit visibility.

· Integrate total asset visibility.

· Integrate commercial asset visibility.

· Develop seamless cross-Service links.

· Manage National Military C4 system worldwide for communicating Strategic Information.  (SN 5.1.2)

· Maintain strategic information, data, and force status.  (ST 5.1.3)

· Communicate operational information.  (OP 5.1.1)

· Manage means of communicating operational information.  (OP 5.1.2)

· Maintain operational information, [data,] and force status.  (OP 5.1.3)

· Maximize leverage of C4ISR



UJTL Ref No: SN 5.1.3
UJTL Description: Maintain Global Strategic Military Information and Force Status.



Task Conditions: 

· C 2.2.5.2  Modern Information & Intelligence Processing Systems – Abundant (widely distributed throughout the force)

· C 2.2.5.3  Military Systems Reliability - High (few breakdowns and those fixed with out major effort)

· C 2.2.5.4  Military System Maturity - Evolved (numerous units equipped with new systems; follow on systems are in development)

· C 2.2.5.6  Interoperability - Range from Full to Some

· C 2.2.5.7  Military Force Relationships - Range from Strong to Poor

· C 2.3.1.1  Joint Staff Integration - Range from Full to Poor

· C 2.3.1.2  Multinational Integration - Range from Full to Poor 

· C 2.3.1.3  Staff Expertise - Limited (staff lacks skill in working together or lacks knowledge of assigned forces[logistics])

· C 2.3.1.4  Pre-Existing Command - No (ad hoc [logistics])   

· C 2.3.1.6  Communications Connectivity - Continuous (operates with almost no interruptions) 

· C 2.3.1.8  Information Exchange - Restricted [to allies and coalition partners]

· C 2.3.1.9  Information Volume - High (50 inputs per hour [containing highly consistent information]) 

· C 2.3.2.4  Component Headquarters Location – Separate



Criteria for Measurement (and Existing Standards if Known): 
· Percent - Of approved projects backlogged for funding.  (SN 7.2 -M1)

· Years - To fielding from initiation of R&D program.  (SN 7.2 - 12)

· Instances - Of problems (constraints) in timely development of required and validated systems and technologies.  (SN 7.2.2 -M3)

· Years - For Advanced Concept Technology Demonstrations (ACTDs) to enter production.  (SN 7.2.3 - M3)

· Years - To progress from concept exploration through EMD and production.  (SN 7.2.3 - M12)

· Instances - Of coordination problems (constraints) to effective and efficient planning and use of Joint testing (vice Service peculiar testing).  (SN 7.2.4 - M1)

· Months - That program is held up for testing.  (SN 7.2.4 - M16) 

· Line items - Backlogged.  (SN 4 - M1)

· Percent - Of planned sustainment delivered to theater during operations.  (SN 4 - M2)

· Percent - Of required logistics in place to support national objectives. (SN 4 - M4)

· Tons - Of backlogged support requirements. (SN 4 - M5)

· Percent - Of end items completely depleted under expected usage rates before industry reopens production. (SN 4.2.3 - M2) 

· Percent - Accuracy in generated movement information for GTN.  (SN 1.2.1 - M14)

· Percent - Completeness in generated movement information for GTN.  (SN 1.2.1 - M15)

· Percent - Of ADP systems interface or have workarounds.  (SN 1.2.1 - M18)

· Percent - Of generated movement information for GTN current.  (SN 1.2.1 - M21)



Critical Performance Measure: Yes/No - During planning and execution no data transfer between networked stations is responsible for a supporting command failing to meet a request/requirement.  (SN 5.1.1 - M11)



Means:  
· Integrated network of data 

· Smart filters and joint decision support tools

· Uninterrupted information exchange

· Multi-level database access and security 



Most Demanding AOR, Mission and Scenario for Assessment (and Rationale):  Concurrent posture of engagement and multiple small scale contingencies while entering into a dual major theater war will place the most stress on exchanging, processing, and acting on large volumes of information.



Assessment Strategy (Suggested Events, Primary and Validating):  
1. Develop a strategy and architecture for collecting, integrating, and disseminating force and asset data for multiple echelons.

2. Validate strategy and architecture.

3. Conduct up-front analyses, review current studies – determine baseline.

4. Initial assessments will focus on events related to:  (Build on JTAV,  GTN, TC-AIMS II, and AIT)

· develop and field logistics information systems with improved interoperability both among each other and with operational command and control systems, 

· improve data collection capability to obtain timely, accurate, complete information that will help view and logistics assets and operations,

· develop and field better modeling and simulation tools that support predictive planning and decisions that improve command and management of logistics units, personnel, equipment and supplies.

5. Evaluate SMART Card Technology and Integrated Consumable Item Support (ICIS)

6. Events currently identified are:  

· Initial JDST Fielding

· DARPA Technology Insertion

· GCCS/GCSS “One Net”

· Joint Data Library

· Evaluate GTN Capabilities Within Major Joint Exercise Scenario

· Evaluate JTAV Capabilities Within Major Joint Exercise Scenario

· Evaluate TC-AIMS II Capabilities Within Major Joint Exercise Scenario

· Initiate Operational AIT Test

· AIT Operational Test 98-2

· AIT JFRG

· AIT Operational Test 99-1

· Biennial Focused Logistics Wargame 2010 (FLOW).

· ACOM JV 2010 master assessments events.

6.   Acquire resources and implement.



Hypotheses: Timely, accurate, enhanced asset visibility, control and management will result in more effective efficient logistics support, and improved operational capability.



Other Affected JV 2010 Coordinating Authorities: Information Superiority, and Command and Control



Other CA #1 Address:  J-7/J-3

Tel (DSN):
E-Mail:


Interest/Connection:  C2 aspects

Other CA #2 Address:  J-6  
Tel (DSN):
E-Mail:


Interest/Connection:  Information Superiority aspects

Remarks:  This Focused Logistics desired operational capability requires J-7/J-3 action to implement a fully integrated command and control system and J-6 action to establish a robust communications infrastructure.

        Key Words:
· Integrated

· Interactive

· Asset control

· Asset visibility

· Logistics visibility

· Predictive logistics

· Velocity management

· Sea-based logistics



Last updated 8/25//98

DOC Number: FL-05 

       (Includes FL-34; DM 3, 30, 31; IS-78)
Title: Provide fully enabled mobility system to optimize rapid joint force projection, delivery and hand-off of forces and sustainment assets worldwide.



DOC Description (General Summary): Improves the joint deployment and distribution process.  Provides a fully integrated process to deploy forces and sustainment worldwide.  Includes concepts, doctrine, technological/materiel and process changes necessary to more effectively and efficiently employ transportation assets.  Also provides a flexible process to receive and transfer units and support to the responsible tactical commander.  Depending on the extent forces have been tailored, equipped, and loaded prior to deployment the traditional steps of reception, staging, onward movement, and integration may be streamlined or eliminated.  May be conducted independent of fixed infrastructure.  Incorporates modernized and tailorable pre-positioned equipment that is strategically and operationally flexible.  

Requires increased command and control,.  Requires improved communications capability, command and control, battlespace awareness, and planning, information collection systems, and decision support tools.  Resulting process will link all elements/nodes of deployment and distribution system together to provide a seamless capability to plan and execute movement of forces and sustainment from origin to destination.

Task:  Transportation management
JV 2010 Differences:
· Modularity/expeditionary

· Force tailoring

· Improved planning

· Predictive anticipatory  

· Dynamic replanning 

· Collaborative (simultaneous)

· Rapid/responsive/flexible

· Efficient asset utilization/increased throughput

· Total asset visibility (transportation and cargo)

· Reduced logistics footprint

· Streamlined JRSOI



CA Sponsor: Focused Logistics



Organization Address: The Joint Staff, J-4, Readiness and Requirements, The Pentagon, Rm. 2D831, Washington, DC 20318-4000


Tel (DSN): 225-8540
Tel (Coml): (703) 695-7773


FAX (DSN): 227-2359
FAX (Coml): (703) 697-2359

E-Mail Address: J4focusedlogistics@js.pentagon.mil


Applicable Challenge(s): 

· Joint Deployment/Rapid Distribution 

· Agile Infrastructure

· Information Fusion



Core Task(s): 

· Mobility

· Information Transport and Processing

· C2



Subordinate Tasks:

· Determine transportation infrastructure and resources.  (SN 1.1)

· Develop conceptual changes. 

· Develop doctrine for deployment, distribution, redeployment and JRSOI.

· Improve joint processes.

· Improve joint training.

· Integrate deployment systems.  (SN 1.2.1)

· Tailor joint forces for deployment.  (ST 7.1.3)

· Provide command and control over mobilized units and individuals.  (SN 6.7)

· Provide terminal operations.  (SN 1.2.3)

· Provide theater strategic reception.  (ST 1.1.2.1)

· Provide theater strategic staging.  (ST 1.1.2.2)

· Provide onward movement in the AOR.  (ST 1.1.2.3)

· Conduct rapid staging and movement.  (DM-30)

· Provide theater strategic integration of deploying forces.  (ST 1.1.2.1)

· Rapidly integrate forces arriving in joint operations area.  (DM-03)

· Conduct synchronized coalition and RC integration.  (DM-31) 

· Conduct theater of operations/JOA reception, staging, onward movement, and integration (RSOI).  (OP 1.1.3)

· Synchronize/integrate operations.  (OP 5.4.4)

· Interact with integrated deployment systems.  

· Maximize leverage of C4ISR



UJTL Ref No: SN1


UJTL Description: Conduct Strategic Deployment and Redeployment.

Task Conditions: 

C 2.0  Military Environment

· C 2.2.5.2  Modern Information & Intelligence Processing Systems – Abundant (widely distributed throughout the force)

· C 2.2.5.3  Military Systems Reliability - High (few breakdowns and those fixed with out major effort)

· C 2.2.5.4  Military System Maturity - Evolved (numerous units equipped with new systems; follow on systems are in development)

· C 2.2.5.6  Interoperability - Range from Full to Some

· C 2.3.1.1  Joint Staff Integration - Full 

· C 2.3.1.2  Multinational Integration - Range from Full to Poor 

· C 2.3.1.4  Pre-Existing Command - No (ad hoc [logistics]) [OCONUS]  

· C 2.3.1.6  Communications Connectivity - Continuous (operates with almost no interruptions) 

· C 2.3.1.8  Information Exchange - Restricted [to allies and coalition partners]

· C 2.3.1.9  Information Volume - High (50 inputs per hour [containing highly consistent information]) 

· C 2. 5.2  Lift assets - Robust (as planned)

· C 2. 5.3  En Route Support - Robust (as planned)

· C 2.5.4.1 Reception Facilities - Robust (as planned) to Little or No

C 3.0 Civil Environment

· C 3.1.1.2  Congressional Support - Full (resolution passed; non-partisan support)

· C 3.1.1.3  Interdepartmental/Interagency Relationships - Strong (fully cooperative)

· C 3.1.3  NCA Decisions - Clear and Unrestricted

· C 3.1.3.1  Number of Crises - Moderate (two)

· C 3.1.3.3  Mobilization Level – Partial

· C 3.3.6.1  Transportation Infrastructure – Extensive

· C 3.3.6.2  Telecommunications Infrastructure - Extensive (strong modern capability)



Criteria for Measurement (and Existing Standards if Known): 

· Percent - Of approved projects backlogged for funding.  (SN 7.2 -M1)

· Years - To fielding from initiation of R&D program.  (SN 7.2 - 12)

· Instances - Of problems (constraints) in timely development of required and validated systems and technologies.  (SN 7.2.2 -M3)

· Instances - Of coordination problems (constraints) to effective and efficient planning and use of Joint testing (vice Service peculiar testing).  (SN 7.2.4 - M1)

· Line items - Backlogged.  (SN 4 - M1)

· Percent - Of planned sustainment delivered to theater during operations.  (SN 4 - M2)

· Tons - Of backlogged support requirements. (SN 4 - M5)

· Percent - Accuracy in generated movement information for GTN.  (SN 1.2.1 - M14)

· Percent - Completeness in generated movement information for GTN.  (SN 1.2.1 - M15)

· Percent - Of ADP systems interface or have workarounds.  (SN 1.2.1 - M18)

· Percent - Of generated movement information for GTN current.  (SN 1.2.1 - M21)

· Percent - Of units [and sustainment] moved by LAD and RDD (SN 1 -M3)



Critical Performance Measure: Percent - Of validated requirements (ULNs [and sustainment) closed within supported commander’s  CRD/RDD window. (SN 1.2.5 -M7)



Means:
· Improved strategic and intra-theater lift

· Improved Communications

· Improved information collection systems

· Joint publications and doctrine

· SS3 JLOTS

· Integrated deployment systems

· Smart filters and decision support tools

· Changed deployment/redeployment doctrine

· Integrated network of data

· IS-78:  Provide Total Asset Visibility of all passengers and cargo moving in the Defense Transportation System - including in-transit locations - as part of an integrated transportation system architecture.



Most Demanding AOR, Mission and Scenario for Assessment (and Rationale):  Concurrent posture of engagement and multiple small scale contingencies while entering into two major theater wars will place the most stress on executing deployment and distribution processes.   



Assessment Strategy (Suggested Events, Primary and Validating):  
1. Develop strategy and process changes to provide a fully enabled mobility system that optimizes delivery and hand-off of forces and sustainment assets worldwide.
2. Validate strategy and process changes.

3. Conduct up-front analyses, review current studies – determine baseline.

4. Initial assessment will focus on mapping “as is’ and ‘to be’ deployment and distribution processes.  Concurrently baseline doctrine will be established for the ‘as is’ process.  

5. Subsequent events to asses excursions from the baseline include:

· Quarterly deployment process improvement conferences.

· MRS-05 (End-to-end study, includes Intra-theater Lift Analysis, etc.))

· Biennial Focused Logistics Wargame 2010 (FLOW).

· JLOTS wargame within FLOW. 

· ACOM JV 2010 master assessment events.

· Strategic Airlift AMX Battlefield Distribution.

· Deployment and re-deployment doctrine

· Integrated deployment systems

· JLOTS SS3 Causeway System ACTD

· JLOTS Rapidly Installed Breakwater Summer Test

· JLOTS Rapidly Installed Breakwater ATD

· JLOTS SS3 Crane ATD

6. Improved joint training

7. Improved joint practices

8. Acquire resources and implement.



Hypotheses:  A fully enabled mobility system will improve delivery of required forces and sustainment worldwide.



Other Affected JV 2010 Coordinating Authorities: Command and Control, Information Superiority



Other CA #1 Address:  J-6  
Tel (DSN):
E-Mail:


Interest/Connection: Information aspects

Other CA #2 Address:  J-7/J-3

Tel (DSN):
E-Mail:


Interest/Connection:  C2 aspects

Remarks: This Focused Logistics desired operational capability requires J-7/J-3 action to implement a fully integrated command and control system and J-6 action to establish a robust communications infrastructure.

       Key Words:
· Decision support

· Deployment/redeployment

· Deployment process

· Asset utilization

· Asset visibility



Last update 8/25//98

DOC Number: FL-06

          (Includes. FL-12, DM-02,25; FSD-20)
Title: Deployment and distribution of the required forces and sustainment at the place and time required.



DOC Description (General Summary): Provides assets to deploy and distribute forces and sustainment worldwide.  Includes air and sea lift assets, afloat pre-positioning assets, and en-route support.  Effective efficient use of assets requires improved deployment and distribution processes, communications, command and control, information systems, and decision support tools.  

Task:  Transportation operations 

JV 2010 Differences:
· More capable ground, air, and sea lift 

· Worldwide access

· Rapid deployment and distribution

· Improved planning and dynamic replanning

· Predictive, anticipatory  logistics

· Increased tactical flexibility with near perfect knowledge of friendly forces



CA Sponsor: Focused Logistics



Organization Address: The Joint Staff, J-4, Readiness and Requirements, The Pentagon, Rm. 2D831, Washington, DC 20318-4000


Tel (DSN): 225-8540
Tel (Coml): (703) 695-7773


FAX (DSN): 227-2359
FAX (Coml): (703) 697-2359

E-Mail Address: J4focusedlogistics@js.pentagon.mil


Applicable Challenge(s): 

· Joint Deployment/Rapid Distribution (primary)

· Multinational Logistics

· Agile Infrastructure

· Information Fusion



Core Task(s): 

· Mobility

· Sustainment

· Information Transport and Processing



Subordinate Tasks:

· Provide [mobility] forces and mobility assets.  (SN 1.2.2)

· Provide terminal operations.  (SN 1.2.3)

· Provide movement to POE and port support services.  (SN 1.2.4)

· Move forces [and sustainment] … from POE to POD.  (SN 1.2.5)

· Deploy forces rapidly from dispersed locations (DM-02)

· Provide Global Patient Movement.  (SN 1.2.8)

· Back-haul personnel and equipment from theater.  (SN 1.2.6)

· Coordinate global strategic refueling.  (SN 1.2.7)

· Provide onward movement in the AOR.  (ST 1.1.2.3) 

· Interact with integrated deployment systems.  

· Maximize leverage of C4ISR

· Air refueling support



UJTL Ref No:

SN1.2

ST 4.3
UJTL Description:

· Conduct Deployment and Redeployment. 

· Distribute Supplies/Services for Theater Campaign and COMMZ. 



Task Conditions: 

C 2.0  Military Environment

· C 2.2.5.2  Modern Information & Intelligence Processing Systems – Abundant (widely distributed throughout the force)

· C 2.2.5.3  Military Systems Reliability - High (few breakdowns and those fixed with out major effort)

· C 2.2.5.4  Military System Maturity - Evolved (numerous units equipped with new systems; follow on systems are in development)

· C 2.2.5.6  Interoperability - Range from Full to Some

· C 2.3.1.1  Joint Staff Integration - Full 

· C 2.3.1.2  Multinational Integration - Range from Full to Poor 

· C 2.3.1.4  Pre-Existing Command - No (ad hoc [logistics]) [OCONUS]  

· C 2.3.1.6  Communications Connectivity - Continuous (operates with almost no interruptions) 

· C 2.3.1.8  Information Exchange - Restricted [to allies and coalition partners]

· C 2.3.1.9  Information Volume - High (50 inputs per hour [containing highly consistent information]) 

· C 2. 5.2  Lift assets - Robust (as planned)

· C 2. 5.3  En Route Support - Robust (as planned)

· C 2.5.4.1 Reception Facilities - Robust (as planned) to Little or No

C 3.0 Civil Environment

· C 3.1.1.2  Congressional Support - Full (resolution passed; non-partisan support)

· C 3.1.1.3  Interdepartmental/Interagency Relationships - Strong (fully cooperative)

· C 3.1.3  NCA Decisions - Clear and Unrestricted

· C 3.1.3.1  Number of Crises - Moderate (two)

· C 3.1.3.3  Mobilization Level – Partial

· C 3.3.6.1  Transportation Infrastructure – Extensive

· C 3.3.6.2  Telecommunications Infrastructure - Extensive (strong modern capability)



Criteria for Measurement (and Existing Standards if Known): 
· Percent - Of approved projects backlogged for funding.  (SN 7.2 -M1)

· Years - To fielding from initiation of R&D program.  (SN 7.2 - 12)

· Instances - Of problems (constraints) in timely development of required and validated systems and technologies.  (SN 7.2.2 -M3)

· Instances - Of coordination problems (constraints) to effective and efficient planning and use of Joint testing (vice Service peculiar testing).  (SN 7.2.4 - M1)

· Line items - Backlogged.  (SN 4 - M1)

· Percent - Of planned sustainment delivered to theater during operations.  (SN 4 - M2)

· Tons - Of backlogged support requirements. (SN 4 - M5)

· Percent - Of cargo closed before JFC EAD without any place to offload or store.   (SN 1.2.5 - M2)

· Percent - Accuracy in generated movement information for GTN.  (SN 1.2.1 - M14)

· Percent - Completeness in generated movement information for GTN.  (SN 1.2.1 - M15)

· Percent - Of ADP systems interface or have workarounds.  (SN 1.2.1 - M18)

· Percent - Of generated movement information for GTN current.  (SN 1.2.1 - M21)

· Percent - Of strategic mobility assets and support assets, in place to move forces IAW validated TPFDD.  (SN 1.2.5 -M5)

· Percent - Of units moved by RDD (SN 1 -M3)



· Critical Performance Measure: Percent of units and tons of required sustainment supplies arrived at destination by TPFDD LAD/RDD.



Means: 
· Improved strategic and intra-theater lift (DM-25) 

· Integrated C2

· High sea state operations

· Smart filters and joint  support tools

· Integrated database of information

· FSD-20 Direct delivery CONUS to Combat/End User.



Most Demanding AOR, Mission and Scenario for Assessment (and Rationale): Concurrent posture of engagement and multiple small scale contingencies while entering into two major theater wars will place the most stress on sustainment movements and delivery.



Assessment Strategy (Suggested Events, Primary and Validating):  

1. Develop a strategy and architecture for deployment and distribution of the required forces and sustainment. 

2. Validate strategy and architecture.

3. Conduct up-front analyses, review current studies – determine baseline.

4. Performance of current and programmed assets will be used as a baseline for alternative lift platforms, pre-positioning alternatives, and support strategies.

5. Thorough utilization of appropriate models and simulations.

6. Consider aspects of Joint doctrine and publications, strategic airlift, pre-positioning, surge sea-lift, SS3 JLOTS, and integrated deployment systems.

7. Known assessment events are:

· MRS-05 (End-to-end study, includes Intra-theater Lift Analysis, etc.)

· Biennial Focused Logistics Wargame 2010 (FLOW).

· ACOM JV 2010 master assessment events

· Strategic Airlift AMX Battlefield Distribution

8.    Acquire resources and implement.



Hypotheses:  Deployment and distribution of the required sustainment at the place and time required will improve the combat commander’s ability to perform his mission.



Other Affected JV 2010 Coordinating Authorities: Information Superiority, Command and Control



Other CA #1 Address:  J-6  
Tel (DSN):
E-Mail:


Interest/Connection: Information aspects

Other CA #2 Address J-7/J-3

Tel (DSN):
E-Mail:


Interest/Connection: C2 aspects

Remarks:  This Focused Logistics desired operational capability requires J-7/J-3 action to implement a fully integrated command and control system and J-6 action to establish a robust communications infrastructure for effective efficient use of assets.

        Key Words:

· Sea state 3

· JLOTS

· C-17

· LMSR (Large Medium Speed RO/RO)

· High speed sea-lift (HSS)

· Strategic sea-lift

· Offshore petroleum discharge system (OPDS)

· Mobile off-shore base (MOB)



Last update 8/25//98

DOC Number: FL-07


Title: Support rapid force maneuver within the joint operations area.



DOC Description (General Summary): Provides a fully integrated capability to sustain and support maneuver in the battlespace .  Focuses on the alternative uses of transportation assets, including strategic assets and JLOTS,  to support maneuver and sustainment of widely dispersed forces within  a nonlinear battlespace.  Requires transportation assets and improved communications, command and control, information systems, and decision support tools.  Leverages information, logistics and transportation technologies to plan and execute support of joint operations.  Integrates support to provide rapid crisis response, tracking and shifting assets while enroute to deliver tailored logistics packages with minimal footprint and early initiation of sustainment directly at the strategic, operational and tactical levels of operation. 

Task:  Intra-theater deployment

JV 2010 Differences:
· Increased tactical flexibility

· Use of strategic lift for maneuver

· Use of JLOTS assets to support maneuver

· Ability to support nonlinear battlespace operations

· Conduct operations independent of fixed infrastructure



CA Sponsor: Focused Logistics



Organization Address: The Joint Staff, J-4, Readiness and Requirements, The Pentagon, Rm. 2D831, Washington, DC 20318-4000


Tel (DSN): 225-8540
Tel (Coml): (703) 695-7773


FAX (DSN): 227-2359
FAX (Coml): (703) 697-2359

E-Mail Address: J4focusedlogistics@js.pentagon.mil


Applicable Challenge(s): 
· Joint Deployment/Rapid Distribution (primary)

· Multinational Logistics

· Agile Infrastructure

· Joint Theater Logistics Management 

· Information Fusion



Core Task(s): 

· Maneuver

· Mobility

· Information Transport and Processing



Subordinate Tasks: 

· Develop theater distribution doctrine.

· Process requests for forces to be deployed.  (ST 1.1.1)

· Conduct intra-theater deployment of forces.  (ST 1.1.3)

· Field adequate intra-theater lift.

· Provide intra-theater refueling.  (ST 1.1.5)

· Coordinate support for forces in AOR.  (ST 4.2)

· Maximize leverage of C4ISR



UJTL Ref No:  ST 1.1


UJTL Description:  Conduct Intra-theater Strategic Deployment.

Task Conditions: 

· C 2.2.5.2  Modern Information & Intelligence Processing Systems – Abundant (widely distributed throughout the force)

· C 2.2.5.3  Military Systems Reliability - High (few breakdowns and those fixed with out major effort)

· C 2.2.5.4  Military System Maturity - Evolved (numerous units equipped with new systems; follow on systems are in development)

· C 2.2.5.6  Interoperability - Range from Full to Some

· C 2.3.1.1  Joint Staff Integration - Full 

· C 2.3.1.2  Multinational Integration - Range from Full to Poor 

· C 2.3.1.4  Pre-Existing Command - No (ad hoc [logistics]) [OCONUS]  

· C 2.3.1.6  Communications Connectivity - Continuous (operates with almost no interruptions) 

· C 2.3.1.8  Information Exchange - Restricted [to allies and coalition partners]

· C 2.3.1.9  Information Volume - High (50 inputs per hour [containing highly consistent information]) 

· C 2. 5.2  Lift assets - Robust (as planned)

· C 2. 5.3  En Route Support - Robust (as planned)

· C 2.5.4.1  Reception Facilities - Robust (as planned) to Little or No



Criteria for Measurement (and Existing Standards if Known): 
· Days - To assemble airlift for strategic intra-theater deployment of forces.  (ST 1.1 - M1)

· Days - To assemble sealift  for strategic intra-theater deployment of forces.  (ST 1.1 - M2)

· Minutes - To locate units during intra-theater strategic deployment.  (ST 1.1 - M5)

· Percent - Of intra-theater airlift requirements considered in deployment planning. (ST 1.1 - M7)

· Percent - Of lift requested actually used.   (ST 1.1 - M8)



Critical Performance Measure:  Percent - Of units closed within Support Command/RDD.  (ST 1.1 - M10) 



Means: 

· Integrated C2

· Airlift 

· STOL

· Sealift 

· Airdrop

· All terrain cargo vehicle

· SS3 JLOTS 

· High speed lighters

· Smart filters and joint decision support tools

· Sea-basing

· Deployment and re-deployment doctrine

· Integrated deployment/redeployment systems



Most Demanding AOR, Mission and Scenario for Assessment (and Rationale):  Concurrent posture of engagement and multiple small scale contingencies while entering into two major theater wars  will place the most stress on assets available for inter-theater and intra-theater force movements. 



Assessment Strategy (Suggested Events, Primary and Validating): 
1. Develop a strategy and architecture for deployment and distribution of the required forces and sustainment. 

2. Validate strategy and architecture.

3. Evaluate baseline capability of current and programmed assets to maneuver and sustain widely dispersed forces in a nonlinear battlespace.

4. Conduct appropriate modeling and simulations.

5. Conduct excursions using alternative platforms, rules of use, and strategies.  

6. Known assessment events are: 

· MRS-05 (End-to-end study, includes Intra-theater Lift Analysis, etc.)

· Biennial Focused Logistics Wargame 2010 (FLOW). 

· JLOTS wargame within FLOW

· ACOM JV 2010 master assessment events.

· Strategic Airlift AMX Battlefield Distribution



Hypotheses: Sustainment of or supporting rapid force maneuver within the battlespace will improve the operational commander’s ability to perform his mission.



Other Affected JV 2010 Coordinating Authorities: Information Superiority, Command and Control



Other CA #1 Address: J-6

Tel (DSN):
E-Mail:


Interest/Connection:  Information aspects.

Other CA #2 Address: J-7/J-3

Tel (DSN):
E-Mail:


Interest/Connection:  C2 aspects.

Remarks: This Focused Logistics desired operational capability requires J-7/J-3 action to implement a fully integrated command and control system and J-6 action to establish a robust communications infrastructure for effective efficient use of assets.

       Key Words:

· Littoral operations

· VSTOL

· STOL

· JLOTS

· Maneuver 

· High speed sealift

· LMSR 

· Sea-basing

· Airdrop

· SS3

· OPDS

· Nonlinear

· Linear

· Intra-theater lift

· Sustainment 

· Resupply

· C-17



Last update 8/25//98

DOC Number: FL-08

                        (includes FL-9,10,11)
Title: Protect forces from all  health threats across the full spectrum of conflict.   


DOC Description (General Summary): Aggressively protect our forces from all health  threats from the time of accession through all aspects of military service, including deployments, and provide the right medical care at the right place and time. Encompasses prevention, treatment and unique military physical, mental, and social requirements. Provides information and programs, related to mission readiness at all command levels, fostering healthy lifestyles, behaviors, organizations, and communities; in turn reducing incidents of preventable injuries and illness.  Includes medical modernization initiatives to protect deployed forces such as threat identification, surveillance, and countermeasures. 

Task:  Protect the force against medical threats

JV 2010 Differences:
· Focus on prevention to avoid later treatment

· Demand/require healthy lifestyle and behavior

· Anticipate appropriate inoculations

· Universal vaccine

· Improved joint medical doctrine

· Personal medical card

· Advanced (database) medical records

· Improved health  countermeasures/surveillance

· Remote improved medical sensors

· Near perfect knowledge of health status of friendly forces



CA Sponsor: Focused Logistics



Organization Address: The Joint Staff, J-4, Readiness and Requirements, The Pentagon, Rm. 2D831, Washington, DC 20318-4000


Tel (DSN): 225-8540
Tel (Coml): (703) 695-7773


FAX (DSN): 227-2359
FAX (Coml): (703) 697-2359

E-Mail Address: J4focusedlogistics@js.pentagon.mil


Applicable Challenge(s): 
· Force Health Protection

· Information Fusion



Core Task(s): 

· Sustainment

· Mobility

· Information Transport and Processing

· C2



Subordinate Tasks:
· Provide appropriate care at the right place and time.  (FL-09)

· Provide commanders a reliable, healthy and fit force.  (FL-10)

· Reduce the number and severity of casualties.  (FL-11) 

· Enhance safety and health capabilities to limit non-battle casualties.

· Develop a medical analysis capability.

· Provide health service support.  (ST 4.2.2)

· Manage Medical and Dental Services, Laboratories and Supplies.  (ST 4.2.2.3)

· Maximize leverage of C4ISR



UJTL Ref No: SN 4.3.3


UJTL Description: Provide Defense-wide Health Services

Task Conditions: 

C 2.0  Military Environment

· C 2.2.5.2  Modern Information & Intelligence Processing Systems – Abundant (widely distributed throughout the force)

· C 2.2.5.3  Military Systems Reliability - High (few breakdowns and those fixed with out major effort)

· C 2.2.5.4  Military System Maturity - Evolved (numerous units equipped with new systems; follow on systems are in development)

· C 2.3.1.1  Joint Staff Integration - Full 

· C 2.3.1.6  Communications Connectivity - Continuous (operates with almost no interruptions) 

· C 2. 5.2  Lift assets - Robust (as planned)

· C 2. 5.3  En Route Support - Robust (as planned)

· C 2.5.4.1 Reception Facilities - Robust (as planned) to Little or No

C 3.0 Civil Environment

· C 3.1.1.2  Congressional Support - Full (resolution passed; non-partisan support)

· C 3.1.1.3  Interdepartmental/Interagency Relationships - Strong (fully cooperative)

· C 3.3.1.3  Civil Health - Robust to Poor

· C 3.3.1.4  Health Risk - Low to High

· C 3.3.6.1  Transportation Infrastructure – Extensive



Criteria for Measurement (and Existing Standards if Known): 

Percent - Of military personnel fit for duty.  (SN 4.3.3 - M2)

Percent - Personnel deployed meeting preparation for overseas movement requirements.  (SN 4.3.3 - M3)
Percent - Of personnel incapacitated by non-battle injury (NBI).

Percent - Of personnel incapacitated by battle fatigue. 

Percent - Accuracy in submitting blood reports to ASBPO based on daily estimates of theater requirements.  (ST 4.2.2.1 - M3)
Percent - Of patients  processed at ASF and passed on first time. (ST 4.2.2.2 - M8)

Percent - Of personnel incapacitated by disease in theater of operation.  (ST 4.2.2.3 - M7)

Number - Of Injuries

Days - Of lost duty time due to injuries

Number - Of personnel with colds/flu or allergy restricted.

Number - Of profiles.



Critical Performance Measure: Percent - Of personnel in treatment pipeline accounted for.  (OP 4.4.3 - M1)



Means: 
· High speed uninterrupted data flow

· Decision aids (Medical Analysis Tool)

· Multi-level database access and security

· Medical intelligence

· Integrated medical systems

· Multi-capable sensors 

· Family of integrated protection warning measures

· Advanced diagnostic test kit

· Deployable laboratories

· Reengineered medical force 

· Joint publication

· Medical R&D and modernization

· Threat identification

· Countermeasures

· Physical fitness

· Mental fitness

· Diagnosis aids

· Aid packs and equipment positioned forward



Most Demanding AOR, Mission and Scenario for Assessment (and Rationale): Concurrent posture of engagement and multiple small scale contingencies while entering into a major theater war will place the most stress on processing, and treating large volumes of patients. 



Assessment Strategy (Suggested Events, Primary and Validating): 
1. Develop a systematic approach to protecting all Service members throughout their career. 

2. Develop a joint health service support strategy.

3. Validate strategy and architecture.

4. Improve joint health surveillance policies and procedures

5. Conduct up-front analyses, review current studies – determine baseline.

6. Evaluate civilian medical research

7. Improve medical policy

8. Evaluate AMA/Surgeon

9. Potential assessment events include:

· Symposium on joint medical doctrine

· Medical Logistics Planning IPR

· Medical ACTD

· Strategic planning conferences

· CINCs Surgeons’ Conference

· FMPACTD/Workshops

· Baltic Challenge 99



Hypotheses: Protecting forces from all medical threats across the full spectrum of conflict will provide commanders with a fit and healthy force. 



Other Affected JV 2010 Coordinating Authorities: 



Other CA #1 Address:

Tel (DSN):
E-Mail:


Interest/Connection:

Other CA #2 Address
Tel (DSN):
E-Mail:


Interest/Connection:

Remarks:
       Key Words:
· Medical sensors

· Biological

· Disease prevention

· Chemical warfare

· Detection

· Non battle casualty prevention



Last update 8/25//98

DOC Number: FL-17

        (Includes FL-18,19; PE-11, 19; DM-14, 48)
Title: Provide effective, efficient and responsive infrastructure and logistics support to meet CINC/warfighter operational requirements.   



DOC Description (General Summary): Provides, maintains, and coordinates the optimum levels of logistics forces, materials and consumables necessary to support the national military strategy; and provides logistics support to sustain the force in the execution of theater strategy, campaigns and joint operations.  Maximizes logistics support to deployed forces, through direct deployment and rapid integration of tailored logistics forces, and pinpoint delivery of tailored logistics packages into the battlespace.  Includes coordination of the wholesale base and acquisition of material, facilities, and services.  Minimizing the need for logistics forces and material in the battlespace depends on a restructured logistics infrastructure outside the theater that can rapidly source and deliver supplies and services.  Also includes reduction of supply and maintenance requirements through highly reliable, low maintenance combat, combat support, and combat service support  systems; and the maintenance capability for “self diagnostics” and “advanced notice failure sensors linked to supply/maintenance activities’ for quick resolution or preemptive action.  Requires full integration of multinational support; command, control, and communications; automated decision support systems; and systemic restructuring to achieve direct delivery from source to user.

Task:  Sustain the force

JV 2010 Differences: 

· Tailored modular logistics forces and packages

· Reduced theater footprint

· Reduced theater inventories

· Restructured logistics infrastructure outside of theater

· Streamlined maintenance and civil engineering support

· Total asset visibility

· Joint Theater Logistics Management System

· Increased outsourcing, privatization, and contractor logistics support

· Robust coalition logistics

· Seamless Distribution

· Increased tactical flexibility through near perfect knowledge of logistics status of friendly forces

· Predictive, anticipatory logistics



CA Sponsor: Focused Logistics



Organization Address: The Joint Staff, J-4, Readiness and Requirements, The Pentagon, Rm. 2D831, Washington, DC 20318-4000


Tel (DSN): 225-8540
Tel (Coml): (703) 695-7773


FAX (DSN): 227-2359
FAX (Coml): (703) 697-2359

E-Mail Address: J4focusedlogistics@js.pentagon.mil


Applicable Challenge(s): 
· Agile Infrastructure (primary)

· Joint Deployment Rapid Distribution

· Force Health Protection

· Multinational Logistics 

· Joint Theater Logistics Management 

· Information Fusion



Core Task(s): 

· Sustainment

· Information Transport and Processing



Subordinate Tasks:

· Provide for base support and services.  (SN 4.2)

· Determine national military support infrastructure.  (SN 4.2.1)

· Investigate outsourcing and privatization.  

· Identify and integrate applicable commercial business practices. 

· Provide depot supply and maintenance. (SN 4.2.2)

· Streamline maintenance and civil engineering support.  

· Control national inventories and movements.  (SN 4.2.3)

· Properly size and position inventories to include afloat material and secondary war reserves.

· Develop sustainment base.  (SN 4.2.4)

· Explore increasing contingency contracting.      

· Provide defense-wide base operations support. (SN 4.2.5)

· Provide management headquarters.  (SN 4.2.6)

· Fuse acquisition, supply, storage, maintenance, transportation, traffic management, and medical requirements into a seamless interoperable process.  (PE-11)

· Maximize sustainment while reducing footprint.  (FL-18)

· Develop concept to sustain operational maneuver forces.

· Determine theater warfighting and other needs, solutions, and concepts.  (ST 7.1.5)

· Provide uninterrupted sustainment to JTF.  (DM-14)

· Coordinate the fixing and maintaining of equipment.  (ST 4.1)

· Coordinate Support for Forces in AOR.  (ST 4.2)

· Make logistics support infrastructure visible and accessible.

· Maintain Sustainment bases.  (ST 4.4)

· Integrate logistics support infrastructure.

· Distribute supplies/services for theater campaign and COMMZ.  (ST 4.3)

· Tailor joint forces for deployment.  (ST 7.1.3)

· Configure logistics forces for direct deployment, ready on arrival for employment.

· Determine theater force size and structure requirements. (ST 7.1.6)

· Determine and validate forces and cargo to be deployed or redeployed.  (ST 7.1.4)

· Maintain and report readiness of theater forces.  (ST 7.2)

· Provide positive identification of friendly strategic forces in theater.  (ST 6.2.5)

· Integrate pre-positioning, host nation support and third party contractual support.

· Integrate pre-positioning actions into plans and operations.

· Integrate host nation support actions into plans and operations.

· Integrate third party contractual support actions into plans and operations.

· Provide tailored supplies and equipment packages at the right place and time.  (FL-19)

· Develop tailored logistics support packages.

· Implement pinpoint direct delivery from source of supply to end-user. 

· Coordinate Support for Forces in theater of operation JOA.  (OP 4.3)

· Coordinate supply of arms, ammunition, and equipment in theater of operations/JOA.  (OP 4.1)

· Synchronize supply of fuel in theater of operations/JOA.  (OP 4.2)

· Coordinate support for forces in theater of operations/JOA.  (OP 4.4)

· Integrate pre-positioning, host nation support and third party contractual support.

· Maximize leverage of C4ISR



UJTL Ref No: SN 4


UJTL Description: Provide Sustainment

Task Conditions: 

C 2.0  Military Environment

· C 2.2.5.2  Modern Information & Intelligence Processing Systems – Abundant (widely distributed throughout the force)

· C 2.2.5.3  Military Systems Reliability - High (few breakdowns and those fixed with out major effort)

· C 2.2.5.4  Military System Maturity - Evolved (numerous units equipped with new systems; follow on systems are in development)

· C 2.2.5.6  Interoperability - Range from Full to Some

· C 2.2.5.7  Military Force Relationships - Range from Strong to Poor

· C 2.3.1.1  Joint Staff Integration - Range from Full to Poor

· C 2.3.1.2  Multinational Integration - Range from Full to Poor 

· C 2.3.1.3  Staff Expertise - Limited (staff lacks skill in working together or lacks knowledge of assigned forces[logistics])

· C 2.3.1.4  Pre-Existing Command - No (ad hoc [logistics])   

· C 2.3.1.6  Communications Connectivity - Continuous (operates with almost no interruptions) 

· C 2.3.1.8  Information Exchange - Restricted [to allies and coalition partners]

· C 2.3.1.9  Information Volume - High (50 inputs per hour [containing highly consistent information]) 

· C 2.3.2.4  Component Headquarters Location – Separate

· C 2. 5.2  Lift assets - Robust (as planned)

· C 2. 5.3  En Route Support - Robust (as planned)

· C 2.5.4.1 Reception Facilities - Robust (as planned) to Little or No

C 3.0 Civil Environment

· C 3.1.1.2  Congressional Support - Full (resolution passed; non-partisan support)

· C 3.1.1.3  Interdepartmental/Interagency Relationships - Strong (fully cooperative)

· C 3.1.3  NCA Decisions - Clear and Unrestricted

· C 3.1.3.1  Number of Crises - Moderate (two)

· C 3.1.3.3  Mobilization Level – Partial

· C 3.3.6.1  Transportation Infrastructure [OCONUS] - Extensive to Limited

· C 3.3.6.2  Telecommunications Infrastructure [OCONUS] – Extensive to Limited



Criteria for Measurement (and Existing Standards if Known): 
· Percent - Of approved projects backlogged for funding.  (SN 7.2 -M1)

· Percent - Of joint force classified systems can be networked. (ST 5.1.2 -M15)

· Years - To fielding from initiation of R&D program.  (SN 7.2 - 12)

· Instances - Of problems (constraints) in timely development of required and validated systems and technologies.  (SN 7.2.2 -M3)

· Years - For Advanced Concept Technology Demonstrations (ACTDs) to enter production.  (SN 7.2.3 - M3)

· Years - To progress from concept exploration through EMD and production.  (SN 7.2.3 - M12)

· Instances - Of coordination problems (constraints) to effective and efficient planning and use of Joint testing (vice Service peculiar testing).  (SN 7.2.4 - M1)

· Months - That program is held up for testing.  (SN 7.2.4 - M16) 

· Line items - Backlogged.  (SN 4 - M1)

· Percent - Of planned sustainment delivered to theater during operations.  (SN 4 - M2)

· Tons - Of backlogged support requirements. (SN 4 - M5)

· Percent - Of actual operations worldwide for which sustainment base/infrastructure adequate. (SN 4.2.1 - M2)

· Percent - Of support infrastructure capable of supporting surge requirements.  (SN 4.2.1 - M5)

· Percent - Of Service and CINC requirements in inventory stocks. (SN 4.2.3 - M7)



Critical Performance Measure:  Months - To fully establish new sustainment infrastructure capable of satisfying essential requirements.  (SN-4 - M6)



Means: 

· Modular/expeditionary logistics units

· Integrated logistics infrastructure

· Fuse sustainment into seamless interoperable process

· Enhanced contingency contracting

· Integrated pre-positioning, host nation, and third part logistics 

· Enhanced battlespace sustainment

· DM-48  Provide lighter (less weight) more compact (smaller cube) supplies

· PE-19  Sustain combat power without requirements for massed inventories through reliable sustained flow, delivered in-time without sacrificing readiness, operational tempo, or force protection

· Rapid field repairs with a minimum number of common tools

· Rapidly replaceable major subsystem components



Most Demanding AOR, Mission and Scenario for Assessment (and Rationale):  Concurrent posture of engagement and multiple small scale contingencies while entering into a major theater war will place the most stress on optimizing the sustaining infrastructure.



Assessment Strategy (Suggested Events, Primary and Validating): 

1. Assess capability of current assets, processes, and strategies to satisfy support requirements for widely dispersed forces on a nonlinear battlefield. 

2. From this baseline assess experiments that show the impact of modifying support forces, concepts, procedures, and strategies.

3. Review studies, surveys, NDP, QDR, ACTDs etc.

4. Consider aspects reengineering, standardization, digitization, and integration.

5. Known assessment events are:

· Biennial Focused Logistics Wargame 2010 (FLOW). 

· Modular Force Design



Hypotheses:  Providing effective, efficient and responsive infrastructure and logistics support to meet CINC/warfighter operational requirements will improve logistics support to the operational commander.   



Other Affected JV 2010 Coordinating Authorities: Information Superiority, Command and Control



Other CA #1 Address: J-7/J-3

Tel (DSN):
E-Mail:


Interest/Connection: C2 aspects

Other CA #2 Address:  J-6

Tel (DSN):
E-Mail:


Interest/Connection: Information aspects

Remarks: Remarks: This Focused Logistics desired operational capability requires J-7/J-3 action to implement a fully integrated command and control system and J-6 action to establish a robust communications infrastructure for effective efficient use of assets.

       Key Words:

· Sustainment

· Best business practices

· Infrastructure

· Maintenance

· Supply

· Seamless distribution

· Tailored support

· Pre-positioning

· Contracting

· Host nation

· Third party logistics

· Services

· Engineering

· Asset visibility



Last update 8/25//98

DOC Number: FL-20
Title: Capability to synchronize, prioritize, direct, integrate and coordinate common user and cross-Service logistics functions.



DOC Description (General Summary): Coordinates logistics support to sustain the force in the execution of theater strategy, campaigns and joint operations.  Effectively employs the logistics capability of each Service in theater to support common requirements and general support missions.  Exploits the emerging logistics enablers and reduces the size of the logistics footprint.  Requires full integration of Component support capability; robust command, control, and communications; and reliable automated decision support systems.

Task:  Logistics management

JV 2010 Differences:
· Increased reliance on common user logistics support

· Smaller footprint

· Integrated logistics force providing increased tactical flexibility

· Single theater logistics management system

· Common logistics picture providing dynamic planning/replanning capability

· Asset visibility and control for predictive, anticipatory logistics management

· Rapid access to operational information with near perfect knowledge of logistics status of friendly forces



CA Sponsor: Focused Logistics



Organization Address: The Joint Staff, J-4, Readiness and Requirements, The Pentagon, Rm. 2D831, Washington, DC 20318-4000


Tel (DSN): 225-8540
Tel (Coml): (703) 695-7773


FAX (DSN): 227-2359
FAX (Coml): (703) 697-2359

E-Mail Address: J4focusedlogistics@js.pentagon.mil


Applicable Challenge(s): 
· Information Fusion 

· Joint Deployment/Rapid Distribution

· Force Health Protection

· Multinational Logistics

· Agile Infrastructure

· Joint Theater Logistics Management (primary)  



Core Task(s): 

· C2

· Mobility

· Sustainment



Subordinate Tasks:

· Develop policies, procedures and doctrine for seamless operations among joint force components. 

· Coordinate the fixing and maintaining of equipment.  (ST 4.1)

· Coordinate Support for Forces in AOR.  (ST 4.2)

· Distribute supplies/services for theater campaign and COMMZ.  (ST 4.3)

· Provide movement services within AOR.  (ST 4.3.1)

· Allocate all classes of supply per theater strategic plan.  (ST 4.3.2.1)

· Coordinate host nation support and third party contractual support.

· Maximize leverage of C4ISR

· General engineering

· Other services



UJTL Ref No: OP 5.4.5


UJTL Description: Coordinate/Integrate Components, Theater and Other Support.

Task Conditions: 

· C 2.2.5.2  Modern Information & Intelligence Processing Systems – Abundant (widely distributed throughout the force)

· C 2.2.5.3  Military Systems Reliability - High (few breakdowns and those fixed with out major effort)

· C 2.2.5.4  Military System Maturity - Evolved (numerous units equipped with new systems; follow on systems are in development)

· C 2.2.5.6  Interoperability - Range from Full to Some

· C 2.2.5.7  Military Force Relationships - Range from Strong to Poor

· C 2.3.1.1  Joint Staff Integration - Range from Full to Poor

· C 2.3.1.2  Multinational Integration - Range from Full to Poor 

· C 2.3.1.3  Staff Expertise - Limited (staff lacks skill in working together or lacks knowledge of assigned forces[logistics])

· C 2.3.1.4  Pre-Existing Command - No (ad hoc [logistics])   

· C 2.3.1.6  Communications Connectivity - Continuous (operates with almost no interruptions) 

· C 2.3.1.8  Information Exchange - Restricted [to allies and coalition partners]

· C 2.3.1.9  Information Volume - High (50 inputs per hour [containing highly consistent information]) 

· C 2.3.2.4  Component Headquarters Location – Separate



Criteria for Measurement (and Existing Standards if Known):  

· Hours - to establish initial communications with opposite numbers on Joint Staff and in supporting combatant command staff (after CINC HQ organized for crisis or war).  (ST 5.4.3.1  M6)

· Hours - To form combatant command staff. (ST 5.4.3.1  M7)

· Instances of friendly force orders/taskings significantly delayed because of unclear relationships with HQ. (ST 5.4.3. M9)

· Percent - Of decisions made in a timely manner and data presented to decision maker in suitable formats. (ST 5.1.3 M9)

· Percent - Of action addressees received strategic orders and significant information by any means. (ST 5.1.1 M5)



Critical Performance Measure: Percent - Of combat commanders’ orders properly executed by Command and supporting components.  (ST 5 - M7)



Means: 

· Joint material management

· Joint movement control

· Smart filters and joint decision support tools

· Total asset visibility

· Multi-level database access and security

· Improved information collection



Most Demanding AOR, Mission and Scenario for Assessment (and Rationale):  Concurrent posture of engagement and multiple small scale contingencies while entering into a dual major theater war will place the most stress on exchanging, processing, and acting on large volumes of information.



Assessment Strategy (Suggested Events, Primary and Validating): 
1. Evaluate baseline capability of current concepts, organizations, and processes to command and control logistics assets in support of widely dispersed forces in a nonlinear battlespace. 

2. Conduct excursions using alternative concepts, organizations, and processes. 

3. Establish joint doctrine working group

4. Develop doctrinal template

5. Revise joint publication

6. Integrate into OPLANS

7. Known assessment events are: 

· Biennial Focused Logistics Wargame 2010 (FLOW). 

· Conferences:  COLD Conference and JWCA principles



Hypotheses: The capability to synchronize, prioritize, direct, integrate and coordinate common user and cross-Service logistics functions will improve logistics support to the combat commander.



Other Affected JV 2010 Coordinating Authorities: Command and Control/Information superiority.



Other CA #1 Address:  J-7/J-3

Tel (DSN):
E-Mail:


Interest/Connection:  C2 aspects

Other CA #2 Address: J-6

Tel (DSN):
E-Mail:


Interest/Connection: Communications aspects

Remarks: This Focused Logistics desired operational capability requires J-7/J-3 action to implement a fully integrated command and control system and J-6 action to establish a robust communications infrastructure for effective efficient use of assets.

       Key Words:
· Command and control

· Logistics management

· Common user support

· Total asset visibility

· Joint materiel management center

· Materiel management center

· Joint movement control center

· Movement control center

· Theater logistics

· Joint task force

· Joint force commander
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DOC Number: FL-33

              (Includes FL-13; IS-86))
Title: Tailor units to provide essential care in theater and enhanced care during evacuation to definitive care.   


DOC Description (General Summary): Provides essential care in theater and more rapid evacuation to definitive care outside the theater.  Includes forward responder, forward resuscitative surgery, theater hospitalization, and enroute care.  Leverages technology, enhances capabilities, and employs reengineering and modernization to reduce the medical footprint. Provides CONUS casualty reception and definitive care.  Applies to casualties from both conventional and unconventional weapons. 

Task:  Casualty care and management

JV 2010 Differences:
· Near perfect knowledge of health status of friendly forces

· Joint use of deployed medical resources

· Tailored medical support

· Tailored medical forces

· Increased medical force agility

· Enhanced casualty evacuation

· Definitive care in CONUS

· Smaller medical footprint

· Essential in-theater care



CA Sponsor: Focused Logistics



Organization Address: The Joint Staff, J-4, Readiness and Requirements, The Pentagon, Rm. 2D831, Washington, DC 20318-4000


Tel (DSN): 225-8540
Tel (Coml): (703) 695-7773


FAX (DSN): 227-2359
FAX (Coml): (703) 697-2359

E-Mail Address: J4focusedlogistics@js.pentagon.mil



Applicable Challenge(s): 
· Force Health Protection

· Information Fusion



Core Task(s): 

· Sustainment

· Mobility

· Information Transport and Processing

· C2



Subordinate Tasks:

· Apply new medical technologies.

· Improve casualty estimates.

· Integrate joint use of deployed medical resources.

· Identify and Improve  means to treat casualties from weapons of mass destruction.

· Tailor joint [medical] forces for deployment.  (ST 7.1.3)

· Manage joint blood program in theater of operation/JOA.  (OP 4.4.3.1)

· Manage health service resources in theater of operation/JOA.   (OP 4.4.3.2)

· Manage the flow and track casualties in theater of operation/JOA.   (OP 4.4.3.2)

· Coordinate patient evacuation from AOR.  (ST 4.2.2.2)

· Provide adequate CONUS casualty reception for definitive care.  (FL-13)

· Identify presence and confirm exposure to BIO agents.

· Provide procedures to handle and manage suspected and confirmed NEOs who have been exposed to a BIO agent before, during, and after evacuation.

· Develop doctrine for medical decontamination of casualties.

· Identify and fund equipment, supplies, and personnel to decontaminate casualties in a joint environment.  



UJTL Ref No: OP 4.4..3


UJTL Description: Provide for Health Services in Theater of Operation/JOA.

Task Conditions: 

C 2.0  Military Environment

· C 2.2.5.2  Modern Information & Intelligence Processing Systems - Abundant (widely distributed throughout the force)

· C 2.2.5.3  Military Systems Reliability - High (few breakdowns and those fixed with out major effort)

· C 2.2.5.4  Military System Maturity - Evolved (numerous units equipped with new systems; follow on systems are in development)

· C 2.3.1.1  Joint Staff Integration - Full 

· C 2.3.1.6  Communications Connectivity - Continuous (operates with almost no interruptions) 

· C 2. 5.2  Lift assets - Robust (as planned)

· C 2. 5.3  En Route Support - Robust (as planned)

· C 2.5.4.1 Reception Facilities - Robust (as planned) to Little or No

C 3.0 Civil Environment

· C 3.1.1.2  Congressional Support - Full (resolution passed; non-partisan support)

· C 3.1.1.3  Interdepartmental/Interagency Relationships - Strong (fully cooperative)

· C 3.3.1.3  Civil Health - Robust to Poor

· C 3.3.1.4  Health Risk - Low to High

· C 3.3.6.1  Transportation Infrastructure - Extensive



Criteria for Measurement (and Existing Standards if Known): TBD

· Percent - Of Aeromedical Evacuees’ condition worsens during MedEvac flight.  (SN 1.2.8 - M17)

· Percent - Of Aeromedical Evacuees moved within 24 hours of being available.  (SN 1.2.8 - M19)

· Days - For CONUS hospital facilities to accommodate returning wounded and injured service members.  (SN 4.3.3 - M1)

· Hours - For casualty to obtain “stabilizing” medical care.  (SN 4.3.3 - M4)

· Days - For casualty to obtain “recuperative” medical care.  (SN 4.3.3 - M5)

· Percent - Of immediate casualties evacuated to further care within 24 hours (without mortality incident).  (ST 4.2.2 - M17)

· Percent - Of patients regulated to facilities with required capabilities.  (ST 4.2.2 - M22)

· Number - Returned to duty.



Critical Performance Measure:  Percent - Of patients not evacuated within theater evacuation policy time limits.  (OP 4.4.3.2 M2)



Means: 

· New medical technology

· Automated Planning Tools 

· Advanced surgical suite CONUS casualty reception

· Improved methods of hemorrhage control 

· Integrated joint use of medical resources

· Reengineering and modularization

· Joint medical doctrine including both conventional and unconventional environments 

· Joint health services and strategy

· IS-86  Provide ISR support to medical operations and evacuations in urban environments - including reach-back support to sophisticated rear area/CONUS expertise

· Forward antibiotics

· Medications to improve recovery rates 



Most Demanding AOR, Mission and Scenario for Assessment (and Rationale):  Concurrent posture of engagement and multiple small scale contingencies while entering into a major theater war will place the most stress on processing, treating, and evacuating large volumes of patients. 



Assessment Strategy (Suggested Events, Primary and Validating): 
1. Conduct up-front analyses, review current studies – determine baseline.

2. Validate strategy and architecture for providing casualty care and management.

3. Initial assessments may focus on events related to current processes.

4. As concepts reflecting this capability requirement are developed, additional assessment opportunities will be identified.

5. Modeling will be used to evaluate the effects of medical policy alternatives and the use of automated health planning tools on health service support across the full spectrum of military operations.  

6. Events currently identified for potential assessment include:

· CINCs Surgeons’ Conference

· Medical Logistics Planning IPR

· FMPACTD/Workshops

· Baltic Challenge 99

· Biennial Focused Logistics Wargame 2010 (FLOW)

· Appropriate CPXs, ACTDs, etc.

· Medical symposiums

· Strategic planning conferences

· Medical R&D and modernization

7. Acquire resources and implement



Hypotheses: Tailoring units to provide essential care in theater and enhanced care during evacuation to definitive care will reduce the medical footprint in theater while providing quality health care. 



Other Affected JV 2010 Coordinating Authorities: Information Superiority



Other CA #1 Address:  J-6

Tel (DSN):
E-Mail:


Interest/Connection:  Information aspects

Other CA #2 Address
Tel (DSN):
E-Mail:


Interest/Connection:

Remarks:

       Key Words:
· Casualty care

· Casualty management

· Medical

· Medical evacuation

· Hospital ship

· Joint medical health service system

· Medical technology

· Stable patient

· Stabilize patient
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DOC Number: FL-35

                  (Includes FL 14, 15, 16)
Title: Optimize logistical operations across and between all echelons, coalitions, and host nations.



DOC Description (General Summary): Provides sustainment support from sources other than the US military.  Includes harmonizing the logistics approaches of different national forces, increasing interoperability, and improving command and control and command relations.  Accomplished through in place bilateral logistics agreements and improved capability to conduct multinational operations within established organizations such as the UN and NATO.  Requires optimizing multinational logistics and information sharing capability.  Provides a common logistics picture for member forces, tailored to their requirements, and consistent with disclosure policies.  Includes policies, procedures, agreements, protocols, standards, access control, security, communications links, hardware and software, maintenance, redundancy, and survivability.

Task:  Optimize multinational logistics support.

JV 2010 Differences:
· Increased tactical flexibility through near perfect knowledge of logistics status of friendly forces

· Common logistics picture providing dynamic planning/replanning capability

· Sharing of multinational logistics information providing predictive, anticipatory logistics management

· Interoperable communications and logistics systems

· Common rules, policy, and processes

· Integrated multinational and 3rd party logistics

· Coordinated multinational support



CA Sponsor: Focused Logistics



Organization Address: The Joint Staff, J-4, Readiness and Requirements, The Pentagon, Rm. 2D831, Washington, DC 20318-4000


Tel (DSN): 225-8540
Tel (Coml): (703) 695-7773


FAX (DSN): 227-2359
FAX (Coml): (703) 697-2359

E-Mail Address: J4focusedlogistics@js.pentagon.mil



Applicable Challenge(s): 
· Joint Deployment/Rapid Distribution

· Multinational Logistics (primary)

· Agile Infrastructure

· Joint Theater Logistics Management System

· Force Medical Protection

· Information Fusion



Core Task(s):  

· Sustainment

· C2



Subordinate Tasks:

· Establish a framework for US involvement in multinational operations.

· Provide in-place, bilateral agreements, which facilitate improved multinational logistics.  (FL-14) 

· Expand bilateral agreements. 

· Arrange sustainment support for US forces.  (ST 8.3.3)

· Expand logistics integration with multinational organizations.  (FL-15) 

· Increase acquisition and cross-servicing agreements.

· Leverage multinational capabilities. 

· Manage and integrate third party logistics.  (ST 4.4.4)

· Coordinate host nation support.  (OP 5.7.5)

· Coordinate coalition support.  (OP 5.7.6)

· Share allied logistics information to enhance multinational interoperability.

· Share allied logistics information systems to enhance multinational interoperability.  (FL-16)

· Share technology to increase interoperability.

· Synchronize the exchange of command and control and support information among multinational organizations.

· Operate and manage theater communications and information systems.  (ST 5.1)

· Manage means of communicating operational information.  (OP 5.1.2)

· Coordinate and integrate joint multinational and interagency support.  (OP 5.7)

· Coordinate support for forces in the AOR.  (ST 4.2)

· Interact with integrated command and control system.

· Maximize leverage of C4ISR

· Mobility forces conferences

· Aeromedical evacuation conferences and re-engineering to capture aeromedical evacuation follow on capability



UJTL Ref No: ST 8..3


UJTL Description: Obtain Support for US Forces and Interests.

Task Conditions: 

C 2.0  Military Environment

· C 2.2.5.2  Modern Information & Intelligence Processing Systems - Abundant (widely distributed throughout the force)

· C 2.2.5.3  Military Systems Reliability - High (few breakdowns and those fixed with out major effort)

· C 2.2.5.4  Military System Maturity - Evolved (numerous units equipped with new systems; follow on systems are in development)

· C 2.2.5.6  Interoperability - Range from Full to Some

· C 2.2.5.7  Military Force Relationships - Range from Strong to Poor

· C 2.3.1.1  Joint Staff Integration - Full 

· C 2.3.1.6  Communications Connectivity - Continuous (operates with almost no interruptions) 

· C 2. 5.2  Lift assets - Robust (as planned) 

· C 2.3.1.2  Multinational Integration - Range from Full to Poor

· C 2.3.1.8  Information Exchange - Restricted [to allies and coalition partners]

· C 2.3.2.4  Component Headquarters Location – Separate

· C 3.0  Civil Environment

· C 3.1.1.2  Congressional Support - Full (resolution passed; non-partisan support)

· C 3.1.1.3  Interdepartmental/Interagency Relationships - Strong (fully cooperative)

· C 3.2.6.5  Internationalism - Strong to Anti 

· C 3.3.6.1  Transportation Infrastructure - Extensive to Limited

· C 3.3.6.2  Telecommunications Infrastructure - Extensive to Limited



Criteria for Measurement (and Existing Standards if Known): 
· Percent - Of approved projects backlogged for funding.  (SN 7.2 -M1)

· Percent - Of allies or coalition partners provide their proposed end state.  (OP 5.7.1 - M4)

· Percent - Of US government agencies provide their proposed end state.  (OP 5.7.1 - M5)

· Percent - Of peacetime support provided by allied host-nation.  (ST 8.2 - M13)

· Percent - of requested support/assistance requirements meet LAD or timeline.  (SN 8.1 - M11)

 

· Critical Performance Measure:  Percent - Of approved projects completed.  (ST 8.2 - M13)



Means: 
· Integrated multinational support

· Smart filters and joint decision support tools

· Fire walls

· Share selected logistics information

· Acquisition and cross service agreement (ACSA)

· Common TTP

· Joint doctrine

· Business rules and processes

· Policy and statements



Most Demanding AOR, Mission and Scenario for Assessment (and Rationale):  Concurrent posture of engagement and multiple small scale contingencies while entering into a major theater war will place the most stress on optimizing  multinational logistics operations.



Assessment Strategy (Suggested Events, Primary and Validating): 
1. Develop a strategy and architecture for exchanging logistics information among multinational organizations at multiple levels.

2. Validate strategy and architecture.

3. Potential assessment events include:

· Reserves participate in logistics missions with UN Mission Observer Groups

· CINCs/UN Exercise

· NATO LOG CAP

· GINGER GROUP

· UNIFIED ENDEAVOR 1999-3

· AGILE LION 2000

· UNIFIED ENDEAVOR 2001-1

· BRAVE KNIGHT 2001

· AGILE LION 2002

· UNIFIED ENDEAVOR 2003-2

· BRAVE KNIGHT 2003

· SOUTHCOM Peacekeeping Exercise

· Biennial Focused Logistics Wargame 2010 (FLOW)

· ACOM JV 2010 master assessments events

4.   Acquire resources and implement



Hypotheses: Optimizing logistical operations across and between all echelons, coalitions, and host nations will improve logistics support to the operational commander.



Other Affected JV 2010 Coordinating Authorities: 



Other CA #1 Address:

Tel (DSN):
E-Mail:


Interest/Connection:

Other CA #2 Address
Tel (DSN):
E-Mail:


Interest/Connection:

Remarks:

       Key Words:
· Multinational

· Coalition

· Joint and combined

· Information exchange

· Partnership for peace (PFP)

· NATO

· Focused logistics

· Interoperability

· Asset management

· United Nations

· Host nation

· Acquisition and cross service agreement (ACSA)
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Desired Operational Capability: Database Fields

DOC Number: IS (IO) -1  Title: Affect adversary ability to observe the battlespace

DOC Description (General Summary): To be able to affect the adversary’s ability to observe events in the battlespace relevant to the political/military competition.  Requires in-depth understanding of adversary space, air, land, and sea-based intelligence, surveillance, and reconnaissance infrastructure, assets, and information fusion capabilities for targeting purposes. (Also includes navigation systems because they contribute to battlespace awareness.) 2010 Differences:

· Virtual collaboration for IO with interagency, allies, NGOs/PVOs, International Organizations, host nation, and industry.

· Broad conflict spectrum to include MOOTW and MTW.

· Standing fused, integrated, all-source information on adversary’s information environment.

· Highly standardized data, and information management protocols, policies, and procedures.

· Flexible information and organization architectures to accommodate changes in technology, systems, doctrine and policy.

· Automated and secure friendly and adversary geo-location and status reporting.

· Multi-level access and multi-level security with increased access due to proliferation of information technologies and, simultaneously, more restricted access to specific areas of the adversary’s information environment.

· Shift from event-based threat portrayal to predictive, outcome-based, total battlespace picture, to include: disposition and intent of hostile forces; total asset awareness of friendly forces; visibility of allied/neutral forces and non-combatants; impacts of meteorological and oceanographic (METOC) conditions; and decision support systems to support processing and understanding information.

· Full integration of IO into deliberate and crisis action planning, as well as theater engagement, to include IO capabilities that optimize outcomes.

· Increased interagency cooperation focused on camouflage, concealment and deception particularly related to WMD.

· Increased interagency cooperation and focus on WMD counter-proliferation and combating terrorism.

· Outcome-based, predictive analysis to illuminate IO implications of various COAs.

· Expanded target sets in the information environment for offensive and defensive IO.

· NCA more extensively involved in IO actions; friendly and adversary NCA as originator and/or target of IO

· Enhanced quantity, quality, availability, reliability, non-repudiation, authentication, and networking of information. Assured continuous information.

· IO degrades adversary’s decision cycle time and significantly enhances friendly decision cycle time.

· Information systems describe critical protection requirements.

· Information systems describe critical IO targets.

· Proactive, offensively oriented defenses, including IO, to protect assets.

· For IO, more precise information on infrastructure, location, targeting, weapons, delivery vehicles, and BDA relative to the information environment.

· Increased adversary use of national or foreign commercial/consortium space-based assets, launch facilities, and infrastructure.

· Commercial-off-the-shelf technology and components to include those with signature reduction.

· Preemption and surprise more important to operations; offense dominant.

· Levels of war blending.

· Greater use of deception at all levels of war and phases of conflict.

· Redundant, hardened systems, nodes, and links. 

· Technological adaptation critical; possibility of battlefield surprise.

· Integrated and enhanced networks for HUMINT and ISR.

CA Sponsor:  Information Superiority (Information Operations Challenge Area) 

Organization Address:  LCDR Andy Wilde, J-39/CAPDIV/Policy & Plans   

Org Tele (DSN): 223-0787   Comm: 703-693-0787

E-Mail Address: wildeac@js.pentagon.mil                                  Fax Number:   703-614-7838

Applicable Challenges:  Information Operations

Core Task(s):  Affect adversary information and information systems

Subordinate Tasks:

Affect:

· The sensors, sensor platforms, computers, and other equipment that collect IMINT.

· The signals, data and components that support communications between IMINT sensors, sensor platforms, ground stations, and/or the fusion/analysis centers.

· The IMINT collectors and sensor platform operators.

· The sensors, sensor platforms, computers, and other equipment that collect SIGINT.

· The signals, data and components that support communications between SIGINT sensors, sensor platforms, ground stations, and/or the fusion/analysis centers.

· The SIGINT collectors and sensor platform operators.

· The sensors, sensor platforms, computers, and other equipment that collect MASINT.

· The signals, data, and equipment that support communications  between MASINT sensors, sensor platforms, ground stations, and/or the fusion/analysis centers.

· The MASINT collectors and sensor platform operators.

· The sensors,  computers, and other equipment that supports HUMINT.

· The signals, data, and equipment that support communications between HUMINT collectors and the fusion and/or analysis centers.

· The human collectors (which include agents, officers, deployed ground personnel, travelers, defectors, and émigrés).

· The computers, databases, sensors and other equipment that collect and store open source material, monitor broadcasts and other public activity.

· The signals, data and equipment that support communications between OSINT collectors, sensors, transmission satellites, ground stations, and/or the fusion/analysis centers.

· The OSINT collectors and sensor platform operators. 

· The computers, analysis aids, power sources and other equipment within fusion centers that process raw data into a readable format.

· The signals, data and equipment that support communications between key computers and other nodes within and between fusion centers.

· The analysts, equipment/computer operators, and other personnel within fusion centers. 

· The computers, databases, power sources and other equipment within an analysis center that help to analyze fused data.

· The comm signals and the data/components that support communications  between key nodes within and between analysis centers and to/from fusion centers.

· The analysts, equipment/computer operators, and other personnel within analysis centers. 

Specific Examples:

· Deny ability to determine infiltration/exfiltration and track movements of SOF forces

· Deny access to weather information

· Disrupt/deny use of navigational information

· Mask movement of air, land, and sea transportation assets 

· Penetrate and disrupt intelligence communication process

· Deny capability to track air, ground, and naval forces 

· Deceive adversary perception of friendly activity (OP 6.4)

· Penetrate and disable adversary broad area processing capabilities

· Cloak the existence of real targets

· Create false targets and confusing target signatures

· Jam RF and optical sensors

· Jam sensor down-links

· Destroy dedicated satellite ground-link connections

· Destroy broad area space-based sensors that cover battle area

· Destroy broad area space-based sensors that can view into and overfly friendly force locations

· Disable connectivity to commercial and multinational space assets

· Employ Operations Security (OPSEC) measures to deny critical information necessary by an adversary commander to accurately estimate the enemy situation (OP 6.3.1)

· Conduct information loss assessment (ILA) [or BDA] after IO attack

UJTL Ref No: OP 5.6
Description:  Employ operational information warfare.

UJTL Ref No: OP 6.4
Description: Conduct deception in support of subordinate campaigns and major operations.

Task Conditions:

Criteria for Measurement (and Existing Standards if Known):

Means:

· Cross-Service, cross-platform, cross-discipline, cross-echelon and cross-agency integration of IO, including coalition operations

· Relevant, flexible doctrine and TTP for IO. Focus on leadership development, training and education

· Advanced modeling and simulation, including human factors and nodal analysis focused on IO. Includes tools for forecasting and predicting future IO branches and sequels

· Identify, track, and remove/mitigate friendly IO vulnerabilities. Includes use of integrated multi-purpose, multi-capable sensors

· Comprehensive, near real-time, interactive, tailored display of relevant information for a common operational picture (COP), including visualization of the information environment

· Simplified, streamlined, and integrated processes

· Agile, tailorable organizations with secure real-time, interactive connectivity with seniors and subordinates

· Scientific and technological exchange with government and non-government agencies outside DOD, including networked experts and databases

· Integrated information management systems

· Total asset visibility using a combination of information management, sensors, precise location, interagency/host nation/third party capabilities and a responsive communications system

· Predictive, automated planning tools and decision aids to minimize unintended consequences in IO

· Versatile, rapid display and comprehension capabilities to provide a common, relevant and shared picture of the information environment. Enables real-time, reliable, accurate identification, location, targeting, re-targeting, and engagement of adversary information centers of gravity.

· Metrics and measures of effectiveness to measure relative state of information superiority and freedom of action

· Full interagency integration of perception management in IO, including public affairs and PSYOPS

· All-source system tool to model the adversary’s view of the battlespace.

· Split-based and reach back IO capabilities

· Family of advanced IO tools, tailorable to achieve desired effects on the adversary’s information environment.

· On demand satellite deployment.

· Space-based/ground-based lasers, directed energy weapons, anti-satellite weapons.

· Precise and wide-area destruction and disruption capabilities.

· Multi-capable UAVs.

· Integrated/enhanced HUMINT.

· Disrupt adversary IPB.

Most Demanding AOR, Mission and Scenario for Assessment (and Rationale):

· USFK/PACOM: MTW; deterrence and warfighting; condensed battlespace; multiple threats, third parties; mid-high-tech PRC, nuclearization of region; territorial issues

· CENTCOM: MTW; terrorism; technological diffusion; counter-proliferation; third parties; strained US relations

· EUCOM: Peace Keeping Operations; MOOTW; ambiguous threats; ethnic and religious irritants

· SOUTHCOM: MOOTW; narcoterrorism; transnational crime

Assessment Strategy (Suggested Events, Primary and Validating):
· Pol/Mil and War Games (primary)

· Demonstrations and Experiments (primary)

· Modeling and Simulation (secondary)

Hypotheses:  If we can affect the adversary’s ability to observe and understand the battlespace, then we will have achieved an advantage in the information environment relative to that adversary.

Other Affected JV 2010 Coordinating Authorities: (DM, PE, FL, FDP, IS, TI, or FSD/Joint C2)

Desired Operational Capability: Database Fields

DOC Number: IS (IO) - 2  Title:  Affect adversary ability to command and control forces
DOC Description (General Summary): To be able to affect the information and information systems that allow the adversary to transmit information about the battlespace to decision-makers (commanders) who will decide how to act on that information and will communicate those decisions to forces in the field.  Includes the ability to affect the perceptions of adversary political and/or military leadership, and information systems that enable horizontal command and control of the battlespace. 2010 Differences:

· Virtual collaboration for IO with interagency, allies, NGOs/PVOs, International Organizations, host nation, and industry.

· Broad conflict spectrum to include MOOTW through MTW.

· Standing fused, integrated, all-source information on adversary’s information environment.

· Highly standardized data, and information management protocols, policies, and procedures.

· Flexible information and organization architectures to accommodate changes in technology, systems, doctrine and policy.

· Automated and secure friendly and adversary geo-location and status reporting.

· Multi-level access and multi-level security with increased access due to proliferation of information technologies and, simultaneously, more restricted access to specific areas of the adversary’s information environment.

· Shift from event-based threat portrayal to predictive, outcome-based, total battlespace picture, to include: disposition and intent of hostile forces; total asset awareness of friendly forces; visibility of allied/neutral forces and non-combatants; impacts of meteorological and oceanographic (METOC) conditions; and decision support systems to support processing and understanding information.

· Full integration of IO into deliberate and crisis action planning, as well as theater engagement, to include IO capabilities that optimize outcomes.

· Increased adversary use of national or foreign commercial/consortium space-based assets, launch facilities, and infrastructure.

· Increased interagency cooperation focused on camouflage, concealment and deception related to WMD.

· Optimized capability to recognize the full scope of WMD indicators.

· Increased interagency cooperation and focus on WMD counter-proliferation and combating terrorism.

· Outcome-based, predictive analysis to illuminate IO implications of various COAs.

· Expanded target sets in the information environment for offensive and defensive IO.

· NCA more extensively involved in IO actions; friendly and adversary NCA as originator and/or target of IO.

· Enhanced quantity, quality, availability, reliability, non-repudiation, authentication, and networking of information. Assured continuous information.

· IO degrades adversary’s decision cycle time and significantly enhances friendly decision cycle time.

· Information systems describe critical protection requirements.

· Proactive, offensively oriented defenses, including IO, to protect assets.

· For IO, more precise information on infrastructure, location, targeting, weapons, delivery vehicles, and BDA relative to the information environment.

· Commercial-off-the-shelf technology and components to include those with signature reduction.

· Preemption and surprise more important to operations; offense dominant.

· Levels of war blending.

· Greater use of deception at all levels of war and phases of conflict.

· Redundant, hardened systems, nodes, and links. 

· Technological adaptation critical; possibility of battlefield surprise.

CA Sponsor:  Information Superiority (Information Operations Challenge Area)

Organization Address: LCDR Andy Wilde, J-39/CAPDIV/Policy & Plans  

Org Tele (DSN): 223-0787   Comm: 703-693-0787

E-Mail Address: wildeac@js.pentagon.mil                                  Fax Number:   703-614-7838

Applicable Challenges:  Information Operations

Core Task(s):   Affect adversary information and information systems

Subordinate Tasks:  

Affect:

· Computers, databases, and other equipment that provide an interactive and scalable display of the battlespace to the commander.  

· Signals, data, and components that support communication of the display of the battlespace from fusion and analysis centers to visualization system nodes.  

· The operators of visualization systems.

· Those computers, databases, etc. with data on past experiences and history relevant to the current situation.

· The communications links between the commander and the databases of information detailing past experiences and history relevant to the current situation.  

· The perceptions of the commander and his planners and staff based on past experiences and established precedents relevant to the current situation

· Those databases, computers, and other equipment that support the strategy and policy making process.

· Those signals, data and equipment used to communicate strategy and policy between/amongst key decision-makers.

· Those people that formulate and/or influence strategy or national security policy.  They include national leadership, policymakers, legislators, and national population/will.

· Computers, databases, automated decision aid processors (such as the Joint Distributed Planning System and COA) that support operational level planning.

· Links to/from operational level HQs & planning staffs and between them and automated decision aids.  

· Operational/theater level commanders (such as the JTF commander and JFAC), planners, and their staffs.

· The computers, databases, and other equipment used to order and lead forces on the operational/ strategic level.

· The signals, data, and equipment that support the communications used to order and lead forces on the operational/strategic level.

· Officers and supporting personnel involved in ordering and leading forces on the operational/strategic level.

· The computers, databases, and other equipment used to coordinate forces on the tactical level in the battlespace. 

· The signals, data, and equipment used to support communications that coordinate forces on the tactical level in the battlespace.

· Personnel involved in coordinating forces on the tactical level in the battlespace - especially the tactical-level commanders.

Specific Examples:

· Disrupt C2 for WMD

· Disrupt/destroy C2 landline networks
Penetrate and take control of enemy land-line network switching facilities

· Destroy terrestrial RF communications assets

· Disrupt "horizontal coordination cycle" for preplanned operations (OP 3.2.5)

· Overload communications links between political leadership and commanders 

· Intercept the output of the decision process at an early stage so that counteractions can be taken

· Shape and influence adversary public support for leadership (OP 3.2.2.1)

· Influence enemy leadership to make decisions favorable to US national security interests

· Conduct PSYOP campaign to send clear message about friendly capability and will to use force (OP 3.2.2.1)

· Conduct PSYOP campaign towards adversary public regarding risks of war and intentions of their government (OP 3.2.2.1)

· Expose enemy troop activities

· Deny or delay nuclear C2

· Inhibit or prevent use of automated reporting and control systems during crisis 

· Temporarily deny international communications connectivity

· Degrade or deny C2 of ground forces 

· Degrade or deny C2 of air forces

· Degrade or deny C2 of naval forces

· Disrupt/degrade use of space-based C2 assets

· Disrupt OPTEMPO, preventing concentration and coordination of forces

· Penetrate adversary communications control software with the intent of disabling or rerouting critical transmissions between his political leadership and his military forces

· Penetrate and destroy all communications network control software

· Jam command tasking communications links

· Jam satellite communications down-links

· Destroy C2 facilities

· Destroy all land-line systems that connect the adversary’s political leadership with his forces

· Disable connectivity to commercial and multinational space assets

· Posture joint forces for operational formations (OP 1.2.2)

· Integrate lethal and/or non-lethal attacks, to include friendly C2W and EW measures (OP 3.2.7)

· Conduct information loss assessment (ILA) [or BDA] after IO attack

UJTL Ref No: OP 5.6
Description: Employ operational information warfare.

Task Conditions:

Criteria for Measurement (and Existing Standards if Known):

Means:

· Cross-Service, cross-platform, cross-discipline, cross-echelon and cross-agency integration of IO, including coalition operations

· Relevant, flexible doctrine and TTP for IO. Focus on leadership development, training and education

· Advanced cognitive tools and automated, predictive decision aids, including use of artificial intelligence

· Advanced modeling and simulation, including human factors and nodal analysis focused on IO. Includes tools for forecasting and predicting future IO branches and sequels

· Comprehensive, near real-time, interactive, tailored display of relevant information for a common operational picture (COP), including visualization of the information environment

· Simplified, streamlined, and integrated processes

· Agile, tailorable organizations with secure real-time, interactive connectivity with seniors and subordinates

· Exchange of advanced psychological and sociological concepts and processes with government and non-government agencies outside DOD, including networked experts and databases

· Integrated information management systems

· Total asset visibility using a combination of information management, sensors, precise location, interagency/host nation/third party capabilities and a responsive communications system

· Predictive, automated planning tools and decision aids to minimize unintended consequences in IO

· Versatile, rapid display and comprehension capabilities to provide a common, relevant and shared picture of the information environment. Enables real-time, reliable, accurate identification, location, targeting, re-targeting, and engagement of adversary information centers of gravity.

· Metrics and measures of effectiveness to measure relative state of information superiority and freedom of action

· Full interagency integration of perception management in IO, including public affairs and PSYOPS

· ID key leaders/decision-makers and develop bios and psychological models.

· Split-based and reach back IO capabilities

· Family of advanced IO tools, tailorable to achieve desired effects on the adversary’s information environment.

· On demand satellite deployment.

· Space-based/ground-based lasers, directed energy weapons, anti-satellite weapons.

· Precise and wide-area destruction and disruption capabilities.

· Multi-capable UAVs.

· Disrupt adversary IIPB.

Most Demanding AOR, Mission and Scenario for Assessment (and Rationale):

· CENTCOM: networked terrorism; greater opportunity to obtain information, technology, and weapons; US-allied and friendly relations unclear.

· USFK/PACOM: MTW; deterrence/warfighting; centralized C2; low-high tech assets and infrastructure; more space-related activity

· EUCOM: Peace Keeping Operations; ambiguous groups; dispersed C2; greater opportunity to obtain information, technology, and weapons

· SOUTHCOM: networked narcoterrorism; ideological motivations; dispersed C2; proliferation

Assessment Strategy (Suggested Events, Primary and Validating):
· Pol/Mil and War Games (primary)

· Conferences and Symposia (secondary)

· Demonstrations and Experiments (secondary)

· Modeling and Simulation

· Exercises

Hypotheses:  If we can degrade an adversary’s ability to effectively command, control, and communicate with his own forces, we will achieve an advantage in the information environment relative to that adversary.

Other Affected JV 2010 Coordinating Authorities: (DM, PE, FL, FDP, IS, TI, or FSD/Joint C2)

Other CA #1 Address:

Telephone (DSN):              Comm:

E-Mail:                              Fax:
Interest/Connection:

Other CA #2 Address:

Telephone (DSN):              Comm:

E-Mail:                              Fax:
Interest/Connection:

Remarks:



Desired Operational Capability: Database Fields

DOC Number:  IS (IO) – 3  Title:  Affect the effectiveness of adversary forces

DOC Description (General Summary): To be able to affect the adversary’s information and information systems that directly enable weapons, weapons platforms and/or troops to execute their assigned missions. 2010 Differences:

· Virtual collaboration for IO with interagency, allies, NGOs/PVOs, International Organizations, host nation, and industry.

· Standing fused, integrated, all-source information on adversary’s information environment.

· Broad conflict spectrum to include MOOTW and MTW.

· Highly standardized data, and information management protocols, policies, and procedures.

· Flexible information and organization architectures to accommodate changes in technology, systems, doctrine and policy.

· Automated and secure friendly and adversary geo-location and status reporting.

· Multi-level access and multi-level security with increased access due to proliferation of information technologies and, simultaneously, more restricted access to specific areas of the adversary’s information environment.

· Shift from event-based threat portrayal to predictive, outcome-based, total battlespace picture, to include: disposition and intent of hostile forces; total asset awareness of friendly forces; visibility of allied/neutral forces and non-combatants; impacts of meteorological and oceanographic (METOC) conditions; and decision support systems to support processing and understanding information.

· Full integration of IO into deliberate and crisis action planning, as well as theater engagement, to include IO capabilities that optimize outcomes.

· Increased adversary use of national or foreign commercial/consortium space-based assets, launch facilities, and infrastructure.

· Increased interagency cooperation focused on camouflage, concealment and deception particularly related to WMD.

· Optimized capability to recognize the full scope of WMD indicators.

· Increased interagency cooperation and focus on WMD counter-proliferation and combating terrorism.

· Outcome-based, predictive analysis to illuminate IO implications of various COAs.

· Expanded target sets in the information environment for offensive and defensive IO.

· NCA more extensively involved in IO actions; friendly and adversary NCA as originator and/or target of IO

· Enhanced quantity, quality, availability, reliability, non-repudiation, authentication, and networking of information. Assured, continuous information

· IO degrades adversary’s decision cycle time and significantly enhances friendly decision cycle time

· Information systems describe critical protection requirements

· Proactive, offensively oriented defenses, including IO, to protect assets

· For IO, more precise information on infrastructure, location, targeting, weapons, delivery vehicles, and BDA relative to the information environment.
· Commercial-off-the-shelf technology and components to include those with signature reduction.

· Preemption and surprise more important to operations; offense dominant.

· Levels of war blending.

· Greater use of deception at all levels of war and phases of conflict.

· Redundant, hardened systems, nodes, and links. 

· Technological adaptation critical; possibility of battlefield surprise.

CA Sponsor:  Information Superiority (Information Operations Challenge Area)

Organization Address: LCDR Andy Wilde, J-39/CAPDIV/Policy & Plans   

Org Tele (DSN):   223-0787   Comm: 703-693-0787

E-Mail Address: wildeac@js.pentagon.mil                                  Fax Number:   703-614-7838

Applicable Challenges:  Information Operations

Core Task(s):  Affect adversary information and information systems

Subordinate Tasks: 

Affect:

· The systems and data that detect, identify, and locate a target in sufficient detail to permit the effective employment of a weapon(s), platforms, or forces.

· The data and components that support communications between the target acquisition node and the weapon(s), platforms, or forces.

· The human operator(s) of the target acquisition system nodes and links.

· The components, databases, computers that allow for: precise and continuous position-finding of targets; locking onto a point of radiation and obtaining guidance; or a gun to remain properly aimed.

· The data, components, and signals that enable the communications necessary for target engagement by a weapon(s) or group(s) of forces.

· Human operators, who monitor data and information flow, operate, use, and maintain the weapons that engage.

· A group of interrelated fire control equipment and/or instruments designed for use with a weapon or group of weapons.  

· The data, signals, and comm. links that connect the fire control nodes so that they support data reception, analysis, and communication to weapon(s), platforms, forces, and personnel.  

· The human operator(s) that control and use fire control equipment and instruments, as well as the weapon(s) and platforms, or that comprise groups of forces.

· The components of a weapon system that evaluate flight information, correlate it with target data, and determine the desired flight path of a missile or PGM.  

· The signals, data, and components that enable target intelligence info. received by the missile to be used to effectively guide a weapon to its intended target. 

· Any personnel involved in operating these nodes and links that guide the flight path of missiles and PGMs.

· The components, databases,  etc. of a vehicle, ship, and aircraft that allow it to perform desired movements.  Example: avionics, electric drives, etc.

· The signals, data, and components that enable or direct the communication of   movement requirements.

· Operators who authorize, direct, or execute desired movements of vehicles, ships, or aircraft.

Specific Examples:

· Deny capability to attack space systems

· Deny ground, naval, air, and air defense systems ability to engage

· Deny, disrupt capability to employ or deploy missiles

· Disrupt, corrupt ability to mobilize ground forces 

· Deny, disrupt capability to employ non-strategic naval forces

· Attack enemy jamming units

UJTL Ref No: OP 5.6
Description: Employ operational information warfare.

UJTL Ref No: OP 3.2 (3.2.2)
Description: Attack operational targets (using electronic attack and other IW capabilities to engage operational land, sea, and air targets with non-lethal, joint and multinational means to degrade, impair, disrupt, or delay the performance of enemy operational forces, tasks, and facilities.)

Task Conditions: Proliferation of rapidly locatable, mobile, and stealthy targets, to include information environment nodes

Criteria for Measurement (and Existing Standards if Known):

Means:

· Cross-Service, cross-platform, cross-discipline, cross-echelon and cross-agency integration of IO, including coalition operations

· Relevant, flexible doctrine and TTP for IO. Focus on leadership development, training and education

· Advanced cognitive tools and automated, predictive decision aids, including use of artificial intelligence

· Advanced modeling and simulation, including human factors and nodal analysis focused on IO. Includes tools for forecasting and predicting future IO branches and sequels

· Comprehensive, near real-time, interactive, tailored display of relevant information for a common operational picture (COP), including visualization of the information environment

· Simplified, streamlined, and integrated processes

· Agile, tailorable organizations with secure real-time, interactive connectivity with seniors and subordinates

· Scientific and technological exchange with government and non-government agencies outside DOD, including networked experts and databases

· Exchange of advanced psychological and sociological concepts and processes with government and non-government agencies outside DOD, including networked experts and databases

· Integrated information management systems

· Total asset visibility using a combination of information management, sensors, precise location, interagency/host nation/third party capabilities and a responsive communications system

· Predictive, automated planning tools and decision aids to minimize unintended consequences in IO

· Versatile, rapid display and comprehension capabilities to provide a common, relevant and shared picture of the information environment. Enables real-time, reliable, accurate identification, location, targeting, re-targeting, and engagement of adversary information centers of gravity.

· Metrics and measures of effectiveness to measure relative state of information superiority and freedom of action

· Full interagency integration of perception management in IO, including public affairs and PSYOPS

· Split-based and reach back IO capabilities

· Family of advanced IO tools, tailorable to achieve desired effects on the adversary’s information environment.

· On demand satellite deployment.

· Space-based/ground-based lasers, directed energy weapons, anti-satellite weapons.

· Precise and wide-area destruction and disruption capabilities.

· Multi-capable UAVs.

· SOF infiltration.

· Disrupt adversary IIPB.

Most Demanding AOR, Mission and Scenario for Assessment (and Rationale):

· USFK/PACOM: low-high tech forces across all operational media; nuclearized region; dual-use infrastructure

· CENTCOM: MOOTW-MTW; all types of weapons and forces

Assessment Strategy (Suggested Events, Primary and Validating):
· Demonstrations and Experiments (primary)

· Modeling and Simulation (secondary)

· Exercises (secondary)

· Pol/Mil and War Games

· Conferences and Symposia

Hypotheses: If we can affect the information and information systems that enable the adversary’s  weapons, weapons platforms and/or troops to execute their assigned missions, then we will have achieved an advantage in the information environment relative to that adversary.  

Other Affected JV 2010 Coordinating Authorities: (DM, PE, FL, FDP, IS, TI, or FSD/Joint C2)

Other CA #1 Address:

Telephone (DSN):              Comm:

E-Mail:                              Fax:
Interest/Connection:

Remarks:

Desired Operational Capability:  Database Fields

DOC Number: IS (IO) - 4  Title:  Affect adversary ability to support forces
DOC Description (General Summary): To be able to affect the information and information systems that enable effective human resource utilization, efficient movement of forces, defense industrial base/acquisition processes, and materiel resupply and logistical support. 2010 Differences:

· Virtual collaboration for IO with interagency, allies, NGOs/PVOs, International Organizations, host nation, and industry.

· Standing fused, integrated, all-source information on adversary’s information environment.

· Broad conflict spectrum to include MOOTW and MTW.

· Highly standardized data, and information management protocols, policies, and procedures.

· Flexible information and organization architectures to accommodate changes in technology, systems, doctrine and policy.

· Automated and secure friendly and adversary geo-location and status reporting.

· Multi-level access and multi-level security with increased access due to proliferation of information technologies and, simultaneously, more restricted access to specific areas of the adversary’s information environment.

· Shift from event-based threat portrayal to predictive, outcome-based, total battlespace picture, to include: disposition and intent of hostile forces; total asset awareness of friendly forces; visibility of allied/neutral forces and non-combatants; impacts of meteorological and oceanographic (METOC) conditions; and decision support systems to support processing and understanding information.

· Full integration of IO into deliberate and crisis action planning, as well as theater engagement, to include IO capabilities that optimize outcomes.

· Increased adversary use of national or foreign commercial/consortium space-based assets, launch facilities, and infrastructure.

· Increased interagency cooperation focused on camouflage, concealment and deception particularly related to WMD.

· Optimized capability to recognize the full scope of WMD indicators.

· Increased interagency cooperation and focus on WMD counter-proliferation and combating terrorism.

· Outcome-based, predictive analysis to illuminate IO implications of various COAs.

· Expanded target sets in the information environment for offensive and defensive IO.

· NCA more extensively involved in IO actions; friendly and adversary NCA as originator and/or target of IO

· Enhanced quantity, quality, availability, reliability, non-repudiation, authentication, and networking of information. Assured, continuous information

· IO degrades adversary’s decision cycle time and significantly enhances friendly decision cycle time

· Information systems describe critical protection requirements

· Proactive, offensively oriented defenses, including IO, to protect assets

· For IO, more precise information on infrastructure, location, targeting, weapons, delivery vehicles, and BDA relative to the information environment.

· Commercial-off-the-shelf technology and components to include those with signature reduction.

· Preemption and surprise more important to operations; offense dominant.

· Levels of war blending.

· Greater use of deception at all levels of war and phases of conflict.

· Redundant, hardened systems, nodes, and links. 

· Technological adaptation critical; possibility of battlefield surprise.

CA Sponsor:  Information Superiority (Information Operations Challenge Area)

Organization Address: LCDR Andy Wilde, J-39/CAPDIV/Policy & Plans   

Org Tele (DSN): 223-0787   Comm: 703-693-0787   

E-Mail Address: wildeac@js.pentagon.mil                                  Fax Number:   703-614-7838

Applicable Challenges:  Information Operations

Core Task(s):  Affect adversary information and information systems

Subordinate Tasks:

Affect:

· The grouping of systems (computers, databases, etc.) which support research and development. 

· The comm links between laboratories and their systems for evaluation, testing and decisionmaking .

· Those who conduct the R&D as well as those who maintain the databases, computers, and tools which conduct R&D.

· All the computers, decision making tools and electronic equipment which are involved in the production process.

· The links between the scheduling tools, the facilities which produce the supplies, and between the computers and comm links and the human operators.

· All people involved in the production process.

· The grouping of systems (computers, databases, etc.) which provide access to inventory information. Also included are the depots and inventory control points that store the needed supplies.

· The comm links between the inventory systems and the depots and inventory control points, and between the forces on the front which need the supplies.

· Those people who maintain the databases, computers, etc. which provide the information on the available supplies to the depots and forces.

· The diagnostics that inform of failure, the computer systems which alert for preventive maintenance and the decision making tools which help determine the reasons for system failures.

· The comm links between the computers, tools, and people involved in the process of repair.

· Those people involved in the process of repair from determination of the failure to restoration.

· All databases, computers and systems that provide for the assembling and organizing of personnel, supplies, and materiel.

· The comm links that connect the databases and the people to the information involved in mobilization-specific supply.

· The people involved in the process of providing the supplies specifically necessary to mobilize.

· All of the computers, databases, and electrical equipment on weapon systems which provide for the air transport of supplies.  

· The comm links between the systems and people involved in the process of transporting supplies between depots and forces.

· The human operators of the computers and transport assets which allow for the movement of supplies.

· All of the computers, databases, and electrical equipment on weapon systems which provide for the land transport of supplies.  

· The comm links between the systems and people involved in the process of transporting supplies between depots and inventory control points and forces by land.

· The human operators of the computers and transport assets that provide for the movement of supplies by land.

· All of the computers, databases, and electrical equipment on weapon systems which provide for the sea transport of supplies.  

· The comm links between the systems and people involved in the process of transporting supplies between depots and inventory control points and forces by sea.

· The human operators of the computers and transport assets which provide for the movement of supplies by sea.

Specific Examples:

· Disrupt/degrade information systems supporting adversary logistical infrastructure

· Deny, disrupt space launch capabilities

· Affect WMD R&D and production facilities

· Affect WMD/strategic delivery systems' R&D, acquisition

· Penetrate field logistics info systems and reroute equipment

· Manipulate or corrupt personnel records databases

· Provide misleading information in order to degrade weapons during acquisition

· Isolate theater of operations to deny adversary access to key sectors and impede adversary’s movement of supplies by sea, land and air from outside of the operational area (OP 1.5.4)

· Disrupt/neutralize critical portions of adversary civil infrastructure

· Conduct information loss assessment (ILA) [or BDA] after IO attack

UJTL Ref No: OP 5.6
Description: Employ operational information warfare.

Task Conditions:

Criteria for Measurement (and Existing Standards if Known):

Means:

· Cross-Service, cross-platform, cross-discipline, cross-echelon and cross-agency integration of IO, including coalition operations

· Relevant, flexible doctrine and TTP for IO. Focus on leadership development, training and education

· Advanced cognitive tools and automated, predictive decision aids, including use of artificial intelligence

· Advanced modeling and simulation, including human factors and nodal analysis focused on IO. Includes tools for forecasting and predicting future IO branches and sequels

· Comprehensive, near real-time, interactive, tailored display of relevant information for a common operational picture (COP), including visualization of the information environment

· Simplified, streamlined, and integrated processes

· Agile, tailorable organizations with secure real-time, interactive connectivity with seniors and subordinates

· Scientific and technological exchange with government and non-government agencies outside DOD, including networked experts and databases

· Integrated information management systems

· Total asset visibility using a combination of information management, sensors, precise location, interagency/host nation/third party capabilities and a responsive communications system

· Predictive, automated planning tools and decision aids to minimize unintended consequences in IO

· Versatile, rapid display and comprehension capabilities to provide a common, relevant and shared picture of the information environment. Enables real-time, reliable, accurate identification, location, targeting, re-targeting, and engagement of adversary information centers of gravity.

· Metrics and measures of effectiveness to measure relative state of information superiority and freedom of action

· Full interagency integration of perception management in IO, including public affairs and PSYOPS

· Split-based and reach back IO capabilities

· Family of advanced IO tools, tailorable to achieve desired effects on the adversary’s information environment.

· On demand satellite deployment.

· Space-based/ground-based lasers, directed energy weapons, anti-satellite weapons.

· Precise and wide-area destruction and disruption capabilities.

· Multi-capable UAVs.

· Direct delivery capabilities.

· Disrupt adversary IIPB.

Most Demanding AOR, Mission and Scenario for Assessment (and Rationale):

· CENTCOM: MTW; SLOCS/ALOCS; allied-third party issues; CW/BW; anti-access, mines

· Russia: crisis;  Strategic and Theater Nuclear Force regeneration; ASATs; SBL

Assessment Strategy (Suggested Events, Primary and Validating):
· Demonstrations and Experiments (primary)

· Pol/Mil and War Games (secondary)

· Exercise

· Modeling and Simulation

Hypotheses: If we can affect the information and information systems that enable the adversary to support and sustain his forces, then we will have achieved an advantage in the information environment relative to that adversary.

Other Affected JV 2010 Coordinating Authorities:  (DM, PE, FL, FDP, IS, TI, or FSD/Joint C2)

Other CA #1 Address:

Telephone (DSN):              Comm:

E-Mail:                              Fax:
Interest/Connection:

Other CA #2 Address:

Telephone (DSN):              Comm:

E-Mail:                              Fax:
Interest/Connection:

Desired Operational Capability:  Database Fields

DOC Number: IS (IO) - 5  Title:  Affect critical adversary civilian  infrastructure
DOC Description (General Summary): To be able to affect the adversary’s network of independent man-made systems and processes that function collaboratively and synergistically to produce and distribute a continuous flow of essential goods and services. 2010 differences:

· Virtual collaboration for IO with interagency, allies, NGOs/PVOs, International Organizations, host nation, and industry.

· Standing fused, integrated, all-source information on adversary’s information environment.

· Broad conflict spectrum to include MOOTW and MTW.

· Highly standardized data, and information management protocols, policies, and procedures.

· Flexible information and organization architectures to accommodate changes in technology, systems, doctrine and policy.

· Automated and secure friendly and adversary geo-location and status reporting.

· Multi-level access and multi-level security with increased access due to proliferation of information technologies and, simultaneously, more restricted access to specific areas of the adversary’s information environment.

· Shift from event-based threat portrayal to predictive, outcome-based, total battlespace picture, to include: disposition and intent of hostile forces; total asset awareness of friendly forces; visibility of allied/neutral forces and non-combatants; impacts of meteorological and oceanographic (METOC) conditions; and decision support systems to support processing and understanding information.

· Full integration of IO into deliberate and crisis action planning, as well as theater engagement, to include IO capabilities that optimize outcomes.

· Increased adversary use of national or foreign commercial/consortium space-based assets, launch facilities, and infrastructure.

· Increased interagency cooperation focused on camouflage, concealment and deception particularly related to WMD.

· Optimized capability to recognize the full scope of WMD indicators.

· Increased interagency cooperation and focus on WMD counter-proliferation and combating terrorism.

· Outcome-based, predictive analysis to illuminate IO implications of various COAs.

· Expanded target sets in the information environment for offensive and defensive IO.

· NCA more extensively involved in IO actions; friendly and adversary NCA as originator and/or target of IO

· Enhanced quantity, quality, availability, reliability, non-repudiation, authentication, and networking of information. Assured, continuous information

· IO degrades adversary’s decision cycle time and significantly enhances friendly decision cycle time

· Information systems describe critical protection requirements

· Proactive, offensively oriented defenses, including IO, to protect assets

· For IO, more precise information on infrastructure, location, targeting, weapons, delivery vehicles, and BDA relative to the information environment.

· Commercial-off-the-shelf technology and components to include those with signature reduction.

· Preemption and surprise more important to operations; offense dominant.

· Levels of war blending.

· Greater use of deception at all levels of war and phases of conflict.

· Redundant, hardened systems, nodes, and links. 



CA Sponsor:  Information Superiority (Information Operations Challenge Area)

Organization Address: LCDR Andy Wilde, J-39/CAPDIV/Policy & Plans   

Org Tele (DSN): 223-0787   Comm: 703-693-0787   

E-Mail Address: wildeac@js.pentagon.mil                                  Fax Number:   703-614-7838

Applicable Challenges:  Information Operations

Core Task(s): Affect adversary information and information systems

Subordinate Tasks:

Affect:

· The computers, databases and other equipment that support the generation stations, transmission and

· distribution networks that create and supply electricity. 

· The signals, data and components that support communications between the nodes that create and supply electricity.

· The people who operate generation stations, transmission and distribution networks that create and supply electricity.

· The information systems that support POL production, holding, refining, and processing facilities and the pipelines, ships, trucks, and rail systems that distribute POL commodities.

· The signals, data and components that support communications that support and coordinate POL production, holding, refining and processing facilities as well as POL distribution.

· The people involved in POL production and holding facilities, refining and processing facilities, and POL distribution.

· The computers, databases and other equipment that support the management of the national economy.

· The signals, data and components that support communication between national economic policymakers and organizations.

· National economic policymakers as well as their staffs and support personnel.

· The computers, databases and other equipment that support microeconomic activity.

· The signals, data and components that support communication between individuals, businesses, and organizations.  

· The people that support and execute microeconomic activity as well as the collective confidence of the general population in the national economy.

· The computers, databases, air traffic control systems, airlines, aircraft, airports, and other facilities/equipment that support air transport.

· The signals, data and components that support communication between the nodes that support air transport.  

· The people that operate and manage the nodes and links that support air transport.  

· The computers, databases, roads, vehicles, mass transit, railroads and other facilities/equipment that support land-based transport.

· The signals, data and components that support communication between the nodes that support land-based transport.

· The people that operate and manage the nodes and links that support land-based transport.  

· The computers, databases, ports and waterways, ships, navigation systems, and other facilities/ equipment that support maritime transport.

· The signals, data and components that support communication between the nodes that support maritime transport.

· The people that operate and manage the nodes and links that support maritime transport.  

· The computers, databases, and other equipment/ facilities that comprise the medical,  police, fire, and rescue systems that are called upon to respond to emergencies.

· The signals, data and equipment that support communication between the nodes of the medical,  police, fire, and rescue systems that are called upon to respond to emergencies.

· Emergency personnel and those that operate the links and nodes of the medical,  police, fire, and rescue systems that are called upon to respond to emergencies.

· The reservoirs, aqueducts, pipelines, filtration and treatment systems, computers, databases, and other equipment/ facilities involved in supplying water.

· The signals, data and equipment that support communication between the nodes that supply water.

· The personnel that operate the nodes and links that supply water.

· Computers, databases, facilities and equipment that support the processing, storage and transmission of private communications throughout society.

· The signals, data, and equipment that transmit private communications and information throughout society.

· The personnel that support the processing, storage and transmission of private data and information throughout society.

· Computers, databases, facilities and equipment that support the processing, storage and transmission of public mass media throughout society.

· The signals, data, and equipment that transmit public mass media data and information throughout society.

· The personnel that support the processing, storage and transmission of public mass media data and information throughout society.

UJTL Ref No: OP 5.6
Description: Employ operational information warfare.

Task Conditions:

Criteria for Measurement (and Existing Standards if Known):

Means:

· Cross-Service, cross-platform, cross-discipline, cross-echelon and cross-agency integration of IO, including coalition operations

· Relevant, flexible doctrine and TTP for IO. Focus on leadership development, training and education

· Advanced cognitive tools and automated, predictive decision aids, including use of artificial intelligence

· Advanced modeling and simulation, including human factors and nodal analysis focused on IO. Includes tools for forecasting and predicting future IO branches and sequels

· Comprehensive, near real-time, interactive, tailored display of relevant information for a common operational picture (COP), including visualization of the information environment

· Simplified, streamlined, and integrated processes

· Agile, tailorable organizations with secure real-time, interactive connectivity with seniors and subordinates

· Scientific and technological exchange with government and non-government agencies outside DOD, including networked experts and databases

· Exchange of advanced psychological and sociological concepts and processes with government and non-government agencies outside DOD, including networked experts and databases

· Integrated information management systems

· Total asset visibility using a combination of information management, sensors, precise location, interagency/host nation/third party capabilities and a responsive communications system

· Predictive, automated planning tools and decision aids to minimize unintended consequences in IO

· Versatile, rapid display and comprehension capabilities to provide a common, relevant and shared picture of the information environment. Enables real-time, reliable, accurate identification, location, targeting, re-targeting, and engagement of adversary information centers of gravity.

· Metrics and measures of effectiveness to measure relative state of information superiority and freedom of action

· Full interagency integration of perception management in IO, including public affairs and PSYOPS

· Split-based and reach back IO capabilities

· ID key leaders/decision-makers and develop bios and psychological models

· Family of advanced IO tools, tailorable to achieve desired effects on the adversary’s information environment.

· On demand satellite deployment.

· Space-based/ground-based lasers, directed energy weapons, anti-satellite weapons.

· Precise and wide-area destruction and disruption capabilities.

· Multi-capable UAVs.

· Disrupt adversary IIPB.

Most Demanding AOR, Mission and Scenario for Assessment (and Rationale):

· USFK/PACOM: low-high tech; redundancy; counter-measures; multiple transmission paths; technology proliferation

· CENTCOM: highly centralized and networked infrastructure; counter-measures; multiple transportation paths; redundancy; technology proliferation

Assessment Strategy (Suggested Events, Primary and Validating):
· Pol/Mil and War Games (primary)

· Conferences and Symposia (primary)

· Demonstrations and Experiments (secondary)

· Modeling and Simulation (secondary)

Hypotheses: If we can affect the information and information systems that enable the effective and efficient use of the adversary civilian information infrastructure, then we will have achieved an advantage in the information environment relative to that adversary.

Other Affected JV 2010 Coordinating Authorities: (DM, PE, FL, FDP, IS, TI, or FSD/Joint C2)

Other CA #1 Address:

Telephone (DSN):              Comm:

E-Mail:                              Fax:
Interest/Connection:

Other CA #2 Address:

Telephone (DSN):              Comm:

E-Mail:                              Fax:
Interest/Connection:

Desired Operational Capability:  Database Fields

DOC Number: IS (IO) – 6     Title:  Protect friendly ability to observe the battlespace.

DOC Description (General Summary):  To be able to protect US and allied ability to observe events in the battlespace relevant to the political/military competition.  Requires in-depth understanding of adversary threat to friendly space, air, land, and sea-based intelligence, surveillance, and reconnaissance infrastructure, assets, information fusion capabilities and navigation systems. 2010 differences:

· Virtual collaboration for IO with interagency, allies, NGOs/PVOs, International Organizations, host nation, and industry.

· Standing fused, integrated, all-source information on adversary’s information environment.

· Broad conflict spectrum to include MOOTW and MTW.

· Highly standardized data, and information management protocols, policies, and procedures.

· Flexible information and organization architectures to accommodate changes in technology, systems, doctrine and policy.

· Automated and secure friendly and adversary geo-location and status reporting.

· Multi-level access and multi-level security with increased access due to proliferation of information technologies and, simultaneously, more restricted access to specific areas of the adversary’s information environment.

· Shift from event-based threat portrayal to predictive, outcome-based, total battlespace picture, to include: disposition and intent of hostile forces; total asset awareness of friendly forces; visibility of allied/neutral forces and non-combatants; impacts of meteorological and oceanographic (METOC) conditions; and decision support systems to support processing and understanding information.

· Full integration of IO into deliberate and crisis action planning, as well as theater engagement, to include IO capabilities that optimize outcomes.

· Increased adversary use of national or foreign commercial/consortium space-based assets, launch facilities, and infrastructure.

· Increased interagency cooperation focused on camouflage, concealment and deception particularly related to WMD.

· Optimized capability to recognize the full scope of WMD indicators.

· Increased interagency cooperation and focus on WMD counter-proliferation and combating terrorism.

· Continuous, outcome-based predictive analysis to develop/identify potential indication triggers for IO.

· Outcome-based, predictive analysis to illuminate IO implications of various COAs.

· Expanded target sets in the information environment for offensive and defensive IO.

· NCA more extensively involved in IO actions; friendly and adversary NCA as originator and/or target of IO

· Enhanced quantity, quality, availability, reliability, non-repudiation, authentication, and networking of information. Assured, continuous information

· IO degrades adversary’s decision cycle time and significantly enhances friendly decision cycle time

· Information systems describe critical protection requirements

· Proactive, offensively oriented defenses, including IO, to protect assets

· For IO, more precise information on infrastructure, location, targeting, weapons, delivery vehicles, and BDA relative to the information environment.

· Commercial-off-the-shelf technology and components to include those with signature reduction.

· Preemption and surprise more important to operations; offense dominant.

· Levels of war blending.

· Greater use of deception at all levels of war and phases of conflict.

· Redundant, hardened systems, nodes, and links. 

· Technological adaptation critical; possibility of battlefield surprise.

· Integrated and enhanced networks for HUMINT and ISR.



CA Sponsor:  Information Superiority (Information Operations Challenge Area)

Organization Address: LCDR Andy Wilde, J-39/CAPDIV/Policy & Plans   

Org Tele (DSN):  223-0787   Comm: 703-693-0787

E-Mail Address: wildeac@js.pentagon.mil                                  Fax Number:   703-614-7838

Applicable Challenges:  Information Operations

Core Task(s):  Defend friendly information and information systems

Subordinate Tasks:

Protect:

· The sensors, sensor platforms, computers, and other equipment that collect IMINT.

· The signals, data and components that support communications between IMINT sensors, sensor platforms, ground stations, and/or the fusion/analysis centers.

· The IMINT collectors and sensor platform operators.

· The sensors, sensor platforms, computers, and other equipment that collect SIGINT.

· The signals, data and components that support communications between SIGINT sensors, sensor platforms, ground stations, and/or the fusion/analysis centers.

· The SIGINT collectors and sensor platform operators.

· The sensors, sensor platforms, computers, and other equipment that collect MASINT.

· The signals, data, and equipment that support communications  between MASINT sensors, sensor platforms, ground stations, and/or the fusion/analysis centers.

· The MASINT collectors and sensor platform operators.

· The sensors,  computers, and other equipment that supports HUMINT.

· The signals, data, and equipment that support communications between HUMINT collectors and the fusion and/or analysis centers.

· The human collectors (which include agents, officers, deployed ground personnel, travelers, defectors, and émigrés).

· The computers, databases, sensors and other equipment that collect and store open source material, monitor broadcasts and other public activity.

· The signals, data and equipment that support communications between OSINT collectors, sensors, transmission satellites, ground stations, and/or the fusion/analysis centers.

· The OSINT collectors and sensor platform operators. 

· The computers, analysis aids, power sources and other equipment within fusion centers that process raw data into a readable format.

· The signals, data and equipment that support communications between key computers and other nodes within and between fusion centers.

· The civil/commercial satellite assets and infrastructure used by the military .

· The analysts, equipment/computer operators, and other personnel within fusion centers. 

· The computers, databases, power sources and other equipment within an analysis center that help to analyze fused data.

· The comm signals and the data/components that support communications  between key nodes within and between analysis centers and to/from fusion centers.

· The analysts, equipment/computer operators, and other personnel within analysis centers. 

Specific Examples:

· Develop comprehensive computer security program (user/administrator training, authentication, re-certification, continuous backup, indications and warning, and incident reporting)

· Develop vulnerability assessment tools to determine information assurance requirements 

· Identify signatures of originator of dormant software penetration (Intel?)

· Protect ISR assets against electronic attacks

· Provide physical protection for ISR assets (OP 6.5)

· Protect space asset launch facilities against attack.

· Provide for immediate information loss assessment (ILA) and restoration of intelligence collection and fusion information systems

· Protect friendly access to navigational information 

· Protect data links between space ISR assets and ground stations

· Protect sources of human intelligence (HUMINT) 

· Attack enemy RF navigation jammers (active defense?)

· Protect broad area surveillance and high-resolution systems against human infiltration, physical and electronic attack and for basic targeting functions

· Provide redundant surveillance assets

· Employ Operations Security (OPSEC) measures to deny critical information necessary by an adversary commander to accurately estimate the enemy situation (OP 6.3.1)

· Protect all forms of non-communications electromagnetic radiation (e.g., radar) from interception and study by unauthorized persons seeking information of value (OP 6.3.3)

UJTL Ref No: OP 6.3
Description: Protect systems and capabilities in theater of operations.

UJTL Ref No: OP 6.4
Description: Conduct deception in support of subordinate campaigns and major operations

Task Conditions:

Criteria for Measurement (and Existing Standards if Known):

Means:

· Cross-Service, cross-platform, cross-discipline, cross-echelon and cross-agency integration of IO, including coalition operations

· Relevant, flexible doctrine and TTP for IO. Focus on leadership development, training and education

· Advanced cognitive tools and automated, predictive decision aids, including use of artificial intelligence

· Advanced modeling and simulation, including human factors and nodal analysis focused on IO. Includes tools for forecasting and predicting future IO branches and sequels

· Identify, track, and remove/mitigate friendly IO vulnerabilities. Includes use of integrated multi-purpose, multi-capable sensors

· Family of information, detection, I&W, and protection capabilities, including hardening and regeneration capabilities, optimized for the IO threat. Includes integration of the full range of indicators into the I&W process to predict/determine potential adversary intent.

· Family of information, detection, I&W, and protection capabilities, including hardening and regeneration capabilities, optimized for the WMD threat. Includes integration of the full range of indicators into the I&W process to predict/determine potential adversary intent.

· Comprehensive, near real-time, interactive, tailored display of relevant information for a common operational picture (COP), including visualization of the information environment

· Simplified, streamlined, and integrated processes

· Agile, tailorable organizations with secure real-time, interactive connectivity with seniors and subordinates

· Scientific and technological exchange with government and non-government agencies outside DOD, including networked experts and databases

· Active combating terrorism measures to protect the information environment

· Integrated information management systems

· Total asset visibility using a combination of information management, sensors, precise location, interagency/host nation/third party capabilities and a responsive communications system

· Predictive, automated planning tools and decision aids to minimize unintended consequences in IO

· Versatile, rapid display and comprehension capabilities to provide a common, relevant and shared picture of the information environment. Enables real-time, reliable, accurate identification, location, targeting, re-targeting, and engagement of adversary information centers of gravity.

· Metrics and measures of effectiveness to measure relative state of information superiority and freedom of action

· Full interagency integration of perception management in IO, including public affairs and PSYOPS

· Split-based and reach back IO capabilities.

· On demand satellite deployment.

· Space-based/ground-based lasers, directed energy weapons, anti-satellite weapons.

· Precise and wide-area destruction and disruption capabilities.

· Multi-capable UAVs.

· Space platforms to recognize threats, to warn controlling agencies and to take evasive maneuvers and countermeasures without degrading mission performance.

· Integrated/enhanced HUMINT.

Most Demanding AOR, Mission and Scenario for Assessment (and Rationale):

· USFK/PACOM: MTW; deterrence and warfighting; condensed battlespace; multiple threats, third parties; mid-high-tech PRC, nuclearization of region; dispersed

· CENTCOM: MTW; terrorism; technological diffusion; counter-proliferation; third parties; strained US relations

· EUCOM: Peace Keeping Operations; MOOTW; ambiguous threats; ethnic and religious irritants

· SOUTHCOM: MOOTW; narcoterrorism; transnational crime

Assessment Strategy (Suggested Events, Primary and Validating):
· Demonstrations and Experiments

· Exercises

· Pol/Mil and War Games

· Modeling and Simulation

Hypotheses:  If we can protect the information and information systems that allow the US and allied decisionmakers to observe and understand the battlespace, then we will have contributed to achieving an information advantage relative to the adversary. 

Other Affected JV 2010 Coordinating Authorities: (DM, PE, FL, FDP, IS, TI, or FSD/Joint C2)

Desired Operational Capability:  Database Fields

DOC Number: IS (IO) – 7  Title: Protect friendly ability to command & control forces

DOC Description (General Summary): To be able to protect the information and information systems that allow the US and allied decisionmakers and commanders to freely and effectively command and control their forces.  Includes systems that transmit information about the battlespace to decisionmakers (commanders) who will decide how to act on that information, and the  information networks that enable those decisions to be communicated to forces in the field.  Also includes the capability to protect the freedom of action of political and/or military leadership, and to protect information systems that enable horizontal command and control of the battlespace. 2010 differences:

· Virtual collaboration for IO with interagency, allies, NGOs/PVOs, International Organizations, host nation, and industry.

· Standing fused, integrated, all-source information on adversary’s information environment.

· Broad conflict spectrum to include MOOTW and MTW.

· Highly standardized data, and information management protocols, policies, and procedures.

· Flexible information and organization architectures to accommodate changes in technology, systems, doctrine and policy.

· Automated and secure friendly and adversary geo-location and status reporting.

· Multi-level access and multi-level security with increased access due to proliferation of information technologies and, simultaneously, more restricted access to specific areas of the adversary’s information environment.

· Shift from event-based threat portrayal to predictive, outcome-based, total battlespace picture, to include: disposition and intent of hostile forces; total asset awareness of friendly forces; visibility of allied/neutral forces and non-combatants; impacts of meteorological and oceanographic (METOC) conditions; and decision support systems to support processing and understanding information.

· Full integration of IO into deliberate and crisis action planning, as well as theater engagement, to include IO capabilities that optimize outcomes.

· Increased adversary use of national or foreign commercial/consortium space-based assets, launch facilities, and infrastructure.

· Increased interagency cooperation focused on camouflage, concealment and deception particularly related to WMD.

· Optimized capability to recognize the full scope of WMD indicators.

· Increased interagency cooperation and focus on WMD counter-proliferation and combating terrorism.

· Continuous, outcome-based predictive analysis to develop/identify potential indication triggers for IO.

· Expanded target sets in the information environment for offensive and defensive IO.

· NCA more extensively involved in IO actions; friendly and adversary NCA as originator and/or target of IO

· Enhanced quantity, quality, availability, reliability, non-repudiation, authentication, and networking of information. Assured, continuous information.

· IO degrades adversary’s decision cycle time and significantly enhances friendly decision cycle time

· Information systems describe critical protection requirements

· Proactive, offensively oriented defenses, including IO, to protect assets

· For IO, more precise information on infrastructure, location, targeting, weapons, delivery vehicles, and BDA relative to the information environment.

· Commercial-off-the-shelf technology and components to include those with signature reduction.

· Preemption and surprise more important to operations; offense dominant.

· Levels of war blending.

· Greater use of deception at all levels of war and phases of conflict.

· Redundant, hardened systems, nodes, and links. 

· Technological adaptation critical; possibility of battlefield surprise.

CA Sponsor:  Information Superiority (Information Operations Challenge Area)

Organization Address: LCDR Andy Wilde, J-39/CAPDIV/Policy & Plans   

Org Tele (DSN):  223-0787   Comm: 703-693-0787

E-Mail Address: wildeac@js.pentagon.mil                                  Fax Number:   703-614-7838

Applicable Challenges:  Information Operations

Core Task(s): Defend friendly information and information systems

Subordinate Tasks:

Protect:

· Computers, databases, and other equipment that provide an interactive and scalable display of the battlespace to the commander.  

· Signals, data, and components that support communication of the display of the battlespace from fusion and analysis centers to visualization system nodes.  

· The operators of visualization systems.

· Those computers, databases, etc. with data on past experiences and history relevant to the current situation.

· The communications links between the commander and the databases of information detailing past experiences and history relevant to the current situation.  

· The perceptions of the commander and his planners and staff based on past experiences and established precedents relevant to the current situation

· Those databases, computers, and other equipment that support the strategy and policy making process.

· Those signals, data and equipment used to communicate strategy and policy between/ amongst key decision-makers.

· Those people that formulate and/or influence strategy or national security policy.  They include national leadership, policymakers, legislators, and national population/will.

· Computers, databases,  automated decision aid processors (such as the Joint Distributed Planning System and COA) that support operational level planning.

· Links to/from operational level HQs & planning staffs and between them and automated decision aids.  

· Operational/theater level commanders (such as the JTF commander and JFAC), planners, and their staffs.

· The computers, databases, and other equipment used to order and lead forces on the operational/ strategic level.

· The signals, data, and equipment that support the communications used to order and lead forces on the operational/strategic level.

· The civil/commercial satellite assets and infrastructure used by the military .

· Officers and supporting personnel involved in ordering and leading forces on the operational/strategic level.

· The computers, databases, and other equipment used to coordinate forces on the tactical level in the battlespace. 

· The signals, data, and equipment used to support communications that coordinate forces on the tactical level in the battlespace.

· Personnel involved in coordinating forces on the tactical level in the battlespace - especially the tactical-level commanders.

Specific Examples:

· Develop comprehensive computer security program (user/administrator training, authentication, re-certification, continuous backup, indications and warning, and incident reporting)

· Protect command and control systems against electronic attacks 

· Protect space asset launch facilities against attack.

· Identify signatures of originator of dormant software penetration (Intel?)

· Provide capability to conduct immediate information loss assessment (ILA) and restoration capability for C2 computer systems

· Protect communications systems supporting logistics transportation systems

· Develop vulnerability assessment tools to determine information assurance requirements 

· Counter adversary propaganda directed at public support for leadership/commanders 

· Provide continuous backup between individual processing facilities and hardware/software

· Encrypt decisions to be passed to field

· Provide LPI space communications

· Protect links between political leadership and military forces communication assets

· Provide for maximum mobility of forward command centers

· Provide fixed communication nodes

· Ensure the timely and correct telling of the command’s story (OP 5.8.1)

· Conduct COMSEC monitoring (collection, analysis, and reporting) of DOD telecommunications and automated information systems (OP 6.3.2)

· Protect communications, networks and databases from exploitation by the adversary

UJTL Ref No: OP 6.3
Description: Protect systems and capabilities in theater of operations.

Task Conditions:

Criteria for Measurement (and Existing Standards if Known):

Means:

· Cross-Service, cross-platform, cross-discipline, cross-echelon and cross-agency integration of IO, including coalition operations

· Relevant, flexible doctrine and TTP for IO. Focus on leadership development, training and education

· Advanced cognitive tools and automated, predictive decision aids, including use of artificial intelligence

· Advanced modeling and simulation, including human factors and nodal analysis focused on IO. Includes tools for forecasting and predicting future IO branches and sequels

· Identify, track, and remove/mitigate friendly IO vulnerabilities. Includes use of integrated multi-purpose, multi-capable sensors

· Family of information, detection, I&W, and protection capabilities, including hardening and regeneration capabilities, optimized for the IO threat. Includes integration of the full range of indicators into the I&W process to predict/determine potential adversary intent.

· Family of information, detection, I&W, and protection capabilities, including hardening and regeneration capabilities, optimized for the WMD threat. Includes integration of the full range of indicators into the I&W process to predict/determine potential adversary intent.

· Comprehensive, near real-time, interactive, tailored display of relevant information for a common operational picture (COP), including visualization of the information environment

· Simplified, streamlined, and integrated processes

· Agile, tailorable organizations with secure real-time, interactive connectivity with seniors and subordinates

· Exchange of advanced psychological and sociological concepts and processes with government and non-government agencies outside DOD, including networked experts and databases

· Active combating terrorism measures to protect the information environment

· Integrated information management systems

· Total asset visibility using a combination of information management, sensors, precise location, interagency/host nation/third party capabilities and a responsive communications system

· Predictive, automated planning tools and decision aids to minimize unintended consequences in IO

· Versatile, rapid display and comprehension capabilities to provide a common, relevant and shared picture of the information environment. Enables real-time, reliable, accurate identification, location, targeting, re-targeting, and engagement of adversary information centers of gravity.

· Metrics and measures of effectiveness to measure relative state of information superiority and freedom of action

· Full interagency integration of perception management in IO, including public affairs and PSYOPS

· Split-based and reach back IO capabilities.

· On demand satellite deployment.

· Space-based/ground-based lasers, directed energy weapons, anti-satellite weapons.

· Precise and wide-area destruction and disruption capabilities.

· Multi-capable UAVs.

· Space platforms to recognize threats, to warn controlling agencies and to take evasive maneuvers and countermeasures without degrading mission performance.

Most Demanding AOR, Mission and Scenario for Assessment (and Rationale):

· CENTCOM: networked terrorism; greater opportunity to obtain information, technology, and weapons; US-allied and friendly relations unclear.

· USFK/PACOM: MTW; deterrence/warfighting; centralized C2; low-high tech assets and infrastructure; more space-related activity

· EUCOM: Peace Keeping Operations; ambiguous groups; dispersed C2; greater opportunity to obtain information, technology, and weapons

· SOUTHCOM: networked narcoterrorism; ideological motivations; dispersed C2; proliferation

Assessment Strategy (Suggested Events, Primary and Validating):
· Modeling and Simulation (primary)

· Demonstrations and Experiments (primary)

· Pol/Mil and War Games (secondary)

· Conferences and Symposia (secondary)

Hypotheses: If we can protect the information and information systems that allow the US and allied decision-makers to freely and effectively command, control, and communicate with their forces, then we will have contributed to achieving an information advantage relative to the adversary.

Other Affected JV 2010 Coordinating Authorities: (DM, PE, FL, FDP, IS, TI, or FSD/Joint C2)

Desired Operational Capability:  Database Fields

DOC Number: IS (IO) - 8  Title:  Protect the effectiveness of friendly forces
DOC Description (General Summary): To be able to protect the information and information systems that directly enable US or allied weapons, weapons platforms, and/or troops to execute their assigned missions. 2010 differences:

· Virtual collaboration for IO with interagency, allies, NGOs/PVOs, International Organizations, host nation, and industry.

· Standing fused, integrated, all-source information on adversary’s information environment.

· Broad conflict spectrum to include MOOTW and MTW.

· Highly standardized data, and information management protocols, policies, and procedures.

· Flexible information and organization architectures to accommodate changes in technology, systems, doctrine and policy.

· Automated and secure friendly and adversary geo-location and status reporting.

· Multi-level access and multi-level security with increased access due to proliferation of information technologies and, simultaneously, more restricted access to specific areas of the adversary’s information environment.

· Shift from event-based threat portrayal to predictive, outcome-based, total battlespace picture, to include: disposition and intent of hostile forces; total asset awareness of friendly forces; visibility of allied/neutral forces and non-combatants; impacts of meteorological and oceanographic (METOC) conditions; and decision support systems to support processing and understanding information.

· Full integration of IO into deliberate and crisis action planning, as well as theater engagement, to include IO capabilities that optimize outcomes.

· Increased adversary use of national or foreign commercial/consortium space-based assets, launch facilities, and infrastructure.

· Increased interagency cooperation focused on camouflage, concealment and deception particularly related to WMD.

· Optimized capability to recognize the full scope of WMD indicators.

· Increased interagency cooperation and focus on WMD counter-proliferation and combating terrorism.

· Continuous, outcome-based predictive analysis to develop/identify potential indication triggers for IO.

· Expanded target sets in the information environment for offensive and defensive IO.

· NCA more extensively involved in IO actions; friendly and adversary NCA as originator and/or target of IO

· Enhanced quantity, quality, availability, reliability, non-repudiation, authentication, and networking of information. Assured, continuous information

· IO degrades adversary’s decision cycle time and significantly enhances friendly decision cycle time

· Information systems describe critical protection requirements

· Proactive, offensively oriented defenses, including IO, to protect assets

· For IO, more precise information on infrastructure, location, targeting, weapons, delivery vehicles, and BDA relative to the information environment.

· Commercial-off-the-shelf technology and components to include those with signature reduction.

· Preemption and surprise more important to operations; offense dominant.

· Levels of war blending.

· Greater use of deception at all levels of war and phases of conflict.

· Redundant, hardened systems, nodes, and links. 

· Technological adaptation critical; possibility of battlefield surprise.



CA Sponsor:  Information Superiority (Information Operations Challenge Area)

Organization Address: LCDR Andy Wilde, J-39/CAPDIV/Policy & Plans   

Org Tele (DSN): 223-0787   Comm: 703-693-0787

E-Mail Address: wildeac@js.pentagon.mil                                  Fax Number: 703-614-7838

Applicable Challenges: Information Operations

Core Task(s): Defend friendly information and information systems

Subordinate Tasks:

Protect:

· The systems and data that detect, identify, and locate a target in sufficient detail to permit the effective employment of a weapon(s), platforms, or forces.

· The data and components that support communications between the target acquisition node and the weapon(s), platforms, or forces.

· The human operator(s) of the target acquisition system nodes and links.

· The components, databases, computers that allow for: precise and continuous position-finding of targets; locking onto a point of radiation and obtaining guidance; or a gun to remain properly aimed.

· The data, components, and signals that enable the communications necessary for target engagement by a weapon(s) or group(s) of forces.

· Human operators who monitor data and information flow, operate, use, and maintain the weapons that engage.

· A group of interrelated fire control equipment and/or instruments designed for use with a weapon or group of weapons.  

· The data, signals, and comm links that connect the fire control nodes so that they support data reception, analysis, and communication to weapon(s), platforms, forces, and personnel.  

· The human operator(s) that control and use fire control equipment and instruments, as well as the weapon(s) and platforms, or that comprise groups of forces.

· The components of a weapon system that evaluate launch platform information,  flight information, correlate it with target data, and determine the desired flight path trajectory, or line of bearing of a weapon (e.g.,  missile,  PGM or torpedo).  

· The signals, data, and components that enable target intelligence info. received by a weapon  to be used to effectively guide a weapon to its intended target. 

· Any personnel involved in operating these nodes and links that guide the weapon.  

· The components, databases,  etc. of a vehicle, ship, and aircraft that allow it to perform desired movements.  Example: avionics, electric drives, etc.

· The signals, data, and components that enable or direct the communication of   movement requirements.

· Operators who authorize, direct, or execute desired movements of vehicles, ships, or aircraft.

· The civil/commercial satellite assets and infrastructure used by the military .

Specific Examples:

· Protect weapons systems software from electronic effects

· Protect missile launch control facilities from sabotage

· Protect friendly forces from being affected by adversary PSYOP 

· Develop vulnerability assessment tools to determine information assurance requirements etc.

· Provide capability to conduct immediate information loss assessment (ILA) and restoration capability for combat forces’ information systems

· Counter adversary propaganda directed at friendly combat forces

· Assess vulnerability of friendly forces in order to determine OPSEC requirements

· Provide redundant space communications

· Protect fixed and mobile sensor processing systems

· Employ operational system of obstacles (OP 1.4.1)

UJTL Ref No: OP 6.3
Description: Protect systems and capabilities in theater of operations.

Task Conditions:

Criteria for Measurement (and Existing Standards if Known):

Means:

· Cross-Service, cross-platform, cross-discipline, cross-echelon and cross-agency integration of IO, including coalition operations

· Relevant, flexible doctrine and TTP for IO. Focus on leadership development, training and education

· Advanced cognitive tools and automated, predictive decision aids, including use of artificial intelligence

· Advanced modeling and simulation, including human factors and nodal analysis focused on IO. Includes tools for forecasting and predicting future IO branches and sequels

· Identify, track, and remove/mitigate friendly IO vulnerabilities. Includes use of integrated multi-purpose, multi-capable sensors

· Family of information, detection, I&W, and protection capabilities, including hardening and regeneration capabilities, optimized for the IO threat. Includes integration of the full range of indicators into the I&W process to predict/determine potential adversary intent.

· Family of information, detection, I&W, and protection capabilities, including hardening and regeneration capabilities, optimized for the WMD threat. Includes integration of the full range of indicators into the I&W process to predict/determine potential adversary intent.

· Comprehensive, near real-time, interactive, tailored display of relevant information for a common operational picture (COP), including visualization of the information environment

· Simplified, streamlined, and integrated processes

· Agile, tailorable organizations with secure real-time, interactive connectivity with seniors and subordinates

· Scientific and technological exchange with government and non-government agencies outside DOD, including networked experts and databases

· Exchange of advanced psychological and sociological concepts and processes with government and non-government agencies outside DOD, including networked experts and databases

· Active combating terrorism measures to protect the information environment

· Integrated information management systems

· Total asset visibility using a combination of information management, sensors, precise location, interagency/host nation/third party capabilities and a responsive communications system

· Predictive, automated planning tools and decision aids to minimize unintended consequences in IO

· Versatile, rapid display and comprehension capabilities to provide a common, relevant and shared picture of the information environment. Enables real-time, reliable, accurate identification, location, targeting, re-targeting, and engagement of adversary information centers of gravity.

· Metrics and measures of effectiveness to measure relative state of information superiority and freedom of action

· Full interagency integration of perception management in IO, including public affairs and PSYOPS

· Split-based and reach back IO capabilities.

· On demand satellite deployment.

· Space-based/ground-based lasers, directed energy weapons, anti-satellite weapons.

· Precise and wide-area destruction and disruption capabilities.

· Multi-capable UAVs.

· Space platforms to recognize threats, to warn controlling agencies and to take evasive maneuvers and countermeasures without degrading mission performance.

· SOF infiltration.

Most Demanding AOR, Mission and Scenario for Assessment (and Rationale):

· USFK/PACOM: low-high tech forces across all operations; nuclearized region; dual-use infrastructure

· CENTCOM: MOOTW-MTW; all types of weapons and forces

Assessment Strategy (Suggested Events, Primary and Validating):
· Demonstrations and Experiments (primary)

· Exercises (primary)

· Modeling and Simulation (secondary)

· Pol/Mil and War Games (secondary)

Hypotheses: If we can protect the information and information systems that directly enable US or allied weapons, weapons platforms, and/or troops to execute their assigned missions, then we have contributed to achieving an information advantage relative to the adversary.

Other Affected JV 2010 Coordinating Authorities: (DM, PE, FL, FDP, IS, TI, or FSD/Joint C2)

Other CA #1 Address:

Telephone (DSN):              Comm:

E-Mail:                              Fax:
Interest/Connection:

Other CA #2 Address:

Telephone (DSN):              Comm:

E-Mail:                              Fax:
Interest/Connection:

Remarks:

Desired Operational Capability:  Database Fields

DOC Number: IS (IO) - 9  Title:  Protect friendly ability to support forces

DOC Description (General Summary): To be able to protect the information and information systems that enable effective human resource utilization, efficient movement of forces, defense industrial base/acquisition processes, and materiel resupply and logistical support. 2010 differences:

· Virtual collaboration for IO with interagency, allies, NGOs/PVOs, International Organizations, host nation, and industry.

· Standing fused, integrated, all-source information on adversary’s information environment.

· Broad conflict spectrum to include MOOTW and MTW.

· Highly standardized data, and information management protocols, policies, and procedures.

· Flexible information and organization architectures to accommodate changes in technology, systems, doctrine and policy.

· Automated and secure friendly and adversary geo-location and status reporting.

· Multi-level access and multi-level security with increased access due to proliferation of information technologies and, simultaneously, more restricted access to specific areas of the adversary’s information environment.

· Shift from event-based threat portrayal to predictive, outcome-based, total battlespace picture, to include: disposition and intent of hostile forces; total asset awareness of friendly forces; visibility of allied/neutral forces and non-combatants; impacts of meteorological and oceanographic (METOC) conditions; and decision support systems to support processing and understanding information.

· Full integration of IO into deliberate and crisis action planning, as well as theater engagement, to include IO capabilities that optimize outcomes.

· Increased adversary use of national or foreign commercial/consortium space-based assets, launch facilities, and infrastructure.

· Increased interagency cooperation focused on camouflage, concealment and deception particularly related to WMD.

· Optimized capability to recognize the full scope of WMD indicators.

· Increased interagency cooperation and focus on WMD counter-proliferation and combating terrorism.

· Continuous, outcome-based predictive analysis to develop/identify potential indication triggers for IO.

· Expanded target sets in the information environment for offensive and defensive IO.

· NCA more extensively involved in IO actions; friendly and adversary NCA as originator and/or target of IO

· Enhanced quantity, quality, availability, reliability, non-repudiation, authentication, and networking of information. Assured, continuous information

· IO degrades adversary’s decision cycle time and significantly enhances friendly decision cycle time

· Information systems describe critical protection requirements

· Proactive, offensively oriented defenses, including IO, to protect assets

· For IO, more precise information on infrastructure, location, targeting, weapons, delivery vehicles, and BDA relative to the information environment.
· Commercial-off-the-shelf technology and components to include those with signature reduction.

· Preemption and surprise more important to operations; offense dominant.

· Levels of war blending.

· Greater use of deception at all levels of war and phases of conflict.

· Redundant, hardened systems, nodes, and links. 

· Technological adaptation critical; possibility of battlefield surprise.
· Greater number of sources for components, processes, and expertise; fewer completed systems.
· Less logistics-dependent systems; reduced service, maintenance, and repair requirements.

CA Sponsor:  Information Superiority (Information Operations Challenge Area)

Organization Address: LCDR Andy Wilde, J-39/CAPDIV/Policy & Plans   

Org Tele (DSN): 223-0787   Comm: 703-693-0787

E-Mail Address: wildeac@js.pentagon.mil                                  Fax Number: 703-614-7838

Applicable Challenges:  Information Superiority

Core Task(s): Defend friendly information and information systems

Subordinate Tasks: 

Protect:

· The grouping of systems (computers, databases, etc.) which support research and development. 

· The comm links between laboratories and their systems for evaluation, testing and decisionmaking .

· Those who conduct the R&D as well as those who maintain the databases, computers and tools which conduct R&D.

· All the computers, decision making tools and electronic equipment which are involved in the production process.

· The links between the scheduling tools, the facilities which produce the supplies, and between the computers and comm links and the human operators.

· All people involved in the production process.

· The grouping of systems (computers, databases, etc.) which provide access to inventory information. Also included are the depots and inventory control points that store the needed supplies.

· The comm links between the inventory systems and the depots and inventory control points, and between the forces on the front which need the supplies.

· Those people who maintain the databases, computers, etc. which provide the information on the available supplies to the depots and forces.

· The diagnostics that inform of failure, the computer systems which alert for preventive maintenance and the decision making tools which help determine the reasons for system failures.

· The comm links between the computers, tools, and people involved in the process of repair.

· Those people involved in the process of repair from determination of the failure to restoration.

· All databases, computers and systems that provide for the assembling and organizing of personnel, supplies, and materiel.

· The comm links that connect the databases and the people to the information involved in mobilization-specific supply.

· The people involved in the process of providing the supplies specifically necessary to mobilize.

· All of the computers, databases, and electrical equipment on weapon systems which provide for the air transport of supplies.  

· The comm links between the systems and people involved in the process of transporting supplies between depots and forces.

· The human operators of the computers and transport assets which allow for the movement of supplies.

· All of the computers, databases, and electrical equipment on weapon systems which provide for the land transport of supplies.  

· The comm links between the systems and people involved in the process of transporting supplies between depots and inventory control points and forces by land.

· The human operators of the computers and transport assets that provide for the movement of supplies by land.

· All of the computers, databases, and electrical equipment on weapon systems which provide for the sea transport of supplies.  

· The comm links between the systems and people involved in the process of transporting supplies between depots and inventory control points and forces by sea.

· The human operators of the computers and transport assets which provide for the movement of supplies by sea.

· The civil/commercial satellite assets and infrastructure used by the military .

Specific Examples:

· Develop comprehensive computer security program (user/administrator training, authentication, re-certification, continuous backup, indications and warning, and incident reporting)

· Develop vulnerability assessment tools to determine information assurance requirements

· Identify signatures of originator of dormant software penetration (Intel?)

· Provide for immediate information loss assessment (ILA) and restoration of force support information systems (OP 4.3, 4.4.4, 4.4.5)

· Re-certify supply reordering systems on routine basis

· Maintain independent field logistics databases 

· Protect force support information systems against electronic attack  (OP 6.2.3)

· Protect use of acoustic spectrum in theater of operations (OP 6.2.4)

· Harden military and civil information infrastructure 

UJTL Ref No: OP 6.3
Description:  Protect systems and capabilities in theater of operations.

Task Conditions:

Criteria for Measurement (and Existing Standards if Known):

Means:

· Cross-Service, cross-platform, cross-discipline, cross-echelon and cross-agency integration of IO, including coalition operations

· Relevant, flexible doctrine and TTP for IO. Focus on leadership development, training and education

· Advanced cognitive tools and automated, predictive decision aids, including use of artificial intelligence

· Advanced modeling and simulation, including human factors and nodal analysis focused on IO. Includes tools for forecasting and predicting future IO branches and sequels

· Identify, track, and remove/mitigate friendly IO vulnerabilities. Includes use of integrated multi-purpose, multi-capable sensors

· Family of information, detection, I&W, and protection capabilities, including hardening and regeneration capabilities, optimized for the IO threat. Includes integration of the full range of indicators into the I&W process to predict/determine potential adversary intent.

· Family of information, detection, I&W, and protection capabilities, including hardening and regeneration capabilities, optimized for the WMD threat. Includes integration of the full range of indicators into the I&W process to predict/determine potential adversary intent.

· Comprehensive, near real-time, interactive, tailored display of relevant information for a common operational picture (COP), including visualization of the information environment

· Simplified, streamlined, and integrated processes

· Agile, tailorable organizations with secure real-time, interactive connectivity with seniors and subordinates

· Scientific and technological exchange with government and non-government agencies outside DOD, including networked experts and databases

· Active combating terrorism measures to protect the information environment

· Integrated information management systems

· Total asset visibility using a combination of information management, sensors, precise location, interagency/host nation/third party capabilities and a responsive communications system

· Predictive, automated planning tools and decision aids to minimize unintended consequences in IO

· Versatile, rapid display and comprehension capabilities to provide a common, relevant and shared picture of the information environment. Enables real-time, reliable, accurate identification, location, targeting, re-targeting, and engagement of adversary information centers of gravity.

· Metrics and measures of effectiveness to measure relative state of information superiority and freedom of action

· Full interagency integration of perception management in IO, including public affairs and PSYOPS

· Split-based and reach back IO capabilities.

· On demand satellite deployment.

· Space-based/ground-based lasers, directed energy weapons, anti-satellite weapons.

· Precise and wide-area destruction and disruption capabilities.

· Multi-capable UAVs.

· Space platforms to recognize threats, to warn controlling agencies and to take evasive maneuvers and countermeasures without degrading mission performance.

· Direct delivery capabilities.

Most Demanding AOR, Mission and Scenario for Assessment (and Rationale):

· CENTCOM: MTW; SLOCS/ALOCS; allied-third party issues; CW/BW; anti-access

· Russia: crisis;  Strategic and Theater Nuclear Force regeneration; ASATs; SBL

Assessment Strategy (Suggested Events, Primary and Validating):
· Demonstrations and Experiments (primary)

· Conferences and Symposia (primary)

· Exercises (secondary)

· Pol/Mil and War Games (secondary)

· Modeling and Simulation

Hypotheses: If we can protect the information and information systems that enable effective human resource utilization, efficient movement of forces, defense industrial base/acquisition processes, and materiel resupply and logistical support, then we will have contributed to achieving an information advantage relative to the adversary.

Other Affected JV 2010 Coordinating Authorities: (DM, PE, FL, FDP, IS, TI, or FSD/Joint C2)

Other CA #1 Address:

Telephone (DSN):              Comm:

E-Mail:                              Fax:
Interest/Connection:

Other CA #2 Address:

Telephone (DSN):              Comm:

E-Mail:                              Fax:
Interest/Connection:

Desired Operational Capability: Database Fields

DOC Number: IS (IO) - 10  Title:  Protect friendly civilian information infrastructures
DOC Description (General Summary): To be able to protect the friendly network of independent man-made systems and processes that function collaboratively and synergistically to produce and distribute a continuous flow of essential goods and services. 2010 differences:

· Virtual collaboration for IO with interagency, allies, NGOs/PVOs, International Organizations, host nation, and industry.

· Standing fused, integrated, all-source information on adversary’s information environment.

· Broad conflict spectrum to include MOOTW and MTW.

· Highly standardized data, and information management protocols, policies, and procedures.

· Flexible information and organization architectures to accommodate changes in technology, systems, doctrine and policy.

· Automated and secure friendly and adversary geo-location and status reporting.

· Multi-level access and multi-level security with increased access due to proliferation of information technologies and, simultaneously, more restricted access to specific areas of the adversary’s information environment.

· Shift from event-based threat portrayal to predictive, outcome-based, total battlespace picture, to include: disposition and intent of hostile forces; total asset awareness of friendly forces; visibility of allied/neutral forces and non-combatants; impacts of meteorological and oceanographic (METOC) conditions; and decision support systems to support processing and understanding information.

· Full integration of IO into deliberate and crisis action planning, as well as theater engagement, to include IO capabilities that optimize outcomes.

· Increased adversary use of national or foreign commercial/consortium space-based assets, launch facilities, and infrastructure.

· Increased interagency cooperation focused on camouflage, concealment and deception particularly related to WMD.

· Optimized capability to recognize the full scope of WMD indicators.

· Increased interagency cooperation and focus on WMD counter-proliferation and combating terrorism.

· Continuous, outcome-based predictive analysis to develop/identify potential indication triggers for IO.

· Expanded target sets in the information environment for offensive and defensive IO.

· NCA more extensively involved in IO actions; friendly and adversary NCA as originator and/or target of IO

· Enhanced quantity, quality, availability, reliability, non-repudiation, authentication, and networking of information. Assured, continuous information

· IO degrades adversary’s decision cycle time and significantly enhances friendly decision cycle time

· Information systems describe critical protection requirements

· Proactive, offensively oriented defenses, including IO, to protect assets

· For IO, more precise information on infrastructure, location, targeting, weapons, delivery vehicles, and BDA relative to the information environment.

· Commercial-off-the-shelf technology and components to include those with signature reduction.

· Preemption and surprise more important to operations; offense dominant.

· Levels of war blending.

· Greater use of deception at all levels of war and phases of conflict.

· Redundant, hardened systems, nodes, and links. 



CA Sponsor:  Information Superiority (Information Operations Challenge Area)

Organization Address: LCDR Andy Wilde, J-39/CAPDIV/Policy & Plans   

Org Tele (DSN): 223-0787   Comm: 703-693-0787   

E-Mail Address: wildeac@js.pentagon.mil                                  Fax Number: 703-614-7838

Applicable Challenges:  Information Operations

Core Task(s): Protect friendly information and information systems

Subordinate Tasks:

Protect:

· The computers, databases and other equipment that support the generation stations, transmission and

· distribution networks that create and supply electricity. 

· The signals, data and components that support communications between the nodes that create and supply electricity.

· The people who operate generation stations, transmission and distribution networks that create and supply electricity.

· The information systems that support POL production, holding, refining, and processing facilities and the pipelines, ships, trucks, and rail systems that distribute POL commodities.

· The signals, data and components that support communications that support and coordinate POL production, holding, refining and processing facilities as well as POL distribution.

· The people involved in POL production and holding facilities, refining and processing facilities, and POL distribution.

· The computers, databases and other equipment that support the management of the national economy.

· The signals, data and components that support communication between national economic policymakers and organizations.

· National economic policymakers as well as their staffs and support personnel.

· The computers, databases and other equipment that support microeconomic activity.

· The signals, data and components that support communication between individuals, businesses, and organizations.  

· The people that support and execute microeconomic activity as well as the collective confidence of the general population in the national economy.

· The computers, databases, air traffic control systems, airlines, aircraft, airports, and other facilities/equipment that support air transport.

· The signals, data and components that support communication between the nodes that support air transport.  

· The people that operate and manage the nodes and links that support air transport.  

· The computers, databases, roads, vehicles, mass transit, railroads and other facilities/equipment that support land-based transport.

· The signals, data and components that support communication between the nodes that support land-based transport.

· The people that operate and manage the nodes and links that support land-based transport.  

· The computers, databases, ports and waterways, ships, navigation systems, and other facilities/ equipment that support maritime transport.

· The signals, data and components that support communication between the nodes that support maritime transport.

· The people that operate and manage the nodes and links that support maritime transport.  

· The computers, databases, and other equipment/ facilities that comprise the medical,  police, fire, and rescue systems that are called upon to respond to emergencies.

· The signals, data and equipment that support communication between the nodes of the medical,  police, fire, and rescue systems that are called upon to respond to emergencies.

· Emergency personnel and those that operate the links and nodes of the medical,  police, fire, and rescue systems that are called upon to respond to emergencies.

· The reservoirs, aqueducts, pipelines, filtration and treatment systems, computers, databases, and other equipment/ facilities involved in supplying water.

· The signals, data and equipment that support communication between the nodes that supply water.

· The personnel that operate the nodes and links that supply water.

· Computers, databases, facilities and equipment that support the processing, storage and transmission of private communications throughout society.

· The signals, data, and equipment that transmit private communications and information throughout society.

· The personnel that support the processing, storage and transmission of private data and information throughout society.

· Computers, databases, facilities and equipment that support the processing, storage and transmission of public mass media throughout society.

· The signals, data, and equipment that transmit public mass media data and information throughout society.

· The personnel that support the processing, storage and transmission of public mass media data and information throughout society.

· The civil/commercial satellite assets and infrastructure used by the military .

UJTL Ref No: OP 5.6
Description: Employ operational information warfare.

Task Conditions:

Criteria for Measurement (and Existing Standards if Known):

Means:

· Cross-Service, cross-platform, cross-discipline, cross-echelon and cross-agency integration of IO, including coalition operations

· Relevant, flexible doctrine and TTP for IO. Focus on leadership development, training and education

· Advanced cognitive tools and automated, predictive decision aids, including use of artificial intelligence

· Advanced modeling and simulation, including human factors and nodal analysis focused on IO. Includes tools for forecasting and predicting future IO branches and sequels

· Identify, track, and remove/mitigate friendly IO vulnerabilities. Includes use of integrated multi-purpose, multi-capable sensors

· Family of information, detection, I&W, and protection capabilities, including hardening and regeneration capabilities, optimized for the IO threat. Includes integration of the full range of indicators into the I&W process to predict/determine potential adversary intent.

· Family of information, detection, I&W, and protection capabilities, including hardening and regeneration capabilities, optimized for the WMD threat. Includes integration of the full range of indicators into the I&W process to predict/determine potential adversary intent.

· Comprehensive, near real-time, interactive, tailored display of relevant information for a common operational picture (COP), including visualization of the information environment

· Simplified, streamlined, and integrated processes

· Agile, tailorable organizations with secure real-time, interactive connectivity with seniors and subordinates

· Scientific and technological exchange with government and non-government agencies outside DOD, including networked experts and databases

· Active combating terrorism measures to protect the information environment

· Integrated information management systems

· Total asset visibility using a combination of information management, sensors, precise location, interagency/host nation/third party capabilities and a responsive communications system

· Predictive, automated planning tools and decision aids to minimize unintended consequences in IO

· Versatile, rapid display and comprehension capabilities to provide a common, relevant and shared picture of the information environment. Enables real-time, reliable, accurate identification, location, targeting, re-targeting, and engagement of adversary information centers of gravity.

· Metrics and measures of effectiveness to measure relative state of information superiority and freedom of action

· Full interagency integration of perception management in IO, including public affairs and PSYOPS

· Split-based and reach back IO capabilities.

· On demand satellite deployment.

· Space-based/ground-based lasers, directed energy weapons, anti-satellite weapons.

· Precise and wide-area destruction and disruption capabilities.

· Multi-capable UAVs.

· Space platforms to recognize threats, to warn controlling agencies and to take evasive maneuvers and countermeasures without degrading mission performance.

Most Demanding AOR, Mission and Scenario for Assessment (and Rationale):

· USFK/PACOM: low-high tech; redundancy; counter-measures; multiple transmission paths; tech proliferation

· CENTCOM: highly centralized and networked infrastructure; counter-measures; multiple transportation paths; redundancy; tech proliferation

Assessment Strategy (Suggested Events, Primary and Validating):
· Conferences and Symposia (primary)

· Pol/Mil and War Games (primary)

· Demonstrations and Experiments (primary)

· Exercise (secondary)

· Modeling and Simulation (secondary)

Hypotheses: If we can protect the information and information systems that enable the effective and efficient use of the friendly civilian information infrastructure, then we will have contributed to achieving an advantage in the information environment relative to that of the adversary.

Other Affected JV 2010 Coordinating Authorities: (DM, PE, FL, FDP, IS, TI, or FSD/Joint C2)

Other CA #1 Address:

Telephone (DSN):              Comm:

E-Mail:                              Fax:
Interest/Connection:

Other CA #2 Address:

Telephone (DSN):              Comm:

E-Mail:                              Fax:
Interest/Connection:

DOC Number:    ITP-1                Title:  Assurance

DOC Description (General Summary): Defend against information operations threats. Provide the warfighter  with high quality information services when needed to meet the dynamically changing demands of the future, when and where required, while protecting sources and methods.  Includes access and security issues in the joint, interagency, and multinational arena.   2010 Differences:

· Assurances against compromise/exploitation, to include network access control.

· Multi-path, threat-sensitive, self-correcting, and regenerating network.

· Advanced visualization tools to monitor, detect, and defend the network.
· Intelligent information delivery capability with automated security and access level determination.
· Highly standardized data and information management protocols, policies, and procedures.
· Flexible information and organization architectures to accommodate changes in technology/requirements,   
     including   reachback.
· Multi-level access with security; individual communications channels handling multiple classification levels.    

CA Sponsor:  Information Superiority (Information Transport and Processing Challenge Area)

Organization Address: CDR Jeff Pack, J-6Q/Information Superiority Division  

Org Tele (DSN):   227-9877   Comm: 703-697-9877

E-Mail Address: packgt@js.pentagon.mil                                  Fax Number:   DSN-227-7058

Applicable Challenges:  Information Transport and Processing

Core Task(s):    Information Transport and Processing.  Gather collected information.  To assign adequate resources to theater and JTF intelligence organizations to permit the accomplishment of assigned intelligence tasks.  To ensure the transmission of intelligence materials produced in response to theater of operations/JOA information requirements all organizations and personnel. 

Subordinate Tasks: 

1. Provide survivable network systems, which are resistant to exploitation or damage.
2. Provide information warfare detection, monitoring, surveillance and defense tools.

3. Provide sound network access controls. 
4. Provide adaptive, multilevel security, to include during coalition and interagency operations.  

UJTL Ref No: OP 6.3.2
Description: Supervise Communications Security 

UJTL Ref No: OP 6.3.4

UJTL Ref No:  OP2.2

UJTL Ref No:  OP2.5

UJTL Ref No:  OP6.3
Description: Protect Information Systems in Theater of Operations/JOA

Description:  Collect operational information

Description:  Disseminate and integrate operational intelligence

Description:  Protect systems and capabilities in theater of operations.

Possible Task Conditions:

C 2.3 – Command, Control, Communications
C 2. 2.5.2 - Modern Information and Intelligence Processing Systems 
C 2.3.1.2 – Multinational Integration
C 3.3.6.2 – Telecommunications Infrastructure
 - This capability must exist to support all levels of conflict.  

Possible Criteria for Measurement (and Existing Standards if Known):

OP 6.3.2
M2 – Percent of communications passed by secure transmission means
M9 – Percent of friendly communications sent via secure means.  
OP 6.3.4
M5 – Percent of attempted adversary penetrations of friendly information systems successful.
M6 – Percent of info systems within high security area. 
M8 – Percent of System Administrators with full OPSEC training. 

- Use of artificial intelligence to tailor and deliver information to satisfy users’ needs while guarding access and security limits.

- Clear, unambiguous, high-fidelity policy on information access, disclosure, repeatability, and security.

- Focused training and education
- Common TTP for coalition operations.
- Simplified, streamlined processes and organizations; rapid, flexible, surge across echelons when needed.

Possible Means:

1. Multi-Level Information Access, Multi-Level Information Security
2. Integrated Communications Architecture
3. Extensive Database of Networked Information
4. Uninterrupted Information Exchange

5. Advanced modeling and simulation

6. Advanced real-time, interactive display  of network status 

Most Demanding AOR, Mission and Scenario for Assessment (and Rationale): Ambiguous and undefinable  threat scenarios with allied or coalition uncertainty and interagency operations, to include areas without pre-existing communications architectures.   Rationale: Potential AORs may include  both combat and MOOTW missions and operations with non-traditional  and domestic infrastructure implications. 

Most Demanding AOR, Mission and Scenario for Assessment (and Rationale): Ambiguous and undefinable  threat scenarios with allied or coalition uncertainty and interagency operations, to include areas without pre-existing communications architectures.   Rationale: Potential AORs may include  both combat and MOOTW missions and operations with non-traditional  and domestic infrastructure implications. 

Possible Assessment Strategy:

· Commercial-Off-The-Shelf (COTS) Venues (Symposium, Conferences, etc.)

· Insights from review of recent (2 years) demonstrations, studies, and experiments including J6 STS

· Insights from current/near term ISXs

· Demonstrations (ACTD, ATD, JWID) 1998, 1999,  2000 

· Network modeling and simulation

· JWE

· Tailored Lessons Learned

· Pol/Mil and War Games (unilateral and multilateral)

· Symposia and workshops (unilateral and multilateral)

Hypotheses:
  If we can provide the Joint Force Commander with a world-wide information transport and processing grid with sufficient
 reliability and security, 
 Then  we can achieve a high degree of information flow with the desired degree of information protection and assurance.

Other Affected JV 2010 Coordinating Authorities: DM, PE, FL, FDP, IS, TI, or FSD/Joint C2

Other CA #1 Address:

Telephone (DSN):              Comm:

E-Mail:                              Fax:
Interest/Connection:  IS-71 (BA-08)


DOC Number:  ITP-2   Title:  Capacity

DOC Description (General Summary): Provide the warfighter a flexible, adaptive network to transmit and receive the right volume of information at the right time and at the right  place.  2010 Differences:

· Unimpeded transport of multimedia information

· Advanced, interactive visualization and displays integrated with information infrastructure management  tools to monitor, detect, and optimize network performance

CA Sponsor:  Information Superiority (Information Transport and Processing Challenge Area)

Organization Address: CDR Jeff Pack, J-6Q/Information Superiority Division  

Org Tele (DSN):   227-9877   Comm: 703-697-9877
E-Mail Address: packgt@js.pentagon.mil                                  Fax Number:   DSN-227-7058

Applicable Challenges:  Information Transport and Processing

Core Task(s):   Information Transport and Processing

Subordinate Tasks: 

1. Provide seamless and unimpeded data transport that is adaptable throughout the tactical  and strategic environments.
2. Provide tools to support  data-mining, modular C4I packaging, and economy of data transport.
3. Provide both the warfighter and technical control personnel with a tailored, real time display of telecommunications usage, which will support the effective visualization of quantitative and qualitative metrics. 
4. FL 28: Provide a highly integrated, reliable, protected and robust information infrastructure.

5. FL 31: Maintain a close link between C2 and combat support during critical execution of an operation.

6. FL 32: Maintain a close link between C2 and support agencies during critical execution of an operation.
7. DM 11: Provide uninterrupted real time communications between forces and leaders.

UJTL Ref No: OP 5.1.1.
Description: Communicate Operational Information. 

UJTL Ref No: OP 5.1.2
Description: Manage Means of Communicating Operational information.

Possible  Task Conditions:

C 2.3 – Command, Control, Communications                                                            
C 2. 2.5.2 - Modern Information and Intelligence Processing Systems 
C 2.3.1.6 - Communications Connectivity
C 2.3.1.2 - Multinational Integration
C 3.3.6.2 - Telecommunications Infrastructure

Possible Criteria for Measurement (and Existing Standards if Known):

OP 5.1.1
M7 – Percent of time info passed within established criteria.
OP 5.1.2
M4 - Hours to establish integrated communication capability.
M6 – Percent of C2 nodes possess required communication capabilities. 
M17 – Percent of time communication connectivity maintained with all units 

Possible Means:

1. Integrated Communications Architecture

2. Extensive Database of Networked Information
3. Uninterrupted Information Exchange

4. Advanced information compression algorithms

5. Integrated information management systems (including advanced decision aids)

6. Advanced planning and design tools

7. Advanced modeling and simulation

8. Advanced, real-time, interactive display of network status

Most Demanding AOR, Mission and Scenario for Assessment (and Rationale): Ambiguous and undefinable threat scenario with allied or coalition uncertainty and interagency operations.  Rationale: Potential AORs may include combat and  MOOTW missions and operations with non-traditional  and domestic infrastructure implications.

Possible Assessment Strategy:

· Commercial-Off-The-Shelf (COTS) Venues (Symposium, Conferences, etc.)

· Insights from review of recent (2 years) demonstrations, studies, and experiments including J6 STS

· Insights from current/near term ISXs

· Demonstrations (ACTD, ATD, JWID) 1998, 1999,  2000 

· Network modeling and simulation

· JWE

Hypotheses:
  If we can provide the Joint Force Commander with a world-wide information transport and processing grid with sufficient
 capacity, which is dynamically reconfigurable, allowing tailoring of networks for time-critical missions, 
 Then  we can achieve a high degree of information flow and agility in employment of forces. 



DOC Number: ITP-3        Title:  Interoperability   

DOC Description (General Summary): Provide universal transaction services that allow the warfighter to exchange and understand information unimpeded by differences in connectivity or language on a real time basis regardless of location.  2010 Differences:

· System (e.g., workstation) independent, universal access to all appropriate information including policies,    procedures, protocols, standards and infrastructure that create a truly global network of networks.

· Advanced interactive visualization and management tools to recognize, diagnose, and correct interoperability problems.

CA Sponsor:  Information Superiority (Information Transport and Processing Challenge Area)

Organization Address: CDR Jeff Pack, J-6Q/Information Superiority Division  

Org Tele (DSN):   227-9877   Comm: 703-697-9877

E-Mail Address: packgt@js.pentagon.mil                                  Fax Number:   DSN-227-7058

Applicable Challenges: Information Transport and Processing

Core Task(s): Information Transport and Processing 

Subordinate Tasks: 

1. Provide a global network to support modular plug-and-play access which allows for the adaptation and scalability of the  information requirements of joint and multinational warfighters and interagency participants.
2. Provide automated translations at network nodes where interfaces occur between different C4ISR systems. 
3. FL 16:  Share allied logistics info systems to enhance multinational interoperability. 
4. FL 29:  Provide a DOD intranet capability that allows all authorized users to shared data across Service logistics applications.   

UJTL Ref No: OP 5.1.1.
Description: Communicate Operational Information. 

UJTL Ref No: OP 5.1.2
Description: Manage Means of Communicating Operational information.

Possible Task Conditions:

C 2. 2.5.2 - Modern Information and Intelligence Processing Systems
C 2.2.6 – Interoperability 
C.2.3 – Command, Control, Communications 
C 2.3.1.2 - Multinational Integration
C 2.3.1.6 - Communications Connectivity
C 2.3.1.8 – Information Exchange
C 3.3.6.2 - Telecommunications Infrastructure

Possible Criteria for Measurement (and Existing Standards if Known):

OP 5.1.1
M7 – Percent of time info passed within established criteria.
OP 5.1.2
M4 - Hours to establish integrated communication capability.
M6 – Percent of C2 nodes possess required communication capabilities. 
M17 – Percent of time communication connectivity maintained with all units 

Possible Means:

1. Integrated Communications Architecture

2. Extensive Database of Networked Information
3. Uninterrupted Information Exchange

4. Integrated information management systems (including advanced decision aids)

5. Advanced modeling and simulation

6. Advanced planning and design tools

    7. Tools for autonomous network interoperability/connectivity optimization.

Most Demanding AOR, Mission and Scenario for Assessment (and Rationale): Ambiguous and undefinable threat scenarios with allied or coalition uncertainty and interagency operations.  Rationale: Potential AORs may include combat and MOOTW missions and operations with non-traditional and domestic infrastructure implications.

Possible Assessment Strategy:
· Commercial-Off-The-Shelf (COTS) Venues (National and International Symposia/Organizations for      interoperability and standards, such as the International Telephone Union, Combined Communications and Electronics Board, ABCA, DISA, AFCEA, etc.)

· Insights from review of recent (2 years) demonstrations, studies, and experiments including J6 STS

· Insights from current/near term ISXs

· Demonstrations (ACTD, ATD, JWID) 1998, 1999,  2000 

· Network modeling and simulation

· JWE 


Hypotheses:  If we can provide the Joint Forces Commander with universal transaction services that allow the warfighter to

 exchange and understand information unimpeded by differences in connectivity on a real time basis regardless of location,
 Then  we can achieve a high degree of information flow to support battlespace awareness for joint, multinational, and interagency forces.

DOC Number: ITP-4    Title:  Information Management
DOC Description (General Summary): Manage an assured, real-time, scalable information flow throughout the infrastructure. Provide the warfighter  with high quality information services when needed to meet the dynamically changing demands of the future, when and where required, while protecting sources and methods.  Includes access and security issues in the joint, interagency, and multinational arena.   2010 Differences:

· Scalable end-to-end, multi-path, threat-sensitive, self-correcting, and regenerating network with graceful and predictable degradation of networks under attack..

· Advanced visualization tools to monitor network performance, usage, reallocation, and security.
· Highly standardized data and information management protocols, policies, and procedures.
· Flexible information and organization architectures to accommodate real-time changes in requirements and access for all venues, to include allied, coalition, neutral and hostile.

CA Sponsor:  Information Superiority (Information Transport and Processing Challenge Area)

Organization Address: Ms Birdsall, J-6Q/Information Superiority Division  

Org Tele (DSN):   227-9877   Comm: 703-697-9877

E-Mail Address: birdsaey@js.pentagon.mil                                  Fax Number:   DSN-227-7058

Applicable Challenges:  Information Transport and Processing

Core Task(s):    Information Transport and Processing.  Gather collected information.  To assign adequate resources to theater and JTF intelligence organizations to permit the accomplishment of assigned intelligence tasks.  To ensure the transmission of intelligence materials produced in response to theater of operations/JOA information requirements all organizations and personnel. 

Subordinate Tasks: 

1. Provide flexible, scalable, assured, information management of the total infrastructure end-to-end.
2. Provide information monitoring, allocation, and defense tools.

4. Provide real-time, adaptive, manageable information flow to include during coalition OOTW, and interagency operations.  

UJTL Ref No:
Description:

UJTL Ref No: SN 2.5 

UJTL Ref No: SN 5.1

UJTL Ref No: SN 5.1.1 

UJTL Ref No: SN 5.1.2

UJTL Ref No: SN 8.1.7

UJTL Ref No: SN 8.3.2 UJTL Ref No: ST 2.3

UJTL Ref No: ST 2.5

UJTL Ref No: ST 5.1

UJTL Ref No: ST 5.1.2

UJTL Ref No: OP 2.5

UJTL Ref No: OP 5.1

UJTL Ref No: OP 5.1.1

UJTL Ref No: OP 5.1.2
Disseminate & integrate national strategic intelligence

Operate & manage global strategic communications and information systems.

Communicate strategic decisions/information.

Manage national military C4 systems worldwide for communicating strategic information.

Coordinate information sharing arrangements.

Conduct information management in the interagency process.

Process and exploit collected theater strategic information.

Disseminate and integrate theater strategic intelligence.

Communications and information systems

Managing theater C4 systems for communicating strategic orders and information.

Disseminate and integrate operational intelligence.

Acquire and communicate operational level information and maintain status.

Communicate operational information.

Manage means of communicating operational information

Possible Task Conditions:

C 2.3 - Command, Control, Communications
C 2. 2.5.2 - Modern Information and Intelligence Processing Systems 
C 2.3.1.2 - Multinational Integration

C 2.3.1.6 – Communications Connectivity

C 2.3.1.8 – Information Exchange

C 2.3.1.9 – Information Volume
C 3.3.6.2 - Telecommunications Infrastructure
 - This capability must exist to support all levels of conflict.  

Possible Criteria for Measurement (and Existing Standards if Known):



Possible Means:

1. Integrated Communications Architecture
2. Extensive Database of Networked Information
3. Uninterrupted Information Exchange

4. Advanced modeling and simulation

5. Advanced real-time, interactive display of network status 

Most Demanding AOR, Mission and Scenario for Assessment (and Rationale): Ambiguous and undefinable threat scenarios with allied or coalition uncertainty and interagency operations.  Rationale: Potential AORs may include combat and MOOTW missions and operations with non-traditional and domestic infrastructure implications.

Possible Assessment Strategy:
· Commercial-Off-The-Shelf (COTS) Venues (National and International Symposia/Organizations for      interoperability and standards, such as the International Telephone Union, Combined Communications and Electronics Board, ABCA, DISA, AFCEA, etc.)

· Insights from review of recent (2 years) demonstrations, studies, and experiments 

· Insights from current/near term ISXs

· Demonstrations (ACTD, ATD, JWID) 1998, 1999,  2000 

· Network modeling and simulation

· JWE

Hypotheses:  If we can provide the Joint Forces Commander with assured and scalable universal transaction services that allow the warfighter to exchange and understand information unimpeded by differences in connectivity on a real-time basis regardless of location, Then  we can achieve a high degree of information flow to support battlespace awareness for joint, multinational, and interagency forces.






Desired Operational Capability: Database Fields  (As of 31 August 98)

DOC Number: PE01
Title: Conduct Battlespace Analysis

Included in IS-37 (BA-05)

DOC Description (General Summary): Capability to analyze the battlespace to identify operational strategies, operational objectives, and specific actions required to meet objectives.  Analysis determines enemy and friendly critical vulnerabilities, enemy COAs and intent.  Analysis must provide the seamless transition from pre-hostility/conflict IPB to the continuous and on-going analysis of battlespace events/engagements to direct future operations.  

Task:
· Orientation (Situation awareness)

2010 Differences:

· Decreased complexity/clear understanding

· Common operational picture

· Simultaneous information

· “Real-time”; predictive

· Interactive shared orientation

· Shared, quick links; shaped, common feedback

· Reduced decision time

· Better decisions – objective reached quicker

CA Sponsor:  Precision Engagement

Organization Address:

  J8, The Joint Staff
Tel (DSN): 227-0499
Tel (Coml):(703) 697-0499

  The Pentagon
FAX (DSN): 224-4141 
FAX (Coml): (703) 614-4141

E-Mail Address:  elderjk@js.pentagon.mil  

Applicable Challenge(s):Integrating Precision Effects; Generating Precision Effects



Core Task(s):Dominant Battlespace Awareness, Command & Control

Task:



Subordinate Tasks:

1. Analyze Battlespace

2. Build Assessment



UJTL Ref No:

OP 2

OP 2.1

OP 2.2

OP 2.3

OP 2.4

OP 2.5

OP 5

OP 5.1

OP 5.2

OP 5.3

OP 5.4

OP 5.5

OP 5.6

OP 5.7


UJTL Description:

Provide Operational Intelligence, Surveillance, and Reconnaissance.

Plan and Direct Operational Intelligence Activities.

Collect Operational Information.

Process and Exploit Collected Operational Information.

Produce Operational Intelligence and Prepare Intelligence Reports.

Disseminate and Integrate Operational Intelligence.

Exercise Operational Command and Control.

Acquire and Communicate Operational Level Information and Maintain Status.

Assess Operational Situation.

Prepare Plans and Orders.

Command Subordinate Operational Forces.

Organize a Joint Force Headquarters.

Employ Operational Information Warfare (IW).

Coordinate and Integrate Joint/Multinational and Interagency Support.

Task Conditions: Across the range of military operations, multi-national operations, in all weather and environments, continuous, real-time, across the battlespace or relevant portions of the battlespace.

Criteria for Measurement (and Existing Standards if Known):

OP 2    M4  Percent of targets accurately identified

        M5  Percent of targets accurately located

OP 2.1  M1  Hours to disseminate PIRs to subordinate elements of joint 

            force (after collection)

        M2  Hours between updates of PIRs

        M6  Percent of total PIRs identified during execution

        M7  Hours to disseminate initial and subsequent PIRs to all 

            Components

OP 2.2  M2  Percent of PIRs collected in time to meet current operational

            Needs

        M5  Percent of targets accurately identified

        M6  Percent of targets accurately located

OP 2.3  M3  Hours turnaround time to process new intelligence data

        M4  Percent of collected information which can be processed in 

            theater of operations/JOA

OP 2.4  M3  Minutes to brief operations Command Duty Officer (after   

            issuing an Advisory Report)

        M4  Minutes to disseminate an Advisory Report (after observation 

            of activity)

        M5  Hours to prepare briefing based on new intelligence

OP 2.5  M4  Minutes to pass prepared intelligence to joint force commander

            and staff

        M5  Minutes to prepare intelligence for joint force commander and 

            Staff

OP 5    M1  Hours prior to execution, plan published and delivered

        M3  Percent of units receive orders in time to plan and execute

OP 5.1  M3  Minutes to process and disseminate status information (to

            subordinate units)

        M5  Percent of critical information acquired and disseminated to 

            subordinate commanders

        M13 Percent of information, not passed to or received by allies 

            (lack of equipment interoperability)

OP 5.2  M2  Hours lag between appreciation of battlespace and real 

            Situation

        M3  Hours since update of joint force situation

        M5  Minutes to assess current situation and formulate plan of 

            Action

        M6  Percent of enemy actions or operations forecast

OP 5.3  M4  Hours to issue joint force commander’s intent (after CJCS or 

            combatant warning order) 

        M5  Minutes to generate and forward Commander’s Situation Reports

            (SITREP)

        M7  Seconds to respond to emergency aircraft

        M11 Percent accuracy of information in Region/Sector and gained 

            unit supplemental plans

        M12 Percent currency of information in Region/Sector and gained

            unit supplemental plans

OP 5.4  M1  Percent accuracy of information in plans and orders issued and

            disseminated to subordinate units

        M4  Percent of subordinate commands clear about their immediate

            Objectives

        M7  Percent of time, mission essential intelligence and threat 

            assessments passed within established criteria

        M10 Minutes to issue and disseminate Threat Conditions  

           (THREATCONs)and Attack Warnings

OP 5.5  M2  Hours to form joint force staff (from activation order)

        M3  Percent of joint force actions or operations affected by late

            arrival of staff augmentees

        M5  Days from activation order until headquarters fully staffed

        M9  Days to establish and approve C2 architecture for JTF

OP 5.6  M1  Percent of adversary air defense C4 prior to penetration

            operations by air

        M4  Percent of attempted adversary penetration of friendly 

            information systems, successful

        M5  Percent of attempted penetrations of adversary information 

            systems successful and apparently not detected

        M7  Percent of enemy operations delayed, disrupted, canceled, or

            modified (because of C2W attack)

        M11 Percent of successful penetrations of adversary info systems

            detected

        M13 Percent of adversary penetrations of friendly info systems, 

            source identified and targeted

OP 5.7  M1  Days for joint force to successfully integrate coalition force

            doctrinal differences

        M5  Percent of allied support requirements filled at time of 

            execution      

Means: 

· Interoperable data

· Organizational change

· Displays…

· Modeling/smart filters

· Interactive data base of information

· Improved surveillance/reconnaissance; 



Most Demanding AOR, Mission and Scenario for Assessment (and Rationale):

MOUT.  US Forces have least previous exposure to this confusing scenario.

Assessment Strategy (Suggested Events, Primary and Validating):

1. Up-front analysis, survey existing work on task (ACTDs).

2. Wargames, experiments, seminars with this capability included

a) Tabletop

b) Simulation

c) ACTDs

3. CPX

4. FTX

Hypotheses:

If we can provide the CINC/CJTF with the ability to efficiently and effectively produce, exploit and disseminate relevant battlespace knowledge, then we can conduct detailed battlespace analysis to rapidly identify and exploit/create enemy vulnerabilities.

Other Affected JV 2010 Coordinating Authorities:  IS

Other CA #1 Address:

Tel (DSN):

E-Mail:
Interest/Connection:

Other CA #2 Address

Tel (DSN):

E-Mail:
Interest/Connection:

Remarks: Included in IS-37 (BA-05)
Key Words:

Analysis

Orientation

OODA Loop

SA (Situational Awareness)

Decision

Battlespace Awareness



Desired Operational Capability: Database Fields (As of 31 August 98)

DOC Number: PE02
Title: Relevant Force Location and Status

Included in IS-34 (BA 04)

DOC Description (General Summary): Capability to locate and provide status of all relevant enemy and friendly forces and non-combatants.  Friendly force information provides necessary visibility to ensure CONUS to conflict tracking, force employment decisions, and fratricide avoidance.  Enemy force information should provide necessary visibility to assess objective/target priorities and command/control engagement.  Non-combatant information provides necessary visibility to avoid collateral damage.        



CA Sponsor:  Precision Engagement

Organization Address:

  J8, The Joint Staff
Tel (DSN): 227-0499
Tel (Coml):(703) 697-0499

  The Pentagon
FAX (DSN): 224-4141 
FAX (Coml): (703) 614-4141

E-Mail Address:  elderjk@js.pentagon.mil  

Applicable Challenge(s):Integrating Precision Effects; Generating Precision Effects



Core Task(s):Dominant Battlespace Awareness, Command & Control



Subordinate Tasks:



UJTL Ref No:

OP 2

OP 2.1

OP 2.2

OP 2.3

OP 2.4

OP 2.5

OP 5

OP 5.1

OP 5.2

OP 5.3

OP 5.4

OP 5.5

OP 5.6

OP 5.7


UJTL Description:

Provide Operational Intelligence, Surveillance, and Reconnaissance.

Plan and Direct Operational Intelligence Activities.

Collect Operational Information.

Process and Exploit Collected Operational Information.

Produce Operational Intelligence and Prepare Intelligence Reports.

Disseminate and Integrate Operational Intelligence.

Exercise Operational Command and Control.

Acquire and Communicate Operational Level Information and Maintain Status.

Assess Operational Situation.

Prepare Plans and Orders.

Command Subordinate Operational Forces.

Organize a Joint Force Headquarters.

Employ Operational Information Warfare (IW).

Coordinate and Integrate Joint/Multinational and Interagency Support.

Task Conditions: Across the range of military operations, multi-national operations, in all weather and environments, continuous, real-time, across the battlespace or relevant portions of the battlespace.



Criteria for Measurement (and Existing Standards if Known):

OP 2    M4  Percent of targets accurately identified

        M5  Percent of targets accurately located

OP 2.1  M1  Hours to disseminate PIRs to subordinate elements of joint 

            force (after collection)

        M2  Hours between updates of PIRs

        M6  Percent of total PIRs identified during execution

        M7  Hours to disseminate initial and subsequent PIRs to all 

            components

OP 2.2  M2  Percent of PIRs collected in time to meet current operational

            needs

        M5  Percent of targets accurately identified

        M6  Percent of targets accurately located

OP 2.3  M3  Hours turnaround time to process new intelligence data

        M4  Percent of collected information which can be processed in 

            theater of operations/JOA

OP 2.4  M3  Minutes to brief operations Command Duty Officer (after     

            issuing an Advisory Report)

        M4  Minutes to disseminate an Advisory Report (after observation 

            of activity)

        M5  Hours to prepare briefing based on new intelligence

OP 2.5  M4  Minutes to pass prepared intelligence to joint force commander

            and staff

        M5  Minutes to prepare intelligence for joint force commander and 

            staff

OP 5    M1  Hours prior to execution, plan published and delivered

        M3  Percent of units receive orders in time to plan and execute

OP 5.1  M3  Minutes to process and disseminate status information (to

            subordinate units)

        M5  Percent of critical information acquired and disseminated to 

            subordinate commanders

        M13 Percent of information, not passed to or received by allies 

            (lack of equipment interoperability)

OP 5.2  M2  Hours lag between appreciation of battlespace and real 

            situation

        M3  Hours since update of joint force situation

        M5  Minutes to assess current situation and formulate plan of 

            action

        M6  Percent of enemy actions or operations forecast

OP 5.3  M4  Hours to issue joint force commander’s intent (after CJCS or 

            combatant warning order) 

        M5  Minutes to generate and forward Commander’s Situation Reports

            (SITREP)

        M7  Seconds to respond to emergency aircraft

        M11 Percent accuracy of information in Region/Sector and gained 

            unit supplemental plans

        M12 Percent currency of information in Region/Sector and gained

            unit supplemental plans

OP 5.4  M1  Percent accuracy of information in plans and orders issued and

            disseminated to subordinate units

        M4  Percent of subordinate commands clear about their immediate

            objectives

        M7  Percent of time, mission essential intelligence and threat 

            assessments passed within established criteria

        M10 Minutes to issue and disseminate Threat Conditions 

            (THREATCONs)and Attack Warnings

OP 5.5  M2  Hours to form joint force staff (from activation order)

        M3  Percent of joint force actions or operations affected by late

            arrival of staff augmentees

        M5  Days from activation order until headquarters fully staffed

        M9  Days to establish and approve C2 architecture for JTF

OP 5.6  M1  Percent of adversary air defense C4 prior to penetration

            operations by air

        M4  Percent of attempted adversary penetration of friendly 

            information systems, successful

        M5  Percent of attempted penetrations of adversary information 

            systems successful and apparently not detected

        M7  Percent of enemy operations delayed, disrupted, canceled, or

            modified (because of C2W attack)

        M11 Percent of successful penetrations of adversary info systems

            detected

        M13 Percent of adversary penetrations of friendly info systems, 

            source identified and targeted

OP 5.7  M1  Days for joint force to successfully integrate coalition force

            doctrinal differences

        M5  Percent of allied support requirements filled at time of 

            execution

Means: Improved surveillance/reconnaissance; improved battlespace analysis; automated processing and aggregation



Most Demanding AOR, Mission and Scenario for Assessment (and Rationale):

MOUT.  US Forces have least previous exposure to this confusing scenario.  Addition of a third dimension significantly complicates the problem.

Assessment Strategy (Suggested Events, Primary and Validating):



Hypotheses:

If we can provide the CINC/CJTF with the ability to efficiently and effectively produce, exploit and disseminate relevant battlespace knowledge, then we can conduct detailed battlespace analysis to rapidly identify and exploit/create enemy vulnerabilities.

Other Affected JV 2010 Coordinating Authorities:  IS

Other CA #1 Address:

Tel (DSN):

E-Mail:
Interest/Connection:

Other CA #2 Address

Tel (DSN):

E-Mail:
Interest/Connection:

Remarks:   Included in IS-34 (BA 04)



Desired Operational Capability: Database Fields (As of 31 August 98)

DOC Number: PE03
Title: Integrated Battlespace Picture

Included in IS-61(BA-06)



DOC Description (General Summary): Capability to provide a fused battlespace picture.  Must provide to all levels of command, down to the individual warfighter, a tailorable, scaleable, inter-active picture, containing relevant information in detail sufficient to support operational objectives.  Picture must support a streamlined, efficient decision-making environment (information access, processing and display, staffing and procedures) allowing commanders to act more quickly and with greater accuracy.    



CA Sponsor:  Precision Engagement

Organization Address:

  J8, The Joint Staff
Tel (DSN): 227-0499
Tel (Coml):(703) 697-0499

  The Pentagon
FAX (DSN): 224-4141 
FAX (Coml): (703) 614-4141

E-Mail Address:  elderjk@js.pentagon.mil  

Applicable Challenge(s):Integrating Precision Effects; Generating Precision Effects



Core Task(s):Dominant Battlespace Awareness, Command & Control



Subordinate Tasks:



UJTL Ref No:

OP 2

OP 2.1

OP 2.2

OP 2.3

OP 2.4

OP 2.5

OP 5

OP 5.1

OP 5.2

OP 5.3

OP 5.4

OP 5.5

OP 5.6

OP 5.7


UJTL Description:

Provide Operational Intelligence, Surveillance, and Reconnaissance.

Plan and Direct Operational Intelligence Activities.

Collect Operational Information.

Process and Exploit Collected Operational Information.

Produce Operational Intelligence and Prepare Intelligence Reports.

Disseminate and Integrate Operational Intelligence.

Exercise Operational Command and Control.

Acquire and Communicate Operational Level Information and Maintain Status.

Assess Operational Situation.

Prepare Plans and Orders.

Command Subordinate Operational Forces.

Organize a Joint Force Headquarters.

Employ Operational Information Warfare (IW).

Coordinate and Integrate Joint/Multinational and Interagency Support.

Task Conditions: Across the range of military operations, multi-national operations, in all weather and environments, continuous, real-time, across the battlespace or relevant portions of the battlespace.



Criteria for Measurement (and Existing Standards if Known):

OP 2    M4  Percent of targets accurately identified

        M5  Percent of targets accurately located

OP 2.1  M1  Hours to disseminate PIRs to subordinate elements of joint 

            force (after collection)

        M2  Hours between updates of PIRs

        M6  Percent of total PIRs identified during execution

        M7  Hours to disseminate initial and subsequent PIRs to all 

            components

OP 2.2  M2  Percent of PIRs collected in time to meet current operational

            needs

        M5  Percent of targets accurately identified

        M6  Percent of targets accurately located

OP 2.3  M3  Hours turnaround time to process new intelligence data

        M4  Percent of collected information which can be processed in 

            theater of operations/JOA

OP 2.4  M3  Minutes to brief operations Command Duty Officer (after 

            issuing an Advisory Report)

        M4  Minutes to disseminate an Advisory Report (after observation 

            of activity)

        M5  Hours to prepare briefing based on new intelligence

OP 2.5  M4  Minutes to pass prepared intelligence to joint force commander

            and staff

        M5  Minutes to prepare intelligence for joint force commander and 

            staff

OP 5    M1  Hours prior to execution, plan published and delivered

        M3  Percent of units receive orders in time to plan and execute

OP 5.1  M3  Minutes to process and disseminate status information (to

            subordinate units)

        M5  Percent of critical information acquired and disseminated to 

            subordinate commanders

        M13 Percent of information, not passed to or received by allies 

            (lack of equipment interoperability)

OP 5.2  M2  Hours lag between appreciation of battlespace and real 

            situation

        M3  Hours since update of joint force situation

        M5  Minutes to assess current situation and formulate plan of 

            action

        M6  Percent of enemy actions or operations forecast

OP 5.3  M4  Hours to issue joint force commander’s intent (after CJCS or 

            combatant warning order) 

        M5  Minutes to generate and forward Commander’s Situation Reports

            (SITREP)

        M7  Seconds to respond to emergency aircraft

        M11 Percent accuracy of information in Region/Sector and gained 

            unit supplemental plans

        M12 Percent currency of information in Region/Sector and gained

            unit supplemental plans

OP 5.4  M1  Percent accuracy of information in plans and orders issued and

            disseminated to subordinate units

        M4  Percent of subordinate commands clear about their immediate

            objectives

        M7  Percent of time, mission essential intelligence and threat 

            assessments passed within established criteria

        M10 Minutes to issue and disseminate Threat Conditions 

            (THREATCONs)and Attack Warnings

OP 5.5  M2  Hours to form joint force staff (from activation order)

        M3  Percent of joint force actions or operations affected by late

            arrival of staff augmentees

        M5  Days from activation order until headquarters fully staffed

        M9  Days to establish and approve C2 architecture for JTF

OP 5.6  M1  Percent of adversary air defense C4 prior to penetration

            operations by air

        M4  Percent of attempted adversary penetration of friendly 

            information systems, successful

        M5  Percent of attempted penetrations of adversary information 

            systems successful and apparently not detected

        M7  Percent of enemy operations delayed, disrupted, canceled, or

            modified (because of C2W attack)

        M11 Percent of successful penetrations of adversary info systems

            detected

        M13 Percent of adversary penetrations of friendly info systems, 

            source identified and targeted

OP 5.7  M1  Days for joint force to successfully integrate coalition force

            doctrinal differences

        M5  Percent of allied support requirements filled at time of 

            execution

Means: Improved surveillance/reconnaissance; fusion of data gathering to decision making process; automated processing and aggregation



Most Demanding AOR, Mission and Scenario for Assessment (and Rationale):

Korean MTW.  Close proximity of combatants leaves no room for confusion.

Assessment Strategy (Suggested Events, Primary and Validating):



Hypotheses:

If we can provide the CINC/CJTF with the ability to efficiently and effectively produce, exploit and disseminate relevant battlespace knowledge, then we can conduct detailed battlespace analysis to rapidly identify and exploit/create enemy vulnerabilities.

Other Affected JV 2010 Coordinating Authorities:  IS

Other CA #1 Address:

Tel (DSN):

E-Mail:
Interest/Connection:

Other CA #2 Address

Tel (DSN):

E-Mail:
Interest/Connection:

Remarks:  Included in IS-61(BA-06)



Desired Operational Capability: Database Fields (As of 31 August 98)

DOC Number: PE04
Title: Identify, Prioritize, and Command/Control Effects against Battlespace Objectives/Targets

(Incorporated into CC-07/04)

DOC Description (General Summary): Capability to identify and prioritize objectives and targets, and command/control forces to deliver effects.  Must provide engagement quality information against objectives/targets.  Includes the ability to direct use of preferred engagement systems/forces; proposed ordnance; force assignment within required time constraints; conduct assessment of mission plans through rehearsal, modeling & simulation.

Task:  Match effects to target.

2010 Differences:

· Enhanced battlespace awareness (predictive)

· Selective impact on targets

· Enhanced selection of possible effects, 

· Variable lethality

· Weakened vs. killed targets



CA Sponsor:  Precision Engagement

Organization Address:

  J8, The Joint Staff
Tel (DSN): 227-0499
Tel (Coml):(703) 697-0499

  The Pentagon
FAX (DSN): 224-4141 
FAX (Coml): (703) 614-4141

E-Mail Address:  elderjk@js.pentagon.mil  

Applicable Challenge(s):Integrating Precision Effects; Generating Precision Effects



Core Task(s):Dominant Battlespace Awareness, Command & Control



Subordinate Tasks:



UJTL Ref No:

OP 2

OP 2.1

OP 2.2

OP 2.3

OP 2.4

OP 2.5

OP 5

OP 5.1

OP 5.2

OP 5.3

OP 5.4

OP 5.5

OP 5.6

OP 5.7


UJTL Description:

Provide Operational Intelligence, Surveillance, and Reconnaissance.

Plan and Direct Operational Intelligence Activities.

Collect Operational Information.

Process and Exploit Collected Operational Information.

Produce Operational Intelligence and Prepare Intelligence Reports.

Disseminate and Integrate Operational Intelligence.

Exercise Operational Command and Control.

Acquire and Communicate Operational Level Information and Maintain Status.

Assess Operational Situation.

Prepare Plans and Orders.

Command Subordinate Operational Forces.

Organize a Joint Force Headquarters.

Employ Operational Information Warfare (IW).

Coordinate and Integrate Joint/Multinational and Interagency Support.

Task Conditions: Across the range of military operations, multi-national operations, in all weather and environments, continuous, real-time, across the battlespace or relevant portions of the battlespace.



Criteria for Measurement (and Existing Standards if Known):

OP 2    M4  Percent of targets accurately identified

        M5  Percent of targets accurately located

OP 2.1  M1  Hours to disseminate PIRs to subordinate elements of joint 

            force (after collection)

        M2  Hours between updates of PIRs

        M6  Percent of total PIRs identified during execution

        M7  Hours to disseminate initial and subsequent PIRs to all 

            components

OP 2.2  M2  Percent of PIRs collected in time to meet current operational

            needs

        M5  Percent of targets accurately identified

        M6  Percent of targets accurately located

OP 2.3  M3  Hours turnaround time to process new intelligence data

        M4  Percent of collected information which can be processed in 

            theater of operations/JOA

OP 2.4  M3  Minutes to brief operations Command Duty Officer (after 

            issuing an Advisory Report)

        M4  Minutes to disseminate an Advisory Report (after observation 

            of activity)

        M5  Hours to prepare briefing based on new intelligence

OP 2.5  M4  Minutes to pass prepared intelligence to joint force commander

            and staff

        M5  Minutes to prepare intelligence for joint force commander and 

            staff

OP 5    M1  Hours prior to execution, plan published and delivered

        M3  Percent of units receive orders in time to plan and execute

OP 5.1  M3  Minutes to process and disseminate status information (to

            subordinate units)

        M5  Percent of critical information acquired and disseminated to 

            subordinate commanders

        M13 Percent of information, not passed to or received by allies 

            (lack of equipment interoperability)

OP 5.2  M2  Hours lag between appreciation of battlespace and real 

            situation

        M3  Hours since update of joint force situation

        M5  Minutes to assess current situation and formulate plan of 

            action

        M6  Percent of enemy actions or operations forecast

OP 5.3  M4  Hours to issue joint force commander’s intent (after CJCS or 

            combatant warning order) 

        M5  Minutes to generate and forward Commander’s Situation Reports

            (SITREP)

        M7  Seconds to respond to emergency aircraft

        M11 Percent accuracy of information in Region/Sector and gained 

            unit supplemental plans

        M12 Percent currency of information in Region/Sector and gained

            unit supplemental plans

OP 5.4  M1  Percent accuracy of information in plans and orders issued and

            disseminated to subordinate units

        M4  Percent of subordinate commands clear about their immediate

            objectives

        M7  Percent of time, mission essential intelligence and threat 

            assessments passed within established criteria

        M10 Minutes to issue and disseminate Threat Conditions 

            (THREATCONs)and Attack Warnings

OP 5.5  M2  Hours to form joint force staff (from activation order)

        M3  Percent of joint force actions or operations affected by late

            arrival of staff augmentees

        M5  Days from activation order until headquarters fully staffed

        M9  Days to establish and approve C2 architecture for JTF

OP 5.6  M1  Percent of adversary air defense C4 prior to penetration

            operations by air

        M4  Percent of attempted adversary penetration of friendly 

            information systems, successful

        M5  Percent of attempted penetrations of adversary information 

            systems successful and apparently not detected

        M7  Percent of enemy operations delayed, disrupted, canceled, or

            modified (because of C2W attack)

        M11 Percent of successful penetrations of adversary info systems

            detected

        M13 Percent of adversary penetrations of friendly info systems, 

            source identified and targeted

OP 5.7  M1  Days for joint force to successfully integrate coalition force

            doctrinal differences

        M5  Percent of allied support requirements filled at time of 

            execution

Means: 

· Extensive database of information

· Nodal analysis

· Real time interactive C2 process

· Real-time decision aids

· Increased reliability

· Improved surveillance/reconnaissance

· Fusion of data gathering to decision making process

· Automated processing and aggregation

· Dynamic planning & control

· Integrated battlespace picture



Most Demanding AOR, Mission and Scenario for Assessment (and Rationale):

Korean MTW. Close proximity of combatants leaves no room for confusion.

Assessment Strategy (Suggested Events, Primary and Validating):

· Review existing studies of IS

· Model/Simulation

· CPX

· FTX

Hypotheses:

If we can provide the CINC/CJTF with the ability to efficiently and effectively produce, exploit and disseminate relevant battlespace knowledge, then we can conduct detailed battlespace analysis to rapidly identify and exploit/create enemy vulnerabilities

Other Affected JV 2010 Coordinating Authorities:  IS, CC

Other CA #1 Address:

Tel (DSN):

E-Mail:
Interest/Connection:

Other CA #2 Address

Tel (DSN):

E-Mail:
Interest/Connection:

Remarks:  Included in CC07/04



Desired Operational Capability: Database Fields (As of 31 August 98)

DOC Number: PE05




Title: Tailorable Force Packages



DOC Description (General Summary): Capability and flexibility to assemble and deploy tailored force packages sufficiently sized with the appropriate combat capabilities, logistics, transportation, and information support to achieve operational objectives.  Able to reduce force footprint while increasing lethality and decreasing vulnerability.

Task:  Provide force capabilities

2010 Differences:

1. Fully interoperable forces (multinational/interagency)

2. Readily deployable (trained)

3. New joint & service doctrine

4. Increased efficiency (lethality, capability)

5. Decreased vulnerability

6. Complete knowledge of the situation


CA Sponsor:  Precision Engagement

Organization Address:

  J8, The Joint Staff
Tel (DSN): 227-0499
Tel (Coml):(703) 697-0499

  The Pentagon
FAX (DSN): 224-4141 
FAX (Coml): (703) 614-4141

E-Mail Address:  elderjk@js.pentagon.mil  

Applicable Challenge(s):Integrating Precision Effects; Generating Precision Effects



Core Task(s):Provide tailorable Force Capability,  Battlespace Awareness


Subordinate Tasks:

1. Identify and deliver forces expeditiously

2. Force packages must be tailorable as requirements change for an evolving situation



UJTL Ref No:

OP 1

OP 1.1

OP 1.2

OP 1.3

OP 1.4

OP 1.5

OP 2

OP 2.1

OP 2.2

OP 2.3

OP 2.4

OP 2.5

OP 3

OP 3.1

OP 3.2

OP 4

OP 4.1

OP 4.2

OP 4.3

OP 4.4

OP 4.5

OP 4.6

OP 4.7

OP 5

OP 5.1

OP 5.2

OP 5.3

OP 5.4

OP 5.5

OP 5.6

OP 5.7


UJTL Description:

Conduct Operational Movement and Maneuver.

Conduct Operational Movement.

Conduct Operational Maneuver.

Provide Operational Mobility.

Provide Operational Countermobility.

Control or Dominate Operationally Significant Area.

Provide Operational Intelligence, Surveillance, and Reconnaissance.

Plan and Direct Operational Intelligence Activities.

Collect Operational Information.

Process and Exploit Collected Operational Information.

Produce Operational Intelligence and Prepare Intelligence Reports.

Disseminate and Integrate Operational Intelligence.

Employ Operational Firepower.

Conduct Joint Force Targeting.

Attack Operational Targets.

Provide Operational Support.

Coordinate Supply of Arms, Ammunition, and Equipment in Theater of Operations/JOA.

Synchronize Supply of Fuel in Theater of Operations/JOA.

Provide for Maintenance of Equipment in Theater of Operations/JOA.

Coordinate Support for Forces in Theater of Operations/JOA.

Manage Logistic Support in Theater of Operations/JOA.

Build and Maintain Sustainment Bases.

Provide Politico-Military Support to Other Nations, Groups and Government Agencies.

Exercise Operational Command and Control.

Acquire and Communicate Operational Level Information and Maintain Status.

Assess Operational Situation.

Prepare Plans and Orders.

Command Subordinate Operational Forces.

Organize a Joint Force Headquarters.

Employ Operational Information Warfare (IW).

Coordinate and Integrate Joint/Multinational and Interagency Support.

Task Conditions: Across the range of military operations, multi-national operations, in all weather and environments, continuous, real-time, across the battlespace or relevant portions of the battlespace.



Criteria for Measurement (and Existing Standards if Known):

OP 1    M1  Percent of transportation provided, compared to planned

        M2  Percent of allocated forces in place at campaign or major

            operation execution

OP 1.1  M3  Percent of planned cargo delivered

        M5  Percent of movement requirements rejected

        M7  Percent of units closed on or before CJTF’s RDD

OP 1.2  M1  Percent of maneuver force attacked prior to transition to 

            battle formation

        M4  KPH rate of movement

        M5  Knots rate of movement

OP 1.3  M1  Hours that joint force operation airlift/sealift delayed due 

            to obstacles

        M4  Days to clear port and restore to full capacity

OP 1.4  M1  Percent enemy avenues of approach closed as maneuver 

            possibilities by friendly barriers, obstacles or mines.

        M3  Percent reduction in estimated potential enemy COAs after 

            taking countermobility action in JOA

OP 1.5  M5  Percent of operationally significant areas controlled by 

            friendly forces

OP 2    M4  Percent of targets accurately identified

        M5  Percent of targets accurately located

OP 2.1  M1  Hours to disseminate PIRs to subordinate elements of joint 

            force (after collection)

        M2  Hours between updates of PIRs

        M6  Percent of total PIRs identified during execution

        M7  Hours to disseminate initial and subsequent PIRs to all 

            components

OP 2.2  M2  Percent of PIRs collected in time to meet current operational

            needs

        M5  Percent of targets accurately identified

        M6  Percent of targets accurately located

OP 2.3  M3  Hours turnaround time to process new intelligence data

        M4  Percent of collected information which can be processed in 

            theater of operations/JOA

OP 2.4  M3  Minutes to brief operations Command Duty Officer (after 

            issuing an Advisory Report)

        M4  Minutes to disseminate an Advisory Report (after observation 

            of activity)

        M5  Hours to prepare briefing based on new intelligence

OP 2.5  M4  Minutes to pass prepared intelligence to joint force commander

            and staff

        M5  Minutes to prepare intelligence for joint force commander and 

            staff

OP 3    M1  Minutes to attack target after most recent information on 

            target provided

        M2  Percent of HPTs successfully attacked

OP 3.1  M1  Hours to develop attack plan after identification of HPT

        M6  Hours to produce Joint Force Commander apportionment guidance

            (after CINC’s Warning Order)

        M7  Percent of desired results achieved (by expected conclusion of

            given phase or time line)

        M10 Percent of selected targets for which accurate coordinates

            available

        M11 Percent of targets susceptible to non-lethal kill allocated to

            non-lethal attack systems

OP 3.2  M1  Minutes to get ordnance on target after initiation of task

        M2  Percent execution of missions requested by components

        M5  Percent of missions flown/fired achieve desired target damage

        M7  Percent on time of missions with given times on target

OP 4    M1  Days from request until requested item received in theater

        M3  Percent of required logistics in place to support campaign

OP 4.1  M1  Hours after CJCS Warning Order to determine availability of

            suitable munitions in theater

        M4  Percent of fire missions with munitions available on schedule

OP 4.2  M2  Gallons per day of fuel delivered to theater

        M3  Percent of available host nation POL replenishment and 

            distribution assets integrated into operational planning

OP 4.3  M2  Hours for maintenance facilities to be available in theater of

            operations/JOA rear area (after receipt of Warning Order)

        M4  Percent of damaged equipment salvaged

        M5  Percent of equipment failures successfully repaired

        M10 Hours to obtain needed parts for repairs

        M12 Hours to repair equipment

OP 4.4  M1  Percent of personnel replacement requirements not met

        M3  Percent of replacements adequately trained to perform assigned

            duties

        M4  Percent of units whose actual manning meets or exceeds

            authorized levels

OP 4.5  M1  Percent of ammo availability compared to requirements

        M3  Percent of supplies available compared to requirements

        M4  Percent of total fuel available compared to requirements

OP 4.6  M4  Square feet/day of permanent facilities emplaced or 

            constructed

        M7  Square feet/day of temporary facilities emplaced or 

            constructed

OP 4.7  M3  Percent of approved assistance projects completed

        M5  Instances of insufficient support provided to other nations,

            groups, or agencies.

        M13 Hours to respond to Country Team request for assistance

OP 5    M1  Hours prior to execution, plan published and delivered

        M3  Percent of units receive orders in time to plan and execute

OP 5.1  M3  Minutes to process and disseminate status information (to

            subordinate units)

        M5  Percent of critical information acquired and disseminated to 

            subordinate commanders

        M13 Percent of information, not passed to or received by allies 

            (lack of equipment interoperability)

OP 5.2  M2  Hours lag between appreciation of battlespace and real 

            situation

        M3  Hours since update of joint force situation

        M5  Minutes to assess current situation and formulate plan of 

            action

        M6  Percent of enemy actions or operations forecast

OP 5.3  M4  Hours to issue joint force commander’s intent (after CJCS or 

            combatant warning order) 

        M5  Minutes to generate and forward Commander’s Situation Reports

            (SITREP)

        M7  Seconds to respond to emergency aircraft

        M11 Percent accuracy of information in Region/Sector and gained 

            unit supplemental plans

        M12 Percent currency of information in Region/Sector and gained

            unit supplemental plans

OP 5.4  M1  Percent accuracy of information in plans and orders issued and

            disseminated to subordinate units

        M4  Percent of subordinate commands clear about their immediate

            objectives

        M7  Percent of time, mission essential intelligence and threat 

            assessments passed within established criteria

        M10 Minutes to issue and disseminate Threat Conditions 

            (THREATCONs)and Attack Warnings

OP 5.5  M2  Hours to form joint force staff (from activation order)

        M3  Percent of joint force actions or operations affected by late

            arrival of staff augmentees

        M5  Days from activation order until headquarters fully staffed

        M9  Days to establish and approve C2 architecture for JTF

OP 5.6  M1  Percent of adversary air defense C4 prior to penetration

            operations by air

        M4  Percent of attempted adversary penetration of friendly 

            information systems, successful

        M5  Percent of attempted penetrations of adversary information 

            systems successful and apparently not detected

        M7  Percent of enemy operations delayed, disrupted, canceled, or

            modified (because of C2W attack)

        M11 Percent of successful penetrations of adversary info systems

            detected

        M13 Percent of adversary penetrations of friendly info systems, 

            source identified and targeted

OP 5.7  M1  Days for joint force to successfully integrate coalition force

            doctrinal differences

        M5  Percent of allied support requirements filled at time of 

            execution

Means: 

1. Joint PME

2. Agile organizations

3. Changed roles & missions

4. Joint doctrine, training, organization

5. Interactive database of information

6. Integrated battlespace picture

7. Detailed battlespace analysis

8. Enhanced organizations

9. Interoperability



Most Demanding AOR, Mission and Scenario for Assessment (and Rationale):

SWA MTW.  Aggressiveness of obstinate enemy may require US to very quickly assemble a potent force capable of quickly halting an enemy advance.

Assessment Strategy (Suggested Events, Primary and Validating):

1. Retired senior officer seminar on the subject

2. Look at previous studies (How done in the past? How proposed for the future?)– 

3. Contract, with think-tank or military organization, a review of proposed capability 

4. CPX

5. FTX

6. Wargame

7. Conferences, table-top, symposium



Hypotheses:

If we can provide the CINC/CJTF with tailorable forces able to rapidly and precisely engage an adversary at the time and place of our choosing, then we can overwhelm the enemy through the precise and unrelenting application of required effects to gain the initiative, eliminate enemy COAs, and speed the attainment of decisive operations.

If we can provide the CINC/CJTF with tailorable forces able to rapidly and precisely maneuver throughout the battlespace, then we can offensively employ precision effects against the full range of operational objectives/targets.

Other Affected JV 2010 Coordinating Authorities:  DM, FDP

Other CA #1 Address:

Tel (DSN):

E-Mail:
Interest/Connection:

Other CA #2 Address

Tel (DSN):

E-Mail:
Interest/Connection:

Remarks:

Keywords:

1. Adaptive

2. Tailorable

3. Roles & Missions

4. Force provider

5. Interoperability

6. Agility



Desired Operational Capability: Database Fields (As of 31 August 98)

DOC Number: PE06




Title: Minimize and/or Control Collateral Damage



DOC Description (General Summary): Capability to control the application of lethal and non-lethal means to minimize and/or control collateral damage.  Battlespace analysis must support the full range of military options by identifying possible adverse/collateral effects.  Must control unwanted damage to friendly forces, non-combatants, systems, infrastructure, and political coalitions.

Task:  Control Collateral Damage

2010 Differences:

1. Complete battlespace knowledge

2. More weapons/systems accuracy

3. More weapons/systems reliability

4. Tailorable weapon’s effect



CA Sponsor:  Precision Engagement

Organization Address:

  J8, The Joint Staff
Tel (DSN): 227-0499
Tel (Coml):(703) 697-0499

  The Pentagon
FAX (DSN): 224-4141 
FAX (Coml): (703) 614-4141

E-Mail Address:  elderjk@js.pentagon.mil  

Applicable Challenge(s): Generating Precision Effects



Core Task(s):Dominant Battlespace Awareness, Command & Control, Precision Effects, Protection



Subordinate Tasks:

1. Control application of force

2. Battlespace analysis



UJTL Ref No:

OP 2

OP 2.1

OP 2.2

OP 2.3

OP 2.4

OP 2.5

OP 3

OP 3.1

OP 3.2

OP 5

OP 5.1

OP 5.2

OP 5.3

OP 5.4

OP 5.5

OP 5.6

OP 5.7

OP 6

OP 6.1

OP 6.2

OP 6.3

OP 6.4

OP 6.5
UJTL Description:

Provide Operational Intelligence, Surveillance, and Reconnaissance.

Plan and Direct Operational Intelligence Activities.

Collect Operational Information.

Process and Exploit Collected Operational Information.

Produce Operational Intelligence and Prepare Intelligence Reports.

Disseminate and Integrate Operational Intelligence.

Employ Operational Firepower.

Conduct Joint Force Targeting.

Attack Operational Targets.

Exercise Operational Command and Control.

Acquire and Communicate Operational Level Information and Maintain Status.

Assess Operational Situation.

Prepare Plans and Orders.

Command Subordinate Operational Forces.

Organize a Joint Force Headquarters.

Employ Operational Information Warfare (IW).

Coordinate and Integrate Joint/Multinational and Interagency Support.

Provide Operational Protection.

Provide Operational Aerospace and Missile Defense.

Provide Protection for Operational Forces, Means, and Noncombatants.

Protect Systems and Capabilities in Theater of Operations/JOA.

Conduct Deception in Support of Subordinate Campaigns and Major Operations.

Provide Security for Operational Forces and Means.

Task Conditions: Across the range of military operations, multi-national operations, in all weather and environments, across the battlespace or relevant portions of the battlespace, continuous, WMD, information systems, infrastructure, political coalitions.



Criteria for Measurement (and Existing Standards if Known):

OP 2    M4  Percent of targets accurately identified

        M5  Percent of targets accurately located

OP 2.1  M1  Hours to disseminate PIRs to subordinate elements of joint 

            force (after collection)

        M2  Hours between updates of PIRs

        M6  Percent of total PIRs identified during execution

        M7  Hours to disseminate initial and subsequent PIRs to all 

            components

OP 2.2  M2  Percent of PIRs collected in time to meet current operational

            needs

        M5  Percent of targets accurately identified

        M6  Percent of targets accurately located

OP 2.3  M3  Hours turnaround time to process new intelligence data

        M4  Percent of collected information which can be processed in 

            theater of operations/JOA

OP 2.4  M3  Minutes to brief operations Command Duty Officer (after 

            issuing an Advisory Report)

        M4  Minutes to disseminate an Advisory Report (after observation 

            of activity)

        M5  Hours to prepare briefing based on new intelligence

OP 2.5  M4  Minutes to pass prepared intelligence to joint force commander

            and staff

        M5  Minutes to prepare intelligence for joint force commander and 

            staff

OP 3    M1  Minutes to attack target after most recent information on 

            target provided

        M2  Percent of HPTs successfully attacked

OP 3.1  M1  Hours to develop attack plan after identification of HPT

        M6  Hours to produce Joint Force Commander apportionment guidance

            (after CINC’s Warning Order)

        M7  Percent of desired results achieved (by expected conclusion of

            given phase or time line)

        M10 Percent of selected targets for which accurate coordinates

            available

        M11 Percent of targets susceptible to non-lethal kill allocated to

            non-lethal attack systems

OP 3.2  M1  Minutes to get ordnance on target after initiation of task

        M2  Percent execution of missions requested by components

        M5  Percent of missions flown/fired achieve desired target damage

        M7  Percent on time of missions with given times on target

OP 5    M1  Hours prior to execution, plan published and delivered

        M3  Percent of units receive orders in time to plan and execute

OP 5.1  M3  Minutes to process and disseminate status information (to

            subordinate units)

        M5  Percent of critical information acquired and disseminated to 

            subordinate commanders

        M13 Percent of information, not passed to or received by allies 

            (lack of equipment interoperability)

OP 5.2  M2  Hours lag between appreciation of battlespace and real 

            situation

        M3  Hours since update of joint force situation

        M5  Minutes to assess current situation and formulate plan of 

            action

        M6  Percent of enemy actions or operations forecast

OP 5.3  M4  Hours to issue joint force commander’s intent (after CJCS or 

            combatant warning order) 

        M5  Minutes to generate and forward Commander’s Situation Reports

            (SITREP)

        M7  Seconds to respond to emergency aircraft

        M11 Percent accuracy of information in Region/Sector and gained 

            unit supplemental plans

        M12 Percent currency of information in Region/Sector and gained

            unit supplemental plans

OP 5.4  M1  Percent accuracy of information in plans and orders issued and

            disseminated to subordinate units

        M4  Percent of subordinate commands clear about their immediate

            objectives

        M7  Percent of time, mission essential intelligence and threat 

            assessments passed within established criteria

        M10 Minutes to issue and disseminate Threat Conditions 

            (THREATCONs)and Attack Warnings

OP 5.5  M2  Hours to form joint force staff (from activation order)

        M3  Percent of joint force actions or operations affected by late

            arrival of staff augmentees

        M5  Days from activation order until headquarters fully staffed

        M9  Days to establish and approve C2 architecture for JTF

OP 5.6  M1  Percent of adversary air defense C4 prior to penetration

            operations by air

        M4  Percent of attempted adversary penetration of friendly 

            information systems, successful

        M5  Percent of attempted penetrations of adversary information 

            systems successful and apparently not detected

        M7  Percent of enemy operations delayed, disrupted, canceled, or

            modified (because of C2W attack)

        M11 Percent of successful penetrations of adversary info systems

            detected

        M13 Percent of adversary penetrations of friendly info systems, 

            source identified and targeted

OP 5.7  M1  Days for joint force to successfully integrate coalition force

            doctrinal differences

        M5  Percent of allied support requirements filled at time of 

            execution

OP 6    M1  Percent of friendly communications hardened or redundant

        M2  Percent reduction in friendly LOC capability

OP 6.1  M2  Hours since last enemy attack

        M3  Minutes to scramble fighters

        M5  Percent disruption of friendly centers of gravity

        M6  Percent of attacking aircraft penetrate air defense network

        M7  Percent of attacking enemy aircraft destroyed

        M9  Percent of hostile aircraft and missiles engaged and destroyed

        M11 Percent of joint operations delayed, disrupted, canceled or

            modified

        M15 Percent reduction in LOC capability

        M17 Percent of losses caused by hostile air activities

OP 6.2  M1  Casualties to military personnel

        M4  Incidents of friendly aircraft damaged or destroyed on the 

            ground

        M5  Incidents of friendly ships damaged or sunk in port (not in

            action)

        M17 Percent of attacking missiles successfully penetrated friendly

            theater defenses, culminating in warhead delivery or function

            on target

        M18 Percent of friendly casualties, caused by friendly weapon 

            systems

Means: 

1. Interactive database of information

2. Multicapable sensor input.

3. Improved lethal/non-lethal weapon’s technology (i.e.: smart land mine)

4. Integrated battlespace picture

5. Detailed battlespace analysis

6. Precision targeting



Most Demanding AOR, Mission and Scenario for Assessment (and Rationale):

MOUT.  Complications caused by third dimension and close proximity of friendly/non-combatants demand precise application of require effects.

Assessment Strategy (Suggested Events, Primary and Validating):

1. Survey of on-going data base development and lethal/non-lethal weapons, technological development

a) (differences in collateral and secondary damages; economic, non-lethal warfare)

1. Model/Simulation

2. Panel/Symposium on cause/effect actions 

3. ACTDs



Assessment Strategy (Suggested Events, Primary and Validating):



Hypotheses:

If we can provide the CINC/CJTF with precise effects unhindered by cover, concealment, hardening, movement, emerging protective systems, the environment, and collateral damage issues, then we can minimize collateral damage to all but the intended target.

Other Affected JV 2010 Coordinating Authorities:  FDP

Other CA #1 Address:

Tel (DSN):

E-Mail:
Interest/Connection:

Other CA #2 Address

Tel (DSN):

E-Mail:
Interest/Connection:

Remarks:  

Key Words:

1. Collateral damage

2. Non-lethal

3. Variable-yield

4. Weapon reliability

5. “Milk factory”



Desired Operational Capability: Database Fields (As of 31 August 98)

DOC Number: PE07
Title: Time-Critical-Targeting



DOC Description (General Summary): Capability to conduct dynamic operations focused at detecting, identifying, and directing or redirecting forces to achieve effects against fleeting or time-critical targets while under the appropriate level of command and control which ensures the maximum effect of limited munitions.  Munitions are expended on prioritized targets which contribute to tactical, operational, and strategic objectives.  This capability must enable the full use of military options to engage high-priority targets, asymmetric and conventional, that present short engagement windows.

Task:  Target detection, ID, engagement, neutralization (desired effect).

2010 Differences:

1. Predictive threat knowledge

2. Increased engagement system speed

3. Real-time ISR/ID

4. Real-time C2

5. Rapid prioritization

6. Rapid weapon to target matching



CA Sponsor:  Precision Engagement

Organization Address:

  J8, The Joint Staff
Tel (DSN): 227-0499
Tel (Coml):(703) 697-0499

  The Pentagon
FAX (DSN): 224-4141 
FAX (Coml): (703) 614-4141

E-Mail Address:  elderjk@js.pentagon.mil  

Applicable Challenge(s):Integrating Precision Effects; Generating Precision Effects



Core Task(s):Dominant Battlespace Awareness, Command & Control, Precision Effects, Protection



Subordinate Tasks:

1. Time critical targeting

2. Target detection, ID, engagement (neutralization, (desired effect))

3. Survivable tracking and targeting systems



UJTL Ref No:

OP 2

OP 2.1

OP 2.2

OP 2.3

OP 2.4

OP 2.5

OP 3

OP 3.1

OP 3.2

OP 5

OP 5.1

OP 5.2

OP 5.3

OP 5.4

OP 5.5

OP 5.6

OP 5.7

OP 6

OP 6.1

OP 6.2

OP 6.3

OP 6.4

OP 6.5
UJTL Description:

Provide Operational Intelligence, Surveillance, and Reconnaissance.

Plan and Direct Operational Intelligence Activities.

Collect Operational Information.

Process and Exploit Collected Operational Information.

Produce Operational Intelligence and Prepare Intelligence Reports.

Disseminate and Integrate Operational Intelligence.

Employ Operational Firepower.

Conduct Joint Force Targeting.

Attack Operational Targets.

Exercise Operational Command and Control.

Acquire and Communicate Operational Level Information and Maintain Status.

Assess Operational Situation.

Prepare Plans and Orders.

Command Subordinate Operational Forces.

Organize a Joint Force Headquarters.

Employ Operational Information Warfare (IW).

Coordinate and Integrate Joint/Multinational and Interagency Support.

Provide Operational Protection.

Provide Operational Aerospace and Missile Defense.

Provide Protection for Operational Forces, Means, and Noncombatants.

Protect Systems and Capabilities in Theater of Operations/JOA.

Conduct Deception in Support of Subordinate Campaigns and Major Operations.

Provide Security for Operational Forces and Means.

Task Conditions: Across the range of military operations, multi-national operations, across the battlespace or relevant portions of the battlespace, in all weather and environments, continuous, real-time, WMD,  mobile targets contained in hardened/underground facilities.



Criteria for Measurement (and Existing Standards if Known):

OP 2    M4  Percent of targets accurately identified

        M5  Percent of targets accurately located

OP 2.1  M1  Hours to disseminate PIRs to subordinate elements of joint 

            force (after collection)

        M2  Hours between updates of PIRs

        M6  Percent of total PIRs identified during execution

        M7  Hours to disseminate initial and subsequent PIRs to all 

            components

OP 2.2  M2  Percent of PIRs collected in time to meet current operational

            needs

        M5  Percent of targets accurately identified

        M6  Percent of targets accurately located

OP 2.3  M3  Hours turnaround time to process new intelligence data

        M4  Percent of collected information which can be processed in 

            theater of operations/JOA

OP 2.4  M3  Minutes to brief operations Command Duty Officer (after 

            issuing an Advisory Report)

        M4  Minutes to disseminate an Advisory Report (after observation 

            of activity)

        M5  Hours to prepare briefing based on new intelligence

OP 2.5  M4  Minutes to pass prepared intelligence to joint force commander

            and staff

        M5  Minutes to prepare intelligence for joint force commander and 

            staff

OP 3    M1  Minutes to attack target after most recent information on 

            target provided

        M2  Percent of HPTs successfully attacked

OP 3.1  M1  Hours to develop attack plan after identification of HPT

        M6  Hours to produce Joint Force Commander apportionment guidance

            (after CINC’s Warning Order)

        M7  Percent of desired results achieved (by expected conclusion of

            given phase or time line)

        M10 Percent of selected targets for which accurate coordinates

            available

        M11 Percent of targets susceptible to non-lethal kill allocated to

            non-lethal attack systems

OP 3.2  M1  Minutes to get ordnance on target after initiation of task

        M2  Percent execution of missions requested by components

        M5  Percent of missions flown/fired achieve desired target damage

        M7  Percent on time of missions with given times on target

OP 5    M1  Hours prior to execution, plan published and delivered

        M3  Percent of units receive orders in time to plan and execute

OP 5.1  M3  Minutes to process and disseminate status information (to

            subordinate units)

        M5  Percent of critical information acquired and disseminated to 

            subordinate commanders

        M13 Percent of information, not passed to or received by allies 

            (lack of equipment interoperability)

OP 5.2  M2  Hours lag between appreciation of battlespace and real 

            situation

        M3  Hours since update of joint force situation

        M5  Minutes to assess current situation and formulate plan of 

            action

        M6  Percent of enemy actions or operations forecast

OP 5.3  M4  Hours to issue joint force commander’s intent (after CJCS or 

            combatant warning order) 

        M5  Minutes to generate and forward Commander’s Situation Reports

            (SITREP)

        M7  Seconds to respond to emergency aircraft

        M11 Percent accuracy of information in Region/Sector and gained 

            unit supplemental plans

        M12 Percent currency of information in Region/Sector and gained

            unit supplemental plans

OP 5.4  M1  Percent accuracy of information in plans and orders issued and

            disseminated to subordinate units

        M4  Percent of subordinate commands clear about their immediate

            objectives

        M7  Percent of time, mission essential intelligence and threat 

            assessments passed within established criteria

        M10 Minutes to issue and disseminate Threat Conditions 

            (THREATCONs)and Attack Warnings

OP 5.5  M2  Hours to form joint force staff (from activation order)

        M3  Percent of joint force actions or operations affected by late

            arrival of staff augmentees

        M5  Days from activation order until headquarters fully staffed

        M9  Days to establish and approve C2 architecture for JTF

OP 5.6  M1  Percent of adversary air defense C4 prior to penetration

            operations by air

        M4  Percent of attempted adversary penetration of friendly 

            information systems, successful

        M5  Percent of attempted penetrations of adversary information 

            systems successful and apparently not detected

        M7  Percent of enemy operations delayed, disrupted, canceled, or

            modified (because of C2W attack)

        M11 Percent of successful penetrations of adversary info systems

            detected

        M13 Percent of adversary penetrations of friendly info systems, 

            source identified and targeted

OP 5.7  M1  Days for joint force to successfully integrate coalition force

            doctrinal differences

        M5  Percent of allied support requirements filled at time of 

            execution

OP 6    M1  Percent of friendly communications hardened or redundant

        M2  Percent reduction in friendly LOC capability

OP 6.1  M2  Hours since last enemy attack

        M3  Minutes to scramble fighters

        M5  Percent disruption of friendly centers of gravity

        M6  Percent of attacking aircraft penetrate air defense network

        M7  Percent of attacking enemy aircraft destroyed

        M9  Percent of hostile aircraft and missiles engaged and destroyed

        M11 Percent of joint operations delayed, disrupted, canceled or

            modified

        M15 Percent reduction in LOC capability

        M17 Percent of losses caused by hostile air activities

OP 6.2  M1  Casualties to military personnel

        M4  Incidents of friendly aircraft damaged or destroyed on the 

            ground

        M5  Incidents of friendly ships damaged or sunk in port (not in

            action)

        M17 Percent of attacking missiles successfully penetrated friendly

            theater defenses, culminating in warhead delivery or function

            on target

        M18 Percent of friendly casualties, caused by friendly weapon 

            systems

Means: 

1. Predictive threat knowledge

2. Directed energy weapons

3. Streamlined organizational modification 

4. Doctrinal change (multinational/interagency)

5. Streamlined targeting process

6. Extensive database of information

7. Automated decision aids

8. Improved surveillance/reconnaissance

9. Integrated battlespace picture

10. Detailed battlespace analysis

11. Precision targeting

12. Dynamic control

13. Sensor-to-shooter

14. Enhanced speed of engagement

15. Interoperability

16. Joint training

17. Space assets

18.Battle Damage Assessment


Most Demanding AOR, Mission and Scenario for Assessment (and Rationale):

SWA MTW.  Ability to successfully engage mobile targets prior to enemy employment is an acknowledged problem.  NEA MTW, Hardened sites.  Hardened underground facilities in close proximity to the DMZ present a significant challenge in NEA (Korea).  SCUDs in mountains.

Assessment Strategy (Suggested Events, Primary and Validating):

1. Up-front analysis, survey existing work on sensor to shooter, high-speed engagement systems, surveys.

2. Symposium on subject

3. ACTD

4. Model/Simulation/Exercise

5. CPX

6. FTX



Hypotheses:

If we can provide the CINC/CJTF with the ability to efficiently and effectively produce, exploit and disseminate relevant battlespace knowledge, then we can overwhelm the enemy through the precise and unrelenting application of required effects to gain the initiative, eliminate enemy COAs, and speed the attainment of decisive operations.

Other Affected JV 2010 Coordinating Authorities:  IS

Other CA #1 Address:

Tel (DSN):

E-Mail:
Interest/Connection:

Other CA #2 Address

Tel (DSN):

E-Mail:
Interest/Connection:

Remarks:

Key words:
1. Time critical targets

2. Space detection

3. Short dwell

4. TEL

5. SEAD (lethal)

6. Airborne laser (ABL)

7. Hypersonic

8. Attack operations

9. Sensor to shooter

10. THAAD/Patriot



Desired Operational Capability: Database Fields (As of 31 August 98)

DOC Number: PE08



Title: Fratricide Prevention



DOC Description (General Summary): Capability to prevent fratricide through relevant battlespace awareness, available at all appropriate levels of command, down to and including shooters.  This capability must ensure the employment of military force does not damage or kill friendly forces, or interfere with adjacent operations.  Forces must be free from fear of attack by friendly forces.

Task:  Fratricide prevention.

2010 Differences: 

1. Increased detection range

2. Greater situational awareness (SA) through a secure, scaleable, selectable common operational picture of the battlespace

3. Improved control procedures

4. Increased engagement ranges

5. Improved protections from enemy IO attack. 



CA Sponsor:  Precision Engagement

Organization Address:

  J8, The Joint Staff
Tel (DSN): 227-0499
Tel (Coml):(703) 697-0499

  The Pentagon
FAX (DSN): 224-4141 
FAX (Coml): (703) 614-4141

E-Mail Address:  elderjk@js.pentagon.mil  

Applicable Challenge(s):Integrating Precision Effects; Generating Precision Effects



Core Task(s):Dominant Battlespace Awareness, Command & Control, Precision Effects, Mobility, Maneuver, Protection



Subordinate Tasks:

1. Fratricide Protection

2. Battlespace Analysis

3. Situational Awareness

4. Time critical targeting

5. Control application of force

UJTL Ref No:

OP 1

OP 1.1

OP 1.2

OP 1.3

OP 1.4

OP 1.5

OP 2

OP 2.1

OP 2.2

OP 2.3

OP 2.4

OP 2.5

OP 3

OP 3.1

OP 3.2

OP 4

OP 4.1

OP 4.2

OP 4.3

OP 4.4

OP 4.5

OP 4.6

OP 4.7

OP 5

OP 5.1

OP 5.2

OP 5.3

OP 5.4

OP 5.5

OP 5.6

OP 5.7

OP 6

OP 6.1

OP 6.2

OP 6.3

OP 6.4

OP 6.5
UJTL Description:

Conduct Operational Movement and Maneuver.

Conduct Operational Movement.

Conduct Operational Maneuver.

Provide Operational Mobility.

Provide Operational Countermobility.

Control or Dominate Operationally Significant Area.

Provide Operational Intelligence, Surveillance, and Reconnaissance.

Plan and Direct Operational Intelligence Activities.

Collect Operational Information.

Process and Exploit Collected Operational Information.

Produce Operational Intelligence and Prepare Intelligence Reports.

Disseminate and Integrate Operational Intelligence.

Employ Operational Firepower.

Conduct Joint Force Targeting.

Attack Operational Targets.

Provide Operational Support.

Coordinate Supply of Arms, Ammunition, and Equipment in Theater of Operations/JOA.

Synchronize Supply of Fuel in Theater of Operations/JOA.

Provide for Maintenance of Equipment in Theater of Operations/JOA.

Coordinate Support for Forces in Theater of Operations/JOA.

Manage Logistic Support in Theater of Operations/JOA.

Build and Maintain Sustainment Bases.

Provide Politico-Military Support to Other Nations, Groups and Government Agencies.

Exercise Operational Command and Control.

Acquire and Communicate Operational Level Information and Maintain Status.

Assess Operational Situation.

Prepare Plans and Orders.

Command Subordinate Operational Forces.

Organize a Joint Force Headquarters.

Employ Operational Information Warfare (IW).

Coordinate and Integrate Joint/Multinational and Interagency Support.

Provide Operational Protection.

Provide Operational Aerospace and Missile Defense.

Provide Protection for Operational Forces, Means, and Noncombatants.

Protect Systems and Capabilities in Theater of Operations/JOA.

Conduct Deception in Support of Subordinate Campaigns and Major Operations.

Provide Security for Operational Forces and Means.

Task Conditions: Across the range of military operations, multi-national operations, across the battlespace or relevant portions of the battlespace, in all weather and environments, continuous, real-time



Criteria for Measurement (and Existing Standards if Known):

OP 1    M1  Percent of transportation provided, compared to planned

        M2  Percent of allocated forces in place at campaign or major

            operation execution

OP 1.1  M3  Percent of planned cargo delivered

        M5  Percent of movement requirements rejected

        M7  Percent of units closed on or before CJTF’s RDD

OP 1.2  M1  Percent of maneuver force attacked prior to transition to 

            battle formation

        M4  KPH rate of movement

        M5  Knots rate of movement

OP 1.3  M1  Hours that joint force operation airlift/sealift delayed due 

            to obstacles

        M4  Days to clear port and restore to full capacity

OP 1.4  M1  Percent enemy avenues of approach closed as maneuver 

            possibilities by friendly barriers, obstacles or mines.

        M3  Percent reduction in estimated potential enemy COAs after 

            taking countermobility action in JOA

OP 1.5  M5  Percent of operationally significant areas controlled by 

            friendly forces

OP 2    M4  Percent of targets accurately identified

        M5  Percent of targets accurately located

OP 2.1  M1  Hours to disseminate PIRs to subordinate elements of joint 

            force (after collection)

        M2  Hours between updates of PIRs

        M6  Percent of total PIRs identified during execution

        M7  Hours to disseminate initial and subsequent PIRs to all 

            components

OP 2.2  M2  Percent of PIRs collected in time to meet current operational

            needs

        M5  Percent of targets accurately identified

        M6  Percent of targets accurately located

OP 2.3  M3  Hours turnaround time to process new intelligence data

        M4  Percent of collected information which can be processed in 

            theater of operations/JOA

OP 2.4  M3  Minutes to brief operations Command Duty Officer (after 

            issuing an Advisory Report)

        M4  Minutes to disseminate an Advisory Report (after observation 

            of activity)

        M5  Hours to prepare briefing based on new intelligence

OP 2.5  M4  Minutes to pass prepared intelligence to joint force commander

            and staff

        M5  Minutes to prepare intelligence for joint force commander and 

            staff

OP 3    M1  Minutes to attack target after most recent information on 

            target provided

        M2  Percent of HPTs successfully attacked

OP 3.1  M1  Hours to develop attack plan after identification of HPT

        M6  Hours to produce Joint Force Commander apportionment guidance

            (after CINC’s Warning Order)

        M7  Percent of desired results achieved (by expected conclusion of

            given phase or time line)

        M10 Percent of selected targets for which accurate coordinates

            available

        M11 Percent of targets susceptible to non-lethal kill allocated to

            non-lethal attack systems

OP 3.2  M1  Minutes to get ordnance on target after initiation of task

        M2  Percent execution of missions requested by components

        M5  Percent of missions flown/fired achieve desired target damage

        M7  Percent on time of missions with given times on target

OP 4    M1  Days from request until requested item received in theater

        M3  Percent of required logistics in place to support campaign

OP 4.1  M1  Hours after CJCS Warning Order to determine availability of

            suitable munitions in theater

        M4  Percent of fire missions with munitions available on schedule

OP 4.2  M2  Gallons per day of fuel delivered to theater

        M3  Percent of available host nation POL replenishment and 

            distribution assets integrated into operational planning

OP 4.3  M2  Hours for maintenance facilities to be available in theater of

            operations/JOA rear area (after receipt of Warning Order)

        M4  Percent of damaged equipment salvaged

        M5  Percent of equipment failures successfully repaired

        M10 Hours to obtain needed parts for repairs

        M12 Hours to repair equipment

OP 4.4  M1  Percent of personnel replacement requirements not met

        M3  Percent of replacements adequately trained to perform assigned

            duties

        M4  Percent of units whose actual manning meets or exceeds

            authorized levels

OP 4.5  M1  Percent of ammo availability compared to requirements

        M3  Percent of supplies available compared to requirements

        M4  Percent of total fuel available compared to requirements

OP 4.6  M4  Square feet/day of permanent facilities emplaced or 

            constructed

        M7  Square feet/day of temporary facilities emplaced or 

            constructed

OP 4.7  M3  Percent of approved assistance projects completed

        M5  Instances of insufficient support provided to other nations,

            groups, or agencies.

        M13 Hours to respond to Country Team request for assistance

OP 5    M1  Hours prior to execution, plan published and delivered

        M3  Percent of units receive orders in time to plan and execute

OP 5.1  M3  Minutes to process and disseminate status information (to

            subordinate units)

        M5  Percent of critical information acquired and disseminated to 

            subordinate commanders

        M13 Percent of information, not passed to or received by allies 

            (lack of equipment interoperability)

OP 5.2  M2  Hours lag between appreciation of battlespace and real 

            situation

        M3  Hours since update of joint force situation

        M5  Minutes to assess current situation and formulate plan of 

            action

        M6  Percent of enemy actions or operations forecast

OP 5.3  M4  Hours to issue joint force commander’s intent (after CJCS or 

            combatant warning order) 

        M5  Minutes to generate and forward Commander’s Situation Reports

            (SITREP)

        M7  Seconds to respond to emergency aircraft

        M11 Percent accuracy of information in Region/Sector and gained 

            unit supplemental plans

        M12 Percent currency of information in Region/Sector and gained

            unit supplemental plans

OP 5.4  M1  Percent accuracy of information in plans and orders issued and

            disseminated to subordinate units

        M4  Percent of subordinate commands clear about their immediate

            objectives

        M7  Percent of time, mission essential intelligence and threat 

            assessments passed within established criteria

        M10 Minutes to issue and disseminate Threat Conditions 

            (THREATCONs)and Attack Warnings

OP 5.5  M2  Hours to form joint force staff (from activation order)

        M3  Percent of joint force actions or operations affected by late

            arrival of staff augmentees

        M5  Days from activation order until headquarters fully staffed

        M9  Days to establish and approve C2 architecture for JTF

OP 5.6  M1  Percent of adversary air defense C4 prior to penetration

            operations by air

        M4  Percent of attempted adversary penetration of friendly 

            information systems, successful

        M5  Percent of attempted penetrations of adversary information 

            systems successful and apparently not detected

        M7  Percent of enemy operations delayed, disrupted, canceled, or

            modified (because of C2W attack)

        M11 Percent of successful penetrations of adversary info systems

            detected

        M13 Percent of adversary penetrations of friendly info systems, 

            source identified and targeted

OP 5.7  M1  Days for joint force to successfully integrate coalition force

            doctrinal differences

        M5  Percent of allied support requirements filled at time of 

            execution

OP 6    M1  Percent of friendly communications hardened or redundant

        M2  Percent reduction in friendly LOC capability

OP 6.1  M2  Hours since last enemy attack

        M3  Minutes to scramble fighters

        M5  Percent disruption of friendly centers of gravity

        M6  Percent of attacking aircraft penetrate air defense network

        M7  Percent of attacking enemy aircraft destroyed

        M9  Percent of hostile aircraft and missiles engaged and destroyed

        M11 Percent of joint operations delayed, disrupted, canceled or

            modified

        M15 Percent reduction in LOC capability

        M17 Percent of losses caused by hostile air activities

OP 6.2  M1  Casualties to military personnel

        M4  Incidents of friendly aircraft damaged or destroyed on the 

            ground

        M5  Incidents of friendly ships damaged or sunk in port (not in

            action)

        M17 Percent of attacking missiles successfully penetrated friendly

            theater defenses, culminating in warhead delivery or function

            on target

        M18 Percent of friendly casualties, caused by friendly weapon 

            systems

Means: 

1. Extensive information database

2. Changed doctrine & organizations

3. Interoperable advance

4. CID system

5. Integrated battlespace picture

6. Detailed battlespace analysis

7. Precision targeting

8. Variable lethality forces/weapons

9. Dynamic control

10. Sensor-to-shooter

11. Enhanced organizations

12. Interoperability

13. Joint training



Most Demanding AOR, Mission and Scenario for Assessment (and Rationale):

MOUT.  Proximity of enemy/non-combatants to friendly combined with third dimension demands precise application of effects.  Fluid battlefield, interrupted communications, Line of sight difficulties.

Assessment Strategy (Suggested Events, Primary and Validating):

1. Up-front analysis, survey existing work on sensor to shooter, high-speed engagement systems, surveys.

2. JCIDO collaboration

3. Symposium on subject

4. ACTD-CID

5. Model/simulation/exercise

6. CPX

7. FTX



Hypotheses:

If we can provide the CINC/CJTF with precise effects unhindered by cover, concealment, hardening, movement, emerging protective systems, the environment, and collateral damage issues, then we can minimize collateral damage to non-combatants and friendly forces.

Other Affected JV 2010 Coordinating Authorities:  IS, FDP

Other CA #1 Address:

Tel (DSN):

E-Mail:
Interest/Connection:

Other CA #2 Address

Tel (DSN):

E-Mail:
Interest/Connection:

Remarks:

Key Words:
1. CID

2. JCIDO

3. Fratricide

4. SA



Desired Operational Capability: Database Fields (As of 31 August 98)

DOC Number: PE09
Title: Defeat Threat Protective Systems



DOC Description (General Summary): Capability to locate, identify, and defeat existing and potential threat protective measures/systems.  Detection and identification of objectives and targets must not be impeded by cover, concealment, placement, or mobility.  Likewise, lethal and non-lethal options must be available to ensure required effects can be produced against objectives/targets protected by cover, concealment, hardening, burial, placement, mobility, use of noncombatants, or additional means that become available across the full spectrum of operations.

Task:  Produce Effects (produce required effects against protected targets/objectives).

2010 Differences:

1. Smart sensors.

2. Penetrating weapons capability

3. Enhanced nodal analysis of targets/objectives

4. Knowledge of targets/objectives, protective measures

5. Expanded range of lethal/non lethal weapon options (i.e. trajectory shape)

6. Guided munitions

7. Lightweight ammunition

8. IFF munitions


CA Sponsor:  Precision Engagement

Organization Address:

  J8, The Joint Staff
Tel (DSN): 227-0499
Tel (Coml):(703) 697-0499

  The Pentagon
FAX (DSN): 224-4141 
FAX (Coml): (703) 614-4141

E-Mail Address:  elderjk@js.pentagon.mil  

Applicable Challenge(s):Generating Precision Effects



Core Task(s):Dominant Battlespace Awareness, Command & Control, Precision Effects, Protection



Subordinate Tasks:

1. Produce required effects against protected targets/objectives

2. Detection and identification of protected targets/objectives



UJTL Ref No:

OP 2

OP 2.1

OP 2.2

OP 2.3

OP 2.4

OP 2.5

OP 3

OP 3.1

OP 3.2

OP 5

OP 5.1

OP 5.2

OP 5.3

OP 5.4

OP 5.5

OP 5.6

OP 5.7

OP 6

OP 6.1

OP 6.2

OP 6.3

OP 6.4

OP 6.5
UJTL Description:

Provide Operational Intelligence, Surveillance, and Reconnaissance.

Plan and Direct Operational Intelligence Activities.

Collect Operational Information.

Process and Exploit Collected Operational Information.

Produce Operational Intelligence and Prepare Intelligence Reports.

Disseminate and Integrate Operational Intelligence.

Employ Operational Firepower.

Conduct Joint Force Targeting.

Attack Operational Targets.

Exercise Operational Command and Control.

Acquire and Communicate Operational Level Information and Maintain Status.

Assess Operational Situation.

Prepare Plans and Orders.

Command Subordinate Operational Forces.

Organize a Joint Force Headquarters.

Employ Operational Information Warfare (IW).

Coordinate and Integrate Joint/Multinational and Interagency Support.

Provide Operational Protection.

Provide Operational Aerospace and Missile Defense.

Provide Protection for Operational Forces, Means, and Noncombatants.

Protect Systems and Capabilities in Theater of Operations/JOA.

Conduct Deception in Support of Subordinate Campaigns and Major Operations.

Provide Security for Operational Forces and Means.

Task Conditions: Across the range of military operations, multi-national operations, across the battlespace or relevant portions of the battlespace, in all weather and environments, continuous, real-time, hardening, burial, urban environments



Criteria for Measurement (and Existing Standards if Known):

OP 2    M4  Percent of targets accurately identified

        M5  Percent of targets accurately located

OP 2.1  M1  Hours to disseminate PIRs to subordinate elements of joint 

            force (after collection)

        M2  Hours between updates of PIRs

        M6  Percent of total PIRs identified during execution

        M7  Hours to disseminate initial and subsequent PIRs to all 

            components

OP 2.2  M2  Percent of PIRs collected in time to meet current operational

            needs

        M5  Percent of targets accurately identified

        M6  Percent of targets accurately located

OP 2.3  M3  Hours turnaround time to process new intelligence data

        M4  Percent of collected information which can be processed in 

            theater of operations/JOA

OP 2.4  M3  Minutes to brief operations Command Duty Officer (after 

            issuing an Advisory Report)

        M4  Minutes to disseminate an Advisory Report (after observation 

            of activity)

        M5  Hours to prepare briefing based on new intelligence

OP 2.5  M4  Minutes to pass prepared intelligence to joint force commander

            and staff

        M5  Minutes to prepare intelligence for joint force commander and 

            staff

OP 3    M1  Minutes to attack target after most recent information on 

            target provided

        M2  Percent of HPTs successfully attacked

OP 3.1  M1  Hours to develop attack plan after identification of HPT

        M6  Hours to produce Joint Force Commander apportionment guidance

            (after CINC’s Warning Order)

        M7  Percent of desired results achieved (by expected conclusion of

            given phase or time line)

        M10 Percent of selected targets for which accurate coordinates

            available

        M11 Percent of targets susceptible to non-lethal kill allocated to

            non-lethal attack systems

OP 3.2  M1  Minutes to get ordnance on target after initiation of task

        M2  Percent execution of missions requested by components

        M5  Percent of missions flown/fired achieve desired target damage

        M7  Percent on time of missions with given times on target

OP 5    M1  Hours prior to execution, plan published and delivered

        M3  Percent of units receive orders in time to plan and execute

OP 5.1  M3  Minutes to process and disseminate status information (to

            subordinate units)

        M5  Percent of critical information acquired and disseminated to 

            subordinate commanders

        M13 Percent of information, not passed to or received by allies 

            (lack of equipment interoperability)

OP 5.2  M2  Hours lag between appreciation of battlespace and real 

            situation

        M3  Hours since update of joint force situation

        M5  Minutes to assess current situation and formulate plan of 

            action

        M6  Percent of enemy actions or operations forecast

OP 5.3  M4  Hours to issue joint force commander’s intent (after CJCS or 

            combatant warning order) 

        M5  Minutes to generate and forward Commander’s Situation Reports

            (SITREP)

        M7  Seconds to respond to emergency aircraft

        M11 Percent accuracy of information in Region/Sector and gained 

            unit supplemental plans

        M12 Percent currency of information in Region/Sector and gained

            unit supplemental plans

OP 5.4  M1  Percent accuracy of information in plans and orders issued and

            disseminated to subordinate units

        M4  Percent of subordinate commands clear about their immediate

            objectives

        M7  Percent of time, mission essential intelligence and threat 

            assessments passed within established criteria

        M10 Minutes to issue and disseminate Threat Conditions 

            (THREATCONs)and Attack Warnings

OP 5.5  M2  Hours to form joint force staff (from activation order)

        M3  Percent of joint force actions or operations affected by late

            arrival of staff augmentees

        M5  Days from activation order until headquarters fully staffed

        M9  Days to establish and approve C2 architecture for JTF

OP 5.6  M1  Percent of adversary air defense C4 prior to penetration

            operations by air

        M4  Percent of attempted adversary penetration of friendly 

            information systems, successful

        M5  Percent of attempted penetrations of adversary information 

            systems successful and apparently not detected

        M7  Percent of enemy operations delayed, disrupted, canceled, or

            modified (because of C2W attack)

        M11 Percent of successful penetrations of adversary info systems

            detected

        M13 Percent of adversary penetrations of friendly info systems, 

            source identified and targeted

OP 5.7  M1  Days for joint force to successfully integrate coalition force

            doctrinal differences

        M5  Percent of allied support requirements filled at time of 

            execution

OP 6    M1  Percent of friendly communications hardened or redundant

        M2  Percent reduction in friendly LOC capability

OP 6.1  M2  Hours since last enemy attack

        M3  Minutes to scramble fighters

        M5  Percent disruption of friendly centers of gravity

        M6  Percent of attacking aircraft penetrate air defense network

        M7  Percent of attacking enemy aircraft destroyed

        M9  Percent of hostile aircraft and missiles engaged and destroyed

        M11 Percent of joint operations delayed, disrupted, canceled or

            modified

        M15 Percent reduction in LOC capability

        M17 Percent of losses caused by hostile air activities

OP 6.2  M1  Casualties to military personnel

        M4  Incidents of friendly aircraft damaged or destroyed on the 

            ground

        M5  Incidents of friendly ships damaged or sunk in port (not in

            action)

        M17 Percent of attacking missiles successfully penetrated friendly

            theater defenses, culminating in warhead delivery or function

            on target

        M18 Percent of friendly casualties, caused by friendly weapon 

            systems

Means: Extensive database of information

1. Multispectral smart sensors

Acquisition (i.e. sensor target discrimination)

Weapons (onboard)

2. Enhanced weapons systems

3. Integrated battlespace picture 

4. Detailed battlespace analysis 

5. Precision targeting 

6. Variable lethality forces/weapons 

7. Penetration 

8. Shaped effects

9. Space assets



Most Demanding AOR, Mission and Scenario for Assessment (and Rationale):

Korean MTW.  Hardening, burial and mobility of targets provide potent challenges to US systems.

Assessment Strategy (Suggested Events, Primary and Validating):

1. Review weapon & effect studies

2. ACTDs/ATDs

Sensors/weapons

3. Modeling/simulation 

Weapons effects

4. Weapons test

5. AWE



Hypotheses:

If we can provide the CINC/CJTF with precise effects unhindered by cover, concealment, hardening, movement, emerging protective systems, the environment, and collateral damage issues, then we can offensively employ precision effects against the full range of operational objectives/targets.

Other Affected JV 2010 Coordinating Authorities:  IS

Other CA #1 Address:

Tel (DSN):

E-Mail:
Interest/Connection:

Other CA #2 Address

Tel (DSN):

E-Mail:
Interest/Connection:

Remarks:

Key Words:

· Protective measures

· CCD

· HDBT

· Mobile targets

· Mines

· Smart sensors

· Multi-spectral sensors

· Shallow water ASW

· Urban warfare

· Weapons development

· All weather



Desired Operational Capability: Database Fields (As of 31 August 98)

DOC Number: PE10



Title: Integrate Battlespace Fire and Maneuver



DOC Description (General Summary): Capability to conduct coordinated battlespace fires and maneuver, integrating the unique air, land, sea, and space capabilities of joint/multi-national forces.  This capability must ensure that force elements are able to maneuver from widely dispersed locations, integrated to achieve mass effects individually or in combination as the situation warrants.

Task:  Maneuver

2010 Differences:

1. Effects massed vice forces massed 

2. Knowledge of where to place weapon platforms for massed effect 

3. Predictive

4. Expansive view of battlespace through a secure, scaleable, selectable common operational picture of the battlespace



CA Sponsor:  Precision Engagement

Organization Address:

  J8, The Joint Staff
Tel (DSN): 227-0499
Tel (Coml):(703) 697-0499

  The Pentagon
FAX (DSN): 224-4141 
FAX (Coml): (703) 614-4141

E-Mail Address:  elderjk@js.pentagon.mil  

Applicable Challenge(s):Integrating Precision Effects; Generating Precision Effects



Core Task(s): Command & Control, Maneuver 



Subordinate Tasks:

1. Maneuver

2. Dominant Battlespace Awareness

3. Precision Effects

4. Mobility

5. Protection

UJTL Ref No:

OP 1

OP 1.1

OP 1.2

OP 1.3

OP 1.4

OP 1.5

OP 2

OP 2.1

OP 2.2

OP 2.3

OP 2.4

OP 2.5

OP 3

OP 3.1

OP 3.2

OP 4

OP 4.1

OP 4.2

OP 4.3

OP 4.4

OP 4.5

OP 4.6

OP 4.7

OP 5

OP 5.1

OP 5.2

OP 5.3

OP 5.4

OP 5.5

OP 5.6

OP 5.7

OP 6

OP 6.1

OP 6.2

OP 6.3

OP 6.4

OP 6.5
UJTL Description:

Conduct Operational Movement and Maneuver.

Conduct Operational Movement.

Conduct Operational Maneuver.

Provide Operational Mobility.

Provide Operational Countermobility.

Control or Dominate Operationally Significant Area.

Provide Operational Intelligence, Surveillance, and Reconnaissance.

Plan and Direct Operational Intelligence Activities.

Collect Operational Information.

Process and Exploit Collected Operational Information.

Produce Operational Intelligence and Prepare Intelligence Reports.

Disseminate and Integrate Operational Intelligence.

Employ Operational Firepower.

Conduct Joint Force Targeting.

Attack Operational Targets.

Provide Operational Support.

Coordinate Supply of Arms, Ammunition, and Equipment in Theater of Operations/JOA.

Synchronize Supply of Fuel in Theater of Operations/JOA.

Provide for Maintenance of Equipment in Theater of Operations/JOA.

Coordinate Support for Forces in Theater of Operations/JOA.

Manage Logistic Support in Theater of Operations/JOA.

Build and Maintain Sustainment Bases.

Provide Politico-Military Support to Other Nations, Groups and Government Agencies.

Exercise Operational Command and Control.

Acquire and Communicate Operational Level Information and Maintain Status.

Assess Operational Situation.

Prepare Plans and Orders.

Command Subordinate Operational Forces.

Organize a Joint Force Headquarters.

Employ Operational Information Warfare (IW).

Coordinate and Integrate Joint/Multinational and Interagency Support.

Provide Operational Protection.

Provide Operational Aerospace and Missile Defense.

Provide Protection for Operational Forces, Means, and Noncombatants.

Protect Systems and Capabilities in Theater of Operations/JOA.

Conduct Deception in Support of Subordinate Campaigns and Major Operations.

Provide Security for Operational Forces and Means.

Task Conditions: Across the range of military operations, multi-national operations, across the battlespace or relevant portions of the battlespace, CONUS to conflict, dispersed locations, in all weather and environments, continuous, real-time



Criteria for Measurement (and Existing Standards if Known):

OP 1    M1  Percent of transportation provided, compared to planned

        M2  Percent of allocated forces in place at campaign or major

            operation execution

OP 1.1  M3  Percent of planned cargo delivered

        M5  Percent of movement requirements rejected

        M7  Percent of units closed on or before CJTF’s RDD

OP 1.2  M1  Percent of maneuver force attacked prior to transition to 

            battle formation

        M4  KPH rate of movement

        M5  Knots rate of movement

OP 1.3  M1  Hours that joint force operation airlift/sealift delayed due 

            to obstacles

        M4  Days to clear port and restore to full capacity

OP 1.4  M1  Percent enemy avenues of approach closed as maneuver 

            possibilities by friendly barriers, obstacles or mines.

        M3  Percent reduction in estimated potential enemy COAs after 

            taking countermobility action in JOA

OP 1.5  M5  Percent of operationally significant areas controlled by 

            friendly forces

OP 2    M4  Percent of targets accurately identified

        M5  Percent of targets accurately located

OP 2.1  M1  Hours to disseminate PIRs to subordinate elements of joint 

            force (after collection)

        M2  Hours between updates of PIRs

        M6  Percent of total PIRs identified during execution

        M7  Hours to disseminate initial and subsequent PIRs to all 

            components

OP 2.2  M2  Percent of PIRs collected in time to meet current operational

            needs

        M5  Percent of targets accurately identified

        M6  Percent of targets accurately located

OP 2.3  M3  Hours turnaround time to process new intelligence data

        M4  Percent of collected information which can be processed in 

            theater of operations/JOA

OP 2.4  M3  Minutes to brief operations Command Duty Officer (after 

            issuing an Advisory Report)

        M4  Minutes to disseminate an Advisory Report (after observation 

            of activity)

        M5  Hours to prepare briefing based on new intelligence

OP 2.5  M4  Minutes to pass prepared intelligence to joint force commander

            and staff

        M5  Minutes to prepare intelligence for joint force commander and 

            staff

OP 3    M1  Minutes to attack target after most recent information on 

            target provided

        M2  Percent of HPTs successfully attacked

OP 3.1  M1  Hours to develop attack plan after identification of HPT

        M6  Hours to produce Joint Force Commander apportionment guidance

            (after CINC’s Warning Order)

        M7  Percent of desired results achieved (by expected conclusion of

            given phase or time line)

        M10 Percent of selected targets for which accurate coordinates

            available

        M11 Percent of targets susceptible to non-lethal kill allocated to

            non-lethal attack systems

OP 3.2  M1  Minutes to get ordnance on target after initiation of task

        M2  Percent execution of missions requested by components

        M5  Percent of missions flown/fired achieve desired target damage

        M7  Percent on time of missions with given times on target

OP 4    M1  Days from request until requested item received in theater

        M3  Percent of required logistics in place to support campaign

OP 4.1  M1  Hours after CJCS Warning Order to determine availability of

            suitable munitions in theater

        M4  Percent of fire missions with munitions available on schedule

OP 4.2  M2  Gallons per day of fuel delivered to theater

        M3  Percent of available host nation POL replenishment and 

            distribution assets integrated into operational planning

OP 4.3  M2  Hours for maintenance facilities to be available in theater of

            operations/JOA rear area (after receipt of Warning Order)

        M4  Percent of damaged equipment salvaged

        M5  Percent of equipment failures successfully repaired

        M10 Hours to obtain needed parts for repairs

        M12 Hours to repair equipment

OP 4.4  M1  Percent of personnel replacement requirements not met

        M3  Percent of replacements adequately trained to perform assigned

            duties

        M4  Percent of units whose actual manning meets or exceeds

            authorized levels

OP 4.5  M1  Percent of ammo availability compared to requirements

        M3  Percent of supplies available compared to requirements

        M4  Percent of total fuel available compared to requirements

OP 4.6  M4  Square feet/day of permanent facilities emplaced or 

            constructed

        M7  Square feet/day of temporary facilities emplaced or 

            constructed

OP 4.7  M3  Percent of approved assistance projects completed

        M5  Instances of insufficient support provided to other nations,

            groups, or agencies.

        M13 Hours to respond to Country Team request for assistance

OP 5    M1  Hours prior to execution, plan published and delivered

        M3  Percent of units receive orders in time to plan and execute

OP 5.1  M3  Minutes to process and disseminate status information (to

            subordinate units)

        M5  Percent of critical information acquired and disseminated to 

            subordinate commanders

        M13 Percent of information, not passed to or received by allies 

            (lack of equipment interoperability)

OP 5.2  M2  Hours lag between appreciation of battlespace and real 

            situation

        M3  Hours since update of joint force situation

        M5  Minutes to assess current situation and formulate plan of 

            action

        M6  Percent of enemy actions or operations forecast

OP 5.3  M4  Hours to issue joint force commander’s intent (after CJCS or 

            combatant warning order) 

        M5  Minutes to generate and forward Commander’s Situation Reports

            (SITREP)

        M7  Seconds to respond to emergency aircraft

        M11 Percent accuracy of information in Region/Sector and gained 

            unit supplemental plans

        M12 Percent currency of information in Region/Sector and gained

            unit supplemental plans

OP 5.4  M1  Percent accuracy of information in plans and orders issued and

            disseminated to subordinate units

        M4  Percent of subordinate commands clear about their immediate

            objectives

        M7  Percent of time, mission essential intelligence and threat 

            assessments passed within established criteria

        M10 Minutes to issue and disseminate Threat Conditions 

            (THREATCONs)and Attack Warnings

OP 5.5  M2  Hours to form joint force staff (from activation order)

        M3  Percent of joint force actions or operations affected by late

            arrival of staff augmentees

        M5  Days from activation order until headquarters fully staffed

        M9  Days to establish and approve C2 architecture for JTF

OP 5.6  M1  Percent of adversary air defense C4 prior to penetration

            operations by air

        M4  Percent of attempted adversary penetration of friendly 

            information systems, successful

        M5  Percent of attempted penetrations of adversary information 

            systems successful and apparently not detected

        M7  Percent of enemy operations delayed, disrupted, canceled, or

            modified (because of C2W attack)

        M11 Percent of successful penetrations of adversary info systems

            detected

        M13 Percent of adversary penetrations of friendly info systems, 

            source identified and targeted

OP 5.7  M1  Days for joint force to successfully integrate coalition force

            doctrinal differences

        M5  Percent of allied support requirements filled at time of 

            execution

OP 6    M1  Percent of friendly communications hardened or redundant

        M2  Percent reduction in friendly LOC capability

OP 6.1  M2  Hours since last enemy attack

        M3  Minutes to scramble fighters

        M5  Percent disruption of friendly centers of gravity

        M6  Percent of attacking aircraft penetrate air defense network

        M7  Percent of attacking enemy aircraft destroyed

        M9  Percent of hostile aircraft and missiles engaged and destroyed

        M11 Percent of joint operations delayed, disrupted, canceled or

            modified

        M15 Percent reduction in LOC capability

        M17 Percent of losses caused by hostile air activities

OP 6.2  M1  Casualties to military personnel

        M4  Incidents of friendly aircraft damaged or destroyed on the 

            ground

        M5  Incidents of friendly ships damaged or sunk in port (not in

            action)

        M17 Percent of attacking missiles successfully penetrated friendly

            theater defenses, culminating in warhead delivery or function

            on target

        M18 Percent of friendly casualties, caused by friendly weapon 

            systems

Means: 

1. Models/simulations – decision aids

2. Database of information – total SA

3. Usable display media

4. Real-time command & control

5. Integrated battlespace picture

6. Detailed battlespace analysis

7. Precision targeting

8. Dynamic control

9. Dynamic route planning

10. Enhanced organizations

11. Interoperability

12. Joint training

13. Joint doctrine



Most Demanding AOR, Mission and Scenario for Assessment (and Rationale):

SWA MTW.  Widely dispersed enemy forces and need for quick US response demand highly integrated maneuver forces.

Assessment Strategy (Suggested Events, Primary and Validating):

1. Survey of basic capabilities – sensors, models, predictive aids.

2. Modeling & simulation

3. ACTDs – predictive, display, C2, etc.

4. Study 

5. CPX – (experiment) timeliness of maneuver vs. decision

6. CPX – sensor integration

7. FTX



Hypotheses:

If we can provide the CINC/CJTF with tailorable forces able to rapidly and precisely maneuver throughout the battlespace, then we can apply synchronized effects throughout the depth of the battlespace, to overwhelm the enemy.

Other Affected JV 2010 Coordinating Authorities:  DM

Other CA #1 Address:

Tel (DSN):

E-Mail:
Interest/Connection:

Other CA #2 Address

Tel (DSN):

E-Mail:
Interest/Connection:

Remarks:

Key words:

· Maneuver

· CONUS to combat

· Massed effects

· Non-linear

· Predictive

· Situational awareness

· Displays



Desired Occupational Capability:  Database Fields (As of 31 August 98)

DOC Number: PE11
Title: Fused Battlespace Sustainment 

Included in FL-17

DOC Description (General Summary): Capability to conduct fused battlespace sustainment, without requirements for massed inventories.  Logistical requirements/planning must fuse with warfighting concept of operations to allow real-time sustainment and influence future actions, without sacrificing readiness, operational tempo, or force protection.



CA Sponsor:  Precision Engagement

Organization Address:

  J8, The Joint Staff
Tel (DSN): 227-0499
Tel (Coml):(703) 697-0499

  The Pentagon
FAX (DSN): 224-4141 
FAX (Coml): (703) 614-4141

E-Mail Address:  elderjk@js.pentagon.mil  

Applicable Challenge(s):Integrating Precision Effects; Generating Precision Effects



Core Task(s):Dominant Battlespace Awareness, Command & Control, Precision Effects, Protection, Sustainment



Subordinate Tasks:

1. 

UJTL Ref No:

OP 1

OP 1.1

OP 1.2

OP 1.3

OP 1.4

OP 1.5

OP 2

OP 2.1

OP 2.2

OP 2.3

OP 2.4

OP 2.5

OP 3

OP 3.1

OP 3.2

OP 4

OP 4.1

OP 4.2

OP 4.3

OP 4.4

OP 4.5

OP 4.6

OP 4.7

OP 5

OP 5.1

OP 5.2

OP 5.3

OP 5.4

OP 5.5

OP 5.6

OP 5.7

OP 6

OP 6.1

OP 6.2

OP 6.3

OP 6.4

OP 6.5
UJTL Description:

Conduct Operational Movement and Maneuver.

Conduct Operational Movement.

Conduct Operational Maneuver.

Provide Operational Mobility.

Provide Operational Countermobility.

Control or Dominate Operationally Significant Area.

Provide Operational Intelligence, Surveillance, and Reconnaissance.

Plan and Direct Operational Intelligence Activities.

Collect Operational Information.

Process and Exploit Collected Operational Information.

Produce Operational Intelligence and Prepare Intelligence Reports.

Disseminate and Integrate Operational Intelligence.

Employ Operational Firepower.

Conduct Joint Force Targeting.

Attack Operational Targets.

Provide Operational Support.

Coordinate Supply of Arms, Ammunition, and Equipment in Theater of Operations/JOA.

Synchronize Supply of Fuel in Theater of Operations/JOA.

Provide for Maintenance of Equipment in Theater of Operations/JOA.

Coordinate Support for Forces in Theater of Operations/JOA.

Manage Logistic Support in Theater of Operations/JOA.

Build and Maintain Sustainment Bases.

Provide Politico-Military Support to Other Nations, Groups and Government Agencies.

Exercise Operational Command and Control.

Acquire and Communicate Operational Level Information and Maintain Status.

Assess Operational Situation.

Prepare Plans and Orders.

Command Subordinate Operational Forces.

Organize a Joint Force Headquarters.

Employ Operational Information Warfare (IW).

Coordinate and Integrate Joint/Multinational and Interagency Support.

Provide Operational Protection.

Provide Operational Aerospace and Missile Defense.

Provide Protection for Operational Forces, Means, and Noncombatants.

Protect Systems and Capabilities in Theater of Operations/JOA.

Conduct Deception in Support of Subordinate Campaigns and Major Operations.

Provide Security for Operational Forces and Means.

Task Conditions: Across the range of military operations, multi-national operations, across the battlespace or relevant portions of the battlespace, CONUS to conflict, dispersed locations, in all weather and environments, continuous, real-time



Criteria for Measurement (and Existing Standards if Known):

OP 1    M1  Percent of transportation provided, compared to planned

        M2  Percent of allocated forces in place at campaign or major

            operation execution

OP 1.1  M3  Percent of planned cargo delivered

        M5  Percent of movement requirements rejected

        M7  Percent of units closed on or before CJTF’s RDD

OP 1.2  M1  Percent of maneuver force attacked prior to transition to 

            battle formation

        M4  KPH rate of movement

        M5  Knots rate of movement

OP 1.3  M1  Hours that joint force operation airlift/sealift delayed due  

            to obstacles

        M4  Days to clear port and restore to full capacity

OP 1.4  M1  Percent enemy avenues of approach closed as maneuver 

            possibilities by friendly barriers, obstacles or mines.

        M3  Percent reduction in estimated potential enemy COAs after 

            taking countermobility action in JOA

OP 1.5  M5  Percent of operationally significant areas controlled by 

            friendly forces

OP 2    M4  Percent of targets accurately identified

        M5  Percent of targets accurately located

OP 2.1  M1  Hours to disseminate PIRs to subordinate elements of joint 

            force (after collection)

        M2  Hours between updates of PIRs

        M6  Percent of total PIRs identified during execution

        M7  Hours to disseminate initial and subsequent PIRs to all 

            components

OP 2.2  M2  Percent of PIRs collected in time to meet current operational

            needs

        M5  Percent of targets accurately identified

        M6  Percent of targets accurately located

OP 2.3  M3  Hours turnaround time to process new intelligence data

        M4  Percent of collected information which can be processed in 

            theater of operations/JOA

OP 2.4  M3  Minutes to brief operations Command Duty Officer (after 

            issuing an advisory report

        M4  Minutes to disseminate an Advisory Report (after observation 

            of activity)

        M5  Hours to prepare briefing based on new intelligence

OP 2.5  M4  Minutes to pass prepared intelligence to joint force commander

            and staff

        M5  Minutes to prepare intelligence for joint force commander and 

            staff

OP 3    M1  Minutes to attack target after most recent information on 

            target provided

        M2  Percent of HPTs successfully attacked

OP 3.1  M1  Hours to develop attack plan after identification of HPT

        M6  Hours to produce Joint Force Commander apportionment guidance

            (after CINC’s Warning Order)

        M7  Percent of desired results achieved (by expected conclusion of

            given phase or time line)

        M10 Percent of selected targets for which accurate coordinates

            available

        M11 Percent of targets susceptible to non-lethal kill allocated to

            non-lethal attack systems

OP 3.2  M1  Minutes to get ordnance on target after initiation of task

        M2  Percent execution of missions requested by components

        M5  Percent of missions flown/fired achieve desired target damage

        M7  Percent on time of missions with given times on target

OP 4    M1  Days from request until requested item received in theater

        M3  Percent of required logistics in place to support campaign

OP 4.1  M1  Hours after CJCS Warning Order to determine availability of

            suitable munitions in theater

        M4  Percent of fire missions with munitions available on schedule

OP 4.2  M2  Gallons per day of fuel delivered to theater

        M3  Percent of available host nation POL replenishment and 

            distribution assets integrated into operational planning

OP 4.3  M2  Hours for maintenance facilities to be available in theater of

            operations/JOA rear area (after receipt of Warning Order)

        M4  Percent of damaged equipment salvaged

        M5  Percent of equipment failures successfully repaired

        M10 Hours to obtain needed parts for repairs

        M12 Hours to repair equipment

OP 4.4  M1  Percent of personnel replacement requirements not met

        M3  Percent of replacements adequately trained to perform assigned

            duties

        M4  Percent of units whose actual manning meets or exceeds

            authorized levels

OP 4.5  M1  Percent of ammo availability compared to requirements

        M3  Percent of supplies available compared to requirements

        M4  Percent of total fuel available compared to requirements

OP 4.6  M4  Square feet/day of permanent facilities emplaced or 

            constructed

        M7  Square feet/day of temporary facilities emplaced or 

            constructed

OP 4.7  M3  Percent of approved assistance projects completed

        M5  Instances of insufficient support provided to other nations,

            groups, or agencies.

        M13 Hours to respond to Country Team request for assistance

OP 5    M1  Hours prior to execution, plan published and delivered

        M3  Percent of units receive orders in time to plan and execute

OP 5.1  M3  Minutes to process and disseminate status information (to

            subordinate units)

        M5  Percent of critical information acquired and disseminated to 

            subordinate commanders

        M13 Percent of information, not passed to or received by allies 

            (lack of equipment interoperability)

OP 5.2  M2  Hours lag between appreciation of battlespace and real 

            situation

        M3  Hours since update of joint force situation

        M5  Minutes to assess current situation and formulate plan of 

            action

        M6  Percent of enemy actions or operations forecast

OP 5.3  M4  Hours to issue joint force commander’s intent (after CJCS or 

            combatant warning order) 

        M5  Minutes to generate and forward Commander’s Situation Reports

            (SITREP)

        M7  Seconds to respond to emergency aircraft

        M11 Percent accuracy of information in Region/Sector and gained 

            unit supplemental plans

        M12 Percent currency of information in Region/Sector and gained

            unit supplemental plans

OP 5.4  M1  Percent accuracy of information in plans and orders issued and

            disseminated to subordinate units

        M4  Percent of subordinate commands clear about their immediate

            objectives

        M7  Percent of time, mission essential intelligence and threat 

            assessments passed within established criteria

        M10 Minutes to issue and disseminate Threat Conditions(THREATCONs)

            and Attack Warnings

OP 5.5  M2  Hours to form joint force staff (from activation order)

        M3  Percent of joint force actions or operations affected by late

            arrival of staff augmentees

        M5  Days from activation order until headquarters fully staffed

        M9  Days to establish and approve C2 architecture for JTF

OP 5.6  M1  Percent of adversary air defense C4 prior to penetration

            operations by air

        M4  Percent of attempted adversary penetration of friendly 

            information systems, successful

        M5  Percent of attempted penetrations of adversary information 

            systems successful and apparently not detected

        M7  Percent of enemy operations delayed, disrupted, canceled, or

            modified (because of C2W attack)

        M11 Percent of successful penetrations of adversary info systems

            detected

        M13 Percent of adversary penetrations of friendly info systems, 

            source identified and targeted

OP 5.7  M1  Days for joint force to successfully integrate coalition force

            doctrinal differences

        M5  Percent of allied support requirements filled at time of 

            execution

OP 6    M1  Percent of friendly communications hardened or redundant

        M2  Percent reduction in friendly LOC capability

OP 6.1  M2  Hours since last enemy attack

        M3  Minutes to scramble fighters

        M5  Percent disruption of friendly centers of gravity

        M6  Percent of attacking aircraft penetrate air defense network

        M7  Percent of attacking enemy aircraft destroyed

        M9  Percent of hostile aircraft and missiles engaged and destroyed

        M11 Percent of joint operations delayed, disrupted, canceled or

            modified

        M15 Percent reduction in LOC capability

        M17 Percent of losses caused by hostile air activities

OP 6.2  M1  Casualties to military personnel

        M4  Incidents of friendly aircraft damaged or destroyed on the 

            ground

        M5  Incidents of friendly ships damaged or sunk in port (not in

            action)

        M17 Percent of attacking missiles successfully penetrated friendly

            theater defenses, culminating in warhead delivery or function

            on target

        M18 Percent of friendly casualties, caused by friendly weapon 

            systems

Means: Integrated battlespace picture; detailed battlespace analysis; precision force; dynamic control; enhanced organizations; interoperability; joint training; joint doctrine



Most Demanding AOR, Mission and Scenario for Assessment (and Rationale):

SWA MTW.  Distances involved versus beddown requirements may preclude US ability to rely on massed inventories.

Assessment Strategy (Suggested Events, Primary and Validating):



Hypotheses:

Other Affected JV 2010 Coordinating Authorities:  FL

Other CA #1 Address:

Tel (DSN):

E-Mail:
Interest/Connection:

Other CA #2 Address

Tel (DSN):

E-Mail:
Interest/Connection:

Remarks:  Included in FL-17

Desired Operational Capability: Database Fields (As of 31 August 98)

DOC Number: PE12


Title: Precision Force Protection



DOC Description (General Summary): Capability to fuse unique air, land, sea, and space capabilities to allow freedom of action to employ precise effects.  This capability ensures force packages integrate speed, maneuver, dispersion, stealth, suppression, mutual support, etc., to allow force employment without unnecessary risk.

Task:  Provide freedom of action

2010 Differences:

· Longer presence in “hostile” area

· Predictive knowledge

· Better threat knowledge/ neutralization 

· More joint; interoperable

· Tailorable forces

· Greater dispersal of forces



CA Sponsor:  Precision Engagement

Organization Address:

  J8, The Joint Staff
Tel (DSN): 227-0499
Tel (Coml):(703) 697-0499

  The Pentagon
FAX (DSN): 224-4141 
FAX (Coml): (703) 614-4141

E-Mail Address:  elderjk@js.pentagon.mil  

Applicable Challenge(s):Integrating Precision Effects; Generating Precision Effects



Core Task(s): Precision Effects, Protection


Subordinate Tasks:

1. Provide freedom of action

2. Dominant Battlespace Awareness

3. Command & Control

4. Maneuver

5. Air superiority

6. Maritime superiority

UJTL Ref No:

OP 1

OP 1.1

OP 1.2

OP 1.3

OP 1.4

OP 1.5

OP 2

OP 2.1

OP 2.2

OP 2.3

OP 2.4

OP 2.5

OP 3

OP 3.1

OP 3.2

OP 4

OP 4.1

OP 4.2

OP 4.3

OP 4.4

OP 4.5

OP 4.6

OP 4.7

OP 5

OP 5.1

OP 5.2

OP 5.3

OP 5.4

OP 5.5

OP 5.6

OP 5.7

OP 6

OP 6.1

OP 6.2

OP 6.3

OP 6.4

OP 6.5
UJTL Description:

Conduct Operational Movement and Maneuver.

Conduct Operational Movement.

Conduct Operational Maneuver.

Provide Operational Mobility.

Provide Operational Countermobility.

Control or Dominate Operationally Significant Area.

Provide Operational Intelligence, Surveillance, and Reconnaissance.

Plan and Direct Operational Intelligence Activities.

Collect Operational Information.

Process and Exploit Collected Operational Information.

Produce Operational Intelligence and Prepare Intelligence Reports.

Disseminate and Integrate Operational Intelligence.

Employ Operational Firepower.

Conduct Joint Force Targeting.

Attack Operational Targets.

Provide Operational Support.

Coordinate Supply of Arms, Ammunition, and Equipment in Theater of Operations/JOA.

Synchronize Supply of Fuel in Theater of Operations/JOA.

Provide for Maintenance of Equipment in Theater of Operations/JOA.

Coordinate Support for Forces in Theater of Operations/JOA.

Manage Logistic Support in Theater of Operations/JOA.

Build and Maintain Sustainment Bases.

Provide Politico-Military Support to Other Nations, Groups and Government Agencies.

Exercise Operational Command and Control.

Acquire and Communicate Operational Level Information and Maintain Status.

Assess Operational Situation.

Prepare Plans and Orders.

Command Subordinate Operational Forces.

Organize a Joint Force Headquarters.

Employ Operational Information Warfare (IW).

Coordinate and Integrate Joint/Multinational and Interagency Support.

Provide Operational Protection.

Provide Operational Aerospace and Missile Defense.

Provide Protection for Operational Forces, Means, and Noncombatants.

Protect Systems and Capabilities in Theater of Operations/JOA.

Conduct Deception in Support of Subordinate Campaigns and Major Operations.

Provide Security for Operational Forces and Means.

Task Conditions: Across the range of military operations, multi-national operations, across the battlespace or relevant portions of the battlespace, CONUS to conflict, dispersed locations, in all weather and environments, continuous, real-time



Criteria for Measurement (and Existing Standards if Known):

OP 1    M1  Percent of transportation provided, compared to planned

        M2  Percent of allocated forces in place at campaign or major

            operation execution

OP 1.1  M3  Percent of planned cargo delivered

        M5  Percent of movement requirements rejected

        M7  Percent of units closed on or before CJTF’s RDD

OP 1.2  M1  Percent of maneuver force attacked prior to transition to 

            battle formation

        M4  KPH rate of movement

        M5  Knots rate of movement

OP 1.3  M1  Hours that joint force operation airlift/sealift delayed due 

            to obstacles

        M4  Days to clear port and restore to full capacity

OP 1.4  M1  Percent enemy avenues of approach closed as maneuver 

            possibilities by friendly barriers, obstacles or mines.

        M3  Percent reduction in estimated potential enemy COAs after 

            taking countermobility action in JOA

OP 1.5  M5  Percent of operationally significant areas controlled by 

            friendly forces

OP 2    M4  Percent of targets accurately identified

        M5  Percent of targets accurately located

OP 2.1  M1  Hours to disseminate PIRs to subordinate elements of joint 

            force (after collection)

        M2  Hours between updates of PIRs

        M6  Percent of total PIRs identified during execution

        M7  Hours to disseminate initial and subsequent PIRs to all 

            components

OP 2.2  M2  Percent of PIRs collected in time to meet current operational

            needs

        M5  Percent of targets accurately identified

        M6  Percent of targets accurately located

OP 2.3  M3  Hours turnaround time to process new intelligence data

        M4  Percent of collected information which can be processed in 

            theater of operations/JOA

OP 2.4  M3  Minutes to brief operations Command Duty Officer (after 

            issuing an Advisory Report)

        M4  Minutes to disseminate an Advisory Report (after observation 

            of activity)

        M5  Hours to prepare briefing based on new intelligence

OP 2.5  M4  Minutes to pass prepared intelligence to joint force commander

            and staff

        M5  Minutes to prepare intelligence for joint force commander and 

            staff

OP 3    M1  Minutes to attack target after most recent information on 

            target provided

        M2  Percent of HPTs successfully attacked

OP 3.1  M1  Hours to develop attack plan after identification of HPT

        M6  Hours to produce Joint Force Commander apportionment guidance

            (after CINC’s Warning Order)

        M7  Percent of desired results achieved (by expected conclusion of

            given phase or time line)

        M10 Percent of selected targets for which accurate coordinates

            available

        M11 Percent of targets susceptible to non-lethal kill allocated to

            non-lethal attack systems

OP 3.2  M1  Minutes to get ordnance on target after initiation of task

        M2  Percent execution of missions requested by components

        M5  Percent of missions flown/fired achieve desired target damage

        M7  Percent on time of missions with given times on target

OP 4    M1  Days from request until requested item received in theater

        M3  Percent of required logistics in place to support campaign

OP 4.1  M1  Hours after CJCS Warning Order to determine availability of

            suitable munitions in theater

        M4  Percent of fire missions with munitions available on schedule

OP 4.2  M2  Gallons per day of fuel delivered to theater

        M3  Percent of available host nation POL replenishment and 

            distribution assets integrated into operational planning

OP 4.3  M2  Hours for maintenance facilities to be available in theater of

            operations/JOA rear area (after receipt of Warning Order)

        M4  Percent of damaged equipment salvaged

        M5  Percent of equipment failures successfully repaired

        M10 Hours to obtain needed parts for repairs

        M12 Hours to repair equipment

OP 4.4  M1  Percent of personnel replacement requirements not met

        M3  Percent of replacements adequately trained to perform assigned

            duties

        M4  Percent of units whose actual manning meets or exceeds

            authorized levels

OP 4.5  M1  Percent of ammo availability compared to requirements

        M3  Percent of supplies available compared to requirements

        M4  Percent of total fuel available compared to requirements

OP 4.6  M4  Square feet/day of permanent facilities emplaced or 

            constructed

        M7  Square feet/day of temporary facilities emplaced or 

            constructed

OP 4.7  M3  Percent of approved assistance projects completed

        M5  Instances of insufficient support provided to other nations,

            groups, or agencies.

        M13 Hours to respond to Country Team request for assistance

OP 5    M1  Hours prior to execution, plan published and delivered

        M3  Percent of units receive orders in time to plan and execute

OP 5.1  M3  Minutes to process and disseminate status information (to

            subordinate units)

        M5  Percent of critical information acquired and disseminated to 

            subordinate commanders

        M13 Percent of information, not passed to or received by allies 

            (lack of equipment interoperability)

OP 5.2  M2  Hours lag between appreciation of battlespace and real 

            situation

        M3  Hours since update of joint force situation

        M5  Minutes to assess current situation and formulate plan of 

            action

        M6  Percent of enemy actions or operations forecast

OP 5.3  M4  Hours to issue joint force commander’s intent (after CJCS or 

            combatant warning order) 

        M5  Minutes to generate and forward Commander’s Situation Reports

            (SITREP)

        M7  Seconds to respond to emergency aircraft

        M11 Percent accuracy of information in Region/Sector and gained 

            unit supplemental plans

        M12 Percent currency of information in Region/Sector and gained

            unit supplemental plans

OP 5.4  M1  Percent accuracy of information in plans and orders issued and

            disseminated to subordinate units

        M4  Percent of subordinate commands clear about their immediate

            objectives

        M7  Percent of time, mission essential intelligence and threat 

            assessments passed within established criteria

        M10 Minutes to issue and disseminate Threat Conditions 

            (THREATCONs)and Attack Warnings

OP 5.5  M2  Hours to form joint force staff (from activation order)

        M3  Percent of joint force actions or operations affected by late

            arrival of staff augmentees

        M5  Days from activation order until headquarters fully staffed

        M9  Days to establish and approve C2 architecture for JTF

OP 5.6  M1  Percent of adversary air defense C4 prior to penetration

            operations by air

        M4  Percent of attempted adversary penetration of friendly 

            information systems, successful

        M5  Percent of attempted penetrations of adversary information 

            systems successful and apparently not detected

        M7  Percent of enemy operations delayed, disrupted, canceled, or

            modified (because of C2W attack)

        M11 Percent of successful penetrations of adversary info systems

            detected

        M13 Percent of adversary penetrations of friendly info systems, 

            source identified and targeted

OP 5.7  M1  Days for joint force to successfully integrate coalition force

            doctrinal differences

        M5  Percent of allied support requirements filled at time of 

            execution

OP 6    M1  Percent of friendly communications hardened or redundant

        M2  Percent reduction in friendly LOC capability

OP 6.1  M2  Hours since last enemy attack

        M3  Minutes to scramble fighters

        M5  Percent disruption of friendly centers of gravity

        M6  Percent of attacking aircraft penetrate air defense network

        M7  Percent of attacking enemy aircraft destroyed

        M9  Percent of hostile aircraft and missiles engaged and destroyed

        M11 Percent of joint operations delayed, disrupted, canceled or

            modified

        M15 Percent reduction in LOC capability

        M17 Percent of losses caused by hostile air activities

OP 6.2  M1  Casualties to military personnel

        M4  Incidents of friendly aircraft damaged or destroyed on the 

            ground

        M5  Incidents of friendly ships damaged or sunk in port (not in

            action)

        M17 Percent of attacking missiles successfully penetrated friendly

            theater defenses, culminating in warhead delivery or function

            on target

        M18 Percent of friendly casualties, caused by friendly weapon 

            systems

Means: 

· Detailed battlespace analysis

· Dynamic control

· Joint training

· Joint doctrine

· Extensive data base of information

· Stand-off weapons

· Speed/stealth

· Information operations

· EW 

· Predictive models

· Tailorable forces

· Interoperable systems

· Fused information

Most Demanding AOR, Mission and Scenario for Assessment (and Rationale):

Korean MTW.  Proximity of relatively sophisticated enemy forces will demand robust self-protection capabilities.

Assessment Strategy (Suggested Events, Primary and Validating):

· Review studies/experiments of what’s been done (speed vs. stealth; standoff weapons; etc.))

· Model/simulation (integration of capabilities)

· Seminar

· CPX

· FTX

Hypotheses:

If we can provide the CINC/CJTF with the ability to efficiently and effectively produce, exploit and disseminate relevant battlespace knowledge, then we can minimize threats and speed the attainment of decisive operations.

Other Affected JV 2010 Coordinating Authorities:  FDP

Other CA #1 Address:

Tel (DSN):

E-Mail:
Interest/Connection:

Other CA #2 Address

Tel (DSN):

E-Mail:
Interest/Connection:

Remarks:

Keywords:

· Stealth

· Speed 

· Suppression

· Predictive

· Fused information

· Interoperability

· Tailorable forces

· Stand-off weapons

Desired Operational Capability: Database Fields  (As of 31 August 98)

DOC Number: PE13
Title: Extended Range Engagement



DOC Description (General Summary): Capability to achieve combat effects from beyond or immune to the enemy’s ability to interfere or retaliate.  The effects are seamlessly integrated into each component’s operational plans while they contribute to the JFC’s strategic plan.  The desire is to apply the appropriate amount of destructive, logistic, or information force to achieve the maximum effects most efficiently while eliminating collateral damage, unnecessary casualties, and minimizing the exposure of friendly forces to hostile environments.

Task:
· Target/effect identification, engagement, destruction/neutralization (desired effect)

2010 Differences:

· Increased weapons range

· Increased weapons precision

· Greater reliance on off-board processing

· Exploits information and analytical capabilities from battlespace awareness

· Greater understanding of enemy systems and infrastructure

· Greater understanding of enemy centers of gravity

· Precision delivery of information effects

· Precision delivery of humanitarian assistance

· Focused psychological operations

CA Sponsor:  Precision Engagement

Organization Address:

  J8, The Joint Staff
Tel (DSN): 227-0499
Tel (Coml):(703) 697-0499

  The Pentagon
FAX (DSN): 224-4141 
FAX (Coml): (703) 614-4141

E-Mail Address:  elderjk@js.pentagon.mil  

Applicable Challenge(s):Integrating Precision Effects; Generating Precision Effects; Battlespace Awareness; Decisive Combat Operations



Core Task(s):Dominant Battlespace Awareness, Command & Control, Precision Effects, Protection

Task:



Subordinate Tasks:

1. Analyze enemy systems

2. Determine appropriate enemy centers of gravity

3. Deploy forces

4. Provide C4ISR

5. Conduct Information Operations

6. Conduct operations throughout the depth of the battlespace



UJTL Ref No:

OP 1

OP 1.1

OP 1.2

OP 1.3

OP 1.4

OP 1.5

OP 2

OP 2.1

OP 2.2

OP 2.3

OP 2.4

OP 2.5

OP 3

OP 3.1

OP 3.2

OP 4

OP 4.1

OP 4.2

OP 4.3

OP 4.4

OP 4.5

OP 4.6

OP 4.7

OP 5

OP 5.1

OP 5.2

OP 5.3

OP 5.4

OP 5.5

OP 5.6

OP 5.7

OP 6

OP 6.1

OP 6.2

OP 6.3

OP 6.4

OP 6.5
UJTL Description:

Conduct Operational Movement and Maneuver.

Conduct Operational Movement.

Conduct Operational Maneuver.

Provide Operational Mobility.

Provide Operational Countermobility.

Control or Dominate Operationally Significant Area.

Provide Operational Intelligence, Surveillance, and Reconnaissance.

Plan and Direct Operational Intelligence Activities.

Collect Operational Information.

Process and Exploit Collected Operational Information.

Produce Operational Intelligence and Prepare Intelligence Reports.

Disseminate and Integrate Operational Intelligence.

Employ Operational Firepower.

Conduct Joint Force Targeting.

Attack Operational Targets.

Provide Operational Support.

Coordinate Supply of Arms, Ammunition, and Equipment in Theater of Operations/JOA.

Synchronize Supply of Fuel in Theater of Operations/JOA.

Provide for Maintenance of Equipment in Theater of Operations/JOA.

Coordinate Support for Forces in Theater of Operations/JOA.

Manage Logistic Support in Theater of Operations/JOA.

Build and Maintain Sustainment Bases.

Provide Politico-Military Support to Other Nations, Groups and Government Agencies.

Exercise Operational Command and Control.

Acquire and Communicate Operational Level Information and Maintain Status.

Assess Operational Situation.

Prepare Plans and Orders.

Command Subordinate Operational Forces.

Organize a Joint Force Headquarters.

Employ Operational Information Warfare (IW).

Coordinate and Integrate Joint/Multinational and Interagency Support.

Provide Operational Protection.

Provide Operational Aerospace and Missile Defense.

Provide Protection for Operational Forces, Means, and Noncombatants.

Protect Systems and Capabilities in Theater of Operations/JOA.

Conduct Deception in Support of Subordinate Campaigns and Major Operations.

Provide Security for Operational Forces and Means.

Task Conditions: Across the range of military operations, multi-national operations, in all weather and environments, continuous, real-time, across the battlespace or relevant portions of the battlespace, continuous, WMD, information systems, infrastructure, political coalitions

Criteria for Measurement (and Existing Standards if Known):

OP 1    M1  Percent of transportation provided, compared to planned

        M2  Percent of allocated forces in place at campaign or major

            operation execution

OP 1.1  M3  Percent of planned cargo delivered

        M5  Percent of movement requirements rejected

        M7  Percent of units closed on or before CJTF’s RDD

OP 1.2  M1  Percent of maneuver force attacked prior to transition to 

            battle formation

        M4  KPH rate of movement

        M5  Knots rate of movement

OP 1.3  M1  Hours that joint force operation airlift/sealift delayed due 

            to obstacles

        M4  Days to clear port and restore to full capacity

OP 1.4  M1  Percent enemy avenues of approach closed as maneuver 

            possibilities by friendly barriers, obstacles or mines.

        M3  Percent reduction in estimated potential enemy COAs after 

            taking countermobility action in JOA

OP 1.5  M5  Percent of operationally significant areas controlled by 

            friendly forces

OP 2    M4  Percent of targets accurately identified

        M5  Percent of targets accurately located

OP 2.1  M1  Hours to disseminate PIRs to subordinate elements of joint 

            force (after collection)

        M2  Hours between updates of PIRs

        M6  Percent of total PIRs identified during execution

        M7  Hours to disseminate initial and subsequent PIRs to all 

            components

OP 2.2  M2  Percent of PIRs collected in time to meet current operational

            needs

        M5  Percent of targets accurately identified

        M6  Percent of targets accurately located

OP 2.3  M3  Hours turnaround time to process new intelligence data

        M4  Percent of collected information which can be processed in 

            theater of operations/JOA

OP 2.4  M3  Minutes to brief operations Command Duty Officer (after 

            issuing an Advisory Report)

        M4  Minutes to disseminate an Advisory Report (after observation 

            of activity)

        M5  Hours to prepare briefing based on new intelligence

OP 2.5  M4  Minutes to pass prepared intelligence to joint force commander

            and staff

        M5  Minutes to prepare intelligence for joint force commander and 

            staff

OP 3    M1  Minutes to attack target after most recent information on 

            target provided

        M2  Percent of HPTs successfully attacked

OP 3.1  M1  Hours to develop attack plan after identification of HPT

        M6  Hours to produce Joint Force Commander apportionment guidance

            (after CINC’s Warning Order)

        M7  Percent of desired results achieved (by expected conclusion of

            given phase or time line)

        M10 Percent of selected targets for which accurate coordinates

            available

        M11 Percent of targets susceptible to non-lethal kill allocated to

            non-lethal attack systems

OP 3.2  M1  Minutes to get ordnance on target after initiation of task

        M2  Percent execution of missions requested by components

        M5  Percent of missions flown/fired achieve desired target damage

        M7  Percent on time of missions with given times on target

OP 4    M1  Days from request until requested item received in theater

        M3  Percent of required logistics in place to support campaign

OP 4.1  M1  Hours after CJCS Warning Order to determine availability of

            suitable munitions in theater

        M4  Percent of fire missions with munitions available on schedule

OP 4.2  M2  Gallons per day of fuel delivered to theater

        M3  Percent of available host nation POL replenishment and 

            distribution assets integrated into operational planning

OP 4.3  M2  Hours for maintenance facilities to be available in theater of

            operations/JOA rear area (after receipt of Warning Order)

        M4  Percent of damaged equipment salvaged

        M5  Percent of equipment failures successfully repaired

        M10 Hours to obtain needed parts for repairs

        M12 Hours to repair equipment

OP 4.4  M1  Percent of personnel replacement requirements not met

        M3  Percent of replacements adequately trained to perform assigned

            duties

        M4  Percent of units whose actual manning meets or exceeds

            authorized levels

OP 4.5  M1  Percent of ammo availability compared to requirements

        M3  Percent of supplies available compared to requirements

        M4  Percent of total fuel available compared to requirements

OP 4.6  M4  Square feet/day of permanent facilities emplaced or 

            constructed

        M7  Square feet/day of temporary facilities emplaced or 

            constructed

OP 4.7  M3  Percent of approved assistance projects completed

        M5  Instances of insufficient support provided to other nations,

            groups, or agencies.

        M13 Hours to respond to Country Team request for assistance

OP 5    M1  Hours prior to execution, plan published and delivered

        M3  Percent of units receive orders in time to plan and execute

OP 5.1  M3  Minutes to process and disseminate status information (to

            subordinate units)

        M5  Percent of critical information acquired and disseminated to 

            subordinate commanders

        M13 Percent of information, not passed to or received by allies 

            (lack of equipment interoperability)

OP 5.2  M2  Hours lag between appreciation of battlespace and real 

            situation

        M3  Hours since update of joint force situation

        M5  Minutes to assess current situation and formulate plan of 

            action

        M6  Percent of enemy actions or operations forecast

OP 5.3  M4  Hours to issue joint force commander’s intent (after CJCS or 

            combatant warning order) 

        M5  Minutes to generate and forward Commander’s Situation Reports

            (SITREP)

        M7  Seconds to respond to emergency aircraft

        M11 Percent accuracy of information in Region/Sector and gained 

            unit supplemental plans

        M12 Percent currency of information in Region/Sector and gained

            unit supplemental plans

OP 5.4  M1  Percent accuracy of information in plans and orders issued and

            disseminated to subordinate units

        M4  Percent of subordinate commands clear about their immediate

            objectives

        M7  Percent of time, mission essential intelligence and threat 

            assessments passed within established criteria

        M10 Minutes to issue and disseminate Threat Conditions 

            (THREATCONs)and Attack Warnings

OP 5.5  M2  Hours to form joint force staff (from activation order)

        M3  Percent of joint force actions or operations affected by late

            arrival of staff augmentees

        M5  Days from activation order until headquarters fully staffed

        M9  Days to establish and approve C2 architecture for JTF

OP 5.6  M1  Percent of adversary air defense C4 prior to penetration

            operations by air

        M4  Percent of attempted adversary penetration of friendly 

            information systems, successful

        M5  Percent of attempted penetrations of adversary information 

            systems successful and apparently not detected

        M7  Percent of enemy operations delayed, disrupted, canceled, or

            modified (because of C2W attack)

        M11 Percent of successful penetrations of adversary info systems

            detected

        M13 Percent of adversary penetrations of friendly info systems, 

            source identified and targeted

OP 5.7  M1  Days for joint force to successfully integrate coalition force

            doctrinal differences

        M5  Percent of allied support requirements filled at time of 

            execution

OP 6    M1  Percent of friendly communications hardened or redundant

        M2  Percent reduction in friendly LOC capability

OP 6.1  M2  Hours since last enemy attack

        M3  Minutes to scramble fighters

        M5  Percent disruption of friendly centers of gravity

        M6  Percent of attacking aircraft penetrate air defense network

        M7  Percent of attacking enemy aircraft destroyed

        M9  Percent of hostile aircraft and missiles engaged and destroyed

        M11 Percent of joint operations delayed, disrupted, canceled or

            modified

        M15 Percent reduction in LOC capability

        M17 Percent of losses caused by hostile air activities

OP 6.2  M1  Casualties to military personnel

        M4  Incidents of friendly aircraft damaged or destroyed on the 

            ground

        M5  Incidents of friendly ships damaged or sunk in port (not in

            action)

        M17 Percent of attacking missiles successfully penetrated friendly

            theater defenses, culminating in warhead delivery or function

            on target

        M18 Percent of friendly casualties, caused by friendly weapon 

            systems

Means: 

· Improved surveillance/reconnaissance

· Improved analysis and target determination

· Improved effects-based planning

· Improve aerial refueling and compatibility

· Improved precision guided munitions

· Increased range of weapons systems

· Enhanced striking power

· Semi-autonomous, brilliant munitions

· Improved lift capabilities 



Most Demanding AOR, Mission and Scenario for Assessment (and Rationale):

Targeted systems deep inside heavily defended or highly unstable enemy territory.

Assessment Strategy (Suggested Events, Primary and Validating):

3. Up-front analysis, survey existing work on task (ACTDs).

4. Wargames, experiments, seminars with this capability included

d) Tabletop

e) Simulation

f) ACTDs

5. CPX

6. FTX

Hypotheses:

If we can provide the CINC/CJTF with the ability to generate precise, desired effects from extended range that are seamlessly integrated into the overall strategic plan, then the CINC/CJTF can minimize the exposure to his forces and accomplish his mission with fewer resources.

Other Affected JV 2010 Coordinating Authorities:  IS, DM, FDP

Other CA #1 Address:

Tel (DSN):

E-Mail:
Interest/Connection:

Other CA #2 Address

Tel (DSN):

E-Mail:
Interest/Connection:

Remarks: 
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