September 8, 2000


PROPOSED RESEARCH PAPER TOPICS – 2000

J-6

(J6B)

TOPIC: The Frequency Spectrum Challenge

BRIEF DESCRIPTION: As the US and the entire international community continue in this era of exploding wireless technology, it will become increasingly important to effectively manage the finite resource known as frequency spectrum. Numerous challenges loom in this arena, including commercial growth/prosperity and national/international security issues. Over the past decade, remarkable wireless technology advancements spawned an enormous growth in the commercial value of frequency spectrum. As a result, enormous pressure for increased amounts of spectrum for commercial, military, public and various other uses was generated. The commercial value of spectrum skyrocketed and national governments, around the globe, zealously harnessed this natural national resource that required no research, development, production, nor any other costs, and yet provided tremendous gain in terms of revenue. Recent spectrum auctions in Germany and the United Kingdom netted as much as the equivalent of 50 and 33 billion dollars respectively. Much smaller portions of spectrum are estimated by economists to sell for many billions more in the US.

The prolific explosion of wireless technology in the US not only affected the civilian sector but continues to exert major impact in terms of military and domestic government/public capability and requirements, and accordingly national and international security. The US is the only country in the world that allocates spectrum separately for civilian and Department of Defense/Government use. Additionally to compound the issue, US Frequency Allocations Tables maturated very differently and are not synchronized with the rest of the world with respect to various services and the portions of the spectrum in which these services are allocated. At the center of this issue is how to provide for all US civil, defense, agency and public service equities within the complex frequency spectrum environment while maintaining and advancing critical US national policies and goals from both an economic and national security perspective.  

JOINT STAFF POINT OF CONTACT:

· CAPT Chaunce Mitchell or MAJ(P) Jerry Conner, MCEB, J6B

· Tel: DSN 224-7923, Commercial 703-614-7923

· Email:  chauncey.mitchell@js.pentagon.mil or jerry.conner@js.pentagon.mil
SUGGESTED NUMBER OF PAGES: 40+

(J6G)

TOPIC: Comparison of the Use of the Reserve Components - Before the Gulf War and Today

BRIEF DESCRIPTION: Comparison of the way the RC was used in the Cold War, during Desert Shield/Storm and now, 21st Century. Do policies and directives and perhaps statutory requirements need to change?

JOINT STAFF POINT OF CONTACT:

· Col Roy H. Pansey, J6 Reserve Component Advisor, J6G

· Tel: DSN 225-7373, Commercial 703-695-7373
· Email: panseyrh@js.pentagon.mil
SUGGESTED NUMBER OF PAGES: 15-20

(J6G)

TOPIC: How to Fight and Win on the Electronic Battlefield of the Future.

BRIEF DESCRIPTION: How will the electronic battlefield of the future or now change Doctrine, tactics, techniques and procedures from one based on kinetic energy to one based on virtualness and electrons?

JOINT STAFF POINT OF CONTACT:

· Col Roy H. Pansey, J6 Reserve Component Advisor, J6G

· Tel: DSN 225-7373, Commercial 703-695-7373
· Email: panseyrh@js.pentagon.mil
SUGGESTED NUMBER OF PAGES: 15-20

(J6G)

TOPIC: What Kind of Leadership Matters in the 21st Century?

BRIEF DESCRIPTION: Has military leadership changed with technology advances? Does it matter if you use a tank round or electrons? How do you account for a changing attitude in America and are the young people of today harder or easier to lead?

JOINT STAFF POINT OF CONTACT:

· Col Roy H. Pansey, J6 Reserve Component Advisor, J6G

· Tel: DSN 225-7373, Commercial 703-695-7373

· Email: panseyrh@js.pentagon.mil
SUGGESTED NUMBER OF PAGES: 15-20

(J6I)

TOPIC: Templating a Standard Joint Task Force Network during Pre-Conflict, Conflict, and Conflict Termination

BRIEF DESCRIPTION: Define the scope of a standard joint architecture; establish the minimum bandwidth required to support a multi-national JTF.  What training is required to ensure a strong JCCC supports every JTF?  Develop a template for redeployment of tactical units and replacement of the JTF network with pre-planned commercial capabilities augmentation for deployed JTF networks.

JOINT STAFF POINT OF CONTACT:

· Col William S. Febuary, USMC, Chief, Technology and Architecture Division, J6I

· Tel: DSN 225-8787, Commercial 703-695-8787

· Email: febuarws@js.pentagon.mil  

SUGGESTED NUMBER OF PAGES: 40+

(J6I)

TOPIC:  The use of JCAPS and NETWARS to evaluate new Information Technology Systems (ITS)

BRIEF DESCRIPTION: Although it is anticipated that all new ITS programs will require a C4I Support Plan (C4ISP), Program Managers do not have all the automated tools they need to verify the existing C4I infrastructure will support the missions of new ITS systems.  How can DoD most effectively employ these tools to determine if we have information straws where we need information pipelines for new ITS systems?

JOINT STAFF POINT OF CONTACT:

· CDR Mark D. Genung or LTC Donald W. Dawson, Technology & Architecture Division, J6I

· Tel: DSN 224-7004, Commercial 703-614-7004 (CDR Genung); DSN 223-5332, Commercial 703-693-5332 (LTC Dawson)

· Email: genungmd@js.pentagon.mil or dawsondw@js.pentagon.mil
SUGGESTED NUMBER OF PAGES: 40+

(J6I)

TOPIC:  Coalition C2 Interoperability at the CJTF HQ Level

BRIEF DESCRIPTION: Compare, contrast, and suggest improvements to the top level US and NATO doctrine to achieve a common relevant picture of the battlespace at the CJTF level.  The assessment of US doctrine, tactics, techniques and procedures should concentrate on the crisis establishment of a CJTF in the EUCOM AOR and determine how well US documents describe how we will achieve interoperation with allied and coalition forces assigned to the CJTF. 

JOINT STAFF POINT OF CONTACT:

· Mr. Charles W. Schaffer, Deputy Director, Technology and Architecture Division, J6I

· Tel: DSN 224-7005, Commercial 703-614-7005

· Email: schaffcw@js.pentagon.mil
SUGGESTED NUMBER OF PAGES: 30-50

(J6I)

TOPIC:  The use of XML to enhance MLS Guards at the interconnection of US and Coalition Networks

BRIEF DESCRIPTION: Assess the feasibility of using XML to tag data types determined as being releasable to coalition partners.  The assessment should 1) survey approved guard processors and determine if the speed and accuracy of the guard could be enhanced through the use of tagged information, and 2) determine the feasibility of tagging data currently held in US C2 systems (e.g., GCCS, GCSS) for use in the process.

JOINT STAFF POINT OF CONTACT:

· Mr. Charles W. Schaffer, Deputy Director, Technology and Architecture Division, J6I

· Tel: DSN 224-7005, Commercial 703-614-7005

· Email: schaffcw@js.pentagon.mil
SUGGESTED NUMBER OF PAGES: 30-50

(J6I)

TOPIC: Joint C4I Education and Training Institutions and Their Potential Advanced Distributed Learning (ADL) Synergies

BRIEF DESCRIPTION: Chart/define the complete constellation of joint C4I education and training institutions and assess the potential synergies of Advanced Distributed Learning (ADL) technologies among them.  What ADL applications can be shared? Assess opportunities and imperatives for collaboration/networking. Assess the utility of a joint C4I education and training clearinghouse.  Consider the utility of a joint C4I education and training website. 

JOINT STAFF POINT OF CONTACT:

· Mr. H. Lindsey Arison III, GS-15, Technology and Architecture Division, J6I

· Tel: DSN 224-5290, Commercial 703-614-5290
FAX: DSN 224-5291, Commercial 703-614-5291
· Email: arisonl@js.pentagon.mil
SUGGESTED NUMBER OF PAGES: 30-50


(J6I)

TOPIC: Accreditation of Joint Training Schools

BRIEF DESCRIPTION: What is current policy regarding the accreditation of joint training schools and how effectively has it been promulgated and enforced? Why is the accreditation of joint training school curricula important? What is the current process for joint training school accreditation and how might the process be improved?  If changes are recommended, what are the milestones and timelines?  What is the inventory of joint training schools and how many are currently not accredited. Consider using the Joint Multi-TADIL School, Joint Interoperability Division, HQ, FORSCOM as a test case/example.

JOINT STAFF POINT OF CONTACT:

· Mr. H. Lindsey Arison III, GS-15, Technology and Architecture Division, J6I

· Tel: DSN 224-5290, Commercial 703-614-5290
FAX: DSN 224-5291, Commercial 703-614-5291
· Email: arisonl@js.pentagon.mil
SUGGESTED NUMBER OF PAGES: 30-50

(J6Q)

TOPIC: Concepts for enabling network-centric operations.

BRIEF DESCRIPTION: Network-centric warfare is an emerging theory of war for the information age.  Network-centric warfare both creates and leverages a relative information advantage to increase combat power across the spectrum of operations to achieve information and decision superiority.  
JOINT STAFF POINT OF CONTACT:

· Mr. John J. Garstka, GS-15, Chief Technology Officer, Joint Staff Directorate for C4 Systems, J6-CTO

· Tel: DSN 225-1651, Commercial 703-695-1651, FAX: DSN 227-7058, Commercial 703-697-7058

· Email: john.garstka@js.pentagon.mil
SUGGESTED NUMBER OF PAGES: 30-50
(J6Q)

TOPIC: Historical case studies analyzing the role of an “information advantage” in warfare at the tactical, operational, and strategic level.

BRIEF DESCRIPTION: Network-centric warfare is an emerging theory of war for the information age.  Network-centric warfare both creates and leverages a relative information advantage to increase combat power across the spectrum of operations to achieve information and decision superiority.  
JOINT STAFF POINT OF CONTACT:

· Mr. John J. Garstka, GS-15, Chief Technology Officer, Joint Staff Directorate for C4 Systems, J6-CTO

· Tel: DSN 225-1651, Commercial 703-695-1651, FAX: DSN 227-7058, Commercial 703-697-7058

· Email: john.garstka@js.pentagon.mil
(J6Q)

TOPIC: Analytic approaches for linking an “information advantage” to “combat power”.

BRIEF DESCRIPTION: Network-centric warfare is an emerging theory of war for the information age.  Network-centric warfare both creates and leverages a relative information advantage to increase combat power across the spectrum of operations to achieve information and decision superiority.  
JOINT STAFF POINT OF CONTACT:

· Mr. John J. Garstka, GS-15, Chief Technology Officer, Joint Staff Directorate for C4 Systems, J6-CTO

· Tel: DSN 225-1651, Commercial 703-695-1651, FAX: DSN 227-7058, Commercial 703-697-7058

· Email: john.garstka@js.pentagon.mil
(J6Q)

TOPIC: The role of the network as a force multiplier.

BRIEF DESCRIPTION: Network-centric warfare is an emerging theory of war for the information age.  Network-centric warfare both creates and leverages a relative information advantage to increase combat power across the spectrum of operations to achieve information and decision superiority.  
JOINT STAFF POINT OF CONTACT:

· Mr. John J. Garstka, GS-15, Chief Technology Officer, Joint Staff Directorate for C4 Systems, J6-CTO

· Tel: DSN 225-1651, Commercial 703-695-1651, FAX: DSN 227-7058, Commercial 703-697-7058

· Email: john.garstka@js.pentagon.mil
(J6Q)

TOPIC: Joint Command and Control in a network-centric environment.

BRIEF DESCRIPTION: Network-centric warfare is an emerging theory of war for the information age.  Network-centric warfare both creates and leverages a relative information advantage to increase combat power across the spectrum of operations to achieve information and decision superiority.  
JOINT STAFF POINT OF CONTACT:

· Mr. John J. Garstka, GS-15, Chief Technology Officer, Joint Staff Directorate for C4 Systems, J6-CTO

· Tel: DSN 225-1651, Commercial 703-695-1651, FAX: DSN 227-7058, Commercial 703-697-7058

· Email: john.garstka@js.pentagon.mil
(J6Q)

TOPIC: Key factors for enabling self-synchronization in military operations.

BRIEF DESCRIPTION: Network-centric warfare is an emerging theory of war for the information age.  Network-centric warfare both creates and leverages a relative information advantage to increase combat power across the spectrum of operations to achieve information and decision superiority.  
JOINT STAFF POINT OF CONTACT:

· Mr. John J. Garstka, GS-15, Chief Technology Officer, Joint Staff Directorate for C4 Systems, J6-CTO

· Tel: DSN 225-1651, Commercial 703-695-1651, FAX: DSN 227-7058, Commercial 703-697-7058

· Email: john.garstka@js.pentagon.mil
(J6Q)

TOPIC: Historical examples of synchronization and self-synchronization in military operations.

BRIEF DESCRIPTION: Network-centric warfare is an emerging theory of war for the information age.  Network-centric warfare both creates and leverages a relative information advantage to increase combat power across the spectrum of operations to achieve information and decision superiority.  
JOINT STAFF POINT OF CONTACT:

· Mr. John J. Garstka, GS-15, Chief Technology Officer, Joint Staff Directorate for C4 Systems, J6-CTO

· Tel: DSN 225-1651, Commercial 703-695-1651, FAX: DSN 227-7058, Commercial 703-697-7058

· Email: john.garstka@js.pentagon.mil
(J6Q)

TOPIC: Characterizing the Information Domain with attributes, metrics, and measures – An approach for measuring an advantage in the information domain.

BRIEF DESCRIPTION: Network-centric warfare is an emerging theory of war for the information age.  Network-centric warfare both creates and leverages a relative information advantage to increase combat power across the spectrum of operations to achieve information and decision superiority.  
JOINT STAFF POINT OF CONTACT:

· Mr. John J. Garstka, GS-15, Chief Technology Officer, Joint Staff Directorate for C4 Systems, J6-CTO

· Tel: DSN 225-1651, Commercial 703-695-1651, FAX: DSN 227-7058, Commercial 703-697-7058

· Email: john.garstka@js.pentagon.mil
(J6Q)

TOPIC: “Information Ratio” as an analogous measure to “Force Ratio” – An approach for measuring an advantage in the information domain.

BRIEF DESCRIPTION: Network-centric warfare is an emerging theory of war for the information age.  Network-centric warfare both creates and leverages a relative information advantage to increase combat power across the spectrum of operations to achieve information and decision superiority.  
JOINT STAFF POINT OF CONTACT:

· Mr. John J. Garstka, GS-15, Chief Technology Officer, Joint Staff Directorate for C4 Systems, J6-CTO

· Tel: DSN 225-1651, Commercial 703-695-1651, FAX: DSN 227-7058, Commercial 703-697-7058

· Email: john.garstka@js.pentagon.mil
(J6T)

TOPIC:  Does the Defense Switched Network (DSN) still provide telecommunications value added over and above what is available through commercial services and the Defense Red Switch Network?

BRIEF DESCRIPTION: Are the military unique features of the DSN (such as precedence and preemption) still required by the CINCs given the global presence of commercial networks and the growing presence of DRSN switches?  The Joint Uniform Telephone Communications Precedence System became effective 14 February 1970.  Do we still need a precedence system (full military features) on our commercial voice switches?  Consider why we originally required a precedence system.  Do the same requirements exist?  Examine whether the costs are worth the benefits.  This research project would require information gathering from all of the CINCs to determine level of current DSN use, rate of preemption, availability of DRSN, quality of commercial service (esp. OCONUS, etc.).

JOINT STAFF POINT OF CONTACT:

· LtCol Shelley Christian, Networks Division, J6T

· Tel: DSN 225-0313, Commercial 703-695-0313

· Email: shelley.christian@js.pentagon.mil
SUGGESTED NUMBER OF PAGES: 30-50

(J6T)

TOPIC:  What will be required to professionalize the current commercial SMTP e-mail system to be able to meet the military messaging needs of the Department of Defense?  

BRIEF DESCRIPTION: The current explosion of SMTP in the common business practices of the department has occurred without the emphasis on IT professionalization.  What are the improvements are required to professionalize IT such that the Department of Defense can transition off of DMS/AUTODIN onto the SIPRNET and NIPRNET.  Are there still military unique features of AUTODIN/ DMS (such as precedence and special handling instructions) that are still required given the current commercial capabilities?  This research project would require information gathering from all of the CINCs to determine their needs given the level of current AUTODIN/DMS use, and quality of commercial products.  

JOINT STAFF POINT OF CONTACT:

· LCDR Rhett Jaehn, Networks Division, J6T

· Tel: DSN 227-4233, Commercial 703-697-4233

· Email: rhett.jaehn@js.pentagon.mil
SUGGESTED NUMBER OF PAGES: 30-50

(J6T)

TOPIC:  1) Is precedence routing and ruthless preemption still required for data networks (including messages, VTC, VOIP, etc.) transported across the DISN?  

2) If precedence routing and ruthless preemption is still required, how do you achieve an integrated Global Information Grid solution within an IP infrastructure?

BRIEF DESCRIPTION: Since the demand for bandwidth is always likely to exceed supply, congestion on the DISN backbone may prevent timely delivery of priority traffic.  This research project would involve reviewing current and projected options for routing priority traffic and recommend a DOD roadmap for the future.

JOINT STAFF POINT OF CONTACT:

· CDR Mike Stahl, Networks Division, J6T

· Tel: DSN 225-0314, Commercial 703-695-0314

· Email: michael.stahl@js.pentagon.mil
SUGGESTED NUMBER OF PAGES: 30-50

(J6U)

TOPIC:  Secure allied/coalition deployable communication.

BRIEF DESCRIPTION: Develop the basic templates/architecture needed to support and deploy secure, protected, and interoperable classified coalition/allied communications (data, voice, VTC) systems for use in wartime missions and missions other than war.

The templates/architecture must support three levels of coalition/allied operations:

1.
Enduring coalitions/alliances such as NATO, USFK

2.
Semi-permanent coalitions/alliances such as the Gulf Alliance

3.
Short-term coalitions/alliances such as temporary UN/coalition missions, interagency missions (DEA, FEMA, etc) and/or MTW missions that include coalition partners like Desert Storm

Need to also address cryptographic algorithms and making a common disposable COMSEC module available to coalitions/alliances.  How is this accomplished while still protecting the US “Keys to the Kingdom” (US Specific COMSEC).

JOINT STAFF POINT OF CONTACT:

· LtCol Larry L. Felder, CINC Support Division, J6U

· Tel: DSN 227-7611, Commercial 703-697-7611

· Email: felderll@js.pentagon.mil or felderll@js.pentgon.smil.mil
SUGGESTED NUMBER OF PAGES: 30-50
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