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A new management approach 
for the department of defense

Without changing our patterns of thought, we will not be able to solve the        problems we created with our current patterns of thought.  







- Albert Einstein

Introduction

This paper describes a new management approach for the Department of Defense that calls for employing modern, 21st Century concepts for managing large organizations.  The proposals described below are designed to dramatically improve the ability of DoD leaders to make decisions about defense strategy and the defense program.  In order to minimize disruption within the department, the proposals are also designed to be as consistent as possible with current DoD management activities including the new concept of capability based planning.   The most significant aspect of the change proposed in this paper is a change in the DoD management focus away from the excessive concern for the long term, i.e., designing a program for the unpredictable future, to a much greater emphasis on ensuring the capability of current forces to execute assigned missions.  The other major change proposed is the development of a holistic, systems approach to management that looks at the Department of Defense as a system of systems.    

Definitions 

One of the reasons for management disarray is lack of common understanding of key terms.  This is true in the DoD where many key terms either have no definition or have conflicting definitions in a single document or among several documents.
  Given this confusion, it is important to provide a set of definitions that we will use in this paper.   Ultimately, we believe the Secretary of Defense should make these definitions official throughout the department.    
Mission:  1. The task, together with the purpose, that clearly indicates the action to be taken and the reason therefore. 2. In common usage, especially when applied to lower military units, a duty assigned to an individual or unit; a task.  DoD Dictionary

Task:  A discrete action that is necessary but not necessarily sufficient to accomplish a mission or function.  A task will typically be associated with a measurable output or effect.   
Capability: 1. A combination of entities and conops designed to perform a task or set of tasks within specified conditions and standards. 2. A system designed to perform a task, i.e., a system whose output is the performance of a task.  

Entity:  A unit, organization, or installation.  Most entities within the DoD have a Unit Identification Code.   The systems approach will include all the entities required to perform a task to include civilian entities such as factories or ports.  

Conops: Concept of Operations: A statement of a commander’s intent as to how the entities that provide a capability are to work together to accomplish a task.
Readiness:  1. A measure of the output of a capability relative to the desired or designed output.   2.  A measure of the ability of a system to produce an output relative to its designed output.

System:  A group of interdependent, interactive entities working together according to a conops to provide a capability or perform a task.

Universal task list:  A comprehensive integrated menu of tasks with associated outputs, conditions, and standards supporting all levels and components of the Department of Defense in performing missions, especially those missions assigned the DoD components by the Secretary of Defense. 
 

 I.
The Problem and the solution

A.
The Problem 

The current DoD management system evolved during the Cold War when the principal DoD leadership focus was on managing the long term, and remarkably stable, conflict with the Soviet Union.  The greatest uncertainty in this conflict was if and when the war would be fought.  Thus, it is not surprising that DOD leaders tended to focus on the development of DoD capabilities far into the future.  Two factors reinforced this tendency.   First, the department did not have adequate concepts or communications for identifying its current capabilities or for determining and reporting its readiness to perform its basic missions.   In addition, the civilian leadership was unable to resolve a conflict with the military leadership over the proper role of civilians in operational planning and execution.   The most dramatic manifestation of this problem was the existence of a policy, called Memorandum of Policy (MOP) 39, which prohibited any military organization from sharing operational plans with the Office of the Secretary of Defense (OSD).  This policy was established by the Joint Chiefs of Staff and never directly challenged by the Secretary of Defense.  It effectively built a wall between the OSD and the rest of the department that forced OSD planners and programmers to focus on building future capabilities with only a marginal understanding of the capability of current forces.  

The end of the Cold War, with the unpredicted demise of the Soviet Union, demonstrated the basic inability to predict the future and should have made clear the futility of planning so far into the future.  Unfortunately, large portions of the OSD and joint staff continue to focus on the distant future and do not appear to recognize that a plan for the future, which is not founded on a strong understanding of current capabilities, is virtually guaranteed to be inadequate in both the short and long terms.  

The MOP 39 constraint ended with the passage of the Goldwater Nichols Bill in l986.  Unfortunately, once again, large portions of the OSD have not taken advantage of this change and have not developed an understanding of current capabilities and current readiness.  These staff elements continue to focus on the distant future with little regard for today.   

Current events have demonstrated that the end of the Cold War did not mean the end of security problems. Instead, the great power conflict with the Soviet Union has been replaced by a new era of small wars and other events that call for the application of military power.  These unpredicted and unpredictable wars and events have required DoD leaders to focus much more on current capabilities than they have in the past.  Unfortunately, the DoD planning systems have not adjusted to this new reality.   This paper proposes a way for adjusting DoD planning systems to better prepare the department for the new reality.   
There are two additional problems with the current management practices in the DoD today.   The first is the assumption that the department can be managed by breaking the entire department down along functional lines and into its component parts, then allocating resources, i.e., inputs, to each of the parts, and, finally, adding the inputs together into the DoD program.  Frederick Winslow Taylor first described this reductionist approach in his book The Principles of Scientific Management, published in l911. For many years, it was successful as a first approximation of how the world works. It is essentially the basis for today’s management activities that break the department down into separate functional programs and then subdivide it further into program elements, etc. Successful large corporations have rejected this classic sub-optimization and it is no longer adequate to meet DoD needs.  The management of inputs rather than outputs and the sub optimization on the bits and pieces of the department within a manager’s purview leads to inappropriate allocation of scarce resources.  The management of inputs also makes irrelevant much of the department’s strategic planning and capability based planning efforts.  These planning efforts, although similar to a systems approach, have a limited effect on the overall DoD program because they are trumped by the service and agency input oriented program and budget approaches.  In other words, the extensive staff efforts in these areas are negated by the rest of the management system.  
The second problem is the existence of management stovepipes within the department that make it practically impossible for managers to make coherent management decisions.  These stovepipes or management domains can be identified as the operations/readiness domain, the program/budget domain, the capability/acquisition domain, and the strategy/future planning domain.  
The operations/readiness domain includes most of the department outside senior management.  It includes the combatant commanders who are responsible for building OPLANs and leading US forces in war.  It includes the forces themselves, whose readiness has been the sole focus of the old DoD readiness reporting system.  It includes the operational logistics elements of the department, represented by most of DLA and the service logistics systems.  Finally, it includes a portion of the service and joint staffs, and a small part of OSD. This is the only domain whose members focus on current capabilities of units and organizations to perform assigned missions and tasks in the execution of OPLANs and CONPLANs. There are only two small staff elements within the OSD that have responsibilities in this domain and these two staff elements are themselves stovepiped with one element focused on operations and the other on readiness.  Within the joint staff there is a relatively large staff element focused on operations but only a small staff element focused on readiness.  

The second domain is the capability/acquisition domain.  This domain comprises the requirement or capability identification and the acquisition communities of the services, defense agencies, and SOCOM as well as parts of the joint staff and a significant part of OSD. Although one might argue that the capability identification process is so separate from the acquisition process that there are really two domains—a capability identification domain and an acquisition domain—we have included both in a single domain because their single-minded focus is on obtaining new equipment for the forces. The people who operate in this domain are primarily concerned with the future at the end of the FYDP or beyond. Their principal focus is on the identification of a need for weapons systems and support items, and the procurement of those items. They often state their needs without regard for program/budget constraints. Their participation in the capability identification process has relatively little to do with national security strategy. The people in operations/readiness and the capability/acquisition domains have different time horizons and different ways of thinking about DoD goals and management objectives. They have different motivating factors. 

The third domain is the program/budget domain. This domain comprises program/budget communities of all DoD components, a significant part of the joint staff and most of OSD.  The people in this domain focus primarily on program and budget inputs rather than outputs.
 They are interested in the other domains primarily to the extent that they provide funds and people for their activities. They provide resources to support readiness, e.g., funds to buy spare parts and individuals to fill units, but they generally have little idea how the budget for spare parts or individuals translates into readiness. They understand that the combatant commanders build OPLANs and conduct operations, but they have little insight into these areas of DoD management. They provide funds for acquisition of things, but seldom consider how these things will contribute to outputs, e.g., meeting the needs of the combatant commanders. The people in this domain live within the FYDP, which always begins a year or two in the future.  They have little to say to the operations/readiness people who live in the here and now, and the capability/acquisition people who live in the more distant future. 

The fourth domain is the strategy/future planning domain.  It is the smallest of the four domains. It comprises a small number of people in the combatant commands, the military departments, the service and joint staffs, and OSD. The people in this domain concentrate on the linkage between US national security strategy, DoD strategy, and long term macro program planning. They focus primarily on the long-term planning horizon 10-20 years in the future. The nature of the planning activities of the members of this domain in OSD and the joint staff is so abstract and general that they give little help to the members of the other domains. Their time horizon is so far in the future that they have little to say to the people in the program/budget or the operations/readiness domains. Dealing with relatively abstract areas of strategy, the people in this domain have little to say to the people in the capability/acquisition domain whose focus is much more specifically on the design and purchase of things. 

To summarize, there are four major stovepipes or domains of defense management—operations/readiness, capability/acquisition, program/budget, and strategy/future planning. These four domains operate sub-optimally and relatively independently within DoD. The people in these domains have different time horizons. They have different modes of analysis, different metrics, and even different technical languages. The connections or linkages among the four domains are tentative at best. Perhaps, most importantly, the people in each domain have different motivating factors and goals, none of which necessarily align with those of the Secretary of Defense. The domains exist to some degree in each of the DoD components, as well as the joint staff and OSD. They also exist in major support areas such as intelligence, communications, and logistics.  Disconnects between the domains obstruct efforts to build a coherent defense program for today and for the future.  

B.
The Solution, A New Management Approach
The new management approach requires some immediate changes and some longer-term changes, some of which depend on the development of new management tools.  The most important immediate change is to change management’s focus from the long term to the near term.   

The Secretary of Defense’s most important responsibility is to ensure that the department is as capable and as ready as possible to meet near term threats facing the nation.   The DoD management system must be designed to allow the Secretary to adjust the DoD program to ensure the department is as capable and as ready as possible to meet these near term threats.  

The Secretary’s responsibility for the long-term DoD program is secondary to his responsibility for near term capabilities and readiness. The department’s management system must also allow the Secretary to protect and develop the department’s long-term capabilities. The conflict between near term needs and long-term needs is enduring but the lack of a peer competitor, the day-to-day dangers facing our nation, and our inability to predict the future mandate that the Secretary’s principal focus be on the near term.   

In order to fulfill this near term responsibility, the Secretary must have the most current reports possible from the individuals most directly responsible for executing the missions assigned the DoD.  These are the combatant commanders (COCOMs) who are responsible for identifying the capabilities they need in order to perform the tasks associated with the missions the Secretary of Defense has assigned them.  The COCOMs are also responsible for reporting their readiness to provide those capabilities.   The Secretary also needs similar reports from the other DoD components, the services and defense agencies.  

Once in possession of these reports from the COCOMs and from the supporting military services and defense agencies, the Secretary of Defense, with the assistance of his military and civilian staffs, can determine the department’s current capability and readiness and can make the adjustments necessary to ensure the nation’s near term security.   By beginning with an understanding of the department’s overall status in terms of current capability and readiness associated with the department’s assigned missions, the Secretary can avoid the problems of reductionism described above.  By focusing the efforts of his military and civilian staffs first on the department’s current capability and readiness, the Secretary can significantly improve the productivity of his staff while simultaneously coordinating the efforts of the four management domains and reducing their tendency to sub optimize.   

These reports can also serve as the foundation for the longer-term defense program.  Indeed, in the absence of a clear understanding of the department’s current capability and readiness, it is difficult to see how the department can construct a coherent long-term program.   Given the department’s enormous investments in human capital and in equipment and the long time it takes to change these investments, it is clear that the department’s current capability and readiness is the best indicator of the department’s future capability and readiness.  

Much of what the department needs to make these changes already exists.  The Secretary assigns missions to the COCOMs in the Contingency Planning Guidance (CPG).  The COCOMs analyze these missions, identify the tasks they need to be able to perform as part of those missions, and determine the capabilities they need.  The COCOMs build operations plans (OPLANs) that represent their view of the tasks they need to perform as part of their assigned missions and the capabilities they need to perform those tasks.  The Secretary reviews and approves these OPLANs.  Once approved, the OPLANs are effectively a contract between the Secretary and the COCOMs and it is the Secretary’s responsibility to ensure that the DoD program is responsive to these needs.  The COCOMs report their readiness to perform some of tasks associated with some of the OPLANs in the Joint Quarterly Readiness Report (JQRR).  
The Secretary does not currently assign missions directly to the services and defense agencies in the CPG.   Never the less, these supporting DoD components have a good idea of their assigned missions.  The service missions are their Title 10 functions, i.e., man, train, and equip the force.  The defense agencies also know their missions.  The problem with both the services and defense agencies is that the DoD leadership has not required them to make a comprehensive report on the capabilities they need to perform their missions or on the readiness of these capabilities.   

The Senior Readiness Oversight Council (SROC), chaired by the Deputy Secretary of Defense and attended by the under secretaries of defense, reviews the readiness reports from the DoD components that are provided as part of the JQRR.  The SROC has the potential to be the catalyst for a long to near term change in the DoD focus.  In addition, the COCOMs submit an Integrated Priority List in which they identify their main resource concerns.  The Secretary issues the Joint Planning Guidance, which provides direction—mainly long-term—to the DoD components on specific items the Secretary wants them to include in their programs.  The problem with this current management approach is that near term needs are poorly understood or communicated to the Secretary and usually are trumped by longer-term service and defense agency concerns.  Given the existence of these management tools, the next step is for the Secretary of Defense to change the emphasis from the long term to the near term.  
The second major change is the implementation of the systems approach to management.  This approach, described in detail in Part II, is an adaptation of the most modern management techniques to the Department of Defense.  The proposal incorporates and expands on many ongoing systems approaches within the DoD.  The most important thing to recognize about the systems approach is that DoD capabilities are provided by systems and that efforts to improve a DoD capability that do not employ a systems approach are likely to be ineffective or overly expensive due to the problems described above.  

These management approaches will become more effective over the longer term by the development of management tools that provide DoD managers the near real time data they need to make near term management decisions.  The department is already working on a number of systems approaches.  When coordinated, these approaches can become the department’s principal management tools.  Unfortunately, the development of these tools also appears to be proceeding in stovepipes.  

The DoD Readiness Reporting System (DRRS) is a systems approach that will provide automated, near real time reports on DoD readiness.  The Joint Capability Integration and Development System (JCIDS) is a systems approach that is intended to support the DoD acquisition process.  The Business Management Modernization Program (BMMP) is a systems approach that is intended to integrate financial management and business operations into a joint Defense Department business enterprise.  BMMP should allow the department to identify the cost of the systems that provide DoD capabilities.  The department is also working on an automated systems approach for the DoD logistic system.  Perhaps most importantly, the department has been working on the Capability Based Planning system whose development has been the inspiration for this paper.  With the exception of DRRS, which already has a near term focus, all of these approaches have a long term focus.  All of these efforts should be included in the new management approach, however, by making a simple adjustment from the long term focus to the near term focus described above.  
C.
Implementing the New Management Approach

First Steps

1.  Review the current CPG

The new Secretary reviews the CPG and makes any necessary changes.  The Secretary identifies any aspects of other current guidance that should be included in the revised CPG.  The Secretary issues a revised CPG.  

2.  Directions to DoD component heads

The Secretary of Defense directs DoD component heads to: 

· Review their assigned missions
· Identify the tasks they need to perform for each of their missions 
· Identify the capability they need to perform each task 
· Identify the system that provides each capability.  Include in these systems the support they expect to receive from other DoD components
· Determine the current and prospective readiness of these capabilities or systems to perform those tasks based on what they currently have, what they know to be in the existing program, and on the support they expect to receive from other DoD components
· Identify the problems they face in performing each task, i.e., the problems that prevent their systems from providing the necessary capabilities or that reduce their readiness
· Identify the prioritized changes they would like to see made in overall DoD capabilities that would enhance their ability to perform their assigned missions
· Identify changes they would like to see in their assigned missions
3.  DoD component heads report to the Secretary of Defense and his management team.  

· Supported COCOMs report on their mission essential tasks associated with their assigned missions.  They describe the task, the capability or system they need to perform the task, and their readiness to perform each task.  They describe the support they expect to receive from other DoD components.

· Then supporting COCOMs report on their mission essential tasks associated with their responsibilities to the supported COCOMs.   They describe the task, the capability or system they need to perform the task, and their readiness to perform each task.  They describe the support they expect to receive from other DoD components.

· Then service secretaries report on their mission essential tasks associated with their responsibilities to the COCOMs and their Title 10 functions.   They describe the task, the capability or system they need to perform the task, and their readiness to perform each task.  They describe the support they expect to receive from other DoD components.

· Then heads of defense agencies report on their mission essential tasks associated with their responsibilities to the COCOMs and other DoD components.  They describe the task, the capability or system they need to perform the task, and their readiness to perform each task.  They describe the support they expect to receive from other DoD components.

4.  Actions of the Secretary’s military and civilian staffs

The Secretary’s military and civilian staffs work together to build an appreciation of the entire department’s current capabilities and readiness and to identify problems that need correction.  
· Consolidate the reports into a picture of overall current and projected DoD capabilities and readiness

· Identify problems that constrain DoD capabilities and readiness 

· Identify priorities for both near and long term corrections

· Suggest alternative tasks and capabilities that may better meet DoD needs

· Coordinate DoD-wide efforts to find solutions to problems identified

· Use these efforts as the basis for the Quadrennial Defense Review (QDR)

5.  Solving the problems identified

Having identified problems that limit DoD capabilities or readiness, the Secretary initiates efforts to identify solutions to problems.  

· Problems can be solved via changes in doctrine, organization, training, materiel, leadership, personnel, and facilities (DOTMLPF)  in any of the four domains of DoD management

· As in the new Joint Capabilities Integration and Integration System (JCIDS), look first for changes in the non materiel aspects of DOTMLPF because changes in these areas can be made more quickly and less expensively.  The last solution to look for is a materiel solution due to the expense and time involved.    

6.  Transitioning from near term planning to longer term planning

Most future tasks/capabilities are natural evolutions of current tasks/capabilities.  Once the Secretary has a comprehensive appreciation of the department’s current status, he can institute long term planning efforts that will evolve naturally from the near term planning efforts:

· Focus first on current/near term tasks and then manage the evolution into longer term tasks

· Conduct an assessment of future threats and challenges

· Determine how current missions, tasks, and capabilities need to be changed to adjust to these future threats and challenges

· Identify future missions, tasks, and capabilities that are entirely new and devise an approach for meeting these new needs.  

7.
Provide Secretary of Defense guidance to the DoD components

· Simplify the guidance provided the DoD components and place priority on  near term planning efforts while also providing appropriate long term guidance.   

· Write comprehensive defense guidance, e.g., combined CPG and SPG, that directs changes in policies and organizations, tells the DoD components what to include in their programs, and initiates the next iteration of the DoD management process.  

· Address the defense guidance to each DoD component and assign a comprehensive and coordinated set of missions to all DoD components.  

Longer Term Steps
1. Continue the development of new management tools.  Ensure they incorporate the systems approach and are coordinated with each other.

· Department of Defense Readiness Reporting System (DRRS)
· Joint Capability Integration and Development System (JCIDS)
· Business Management Modernization Process (BMMP)

· The DoD Architecture Framework

· The DoD Logistics Enterprise

· The GIG

· Write DoD Directives implementing the new approach

2. Achieve buy in from the department. 

· Although the department operates under the “authority, direction, and control of the Secretary of Defense,” the department is a human organization that demonstrates the normal organizational resistance to change. Changes of the kind required by the shift to a near term focus and by the systems approach will require a DoD-wide campaign to inform, train, and convince people across the department of their necessity.   

· Communications from the Secretary of Defense and other high officials to the department must be constant and must convey a sense of urgency.

· Target a communications effort on office directors and other middle managers in the DoD components as well as in OSD and the joint staff.

· Create a sense of ownership throughout the department by conducting conferences and meetings at which participants identify concerns and obstacles and identify potential solutions

3. Consolidate existing systems approaches throughout the DoD under Secretary of Defense authority

· Incorporate and consolidate existing service and joint systems approaches into the DoD systems approach.

· Expand the concepts of network-centric operations and the design of the Global Information Grid to include the entire department and all of its information management systems.

· Incorporate all logistic and supply chain activities into the DoD systems approach.


4. Organize the Secretary’s military and civilian staffs to facilitate the systems approach  

· Create OSD/joint staff mission/task oriented advisory teams to change the orientation of the staffs from vertical functional and domain stovepipes to a horizontal focus on systems.

· Focus analytic efforts on specific missions and their associated systems. Identify the system, and then use analysis to identify the output required from each entity in the system, to identify the constraint, and to identify potential solutions.

· Determine appropriate changes in the organization of OSD and the joint staff

5. Design DoD financial management improvement efforts, including those undertaken as part of the BMMP and the Financial Management Enterprise Architecture, to facilitate the systems approach.

· Ensure that financial systems can identify the money and manpower associated with each system and each entity in the system. 

· Ensure that financial systems have the capability to display the resources allocated to various goals, missions, tasks, or higher-level systems.  

· Ensure that these data and tools are available to every component with analysis and reporting responsibilities as well as to analysis organizations in OSD and the joint staff.

6. Train DoD personnel in systems thinking and systems management. 
· Ensure that training in the systems approach is included in PME, at service schools and war colleges, and at the Defense Acquisition University.  

· Develop specific training programs for DoD military and civilian personnel.

7. Convert the training-focused Universal Joint Task List, the separate service and agency task lists into a single Universal Task List that supports the systems approach. Ensure that tasks are output oriented and can be linked to missions assigned the DoD components. 

II
the systems approach

A.
What is a System?

Modern management has moved decisively toward the management of systems.  Just as there are many different approaches, there are many definitions of a system. Here are some of the most common: 

1. A system is a whole that cannot be divided into independent parts without loss of its essential properties or functions.

2. A system is a network of interdependent components, which work together to achieve the goal of the system. A system’s components are linked together by a relation of interdependence and interaction.

3. A system is a collection of interrelated, interdependent components or processes that act in concert to turn inputs into some kind of outputs in pursuit of some goal.
 

4. A system is a set of interacting elements that form an integrated whole. A city, a cell, and a body, then, are systems. And so are an automobile, a computer, and a washing machine.

5. A system is an interdependent group of items forming a united pattern. Almost everything that goes on in business is part of one or more systems, e.g., systems of people and technology intended to design, market, produce, and distribute products or services.

6. A system is an entity that maintains its existence through the mutual interaction of its parts.

7. A system is a collection of parts (or subsystems) integrated to accomplish an overall goal (a system of people is an organization). Systems have input, processes, outputs and outcomes, with ongoing feedback among these various parts. If one part of the system is removed, the nature of the system is changed. Complex systems, such as social systems, are comprised of numerous subsystems, as well. These subsystems are arranged in hierarchies, and integrated to accomplish the overall goal of the overall system. Each subsystem has its own boundaries of sorts, and includes various inputs, processes, outputs and outcomes geared to accomplish an overall goal for the subsystem.

This list of definitions has been included to demonstrate the ubiquity of the systems approach.  These definitions have important aspects in common, i.e., a system is a group of interdependent, interactive entities working together to perform a task, i.e., to provide an output. Applying this definition to the DoD suggests that the entire department is a complicated system of systems. An individual infantry soldier is a system of systems with a number of critical subsystems upon which he depends. The soldier, for example, has a weapon system, a protection system, a load-bearing system, a hydration system, etc. The Army 21st Century Warrior acquisition program takes a systems approach to equipping the future soldier with future models of all of these systems. At the other end of the spectrum, a Joint Task Force also is also a system of systems. This chapter will demonstrate how the entire Department of Defense can be managed by using the systems approach. 

B.
DoD is a System of Systems

Given these definitions and approaches to the concept of a system in the business and academic worlds, our DoD-oriented definition of a system seems appropriate. We describe a DoD system in the following way. 

We define a DoD system as an organization or a group of interdependent organizations that work interactively to perform a task.  The performance of the task is the output of the system. A basic operational unit—a battalion, a ship, or a squadron—is a system with a set of assigned mission-essential tasks (METs). The unit has a number of sub systems that perform each of the unit’s METs.  A group of operational units—a division, a battle group, an Air Force Air and Space Expeditionary Force (AEF), a Marine Expeditionary Force (MEF), a Joint Task Force (JTF)—is a system with a set of assigned mission-essential tasks. The various sub-elements of the system contribute in their own way to its overall capability or readiness. For example, an Army division has combat maneuver battalions, artillery battalions, aviation battalions, support battalions, an intelligence battalion, etc., that have different mission-essential tasks (METs) associated with the division MET. These interdependent, interactive sub-elements contribute in different ways to a division’s or a JTF’s overall capability/readiness. An organization, as with a division, also depends on supporting systems to enable it to perform its mission. Intelligence and logistics systems are two obvious examples. An Air Force Air and Space Expeditionary Force (AEF) has a range of METs that are performed by some number of sub-elements, called unit type codes (UTCs), which, in various combinations, actually execute the AEF’s METs. In other words, an AEF is a system of UTCs that work together to perform the AEF’s METs. An installation—a port, a training center, or a hospital—is another form of system with a set of mission-essential tasks assigned to that installation as part of the system in which it operates. The output of a port is the materiel and passengers that pass through it, its throughput. The output of a training center is trained individuals or units. The output of a hospital is healthy people.

A group of units or organizations with a common goal but with a different chain of command is still a system. For example, the Defense Transportation System (DTS) includes many different organizations under the control of different DoD component heads. The DTS has a goal of transporting units and materiel to the location desired; it depends on each entity or node in the system to participate in the achievement of that goal. The installations from which the forces deploy, the air and sea ports from which and to which they are moved, and the roads and railroads over which the forces move are all critical to the effective operation of the DTS, even though most of them do not belong to the TRANSCOM commander. 

This definition expands to include a DoD component MET. For example, in order to understand a service’s readiness to perform its supply MET, i.e., its Title 10 supply function, a service secretary needs to know the readiness of the service logistic system as well as that of the supporting DoD logistic systems. In order to understand his command’s readiness to execute a precision strike MET, a combatant commander needs to know the readiness of the precision strike or joint fires system. 

DoD is widely recognized as a system of systems—operational systems, support systems, supply systems, communications systems, and functional systems of all kinds. DoD managers already know what the main DoD systems are and they know what entities comprise these systems.  DoD subject matter experts in the services have profound knowledge of the entities that comprise divisions, battle groups, and wings.  Similarly, DoD experts understand the composition of the transportation, communications, intelligence, and logistics system.   DoD experts also understand ad hoc operational systems, e.g., joint fires systems.   The ability of the DoD components to execute their assigned missions depends on the synchronized capabilities of these systems to provide the right capabilities at the right time and for as long as necessary. The department’s recognition of its dependence on systems to perform its assigned missions forms the basis for our recommendations for reforming DoD management. 

A metaphor helps to understand why the concept of a system is so important to the transformation of DoD management. Think of a system as a chain whose capability is a function of the design strength of the chain and whose readiness is a function of the actual strength of the chain compared to its design strength. Everyone understands that a chain is no stronger than its weakest link. In a similar manner, a system is no stronger than its weakest link. In the transportation system, for example, regardless of the capability of the aircraft and ships that carry the forces, the system’s overall capability, e.g., its ability to deliver people and things to a destination according to a schedule, may be determined by the capability of the ports of debarkation to accept and process what the transportation assets can deliver. In this context, it is the weakest link that determines the strength of the overall chain. If you want to increase the strength of a chain, you must increase the strength of the weakest link, i.e., the port. 

Alternatively, you might disassemble the chain, remove the link altogether, and reassemble the existing links (with new links, as required) in such a manner that the new chain is stronger than the one it replaced, or even replace the entire chain.  This approach might be most appropriate in the context of long term planning.  In either case, this is not the end of the problem. There is always a weakest link and the challenge for managers is to work iteratively on fixing the weakest link, then the next weakest link, and then the next weakest link, etc. Sometimes the weakest link will require an operational solution, sometimes it will require a program/budget solution, sometimes a capability/acquisition solution, and sometimes a strategy/future-planning solution. 

Managers will most easily understand the concept of a system as a chain with a weak link when they look at a linear system like the transportation system. The systems approach also works for a complex, non-linear system.  In this latter case, the challenge for DoD managers is to build an understanding of the system so that, over time and with analysis, it becomes possible to identify the weak link(s) in the system and to predict the impact of a change in the weak link(s) on the output of the entire system.  In either case, managers may find the solution in any one of the four management domains.  In both cases, the value of the systems approach is that it challenges managers in all four management domains to work together on the same system to find the best solution for short, medium, and long-term problems that limit the ability of the system to provide the optimum output.  For example, the systems approach allows managers in the operations/readiness domain to coordinate their short-term solutions with longer-term solutions identified by managers in the capability/acquisition domain and the strategy/future-planning domain.  It allows managers in the program/budget domain to ensure that proposed solutions are, in fact, the best, DoD-wide solution to a DoD problem.

The systems approach provides the opportunity for transforming DoD capability by transforming the capability of its systems.   It also provides the opportunity for an effective process of continuous or gradual improvement where the focus on the weakest link leads to the most cost effective solutions to problems that limit the system’s output.  By crossing the four domains of defense management, the systems approach provides DoD managers the opportunity of selecting the least cost, most effective solution to a problem.  In the current management paradigm, on the other hand, managers in one domain are constrained to working on solutions within their domain, e.g., a new piece of equipment, when a solution from another domain might prove to be more effective, more immediate, and less expensive.   When the systems approach is applied to the tasks the DoD components are responsible for performing as part of their assigned missions, the focus of DoD management is shifted from the long term to the near term.  

c.
The systems approach to readiness reporting

The new DoD Directive #7730.65, dated 3 June 2002, calls on each of the DoD component heads to report their readiness to perform their assigned missions in terms of their mission-essential tasks associated with those missions. Although it has not yet been implemented, it should soon be possible to report readiness in a nearly automatic, nearly real-time fashion by using the systems approach to readiness. The systems approach would allow a combatant commander to know, for example, the potential readiness of his joint fires system even when he has no forces specifically assigned. 

The basic steps in a systems approach to readiness reporting that will allow DoD component heads to report their readiness are: 

· Analyze the component’s assigned missions to determine the tasks that are required in order to perform the mission, 

· Determine the output required for the task to be considered performed, 

· Identify the system (or capability package) that is required to perform each task, i.e. provide the output, 

· Identify the entities that comprise the system and the specific METs, including the associated work or output that each entity must perform as part of the system 
· Enable the entities to report their readiness in terms of these METs. 

Once it is completed, the new DoD Readiness Reporting System (DRRS) should be able to provide readiness reports of individual entities and DoD systems in near real time.  In the interim, DoD component heads will be required to depend on staff work and intuition to determine their readiness to perform mission essential tasks.  This process is currently the basis for reports rendered in the Joint Quarterly Readiness Report. 

Knowing the readiness of a system is based on knowing the readiness of the entities that comprise the system, including operational units as well as supporting entities—depots, ports, pre-positioned supplies and equipment, communications nodes, hospitals, training centers, inventory control points, etc.—that are important to the ability of the system to provide the needed output. All of these entities must report their readiness for the new approach to work. Each entity must report its readiness to conduct those mission-essential tasks associated with its role in the system that is reporting its readiness. For example, a port that is a node in the DTS is itself a system that can measure and report its readiness. In this example, a port reports its readiness to execute its MET, which is to move a certain amount of cargo through the port on a daily basis. Other supporting entities also are systems. A hospital is a patient care system that can report its readiness to take care of patients (a patient throughput MET). A depot may have an engine repair system and can report its readiness to repair engines (an engine throughput MET). A training center is a unit training system that can report its readiness to train units (a unit throughput MET). A communications node is a data transmission system that can report its readiness to transmit data (a data throughput MET).

Units are systems of systems. Each unit has a mix of systems that are collectively engaged in the execution of each of a unit’s METs. The Army evaluates training readiness of its units in terms of a Battlefield Operating Systems (BOS), which include fires, maneuver, command and control, intelligence, logistics, air defense, and mobility/counter mobility. Navy ships report based on Primary Mission Areas (PRMAR) that represent systems, e.g., the ASW system and the AAW system. The Air Force ART reports the readiness of UTCs that also fit the definition of a system.

Every readiness-related DoD entity should report its readiness in terms of its ability to execute the METs that it has been designed to perform or that it has been assigned.  This report will provide an assessment of the ability of the entity’s systems to provide the output associated with a MET. The Navy already reports ship and squadron readiness in terms of the systems that perform the ship or squadron METs (PRMARs). For example, although a Navy ship may have a crew of 500 sailors, there may be just a few sailors, a few items of equipment, and a few training events that are included in a specific MET, such as ASW. Other sailors, pieces of equipment, and training events are included in other MET (PRMAR) reports. Just as the Navy reports the readiness of its ships and squadrons based on the readiness of the systems that perform a ship or squadron MET (PRMAR), the other DoD components can report the readiness of their measured units in terms of the systems that perform the unit’s METs.

Figure II-1 shows an infantry battalion as a system of systems—known in the Army as Battlefield Operating Systems. The battalion headquarters, including the battalion staff officers and any C3 systems, comprise the command and control system; the scout platoon provides the intelligence system; the three maneuver companies provide the maneuver system. The battalion bases its readiness report on a comparison of the required level of personnel, equipment, supplies, and training with the actual level for each of the battalion’s mission-essential tasks. 
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Figure II-1. A Mechanized Infantry Battalion Can Report its Readiness 
as a System of Systems 

Many DoD systems make vital contributions to overall DoD readiness. The majority of the most important DoD systems are joint, e.g., a Joint Task Force, a joint fires system, the Defense Transportation System (DTS). Even the major service systems (e.g., logistics) depend on non-service entities, e.g., factories and DLA, and are joint as well. The DTS—the system responsible for moving US forces and materiel from a peacetime location to some other location tied to the strategy—is one of the more important DoD systems. If the Secretary of Defense is to have a picture of DoD readiness, he should have an understanding of the readiness of the DTS as part of that picture. Figure II-2 is a schematic drawing of the DTS. The major advantage that derives from looking at the readiness of the transportation system as a whole is that both operational and resource allocation decisions can be made with their impact on the overall output of the system, rather than some piece of the system, in mind. Using the systems approach, commanders at all levels will be able to see how their actions will impact the overall capability of the system, and they will be able to use the DRRS collaborative environment to work together to enhance the system’s overall output. For example, today, commanders of each of the nodes shown in Figure II-2 see only the readiness of their piece of the system and, naturally, seek to optimize the readiness of their node. This may lead to misuse of scarce resources if their efforts to enhance the readiness of their node detract from the overall readiness of the DTS, e.g., spending too much on a link of the chain that is already strong enough. In the future, commanders at all levels should be able to see the entire system, to see where they fit in the system, and to see how their efforts can enhance the output of the overall system, rather than just their piece. 
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Figure II-2. DRRS Can Show the Readiness of the Defense Transportation System

This short description of the transportation system helps to make clear one of the more difficult problems DoD faces in addressing the readiness problem. One reason reports of readiness of the transportation system come in bits and pieces is that there is no commander subordinate to the Secretary of Defense responsible for reporting on the readiness of the entire transportation system. Rather, there are at least six combatant commanders and three service secretaries who have some responsibility for reporting on the readiness of some piece of the DTS. Although each combatant commander and service secretary is operating in the operational/readiness domain and each is responsible for reporting on some aspect of the DTS, none is responsible for reporting on the overall ability of the DTS to move the forces and materiel where and when needed. Indeed, there are some elements of the DTS, e.g., the civilian seaports, which fall under no one’s responsibility.  It is left to the Secretary of Defense and his military and civilian staffs to make sense out of a diverse set of reports, which focus on specific deficiencies and none of which provide an estimate of the readiness of the entire DTS in terms of the system output, i.e., throughput to a given destination within a given period. The DRRS will provide the capability of seeing the readiness of the entire system even if there is no single DoD component head in charge of that system. 

The systems approach holds out the potential for solving many problems. A systems approach provides the participants in the system an opportunity they do not have today to see where they fit into an actual system or where they would fit into a potential system and to see how their actions affect the performance of the whole system. Given this ability to see the entire system, participants can make decisions with the capability of the whole system in mind. They need no longer focus on the bits and pieces of readiness over which they have visibility and control. 

In the absence of a measure of how each deficiency impacts on the readiness of the system in which it operates, efforts to eliminate a specific deficiency tend to be a form of micromanagement or sub-optimization in which resources devoted to fixing a problem may not lead to an overall improvement in the output of the system. This is because both the reporting organizations and the staffs in the Pentagon tend to see only within the bounds of their stovepipe. They simply do not have a comprehensive view of how the problem they are solving contributes to overall readiness. The responsibility for managing these systems may belong to another DoD component or cut across several organizations. Often no one has a clear view of the overall goal or purpose of the system in which the deficiency is found, and no one knows precisely who has the direct responsibility for correcting the individual deficiencies or those within the system as a whole. 

The systems approach also helps in resolving the conflict between current and future readiness. If the DoD component heads and the Secretary of Defense are able to see an entire system, e.g., the DTS, they may be able to identify elements of the system (the weak links) that they can improve in the near term to enhance current readiness. They may be able to identify elements of the system that they can only improve in the longer term with a modernization or force structure program. Across the board, the visibility into the potential tradeoffs provided by the systems approach will allow participants, regardless of their management domain, to make better choices about the allocation of scarce resources, both today and tomorrow.

In the DTS, for example, problems with the availability of spare parts for airlift aircraft, with the capacity of enroute refueling bases, and with the capacity of ports of debarkation that are usually dealt with as individual problems to be solved on their own merits, should be dealt with in the context of the system of which they are a part. Once again, the DTS is no more ready than its weakest link. Regardless of the capability of the airlift force, if the enroute bases or airports of debarkation have inadequate capability, the overall airlift system can produce no more output than the maximum throughput of these bases; i.e., the bases act as a valve that restricts the flow of materiel. If the DTS goal is to provide throughput, then the impact of each problem must be measured in terms of its impact on the throughput of the system. The fact that there is a problem as seen by one element of the system does not necessarily mean that the problem affects the overall throughput or readiness of the system. 

When participants try to fix or optimize the part of the organization or system they are responsible for or that they can see, they run the risk of misusing marginal resources or of creating greater problems downstream. Using the chain analogy again, if they fix a link that is already strong in relation to other links of the chain, they are unlikely to improve the capability of the system. Looking at the overall system and measuring its readiness in terms of its ability to achieve its goal—throughput in the case of the transportation system—leads to a search for the weak link in the chain that creates a bottleneck or constraint in the system. The marginal dollar should be spent on the weak link.  Identifying the weak link and allocating resources to strengthen it is the role of the system’s managers.  

The logistic system, another key DoD system, provides the logistic support and sustainability essential to the execution of the strategy. The logistics system includes multiple subsystems, including the systems that provide food, POL, ammunition, medical support, and spare parts. Just as no single commander is responsible for reporting the readiness of the logistics system, no single commander is responsible for reporting the readiness of the subsystems. Indeed, major elements of these systems do not report their readiness at all. 

If the Secretary of Defense and his military and civilian staffs are to have a picture of DoD readiness, they need to have an understanding of the readiness of the entire logistics system to sustain the forces. For example, the service secretaries are responsible for reporting their service’s readiness to sustain their forces in a major war. The supported combatant commander must be concerned with his ability to execute his joint logistics tasks. The TRANSCOM commander must be concerned with his readiness to conduct transportation operations, including the sustainment of operational forces, for the duration of the scenario. The director of the Defense Logistics Agency must be concerned with his readiness to provide Class I rations, Class II clothing, Class III bulk POL, Class VIII medical supplies, and Class IX repair parts to the entire DoD. He is responsible for reporting his organization’s readiness to perform these tasks to the supported DoD component and to the Secretary of Defense. 

The operational concepts laid out in the Joint Operations Concepts on which the joint staff and the joint forces command are working, are operational-level systems of systems. Today’s readiness reporting system cannot determine the readiness of these systems. Although current combatant commander, service, or defense agency readiness reports may address pieces of a system, they are stovepipe reports that do not encompass the entire system and do not provide a picture of the capability of the system to provide the output the combatant commander requires. For example, a combatant commander who wants to determine the readiness of a precision engagement system that includes an ISR, a C4, and a logistic subsystem, has no way of seeing how all the functional and operational stovepipes fit into the overall precision engagement system. Moreover, none of the combatant commander’s subordinates, who report their readiness to the combatant commander, would be responsible for ensuring the successful operation of the entire precision engagement system. 

In Korea, for example, one of the combatant commander’s most important mission-essential tasks is to counter the anticipated North Korean artillery attacks. The combatant commander has built a system of systems to accomplish this precision engagement task. This system involves Army, Navy, and Air Force attack systems. It involves an ISR system that incorporates information from forces under the combatant commander’s command, from supporting combatant commanders such as the SPACECOM commander, from the Defense Intelligence Agency, and from other agencies outside the department. It also involves a C4 system and logistic support system. In order to understand his readiness to execute this mission-essential task, the combatant commander must understand the capability of this joint counter fire system in terms of its output over time. As with a chain, the system is no stronger than its weakest link. No matter how good the ISR capability, if it cannot deliver the target information effectively to the firing units, the system is not ready. If the combatant commander looks only at the bits and pieces of this system without looking at the output of the whole system, he may miss important pieces of the system, e.g., his dependence on intelligence provided by SPACECOM. Absent a systems view, the COCOM will have great difficulty determining his readiness to execute this task. 

The ability of each of the systems described above to produce the output required can be seen as a measure of a system’s readiness to provide the capability associated with a task, e.g., to deploy the force. In other words, understanding readiness to execute a mission-essential task requires understanding the ability of the system to produce the required output. This is why—in order to provide a comprehensive report on DoD readiness to execute the missions assigned by the Secretary of Defense—DoD D 7730.65 calls on the supported combatant commanders to report on their readiness to execute their mission essential tasks associated with their assigned missions. The directive calls on service secretaries to report their readiness to execute their Title 10 functional tasks as required to meet the needs of the supported combatant commanders. The directive tasks directors of defense agencies to report on their organization’s readiness to perform the METs associated with the missions for whose accomplishment they are responsible. In each case, understanding readiness to execute these tasks requires understanding the readiness of the systems that execute the task. 

This vision of a future readiness reporting system calls for DoD to collect and manipulate substantially more data than the current readiness reporting system does today. This increase in data handling is possible because of the increased capabilities inherent in the information technology systems in DoD; this will be especially true as the Global Information Grid (GIG) becomes operational. These new capabilities will allow the department to use the GIG to capture large amounts of data from the lowest-level functional activities, and to make these data automatically available to the DRRS. For example, the readiness reporting system can capture personnel transactions entered into DoD personnel databases or maintenance transactions entered into a service maintenance database. Ultimately, DRRS should capture virtually all the status data used in readiness reporting in this way.  DRRS will report the readiness of DoD systems based on readiness reports for each node in each system and will update these reports automatically in near real time. This capability holds the promise of significantly reducing the workload associated with the current readiness reporting system, even though the amount of data collected increases. 

The important point to understand is that problems can exist in many dimensions—technology, organizations, policy, as well as operational concepts and doctrine.  In other words, problems exist in the entire DOTMLPF
 spectrum.  When searching for solutions to DoD problems, then, it is a good idea to keep in mind that materiel solutions generally take a long time to implement and are expensive. Changes in organizations, policy, operational concepts, and doctrine are no less effective in solving a problem and can occur virtually overnight.  The recent victory in Afghanistan over the Taliban and al Qaeda provides an example of a non-materiel solution to a problem.  The victory was due to an emergent capability that arose unpredictably when the United States and the Afghan Northern Alliance created a complex adaptive system involving Northern Alliance units on the ground, interacting with Special Forces A Teams and CIA agents who, in turn, were interacting with Air Force and Navy fighter and bomber aircraft and Predator UAVs. DoD forces made changes in organization, policy, operational concepts, and doctrine. There were no changes in technology, although the new technology employed facilitated change in the other aspects of the system. 

d.
The systems approach to the program/budget process

The most significant characteristic of the program/budget domain today is that it deals with the department in a reductionist manner.   This management technique assumes that managers can break the entire department down along functional lines into its component parts, making decisions about each of those parts independently, and then adding the results into a coherent program for the department as a whole.  Systems theory has demonstrated that this approach can no longer meet the needs of modern large organizations.  

The key to understanding the systems approach to the program/budget world is to recognize that DoD programs, program elements, etc., are not independent. They are interrelated and interdependent and operate together in systems whose outputs represent the work of the entire department. As described in the section on the systems approach to readiness, a manager needs to be able to see the entire system, to understand its goals, and to manage whatever entity he or she is responsible for with the goals of the system in mind. In the example of the Defense Transportation System, it is not sufficient to manage aircraft in one account, ships in another, spare parts in another, and the capacities of the ports of embarkation and debarkation in yet another. That each account often belongs to a different component head or to a different program or functional manager exacerbates the problem. The problem is complex enough without adding all of these different managers, all of whose incentive systems reward them if they successfully sub optimize the account for which they are responsible. 

When program/budget managers try to fix or optimize the part of the organization or system they are responsible for or that they can see, they run the risk of misusing marginal resources. This is precisely what happens today when managers compete for scarce resources and there is no one with the ability to see the system as a whole.  Using the chain analogy again, if managers fix a link that is already strong in relation to other links of the chain, they are unlikely to improve the capability of the system. Looking at the overall system and measuring its capability in terms of its ability to produce its required output—throughput in the case of the transportation system—leads to a search for the weak link in the chain that creates a bottleneck or constraint in the system. Managers should spend the marginal dollar on the weak link. Allocating scarce resources to the wink link should be the role of the program/budget managers. They should have visibility into the DTS and they should be able to allocate resources to meet the needs of the entire system. Managers of individual programs or individual nodes in the system should be able to see where they fit in the system and should be motivated to ensure their nodes are operating to meet the needs of the system as a whole. 

Once managers in the operations/readiness domain and the program/budget domain are using the same system as the basis for their management activities, they will essentially eliminate the gap between the two. Managers in the operations/readiness domain will take actions in near real time to ensure the ability of the system to meet current demands. Managers in the program/budget domain will take actions to ensure that programs and budgets allocate resources to meet the demands of the system over the course of the FYDP. 

e.
The systems approach to acquisition

We have described how DoD missions are performed by a system of systems, in which each sub-system is an interrelated and interdependent process which operates in conjunction with the other systems and sub-systems in the larger systems, and which all come together to provide the output that is associated with the assigned task. Just as in the program/budget domain, if capability/acquisition planners focus on specific programs and fail to recognize that the weapon and support systems for which they state a need must operate in the context of a system, they risk investing in a program that will not enhance a system’s overall capability to perform its mission. In other words, they may be buying something that will strengthen a strong link in the chain and failing to buy something that will strengthen the weak link. If they fail to recognize that they must design the acquisition program to contribute to the output of the systems that perform missions and tasks now and in the future, they will be sub-optimizing their efforts and will not be contributing as much to the output of the department as they could be. 

If the capability/acquisition planners determine their needs based on an analysis of the same systems that the operations/readiness and program/budget planners use, they will be acting to eliminate the gap between the three management domains. 

The benefits of the systems approach to capability/acquisition are clear in the process by which a need is determined. In our DTS example, if the capability/acquisition planners focus narrowly on the need for a replacement aircraft or ship without considering the needs of the overall system, they may miss critical factors. In the case of new aircraft or ships, for example, it may be that ports of debarkation will not be available in the future and thus a new aircraft or ship will not contribute to the throughput ability of the system. Indeed, the need may be for a new system that does not depend on ports of debarkation.

The new DoD Directive 5001, The Defense Acquisition System, May 2003, and the associated instruction, DoDI 5002, clearly call for the application of a systems approach in the capability/acquisition domain.  The directive states that, “Acquisition programs shall be managed through the application of a systems engineering approach that optimizes total system performance.”  The instruction explicitly calls for the use of a systems approach when it states, “The USD(AT&L) (or PSA for business areas) shall lead development of the systems view, in collaboration with the Services, Agencies, and Combatant Commanders, to characterize available technology and systems functionality.  The systems view shall identify the kinds of systems and integration needed to achieve the desired operational capability.”

The DoDI builds a link to the new Joint Capabilities Integration and Development System (JCIDS) in section 3.4 when it says, 

“The capability needs and acquisition management systems shall use Joint Concepts, integrated architectures, and an analysis of doctrine, organization, training, materiel, leadership, personnel, and facilities (DOTMLPF) in an integrated, collaborative process to define desired capabilities to guide the development of affordable systems. The Chairman of the Joint Chiefs of Staff, with the assistance of the Joint Requirements Oversight Council, shall assess and provide advice regarding military capability needs for defense acquisition programs”  

The Chairman of the Joint Chiefs of Staff Instruction 3170.01” (the JCIDS instruction) describes the process through which the Chairman provides his advice.

The Joint Capabilities Integration and Development System is intended to assist the department in identifying, assessing, and prioritizing joint military capability needs. The CJCS Instruction on the JCIDS describes the essential element of the systems approach.  The instruction calls for assessing “existing and proposed capabilities in light of their contribution to future joint concepts.” This is essentially what we call for in the application of the systems approach in the capability/acquisition domain. Our proposal is a bit more specific with regard to dealing with future joint concepts. In our proposal, DoD managers would base the assessment of a future joint concept on an assessment of the ability of current forces to execute that future joint concept. Such an assessment would clearly reveal the existing weak links and would then serve as the basis for determining the need for a future capability. 

The instruction also calls for solutions to problems that span the full range of DOTMLPF.  This is equivalent to our approach, which suggests that managers can find the correction of weak links in any of the four domains of defense management. The instruction speaks of “increments of militarily useful capability,” which, in systems terminology, can be seen as a call for a capability that will strengthen a weak link in a system. The instruction talks of a “family of systems” or a “system of systems” approach in which the efforts of multiple participants are brought together to “fill a capability gap.” The instruction calls for a “robust analytical approach” that includes “best commercial practices.” All of these JCIDS requirements are consistent with the systems approach. 
The ASD for Networks and Information Integration (NII) is developing the DoD Architecture Framework at congressional direction.   Although this development is proceeding in another stovepipe, it is a systems approach.   The DoD Architecture Framework describes its intent in this way, “the DoD Architecture Framework is intended to provide a common approach for DoD architecture description development, presentation and integration for both warfighting operations and business operations and process.  It is intended to ensure that architecture descriptions can be compared and related across organizational boundaries, including joint and multinational boundaries.”
  This document describes an architecture as “the structure of components, their relationships, and the principles and guidelines governing their design and evolution over time.”  In other words, the OASD(NII) is designing the DoD Architecture Framework to provide a pictorial view of the full spectrum of DoD systems.  In so doing, it will contribute to the ability of DoD managers to manage the department as a system of systems.   

Another systems approach underway in the acquisition world is the effort by the Deputy Under Secretary for Logistics and Material Readiness to create an integrated logistics enterprise.
  The plan makes the following statements about the logistics enterprise. 

The Department’s Logistics operations have evolved to become a set of multiple, overlapping functional stovepipes. While “Second to None” operationally, these stovepipes are frequently slow, inefficient, inflexible, and uneconomic.
The future DoD Logistics Enterprise vision mandates a fundamentally different way of looking at the logistics business architecture. Logistics functions will be viewed and managed as end-to-end processes focused on producing capabilities for the warfighter across a range of activity domains, ranging from long lead-time (strategic) actions to short lead-time (tactical) actions. In the enterprise view of the DoD Logistics Business Architecture, logistics activities are organized into end-to-end processes that work together to meet military needs.

Not only does the plan identify the same problem as we identified in our readiness and transformation-related research, it proposes essentially the same type of solution.  The principal difference is one of language, not substance.  The plan talks about the logistics enterprise rather than the logistics system.  Except for this difference, they are essentially the same.

The systems approach has an important potential role in another acquisition related area. The Operational Test and Evaluation Directorate in the Office of the Secretary of Defense uses a systems approach in designing the department’s operational tests. OT&E attempts to test a new weapon system in the context of the system in which it operates.  The services would likely reduce their resistance to this OT&E approach if the department were to adopt the systems approach across the board.  

F.
The systems approach to strategy/future planning

Just as managers in the capability/acquisition domain can use the systems approach to identify future needs that they must meet in the acquisition program, managers in the strategy/future planning domain can use the systems approach as part of the department’s capability-based planning process to identify future capability needs. As in the capability/acquisition domain, the key to using the systems approach to strategy/future planning that will also create a link with the other domains of DoD management is to begin with an understanding of current capabilities and readiness associated with currently assigned missions. As called for in the DoD Directive on the new readiness reporting system, each DoD component head is required to report the component’s readiness to execute the mission-essential tasks it derives from the missions assigned it by the Secretary of Defense or that are described in Title 10. This readiness report is essentially a measure of the current capabilities of the department. Since the current capabilities will be the most significant factor in determining the department’s future capabilities, this report should serve as the baseline for planning for future capabilities. Once the current capability baseline is established, e.g., once managers identify the systems to perform specific tasks and determine the performance measures or outputs, the strategy/future planning managers can identify changes in those capabilities that will meet future demands and threats. 

For example, if the execution of a current MET requires an attack by four Army divisions after 60 days of mobilization and deployment, strategic planners might decide that the future capability required is an attack by three Army divisions after 30 days of mobilization and deployment. The identification of the changes needed to reach this new goal requires the participation of planners in all four domains; these planners need a common or shared view of the system or systems that provide this capability. Collaboration among planners in the four domains would facilitate efforts to identify the most direct and the least-cost way of meeting the new demands. Working from a common view of the system, planners in each domain might take the following kinds of actions: 

· Combatant commanders in the operations/readiness domain might think of new attack plans or new ways to move forces quickly to their attack positions. They might decide to rely more on air or naval or allied forces. Service planners in the operations/readiness domain might work on ways to make divisions more capable or more rapidly deployable. 

· Planners in the acquisition domain might think of new technologies or new pieces of equipment that will enhance the deployability and capability of the divisions. 

· Planners in the strategy/future planning domain will be responsible for identifying the changes in the external environment, needed changes in current METs that result from changes in the external environment or in DoD policies, and new performance or output measures. They might also be responsible for coordinating the efforts of all the participants.

· Planners in the program/budget domain would work with planners in the other domains to find the least cost approach to providing this new capability and would find the resources, financial and manpower, to pay the bill. 

Given a common view of the system that performs the MET in question, planners might use different tools to identify the changes that might enhance the DoD capability enough to meet the new performance standards. Whatever tools they use, the distinction of the systems approach is that planners from all four domains would be working together to solve a common problem. By definition, they would be using common terms and common time horizons. 

g.
Systems Approaches In Use In DoD Today

The department is already in using the systems approach in many areas today. Should the Secretary of Defense decide to adopt the systems approach for the department as a whole, it seems reasonable that these techniques can serve as the foundation for a DoD-wide systems approach.  Following is a list of the systems approaches of which we are aware:

· The DoD Readiness Reporting System (DRRS). 

· The Defense Acquisition System.  

· The Business Management Modernization Process (BMMP)

· The Department of Defense Architecture Framework.  

· Joint Capabilities Integration and Development System (JCIDS).

· Network-centric warfare.

· Joint Operations Concepts, Joint Mission Areas.

· Effects-based Operations. 

· Logistics enterprise integration and supply chain management both the systems approach.

· The Operational Test and Evaluation Directorate uses a systems approach in the operational tests it supervises. 

· The concept of the lead system integrator (LSI) in the acquisition of major weapon systems such as the Joint Strike Fighter and the Future Combat System is explicitly a use of the system-of-systems approach to acquisition. 

· The Army Strategic Readiness System. 

· The Navy Mission Capability Assessment System (MCAS). 

· The Air Force integration CONOPS.






� 	For example, although the Secretary of Defense established the new Joint Capabilities Development Process in October 2003, as of August 2004 there is still no consensus on the meaning of the term, “capability.”


� 	The Joint Staff, J-7 is currently developing this list.  


� 	MID 913, Implementation of a 2-Year Planning, Programming, Budgeting, and Execution Process, May 22, 2003 identified this problem specifically.  


� 	Ackoff, Russell L., Re-Creating the Corporation, page 8, Oxford University Press, l999


� 	Domenico Lepore and Oded Cohen, Deming and Goldratt, The Theory of Constraints and the System of Profound Knowledge, p. 17, North River Press, 1999.


� 	H. William Dettmer, Goldratt’s Theory of Constraints, A Systems Approach to Continuous Improvement, ASQC Quality Press, 1997, p. 4. 


� 	Joel de Rosnay, The Macroscope, A New World Scientific System, Chapter 1, http://pespmc1.vub.ac.be/macroscope/


�	Kirkwood, Craig, W., System Dynamics Methods, http://www.public.asu.edu/~kirkwood/sysdyn/SDIntro/preface.pdf


� 	Gene Bellinger. Systems, Understanding the Way, http://www.outsights.com/systems/systems/systems.htm


� 	Carter McNamara, Thinking About Organizations as Systems, http://www.mapnp.org/library/org_thry/org_sytm.htm


� 	The DOTMLPF spectrum is the acronym the DoD uses to describe the full range of factors, doctrine, organization, training, material, leader development, personnel, and facilities, that must be considered in most aspects of military planning.  


� 	DoD Architecture Framework, Version 1.0, page ES-1, 30 August 2003


� 	Logistics Enterprise Integration and Transformation Plan, Deputy Under Secretary of Defense (Logistics and Materiel Readiness). http://www.acq.osd.mil/log/logistics_materiel_readiness/organizations/lsm/assetts/articles/Ent%20Integ%20and%20Transformation%20Dec%2001%20FINAL.pdf
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