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Battlespace Awareness

Functional Area Analysis
Purpose: This document contains the selection of capabilities that comprise the set necessary to accomplish Battlespace Awareness. The Joint Capabilities Integration and Development System (JCIDS) directs the Functional Capabilities Boards (FCBs) to adopt a top-down capabilities identification methodology in order to accomplish analysis. This document describes the methodology in use in the Battlespace Awareness FCB. Contained herein are lists all of the tasks appropriately binned to BA for accomplishment in the Joint warfighting arena. This selection of capabilities forms the Battlespace Awareness Functional Area Analysis, or FAA.
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Figure 1. JCIDS Capability Identification Process

Battlespace Awareness Functional Capabilities Board: The Battlespace Awareness Functional Capabilities Board (BA FCB) must conduct a cogent analysis of all programs or initiatives within its purview in order to fully advise the JCB and JROC on the value of such efforts. The role of the BA FCB is as follows below:

· Advisory body to the JCB and the JROC on Joint Capabilities Integration and Development System (JCIDS) intelligence initiatives
· Responsible for the organization, analysis, and prioritization of joint warfighting intelligence capability needs
· Lead coordinating body to ensure that the joint force is best served throughout the JCIDS and acquisition process

· Support the JROC and DCI Mission Requirements Board (MRB) by providing a forum for common review of intelligence initiatives

Functional Area Analysis: JCIDS mandates that each functional area will accomplish its own Functional Area Analysis, or FAA. The goal of the FAA is to establish the tasks, conditions, and standards that are needed to achieve military objectives.
 A summary definition of the FAA is contained in Figure 2 below.
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Figure 2. FAA Summary Definition

In keeping with this definition, this FAA outlines the tasks which comprise the BA Functional Area’s projected support to Joint warfare as defined by the overarching Joint Operations Concepts of Major Combat Operations (MCO), Homeland Security (HLS), Strategic Deterrence (SD), and Stability Operations (SO). This FAA utilized a comprehensive task decomposition methodology that allowed the BA FCB to isolate those tasks inherent to its functional area.
The intent of the BA FCB decomposition methodology was to produce an analytical framework that was universal, covering the range of military operations, and scenario-free. In order to construct such a framework, it was decided to ground the decomposition in the emerging Joint doctrine that will define joint warfare with greater specificity. 
Mission Decomposition: The BA FAA employed a Mission-to-Task decomposition as its basic framework for defining capabilities for the future 2015 timeframe. The emerging draft Joint Operating Concepts or JOCs were chosen as the starting point for the decomposition of tasks for BA. This methodology allows Joint doctrine to maximize its impact of the selection of tasks. The four JOC missions are: Major Combat operations (MCO), Homeland Security (HLS, Strategic Deterrence (SD), and Stability Operations (SO). These emerging doctrinal concepts describe the missions that are decomposed to allow for an assessment of  BA Capabilities.
The mission-to-task decomposition focuses on identifying the hardest part of a given task, and then postulating the capability necessary to accomplish it. There is no need to identify every aspect of a task; the important issue is to be able to satisfy the requirements of the driver, or hardest part. Once this is done, the resultant capability is sufficient for all the other ancillary tasks associated with the given mission. Figure 1 below illustrates the “waterfall” of mission decomposition used in this FAA.
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Figure 3. Mission-to-Task Decomposition Methodology

By the definitions contained in CJCSI 3170.01C, capabilities have some specific characteristics. They must contain key attributes and appropriate measures of effectiveness, supportability, time, distance, effect (including scale) and obstacles to be overcome
. In addition, they must be general so as not to prejudice the analysis of alternative approaches for satisfying the capability.
Capability Definition: The definition of capability contained in this BA FAA spans several of these criteria. It effectively incorporates the concept of metrics within the definition. A capability, for purposes of the Battlespace awareness FCB, consists of the following criteria:
· Action verb. This statement indicates what the capability is to do, i.e., track, identify, determine, etc. It should be specific enough to allow for the evaluation of various approaches to satisfying its needs.
· Target or subject. On the battlefield, the action of conducting BA or traditional ISR operations must be focused against some thing or person, which is conducting some action. The target definition helps the analyst to focus on signatures and solutions.

· Size or range of the subject. The numerical size or range of sizes necessary to accomplish the task is key. Being able to identify “small boats to large vessels” is a definitive task which allows for specific focus on solutions.
· Domain of the target systems. Identifying air-breathing targets versus ground targets is a wholly different capability. Differentiating by domain is a necessary refinement of the capability.
· Area of action. The necessary size of the area of action for a given capability allows for determination of scale for candidate solutions.

· Range to area. The distance over which effects must be made or action taken scopes the solution set yet again.

[image: image5.wmf]Space 

High

-

altitude Air

-

breather

Low

-

altitude Air

-

breather

Ground and sea surface

Below

-

ground and Sub

-

sea

By epochs

out to 2015

•

Defines Capabilities numerically

•

Over target sets & type of INT

•

Over Battlespace dimensionality

Capability Definition:

•

Action verb

•

Target or subject

•

Size range of subject

•

Domain

•

Area of action size

•

Range to area

Domain


Figure 4. Capability Definition for the BA FCB

The framework data is maintained for selected periods of time, or epoch. This allows the solution set to progress as time adds capability with new technology or force structure.
Attribute Evaluation: Key attributes are required to be associated with the capabilities in any listing. For the BA FCB, the attributes listed in the BA Functional Concept
 as approved by the JROC are used to accomplish the evaluation of tasks for any appropriate BA FCB analysis. The capability framework evaluates the following attributes:

· Information precision

· Information security
· Information timeliness

· Information sharing

· Reach

· Persistence
· Agility

· Range or Spectrum of effects

These attributes form the core evaluation of any BA system or initiative. They can be placed in a matrix against systems or programs or initiatives as follows in Figure 5:


Figure 5. Capability Framework with Attributes

The attributes for BA can thus be evaluated against a collective capability formed by the systems or programs in the program of record and then re-evaluated when additional capability is acquired to gain a sense for progress toward the goals of the BA FC. The thresholds for evaluating the matrix in Figure 5 are given in Appendix F.
Conditions and Standards: The definition of an FAA per CJCSI 3170.01C specifies that tasks will be accompanied by the appropriate conditions and standards
 to allow for their evaluation. The difficulty with this approach is that the conditions and standards will vary greatly by scenario and OPLAN. Thus, the methodology that is created to evaluate BA Tasks must account for a wide variety of circumstances. In this regard, the approach taken by the BA FCB is unique.
The capability definitions postulated for the BA FAA carry the means for evaluation embedded in them. This technique of “embedded metrics” allows for the construction of a scenario-free task list that can then be evaluated with great efficiency in special studies or FNA as required by JCIDS.
However, it is recognized that the specific conditions and standards will be reset by the application of these tasks to a scenario or specific case of action. In this regard, the scenario-free task set is an advantage. The task list prescribes a fixed set of common activities for the battlefield with embedded performance metrics which can then be evaluated over a range of scenarios to determine force structure or capacity. In addition, they can be assembled into a task set of Essential Elements of Analysis (EEA) for specific Analysis of Alternatives (AoA) or other analytic activities. This was deemed the most flexible way of dealing with conditions overall. Other attempts to fix the conditions a priori were seen as being to limited to allow for the methodology to be applied over a large number of problem sets.
Capability Listings: The FAA contains the full range of military missions envisioned for Joint warfighting. The decomposition is contained in the Appendices to this FAA. 
· Appendix A contains the Decomposition Map

· Appendix B contains the Major Combat Operations capability set.
· Appendix C contains the Homeland Security capability set.
· Appendix D contains the Strategic Deterrence capability set.

· Appendix E contains the Stability Operations capability set.
· Appendix F contains the BA Attribute criteria thresholds
Sufficiency for the Range of Military Operations: There has been some debate as to whether or not the initial JOC missions are comprehensive and capture the totality of the range of military operations (ROMO) necessary for the future. The Joint Integrating Concepts (JICs) are being authored to add detail to specific missions of great importance to current and future operations. These JICs will require a set of capabilities in their own right in order to conduct scenario-specific analysis.
While Joint doctrine is at present emerging, it is felt that the enclosed mission list and associated decomposition is robust enough to start the process of comparing Joint systems and initiatives for redundancy, duplication, and sufficiency. The listed tasks can be “cherry-picked”, as an example, to provide the capability sets desired by the JIC authors. This demonstrates the flexibility of the mission-to-task decomposition as an approach for cataloging capability. As Joint doctrine progresses and the JICs become more mature, the BA FAA decompositions will be revisited to ensure that they maintain currency and capture the capabilities necessary for all future Joint warfighting concepts.
Future Revisions: The capability listing, at present, is immature. In the decomposition tree, as an example, there are subtasks proposed which are listed in red color. These tasks have not yet been appended to the decomposition, and are under discussion at present. The decomposition will be revisited after initial staffing and modified or added to as deemed appropriate by the community.
It is recognized that one of the key elements of capabilities-based analysis is the determination of appropriate metrics to measure the attributes associated with each capability. The metrics that are imbedded in the definition of capability will be called out in future versions to provide an explicit library of metrics, linked to each capability. This construct will be useable for developing measures of effectiveness (MOEs). These MOEs will then be available to pick from in structuring studies as necessary.
Summary: The current construct of this FAA allows for the evaluation of programs of any type against a set of well-defined capabilities desired for the future. Additional detail can be added by evaluating programs within the context of a scenario or OPLAN. The methodology extends very well to the conduct of FNA or special studies such as are necessary under the current philosophy of the Extended Planning Process (EPP).
Appendix A: Battlespace Awareness Decomposition Map

Major Combat Operations
1. Interdiction

a. Kill 1st echelon forces

b. Divert/delay follow-on forces

2. Ground operations

a. Conduct forcible entry/delaying actions

b. Reinforce/expand lodgment

c. Conduct raid in joint ops areas

d. Secure/protect assembly areas

e. Close combat

f. MOUT

3. Air defense

a. Deny effective use of enemy strike

b. Deny launch of adversary strike

c. Deny flight of strike

d. Deny info for strike missions

4. Missile defense

a. Deny use of theater missile

b. Deny launch of TBM

c. Deny flight of TBM

d. Deny effects of TBM

e. Deny info to TBM

5. JSEAD

a. Build & maintain IPB

b. Conduct SEAD campaign

c. Conduct BDA of SEAD targets

6. Strike

a. Plan strike campaign

b. Conduct strike campaign

c. Conduct BDA of strike targets
7. Sea Strike Operations
a. Strike targets ashore

b. Strike surface targets

c. Strike subsurface targets, contested waters

d. Strike subsurface targets, uncontested waters

e. Strike aircraft targets

f. Strike RSTA targets

8. Sea Shield Operations
a. Defend against ASCM attacks from surface

b. Defend against ASCM attacks from submarines

c. Defend against ASCM attacks from Aircraft

d. Defend against TBM from land

e. Countermine operations against adversary minefields operations

f. Defend against torpedo attack

g. Defend against torpedo attack – ASCM????

9. Sea Basing Operations
a. Track  logistic support

10. Info Operations
a. Conduct info ops against systems

11. Battlespace Awareness

a. Provide METOC

b. High-resolution terrain data

c. Conduct IPB

12. Intent/I&W

a. Find, ID, track leadership

b. Collect critical leader communications

13. I&W Specific Threat

a. Monitor leadership/national level

Homeland Security
1. BMD – defense

a. Deny launch of BM

b. Deny flight of BM

c. Deny effects of BM

2. Space defense

a. Deny use of space systems

b. Disrupt/degrade use of space systems

c. Deceive space systems

3. Air defense

a. Understand plans for attack

b. Deny employment of air assets

c. Deny attack of air assets

d. Deny effects of air attack

4. Maritime defense

a. Understand adversary plans for maritime attack

b. Deny maritime assets access to homeland

c. Deny attack of maritime assets

d. Deny effects of maritime attack

5. Land defense

a. Understand adversary attack plans

b. Deny employment of land assets

c. Defeat adversary forces before & after reaching HL

d. Deny effects of land attack

6. Cyber defense

a. Deny malicious access to networks

b. Deny malicious access to info systems

c. Repel cyber attack

d. Deny effects of cyber attack

7. Military Assistance to CA

a. Coordinate civil-mil plans

b. Civil-Military info sharing

c. Civil-Military C3

8. Continuity of Government

a. Protect POTUS & successors

b. Secure sites and assets

c. Provide interim emergency communications

9. Support Counter-drug Operations
a. Deny drug production

b. Deny drug transport to Homeland

10. Interdict/arrest attackers

a. Intercept traffickers

b. Capture belligerents/traffickers

11. Secure public areas

a. Deny public access to areas

b. Support continued normal use of areas

c. Protect civilians from injury

d. Prevent violence and crime

12. Emergency Response

a. Support public works

b. Support firefighting

c. Support urban search and rescue

d. Support secondary ops (transportation, communications, etc.)

13. Cyber incident response

a. Reconstitute info systems

b. Identify attack source

c. Identify perpetrators

d. Determine response against attack

Strategic Deterrence

1. WMD counter-proliferation

a. Identify activities

b. Identify WMD R&D activities

c. Identify WMD devices

d. Identify WMD production activities

e. Identify potential providers and recipients

f. ID & Track dissemination activities

g. Preempt – damage/destroy production capability

h. Preempt – damage/destroy WMD devices

i. Block transportation of devices

2. Counterterrorism

a. Identify emergent terrorism

b. Identify terrorist leadership structure

c. Identify sources of support for terrorism

Stability Operations
1.  Military Contacts

a. Find, ID, track leadership

b. Collect critical leader communications

c. Identify & track potential threats in contact area
2. Arms Control

a. Identify contraband activities

b. Identify banned arms
c. Identify weapon production activities
d. Identify potential providers and recipients
e. ID & Track dissemination activities
f. Preempt – damage/destroy production capability
g. Preempt – damage/destroy weapons

h. Block transportation of weapons

3. Human and Civil assistance

a. Identify and locate assistance  needs
b. Survey damage and/or assistance needs

c. Assess cultural and political environment

d. Identify & track potential threats in assistance area
e. Assemble METOC information for relief operations
4. Foreign Internal Defense

a. Conduct force assessment for adversary

b. Identify & track potential threats in warfare area
5. Security Assistance

a. Conduct force assessment for adversary

b. Identify & track potential threats in warfare area
6. Peacekeeping Operations

a. Conduct force assessment for adversary

b. Assess cultural and political environment

c. Identify & track potential threats in warfare area
d. Identify and track political leadership

7. Show of Force

a. Conduct force assessment for potential adversary

b. Identify & track potential threats in show force area

8. Peace Enforcement

a. Conduct force assessment for adversary

b. Assess cultural and political environment

c. Identify & track potential threats in warfare area
d. Identify and track political leadership

9. Freedom of Navigation

a. Conduct force assessment for potential adversary
b. Identify & track potential threats in navigation area

10. LOC Protection

a. Conduct force assessment for potential adversary
b. Identify & track potential threats in LOC area

11. Support to Counter-insurgency

a. Conduct force assessment for adversary
b. Assess cultural and political environment

c. Identify & track potential threats in warfare area

12. Support to Insurgency

a. Conduct force assessment for adversary
b. Assess cultural and political environment

c. Identify & track potential threats in warfare area

13. Sanction Enforcement

a. Identify and locate sanctioned operations and materials (economic and military)
b. Conduct force assessment for adversary
c. Identify & track potential threats in sanction area
14. Foreign Humanitarian Assistance

a. Identify and locate all population centers in need
b. Survey damage and/or human needs

c. Assess cultural and political environment

d. Identify & track potential threats in assistance area
e. Assemble METOC information for relief operation IPB

15. Unconventional Warfare

a. Conduct force assessment for adversary
b. Assess cultural and political environment

c. Identify & track potential threats in warfare area
16. Noncombatant Evacuation

a. Identify and locate all US-affiliated evacuees

b. I&W specific threats to evacuees and forces
c. Conduct IPB of evacuation routes

d. Identify & track potential threats in NEO area




Appendix B: BA Capabilities for Major Combat Operations
























































MCO Mission Capability Table

Mission
MCO

Task
Air Defense

Sub-Task
Deny Effective Use of adversary strike aircraft

ISR Operational 
Intelligence preparation of the Battlespace (see IPB below), 

Drivers
continuous tracking of adversary strike aircraft movement 

prior to the outbreak of hostilities

Capabilities
Detect, identify and track few 10s to few 100s of adversary 

strike aircraft throughout the battlespace (approximately 

250,000 sq km) continuously and report potential threats in 

less than 30 seconds.

Mission
MCO

Task
Air Defense

Sub-Task
Deny Flight of adversary strike aircraft

ISR Operational 
Immediate launch warning and target quality tracking 

Drivers
throughout flight profile of all adversary strike aircraft

Capabilities
Identify launch and provide targetable in-flight track (< 1 km 

location error) for a few 10s to a few 100s of adversary strike

aircraft within 100 km of BLUE force assets.  Report 

detection of aircraft launch within 2 minutes and intrusion of 

RED aircraft within 200 km in less than 30 seconds.

Mission
MCO

Task
Air Defense

Sub-Task
Deny Information for adversary strike aircraft missions

ISR Operational 
Ability to conduct physical (kinetic) and information operations

Drivers
against adversary RSTA, communications, battle 

management and all strike aircraft

Capabilities
Target quality track of 10s of long range mobile RSTA 

systems, <10 critical mobile communications sites, a few 

critical mobile battle management sites and 100s of strike 

aircraft with time delays <30 seconds over an area of 

approximately 80,000 sq km and with geolocation 

accuracy of <1kilometer.

Mission
MCO

Task
Air Defense

Sub-Task
Deny Launch of adversary strike aircraft

ISR Operational 
I&W of potential launch (see I&W below), and target quality 

Drivers
tracking of all adversary strike aircraft

Capabilities
Identify launch preparation and provide target quality location 

and tracking for a few 10s to a few 100s of adversary strike 

aircraft within 500 km of conflict boundary and report launch 

in less than 2 minutes.

   Mission                             MCO

Task
Battlespace Awareness

Sub-Task
High Resolution Terrain Information

ISR Operational 
Terrain data (including urban data) suitable to support 

Drivers
operations and rehearsals

Capabilities
World-wide collection of terrain elevation, topography and 

transportability data for 10s to 100s of millions of sq km of 

the earths surface.  Bathymetry (bottom contour, salinity, 

sound velocity profile, seasonal variations, etc for 10s to 100s 

of millions of sq km of earth's seas.

Mission
MCO

Task
Battlespace Awareness

Sub-Task
IPB

ISR Operational 
Technical Intelligence on new systems, WMD inventory, 

Drivers
status of HVTs

Capabilities
Accurate estimates of the numbers, quality, status, and 

location of all threat systems and the manning, training and 

location of all significant warfighting units (including irregular, 

NGO and political units operating in the area of interest) 

across an area of 10s to 100s of millions of sq km.  Estimate 

must be 95% accurate within 72 hours of collection.

   Mission                             MCO

Task
Battlespace Awareness

Sub-Task
METOC

ISR Operational 
All weather parameters necessary to conduct various 

Drivers
operations

Capabilities
World-wide collection (10s to 100s of millions of sq km) and 

storage of weather, climatology and man-made and natural 

disaster data to support all government agencies and 

departments.

Mission
MCO

Task
Conduct SEA Basing Operations

Sub-Task
Ensure timely arrival, deployment, redeployment and 

sustainment of maritime forces in the region

ISR Operational 
Full logistics tracking

Drivers

Capabilities
Detect, identify and track (within 10 km with 1 hour revisit 

times for surface ships and 5 minutes for aircraft) up to a few

10s of resupply vessels and a few tens of transport aircraft 

as they depart embarkation point and travel to mobile sea 

base or debarkation point (an area that could easily exceed 

1,000,0000 sq km) and report the status and position of these 

vessels within 2 minutes of the detection.

Mission
MCO

Task
Conduct SEA Shield Operations

Sub-Task
Defend Coalition against ASCM Attacks from Air Platforms

ISR Operational 
I&W of adversary (see I&W below), persistent tracking of all 

Drivers
airborne ASCM capable launchers, launch warning and 

midcourse tracking of airborne ASCMs

Capabilities
Detect, identify and provide target quality track (geolocation 

error of < 1 km and revisit rates of < 2 seconds) for 10s to a 

hundred adversary aircraft throughout an area of 60,000 sq 

km with time reporting delay of < 15 seconds. Manage the 

collection of BDA information to coincide with AAW operations

 plan. BDA should be collected across an area of 60,000 sq 

km, within 20 seconds after attack and results reported within 

1 minutes after collection with probability of accurate 

assessment > 98%.



Mission
MCO

Task
Conduct SEA Shield Operations

Sub-Task
Defend Coalition against ASCM Attacks from Submarines

ISR Operational 
I&W of adversary (see I&W below), persistent tracking of all 

Drivers
subsurface ASCM capable launchers, launch warning and 

midcourse tracking of airborne ASCMs

Capabilities
Detect (Pd>98%), identify (Pid>99%) and provide target 

quality track (continuous track if inside 120 km (range of best 

ASCM) of BG) for up to a few 10s of adversary submarines in

 an area of at least 70,000 sq km (~150 km radius).  Provide 

detection of launch (Plaunch detection>99%) and identification

 (Pid>95%), and target quality tracking (geolocation error <1 

km and revisit times of <5 seconds) of ASCMs in flight.  

Manage the collection of BDA information (P>95% correct for 

a confirmed kill in <10 minutes) to coincide with Strike plan.  

These attack platforms could include conventional diesel 

electric submarines as well as air independent propulsion D-E 

submarines and some nuclear attack submarines.

Mission
MCO

Task
Conduct SEA Shield Operations

Sub-Task
Defend Coalition against ASCM Attacks from surface 

platforms

ISR Operational 
I&W of adversary (see I&W below), persistent tracking of all 

Drivers
ASCM capable surface platforms, launch warning and 

midcourse tracking of airborne ASCMs

Capabilities
Detect, identify and provide target quality track geolocation 

error < 1 km and revisit time < 30 seconds) for up to a few 

10s of adversary surface vessels and boats throughout an 

area of up to 40,000 sq km.  These attack platforms could 

include raiders, fast patrol boats and small combatants.  

Manage the collection of BDA information to coincide with 

strike operations plan. BDA should be collected across an area

 of 60,000 sq km, within 20 seconds after attack and results 

reported within 1 minutes after collection with probability of 

accurate assessment > 98%.


Mission
MCO

Task
Conduct SEA Shield Operations

Sub-Task
Defend Coalition against TBM Attacks from Land Based 

Launchers

ISR Operational 
I&W of adversary (see I&W below), persistent tracking of all 

Drivers
land-based TBM launchers, launch warning and boost phase, 

midcourse and terminal tracking of airborne TBMs

Capabilities
Detect, identify and provide target quality track (geolocation 

error < 500 m and revisit times < 30 seconds) for up to a few 

10s of adversary mobile short and medium range ballistic 

missile launchers across 120,000 sq km.  Also includes the 

detection of TBM launch (geolocation error <500 m and 

reporting time < 30 seconds) and midcourse tracking of TBMs 

(geolocation error < 2 km with revisit times of < 1 second).

Manage the collection of BDA information to coincide with 

MDA plan. BDA should be collected across an area of 

120,000 sq km, within 2 seconds after attack and results 

reported within 5 seconds after collection with probability of 

accurate assessment > 99%.

Mission
MCO

Task
Conduct SEA Shield Operations

Sub-Task
Defend Coalition Forces against torpedo and wake homing 

torpedo attacks from submarines while in MODLOC

ISR Operational 
'I&W of adversary (see I&W below), persistent tracking of all 

Drivers
subsurface torpedo capable launchers, launch warning and 

midcourse tracking of torpedoes and wake homing torpedoes

Capabilities
Detect (Pd>98%), identify (Pid>99%) and provide target 

quality track (continuous track if inside 30 km (range of best 

wake homing torpedo) of BG) for up to a few 10s of 

adversary submarines in an area of at least 5,000 sq km (~40

 km radius).  Detect launch (Plaunch detection>99%), identify 

P(id>95%) and provide target quality track (geolocation error < 

200 m) of torpedoes after launch.  Manage the collection of 

BDA information (P>95% correct for a confirmed kill in <10 

minutes) to coincide with Strike plan.  These attack platforms 

could include conventional diesel electric submarines as well 

as air independent propulsion D-E submarines and some 

nuclear attack submarines.




Mission
MCO

Task
Conduct SEA Shield Operations

Sub-Task
Defend Coalition Forces against torpedo and wake homing 

torpedo attacks from submarines while underway

ISR Operational 
I&W of adversary (see I&W below), persistent tracking of all 

Drivers
subsurface torpedo capable launchers, launch warning and 

midcourse tracking of torpedoes and wake homing torpedoes

Capabilities
Detect (Pd>98%), identify (Pid>99%) and provide target 

quality track (continuous track if inside 30 km (range of best 

wake homing torpedo) of BG) for up to a few 10s of 

adversary submarines in an area of at least 5,000 sq km (~40

 km radius).  Detect launch (Plaunch detection>99%), identify 

P(id>95%) and provide target quality track (geolocation error < 

200 m) of torpedoes after launch.  Manage the collection of 

BDA information (P>95% correct for a confirmed kill in <10 

minutes) to coincide with Strike plan.  These attack platforms 

could include conventional diesel electric submarines as well 

as air independent propulsion D-E submarines and some 

nuclear attack submarines.

Mission
MCO

Task
Conduct SEA Strike Operations

Sub-Task
Countermine operations against adversary minefields

ISR Operational 
Intelligence preparation of the Battlespace, continuous tracking

Drivers
 of all subsurface targets, target quality tracking on-demand 

and coordinated air and space tasking orders

Capabilities
Build IPB of mine threat; detect (Pd>90%) and identify 

(Pid>90%) the location of mines in storage, monitor the 

movement of mines and track (Pd>95%, Pid>95% and revisit 

times commensurate with Pmaintaining track> 90%) for 

training, exercises and during crisis periods.  Detect 

(Pd>95%), identify (Pid>95%) and track the movement of 

mines on mine laying platforms (revisit times commensurate 

with Pmaintaining track> 90%)  before and during hostilities.  

Detect the planting of mines and mark the location of the 

mines with a geolocation error < (close enough for 

neutralization or avoidance to be effective (few meters)).  For 

undetected minefields; detect (Pd>99%), identify (Pid>98%) 

and locate (close enough for neutralization or avoidance to be 

effective (few meters)) 10 to 1000s of mines in an area of a 

few to 100s of sq km in the littoral area, port, an operating 

area or up to 1000s of sq km along a sea line of 

communications (SLOC).  The time to clear the mines in all 

cases should be the minimum of 10 days or the timeline 

dictated by the operational need.  Typically the overall desired

Mission
MCO

Task
Conduct SEA Strike Operations

Sub-Task
SEA Strike Operations against subsurface warfare targets in 

contested maritime areas

ISR Operational 
Intelligence preparation of the Battlespace, continuous tracking

Drivers
 of all subsurface targets, target quality tracking on-demand 

and coordinated air and space tasking orders

Capabilities
Detect (Pd>99%), identify (Pid>99%) and provide target 

quality track (geolocation error < 2 km and revisit rates of less

 than few minutes) on independent propulsion and other diesel 

electric submarines, and several semi-submersible craft 

across a littoral area (area within close proximity of coastline 

that typically includes relatively shallow water 0 to 300 feet 

and proximity to shore based adversary forces and systems) 

of 100s to 10s of thousands of sq km. Manage the collection

 of BDA information to coincide with offensive ASW 

operations plan. BDA should be collected across an area of 

100s to 10s of thousands of sq km, within 10 minutes after 

attack and results reported within 30 minutes after collection 

with probability of accurate assessment > 90%.



Mission
MCO

Task
Conduct SEA Strike Operations

Sub-Task
SEA Strike Operations against subsurface warfare targets in 

uncontested maritime Areas

ISR Operational 
Intelligence preparation of the battlespace, continuous tracking

Drivers
 of all subsurface targets, target quality tracking on-demand 

and coordinated air and space tasking orders

Capabilities
Detect (Pd>99%), identify (Pid>99%) and provide target 

quality track (geolocation error < 2 km and revisit rates of less

 than few minutes) on independent propulsion and other diesel 

electric submarines, and several semi-submersible craft 

across a littoral area (area within close proximity of coastline 

that typically includes relatively shallow water 0 to 300 feet 

and proximity to shore based adversary forces and systems) 

of 100s to 10s of thousands of sq km.

Mission
MCO

Task
Conduct SEA Strike Operations

Sub-Task
Sea Strike: Aircraft Targets

ISR Operational 
Intelligence preparation of the battlespace, continuous tracking

Drivers
 of all critical air targets, target quality tracking on-demand 

and coordinated air and space tasking orders

Capabilities
Detect, identify and provide target quality track (geolocation 

error of < 1 km and revisit rates of < 2 seconds) for 10s to a 

hundred adversary aircraft throughout an area of 60,000 sq 

km with time reporting delay of < 15 seconds. Manage the 

collection of BDA information to coincide with AAW operations

 plan. BDA should be collected across an area of 60,000 sq 

km, within 20 seconds after attack and results reported within 

1 minutes after collection with probability of accurate 

assessment > 98%.


Mission
MCO

Task
Conduct SEA Strike Operations

Sub-Task
Sea Strike: RSTA Targets

ISR Operational 
Intelligence preparation of the battlespace, continuous tracking

Drivers
 of critical RSTA targets, target quality tracking on-demand 

and coordinated air and space tasking orders

Capabilities
Detect, identify and provide target quality track ( geolocation 

error < 1 km and revisit rates of <30 seconds) for up to a few 

10s of adversary RSTA systems throughout an area of 

60,000 sq km.  These RSTA systems could include surface, 

subsurface, ground air platforms. Manage the collection of 

BDA information to coincide with strike operations plan. BDA 

should be collected across an area of 60,000 sq km, within 20 

seconds after attack and results reported within 1 minutes 

after collection with probability of accurate assessment > 

98%.

Mission
MCO

Task
Conduct SEA Strike Operations

Sub-Task
Sea Strike: Surface Targets

ISR Operational 
Intelligence preparation of the battlespace, continuous tracking

Drivers
 of critical surface targets, target quality tracking on-demand 

and coordinated air and space tasking orders

Capabilities
Detect, identify and provide target quality track for 10s of 

adversary surface craft (including fast patrol boats and small 

surface combatants), and several nondescript merchant 

vessels acting as raider vessels across an area of 40,000 sq 

km with geolocation error of <500 m, revisit times of <2 

minutes. and reporting delays of < 30 seconds. Manage the 

collection of BDA information to coincide with ASUW Strike 

plan. BDA should be collected across an area of 40,000 sq 

km, within 10 minutes after attack and results reported within 

30 minutes after collection. 


Mission
MCO

Task
Conduct SEA Strike Operations

Sub-Task
Sea Strike: Targets Ashore

ISR Operational 
Intelligence preparation of the battlespace, continuous tracking

Drivers
of critical mobile targets, target quality tracking on-demand 

and coordinated air and space tasking orders

Capabilities
Detect, identify and track (geolocation error < 100 m and 

revisit times of < 20 seconds) 100s critical mobile targets 

over an area of 40,000 km with a reporting time delay of < 30 

seconds. Manage the collection of BDA information to 

coincide with Strike plan. BDA should be collected across an 

area of 40,000 sq km, within 10 minutes after attack and 

results reported within 30 minutes after collection with 

probability of accurate assessment > 90%.

Mission
MCO

Task
Ground Operations

Sub-Task
Close Combat

ISR Operational 
Tactical operations against adversary forces in close 

Drivers
proximity

Capabilities
Detect, identify and track 10s of small units equipped with 

armor, artillery and anti aircraft capable vehicles in rural 

terrain and 10s of small motorized infantry elements moving 

in a highly cluttered environment.  Provide IFF/N to BLUE 

forces within 2 minutes after identification and detection info 

within 60 seconds of detection.  Geolocation accuracy less 

than 100 m.



Mission
MCO

Task
Ground Operations

Sub-Task
Conduct Forcible Entry/Delaying Actions

ISR Operational 
Intelligence Preparation of the battlespace (see IPB below), 

Drivers
Proliferation of WMDs (see proliferation of WMDs below), 

track movement of SHORAD and MANPADS.

Capabilities
Detect, identify and track 100s of small units and individuals 

armed with SHORAD and MANPAD systems, 10s of light and 

heavy artillery elements and ten C2 nodes over an area of 

approximately 6,000 sq km (60 km radius of point of entry).  

Report accurate position information within 1 minute of 

identification with a geolocation accuracy of 100 m.

Mission
MCO

Task
Ground Operations

Sub-Task
Conduct Raids in Joint Operations Area

ISR Operational 
Continuous tracking of small unit movements throughout the 

Drivers
JOA

Capabilities
Detect, identify and track 100s of small units and individuals 

armed with SHORAD and MANPAD systems, 10s of light and 

heavy artillery elements and ten C2 nodes over an area of 

approximately 6,000 sq km (60 km radius of point of entry).  

Report accurate position information within 1 minute of 

identification with a geolocation accuracy of 100 m.

Mission
MCO

Task
Ground Operations

Sub-Task
Military Operations in Urban Terrain

ISR Operational 
Tactical Operations against an adversary in an urban 

Drivers
environment

Capabilities
Detect, identify and track 10s of small units equipped with 

armor, artillery and anti aircraft capable vehicles in urban 

terrain and 10s of small motorized infantry elements or 

dismounted irregular elements moving in a highly cluttered 

environment.  Provide IFF/N to BLUE forces within 30 

seconds after identification and detection info within 30 

seconds of detection.  Geolocation accuracy less than 50 m.

Mission
MCO

Task
Ground Operations

Sub-Task
Reinforce/Expand Lodgment

ISR Operational 
Track SHORAD and MANPADS throughout the battlespace

Drivers

Capabilities
Detect, identify and track 100s of small units and individuals 

armed with SHORAD and MANPAD systems, 10s of light and 

heavy artillery elements and ten C2 nodes over an area of 

approximately 6,000 sq km (60 km radius of point of entry).  

Report accurate position information within 1 minute of 

identification with a geolocation accuracy of 100 m.

Mission
MCO

Task
Ground Operations

Sub-Task
Secure/Protect Assembly Areas

ISR Operational 
Target quality tracking of small unit movement in vicinity of 

Drivers
Assembly area, continuous tracking of long range surface 

launched missile systems throughout the JOA

Capabilities
Detect, identify and track 100s of small units and individuals 

armed with SHORAD and MANPAD systems, 10s of light and 

heavy artillery elements and ten C2 nodes over an area of 

approximately 6,000 sq km (60 km radius of point of entry).  

Report accurate position information within 1 minute of 

identification with a geolocation accuracy of 100 m.

Mission
MCO

Task
I&W of specific threat

Sub-Task
Monitor leadership and collect critical Intel on NGOs and 

national governments

ISR Operational 
Full access to current and future personal communication 

Drivers
systems (military and civilian)

Capabilities
Monitor the communications of world leaders with allies and 

adversaries to understand national strategies, alliances and 

motivations across an area of 10s to 100s of millions of sq 

km.  Requires the detection of tens of critical communications

interspersed with 10s of millions of communications on 100s 

of communication systems. 

Mission
MCO

Task
Information Operations

Sub-Task
Conduct effects-driven operations against relevant Red 

information systems

ISR Operational 
Linkage between information systems and physical system to

Drivers
be affected, Red back-up process after information-system attack detected

Capabilities
Not Assessed due to classification

Mission
MCO

Task
Intent/I&W

Sub-Task
Collect critical leadership communications

ISR Operational 
Full access to current and future personal communication 

Drivers
systems (military and civilian)

Capabilities
Monitor the communications of world leaders with allies and 

adversaries to understand national strategies, alliances and 

motivations across an area of 10s to 100s of millions of sq 

km.  Requires the detection of tens of critical communications

interspersed with 10s of millions of communications on 100s 

of communication systems. 

Mission
MCO

Task
Intent/I&W

Sub-Task
Find, ID and Monitor Military Capability

ISR Operational 
Detection, identification and tracking of military systems and 

Drivers
organizations.

Capabilities
Detect, identify and monitor the activities of world-wide 

military organizations across an area of 10s to 100s of 

millions of sq km.  Detection of 100s of critical 

communications daily interspersed with millions of military 

communications on 10s of military communication systems.  

Report the internals of the critical communications in less than

30 minutes after the collect.  Monitoring and tracking of 

1000s of military major systems and organizations from 

garrison to deployment regions and reporting of changes within

1 hour.

Mission
MCO

Task
Intent/I&W

Sub-Task
Find, ID and track leadership

ISR Operational 
Detection, identification and tracking of individual vehicles 

Drivers
and people

Capabilities
Detect, identify and monitor the activities of world-wide 

leadership to understand national strategies, alliances and 

motivations across an area of 10s to 100s of millions of sq 

km.  Detection of tens of critical communications interspersed

with 10s of millions of communications on 100s of 

communication systems.  Report the internals of the critical 

communications in less than 30 minutes after the collect.

Mission
MCO

Task
Interdiction

Sub-Task
Divert/Delay Follow-on Forces

ISR Operational 
Track flow of many small unit size forces with embedded 

Drivers
tactical air defense and C2 systems.

Capabilities
Identify 1000s of targets and maintain 100s of tracks more 

than 100 km beyond the conflict boundary with short revisit 

times (<30 sec) over an area of approximately 80,000 sq km. 

Geolocation within 100 meters.  Targets of interest include 

10s of mobile air defense systems and C2 battle 

management systems.

Mission
MCO

Task
Interdiction

Sub-Task
Kill 1st Echelon Forces

ISR Operational 
Track flow of many small unit size forces with embedded 

Drivers
tactical air defense and C2 systems

Capabilities
Detect up to 1000 targets, Identify 100s of targets and 

maintain 10s of tracks within 100 km beyond the conflict 

boundary with short revisit times (<30 sec) over an area of 

approximately 40,000 sq km.  Geolocation within 100 meters.  

Targets of interest include 10s of mobile air defense systems 

and C2 battle management systems.

Mission
MCO

Task
JSEAD

Sub-Task
Build and Maintain IPB of mobile SAMs

ISR Operational 
Intelligence preparation of the battlespace (see IPB below), 

Drivers
continuous tracking of critical mobile targets.

Capabilities
Detect, identify and track many 10s of mobile tactical and a 

few 10s of mobile strategic SAM systems over an area of 

1,000,000 sq km with reporting delay of < 4 hours, geolocation

 accuracy of 10 km.

Mission
MCO

Task
JSEAD

Sub-Task
Conduct BDA of SEAD Targets

ISR Operational 
Coordinated air and space tasking orders

Drivers

Capabilities
Coordinate the collection of BDA information to coincide with 

SEAD attack plan.  BDA should be collected across an area of

120,000 sq km, within 10 minutes after attack and results 

reported within 30 minutes after collection with probability of 

accurate assessment > 90%.

Mission
MCO

Task
JSEAD

Sub-Task
Conduct SEAD Campaign

ISR Operational 
I&W of potential launch (see I&W below), target quality 

Drivers
tracking strategic and tactical SAM systems and units 

equipped with SHORAD/MANPADS.

Capabilities
Detect, identify and track (geolocation error < 100 m and 

revisit times of < 20 seconds) many 10s of mobile tactical 

and a few 10s of Strategic SAM systems and several 100s of

MANPAD and SHORAD equipped units over an area of 

120,000 km and a reporting time delay of < 30 seconds.

Mission
MCO

Task
Missile Defense

Sub-Task
Deny Effective Use of theater missile systems

ISR Operational 
Intelligence preparation of the battlespace (see IPB below), 

Drivers
continuous tracking of critical mobile targets prior to the 

outbreak of hostilities.

Capabilities
Detect, identify and track few 10s of critical mobile targets 

throughout an of area approximately 80,000 sq km with time 

delays <30 seconds and geolocation accuracy of < 500 m.

Mission
MCO

Task
Missile Defense

Sub-Task
Deny Effects of theater missile systems

ISR Operational 
Early warning launch detectors and impact point prediction

Drivers

Capabilities
Identify launch and launch points (geolocation error < 500 m) 

and calculate the impact points (< 1 km error) of all tactical 

and strategic ballistic missiles, cruise missiles launchers in an 

area of 120,000 km with time delays of <10 seconds

Mission
MCO

Task
Missile Defense

Sub-Task
Deny Flight of theater missile systems

ISR Operational 
Immediate launch warning and target quality tracking 

Drivers
throughout flight profile of all tactical and strategic ballistic 

missiles, cruise missiles launchers

Capabilities
Identify launch and track the vehicles for all tactical and 

strategic ballistic missiles and cruise missiles launches over 

an area of 120,000 km with time delays < 10 seconds and 

geolocation errors of <500 m.

Mission
MCO

Task
Missile Defense

Sub-Task
Deny Information for theater missile systems

ISR Operational 
Ability to conduct physical (kinetic) and information operations

Drivers
against adversary RSTA, communications, battle 

management and all missile launch systems.

Capabilities
Target quality track or disable 10s of long range mobile RSTA 

systems, <10 critical mobile communications sites, a few 

critical mobile battle management sites and 100s of mobile 

missile launch systems with revisit time < 30 seconds, track 

duration of 100s of minutes, geolocation error < 1 km and 

reporting delays < 30 seconds over an area of 1,000,000 sq 

km).

Mission
MCO

Task
Missile Defense

Sub-Task
Deny Launch of theater missile systems

ISR Operational 
I&W of potential launch (see I&W below), target quality 

Drivers
tracking of all tactical and strategic ballistic missiles, cruise 

missiles launchers and strategic and tactical SAM systems 

and units.

Capabilities
Identify launch preparation and provide target quality location 

and tracking for 100s of tactical and strategic BMs and cruise 

missile launchers over an area of 120,000 sq km with 

geolocation accuracy <1 km and time delays < 30 seconds.

Mission
MCO

Task
Strike

Sub-Task
BDA of Strike Targets

ISR Operational 
Coordinated air and space tasking orders

Drivers

Capabilities
Manage the collection of BDA information to coincide with 

Strike plan. BDA should be collected across an area of 

120,000 sq km, within 10 minutes after attack and results 

reported within 30 minutes after collection with probability of 

accurate assessment > 90%.

Mission
MCO

Task
Strike

Sub-Task
Conduct Strike Campaign

ISR Operational 
Target quality tracking of all critical mobile targets

Drivers

Capabilities
Detect, identify and track (geolocation error < 100 m and 

revisit times of < 20 seconds) 100s critical mobile targets 

over an area of 120,000 km and a reporting time delay of < 30

seconds.

Mission
MCO

Task
Strike

Sub-Task
Plan STRIKE Campaign

ISR Operational 
Intelligence preparation of the battlespace (see IPB below), 

Drivers
continuous tracking of critical mobile targets

Capabilities
Detect, identify and track (geolocation error < 100 m and 

revisit times of < 20 seconds) 100s critical mobile targets 

over an area of 120,000 km and a reporting time delay of < 30

seconds
Appendix C: BA Capabilities for Homeland Security










































HLS Mission Capability Table

Mission
HLS

Task
Air defense (not BMD)

Sub-Task
HLS(Air Defense) - Deny attack of air assets

ISR Operational 
Detection, identification and target quality tracking of air 

Drivers
assets conducting attacks

Capabilities
Detect, identify and provide target quality track (geolocation 

error of < 1 km and revisit rates of < 2 seconds) for a few 

aircraft throughout an area of 600,000 sq km with time 

reporting delay of < 15 seconds.

Mission
HLS

Task
Air defense (not BMD)

Sub-Task
HLS(Air Defense) - Deny effects of air attack

ISR Operational 
Detection, identification and tracking of ongoing attacks and 

Drivers
intelligence to forecast expected targets and provide early 

warning in time to mitigate effects

Capabilities
Detect, and identify (geolocation error of < 1 km and revisit 

rates of < 2 seconds) a few aircraft attacks throughout an 

area of 600,000 sq km with time reporting delay of < 15 

seconds.

Mission
HLS

Task
Air defense (not BMD)

Sub-Task
HLS(Air Defense) - Deny employment of air assets

ISR Operational 
I&W of attack execution and detection, identification and 

Drivers
tracking attack assets

Capabilities
Continuous I&W and near-real-time tracking of a few 100 

small cells operating on behalf of one or more major NGOs 

with intent to directly attack US.  Requires monitoring of 

ground, air and sea approaches to all U.S. territory (including 

overseas embassies, consuls, etc.) and reporting within 1 

minute of any irregularities that could be construed as an 

attack.

Mission
HLS

Task
Air defense (not BMD)

Sub-Task
HLS(Air Defense) - Understand adversary plans for air 

attacks

ISR Operational 
I&W of potential attack,                                    available 

Drivers
origin sites

Capabilities
Continuous I&W (>98% detection probability) and near-real-

time (<1 minute)reporting on a few 10s of major NGO 

organizations arrayed over an area of 10s to 100s of millions 

of sq km with intent to directly attack US.  Requires the 

detection of tens of critical communications interspersed with 

10s of millions of communications on 100s of communication 

systems. 

Mission
HLS

Task
Continuity of government

Sub-Task
Protect President and successors during emergencies

ISR Operational 
Locations of successors, threats

Drivers

Capabilities
TBA

Mission
HLS

Task
Continuity of government

Sub-Task
Secure sites & assets (also see below) to ensure continuity of

 government

ISR Operational 
Situational awareness, determination of which primary &

Drivers
back-up sites & assets are available for operational use.

Capabilities
Connectivity to FBI Strategic Info/Operations Center,             

mobile USNORTHCOM C2 center.

Mission
HLS

Task
Continuity of government

Sub-Task
Support acquisition & security of interim emergency 

communications for government use

ISR Operational 
Situational awareness, determination of which primary & 

Drivers
back-up sites & assets are available for operational use.

Capabilities
Mobile USNORTHCOM C2 center

Mission
HLS

Task
Cyber defense (of DoD information systems)

Sub-Task
Deny effects of cyber attack

ISR Operational 
Knowledge that an attack has occurred, scope of attack (may be 

Drivers
international),                                                              

coordinating among disparate responders

Capabilities
Rapidly detect (Pd>90% in less than 10 minutes) cyber 

attacks and isolate effected systems (Psuccess>99% in less 

than 10 minutes) and networks (Psuccess>95% in less than 10

 minutes) from the entire enterprise.  Quickly assess 

damages (less than 1 hour) and sanitize effected systems 

and network components returning them to full service in less 

than 4 hours.

Mission
HLS

Task
Cyber defense (of DoD information systems)

Sub-Task
Deny malicious access to Blue info systems

ISR Operational 
knowing info-system vulnerabilities,                          

Drivers
distinguishing attack from legitimate access attempt

Capabilities
Blocking of known attack methods, passwords & related 

access restrictions.  Maintain a repository of known attack 

methods (password stealing, password generation, Trojan 

horses, etc.) and known attack sources (hackers, NGOs, 

adversary countries, etc) that enables the automatic detection

 of re-occurrences of same or similar attempts to access 

BLUE information systems with a probability of >99% in less 

than one minute.  Maintain RED team and research activity 

that enables the postulation of new attack sources and 

methods prior to their use by adversaries and provides 




Mission
HLS

Task
Cyber defense (of DoD information systems)

Sub-Task
Deny malicious access to Blue networks

ISR Operational 
knowing network vulnerabilities, distinguishing attack from 

Drivers
legitimate access attempt

Capabilities
Blocking of known attack methods, automated searches for 

suspicious activity, blocking access from particular 

addresses.  Maintain a repository of known attack methods 

(viruses, worms, intrusion methods, etc.) and known attack 

sources (hackers, NGOs, adversary countries, etc) that 

enables the automatic detection of re-occurrences of same or 

similar attempts to access BLUE networks with a probability 

of >95% in less than ten minutes.  Maintain RED team and 

research activity that enables the postulation of new attack 

sources and methods prior to their use by adversaries and 

provides detection and defeat of 75% of new attacks.

Mission
HLS

Task
Cyber incident response

Sub-Task
Determine response against attacker (cyber and/or physical)

ISR Operational 
Motives of attackers,                                                  

Drivers
exploiting attackers' cyber weaknesses,                               

exploiting attackers' physical weaknesses

Capabilities
Intercept C3, observe cyber data flows, interpret public & 

intercepted statements.

Mission
HLS

Task
Cyber incident response

Sub-Task
Identify attack source (cyber)

ISR Operational 
information fusion of many pieces of info

Drivers

Capabilities
Rapidly detect (Pd>90% in less than 10 minutes) cyber 

attacks and isolate effected systems (Psuccess>99% in less 

than 10 minutes) and networks (Psuccess>95% in less than 10

minutes) from the entire enterprise.  Quickly assess 

damages (less than 1 hour) and sanitize effected systems 

and network components returning them to full service in less 

than 4 hours.

Mission
HLS

Task
Cyber incident response

Sub-Task
Identify people who caused attack

ISR Operational 
Attribution:  countering spoofing & other deception

Drivers

Capabilities
Intercept communications, trace cyber data flows, intercept financial 

transactions, conduct law-enforcement court-approved FISA ops.

Mission
HLS

Task
Cyber incident response

Sub-Task
Reconstitute functioning information systems

ISR Operational 
Scope of attack (may be international)

Drivers

Capabilities
Rapidly detect (Pd>90% in less than 10 minutes) cyber 

attacks and isolate effected systems (Psuccess>99% in less 

than 10 minutes) and networks (Psuccess>95% in less than 10

minutes) from the entire enterprise.  Quickly assess 

damages (less than 1 hour) and sanitize effected systems 

and network components returning them to full service in less 

than 4 hours.

Mission
HLS

Task
Emergency response

Sub-Task
Primary Support to ESF #3: Public Works and Engineering.  

Corps of Engineers has responsibility to take lead over natural

ISR Operational 
weaknesses in levies and other flood-protection structures 

Drivers
when physical access limited

Capabilities

Mission
HLS

Task
Emergency response

Sub-Task
Secondary support of other Emergency Support Functions 

(transportation, communications, information & planning, mass

ISR Operational 

Drivers

Capabilities
Provide information and communications to facilitate 

Emergency Support Functions including transportation, 

communications, information & planning, mass care, resource 

support, health & medical services, hazardous materials, food,

 and energy, as required.

Mission
HLS

Task
Emergency response

Sub-Task
Support to firefighting

ISR Operational 
locating specific fires while still small

Drivers

Capabilities
Detect (Pd>99%), identify (Pid>99%), monitor and track the 

start and movement of large scale fires (revisit/update times 

<30 minutes).  Notify cognizant authority within 10  minutes 

after detection/update and support their information needs 

(dynamic SITREP/updates within 10 minutes as required) 

throughout the fire event.

Mission
HLS

Task
Emergency response

Sub-Task
Support urban search & rescue

ISR Operational 
locating trapped victims,                                                     

Drivers
how long trapped victim will live while trapped

Capabilities
When requested, provide support to local law enforcement and

 civil authorities for urban search and rescue.  Detect 

(Pd>98%), identify (Pid>95%) and track individuals (revisit 

times <30 seconds and geolocation error < 10 m) that are lost,

 kidnapped or otherwise detained.  Notify cognizant authority 

(within 30 minutes of detection) and assist them with the 

information necessary (15 minute updates as required) to 

effect the rescue of the individuals involved.

Mission
HLS

Task
HLS - Ballistic missile defense

Sub-Task
Deny Effects of Ballistic missile systems

ISR Operational 
Early warning launch detectors and impact point prediction

Drivers

Capabilities
Identify launch (geolocation within 500 m) and calculate the 

impact points (within 1 km) of all strategic ballistic missiles 

launched worldwide in an area that ranges from 10s to 100s of

millions of sq km.  Report results of impact point calculation

with 2 seconds of calculation.

Mission
HLS

Task
HLS - Ballistic missile defense

Sub-Task
Deny Flight of Ballistic missile systems

ISR Operational 
Immediate launch warning and target quality tracking 

Drivers
throughout flight profile of all strategic ballistic missiles

Capabilities
Identify launch and track the vehicles (location within 2 km 

and revisit times of < 2 seconds) for all strategic ballistic 

missiles worldwide an area that could include 10s to 100s of 

sq km.  Report launch detections and track location within 1 

second of collection.

Mission
HLS

Task
HLS - Ballistic missile defense

Sub-Task
Deny Launch of Ballistic missile systems

ISR Operational 
I&W of potential launch (see I&W below), target quality 

Drivers
tracking of all mobile strategic ballistic missiles Launchers and

 insight into activities at fixed launch sites

Capabilities
Identify launch preparation and provide target quality location 

(geolocation within 500 m and revisit times of < 30 seconds) 

and tracking for 10s of strategic BMs across an area of 10s to

100s of millions of sq km.  Report results of detection, ID 

and tracking within 1 minute of detection.

Mission
HLS

Task
Land defense (of externally based attack)

Sub-Task
HLS(Land Attack Defense) - Defeat adversary forces before 

and after they reach homeland

ISR Operational 
Detection, identification and target quality tracking of land 

Drivers
attack assets (including small units/terrorist cells) conducting 

attacks

Capabilities
Detection (Pd>.95), identification (Pid>.99) and tracking of the 

movement of a few land attack assets (including small units 

and terrorists) continuously for tens of days (revisit rates of a

few 10s of seconds for assets operating in urban 

environments or a few minutes for assets in rural low traffic 

density areas) under the control of any of a few 100 small 

cells operating on behalf of one or more major NGOs with 

intent to directly attack US.  Interception of communications 

and interpretation of internals between terrorist leadership, cell 

leadership and operational units continuously for weeks to 

Mission
HLS

Task
Land defense (of externally based attack)

Sub-Task
HLS(Land Attack Defense) - Deny effects of Land Attack

ISR Operational 
Detection, identification and tracking of ongoing attacks and 

Drivers
intelligence to forecast expected targets and provide early 

warning in time to mitigate effects

Capabilities
Detection (Pd>99%), identification (Pid>99%) and monitoring 

of the activities of a few land attack assets (including small 

units/terrorist cells) under the control of any of a few 100 

small cells operating on behalf of one or more adversary 

countries or major NGOs that are attacking US.  Reports 

characterizing the on-going attack must be submitted to proper

authority within 10 minutes after the attack is conducted and 

updates must be available within 10 minutes after significant 

events occur or every hour whichever occurs first. 



Mission
HLS

Task
Land defense (of externally based attack)

Sub-Task
HLS(Land Attack Defense) - Deny employment of Land 

Attack assets

ISR Operational 
I&W of attack execution and detection, identification and 

Drivers
tracking attack assets

Capabilities
Continuous I&W and near-real-time tracking of a few 100 

small cells operating on behalf of one or more major NGOs 

with intent to directly attack US.  Requires monitoring of 

ground, air and sea approaches to all U.S. territory (including 

overseas embassies, consuls, etc.) and reporting within 1 

minute of any irregularities that could be construed as an 

attack.

Mission
HLS

Task
Land defense (of externally based attack)

Sub-Task
HLS(Land Attack Defense) - Understand adversary plans for 

Land Attacks

ISR Operational 
I&W of potential attack, available origin sites 

Drivers


Capabilities
Continuous I&W (>98% detection probability) and near-real-

time (<1 minute)reporting on a few 10s of major NGO 

organizations arrayed over an area of 10s to 100s of millions 

of sq km with intent to directly attack US.  Requires the 

detection of tens of critical communications interspersed with 

10s of millions of communications on 100s of communication 

systems. 

Mission
HLS

Task
Maritime defense

Sub-Task
HLS(Maritime Defense) - Deny access of maritime assets to 

Homeland

ISR Operational 
I&W of attack execution and detection, identification and 

Drivers
tracking attack assets

Capabilities
Continuous I&W and near-real-time tracking of a few 100 

small cells operating on behalf of one or more major NGOs 

with intent to directly attack US.  Requires monitoring of 

ground, air and sea approaches to all U.S. territory (including 

overseas embassies, consuls, etc.) and reporting within 1 

minute of any irregularities that could be construed as an 

attack.

Mission
HLS

Task
Maritime defense

Sub-Task
HLS(Maritime Defense) - Deny attack of Maritime assets

ISR Operational 
Detection, identification and target quality tracking of maritime

Drivers
 assets conducting attacks

Capabilities
Detect, identify and provide target quality track (geolocation 

error of < 1 km and revisit rates of < 2 seconds) for a few 

aircraft throughout an area of 600,000 sq km with time 

reporting delay of < 15 seconds.

Mission
HLS

Task
Maritime defense

Sub-Task
HLS(Maritime Defense) - Deny effects of Maritime attack

ISR Operational 
Detection, identification and tracking of ongoing attacks and 

Drivers
intelligence to forecast expected targets and provide early 

warning in time to mitigate effects

Capabilities
Detect, and identify (geolocation error of < 1 km and revisit 

rates of < 2 seconds) a few aircraft attacks throughout an 

area of 600,000 sq km with time reporting delay of < 15 

seconds.

Mission
HLS

Task
Maritime defense

Sub-Task
HLS(Maritime Defense) - Understand adversary plans for 

Maritime attacks

ISR Operational 
I&W of potential attack, available origin sites

Drivers


Capabilities
Continuous I&W (>98% detection probability) and near-real-

time (<1 minute)reporting on a few 10s of major NGO 

organizations arrayed over an area of 10s to 100s of millions 

of sq km with intent to directly attack US.  Requires the 

detection of tens of critical communications interspersed with 

10s of millions of communications on 100s of communication 

systems. 



Mission
HLS

Task
Military Assistance to Civil Authorities

Sub-Task
Civil-military C3

ISR Operational 
Communications systems interoperability

Drivers

Capabilities
Need to solve interoperability issues with 100s of local, 

state and national level law enforcement agencies and first 

responder organizations.

Mission
HLS

Task
Military Assistance to Civil Authorities

Sub-Task
Civil-military information sharing

ISR Operational 
sharing classified info,                                                

Drivers
sharing law-enforcement-restricted info,                                

documentation by civil/military analysts of info of 

value to military/civil analysts,

Capabilities
Need to establish rules for the sharing of information with 

100s of local, state and national level law enforcement 

agencies and first responder organizations

Mission
HLS

Task
Military Assistance to Civil Authorities

Sub-Task
Coordinated civil-military response plans

ISR Operational 
coordinating among disparate responders

Drivers

Capabilities
Need to construct plans for all imaginable contingencies with 

100s of local, state and national level law enforcement 

agencies and first responder organizations

Mission
HLS

Task
Space defense (not BMD)

Sub-Task
Deceive space systems

ISR Operational 

Drivers

Capabilities

Mission
HLS

Task
Space defense (not BMD)

Sub-Task
Deny use of space systems

ISR Operational 

Drivers

Capabilities

Mission
HLS

Task
Space defense (not BMD)

Sub-Task
Disrupt/degrade use of space systems

ISR Operational 

Drivers

Capabilities

Mission
HLS

Task
Support counter drug operations

Sub-Task
MACA - Support Counter drug Ops - Support denial of drug 

production

ISR Operational 
Identifying and tracking appropriate individuals involved with 

Drivers
drug production; detecting, identifying and tracking 

transportation of raw materials, detecting and monitoring 

facility locations, discovering local government support for 

Capabilities
Detect (Pd>90%), monitor and assess the production of illicit 

drug crops worldwide.   Understand the relationships between 

governments, organizations and people involved in the 

production, processing and trafficking of illegal drugs.  

Intercept comms (P intercept>90%) between 10s of individuals

worldwide within 10s of millions of daily electronic 

communications on 100s of communications networks, and 

determine content and applicability in near-real-time. Intercept 

10s of illicit electronic financial transactions worldwide, within 

10s of millions of daily electronic financial transactions.

Mission
HLS

Task
Support counter-drug operations

Sub-Task
MACA - Support Counter-drug Ops - Support denial of drug 

transportation to Homeland

ISR Operational 
Identifying and tracking appropriate individuals involved with 

Drivers
drug transport; detecting, identifying and tracking 

transportation of raw materials, detecting and monitoring 

facility locations,

Capabilities
Determine the sources and destinations of worldwide drug 

trafficking.  Monitor the movement of illicit drugs from their 

point of production to their point of shipment (Ptrack>80%).  

Detect (Pd>90%), identify (Pid>95%) and track the movement

of vehicles, vessels and aircraft (revisit rates necessary to 

maintain tracks (Ptrack> 90%) of carrier in the environment) 

transporting illicit drugs from the source country to the U.S. or

to intermediary points.  Monitoring and assessing the 10s of 

electronic communications between persons involved in the 

illicit trafficking of drugs within 10s of millions of electronic 

communications on 100s of communications networks 

worldwide.


Mission
HLS

Task
Support interdiction/arrest of attackers (including drug 

Sub-Task
MACA - Support interdiction/arrest of attackers - Support 

capture of belligerents

ISR Operational 
Identifying and tracking appropriate individuals involved with 

Drivers
the transport of illegal or stolen articles; detecting, identifying 

and tracking transportation of illicit or stolen articles, detecting

 and monitoring facility locations

Capabilities
Intercept comms between 10s of individuals worldwide as 

described above (see MACA - Support Counter-drug Ops - 

Support denial of drug production), disrupt financial 

transactions as defined above (MACA - Support 

interdiction/arrest of attackers - Support denial/disruption/ 

interception belligerent financial flows) and determine identities

of individuals responsible for the transactions within 12 hours 

of initially detecting the operation.  Locate the responsible 

individuals and support their apprehension and detainment by 

cognizant authority within 4 hours after they leave their 

Mission
HLS

Task
Support interdiction/arrest of attackers (including drug 

Sub-Task
MACA - Support interdiction/arrest of attackers - Support 

denial/disruption/ interception belligerent financial flows

ISR Operational 
Identifying and tracking appropriate individuals involved with 

Drivers
illicit activities; detecting, identifying and tracking 

transportation of stolen or illicit materials, detecting and 

monitoring facility locations, discovering local government 

Capabilities
After intercepting 10s of illicit electronic financial transactions 

worldwide, within 10s of millions of daily electronic financial 

transactions, within hours of their posting, as described above

 (MACA - Support Counterdrug Ops - Support denial of drug 

production); rapidly assess the impact of the information and 

develop an interdiction plan (within 2 hours).  The plan should 

describe the process of blocking the flow of the financial 

transaction from its source to the receiver (Psuccess>80%), 

an assessment of the impact of the financial interdiction and 

the likely response of the illicit traffickers in the event the 

financial interdiction occurs.  The overall impact of the 

financial interdiction should result in the blockage of >70 % of 

all detected illicit transactions for greater than 30 days.


Mission
HLS

Task
Support securing of public areas/sites (e. g., post-attack, civil 

Sub-Task
Support continued normal use of area when possible

ISR Operational 
attack alternatives, anticipating civilian reactions.

Drivers


Capabilities

Mission
HLS

Task
Support securing of public areas/sites (e. g., post-attack, civil 

Sub-Task
Support denial of public access to relevant area

ISR Operational 
Defining relevant area of threat (i. e. when primary incident 

Drivers
has not occurred yet).

Capabilities

Mission
HLS

Task
Support securing of public areas/sites (e. g., post-attack, civil 

Sub-Task
Support injury prevention for innocent civilians

ISR Operational 
Attack alternatives, anticipating civilian reactions

Drivers


Capabilities
Radio/TV for disseminating public info for desired responses C3,

interpret public & intercepted statements.

Mission
HLS

Task
Support securing of public areas/sites (e. g., post-attack, civil 

Sub-Task
Support prevention of violent/illegal activity

ISR Operational 
Potential triggers of spontaneous outbreaks,                          

Drivers
outsider threats, insider threats

Capabilities
observe activities at site, gather info from trusted personnel,                                                  infiltrate potentially belligerent factions, radiological detection capability
Appendix D: BA Capabilities for Strategic Deterrence

Strategic Deterrence Mission Capability Table

Mission
Strategic Deterrence

Task
Counterterrorism

Sub-Task
Identify emerging terrorism

ISR Operational 
Identify cultural, historic, economic, religious, etc. centers of 

Drivers
terrorist influence

Capabilities
Maintain detailed knowledge on the concerns and political, 

religious, economic and cultural motivations of 100s of 

governments and NGOs.

Mission
Strategic Deterrence

Task
Counterterrorism

Sub-Task
Identify sources of support for terrorism

ISR Operational 
Identify critical economic support for terrorist activities within 

Drivers
the organization of interest

Capabilities
Maintain detailed knowledge on the financial status of 100s of 

governments and NGOs and of 1000s of individual leaders 

involved with targeted governments and NGOs.

Mission
Strategic Deterrence

Task
Counterterrorism

Sub-Task
Identify terrorist leadership structure

ISR Operational 
Identify individuals responsible for the activities of a state or 

Drivers
non-state sponsored terrorist organization

Capabilities
Maintain detailed knowledge on the concerns and political, 

religious, economic and cultural motivations of 1000s of 

individual leaders involved with targeted governments and 

NGOs.

Mission
Strategic Deterrence

Task
WMD counter-proliferation

Sub-Task
Block transport of devices

ISR Operational 
Support the destruction or disruption of items that are 

Drivers
designated as WMD devices or components that are being 

transported for dissemination or storage.

Capabilities
Rapidly detect, identify and provide time critical targeting 

information on a few WMDs that are transported from 

production to storage or are being illegally distributed to third 

parties.

Mission
Strategic Deterrence

Task
WMD counter-proliferation

Sub-Task
ID and track dissemination activities

ISR Operational 
Identify the storage location of potential WMDs, the routes 

Drivers
and methods used to disseminate the WMDs and the flow of 

money used to purchase the WMDs

Capabilities
Intercept a few critical communications embedded in the 

international telecommunications system, Track the 

suspected means of moving WMDs and monitor suspected 

locations for the storage of WMDs.

Mission
Strategic Deterrence

Task
WMD counter-proliferation

Sub-Task
Identify activities

ISR Operational 

Drivers

Capabilities

Mission
Strategic Deterrence

Task
WMD counter-proliferation

Sub-Task
Identify potential providers & recipients

ISR Operational 
Understanding decision makers' tendencies & decision 

Drivers
processes as well as financial, cultural and political 

motivations.

Capabilities
Intercept 100’s of critical communications embedded in the 

international telecommunications system, Closely monitor the 

political, religious and NGO leadership in a few 10s of 

countries suspected of being providers of WMD.

Mission
Strategic Deterrence

Task
WMD counter-proliferation

Sub-Task
Identify relevant WMD devices

ISR Operational 
Dual-use devices, devices may be adapted for non-standard 

Drivers
use by recipient

Capabilities
Intercept a few critical communications embedded in the 

international telecommunications system, observe gathering 

of few 100s of devices identified as dual-use or particular to 

the production of WMDs.

Mission
Strategic Deterrence

Task
WMD counter-proliferation

Sub-Task
Identify WMD production activities

ISR Operational 
Track the purchase of equipment and the construction of 

Drivers
facilities suitable for the production of WMDs along with the 

actual production process

Capabilities
Intercept a few critical communications embedded in the 

international telecommunications system, Observe gathering a

few 100s of facilities identified as dual-use or particular to the

production of WMD.

Mission
Strategic Deterrence

Task
WMD counter-proliferation

Sub-Task
Identify WMD R&D activities

ISR Operational 
Track the movement and activities of WMD "experts" and the 

Drivers
flow of WMD related precursors and equipment

Capabilities
Intercept communications, observe equipment, and intercept financial transactions.

Mission
Strategic Deterrence

Task
WMD counter-proliferation

Sub-Task
Preemptively damage/destroy devices

ISR Operational 
Support the destruction or disruption of items that are 

Drivers
designated as WMD devices or components

Capabilities
Understand the potential WMD applicability for 1000s of 

potential WMD components and provide the information to 

most effectively destroy these items.

Mission
Strategic Deterrence

Task
WMD counter-proliferation

Sub-Task
Preemptively damage/destroy production capability

ISR Operational 
Support the destruction or disruption of sites that are 

Drivers
designated as WMD production facilities

Capabilities
Understand the layout and vulnerabilities of 100s of potential 

WMD production facilities (including hard and deeply buried 

facilities) and provide the information to most effectively 

destroy or disrupt the WMD production at a few sites 

designated for destruction.









































Appendix E: BA Capabilities for Stability Operations

Stability Operations Mission Capability Table

Mission
Stability Operations

Task

Sub-Task
Stability Ops - Arms Control

ISR Operational 
Detect, identify and track the movement of both WMDs and 

Drivers
other banned or contraband weapons. Knowledge of the 

interest in, R&D and production of WMDs as well as the 

process and operations of foreign military sales within a 

government or NGO.

Capabilities
Detection of the interest in, R&D, and production of WMDs 

(CBRNE) in a few tens of countries worldwide.  Tracking of 

critical production elements of WMDs and banned weapon 

systems worldwide.  Tracking of WMD and contraband 

weapons development experts worldwide.  Detection of 

potential sales, movement and delivery of WMD or other 

contraband weapons worldwide.

Mission
Stability Operations

Task

Sub-Task
Stability Ops - Foreign Humanitarian Assistance

ISR Operational 
Current force assessment for all military, paramilitary, 

Drivers
terrorist, criminal and NGO groups operating within the country

of interest and the region Status of economic, infrastructure,

political and cultural environment in countries of interest

Intelligence.

Capabilities
Capability assessment and strength, training, equipment 

estimate and location for all potential adversaries in 50-100 

countries worldwide. Status of economic, infrastructure, 

political and cultural environment in 20-50 countries worldwide 

on a current and continuing basis. Detailed knowledge of 

motivations, strategic interests and activities of all major 

elements of persuasion (2-10 groups) within countries of 

interest and their region.

Mission
Stability Operations

Task

Sub-Task
Stability Ops - Foreign Internal Defense

ISR Operational 
Detailed awareness of terrorist, criminal and other NGO 

Drivers
motivations, strategic interests and activities as well as size 

of organization, equipment levels, training and tactics.

Capabilities
Current knowledge of terrorist, criminal and other NGO 

motivations, strategic interests and activities as well as size 

of organization, equipment levels, training and tactics in 50-

100 countries worldwide.

Mission
Stability Operations

Task

Sub-Task
Stability Ops - Freedom of Navigation

ISR Operational 
Detailed knowledge of the regional anti-access threat to 

Drivers
include force status, training, equipment levels and types, 

motivations, tendencies, tactics and leaders

Capabilities
Capability assessment and strength, training, equipment 

estimate and location for all potential adversaries in 50-100 

countries worldwide. Detailed knowledge of motivations, 

strategic interests and activities of all major elements of 

persuasion (2-10 groups) within countries of interest and their 

region. Knowledge of METOC in region.

Mission
Stability Operations

Task

Sub-Task
Stability Ops - Human and civil assistance

ISR Operational 
Status of economic, infrastructure, political and cultural 

Drivers
environment in countries of interest. Intelligence on 

terrorist/criminal and other NGO activity within countries of 

interest.

Capabilities
Status of economic, infrastructure, political and cultural 

environment in 20-50 countries worldwide on a current and 

continuing basis. Detailed knowledge of motivations, 

strategic interests and activities of all major elements of 

persuasion within countries of interest and their region.

Mission
Stability Operations

Task

Sub-Task
Stability Ops - Lines of Communication Protection

ISR Operational 
Detailed knowledge of the regional anti-access threat to 

Drivers
include force status, training, equipment levels and types, 

motivations, tendencies, tactics and leaders

Capabilities
Capability assessment and strength, training, equipment 

estimate and location for all potential adversaries in 50-100 

countries worldwide. Detailed knowledge of motivations, 

strategic interests and activities of all major elements of 

persuasion (2-10 groups) within countries of interest and their 

region. Knowledge of METOC in region.

Mission
Stability Operations

Task

Sub-Task
Stability Ops - Military Contacts

ISR Operational 
Awareness of individuals and government/military 

Drivers
organizations motivations, strategic interests and activities

Awareness of terrorist/criminal activities with country of 

interest and specific region within country

Capabilities
Current knowledge on 10s to 100s of individuals in 50-100 

countries worldwide available on demand.  Specific intelligence

on terrorist/criminal organizations, activities and plans in 50-

100 countries worldwide available on demand.

Mission
Stability Operations

Task

Sub-Task
Stability Ops - Noncombatant Evacuation

ISR Operational 
Current force assessment for all military, paramilitary, 

Drivers
terrorist, criminal and NGO groups operating within the country

of interest and the region.  Status of economic, infrastructure,

political and cultural environment in countries of interest to

Intelligence.

Capabilities
Capability assessment and strength, training, equipment 

estimate and location for all potential adversaries in 50-100 

countries worldwide. Status of economic, infrastructure, 

political and cultural environment in 20-50 countries worldwide 

on a current and continuing basis. Detailed knowledge of 

motivations, strategic interests and activities of all major 

elements of persuasion (2-10 groups) within countries of 

interest and their region.

Mission
Stability Operations

Task

Sub-Task
Stability Ops - Peace Enforcement

ISR Operational 
Current force assessment for all military, paramilitary, 

Drivers
terrorist, criminal and NGO groups operating within the country

of interest and the region Intelligence on terrorist/criminal 

and other NGO activity within countries of interest

Capabilities
Capability assessment and strength, training, equipment 

estimate and location for all potential adversaries in 50-100 

countries worldwide. Detailed knowledge of motivations, 

strategic interests and activities of all major elements of 

persuasion (2-10 groups) within countries of interest and their 

region.

Mission
Stability Operations

Task

Sub-Task
Stability Ops - Peacekeeping Operations

ISR Operational 
Current force assessment for all military, paramilitary, 

Drivers
terrorist, criminal and NGO groups operating within the country

of interest and the region. Status of economic, infrastructure,

political and cultural environment in countries of interest to

Intelligence.

Capabilities
Capability assessment and strength, training, equipment 

estimate and location for all potential adversaries in 50-100 

countries worldwide. Status of economic, infrastructure, 

political and cultural environment in 20-50 countries worldwide 

on a current and continuing basis. Detailed knowledge of 

motivations, strategic interests and activities of all major 

elements of persuasion (2-10 groups) within countries of 

interest and their region.

Mission
Stability Operations

Task

Sub-Task
Stability Ops - Sanction Enforcement

ISR Operational 
Detect, identify and track the movement of both WMDs and 

Drivers
other banned or contraband weapons Knowledge of the 

process and operations of foreign military sales within a 

government or NGO Current force assessment for all 

military, paramilitary, terrorist, criminal.

Capabilities
Detection of the interest in, R&D, and production of WMDs 

(CBRNE) in a few tens of countries worldwide.  Tracking of 

critical production elements of WMDs and banned weapon 

systems worldwide.  Tracking of WMD and contraband 

weapons development experts worldwide.  Detection of 

potential sales, movement and delivery of WMD or other 

contraband weapons worldwide. Capability assessment and 

strength, training, equipment estimate and location for all 

potential adversaries in 50-100 countries worldwide. Status of

economic, infrastructure, political and cultural environment in 

20-50 countries worldwide on a current and continuing basis.

Detailed knowledge of motivations, strategic interests and 

activities of all major elements of persuasion (2-10 groups) 

within countries of interest and their region.

Mission
Stability Operations

Task

Sub-Task
Stability Ops - Security Assistance

ISR Operational 
Detailed knowledge of the motivation, strategic intent and 

Drivers
current activities of individuals and governmental elements 

directly representing foreign governments being considered 

Security Assistance. Status of economic, infrastructure, 

political and culture.

Capabilities
Current understanding of motivations, strategic interests and 

activities for all key individuals in the government or 

representing the government within the country of interest for 

50-100 countries worldwide. Status of economic, 

infrastructure, political and cultural environment in 20-50 

countries worldwide on a current and continuing basis.

Detailed knowledge of motivations, strategic interests and 

activities of all major elements of persuasion (2-10 groups) 

within countries of interest and their region.

Mission
Stability Operations

Task

Sub-Task
Stability Ops - Show of Force

ISR Operational 
Current force assessment for all military, paramilitary, 

Drivers
terrorist, criminal and NGO groups operating within the country

of interest and the region Intelligence on terrorist/criminal 

and other NGO activity within countries of interest

Capabilities
Capability assessment and strength, training, equipment 

estimate and location for all potential adversaries in 50-100 

countries worldwide. Detailed knowledge of motivations, 

strategic interests and activities of all major elements of 

persuasion (2-10 groups) within countries of interest and their 

region.

Mission
Stability Operations

Task

Sub-Task
Stability Ops - Support to Counter-insurgency

ISR Operational 
Current force assessment for all military, paramilitary, 

Drivers
terrorist, criminal and NGO groups operating within the country

of interest and the region Status of economic, infrastructure,

political and cultural environment in countries of interest

Intelligence.

Capabilities
Capability assessment and strength, training, equipment 

estimate and location for all potential adversaries in 50-100 

countries worldwide. Status of economic, infrastructure, 

political and cultural environment in 20-50 countries worldwide 

on a current and continuing basis. Detailed knowledge of 

motivations, strategic interests and activities of all major 

elements of persuasion (2-10 groups) within countries of 

interest and their region.

Mission
Stability Operations

Task

Sub-Task
Stability Ops - Support to Insurgency

ISR Operational 
Current force assessment for all military, paramilitary, 

Drivers
terrorist, criminal and NGO groups operating within the country

of interest and the region Status of economic, infrastructure,

political and cultural environment in countries of interest

Intelligence.

Capabilities
Capability assessment and strength, training, equipment 

estimate and location for all potential adversaries in 50-100 

countries worldwide. Status of economic, infrastructure, 

political and cultural environment in 20-50 countries worldwide 

on a current and continuing basis. Detailed knowledge of 

motivations, strategic interests and activities of all major 

elements of persuasion (2-10 groups) within countries of 

interest and their region.

Mission
Stability Operations

Task

Sub-Task
Stability Ops - Unconventional Warfare

ISR Operational 
Current force assessment for all military, paramilitary, 

Drivers
terrorist, criminal and NGO groups operating within the country

of interest and the region Status of economic, infrastructure,

political and cultural environment in countries of interest

Intelligence.

Capabilities
Capability assessment and strength, training, equipment 

estimate and location for all potential adversaries in 50-100 

countries worldwide. Status of economic, infrastructure, 

political and cultural environment in 20-50 countries worldwide 

on a current and continuing basis. Detailed knowledge of 

motivations, strategic interests and activities of all major 

elements of persuasion (2-10 groups) within countries of 

interest and their region.
Appendix F: Thresholds for Battlespace Awareness Attribute Evaluation

This document defines the nine attributes identified by the Battlespace Awareness Functional Concept (BA FC), the criteria that were established for each and evaluation thresholds for systems to evaluate their ranking against the BAFC attributes.  The thresholds are defined as Best (fully supports BAFC attributes), Good (supports critical elements of the BAFC attributes) and Minimum (meets a limited set of the BA FC attributes).  These thresholds will be used to assess the elements of a candidate BA architecture in meeting the BA FC attributes identified in the Battlespace Awareness Functional Concept Paper. 
Information Precision
Criteria:  The degree that the decision maker is able to receive information that is relevant, appropriate and in an understandable form.

Best:  
The system data is delivered directly to the decision maker in a form that he can use immediately to make critical decisions with a high degree of confidence


Good:  
The system data is delivered to an organization tasked with supporting the decision maker and the data is rapidly transformed into information that is important to the decision makers ability to complete his mission  

Minimum:  
The system data is delivered several echelons away from the decision maker and must be processed, interpreted and repackaged.  The delivered information is considered to be useful but not necessary for the decision maker to complete his mission.

Quality
Criteria:  Measures the level of accuracy and confidence associated with the information.

Best:  
The system data is extremely accurate in all cases and is considered definitive in resolving critical issues

Good:  
The system data is accurate enough to meet the needs of a variety of low resolution tasks but must be corroborated with other data to resolve critical issues

Minimum:  
The system data is a rough measure of the real situation and can often lead to incorrect interpretations

Security
Criteria:  Describes the level to which the information has been safeguarded from falling into adversary hands.

Best:  
The system data is collected, transmitted, processed and disseminated in an environment that is considered to be fully protected and not exploitable.

Good:  
The system collects data and exfiltrates/transmits it for processing in what is considered a protected environment.  Any transmission of system data is done using advanced encryption techniques.

Minimum:  
The system collects data and exfiltrates/transmits it in close proximity to the adversary.  Processing of data is done in an open facility and dissemination is done over unprotected circuits with no encryption,

Timeliness
Criteria:  Measures the time between the desire for information and the receipt of the information by the decision-maker.

Best:  
The data is collected, processed and disseminated to the decision maker in a time that easily supports the timelines of the subtask under consideration.

Good:  
The data is collected processed and disseminated to the decision maker in a time that supports the timelines of the subtask under consideration only if; 1) the collection is of the highest priority or 2) < 50% of the time normally.

Minimum:  
The data is collected, processed and disseminated to the decision maker over a period of weeks to months that allows it to be used for historical trend analysis but not for time critical operations.

Sharing
Criteria:  The extent to which the information can be shared both in terms of the exportability of its content and form as well as the existence of shared policy, procedures, protocols and infrastructure to move information within the networked force.

Best:  
The collected data and the processed information are available to all echelons of decision makers who have a need to know with minimal cross-organizational resistance.

Good:  
The collected data is closely held but the processed information can be disseminated to most decision makers who have a need to know if organizational sharing processes are established and maintained.

Minimum:  
The collected data is not available beyond an extremely limited audience and the processed information is closely held at national agency level within SAR/SAP programs.

Reach of Operations
Criteria:  Reach is a measure of where and when effects can be applied within the desired area of influence.  Reach includes a raw distance component, but it is much more than that.  It also involves the capability to achieve effects in urban environments and in the reaches of space.  Reach describes an effects ability to be used during day or night.  Reach is also a measure of when effects can be applied across the continuum of peace to crisis to full-blown war.

Best:  
System field of view is worldwide, regardless of environmental factors including terrain, weather and time of day.

Good:  
System field of view is limited to line of sight from collection platform and is unaffected by environmental factors, including terrain, weather and time of day, less than 30 % of the time

Minimum:  
System field of view is limited to line of sight from ground location and can be adversely affected by many environmental factors including terrain, weather and time of day.

Persistence of Operations
Criteria:  Persistence, with respect to a system, has two major aspects: survival and staying power.  To be persistent, the system first has to survive in the environment in which it operates.  The survival aspect includes items such as hardening versus Electromagnetic Pulse (EMP), the ability to survive in a hard vacuum, etc.  If the system and its associated effect are survivable, then one can include a measure of temporal endurance as in "persistent ISR."  The temporal endurance aspect includes factors such as reliability, logistics support required, battery/energy supply lifetime, etc.

Best:  
The system is capable of providing continuous access for the time necessary to accomplish the subtask with minimal delay and without regard to the threat level and type encountered.

Good: 
The system can provide adequate access to accomplish the subtask over an extended but acceptable time period and is able to survive against most of the postulated threats (i.e. against direct attack but not nuclear hardened).

Minimum:
The system provides periodic access in low threat environments and can contribute to meeting the information necessary to accomplish the subtask

Agility of Operations
Criteria:  Agility is a quantification of the capability to re-direct. There are three aspects to agility, speed of effect, speed of redirection, and discrimination of effect.  Speed of effect refers to how quickly a system’s effect can be brought to bear.  Speed of redirection describes the ability to retarget a particular effect.  Discrimination describes the ability to narrow the operation or application of effects to only influence precisely defined targets.
Best:  
The system can be directed to collect the data necessary to satisfy the subtask in near-real-time by the decision maker and can accept redirection immediately.

Good: 
The system can be tasked to collect the data necessary to satisfy the subtask using an established process in less than the required subtask timeline.

Minimum:
The system requires an extended period of time to task and can not be relied upon to satisfy time critical subtasks but may provide historic data or serendipitous collection that supports the information needs of the subtask

Spectrum of Operations
Criteria:  Spectrum describes the ability to use a variety of system effects (potentially simultaneously) to achieve a particular objective.  

Best:  
The system is either the only collection means that provides the necessary information needed to meet a subtask requirements or the system provides a new source or method expanding the range of systems available to meet a subtask requirement.

Good: 
The system provides duplicative collection against the subtask requirements but collects the information in a new domain or in an expanded environment.

Minimum:
The system is one of many systems that collect a particular class of information necessary to meet the subtask requirements.



























































































































































































� CJCSI 3170.01C, dated 24 June 2003, page A-3.


� Chairman of the Joint Chiefs of Staff Instruction 3170.01C, Joint Capabilities Integration and development System, 24 June 2003, page A-5.
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