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Executive Summary

The purpose of the Force Management Joint Functional Concept is to identify the principles, capabilities, and attributes required by Force Management to integrate human and technical assets from across the Joint Force to make the right capabilities available at the right time and place. This concept also provides a functional context for other joint concepts, and it supports joint experimentation
 and the measurement framework for evaluating joint initiatives.

The Force Management Joint Functional Concept provides a high level description of the set of integrated policies, processes, and tools that might be required if the force manager is to function at peak efficiency and effectiveness 15 to 20 years in the future. In doing this, the concept depicts how its application in an environment with reduced organizational, information, and functional barriers will result in the best possible satisfaction of creating capabilities using the finite assets provided by the Joint Force and its mission partners, to meet the competing capability requirements of operational commanders. 
Force Management is supported by a two-phase process. In the near term phase, Force Management draws human and technical assets from the Joint Force and its mission partners to satisfy the needs of operational commanders for capabilities, bounded by guidance from the senior leadership.  The force manager coordinates and facilitates feedback from the operational commanders back to the Joint Force and its mission partners. This process does not occur in isolation, and relies on a collaborative interaction that allows the force manager to adjudicate multiple demands on limited available resources.  Supporting the longer term phase is the Capability Development process that relies upon the identification and integration of future capabilities through the execution of five functions (sizing, sourcing, structuring, readiness assessment and reporting, and planning) to produce required capabilities. The Capabilities Development Process will utilize an approved set of capabilities, such as the Joint Capability Areas (JCAs), as the organizational construct in order to conduct a capability review and risk assessment.  The assessments will identify gaps and overlaps among the capabilities being developed and identify the risks to the short, medium and long term health and well being of the Joint Force.  
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1.0   Concept Purpose

1.1   Statement of Purpose

The purpose of the Force Management Joint Functional Concept is to:

· Define Force Management and the Force Management Joint Functional Concept and to explain how Force Management will be applied to stewarding the Joint Force and to support missions across the full Range of Military Operations (ROMO);

· Identify and describe the capabilities and attributes required by the force manager and provide the functional context for Joint Operating Concepts (JOC) and Joint Integrating Concept (JIC) development;

· Provide the measurement framework for evaluating joint initiatives and conducting analyses in support of the Joint Capabilities Integration and Development System (JCIDS);
 and

· Provide a basis for joint experimentation and exercises.

1.2   Definition

Force Management is the capability to integrate new and existing human and technical assets from across the Joint Force and its mission partners to make the right capabilities available at the right time and place in support of the National Defense Strategy.

The integration of human and technical assets into capabilities gives Force Management (FM) a strong flavor of Command and Control (C2) and begs the question whether FM is subsumed by C2.  However, C2 and FM are distinctly different. C2 is “the exercise of authority and direction by a properly designated commander over assigned and attached forces in the accomplishment of a mission.”
 FM, as described in this document, is a managerial construct that supports and empowers leaders to create and make available the capabilities required by operational commanders to implement the National Defense Strategy. 

1.3   Concept Statement

The objective of Force Management is to integrate human and technical assets from across the Joint Force, and its mission partners, necessary to support the National Defense Strategy.  Central to Force Management are five basic functions: sizing, structuring, readiness assessment and reporting, sourcing and planning. It is enabled by organizational transparency, robust risk management, and functional modularity
 to make the right capabilities available at the right time and place.

1.4   Assumptions

There are several assumptions common to all Joint Functional Concepts that provide the backdrop for future U.S. military operations:

· Future joint, combined, and expeditionary force operations will take place in a net-centric environment;

· The DOD culture will continue to become more joint and to rapidly integrate innovation in order to readily adapt to the changing future operating environment; 

There are also key assumptions that are specific to the FM JFC: 

· Progress in using information technology as well as other technologies to improve capabilities will continue to change the conduct of military operations; 

· DOTMLPF process will evolve to address new and innovative force management policies, tools and procedures;

· Future joint operations will increasingly involve multilateral efforts that include mission partners; and 

· The Joint Force will make information available at the required level of detail regarding human and technical assets relevant to the information requirements of the force manager and the operational commanders.

· Mission partner organizations will make themselves sufficiently transparent and their data sufficiently visible to the force manager that the mission partner’s human and technical assets can be efficiently and effectively integrated with the assets of the Joint Force. 

1.5   Risks

The challenges described below could endanger the success of this concept.

· Global visibility may enable the micromanagement of total forces. 

Risk Mitigation: Proper training and network and information guidelines will foster size, shape, posture, and commitment through strategic management techniques. 

· The dynamic, complicated and uncertain nature of the future operating environment will make sustaining personnel, infrastructure and equipment a greater challenge than it is today. 

Risk Mitigation: It is essential that the Services properly execute their statutory responsibilities in order to have a proficient and ready force (e.g., manages careers and rotations, modernize infrastructure and facilities, training, maintenance and overall readiness.)

· Agile FM processes, policies, and tools will transform and be developed at rates that vary with transformations in other areas of the Joint Force. It will be a challenge to implement future Force Management in a manner that does not disrupt or weaken the Force. 

Risk Mitigation: Implementation programs, that phase in agile FM processes, policies, and tools into the Force as appropriate, will need to be created and utilized. Experimentation will reduce risk by providing a means to evaluate process alternatives prior to the engagement of an implementation program.

2.0   Central Idea

2.1   Statement of the Military Problem

The United States will continue to be faced with a broad spectrum of growing and diverse threats in a complicated, dynamic and uncertain environment.  Addressing the threats requires the United States to apply a range of capabilities with proficiency and effectiveness. The U.S. military’s ability to generate appropriate capabilities to address these threats is limited in large part by the friction and inefficiency of its force management capability.  The current approach to force management does not effectively employ our current capabilities nor promote the long-term health and well-being of the force. Friction and inefficiency are the result of long standing organizational, information and functional barriers to the integration of human and technical assets drawn from across the Joint Force.

2.1.1   Emerging Environment

The global security environment 15 to 20 years from now will be at least as complicated, uncertain, and dynamic as the one that exists today.  This environment will continue to see the U.S. pursuing its interests and responsibilities around the globe.
 This pursuit will continue to evolve and foster expanded awareness and involvement in international events as a result of global developments in “transportation, communications, and information technology.”
 Evolution and transformation in these three areas and the general diffusion of technology ensures that the future environment will be no less complicated, uncertain, and dynamic than it is today. This emerging world also correlates with increases in the range of threats to U.S. people and interests. Threats will result from growing political, economic, ethnic, and religious divisions, the escalated capabilities of hostile state and non-state actors, population growth and associated resource constraints, and the proliferation of dangerous technologies and weaponry.
 

In order to address the complexities and threats of the emerging strategic environment, the United States will need to employ a wide range of capabilities at the most appropriate time and at the right place in order to affect the types of change consistent with the National Defense Strategy. 

2.1.2   Implications for Force Management

The emerging environment places a premium on the availability of the right capability at the right time and place to support the missions of the operational commanders. The effectiveness and efficiency of force management needs to improve significantly to support the level of integration required to meet the challenges of the emerging strategic environment.  See Figure 2-1 below.  Human and technical assets and the information used to represent and manage them will need to be more free flowing and easily integrated in order to deal with the complexity and dynamism of the emerging strategic environment.  Force management will need to address requests for capabilities from operational commanders in the context of all the requests in order to minimize risk and maximize effectiveness and efficiency.  They will need to respond to their customer’s needs (operational commanders) and provide feedback to their suppliers (the Joint Force and its mission partners) on the quality, capability, and proficiency of the assets being made available for integration. Single purpose units, narrowly focused on specific areas of expertise and optimized to perform a specific mission will need to give way to more interoperable and modular packages of capabilities. Capabilities developed using functionally modular assets will be integrated more quickly and more thoroughly with less effort than their current equivalents because key differences between them are linked to their performance rather than to their lineage as part of a particular part of the Joint Force. The development of these capabilities needs to be performed in such a way as to account for all of the demands being made upon all the human and technical assets across the Joint Force and its mission partners.  

The disposition and location of assets will need to be visible across the globe so that the force manager has as clear a picture as possible of the potential capabilities and how quickly they can arrive at the places where they are most needed.  The force manager will need to be able to quickly create and integrate varied and unanticipated combinations of assets drawn from all of the Services and from the US civilian government (federal, state, and local) and from the private contractor base.  Although Services’ statutory responsibilities will continue to evolve as suppliers of assets to the Joint Force, they will retain their enduring responsibility to organize, train, and equip military forces.

The force manager will also need to undertake a rigorous risk management regime to assure that high priority contingencies can be addressed by appropriate capabilities with sufficient time to contribute to mission success with minimal costs to personnel and equipment.  The force manager will also need to be able to rapidly and easily compare and assemble human and technical assets drawn from across the Joint Force and its mission partners.  The force manager will need to take a long term view of the current demand for capabilities and communicate the collective impact of those demands to the Joint Force and to the senior leadership.  Human and technical assets will need to be as modular as possible relative to functionally similar assets. Increased modularity in this circumstance will reduce friction and increase the ease with which capabilities are created and integrated by the operational commander. 

The force manager will need to place a premium on minimizing the effort required to create and make available the right capabilities at the right time and place for employment by the operational commander. Organizations will need to increase their transparency and the visibility of their data so that the collective group operates more like an integrated whole while still retaining important aspects of their cultural diversity. See Figure 2-1 – Moving to a Future Model of Force Management. High quality, authoritative data will need to be developed and maintained on all human and technical assets from across the Joint Force and the mission partners and those same organizations will need to be transparent in an unprecedented degree to the force manager.
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Figure 2‑1: Moving to a Future Model of Force Management

2.2   Information Age Force Management

The Joint Force needs to move from an Industrial Age approach to an Information Age approach to force management. The current approach to Force Management reflects an Industrial Age model of warfare that creates and reinforces barriers to the flow of data and the integration of human and technical assets from across the Joint Force and its mission partners. The Industrial Age model of warfare reflects Industrial Age principles of resource management and problem solving: decomposition, specialization, hierarchy, optimization, de-confliction, centralized planning and de-centralized execution.
 In terms of Force Management, each organization in the Joint Force and its mission partners has its own force management policies, processes, and tools to support its roles and mission in support of Joint requirements. Each organization has developed its own infrastructure to foster the creation of the human and technical assets that it requires to perform its vision of its role in the National Defense Strategy.  They package their assets into units optimized for the performance of a specific function within the Industrial Age model of warfare, which emphasizes mass at the point of attack.  The Joint Force is not managed as a single entity but as an amalgam of units with limited interoperability aside from that interoperability which they share with units from the same organization. Policies, processes and tools are optimized for the specific needs of each organization and become functionally opaque to other organizations with whom they may be operating in the course of future missions.  Newly developed or integrated capabilities are not synchronized and may compete for scarce resources or additional human and technical assets because of a systematic absence of global visibility into the capabilities development processes within each organization. The result is that as the need to adopt and integrate new capabilities increases in the face of a changing strategic environment, the ability to integrate human and technical assets to create the required capabilities is impeded by a series of information, organizational and functional barriers.  

Although adequate to meet today’s challenges, the current process lacks the efficiency and effectiveness to make available the right capabilities at the right time and place required to address emerging threats. Maintaining the barriers to the movement of data and human and technical assets will give our adversaries of all sizes and capabilities a competitive edge.
 

Force Management in the Information Age is focused on exploiting the net-centric environment to make the right capabilities available at the right time and right place.  The Net-Centric Environment is “a framework for full human and technical connectivity and interoperability that allows all DOD users and mission partners to share the information they need, when they need it, in a form they can understand and act on with confidence; and protects information from those who should not have it.”

The implications for Force Management in exploiting the Net-Centric Environment are the reduction of the information, organizational and functional barriers that hinder the efficient and effective integration of human and technical assets from across the Joint Force and mission partners. See Figure 2-2: Asset Integration under Information Age and Industrial Age Force Management. It significantly improves the overall effectiveness of the Joint Force by making better use of its limited human and technical assets and at the same time improves the ability of the Services, force manager and senior leadership to execute their stewardship responsibilities. This concept is designed to meet unexpected challenges, to accomplish tasks in new ways, to learn how to accomplish new tasks,
 and increases the overall agility of the process by which new capabilities are developed.  It reduces the information, organizational and functional barriers by enhancing connectivity and collaboration among the Joint Force and its mission partners, the force manager, senior leadership, and the operational commanders.
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Figure 2‑2: Asset Integration under Information Age and Industrial Age Force Management

The force manager must promote the widespread sharing of information. Information sharing makes the development of capabilities more efficient and responsive to the needs of operational commanders.  Being more efficient in the development of appropriate capabilities at the right time and place gives the operational commander a competitive advantage over the adversary. The requirements of operational commanders for capabilities can be more easily met and the risk to the total force reduced because the force manager has access to the data required to make informed decisions.  The development of capabilities to support operational commanders can be better synchronized with the availability of human and technical assets. The infrastructure required to generate and maintain those assets can be more efficiently managed over time. Requirements for particular technical assets or skills sets and feedback on current equipment and training can be transferred more quickly to the Joint Force or missions partners to help facilitate their requirements to train and equip.  Senior leadership gains global visibility regarding current commitments, allowing them to generate guidance and strategy based on higher quality, more timely information.  

2.3   Central Idea

If the organizational, information, and functional barriers to integration of human and technical assets from across the Joint Force and its mission partners are reduced, then the force manager can dramatically increase the effective and efficient creation of capabilities through the integration of new and existing human and technical assets. 

The Force Management Joint Functional Concept describes an Information Age approach to force management. It is based on the ability to efficiently and effectively integrate and steward human and technical assets from across the Joint Force and its mission partners to make the right capabilities available to commanders at the right time and the right place to fulfill their missions in inherently uncertain environments, across the ROMO and all time scales. The net-centric environment helps to reduce the organizational, information and functional barriers that currently exist and hinder the efficiency and effectiveness of the force manager.  The force manager must have the tools and processes to access the information they need, when they need it and in a form that is useful to them regarding all of the human and technical assets across the Joint Force and its mission partners.  They will be able to adjudicate all of the requests for capabilities from operational commanders in an efficient and responsive manner while being able to assess the short, mid, and long term risks and develop options for managing those same risks.  They will be able to facilitate systematic feedback to the Joint Force and its mission partners from the operational commanders on the assets required or desired to formulate the necessary capabilities for mission success. Conducting force management in a net-centric environment will enable the force manager to influence the DOTMLPF change and development processes to reduce friction and facilitate integration. The force manager will be able to encourage functional modularity and system interoperability because they can perform analyses across both the Joint Force and mission partners and assess where specialization and optimization best support the needs of the operational commanders.  Exploiting the net-centric environment will help broaden the range of human and technical resources which can be integrated into capabilities available to operational commanders because it allows them greater organizational transparency, as a result of access to authoritative data, on domestic mission partners who may be playing a key role in supporting operational commanders.  To a lesser extent, this will also be true for foreign mission partners as well.

2.4   Principles Essential to Applying the Concept to a Wide Range of Scenarios 

Information Age Force Management is guided by three key principles: Functional Modularity, Organizational Transparency, and Robust Risk Management. 
2.4.1   Functional Modularity

The human and technical assets drawn from across the Joint Force and its mission partners to develop capabilities require an increased level of interoperability across functional areas. Human and technical assets fulfilling the same roles while operating in the same primary physical domain need to operate to the same standards of practice, proficiency and lexicon.  The primary physical domains include: space, air, land, sea, undersea, and cyber environments.

This suggests that the Joint Force and its mission partners need to continue to examine opportunities to integrate the way they train and operate while still maintaining their unique expertise and culture in the execution of their traditional roles and missions. Functional modularity goes further than system interoperability because it also addresses the organizational barriers that have arisen over time.  Functional modularity will enhance the ability of commanders to employ relevant capabilities by allowing the exchange and combination of assets more readily and easily than is possible today. For instance, all functions common to the operation of aircraft should be organizationally agnostic, except in those cases where the specific needs for operating in different functional domains take precedence.  All pilots in the Joint Force should be capable of understanding each other when flying together, but not all pilots need be capable of making a carrier landing. Providing more depth to common aspects of shared functions and doing so at an earlier stage of their military service will mitigate differences that hinder the force manager, but not at the cost of the unique, operationally important organizational cultures of the Joint Force and its mission partners. Functional modularity makes it more effective and efficient to compare and assemble assets from multiple organizations with unique cultures 

2.4.2   Organizational Transparency 
Organizational transparency is a key area in the Force Management environment. It requires both a culture of openness and visibility of information across the Joint Force. Organizational transparency allows the Joint Force to rapidly respond to any situation with minimal warning. It will enable the force manager to identify, assess availability of, and synchronize the integration of human and technical assets across the Joint Force and its mission partners. It also enables the force manager to have total visibility of readiness across the Joint Force by encouraging information sharing, collaboration, and participation, which ultimately creates a higher level of trust among its partners. The Force Management FCB’s Data Initiative and the Global Force Management Initiative are current examples of efforts underway to facilitate organizational transparency.

2.4.3   Robust Risk Management 
The force manager must employ a robust risk management scheme in order to balance all of the requirements of operational commanders with the availability of human and technical assets. Risk management will need to address the impact of the demands of the operational commanders on the near, mid and far term capability, proficiency and readiness of the Joint Force.  Risk management will require global visibility of all human and technical assets and authoritative data on all assets, coupled with responsive analytical methods and tools.  The risk management scheme has four related dimensions: 

· The ability of the Joint Force and its mission partners to provide sufficient numbers of quality personnel, and sustain the readiness of the force while accomplishing its many operational tasks; 

· The ability of the Joint Force and its mission partners to achieve military objectives in a near-term conflict or other contingency; 

· The ability to invest in new human and technical assets, integrate them into capabilities and develop new operational concepts to exploit those capabilities in order to dissuade or defeat mid-to long-term military challenges; and 

· The ability to develop force management practices and controls that use resources efficiently and promote the health and well being of the Joint Force and the effective operation of the Defense establishment.

This scheme provides the information among fundamental objectives and resource constraints in order to identify the trade-offs and offsets necessary to successfully operate in a resource-constrained environment. By utilizing these four areas, Force Management will be able to address the issues associated with making available the capabilities required by the operational commanders at the right time and right place.
 

2.5   Application of Concept within a Campaign Framework

The emerging strategic environment creates a regular need for capabilities to support the mission requirements of operational commanders. As a result, the force manager need to not just be able to make the right capabilities at the right time and place, but they need to be able to create those capabilities within the context of all of the demands being made by operational commanders on finite human and technical assets and the risks that each combination of assets has for the overall Joint Force.  Force Management consists of a two level process:  The Force Management Process which adjudicates all the demands for capabilities in relation to the assets available from the Joint Force and the missions partners with guidance on end goals and other constraints from the senior leadership and The Capability Development Process, which addresses each of the requests for capabilities by operational commanders, integrates the human and technical assets into capabilities.

2.5.1   Force Management Process

The Force Management process adjudicates the requests of the operational commanders, who are requesting capabilities to execute their missions with the availability of the assets provided by the Joint Force and its mission partners.  The operational commanders, as the consumers of capabilities, are the customers of the force manager.  The force manager, as the assembler of capabilities, is the customer of the Joint Force and its domestic mission partners.

The senior leadership of the nation establishes guidance and advocates the position of the United States in determining multinational military objectives; defines limits and assesses risks for the use of military and other instruments of national power; develops global plans or theater war plans to achieve these objectives; and provides the resources for the Joint Force to develop human and technical assets.
 

The Force manager oversees the integration of human and technical assets into capabilities. The force manager receives the operational commanders’ request for capabilities and requests the required human and technical assets from the Joint Force and its mission partners. The force manager creates an initial organizational structure based on operational commander’s requirements that is tailored to the needs of the operational commander with an emphasis on easily integrating the capabilities into the operational commander’s force structure.
 The force manager also facilitates the contributions of foreign mission partners in coordination with the operational commanders. The force manager also collects and organizes feedback from the operational commanders to the Joint Force and its mission partners providing the assets. See figure 2-3: Force Management Process.

The Joint Force and its mission partners provide the human and technical assets.  They recruit, train and equip the assets, emphasizing functional modularity and the reduction of friction inherent in the integration of those assets into capabilities.  The Joint Force and its mission partners will receive feedback from the operational commanders through the force manager on the performance of their assets and the appropriateness of their training and equipment relative to the tasks that the operational commanders needed to perform.  The Joint Force then has the responsibility to integrate that feedback into the development of future human and technical assets.  While the Joint Force will be the primary source of human and technical resources, the domestic mission partners will provide important and specialized assets that will significantly augment the capabilities available to the operational commander. 

 In the case of foreign mission partners, including allies, coalition partners, international organizations and NGOs, some force manager functions be will performed almost exclusively by the operational commanders, in large part because the availability of authoritative data on those mission partners will be extremely limited on a global basis.  Capabilities involving these assets will probably be best assembled within the specific understanding of the relationship between an operational commander and the field personnel of these mission partners.
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Figure 2-3: Force Management Process

2.5.2   Capability Development Process

The force manager is also responsible for coordinating the demands for future capabilities from the operational commanders with the human and technical assets that will be provided by the Joint Force and its mission partners.  The force manager integrates these future capabilities by advocating for the human and technical assets required to meet the needs of the operational commanders.  The operational commanders can then decompose those capabilities and re-arrange the assets as their requirements and planning dictates.  The force manager uses the Capabilities Development Process to integrate the proper mix of human and technical assets to make the right capability available to the operational commander at the right time and place.  The Capabilities Development Process will utilize an approved set of capabilities, such as the Joint Capability Areas (JCAs), as the organizational construct in order to conduct a capability review and risk assessment.
  The assessments will identify gaps and overlaps among the capabilities being developed and identify the risks to the short, medium and long term health and well being of the Joint Force.  This process will rely on the successful recursive, adaptive and integrated execution of five basic functions: sizing, structuring, sourcing, readiness assessment and reporting, and planning. The process will be bound by doctrinal, policy and legal requirements and is supported by authoritative data drawn from across the Joint Force and its mission partners. See Figure 2-4: Capabilities Development Process. 

The five functions are defined below: 

· Sizing addresses the proper number or amount of assets to ensure all requirements identified are met. Sizing answers the question “How Many?” 

· Structuring addresses the composition and organization of a capability in accordance with an operational commander’s requirements.  It does not include the composition and organization of the human and technical assets that make up a capability. Structuring answers the questions “What is included and how is it arranged?” 

· Readiness assessment and reporting addresses the assessment of the ability of the asset to perform its basic function and to operate as part of a capability. This answers the question “How prepared?” 

· Sourcing is the identification and assignment, apportionment, and allocation of Joint Force assets to satisfy the capability requirements. Sourcing answers the question “Who supports the capability requirements?” 

· Planning is the systematic, on-demand creation and revision of executable plans, with up-to-date options, as circumstances require. Its goal is to establish a seamless, end-to-end connection of deliberate global planning and regional crisis action planning as it applies to force management.
  Planning answers the questions “How synchronized?

By using authoritative data and Net-Centric analytical tools, the force manager can rapidly assess the capabilities of any given set of assets to fulfill requirements of operational commanders. The force manager can then examine a range of potential options to fulfill a given request for capabilities and make more informed decisions about trade-offs among those options. This process will be informed in part by analysis supported by gaming and simulation.  Modeling and simulation tools of the proper resolution provide important insights into the costs and benefits of integrating certain mixes of human and technical assets. By making an informed assessment of all the potential options, the force manager can make high quality decisions about which human and technical assets are available to meet the demands of the operational commanders. 

At any given time, however, there will be multiple Capabilities Development Processes operating to meet the variety of capabilities required by operational commanders.  These processes may be operating across multiple organizations or multiple locations. The force manager will adjudicate the various demands on the limited available resources through a collaborative process that is constantly providing information about the potential impacts of the use of a particular human or technical asset.  By looking across all of the demands being placed upon the assets of the Joint Force by operational commanders, the force manager is in a unique position to observe how those demands are impacting on the health and well being of the Joint Force as a whole. The force manager can communicate those impacts efficiently and effectively to the Services, senior leadership and the operational commanders.  Using a Force Management Community of Interest (COI) or other collaborative construct, the force manager can work collaboratively, using the global visibility of assets to effectively manage the requests from operational commanders and mitigate some of the negative impacts of the operational tempo of specific assets and the Joint Force as a whole. Assets that are heavily in demand can be allocated on a priority basis.  Additionally, the force manager can include participants from the Joint Force and its mission partners into the COI discussions, as appropriate, in order to provide them with more immediate feedback on the demands being placed on their assets.  The Joint Force and its mission partners can then better and more rapidly realign their internal processes to meet the demands from operational commanders for particular types of assets. 

A key for the force manager is to balance the current need for certain types of human and technical assets with the availability of those assets for future needs. Risk management in the context of Force Management will need to be robust and at the same time, move to the lowest level force manager in order to make fully informed choices about the assets used to make capabilities available to the operational commander.
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Figure 2‑4: Capabilities Development Process

3.0   Capabilities and Attributes 

This chapter describes the capabilities as well as the attributes to effectively operate a Force Management Concept. A capability is the ability to achieve an effect to a standard under specified conditions through multiple combinations of means and ways to perform a set of tasks, and an attribute is a testable or measurable characteristic that describes an aspect of a system or capability. Appendix F maps the capabilities and attributes in tabular form. 

3.1   Capabilities

Force Management capabilities are the abilities needed by the force manager to accomplish the integration of human and technical assets from across the Joint Force to create and distribute capabilities to operational commanders globally and within theater in support of the National Defense Strategy.

· The ability to generate and manage current, reliable, and authoritative data: Force management will require the ability to generate and manage current and reliable data with sufficient authority to generate trust in the validity of the data across the management process.  Decision makers will employ this data in order to engage in collaborative management processes.

· The ability to set a joint standard for qualifications required for functional modularity within the Joint Force and its mission partners: This capability enables the force manager to effectively and efficiently arrange human and technical assets to create capabilities required by operational commanders by enhancing the comparability of assets, and the assessment of trade-offs between groups of assets in relationship to required capabilities. 
· The ability to determine the global inventory of assets of the Joint Force and its mission partners: The ability to gain knowledge about human and technical assets to include quantity, location, relevance, serviceability, readiness and availability. Information must be available across all classes of capability and all potential assets so that rotations, recapitalizations, reconstitutions, and transformations are accomplished with minimal disruption.
· The ability to maintain human and technical assets during their life cycles in the Joint Force: This capability enables decision makers to maintain life cycle functions for human and technical assets over the course of their time in service. It includes long-term activities such as recruiting, materiel acquisition, training of individuals and groups, and quality-of-life related-issues that affect personnel retention. 
· The ability to assess and integrate new human and technical assets into capabilities:  Innovative technology may enhance an existing asset or may be the catalyst for an entirely new capability. The force manager must be able to collaboratively assess the costs/benefits of introducing innovative assets and integrate those assets rapidly into capabilities for use.
· The ability to assess utilization and mix: Historical information is needed to assess whether the Joint Force is properly sized and has the capabilities needed to meet near-term challenges. An important aspect of this is the use of gaming and simulation to support the underlying analyses that in turn underpin the assessment. The ability to track how Joint Force capabilities are employed is an important factor in this assessment.

· The ability to allocate capabilities: The ability to identify and separate individual assets from aggregate sets of assets. To do this effectively, an understanding of how the asset apportionment will impact the functionality of both the individual and the aggregate assets is needed.
· The ability to anticipate future requirements: The ability to anticipate how requirements affect all aspects of capabilities development. Given the time needed to develop a leader, field a new system, or achieve a fully operational capability, initiatives must be taken well in advance. Capabilities must also be prepared to house, maintain, train, deploy, and sustain future assets.
· The ability to achieve full situational awareness/understanding of Force Management decisions: Force management requires that decision makers have sufficient current and accurate knowledge of the bounding conditions of the decision space. Each choice has a consequence that creates or denies a future opportunity and diminishes or increases risk. The ability to see these opportunities and risks in advance enables better decisions in the present.

· The ability to determine capability substitution: Force management will need to be able to make credible comparisons of assets and capabilities in order for the force manager to effectively provide assets and capabilities from different organizations in different ways.
· The ability to manage risk: Force management will need to able to rapidly discern, measure, and assess risk across a number of parameters and against current risk thresholds to determine and act upon the best available options for fulfilling the need for specific capabilities. Risk discernment, measurement, and assessment will need to serve as a foundation for generating, analyzing, and mitigating risks associated with potential courses of action 
· The ability to adapt force management processes to changing strategic, statutory and policy parameters: Force Management will need to be sufficiently robust to deal with rapid changes along several parameters including the strategic and operational environment as well as important statutory and policy issues.
3.2   Attributes 

The attributes are testable or measurable characteristics that describe an aspect of a system or capability. The relationship between capabilities and attributes is not one-to-one, but one-to-many, and many-to-many. In order to assess the effectiveness of capabilities in Force Management, it is necessary to develop a set of performance related metrics. They measure the information needed to make Force Management decisions. 

3.2.1   Integrated 
Integrated includes all functions and capabilities focused toward a unified purpose. Integrated is assessed using the following measures:
· Interoperable: The extent to which systems, units, or forces can provide services to and accept services from other systems, units, or forces and to use the services so exchanged to enable them to operate effectively together.

· Accessible: The extent to which all authorized users have the opportunity to make use of information capabilities.

· Visible: The extent to which users and applications can discover the existence of data assets through catalogs, registries, and other search services. All data assets are advertised or “made visible” by providing data that describes the asset.

· Usable: The extent of ease regarding the initial effort required to learn, and the extent of recurring effort to use the functionality of the system, and/or the extent to which the context of the information used and/or created by an information capability can be derived.

3.2.2   Quality 

Quality is defined as totality of characteristics (a process, a product, an organization, or any combination thereof) that bear on its ability to satisfy stated and implied needs. Quality in this context refers to information and decisions. It is assessed using the following measures:

· Appropriate: The extent to which understandings and decisions are suitable and useful for the mission/situation at hand.

· Relevant: The extent to which an understanding/decision matches command intent and mission objectives.

· Correct: The extent to which understandings agree with fact.

· Consistent: Extent to which understandings and decisions are in line with prior understandings/decisions.

· Accurate: The granularity and precision with respect to fact.

· Complete: The extent to which all required elements are present.

· Timely: The extent to which the currency of understandings or decisions are appropriate to the mission.

3.2.3   Networked 

Networked is linked and synchronized in time and purpose, capable of capitalizing on information and near simultaneous dissemination to turn information into actions.
 Networked is assessed using the following: 

· Shared: The extent to which information is spread across all elements and echelons involved in the force management process. 

· Accessible: The extent to which information does not require special procedures for access and/or retrieval.

· Interoperable: The extent to which systems, units, or forces provide services to and accept services from other systems, units, or forces and to use the services so exchanged to enable them to operate effectively together.

3.2.4   Agile

Agile is defined as moving quickly and easily. It is assessed using the following measures:

· Flexible: The extent to which success is achieved in different ways and the extent to which the construct dynamically meets evolving mission requirements. 

· Responsive: Responsiveness is the extent to which service is provided within required time.

· Diverse: The extent to which the construct utilizes varied elements, media, or methods.

· Dynamic: The extent to which the construct can adapt when there is a change in status.

· Autonomous: The extent to which tasks are undertaken or carried on without outside control. It is the ability to exist independently; responding, reacting, or developing independently of the whole.

3.2.5   Expeditionary

Expeditionary is defined as supporting a military operation conducted by an armed force to accomplish a specific objective in a foreign country. Executing an expeditionary concept focuses on the business of rapid deployment in response to conditions ranging from humanitarian assistance to full-scale conflict. Expeditionary is assessed using the following measures:

· Deployable: The extent of effort required to relocate combat power to a Joint Operations Area (JOA).

· Maneuverable: The extent to which the construct supports employment of forces in the battlespace, through movement in combination with other effects, to achieve a position of advantage in respect to the enemy in order to accomplish the mission.

· Modular: The extent to which the construct permits “plug-in” systems/ units/forces that can be added together in different combinations.

· Mobile: The extent to which military forces are able to move from place to place while retaining the ability to fulfill their primary mission.

· Rugged: The extent to which the construct can support operations in extreme environments and/or under conditions of high physical stress.

· Reach: The extent to which the construct can operate over extended distances to meet mission requirements.

· Employable: The time and effort required to immediately commence system operation upon arrival in the JOA.

· Sustainable: The extent to which the construct is able to maintain the necessary level and duration of operational activity to achieve military objectives. Sustainability is a function of providing for and maintaining those levels of ready forces, materiel, and consumables necessary to support military operations.

4.0   Implications

4.1   Doctrine

· Doctrine will continue to be a point of departure, providing guiding principles and best practices.
 

· A shift in emphasis from force-based planning to capabilities-based planning will require Joint and Service doctrine to recommend how best to leverage the human and technical assets of the Joint Force and its mission partners. 

· Development of doctrine will be more dynamic and collaborative.
 
4.2   Organization

· Force Management will facilitate the ability to satisfy required capabilities and create organizations, as well as, evaluate the longevity of capabilities and organizations at the end of mission/specified requirement.

· While the traditional Service-based organizational structure will remain, many other existing organizational structures will either change (e.g., flatten) or disappear, and new organizational structures will appear.

· The effective management of units with unique capabilities becomes increasingly important in the face of an increasingly constrained resource environment. 

· Formal and informal relationships will develop constructive interdependence between operational commanders, the force manager, Joint Force and mission partner organizations in the development of capabilities.

4.3   Training 

· The force manager will have an increased role in the design and resourcing of Joint Force and domestic mission partner training as a result of coordinating feedback from operational commanders on the performance of capabilities and the assets from which they are composed.

· Training will need to support the ability to form effective temporary organizations such as Joint Task Forces or Combined Joint Task Forces that lack the benefit of unit cohesion that comes from training and operating with a standing-unit over a longer period of time.
 
· Uniform training standards must be applied to personnel to support functional modularity.

· Readiness reporting will require uniform assessment metrics.

· Effective force management will require the force manager to be properly trained in the handling, processing, and analysis of information covering the spectrum from capabilities development and sustainment to capabilities deployment and employment.

4.4   Materiel

· Force Management considerations will result in increased Joint oversight of Service programs, while still respecting the statutory rights of the Services.

· Force management visibility must become a design criterion when developing new or improving existing materiel.

· Materiel design must consider how approaches to maintenance and repair may evolve to support temporary organizational arrangements.

· Fielding of materiel solutions must be synchronized across other DOTMLPF considerations not only within the Service, but across the Joint Force. 

4.5   Leadership and Education

· Force Management will require leaders to embrace the cultural change required to effectively incorporate new Force Management techniques. They must make a concerted effort to socialize personnel into this new management structure.

· Educational institutions must continually adapt to educate DOD military and civilian personnel on evolving Force Management practices and techniques. 

· All levels of professional military education need to prepare personnel to operate within a joint environment.

4.6   Personnel

· Leadership must embrace the cultural change required to effectively incorporate new Force Management techniques. Leadership must make a concerted effort to socialize personnel into this new management. 

· Force Management will guide Service Programs towards meeting required future capabilities (Future thinking End strength, AC/RC mix, etc.).

4.7   Facilities

· Force Management will increasingly drive decisions regarding positioning of forces (Prepo, Base Realignment And Closure (BRAC), Combat Stores List (CSL), etc) and the facilities needed to support those positioning decisions.

· Management of basing and infrastructure will be less Force-centric and more closely tied to the development and management of joint capabilities than it is today.

· Management of training areas, ranges, and other facilities will evolve to exercise joint capabilities. (Interagency, Multinational Coalition, NGOs, etc)

5.0   Scope

5.1   Timeframe and Applicable Military Functions and Activities

The FM JFC is written for the Joint Force Commander at the operational level 15 to 20 years in the future with applicability from strategic to operational and across the Range Of Military Operations. 

The FM JFC provides functional support to the JOCs, other JFCs, and describes the joint force management capabilities, attributes, and measures in support of the JICs and the Capabilities Based Assessment (CBA) analysis process. It also provides a conceptual basis and analytical framework for the operation of the Force Management Functional Capabilities Board.

5.2   Impact of Strategic Guidance and Deviations in the Concept

The challenges of the evolving operational environment require that U.S. military force, all relevant agencies, and coalition partners work together with the Joint Staff and other DOD agencies to enhance, integrate, and develop new Joint warfighting capabilities. The mandates set forth in the National Security Strategy, 2004 National Defense Strategy, and National Military Strategy serve as a basis for the development of a new Force Management process. The Force Management Joint Functional Concept conforms to the strategic guidance by providing Force Management capabilities and attributes that enable the U.S. military to conduct the required Force Management tasks and activities necessary to meet the strategic guidance. 

· National Security Strategy (NSS): The NSS directs an active strategy to counter transnational terrorist networks, rogue nations, and aggressive states that possess, or are working to gain, Weapons of Mass Destruction or Effect (WMD/E). It emphasizes activities to foster relationships among U.S. allies, partners, and friends. The NSS highlights the need to retain and improve capabilities to prevent attacks against the United States, work cooperatively with other nations and multinational organizations, and transform America’s national security institutions.

· National Defense Strategy (NDS): The NDS supports the NSS by establishing a set of overarching defense objectives that guide the DOD’s security activities and provide direction for the National Military Strategy. The NDS objectives serve as links between military activities and those of other government agencies in pursuit of national goals.

· National Military Strategy (NMS): The NMS derives military objectives, missions, and capability requirements from an analysis of the NSS, NDS, and security environment. The NMS provides focus for military activities by defining a set of interrelated military objectives and Joint operating concepts from which the service chiefs and combatant commanders identify desired capabilities and against which the Chairman of the Joint Chiefs of Staff assesses risk.
5.3   Impact of Future Context Documents and Deviations in the Concept

This concept was developed in the context of numerous DOD efforts to transform the force. The Department of Defense Adaptive Planning, Global Force Management, Sea Basing, and other Joint Integrating and Functional Concepts played a significant role in developing the Force Management Joint Functional Concept. Deviations from this concept (particularly in foundational elements such as definitions) in future context documents will likely hinder progress toward achieving an interdependent Joint Force by furthering the lexicon issues, which have already been identified as problematic. However, this concept acknowledges that the understanding of Joint Force Management is immature and rapidly expanding. As the community's understanding of Joint Force Management evolves, new principles, capabilities, and attributes are likely to be identified and should be incorporated into future revisions of this concept. 

5.4   Relationship to Other Joint Concepts 

How Force Management ties to the other Functional Concepts

	
	What FM Provides…
	What FM Requires…

	Force Application
	1) Total visibility of assets to enhance planning and assess risk

2) The capability to tailor assets to achieve desired effects

3) Support decisions regarding forward basing

4) Rotational base for long-term sustainment
	1) Visibility into asset capabilities

2) Information on the effectiveness of force application (iterative process)



	Focused Logistics
	1) Total visibility of assets to enhance planning and assess risk 

2) The capability to tailor assets to achieve desired effects

3) Support decisions regarding the pre-positioning of stocks

4) Rotational base for long-term sustainment

5) Support decisions regarding the industrial base
	1) Visibility into status of acquisition, sourcing, positioning, and transportation to facilitate material flow to the warfighter. 

 - Supply on demand business practices

 -A fully enabled mobility system

 -Ability to support agile sustainment

2) Deployment/Distribution Process



	Battlespace Awareness
	1) Total visibility of assets to enhance planning and assess risk 

2) The capability to tailor assets to achieve desired effects
	1) Status of assets and their activities

2) Share plan visibility to anticipate future requirements

3) Integrated assessments of adversary and friendly data

	Joint Command and Control
	1) Ability to mobilize, deploy, and employ forces to include reorganizing forces as required.

2) Ability to resource courses of action

3) Determination of capability substitution

4) Total visibility of assets to execute the plan

5) Ability to sustain operations
	1) Visibility into the Commanders’ intent and decisions

2) Visibility into evolving situation

3) Resource subsequent courses of action

4) Ability to execute in a collaborative environment



	Net-Centric Environment
	1) Total Visibility of assets to enhance planning and assess risk.

2) Timely and accurate information will be available to all communities of interest within the boundaries of Information Assurance


	1) Access into the Net-Centric Operating Environment 

2) Timely error free transmission of information throughout the communities of interest

3) Ability to provide connectivity to support the establishment of appropriate organizational relationships

4) Ability to conduct collaborative decision-making when needed

	Force Protection
	1) Total visibility of assets to enhance planning and assess risk

 -Analyzes Courses of Action to respond to intelligence

 -Support decisions regarding requirements

2) Support decisions regarding training and future requirements
	1) Timely and accurate data/information regarding the security environment to support Force Management decisions

2) Visibility into contingency plans, lessons learned and on going Force Protection efforts to anticipate future requirements

3) Visibility into evolving Force Protection policies 
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Appendix B Glossary and Acronyms

	Term
	Definition

	Action
	A structured behavior of limited duration. (JCDRP 7/2004)

	Activity
	A structured behavior of continuous duration. (JCDRP 7/2004)

	Agility
	The ability to move quickly and easily. (Power to the Edge)

	Assumption
	A supposition on the current situation or a presupposition on the future course of events, either or both assumed to be true in the absence of positive proof, necessary to enable the commander in the process of planning to complete an estimate of the situation and make a decision on the course of action. (JP 1-02)

	Attribute
	A testable or measurable characteristic that describes an aspect of a system or capability (CJCSI 3170.01E)

	Capability
	The ability to achieve an effect to a standard under specified conditions through multiple combinations of means and ways to perform a set of tasks (JCDRP 7/2004)

	Coalition
	An ad hoc arrangement between two or more nations for common action. (JP 1-02)

	Collaboration
	To work together, especially in a joint intellectual effort. (NCE JFC)

	Condition
	A variable of the environment that affects performance of a task. (JCDRP 7/2004)

	Constructive Interdependence
	The creation of new capabilities from the connection of latent capabilities within the Joint Force. Creation of these new capabilities is dependent upon a high degree of mutual trust, where diverse members make unique contributions toward common objectives and may rely on each other for certain essential capabilities rather than duplicating them organically.

	Data
	Information without context. (JC2FC v1.0)

	Decision Space
	The spectrum of possible options or alternatives available to a decision-maker. (FM JFC)

	Detachment
	1. A part of a unit separated from its main organization for duty elsewhere. 2. A temporary military or naval unit formed from other units or parts of units. (JP 1-02)

	Doctrine
	Fundamental principles by which the military forces or elements thereof guide their actions in support of national objectives. It is authoritative but requires judgment in application. (JP 1-02)

	Domestic Mission Partner
	Includes any United States private, state, local, or federal organization, agency, or other non-adversary who is involved with the activities or operations of the Joint Force. (FM JFC)

	Effect
	An outcome (condition, behavior, or degree of freedom) resulting from tasked actions. (JCDRP 7/2004)

	Expeditionary
	Supporting a military operation conducted by an armed force to accomplish a specific objective in a foreign country. (JP1-02)

	Flexibility
	The ability to achieve success in different ways.

	Force Management
	Force Management is the capability to integrate new and existing human and technical assets from across the Joint Force and its mission partners to make the right capabilities available at the right time and place in support of the National Defense Strategy. (FM JFC)

	Force Management Joint Functional Concept
	Describes the integrated set of principles, processes, and tools required to enable Force Management. (FM JFC)



	Foreign Mission Partner
	Includes all non-US organizations such as allies, coalition partners, international organizations, civilian government agencies, non-government agencies, and other non-adversaries who are involved with the activities or operations of the Joint Force.

	Friction
	The amount of organization effort required to bring a certain set of capabilities to bear in a specified amount of time. (NCE JFC)

	Functional Modularity
	Human and technical assets fulfilling the same roles while operating in the same primary functional domain and operating to the same standards of practice, proficiency, and lexicon.  Primary functional domains include: space, air, land, sea, undersea and cyber environments.

	Individual
	1) A particular being or thing as distinguished from a class, species, or collection; 2) An indivisible entity; or 3) Existing as a distinct entity. (Webster’s)

	Information
	Facts, data, or instructions in any medium or form with context that is comprehensible to the user. (JC2FC v1.0)

	Infrastructure
	All building and permanent installations necessary for the support, redeployment, and military forces operations (e.g., barracks, headquarters, airfields, communications, facilities, stores, port installations, and maintenance stations). (JP 1-02)

	Innovation
	The ability to learn over time and to take advantage of that learning to create and maintain competitive advantage. It may include a change in customs, something new and contrary to established customs, or manners. (JC2 JFC)

	Integrated
	All functions and capabilities focused toward a unified purpose. (NCE JFC)

	Interdependence

 
	A mode of operations based upon a high degree of mutual trust, where diverse members make unique contributions toward common objectives and may rely on each other for certain essential capabilities rather than duplicating them organically. (JS J7 JTD)

	Interoperability
	A spectrum of compatibility and connectedness that ranges from isolation to integration. (JS J7 JTD)

	Joint
	Connotes activities, operations, organizations, etc., in which elements of two or more Military Departments participate with interagency and multinational partners. (JS J7 JTD)

	Joint Force
	The term “Joint Force” in its broadest sense refers to the Armed

Forces of the United States. The term “joint force” (lower case) refers to an element of the Armed Forces that is organized for a particular mission or task. Because this could refer to a joint task force or a unified command, or some yet unnamed future joint organization, the more generic term “a joint force” will be used, similar in manner to the term “joint force commander” in reference to the commander of any joint force. (NCE JFC)

	Joint Force Commander
	A general term applied to a combatant commander, sub unified commander, or joint task force commander authorized to exercise combatant command or operational control over a joint force. (JP 1-02).

	Joint Functional Concept (JFC)
	An articulation of how a future joint force commander will integrate a set of related military tasks to attain capabilities required across the range of military operations. Although broadly described within the Joint Operations Concepts, they derive specific context from the joint operating concepts and promote common attributes in sufficient detail to conduct experimentation and measure effectiveness. (JCDRP 7/2004)

	Joint Integrating Concept (JIC)
	A JIC describes how a joint force commander integrates functional means to achieve operational ends. It includes a list of essential battlespace effects (including essential supporting tasks, measures of effectiveness, and measures of performance) and a CONOPS for integrating these effects together to achieve the desired end state. (JCDRP 7/2004)

	Joint Operating Concept (JOC)
	A description of how a future Joint Force Commander will plan, prepare, deploy, employ, and sustain a joint force against potential adversaries’ capabilities or crisis situations specified within the range of military operations. Joint Operating Concepts serve as “engines of transformation” to guide the development and integration of joint functional and Service concepts to describe joint capabilities. They describe the measurable detail needed to conduct experimentation, permit the development of measures of effectiveness, and allow decision makers to compare alternatives and make programmatic decisions. (JCDRP 7/2004)

	Joint Operations Concepts (JOpsC)
	An overarching description of how the future Joint Force will operate across the entire range of military operations. It is the unifying framework for developing subordinate joint operating concepts, joint functional concepts, enabling concepts, and integrated capabilities. It assists in structuring joint experimentation and assessment activities to validate subordinate concepts and capabilities-based requirements. (JCDRP 7/2004)

	Knowledge
	Data and information that have been analyzed to provide meaning and value. Knowledge is various pieces of the processed data and information that have been integrated through the lens of understanding to begin building a picture of the situation. (NCE JFC)

	Material 
	All items (including ships, tanks, self-propelled weapons, aircraft, etc., and related spares, repair parts, and support equipment, but excluding real property, installations, and utilities) necessary to equip, operate, maintain, and support military activities without distinction as to its application for administrative or combat purposes. (JP1-02)

	Measure


	Quantitative or qualitative basis for describing the quality of task performance. (JCDRP 7/2004)

	Metric
	A quantitative measure associated with an attribute. (JCDRP 7/2004)

	Mission
	The end state, purpose, and associated tasks assigned to a single commander. (JCDRP 7/2004)

	Mission Partners
	Includes allies, coalition partners, international organizations, civilian government agencies, non-government agencies, and other non-adversaries who are involved with the activities or operations of the Joint Force. (NCE JFC)

	Net-Centric Environment
	A framework for full human and technical connectivity that allows all DOD users and mission partners to share the information they need, when they need it, in a form they can understand and act on with confidence; and protects information from those who should not have it. (NCE JFC)

	Objective
	A desired end derived from guidance. (JCDRP 7/2004)

	Personnel Life Cycle Management
	The oversight and employment of individuals, in either a military or civilian capacity, to accomplish missions from the time these individuals are inducted/employed until the cessation of their military involvement. (derived from JP 1-02 definitions)

	Quality
	totality of characteristics (a process, a product, an organization, or any combination thereof) that bear on its ability to satisfy stated and implied needs. 

Lacking nothing essential or normal. (Roget’s II)

	Quality of Life
	A broad description of the overall quality rating military personnel assign to the provision and prevention of certain life opportunities, difficulties, easements, activities, and choices. Components contributing to how military personnel rate quality of life include such topic areas as: compensation and benefits (fairness of), health care, personnel tempo (PERSTEMPO), housing and community, educational opportunity, and lines of communication between military personnel and their Service.  

	Risk
	Probability and severity of loss linked to hazards. (JP 1-02)

	Robust
	Having or exhibiting strength or vigorous health (Webster’s)

	Standard


	The minimum proficiency required in the performance of a task. For mission-essential tasks of Joint Forces, each task standard is defined by the Joint Force commander and consists of a measure and criterion. (JCDRP 7/2004)

	Stewardship
	The conducting, supervising, or managing of something; especially: the careful and responsible management of something entrusted to one's care. (Merriam-Webster Online)

	System
	A regularly interacting group of items forming a unified whole. (Merriam-Webster Online)

	Task 
	An action or activity defined within doctrine, standard procedures, or concepts that may be assigned to an individual or organization. (JCDRP 7/2004)

	Transparency
	Encourages open access to information, participation, and decision-making, which ultimately creates a high level of trust and collaboration among stakeholders. (NCE JFC)

	Understanding
	Knowledge that has been synthesized and had judgments applied to it in the context of a specific situation. Understanding reveals the relationships among the critical factors in any situation. (NCE JFC)

	Unit
	1. Any military element whose structure is prescribed by competent authority, such as a table of organization and equipment; specifically, part of an organization. 2. An organization title of a subdivision of a group in a task force. 3. A standard or basic quantity into which an item of supply is divided, issued, or used. In this meaning, also called unit of issue. 4. With regard to Reserve Components of the Armed Forces, denotes a Selected Reserve unit organized, equipped, and trained for mobilization to serve on active duty as a unit or to augment or be augmented by another unit. Headquarters and support functions without wartime missions are not considered units. (JP 1-02)


Appendix C List of Acronyms 

AC/RC
Active Component/Reserve Component

BRAC

Base Realignment and Closure

CBA

Capabilities Based Assessment

COA

Course of Action

COCOM
Combatant Command

COI

Community of Interest

CSL

Combat Stores List

C2

Command and Control

DOD

Department of Defense

DOTMLPF
Doctrine, Organization, Training, Materiel, Leadership and Education, Personnel, and Facilities

FM

Force Management

FM JFC
Force Management Joint Functional Concept

JCDRP
Joint Concept Development and Revision Plan

JCIDS

Joint Capabilities Integration and Development System

JIC

Joint Integrating Concept

JOA

Joint Operations Area

JOC

Joint Operating Concept

NDS

National Defense Strategy

NGO

Non-Government Organizations

NMS

National Military Strategy

NSS

National Security Strategy

OPSTEMPO
Operational Tempo

PERSTEMPO
Personnel Tempo

QDR

Quadrennial Defense Review

ROMO
Range of Military Operations

WMD/E
Weapons of Mass Destruction or Effect

Appendix D  Table of Capabilities and Tasks
	Overarching Capabilities
	Tasks (ability to…)

	The ability to generate, manage, and share current, reliable, and authoritative data
	Gather information

	
	Validate data

	
	Manage current and reliable data

	
	Ensure data is understandable

	
	Ensure trust in data across management process

	
	Achieve situational awareness

	
	Communicate situational awareness/understanding to other decision makers

	
	Agilely incorporate new information

	The ability to set a joint standard for qualifications required for functional modularity within the Joint Force and its mission partners
	Effectively and efficiently assign people

	
	Effectively and efficiently assign units

	
	Effectively and efficiently assign capabilities

	
	Ability to identify skills and abilities that are not Service unique

	The ability to determine the global inventory of assets of the Joint Force and its mission partners
	Provide the right force at the right place and at the right time

	
	Provide information on day-to-day operations

	
	Minimize disruption regarding rotations, recapitalizations, reconstitutions, and transformations

	
	Gain knowledge about materiel and personnel resources

	
	Access available information

	
	Store information on global inventory of assets

	The ability to maintain human and technical assets during their life cycles in the Joint Force
	Maintain lifecycle functions for personnel, equipment, and systems

	
	Perform long-term activities that affect retention

	The ability to assess and integrate new human and technical assets into capabilities
	Assess costs/benefits of innovative technologies 

	
	Collaboratively plan

	
	Rapidly integrate new capabilities into existing organization

	The ability to assess utilization and mix
	Track how joint force capabilities are employed

	
	Gather historical information regarding the size and capabilities of the Force

	
	Recognize near-term challenges

	
	Identify mitigation strategies to near-term challenges

	The ability to allocate capabilities
	Identify and separate individual capabilities 

	
	Identify capability gaps

	
	Understand functional impact of aggregating and splitting capabilities

	The ability to anticipate future requirements
	Gather data with future implications

	
	Pursue initiatives well before they are needed

	
	Develop institutional capabilities that are able to house, maintain, train, deploy, and sustain the future force.

	The ability to achieve full situational awareness/understanding of Force Management decisions
	Assess opportunities and risks

	
	Collaborate

	
	Recognize “n”th order consequences

	
	Identify policy and doctrine requirements 

	
	Identify legal requirements

	
	Identify tools

	
	Identify operational plans/options

	
	Identify external pressures (mission partners, adversaries, etc.)

	The ability to determine capability substitution
	Make credible comparisons of capabilities 

	
	Ability to recognize tradeoffs of resourcing options

	
	Determine impact of substituting capability on readiness of capability, unit, and/or Force.

	The ability to manage risk
	Determine the best available option

	
	Gather information

	
	Determine shortfalls

	
	Identify all potential options

	
	Use information to develop COAs

	
	Discern risks associated with COA

	
	Measure risks associated with COA

	
	Assess risks of COA against current risk threshold

	The ability to adapt force management processes to changing strategic, statutory and policy parameters
	Address rapid changes

	
	Identify changing strategic, statutory, and policy parameters


Appendix E Implications for Experimentation

Introduction

Paragraph 1.3, Concept Statement, asserts: “The objective of Force Management is to integrate human and technical assets from across the Joint Force, and its mission partners, necessary to support the National Defense Strategy.  Central to Force Management are five basic functions: sizing, structuring, readying, sourcing and planning. It is enabled by organizational transparency, robust risk management, and functional modularity
 to make the right capabilities available at the right time and place.”

Concept

The Force Management Joint Functional Concept incorporates advanced and emerging concepts and technologies, and deals extensively with areas of endeavor that are not yet fully understood, particularly with regard to capability based operations. As a result, a robust campaign of experimentation will be necessary in order to develop, refine, test, and demonstrate force management concepts and methods.

Implications for Force Management

The emerging environment places a premium on the ability of the Joint Force to create and apply capabilities in a responsive, agile and effective fashion that is able to assess the risk associated with sacrificing long term capability for short term needs. The Joint Force must have the ability to quickly integrate varied, dynamic, and often unanticipated sets of capabilities to accomplish all requirements across the ROMO. To meet this end, the Joint Force must be able to rapidly create, tailor, deploy, sustain, and evolve these complex sets of capabilities for the duration of military operations.

The implications of this concept include the possibility that organizational structures will change and/or new organizational structures will be developed along with relationships between COCOMs, standing joint headquarters, Service components, DOD agencies, organizations and units; and that management of basing and infrastructure will be less force-centric and more closely tied to the development and management of capabilities than it is today.

This means having the ability to efficiently and effectively identify and integrate assets into capabilities to provide the right capabilities at the right time and place to the operational commander with the minimum amount of friction.

Experimentation Campaign

Experimentation to assess this objective can be thought of as comprising two threads. One thread focuses on the organizational aspects, the other on the forces required to accomplish a mission. In the organizational thread, certain force management functions need to be performed to accomplish goals set forth in the force thread. For example, force management needs to collect data and share information in order to assign assets to capabilities. Data is required on types of units/skills available, readiness and training, status, location, etc. so that reasonable decisions can be made regarding assignment, movement, etc. This data is also needed as an aid to anticipating future requirements. The force management organizational structure needs to be able to rapidly assimilate and analyze data, predict asset requirements and decide on solutions.

In the force thread, the force manager needs to know not only the required capabilities and what mix of assets are required to meet those capabilities in the light of a defined threat, but also the implications of removing elements from parent organizations and placing them in other organizations.

Therefore, an experimentation campaign is needed that examines the ability of different force management organizational structures to provide timely responses to changing force requirements, and also examines the ability of various combinations of force assets to achieve desired capabilities and the viability of achieving these asset combinations.

The Code of Best Practice for Experimentation
 describes an experimentation campaign as “a series of related activities that explore and mature knowledge about a concept of interest.” Experimentation campaigns generally comprise three types of experiments: Discovery experiments, hypothesis testing experiments, and demonstration experiments. Discovery experiments are used to determine promising organizational and operational concepts along with new technologies. They are generally followed by hypothesis testing experiments to determine what works and what works best. Demonstration experiments are employed to demonstrate the validity of a mature concept and/or technology under certain conditions.

The experimentation campaign will be multi-faceted. Simulations will need to be run to determine the feasibility of certain concepts. Experiments with human-in-the-loop will be employed to determine what type of organization is best suited to producing the required force mixes. Experiments with human subjects and exercises will investigate various information sharing and collaboration schemes.

Experiments

The first order of business will be to decide what is meant by the right force at the right place at the right time, and set standards against which to measure this (While deciding on the proper force mix to meet a capability may be outside the purview of force management, the force manager needs to know what mixes they are likely to be called upon to create). The types of potential force mixes need to be determined well in advance of a Joint Force commander stating a need. This may be difficult as it most likely will be context dependent. However, the force manager needs to know how fast they will be expected to react and how much the number and nature of ad hoc force arrangements that are likely to occur. The number of elements available in a plug and play mode, how fast they can be assembled into the right groups what support they need, who provides the support etc. Simulations will need to be developed to investigate this area.

The organizational thread will focus on how to organize for success - that is can an organizational scheme be set up that makes plug and play more likely? This will include the data collection and analysis methodology, the procedures for establishing common reporting standards for common areas (e.g., readiness) and common qualification standards for certain capabilities.

The questions to be investigated for the two threads are:


(1) How to determine force mixes that best meet the requirements?



How to forecast effects that can be achieved with a mix of forces



What analytic tools are available?


(2) What force management organization best allows for timely creation of those forces?

When determining force mixes, one needs to understand the consequences of selecting assets from their normal environment and placing them into different environments. What support do they require to keep them operational, and who provides this support? For example, helicopters require maintenance and repair personnel, spare parts, fuel, ammunition, crew accommodations, etc. It is not feasible to only place the helicopters and crews with a unit unless the infrastructure is present.

This example represents a challenge to force management – what assets, or asset types, are suitable for “plug and play”. How can the unintended consequences of shifting assets be identified? Discovery experiments can help answer these questions. Using combinations of paper analysis and simulations (live, virtual, and constructive) it should be possible to identify problem areas and areas where there are no problems.

Hypotheses:

If the organizational, information, and functional barriers to integration of human and technical assets from across the Joint Force and its mission partners are reduced, then Force Management can better support the effective and efficient creation of capabilities; and

If capabilities are more effectively and efficiently created, then the force manager will be able to better provide needed capabilities to the operational commander to address the security challenges of 15-20 years in the future.

Research and Development Challenges
· Develop a modeling and simulation capability that will aid in the identification of force assets that when combined will meet mission capability requirements

· Develop a modeling and simulation capability to aid in the rapid scheduling of assets

· Develop a modeling and simulation capability to aid in selection of methods to move assets.

· Develop experimentation procedures to assess the value-added of various organizational forms for training and readiness reporting, asset scheduling and asset movement.

Appendix F Mapping Capabilities to Attributes

	Capabilities
	Attributes

	
	Integrated
	Quality 
	Networked
	Agile
	Expeditionary 

	
	 
	 
	 
	 
	 

	The ability to generate and manage current, reliable, and authoritative data
	X
	X
	X
	X
	X

	The ability to set a joint standard for qualifications required for functional modularity within the Joint Force and its mission partners
	X
	X
	
	X
	

	The ability to maintain human and technical assets during their life cycles in the Joint Force
	
	X
	X
	
	X

	The ability to determine the global inventory of assets of the Joint Force and its mission partners
	X
	X
	X
	X
	X

	The ability to assess and integrate new human and technical assets into capabilities
	X
	X
	X
	X
	

	The ability to assess utilization and mix
	
	X
	X
	X
	

	The ability to allocate capabilities
	X
	X
	X
	X
	

	The ability to anticipate future requirements
	X
	X
	X
	X
	X

	 The ability to achieve full situational awareness/understanding of Force Management decisions
	X
	
	X
	X
	X

	The ability to determine capability substitution
	
	X
	X
	X
	X

	The ability to manage risk
	X
	X
	X
	X
	X

	The ability to adapt force management processes to changing strategic, statutory, and policy parameters
	X
	
	X
	X
	X


Appendix G Mapping Force Management Functions to Tier 1 and 2 Capabilities

While the Force Management Joint Functional Concept was being written, an independent effort, led by the Joint Staff J-7, began the top-down development of a taxonomy of Joint Force capabilities. At this time, the top level capabilities, Tier 1, have been named and defined. The second level capabilities, Tier 2, have been named and arranged beneath Tier 1 capabilities based upon a factor common to each. Five of the twenty Tier 1 capabilities, Force Management, Force Generation, Shaping and Security Cooperation, Strategic Deterrence, and Access and Access Denial Operations, involve decisions that are encompassed by the Force Management construct presented here. Table G-1 provides an initial mapping of these capability families to the Force Management Functional Areas. A more accurate mapping will be made when all Tier 2 capabilities are defined.

	Table G-1

	Tier 1 and 2 Capabilities
	Tier 2 Capabilities
	Force Management Functional Areas

	
	
	Sizing
	Structuring
	Sourcing
	Readiness
	Planning

	Force Management 
	Global Force Management
	X
	X
	X
	X
	

	
	
	
	
	
	
	

	
	Global Posture
	X
	X
	X
	
	X

	
	Future Capability Identification
	X
	X
	
	
	X

	
	Planning
	
	
	X
	X
	X

	Force Generation
	Organizing
	
	X
	
	X
	

	
	Infrastructure Management
	X
	X
	X
	X
	X

	
	Manpower
	X
	X
	
	X
	

	Shaping and Security Cooperation
	Theater Security Cooperation
	
	
	X
	
	X

	
	Command Relationships
	
	X
	
	
	X

	Strategic Deterrence
	Overseas Presence
	X
	X
	X
	X
	X

	
	Force Projection
	X
	
	X
	
	X

	Access and Access-denial Operations
	Basing
	X
	X
	X
	
	X

	
	Seabasing
	X
	X
	X
	
	X
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Central Idea


If the organizational, information, and functional barriers to integration of human and technical assets from across the Joint Force and its mission partners are reduced, then the force manager can dramatically increase the effective and efficient creation of capabilities through the integration of new and existing human and technical assets. 








The Military Problem


The United States will continue to be faced with a broad spectrum of growing and diverse threats in a complicated, dynamic and uncertain environment.  Addressing the threats requires the United States to apply a range of capabilities with proficiency and effectiveness. The U.S. military’s ability to generate appropriate capabilities to address these threats is limited in large part by the friction and inefficiency of its force management capability.  The current approach to force management does not effectively employ our current capabilities nor promote the long-term health and well-being of the force. Friction and inefficiency are the result of long standing organizational, information and functional barriers to the integration of human and technical assets drawn from across the Joint Force.











� Joint Operations Concepts, 2003


� Joint Operations Concepts, 2003


� Joint Operations Concepts, 2003


� CJCSI 3170.01E


� Joint Operations Concepts, 2003


� Joint Command and Control Functional Concept


� Functional modularity: Human and technical assets fulfilling the same roles while operating in the same primary physical domain, operate to the same standards of practice, proficiency and lexicon.  Primary physical domains include: space, air, land, sea, undersea, and cyber environments.


� Joint Vision 2020


� Joint Vision 2020


� Joint Command and Control Functional Concept, 2004


� Power to the Edge, pg 37


� Power to the Edge, pg 73


� Net-Centric Environment Joint Functional Concept, Version 1.0


� Power to the Edge, pg 60


� Based on QDR, 2001, pg 57-59


� Based on JP 1-02 Strategic Level of War 


� This process is facilitated by a collaborative process whereby the operational commander communicates these organizational requirements to the force manager as part of the request for capabilities.


� Joint Capability Area Memorandum – SECDEF – 6 May 05


� Successful planning depends on confirming requirements, prioritizing requirements by assessing risks and proposed mitigations, and developing courses of actions capable of adaptively responding to potential risks.


� The definition of Planning refers to the Department of Defense’s Adaptive Planning process.


� Focused Logistics Joint Functional Concept, 2003


� DODD 4630.5


� NCE JFC


� NCE JFC


� Based on NCE JFC


� Functional modularity: Human and technical assets fulfilling the same roles while operating in the same primary physical domain, operate to the same standards of practice, proficiency and lexicon.  Primary physical domains include: space, air, land, sea, undersea, and cyber environments.


� Code of Best Practice for Experimentation Chap. 3
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