RAESTANT[A PER SCIENTIAM

P

NAVAL
POSTGRADUATE
SCHOOL

MONTEREY, CALIFORNIA

THESIS

CAPABILITY DELIVERY WITH FOG OF EMERGENCE

by

Wen Chong Julian Chow

September 2013
Thesis Co-Advisors: Gary O. Langford
Man-Tak Shing
Second Reader: Robert C. Harney

Approved for public release; distribution is unlimited




THIS PAGE INTENTIONALLY LEFT BLANK



REPORT DOCUMENTATION PAGE Form Approved OMB No. 0704-0188

Public reporting burden for this collection of information is estimated to average 1 hour per response, including the time for reviewing
instruction, searching existing data sources, gathering and maintaining the data needed, and completing and reviewing the collection
of information. Send comments regarding this burden estimate or any other aspect of this collection of information, including
suggestions for reducing this burden, to Washington headquarters Services, Directorate for Information Operations and Reports, 1215
Jefferson Davis Highway, Suite 1204, Arlington, VA 22202-4302, and to the Office of Management and Budget, Paperwork Reduction
Project (0704—0188) Washington, DC 20503.

1. AGENCY USE ONLY (Leave blank) 2. REPORT DATE

September 2013

3. REPORT TYPE AND DATES COVERED
Master’s Thesis

4. TITLE AND SUBTITLE
CAPABILITY DELIVERY WITH FOG OF EMERGENCE

6. AUTHOR(S) Wen Chong Julian Chow

5. FUNDING NUMBERS

8. PERFORMING ORGANIZATION
REPORT NUMBER

7. PERFORMING ORGANIZATION NAME(S) AND ADDRESS(ES)
Naval Postgraduate School
Monterey, CA 93943-5000

9. SPONSORING /MONITORING AGENCY NAME(S) AND ADDRESS(ES) 10. SPONSORING/MONITORING
N/A AGENCY REPORT NUMBER

11. SUPPLEMENTARY NOTES The views expressed in this thesis are those of the author and do not reflect the
official policy or position of the Department of Defense or the U.S. Government. IRB Protocol number N/A .

12a. DISTRIBUTION / AVAILABILITY STATEMENT 12b. DISTRIBUTION CODE
Approved for public release;distribution is unlimited A

13. ABSTRACT (maximum 200 words)

A proposed capability delivery ontology with fog of emergence provides a language construct to relate how
the processes and parts of a notional capability delivery system incrementally produce and refine a
capability through well-known life cycle phases. The natural propensity for capability delivery organizations
to perform these life cycle activities using intended missions and requirements instead of as-deployed
missions and emergent traits give rise to the fog of emergence that obscures the organizations perception
of the capability as it is taken through its life cycle. Through capability delivery ontology, the embedded fog
of emergence is used as a prism to separate the white light of capability performance into its constituent
colors of “as needed,” “as-planned,” “as-known,” and “as-deployed” perceived by the capability delivery
organizations.

14. SUBJECT TERMS Capability delivery system, Emergence, Capability Delivery Ontology, | 15. NUMBER OF

Fog of Emergence PAGES
171
16. PRICE CODE
17. SECURITY 18. SECURITY 19. SECURITY 20. LIMITATION OF
CLASSIFICATION OF CLASSIFICATION OF THIS CLASSIFICATION OF ABSTRACT
REPORT PAGE ABSTRACT
Unclassified Unclassified Unclassified uUu

NSN 7540-01-280-5500

Standard Form 298 (Rev. 2—-89)
Prescribed by ANSI Std. 239-18




THIS PAGE INTENTIONALLY LEFT BLANK



Approved for public release; distribution is unlimited

CAPABILITY DELIVERY WITH FOG OF EMERGENCE

Wen Chong Julian Chow
Civilian, Defence Science & Technology Agency, Singapore
B.Comp (Information Systems), National University of Singapore, 2004
Submitted in partial fulfillment of the
requirements for the degree of
MASTER OF SCIENCE IN ENGINEERING SYSTEMS

from the

NAVAL POSTGRADUATE SCHOOL
September 2013

Author: Wen Chong Julian Chow

Approved by: Gary O. Langford, PhD
Thesis Co-Advisor

Man-Tak Shing, PhD
Thesis Co-Advisor

Robert C. Harney, PhD
Second Reader

Clifford A. Whitcomb
Chair, Department of Systems Engineering



THIS PAGE INTENTIONALLY LEFT BLANK



ABSTRACT

A proposed capability delivery ontology with fog of emergence provides a
language construct to relate how the processes and parts of a notional capability
delivery system incrementally produce and refine a capability through well-known
life cycle phases. The natural propensity for capability delivery organizations to
perform these life cycle activities using intended missions and requirements
instead of as-deployed missions and emergent traits give rise to the fog of
emergence that obscures the organizations perception of the capability as it is
taken through its life cycle. Through capability delivery ontology, the embedded

fog of emergence is used as a prism to separate the white light of capability

performance into its constituent colors of “as needed,” “as-planned,” “as-known,”

and “as-deployed” perceived by the capability delivery organizations.
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EXECUTIVE SUMMARY

Since the 2000 Quadrennial Defence Review, the Department of Defense (DoD)
has been re-orienting force development processes to the identification and
support of user capabilities, with an emphasis on agile compositions of systems

to meet a range of changing user needs.

Emergence is when a system does something that no subset of its parts
can do, and these emergent traits exhibited by systems and system of systems
(SoS) are tapped as military capabilities. The various architects, builders, and
users (collectively referred to as capability delivery organizations) associated with
the capability delivery’s life cycle should be aware that emergent traits could be
intentional, unintentional, desirable, or undesirable. Emergent traits beyond those
desired as requirements continue to manifest when a system is deployed even if

capability delivery organizations do not perceive it.

This thesis analyzed a notional capability delivery system (CDS) that takes
a capability conceived as a need through its life cycle till its retirement. Both
black box and white box approaches were adopted to analyze the input, output
and noise factors the CDS were subjected to by the Joint Capabilities Integration
and Development System (JCIDS) and to understand the parts and processes
that makes the CDS work respectively. A new capability delivery ontology with a
central theme of emergence was proposed after combining insights from
literature on the philosophical, axiomatic and methodological perspectives of
emergence and a Vitech CORE working implementation of the DoD Architecture

Framework.

The CDS ontology and fog of emergence provide a language construct to
relate how the processes facilitate the interaction of the parts of a CDS to
incrementally produce and refine a capability through well-known DoD 5000.02
life cycle phases. The life cycle phases were mapped to a generic problem

solving process of “analyze-design-build-test,” where analysis produces/refines

Xvii



the operational architecture, design produces/refines the system architecture,
build verifies system components to the system architecture, and test validates
system components to the operational architecture. The natural propensity for
capability delivery organizations to perform these activities using intended
missions and requirements instead of as-deployed missions and emergent traits
give rise to the fog of emergence that obscures the organizations perception of

the capability as it is taken through its life cycle.

Through capability delivery ontology, the embedded fog of emergence
could be used as a prism to separate the white light of capability performance
into its constituent colors of “as needed,” “as-planned,” “as-known” and “as-

deployed” perceived by the capability delivery organizations.

The tractability of the ontology was demonstrated through a partial
implementation of a capability delivery system simulator that embodied the
concepts put forward by the ontology to step through capability delivery from
cradle to grave according to DoD 5000.02 life cycle phases while subjected to
input and noise factors from JCIDS.

This research sets a potential stage for further exploration into developing
experiments toward understanding effects of input and control factors to
capability delivery and eventually developing a normative model of capability

delivery with emergence.
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l. INTRODUCTION

A. CAPABILITY DELIVERY NEEDS

The Department of Defense (DoD) has been re-orienting force
development processes to the identification and support of user capabilities, with
an emphasis on agile composition of systems to meet a range of changing user
needs since the 2000 Quadrennial Defense Review (QDR) (Dahmann, Rebovich,
& Lane, 2008).

A capability is the ability to achieve a desired effect under specified
standards and conditions through combinations of ways and means to perform a
set of activities (Deputy Chief Information Officer, 2010). A capability forms the
basis of operational activities desired by users, which when carried out allows the

users to achieve their missions.

B. SYSTEM OF SYSTEMS AND ASSOCIATED CHALLENGES

According to the Office of the Deputy Under Secretary of Defense for
Acquisition and Technology, Systems and Software Engineering (ODUSD [A&T]
SSE) (2008), there was an increasing number of military capabilities being
achieved through a system of systems (SoS) approach. An SoS is “a set or
arrangement of systems that results when independent and useful systems are
integrated into a larger system that delivers unique capabilities.” The SoS-level
capabilities are implemented by intended and desired emergent SoS-level traits
associated with the SoS-level functions that arise due to the interactions and

integration of constituent systems (Langford, 2013a).

As Rechtin (1991) described elegantly, emergence is when the system
does something that no subset of its parts can do. Based on this definition, it
follows that emergent traits could be intentional or unintentional, desirable or
undesirable. In the modern day context, intended and desirable emergent traits
of systems and SoS are tapped as military capabilities; however, the various

architects, builders, and users (hereafter referred to as capability delivery
1



organizations) associated with the capability delivery’s life cycle should be aware
that unintended or undesired emergent properties and traits would also be

present.

A more technical definition consistent with Rechtin’s definition is that
‘emergence is any effect that produces a change in intrinsic properties, traits or
attributes resulted by combining objects through interactions of objects with
energy, matter, material wealth and information” (EMMI) (Langford, 2012).
Simply put, emergence is a condition that exists when there is a change in
exhibited traits of a constituent system in the context of an interaction between a

pair of constituent systems.

The complexity of an SoS scales up faster than the increase in the
number of constituent systems due to the number of possible interactions
between constituent systems (Huynh & Langford, 2009), exacerbated by the fact
that different emergent traits could result from the same interaction realized
through different interfaces. Emergence serves to add uncertainty to the eventual
achievable performance of the SoS during capability delivery.

While the increased number of constituent systems increases the
uncertainty of system performance, the sheer length of the life cycle for an SoS-
class of systems also increases the susceptibility of the SoS to changes in user
needs precipitated by the changing face of war.

The QDR (U.S. Department of Defense [USDoD], 2001) recognized these
challenges with its stated purpose to re-orient force development with an
emphasis on composing an SoS in an agile manner and to meet a range of
changing user needs. This recognition of agility in acquisition translates to a need
for the SoS to be able to either deliver new capabilities using constituent systems
or to expand its SoS boundaries to incorporate capabilities from other systems

(legacy and new) to satisfy changing user needs.



C. RESEARCH QUESTIONS

This thesis focuses on developing an ontology to model the meta-system

for capability development and delivery, which has been put in place in response

to the capability-based approach to modernize the military, and that could be

used as a handle to explore the effectiveness of the meta-system.

Research questions are developed around these concepts and modeling

of the effectiveness of capability delivery.

What is a capability delivery system (CDS)?

How can this meta-system of capability delivery be modeled?

o What are the input and noise factors to the CDS?

o What are the parts and processes that comprise the CDS?

o What is emergence and how can its effects be modeled?

o What are the measures of effectiveness for the CDS?

. What are the effects of the choice of SE process models,

stability of capability needs, and capability complexity on the
effectiveness of the CDS?

What is an existing ontology suitable to describe capability
delivery?

In what ways can the existing CDS ontology be improved to include
the fog of emergence?

D. RESEARCH CONTRIBUTION

The thesis is intended to provide the following contributions:

Capability delivery ontology with emergence — The extension of
capability delivery ontology with a central theme of emergence.

Capability delivery system simulator — Development and
implementation of a functional simulator of a capability delivery
system based on the new ontology to demonstrate the tractability of
the ontology and as well as threats to the validity of the ontology.

Measures of effectiveness for capability delivery — Using the
capability delivery ontology as a prism to separate the white light of
capability performance into its constituent colors of “as needed,”
“as-planned,” “as-known” and “as-deployed.” The capability
delivery effectiveness is measured as the ability of the capability

3
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delivery system to minimize the gaps between “as-needed,” “as-
planned,” “as-known” and “as-deployed.”

E. THESIS ROADMAP
The roadmap of this thesis is as follows:

Chapter Il presents the literature review of five key concepts: (1)
capability-based approach; (2) systems and SoSs; (3) emergence in systems; (4)
system life cycles with SE process models; and (5) an ontology for capability
delivery. First, while the intricacies of the capability-based approach are not the
focus of this thesis, understanding the mechanisms for the approach helps show
the logical consequence of the increased likelihood that systems or SoSs would
have to respond to changes or insertions of capability needs. Second, the
management challenges in responding to unstable needs would be different
depending on whether the capability implementing System-of-Interest (Sol) is a
system or an SoS. Third, the complexity in managing the Sol implementation is
exacerbated due to a fog of emergence that creates a gap between the
subjective perception of emergent traits by capability delivery organizations and
the emergent traits’ objective manifestation. Many SE process models exist to
provide a guiding hand for capability delivery organizations to take a capability
through its life cycle translating capability needs into operational capabilities. The
system life cycle and SE process models do form the fourth part of the review.
The final and fifth piece of the literature review is to present an existing capability
delivery ontology that is familiar to readers who know the DoD Architectural
Framework (DoDAF).

Chapter 11l covers the research approach to answer the research
objectives. It covers how the capability delivery system with emergence is

developed, and how it would be modeled to explore the research objectives.

Chapter IV describes the concept behind the capability delivery simulator
that was developed for the purpose of exploring the new capability delivery

model with emergence.



Chapter V describes the preliminary software design of the capability

delivery simulator.

Chapter VI provides the summary of the implementation of an exploratory
capability delivery system simulator, its features, shortcomings and how it could
be used for future experiments based on the proposed capability delivery

ontology with fog of emergence.

Chapter VII highlights the research contributions and concludes with the
use of the proposed capability delivery ontology with fog of emergence to reflect

on the thesis journey to deliver a capability delivery system simulator.
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. LITERATURE REVIEW

The Systems Engineering Guide for Systems of Systems (SE Guide for
SoS) (ODUSD [A&T] SSE, 2008) states that there are an increasing number of
military capabilities being implemented through an SoS approach. An SoS is “a
set or arrangement of systems that results when independent and useful systems
are integrated into a larger system that delivers unique capabilities,” according to
the SE Guide for SoS.

Similarly, the Systems Engineering Body of Knowledge (SEBoK) (Pyster &
Olwell, 2013) acknowledges that most practitioners recognize a strong
relationship between capability and SoS; however, there is no agreed position
with regard to that relationship. There are two widely accepted views: the first
describes the relationship as that of composition whereby a capability comprises
a range of systems, processes, people, information and organization; the second
describes the relationship as that of a property whereby capability is an emergent
property of SoS. This author prefers the second relationship and in the following
sections shows that the second relationship is more broadly applicable and, in

fact, encompasses the spirit of the first.

In order to develop or extend an ontological model of the capability
delivery meta-system, we have to unravel the relationship between capability

delivery and SoS, and then understand what makes it work.

The following sections examine the literature concerning key concepts and
expand definitions that are consistent and fit for the purpose of developing the
model. We shall specifically look at the following concepts:

o Capability-Based Approach

o Systems and System of Systems
. Emergence in Systems
o Systems Engineering Life cycle and Process Models

o Capability Delivery Ontology

7



A. CAPABILITY-BASED APPROACH

A capability is the ability to achieve a desired effect under specified
standards and conditions through combinations of ways and means to perform a
set of tasks (DCIO, 2010).

Schrader, Lewis, & Brown (2003) review the lessons on managing change
in the U.S. DoD based on two earlier QDRs performed in 1997 and 2001. The
primary motivation for such reviews has been to ensure there were sufficient
forces to execute strategies relevant to the projected threats. Schrader et al.
(2003) state that prior to the QDRs, a “mismatch” between defense strategy and
resource allocation was already recognized. A key recommendation from QDR
2001 was to adopt a capabilities-based strategy with senior military leadership
assisting the U.S. Secretary of Defense in making balanced trade-offs that cut
across services. This recommendation would allow Congress to prioritize future

capabilities and provide guidance on forces, resources and pace of change.

The JCIDS Manual, 2012 describes “detailed guidelines and procedures
for operation of the Joint Capabilities Integration and Development System
(JCIDS) and interactions with several other departmental processes to facilitate
the timely and cost effective development of capability solutions to the
warfighter” (p. 1). The JCIDS deliberate staffing process and urgent staffing

processes are shown in Figure 1 and Figure 2, respectively.
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Figure 1.

JCIDS deliberate staffing process (From JCIDS Manual, 2012).

The JCIDS deliberate staffing process should take no longer than 83

calendar days from the time a Sponsor submits a document identifying a

capability gap to the Gatekeeper for review.

The Gatekeeper supports the activities of the JCIDS process and
manages the flow of documents in and out of the process (JCIDS
Manual, 2012). The Gatekeeper would assign the document to the
relevant lead and supporting Functional Capabilities Board (FCBs)
within four days.

The FCBs assesses the document to compare capability
requirements to existing capability requirements, development
programs, and fielded solutions within their respective portfolios
(JCIDS Manual, 2012). The review considers partial or whole non-
materiel changes to requirements and partner collaboration advice.
The assessment would be made available to Services, Combatant
Commands (COCOMs), and other DoD components for their
comments by the end of 21 days (JCIDS Manual, 2012).

The Sponsor has 30 days to satisfactorily adjudicate comments
received, after which the FCB has 7 days to review the changes
and to assist the FCB chair in making a validation decision (JCIDS
Manual, 2012). A valid recommendation bears the certification by
the FCB chair that the proposed capability solution is not redundant
to existing capabilities (JCIDS Manual, 2012).

The validation authorities could be either the Joint Capabilities
Board (JCB).or Joint Requirements Oversight Council (JROC)
depending on relevant level of interest. The JCB is a board below
the JROC. The validation authorities should not take more than 21
calendar days to reach a decision after the FCB chair submits a
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valid recommendation. The decision would be to either terminate
the recommended capability, to begin acquisition or to execute
DOTmLPF-P1 Change Recommendations.

Urgent/Emergent |
(JUONS/JEONs) .-~

. Functional Capability:
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Figure 2. JCIDS urgent/emergent staffing process (From JCIDS Manual, 2012).

Sponsor

Sponsor
(CCMD)
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30 Days {JEONS)

When a capability COCOM requirement is deemed as a joint urgent or
emergent operational need (JUON or JEON, respectively), the staffing process
as shown in Figure 2 could be used to expedite validation (JCIDS Manual, 2012).
The validation process is expected to take no longer than 15 days and 31 days
respectively for JUON and JEON (JCIDS Manual, 2012).

A summary of the JCIDS as gleaned from the JCIDS Manual (2012) can

be summarized as:

In its simplest, the capabilities-based strategy provides a strategic
oversight that matches capability providers with users. The
strategic oversight recognizes the importance to strike a balance
between the instability of user requirements precipitated by the
changing face of war and the need to provide stable intermediate
forms of military capabiliies to facilitate implementation
accountability and better return on investment. New user needs
would have to be validated in terms of whether any unacceptable
loss of life or critical mission failure would be incurred should the
need be left unaddressed. A validated need would then be
assessed against the capability portfolio to determine if the need

1 DOTmMLPF-P stands for Doctrine, Organization, Training, Materiel, Leadership and
Education, Personnel, Facilities and Policy.
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could be satisfied by any existing capability provider or has to be
satisfied through the establishment of a new capability. It is also
possible for the validated need to be satisfied through a mixture of
new and existing capabilities.

For example, a sponsor with a capability gap that could not be satisfied by
capabilities in the Joint Forces could initiate a change recommendation to
establish the new capability solution within the sponsor organization.
Subsequently, a second sponsor with the same capability gap could put in a
request for forces to leverage on the existing capability solution without
reinventing the wheel. A third sponsor with the same capability gap that has to be
organically incorporated could then generate a joint change request to bring the

capability solution into its own organization.

The main benefits of the capability-based delivery are the greater strategic
involvement of senior military leadership and Congress in directing and
managing how temporally unstable user needs are satisfied by agilely composed
capability solutions. It also follows that a better return on investment would be
achieved through the use of existing capability solutions either in part or whole to

service new capability needs.

The main implication of the JCIDS on the CDS is that it could be modeled
as a source of either input or noise factors. If a valid capability need establishes a
new capability solution, this is a new capability need into the CDS as an input
factor. If a valid capability need is matched with an existing capability solution,
the capability need is inserted to the CDS as noise factors. With the focus on this
capability-based approach, it is more likely than before that a CDS would be
subjected to unstable capability needs while a capability is in the process of

being delivered.
B. SYSTEMS AND SYSTEM OF SYSTEMS

1. System

Maier & Rechtin (2009) defined a system as “a collection of things or

elements that, working together, produce a result not achievable by the things
11



alone.” The DoD Architectural Framework (DoDAF) Glossary (DCIO, 2010)
defined a system as “a functionally, physically, and/or behaviorally related group

of regularly interacting or interdependent elements.”

The first two definitions emphasize the notion that a system is composed
of elements. These elements could be functionally, physically or behaviorally
related. These elements interact regularly to produce a result not achievable by

the elements alone.
Langford (2013a) defines a system as:

A group of adaptively stable and agile objects showing intrinsic
emergence based on interactions with other objects. The condition
for systemic behavior is a non-reciprocal change in boundary
conditions of the objects resulting in a change in the properties of
the objects. Systems are comprised of objects and processes.

This third definition by Langford (2013a) is used in this thesis because it is
both abstract enough to encompass classical definitions of a system, while still
precise enough for a practitioner to use as a litmus test differentiating a system
from its parts. The third definition is consistent with the earlier two definitions and
then goes on further to introduce the following qualifying conditions that must be

satisfied for a system (Langford 2013a):

. Composition. A system is comprised of objects and processes.
o Agile adaptation. The objects adapt their properties, traits or

attributes with each other through agile interactions.

. Stable adaptation. This interaction causes some degree of
permanence and stability in the adapted properties, traits or
attributes of a proper subset of objects of the system. Stability is
maintained through dynamic adjustments about a point that falls
within a region of stability. In other words, there are regions of
exchanges between system elements where EMMI use is self-
sustaining.

o Non-reciprocal emergence. If the observed adapted properties,
traits or attributes of these stable and agile objects (manifested as
changes in the conditions of the objects’ functional, physical and
behavioral boundaries) are non-reciprocal between their existence
as a whole and existence as individual parts, we have emergence.
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Hitchins (2000) said that “systems engineering appears to be all things to
all people” and proposed a five-layer model for systems engineering that

attempted to bring the divergence of SE as a practice under a common model:

o Layer 5 — Socio-economic. The stuff of regulation and government
control.
o Layer 4 — Industrial Systems Engineering or engineering of

complete supply chains/circles. Many industries make a socio-
economic system.

. Layer 3 — Business Systems Engineering. Many businesses make
an industry. At this level, systems engineering seeks to optimize
performance somewhat independent of other businesses.

. Layer 2 — Project or System Level. Many projects make a
Business. Western engineer-managers operate at this level,
principally making complex artifacts.

o Layer 1 — Product Level. Many products make a system. The
tangible artifact level. Many engineers and their institutions
consider this to be the only “real” systems engineering.

Hitchins (2000) points out that the statements associated with the five
layers are approximate, but they serve to illustrate that systems could be nested
with each lower layer contributing to the one above. Hitchins’ model showed that
the methods to be employed by the systems engineer vary depending on the

layer of interest, or here stated as the level of abstraction.

Keet, 2008 extended the concept of nesting further by introducing the
concept of granularity in which granules (objects and processes) could also be
partitioned heterarchically. A heterarchy is a system of organization replete with
overlap, multiplicity where each element shares the same horizontal positional
relationship. An important characteristic of heterarchical granularity is that these
granules may overlap in a self-adjudicated manner appropriate to the context in
which the relationship exists (Langford, 2012). The context provides the logic for
one heterarchical grouping of objects and is more than a matter of convenience
(Langford, 2012, p. 285).
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The concept of abstraction and granularity posits that there exists an
appropriate granularity to examine an Sol. The granularity is adjudicated by the
chosen level of abstraction and context. While there is an appropriate granularity
given abstraction and context, it is inevitable that many granularities exist as
subjectively perceived by the various capability delivery organizations across a

capability’s life cycle.

It behooves the capability delivery organizations to be cognizant of the
existence of potential incompatibility of reference abstraction and granularities
that are all correct in their corresponding contexts. Without examining the system
through the appropriate context, it is hard for capability delivery organizations to
come to know of the full suite of emergent traits exhibited by the Sol beyond what
they have designated as requirements for intended missions.

An increasing number of today’s military capabilities are being achieved
through a new system that became to be known as SoS (ODUSD [AT&L] SSE,
2008). The following section highlights the similarities and differences between a
system and the SoS-class of system, and notes the implications for managing an
SoS.

2. System of Systems

There are a number of definitions for SoS; Jamshidi (2009) reviewed
upwards of six potential definitions before putting forward his own definition that
“SoS are large-scale integrated systems that are heterogeneous and
independently operable on their own, but are networked together for a common
goal” (p. 2).

Maier (1998) argued that it was useful to distinguish SoS from various
complex and large-scale systems, allowing the grouping of distinct demands to
the design, development and operation of such a class of system. Five
characteristics of SoS that made the design, development and operation of this
taxonomical branch of system more challenging have often been attributed to

Maier (1998), who in his 1998 paper, only considered the first two characteristics
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to be key: (1) operational independence of component systems, (2) managerial
independence of component systems, (3) emergent behavior, (4) geographical

distribution, and (5) evolutionary development processes.

The SEBoOK (Pyster & Olwell, 2013) stated that while there were no
agreed upon definitions the following definition and its implication as quoted from
the SEBoK has received substantial attention:

An SoS is an integration of a finite number of constituent systems

which are independent and operatable, and which are networked

together for a period of time to achieve a higher goal.” It should be

noted that according to this definition, formation of an SoS is not

necessarily a permanent phenomenon, but rather a matter of

necessity for integrating and networking systems in a coordinated
way for specific goals such as robustness, cost, efficiency, etc.

Langford (2012) tabulated factors that determined the systemness of a
collection of objects (pp. 199-200). With respect to distinguishing a system from
an SoS, it was said that the parts of an SoS predominantly show reversible
properties and attributes when taken apart from the whole, whereas the parts of
a system often exhibit irreversible properties and attributes when severed from
the whole (Langford, 2012). This difference between systems and SoS
accentuated SEBoK’s definition that the SoS is not a permanent phenomenon,
and that the parts must be able to revert to their original properties, traits and

attributes to execute their independently operatable purposes.

As an SoS is a system, an SoS would satisfy the definition of a system
adopted in this thesis; it would, however, be more useful for evaluating various
process models that provide for capability delivery to develop a set of qualifying

factors to help discern the SoS class of systems.

With regards to the Maier’s list of SoS characteristics, this research is
premised on the first two characteristics of operational and managerial
independence of the whole and its parts are necessary qualifiers. The third
characteristic of emergent behavior, while necessary, does not help in

distinguishing an SoS from the more generic class of systems. An Sol that
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exhibits the fourth and fifth characteristics of geographical distribution and
evolutionary development processes, though, might suggest an SoS is not

necessary as these were decisions made out of choice instead of necessity.

As such, geographical distribution of parts and the use of evolutionary
development processes are useful factors but not as conclusive. The
characteristic of emergent behavior has already been subsumed under the
definition of a system. For the purpose of this thesis, an SoS must exhibit the
following factors in addition to fulfilling the definition of a system as laid out in the
previous section:

. Operational independence of the parts from the whole: The parts
must be able to operate independently when severed from the
whole according to its own set of customer-operator purposes
(Maier, 1998).

o Managerial independence of the parts from the whole: The parts
are separately acquired and integrated but continue to maintain
their own operations independent of the whole (Maier, 1998).

o Property and attribute reversibility of the parts from the whole: The
parts take on different properties and attributes for the duration of
operations as a whole, but reverts when severed from the whole
(Langford, 2012, pp. 199-200).

Based on these qualifying characteristics, an Aegis cruiser is part of an
SoS when we examine the Aegis cruiser in the context of four-phased? ballistic
missile defense; the heterarchical granularity of the Sol expands to include
ground-based interceptors, sea-based radars, a suite of radars in the United
Kingdom, Aleutian Islands, Greenland, and California (Fact sheet: The ballistic
missile defense system, 2013). At this level of granularity, the Ballistic Missile
Defense System exhibits all three qualifying factors of an SoS. The parts retain
their operational and managerial independence; for example, the ground-based
interceptors may be designated to take out other air-borne targets apart from
ballistic missiles or the Aegis cruiser could be tasked to a search and destroy

mission unrelated to the SoS-level ballistic missile defense mission.

2 Ballistic missiles follow a four-phased trajectory path: boost, ascent, midcourse, and
terminal.
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These qualifying factors of an SoS mean there would be greater

management issues due to potential tension between the SoS management

entity and the constituent system entities. The following list captures some of the

management issues of an SoS adapted from Osmundson, Huynh, & Langford

(2007):

Initial agreement: Initial agreement of SoS objectives by decision
makers depends on the number of business entities involved. Top-
down mandate of objectives would be possible if the whole SoS
was under the purview of a single entity, which might not be the
case.

Planning: The planning for an SoS has to consider the matching of
operations of constituent systems to external systems.

Organizing: Establishment and monitoring of processes that
interface the SoS with constituent systems.

Directing _and _ reporting: Clear, concise and complete
communication channels must be established for the SoS and
constituent systems. Metrics must be developed, collected and
reported to the SoS-level.

Design: Each constituent system has to balance the need to share
classified or proprietary design information against the benefits of
developing the SoS.

Common interfaces: Interfaces must be identified and managed to
ensure interoperability between constituent systems.

Negative emergent behavior: The SoS may exhibit unexpected
negative emergent behavior that is detrimental to the SoS and
constituent systems.

As practitioners and academics better understood the concept of SoS

through work experience and research, four types of SoS were identified based

on the type of management and technical control the SoS-level has over its

constituent systems (Dahmann et al., 2008):

Directed SoS is one in which the integrated system of systems is
built and managed to fulfill specific purposes. The Future Combat
Systems is a directed SoS. It is centrally managed during long-term
operation to continue to fulfill those purposes as well as any new
ones the system owners might wish to address. The component
systems maintain an ability to operate independently, but their
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normal operational mode is subordinated to the central managed
purpose.

o Acknowledged SoS has recognized objectives, a designated
manager, and resources for the SoS; however, the constituent
systems retain their independent ownership, objectives, funding, as
well as development and sustainment approachesic Missile
Defense System is an example of an Acknowledged SoS. The
BallistChanges in the systems are based on collaboration between
the SoS and the system.

o In Collaborative SoS, the component systems interact more or less
voluntarily to fulfill agreed-upon central purposes. The Internet is a
collaborative system. The Internet Engineering Task Force works
out standards but has no power to enforce them. The central
players collectively decide how to provide or deny service, thereby
providing some means of enforcing and maintaining standards.

. Virtual SoS lacks a central management authority and a centrally
agreed-upon purpose for the system of systems. The Global
Information Grid is an example of a Virtual SoS. Large-scale
behavior emerges—and may be desirable—but this type of SoS
must rely upon relatively invisible mechanisms to maintain it.

Dahmann et al. (2008) asserted that the DoD has faced more capability
delivery challenges from acknowledged SoS than the other three types. As an
acknowledged SoS is not under the control of a single entity, it would face
greater issues of initial agreement of SoS objectives with constituent system
entities. Constituent systems might already be in development or even operation,
adding complexity to the planning, organization, direction, reporting and design of
the whole SoS (Osmundson et al., 2007). These constituent systems
acknowledge the SoS capability objectives but are needed for their original
requirements. The dual levels of management, objectives and funding create
management challenges for both the acknowledged SoS and its constituent

systems (Dahman et al., 2008).

It can be seen that the SoS-class of systems is subject to increased
friction amongst constituent system entities and creates management challenges
during capability delivery. These dynamic and competing behaviors of an SoS

have to be captured in the CDS ontology.
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C. EMERGENCE IN SYSTEMS

It is clear from the definitions of systems that a key reason for assembling
a system would be for the emergent behavior that would result. Emergence is a
condition when the whole is equal to the parts plus traits that are related to the
context of the interaction of the parts (Langford, 2013a). In other words, through
the interactions of the parts, the whole is able to achieve objectives greater than
the sum of its parts. Jamshidi (2009) stated that the concept of the whole being
more than the sum of its parts could be traced back to as early as Aristotle, but

the utility of emergence beyond informed thinking continues to be questioned.

As cited in Jamshidi (2009), Holland pointed out that “emergent patterns
are not adequately understood without the appreciation of the context within
which the patterns exist” (p. 174). This is especially the case of SoS, where the
context could be highly variable; “emergence has far-reaching implications for
how we think, make decisions, and interpret results related to design,
deployment, and transformation of SoS solutions” (Jamshidi, 2009, p. 174).
Jamshidi, 2009 examined the nature of emergence through three perspectives:
(1) philosophical; (2) axiomatic; and (3) methodological. The same approach to
understanding emergence was adopted for the purpose of this thesis. The
philosophical perspective deals with the commonly held worldviews on
emergence. The axiomatic perspective examines the axiomatic principles that
support a robust perspective for emergence in SoS. The methodological
perspective deals with the general methodological considerations that could be
adapted to specific contexts to account for emergence.

1. Philosophical Perspective

Jamshidi (2009) asserts the importance of understanding and appreciating
the existence of varying world views on emergence, as there is greater potential

for conflicts in SoS capability delivery organizations holding different worldviews.

These worldviews are reference frames through which we “give meaning
to actions, decisions, and events as they unfold” (Jamshidi, 2009, p. 175). He
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argues that the organizations’ philosophical leanings in the epistemological and
ontological frames shape how they perceive emergence. Figure 3 shows the
philosophical spectrum of these two frames. The epistemological frame relates to
how organizations’ believe they perceive, collect, and communicate knowledge,

while the ontological frame deals with the organizations’ belief in what is reality.

Epistemological Spectrum

Positivism Antipositivism
Knowledge is absolute, objective, Knowledge is soft, subjective,
and can be transferred as and a function of the individual

tangible elements

Ontological Spectrum

Realism Nominalism
Reality is external to the Reality is an attribution of the
individual and objective individual and subjective

Figure 3. Philosophic-level Spectrum (After Keating, 2005).

A capability delivery organization leaning towards the positivism end of the
spectrum would tend to take the stance that all system emergences can be
predicted based on “absoluteness of system knowledge,” while another
organization with antipositivistic leanings would not expect absolute system
knowledge and hence accept the existence of indeterminable emergence and its
variety of interpretations (Jamshidi, 2009). Similarly, an organization that takes a
realistic view might be inclined only to accept emergence as it is measured, while
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a nominalistic organization would accept that the reality of emergence as
subjective to the beholder (Jamshidi, 2009).

Emergence of a system in a given context could only be commonly
discussed if the organizations examined the system at the same level of
abstraction and granularity. As indicated earlier in the discussion on abstraction
and granularity, the appropriate hierarchical and heterarchical view of the parts of
a system would be adjudicated by the context in which the emergence of interest
arises (Langford, personal communication, July 8, 2013). As such, capability
delivery organizations having different abstractions and granules in mind would
be debating the emergent properties, traits and attributes of a system that was

only common in the name of the system.

It is not the purpose of this thesis to argue the philosophical merits or
superiority of worldviews, but it could be surmised that capability delivery
organizations would stand to gain if they recognize that other organizations may
interpret emergence differently. These organizations should plan how to analyze,

measure, and discuss emergence productively.

Kasser (2012) discussed two relevant orthogonal dimensions to a
problem, the first being complexity and the second being complicatedness. On
one hand, the complexity of a problem is an external objective characteristic
“‘determined by the number of issues, functions, or variables involved in the
problem; the degree of connectivity among those variables; the type of functional
relationship among those properties; and the stability among the properties of the
problem over time” (Kasser, 2012). On the other hand complicatedness is
subjective to the level of competency held by the capability delivery organization
with respect to the required domain expertise to examine the problem (Kasser,
2012).

An emergent trait that exhibited in a complex operational context might be
too complicated for one capability organization, but is relatively easy for another

organization with the knowledge and tools to measure it. Emergence that could
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not be determined through analysis nor measured by contemporary methods and
tools would still be determinable or measurable given the advancement in theory,
measurements, and tools eventually (Langford, private communication, July 3,
2013).

The implications for the CDS ontology is that there exists a fog of
emergence clouding the capability delivery organization’s subjective perception
of the objective manifestation of an Sol’s full suite of emergent traits. This fog of
emergence is modified by the organization’s competency in the requisite

engineering domain to determine or measure the emergent trait.

2. Axiomatic Perspective

The axiomatic perspective is a view comprised of knowledge that is
regarded as established in the field. There is much development in the
knowledge that is directly applicable to systems, but not much in the way of
theories relating to emergence, despite emergence being considered axiomatic
with regard to systems3 (Jamshidi, 2009). The following section summarizes the
explications on emergence derived from “systems-based concepts that are
supportive of the emergence perspective” (Jamshidi, 2009).

1. Holism (Jamshidi, 2009) Skyttner “suggests that we cannot
understand a complex system through reduction to the component
or entity level” (p. 178). Holism is opposed to reductionism which
believes that a complex system is simply the sum of its parts and
hence could be absolutely analyzed at increasingly finder levels of
details. Holism states that organizations have to analyze a system
holistically in its context to fully comprehend associated emergent
traits. Reductionist methods could still be used to study emergence
if it could separate the parts from the whole, and “identify
nonlinearities in performances and results to quantify losses”
(Langford, 2012, p. 227).

2. Context “is the circumstances, factors, conditions, and patterns that
both enable and constrain a complex system solution” (Keating,

3 Jamshidi (2009) made the general statements with regard to emergence in particular to
SoS, but as argued by this author, emergence is a characteristic of all systems and not exclusive
to SoS.
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2005). The context in which the system is used adjudicates the
appropriate level of granularity and abstraction of the “whole”
through which emergence could be known (Langford, 2012). These
contexts are more often “as-deployed” than “as-intended,” and
hence it is a fundamental error to analyze a system solely based on
designed intentions (Jamshidi, 2009, p. 180). As the context is
external to the system and dependent on the military performers
that use it, there could be a multiplicity of contexts and associated
emergence beyond those envisioned by the organizations that
designed and implemented it.

3. Complementarity “suggests that any two different perspectives ...
of a system will provide different knowledge of the system”
(Jamshidi, 2009, p. 180). As a logical result of holism and
multiplicity of contexts, every context in which the system is used
while being potentially incompatible would still be valid and serve to
complement the holistic impression of the system (Jamshidi, 2009).

4. System darkness “is a concept that recognizes there can never be
complete knowledge of a system” according to Skyttner (as cited in
Jamshidi, 2009, p. 181). Wolpert (2008) rigorously proved that an
organization could never infer entirely correct knowledge of the
system of which the organization is a part. This means that the
knowledge of a system from an internal perspective is incomplete
and speculative. Knowledge of a system and its associated
emergence within the contexts in which it operates unfolds together
with system operation and observations (Jamshidi, 2009).

5. Dynamic stability “holds that a system remains stable as long as it
can continue to produce required performance during
environmental turbulence and changing conditions” (Jamshidi,
2009, p. 182). Neither the system nor the context in which it
operates remains the same, and so stability in the system is
achieved through adjustments to disturbances in system
performance (Jamshidi, 2009). Emergence is a result of the EMMI
exchanged between objects of the system and context to achieve a
natural stable state (Langford, 2012).

6. Metasystem “provides the structure of relationships that integrates
the SoS#* according to Beer (as cited by Jamshidi, 2009, p. 181)
and could be depicted as a three-dimensional coordinate system
with one axis running the spectrum from: (1) integration to

4 The five axioms relating to emergence were generally applicable to systems, but the axiom
regarding metasystem is more pertinent to SoS, as a non-SoS would not be subjected to tension
along the integration-autonomy axis.
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autonomy; (2) a second axis spanning stability to change; and (3)
the third-axis of purposeful design to self- organization (Jamshidi,
2009). An SoS is subjected to formal structural relationships, but
the “balance in tensions might shift through the life of the SoS”
(Jamshidi, 2009, p. 181). It was said that a variety of emergence
would be produced by the SoS to resolve structural tensions due to
such shifts in balance along the axes of the metasystem. (Jamshidi,
2009).

From the axiomatic perspective, dynamic stability supports emergence as
an intrinsic phenomena that results from EMMI interactions between parts of a
system to perform a function. While the impact of emergence is greatest when
unexpected, it is wrong to only associate emergence with surprise. The CDS
ontology has to reflect this intrinsic manifestation of emergent traits regardless of

whether it is known or not.

The concepts of holism, contexts, complementarity, and system darkness,
adds to the fog of emergence in the CDS ontology. The full suite of emergent
traits that manifest after system functions are performed is a complementary
result of all the as-deployed mission contexts beyond those that were intended.
System darkness posits that the capability delivery organization might not
accurately infer the full suite emergent traits because of imperfect knowledge
regarding the contexts. The fog of emergence in the CDS ontology has to
incorporate this subjective knowledge of known missions against an all-
omniscient objective list of as-deployed mission contexts. If a mission context is
intended, the emergent traits that manifest in the intended context are
determinable based on the capability delivery organization’s competencies in the
requisite engineering domain. If the mission context is unknown, the emergent
traits for that unknown context would be indeterminable, as even the most
competent organizations would not be able to determine emergent traits without

first knowing the context in which they manifest.

Finally, the concept of metasystem stresses implies that a comprehensive

CDS ontology with emergence has to model the fluctuations in the emergent
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traits manifested by the same SoS in the same mission context, due to

perturbations along the three axes mentioned previously.

3. Methodological Perspective

Keating (2005) suggests that the philosophic perspective would inform the
axiomatic perspective which in turn informs the methodological perspective. The
methodological perspective is concerned with “guiding frameworks that are used
to guide inquiry and gain knowledge regarding complex systems” (Keating,
2005).

Jamshidi (2009) observes that many systems engineering processes have
been developed and applied successfully, but they are insufficient to be
considered as a methodology. He opines that any combination of the following
six conditions would favor the guiding hand offered by a systems-based
methodology over prescriptive traditional systems engineering processes: (1)
turbulent environmental conditions; (2) ill-defined problem conditions; (3)
contextual dominance; (4) uncertainty for approaches; (5) ambiguous
expectations and objectives; and (6) excessive complexity (Jamshidi, 2009). The

attributes for systems-based methodologies are identified in Table 1.
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Table 1.

Attributes of a systems-based methodology (From Jamshidi,

2009, p. 179).

Methodology
Attribute

Description

Transportable

Capable of application across a spectrum of complex systems
engineering problems and contexts. The appropriateness (applicability)
of the methodology to a range of circumstances and system problem
types must be clearly established as the central characteristic of
transportability.

Theoretical and
philosophical
grounding

Linkage of the methodology to a theoretical body of knowledge as well
as philosophical underpinnings that form the basis for the methodology
and its application.

Guide to action

The methodology must provide sufficient detail to frame appropriate
actions and guide direction of efforts to implement the methodology.
While not prescriptively defining “how” execution must be accomplished,
the methodology must establish the high-level “whats” that must be
performed.

Significance

The methodology must exhibit the “holistic” capacity to address multiple
problem system domains, minimally including contextual, human,
organizational, managerial, policy, technical, and political aspects of an
SoS problem.

Consistency

Capable of providing replicability of approach and results interpretation
based on deployment of the methodology in similar contexts. The
methodology is transparent, clearly delineating the details of the
approach for design, analysis, and transformation of the SoS.

Adaptable

Capable of flexing and modifying the approach configuration, execution
or expectations based on changing conditions or circumstances —
remaining within the framework of the guidance provided by
methodology but adapting as necessary to facilitate systemic inquiry.

Neutrality

The methodology attempts to minimize and account for external
influences in the application and interpretation. Provides sufficient
transparency in approach, execution, and interpretation such that biases,
assumptions, and limitations are capable of being made explicit and
challenged within the methodology application.

Multiple utility

Supports a variety of applications with respect to complex SoS, including
new system design, existing system transformation, and assessment of
existing complex SoS initiatives. The methodology must provide for
higher levels of inquiry and exploration of problematic situations,
generating sufficient structuring and ordering necessary to move
forward.

Rigorous

Capable of withstanding scrutiny with respect to (1) identified
linkage/basis in a body of theory and knowledge, (2) sufficient depth to
demonstrate detailed grounding in relationship to systemic
underpinnings, including the systems engineering discipline, and (3)
capable of providing transparent results that are replicable with respect
to results achieved and accountability for explicit logic used to draw
conclusions/interpretations.

The methodology perspective shall be used to assess the normative body

of knowledge developed in this thesis based on the CDS ontology with

emergence.
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D. SYSTEM ENGINEERING LIFE CYCLE AND PROCESS MODELS

SE is not a new discipline but has been brought to the forefront when DoD
acquisition policies mandated its use throughout a system’s life cycle in 2006
(ODUSD [A&T] SSE, 2006). A number of SE process models have been

developed over time that could be applied during a system'’s life cycle.

In this thesis, the parts and processes that comprise the CDS are taken to
be the various capability delivery organizations that are responsible for the
capability at the various life cycle phases using a particular SE process model to
guide their interactions and work through these phases. The EMMI exchanges
are the flow of intellectual properties, life cycle deliverables, and resources
required for the various milestones and work packages. Hence, we began by
taking a look at the generic system life cycle model that forms the common
theme linking the variety of systems engineering process models and the
acquisition system that form a key mechanism for the system’s progress through

its life cycle.

How SE process models alter the life cycle phases could be mapped, and
as a result, codified as part of the capability delivery model based on the CDS

ontology with emergence.

1. System Life cycle

Langford (2012) offers a nuanced distinction between a system’s life cycle

and the processes it goes through during its life (emphasis added) (p. 233-234):

The systems life cycle perspective captures three issues: “(1) how
comfortably the solution reflects life cycle needs; (2) the broader
context in which the design is considered to have utility; and (3) the
flexibility to incorporate cross-disciplinary views. ...Life cycle can
be seen as a structured progression from an initial beginning state
to an end state, often thought of as from inception (beginning of life)
to disposal (end of life). Life cycle is not comprised of sequential or
successive processes. Yet, life cycle discussions are appropriate to
all processes and activities. It is instructive to consider the life cycle
of the problem, the stakeholder needs, the development effort, the
product, and the product uses.
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A distinction would be made for this thesis with regards to systems life
cycle models and SE process models in order to examine the effects of nesting

different SE processes within a system'’s life cycle.

This thesis would use the Defense Acquisition Management System
(DAMS) as a working implementation of a generic systems life cycle. The DAMS
answers “‘what needs to be done” to ensure standardization of terms of
references, decision points, and of well-known deliverables across key
stakeholders from an acquisition perspective (Office of Under Secretary of
Defense Acquisition, Technology & Logistics [OUSD AT&L], 2008a). The various
systems engineering process models answer “how to do it” and “for how long” to

guide the capability delivery organizations from a systems engineering

perspective.
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Figure 4. The Defense Acquisition Management System (From OUSD AT&L,
2008).

The DAMS is a working elaboration of the generic life cycle model from an
acquisition perspective (OUSD AT&L, 2008). According to the Defense
Acquisition University (DAU, 2008):

The Materiel Development Decision (MDD) is the formal entry point

into the acquisition process and is mandatory for all programs. It
identifies a gap in capability and develops requirements to fill that
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gap. The decision is documented in the Acquisition Decision
Memorandum. The MDD consists of identification of a capability
gap, a description of related risks, and a recommendation of
whether or not to enter the acquisition process or use a non-
materiel solution.

The MDD for a materiel solution has to precede entry into the acquisition
process regardless of point of entry. The DAMS is comprised of five phases,
three major milestones and clear regulatory deliverables and acquisition
processes that had to be adhered to unless otherwise tailored by Milestone
Decision Authorities (MDAs) as shown in Figure 4 (OUSD AT&L, 2008). They
are: (1) the materiel solution analysis (MSA) phase; (2) the technology
development (TD) phase; (3) the engineering & manufacturing development
(EMD) phase; (4) the production & deployment (P&D) phase; and (5) the
operations & support (O&S) phase.

DoD
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Technology A EMD
Auavelopmmt t':I:":’z'ulncrernem 3 [CPD:
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Continuous Technology Development and Maturation

Figure 5. Requirements and Acquisition Flow of DAMS phases in Evolutionary
Acquisition (From OUSD AT&L, 2008).
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While the five phases could be sequential, they are not required to be
executed in sequence. In fact, DoD’s preferred acquisition strategy is
“evolutionary acquisition,” where a capability is delivered in increments with a
recognition that capability needs may change and the capability improved in the
future (OUSD AT&L, 2008). Figure 5 shows an example of how the requirements
and acquisition flows through the DAMS phases for a capability with a disciplined
approach to maturing technologies before development and its eventual

production.

The following five tables (Tables 2—6) summarize the corresponding five
phases of the Defense Acquisition Management System. Each table starts with
the purpose of the phase, its pre-conditions, and ends with the post-conditions.
The main body of the table describes the activities within the phase as well as
important exceptions (if any). These activities are labeled with a prefix based on
the abbreviations for their phase, followed by a running number that roughly
indicates the order in which the activities occur. Most of the activities describe
work packages to be done, and some describe important milestones and events.
Those activities that are events have a character “e” appended to the end of their
labels. For example, “MSA.4e” would denote the fourth activity of the MSA

phase, and that it is an activity that denotes an event.
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a. Materiel Solution Analysis Phase

Table 2. MSA Purpose & Description (From OUSD AT&L, 2008).

Material Solution Analysis

Assess potential materiel solutions

Purpose Determine appropriate entry phase in DAMS after current phase
Initial Capabilities Document: preliminary CONOPS, capability needs, operational risk,
justification

Pre- Materiel Development Decision(MDD), Analysis of Alternatives (AoA) study guidance,
conditions Initial review date
S/N | Activity Product Organization  Type

AoA study preparation to do preliminary
MSA.1 | assessment of materiel solutions,

identify key technologies, and life cycle A0A study Lead DoD Program
costs Plan Component Elements

AoA and Materiel Solution Analysis to
develop Measures of Effectiveness
(MoEs), cost, schedule, CONOPS, and

MSA.2 risk of alternatives. Identify CTEs for
Phase each materiel solution and their tech-
description readiness, integration, and production Lead DoD Program
risks. AoA Component Elements
Depends on
MSA.3 corresponding
Prepare appropriate DAMS Mile Stone artifacts for Lead DoD Program
(MS) artifacts MSA, B, or C Component Elements
Initial review of AoA and appropriate MDA, Lead
MSA.4e | DAMS MS artifacts, and to decide if DoD
more reviews are needed. Component Event
Post-
conditions Completed AoA, Approved ICD, appropriate DAMS entry phase determined
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b.

Table 3.

Technology Development Phase

TD Purpose & Description (From OUSD AT&L, 2008).

Technology Development Phase

Reduce technology risk

Determine and mature sets of technologies (CTEs)

Phase
description

Activity

Draft Technology Development Strategy
(TDS): single-step or evolutionary
acquisition, their schedules, cost,
performance goals, exit criteria, and its

Product

Organization

Purpose Demonstrate CTEs on prototypes
Pre-
conditions Completed AoA, proposed materiel solution, prepared MS A artifacts, full funding for TDP

Type

pre- | increments and number of prototypes to | MS A Artifact: | Lead DoD Program
TDP.1 | be developed in this phase TDS Component Elements
pre- MS A Artifact: | Lead DoD Program
TDP.2 | Estimate cost for each AoA solutions Cost Estimate | Component Elements
Lead DoD
MS A: Review of proposed materiel Component,
TDP.1le | solution, & MS A artifacts MDA Event
Preparation for Requests for Proposals Program
TDP.2 | (RFPs) after MS A approval RFPs PM Elements
System
components S&T Program
TDP.3 | Production of 2 or more prototypes (prototype) communities Elements
PM, S&T
TDP.4e | Prototype demonstrations communities Event
Life cycle
Sustainment Program
TDP.5 | Review life cycle costs based on demos Plan (LCSP)s PM Elements
Prepare Systems Engineering Plan (SEP)
that includes Reliability, Availability, and
Maintainability (RAM) strategy and PM, Program
reliability growth program for design Executive Program
TDP.6 | and development. SEPs Officer (PEO) Elements
Program Support Reviews (PSR): Review Lead DoD
TDP.7e | SEP & LCSP Component Event
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Prepare Preliminary Design Review

(PDR) design artifacts: Candidate designs Lead DoD
to establish allocated baseline (hw, sw, Component,
human), underlying architectures, and Preliminary S&T Program
TDP.8 | high-confidence design. designs communities Elements
User,
Perform PDR: Inform requirement Certification
trades; improve cost estimation; identify Authority,
System-level design, integration, & Lead DoD
TDP.9e | manufacturing risks. Component Event
Prepare MS B artifacts: Capability
Development Document (CDD) to
support initiation of acquisition
program/increment, refine integrated
architecture, and clarify how program
would lead to war fighting capability. User, PEO,
Includes detailed operational PM, and Program
TDP.10 | performance parameters. CDD [MDA] Elements
TDP.11e | CDD Approval JROC Event
If cost estimation increase by 25% over
MS A certification, PM has to notify MDA
ex- | for possible rescindment of MS A
Exception TDP.1e | approval PM, MDA Event
If evolutionary, an MDA approved TDS is Lead DoD
ex- | required for every increment with a MS Component, Program
TDP.2 | A MDA Elements
Affordable program/increment of militarily useful capability has been identified
.P.OSt' Technology and manufacturing processes for program/increment assessed and
conditions

demonstrated in relevant environment

Manufacturing risks identified

Program/increment can be developed for production within 5 years
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Table 4.

C.

Engineering and Manufacturing Development Phase

EMD Purpose & Description (From OUSD AT&L, 2008).

Engineering Manufacturing &
Development

Purpose

Develop a system or an increment of a capability

Complete full system integration

Develop an affordable and executable manufacturing process

Ensure & demonstrate -ilities & Human Systems Integration (HSI)

Pre-conditions

full funding.

CDD with KPPs, technology maturity of materiel solution, approved requirements, and

System concept selected, requirements approved, and PM assigned

Activity

Capability Development Document
(CDD) to support initiation of
acquisition program/increment,
refine integrated architecture, and
clarify how program would lead to

Product

Organization

war fighting capability. Includes User, PEO,
pre- | detailed operational performance MS B Artifact: | PM, and Work
EMD.1 | parameters CDD [MDA] packages
MS B
Artifacts: LRIP,
Low-Rate Initial Production (LRIP) staffing
quantities (one unit to 10% of total), estimate,
Phase pre- | staffing estimates, business case, business case, Work
description EMD.2 | acquisition program baseline (APB) APB PM packages
MS B: Review of MS B artifacts and
EMD.1e | initiation of acquisition program PM, MDA Event
Preparation for final RFPs after MS B
approval; specifically worded to only
award to proposals based on CTEs
that have been demonstrated in a
relevant environment & offerors to
specify technology readiness levels Work
EMD.2 | of CTEs Final RFPs PM packages
Preparation for Requests for
Proposals (RFPs) for TDP after MS A Work
EMD.3 | approval RFPs PM packages
If no PDR prior MS B, PM to plan for Preliminary
PDR design artifacts: Candidate design
Integrat‘ed designs to establish allocated (Architecture,
System Design baseline (hardware, software, component
(1sD) human system integration), design,
underlying architectures, and high- production PM, S&T Work
EMD.4 | confidence design. baseline) Communities | packages
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Engineering Manufacturing &
Development

If no PDR prior MS B, conduct
Preliminary Design Review (PDR):
Inform requirement trades; improve
cost estimation; identify System-
level design, integration, &

PM, S&T

EMD.5e | manufacturing risks. PDR report Communities | Event
Post-PDR
If PDR conducted within EM&D assessment in
phase, conduct Post-PDR: Formal Acquisition
assessment where MDA considers Decision
EMD.6e | PM’s assessment and PDR report Memorandum | PM, MDA Event
Critical design
(Architecture,
component
design,
production
baseline for all
Prepare for critical design review configuration PM, S&T Work
EMD.7 | (CDR) item) Communities | packages
PM, Subject
Matter
Experts
(SMEs), CDR
EMD.8e | Conduct CDR CDR Report Chair Event
Initial product
EMD.9e | Post CDR Review baseline PM, MDA Event
System
component
Prepare for System Capability & (including
Manufacturing Process manufacturing | S&T Work
EMD.10 | Demonstration processes) communities |