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From the Editor
In this issue Military Review examines several issues. One is force projection—

the ability to project combat power into a theater of operations to meet military re-
quirements.  Military Review also continues its series on officership. Plus, the journal
presents a potpourri of articles on subjects ranging from law to cybercombat.

Force projection is one of four strategic concepts that support the two national
military strategies to promote peace and stability and to defeat adversaries when
necessary. Force projection is the military element of national power that systematically
and rapidly moves military forces in response to requirements of war or stability and
support operations. “Winning War a World Away” reports on the Objective Force’s
vital, successful role in Vigilant Warriors ‘02, the third Army Transformation
wargame, sited in the Caspian region.

Increasingly essential to successful force projection is reachback. Reachback is the
practice of using communications technology to tap into the array of information
resources found at higher headquarters and emerging knowledge centers in the
continental United States or other locales to support operations in far away theaters.
“Putting Reachback into Practice” discusses how the Army’s Center for Army Lessons
Learned is doing just that to support forces in Afghanistan and Iraq. “Reach:
Leveraging Time and Distance” examines the Army’s growing use of reachback and
points out the challenges to successful reachback operations.

Three independent articles address a number of wide-ranging topics. “Military
Commissions, Past and Future” provides a historical context for U.S. use of military
commissions. “Civilian and Military Cooperation in Complex Humanitarian Operations”
discusses the intricate cooperation demanded in humanitarian operations. “The
Palestinian-Israeli Cyberwar” relates how cyberwar might affect the United States.

Continuing the series on officership, “Understanding Professional Expertise and
Jurisdiction” defines what constitutes the Army officer’s professional jurisdiction, his
sphere of expertise and knowledge. “Officership: Character, Leadership, and Ethical
Decisionmaking” examines the character issues of being an Army officer. “Leadership:
More Than Mission Accomplishment” argues that to improve the Army’s leader
development program, the officer evaluation report needs to focus less on an officer’s
quantifiable achievements and more on leadership’s intangible results.

Rounding out this issue are the Insights and Almanac articles, plus a Book Review
Essay. “Precision Launch Rocket System” argues the value of precision munitions and
the need for a precision-launch rocket system that lends itself to strategic airmobility.
“‘Come As You Are’ Warfare” examines the Bataan experience to make the point that
deployed forces might have to fight without benefit of extensive preparation.
“Understanding the Tactics of the Algerian War of Independence” reviews Battle
Stories, General Khalid Nezzar’s memoir, published in Arabic, of the Algerian War
of Independence that lasted from 1954 to 1962.

MRR
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Give me a lever long enough and a place
to sit my fulcrum and I can move the world.

—Archimedes

REACH, reachback, split-based operations,
sanctuary, knowledge center; this seemingly

endless lexicon adds nothing to the Army’s knowl-
edge nor lends any credibility to the widely accepted
but still nascent concept of reach. Seldom has an
idea been so wholeheartedly embraced, so roundly
advocated, yet so little understood or unimplemented.
Yet, everyone firmly agrees that all future Army op-
erations will incorporate multilevel, multifunction
reach operations. I do not seek to disprove the util-
ity of the reach concept; the intelligence community
has organized itself around the concept for more than
a decade and has proven its feasibility. However, to
believe the doctrine is universal in its applicability
without regard for some basic rules is folly.

The allure of reach is almost hypnotic. What other
concept promises to be both an economy of force
measure and a force multiplier? For the foreseeable
future, the United States will remain a power-pro-
jection nation. We will continue to base the bulk of
our forces within our continental boundaries and de-
ploy them to whatever trouble spots or battlefields
arise around the world. A number of factors gov-
ern our ability to deploy forces rapidly. Those fac-
tors include strategic lift, theater infrastructure, and
communications and connectivity.

Having troops, especially support and staff func-
tion personnel contribute to the fight from outside the
theater is an idea with immediate appeal. Also, if this
is possible, it keeps major portions of the vast logis-
tics tail in sanctuary or out of harm’s way. Anything
that contributes to fewer casualties is doubly appeal-
ing. However, since 9/11, the vulnerability of domestic
installations has reinforced the fact that sanctuary
is a relative term, while the increasing threat of so-

phisticated computer network attacks casts a differ-
ent light on a concept that relies on and derives its
value from the virtual environment. Still, information
technology that enables forces outside the theater
to affect a tactical situation is appealing.

The next century will prove the veracity of the
many pronouncements that reachback already
seems trite. Information and technology are ubiqui-
tous. Time and distance are irrelevant. Here and

there simply do not exist in a virtual environment.
Automation empowers individuals and small groups
to the detriment of organizations. Telephony and
visualization will dominate future operations. Virtual
reality is reality. These simple statements are irre-
futable and are the foundation of the reach concept.
The bottom line is that revolutionary information tech-
nologies and the growing understanding of knowl-
edge-centric operations, coupled with the desire to
tailor combat formations to a situation, have given
birth to a concept by which commanders can tailor
operational forces while actually enhancing the
decisionable information they receive and dissemi-
nate. All of this seems to be the perfect solution, of
course, and at first glance appears easily accom-
plished. Yet, the truth is that reach is rocket science.
The seamless orchestration of worldwide connec-
tivity at multiple levels of security with a variety of
protocols and permissions to access and interact with

Simplicity remains a principle of
war, especially in reach discussions that revolve
around broadband connectivity and simultane-
ous operations by multiple large staffs at numer-

ous geographically dispersed multiechelon
headquarters. The sole doctrinal definition for

reach appears in Field Manual 2-33.5/ST,
Intelligence Reach Operations.
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hundreds of databases that autonomous national
agencies, the Department of Defense, joint com-
mands, and coalition partners maintain while also
maintaining complete and accurate awareness of

tactical and operational situations thousands of miles
distant and providing information in an anticipatory
mode is a daunting task.

The operational and organizational concept
(O&O) for the Interim Brigade Combat Team
(IBCT) captures the initial vision for the Army’s
Transformation of future tactical forces.1 Although
the document was not written as a final vision of
the Army’s Objective Force, it represents a bridge
to the future and offers a brief survey that reveals
that much is left to the imagination. In 14 instances,
the document attributes specific functions, operations,
and end states to reachback concepts. For example,
it says that “the IBCT is dependent upon the divi-
sion and higher echelons of command for reachback
linkages to expand its capabilities in the areas of in-
formation, intelligence, joint effects, force protection,
and sustainment.”2

The O&O concept describes reachback as an
O&O principle. Great efficiencies in manpower and
equipment have been achieved in force design by
proclaiming that functions that can be accomplished
out of theater or through reachback to higher levels
of command will not be incorporated into the IBCT
organic force structure. The O&O document ex-
plains that the IBCT will execute reachback on a
“routine, deliberate basis as a combat-multiplier with
the concept enabling the IBCT to reduce its foot-
print in the area of operations without compromis-
ing its ability to accomplish the assigned missions.”3

The IBCT O&O concept lays out the following three
crucial components to assure an effective reachback
capability:

l Advanced command, control, communications,
computers, intelligence, surveillance, and reconnais-
sance systems having appropriate interfaces with

higher headquarters and outside agencies and ap-
propriate connectivity for distributed operations at
range and in urban and complex terrain.

l A set of tactics, techniques, and principles
(TTP) to govern staff activity.

l A well-trained staff that understands the ca-
pabilities available through reachback and how to
employ them for mission requirements.

These basic requirements might of themselves be
incredibly difficult to achieve, but arriving at a defi-
nition for reachback that everyone can agree on is
problematic. Simplicity remains a principle of war,
especially in reach discussions that revolve around
broadband connectivity and simultaneous operations
by multiple large staffs at numerous geographically
dispersed multiechelon headquarters. The sole doc-
trinal definition for reach appears in Field Manual
2-33.5/ST, Intelligence Reach Operations, which
states, “Intelligence reach is a process by which de-
ployed military forces rapidly access information
from, receive support from, and conduct collabo-
ration and information sharing with other units
(both deployed in theater and outside the theater)
unconstrained by geographic proximity, echelon or
command.”4

In a larger more generic context, which embraces
operations, logistics, and the array of other disciplines
from medicine to maintenance envisioned to benefit
from this new way of projecting power, a better defi-
nition might be, “Reach is a virtual and collabora-
tive strategy to access, share, and disseminate in-
formation in support of intelligence, maneuver, and
logistics regardless of distance, time, or echelon.”

The Future of Reach
Rather than stumbling through a doctrinal jungle

in its effort to develop and refine operational reach
concepts, the Army should first examine some of
the problems, solutions, and TTP proven successful
during a decade of worldwide intelligence reach op-
erations. The maturation of operational reach con-
cepts and offset command and control between the
austere capabilities of Operation Desert Storm and
the robust broadband architectures of Afghanistan
are astounding. That the XVIII Airborne Corps, as
the joint task force, is operating a Spartan joint in-
telligence support element at Baghram, while virtu-
ally the entire U.S. Central Command (CENTCOM)
staff remains in Tampa, bears stark contrast to the
operation 11 years ago when CENTCOM operated
from Saudi Arabia, and communications links be-
tween forward units and those supporting the units
from the continental United States were tenuous and

Bandwidth, coupled with compression
technologies, will be the coin of the realm. . . .

Again and again, operations involving deployed
and secure headquarters prove that dedicated

video, voice, and data circuits are crucial.
Future Army operations cannot be limited to

the constrained connectivities currently
envisioned in the WIN-T, but operations will

continue to demand far greater capabilities
as a baseline.
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finite. By examining intelligence solutions, we should
derive some tenets whose codification would make
reach more achievable.

Communications is the essence of reach. The
first commandment of successful reach operations
is that a robust, dynamic, dedicated broadband ar-
chitecture is essential. Bandwidth, coupled with com-
pression technologies, will be the coin of the realm,
and if Archimedes were alive today, he would im-
mediately recognize it as the lever in his simple ma-
chine. Nothing is possible in a remote environment
without a dedicated networked, web-based, virtual
communications architecture. That requirement can-
not be wished away by such statements as, “The
tactical force will be linked to the Global Informa-
tion Grid (GIG) for connectivity.”

During Operations Desert Shield and Desert
Storm, the world was forever changed when the
Army fielded the TROJAN SPIRIT network and
tactical satellite equipment. The advent of dedicated,
secure, broadband tactical equipment gave com-
manders the connectivity they had long envisioned.
However, like the appetite for imagery, the require-

ment for bandwidth in a reach operation will be in-
satiable. Multiple simultaneous video teleconferences
between headquarters located thousands of miles
apart are essential. Collaborative tools requiring large
amounts of graphic data and imagery to be moved
in real time and whiteboarding capabilities used to
tie together commanders, staffs, and higher head-
quarters are other undeniable baseline requirements.

Again and again, operations involving deployed
and secure headquarters prove that dedicated video,
voice, and data circuits are crucial. Future Army op-
erations cannot be limited to the constrained
connectivities currently envisioned in the Warfighter
Information Network-Tactical (WIN-T), but opera-
tions will continue to demand far greater capabili-
ties as a baseline. Compression technologies will be
significant enablers when combined with true broad-
band capabilities. Requirements must always be the
primary consideration when contemplating any reach
operation, and commanders must be familiar enough
with communications-architecture considerations to
ensure their operations will not be diminished by
bandwidth constraints.
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Reach is rocket science. The seamless orchestration of worldwide connectivity
at multiple levels of security with a variety of protocols and permissions to access and interact
with hundreds of databases that autonomous national agencies, the Department of Defense,

joint commands, and coalition partners maintain while also maintaining complete
and accurate awareness of tactical and operational situations thousands of miles distant

and providing information in an anticipatory mode is a daunting task.

A soldier monitors network devices within a
brigade subscriber node and across the IBCT
wide-area network, Fort Gordon, Georgia.
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Information about information. Ten years ago,
high-echelon commanders were concerned about a
lack of bandwidth constraining their ability to dis-
seminate and receive information. Today, a preva-
lent complaint heard from combat arms company
and battalion commanders at national and joint readi-
ness training centers is about that same bandwidth
constraint. Whereas 10 years ago those concerned

with the future saw the problem as bandwidth,
today’s true visionaries realize the problem is infor-
mation about information. Eventually the Army will
realize that bandwidth is a requirement regardless
of cost and will solve its dilemma with either a purely
commercial application or by implementing broad-
band network system solutions.

The dilemma, however, can become the classic
“be careful what you ask for” problem as “junk ex-
pands to fill available space.” Once given the band-
width they deem necessary, commanders at every
level will be inundated with information unless they
apply information-management technologies along
with advances in bandwidth. As databases expand,
grow increasingly intricate, and employ redundant
firewalls and multilevel security applications, web-
based collaborative tools; infobots; dynamic reason-
ing engines; data mining; metadata tagging; bulk data
warehousing; retrieval technologies; and automated
Internet search engines, slaved to machine language
translation technologies, will be recognized as the
enablers of the future.

Brilliant Push, Smart Pull. Managing informa-
tion is already proving to be a crucial survival
element. A “predictable push and reliable pull”
strategy that involves bandwidth and information
management will become the second reach com-
mandment.

Brilliant Push occurs when the producers of in-
formation are knowledgeable of a customer’s re-
quirements and can send the desired information to
the customer without further requests. Today, Bril-
liant Push is accomplished through the Joint Dissemi-
nation System or the Automated Message Handling

System. In the future, information dissemination
management systems, which employ a series of
infobots (autonomous software packages that simu-
late human activity in that they automatically search
for desired information) will greatly enhance Bril-
liant Push.

Smart Pull occurs when the customer (usually the
forward-deployed headquarters, but in reality any el-
ement in the network) is familiar enough with exist-
ing databases to anticipate the location of desired in-
formation. Knowledge of the types and locations of
multiple databases (logistics, depot inventories, medi-
cal information, intelligence, maintenance proce-
dures) can greatly increase the efficiency of infor-
mation exchange by saving time and effort on the
part of staff members at every echelon.

Smart Pull is greatly enhanced through the use
of home pages. The concept of Smart-Pull home-
pages expands the scope of the traditional
homepage. Single-discipline production centers, in
accordance with the requirements expressed by cus-
tomers, dedicate portions of their homepages to the
posting of reports and products as they become
available. This enables customers to pull data and
reports, as required, thereby reducing the load on
communications links and local storage. Should the
customer determine that specific information is re-
quired continuously or on a periodic basis, the cus-
tomer can request the report or product to become
a part of his automatic Brilliant Push profile.

Such information management and coordination
strategies demand the predeployment training of
elements that will work together while separated by
great distances. Virtual operations demand prior
training and coordination to develop TTP for predict-
able information exchanges. Any adopted informa-
tion-management techniques must provide “maxi-
mum access with minimum clicks” in predictable,
reliable formats.

Fence support elements in sanctuary. Support
elements and assets in sanctuary must be fenced
on behalf of the deployed commander they sup-
port. This precept is always readily agreed on at
the beginning of any operation designed to receive
support from out-of-theater nonorganic elements.
Time, however, has a way of fading all commit-
ments, and as new crises develop, each requires
attention, analysis, information, logistics, and planning
support. The originally dedicated support team
is drawn on to work immediate and seemingly more
urgent problems. The deployed commander, still in
need of the supporting assets but no longer able to
get the full support his force requires, swears never

Eventually the Army will realize that
bandwidth is a requirement regardless of cost
and will solve its dilemma with either a purely
commercial application or by implementing
broadband network system solutions. The

dilemma, however, can become the classic “be
careful what you ask for” problem as “junk

expands to fill available space.”
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to trust this concept called reach in the future.
Time and again this dilemma has occurred, and

most certainly will again. Joint commands in particu-
lar, responsible for huge portions of the earth’s sur-
face and faced with a constant stream of erupting
crises, are forced to shift manpower whenever and
wherever it is immediately required. This must be
faced as a fact of life and should be kept in mind
as the Army develops a service strategy for reach
or knowledge centers to support its operations.

Reduced footprint and inherent redundan-
cies. One of the most appealing facets of reach is
the fact that fewer soldiers are deployed forward
into the hostile theater. However, the success of the
forward-deployed force is totally predicated on an
element located outside the area of operations.
Therefore, another basic principle of successful
reach is that although the footprint of the deployed
force can be greatly reduced, it might in fact require
more total personnel and resources to accomplish
the mission than if the entire force were forward
deployed.

Each staff element will require a small contingent
forward to directly support the commander. And in
the sanctuary location, it is highly unlikely that any
element will be able to reduce its personnel require-
ments. In fact, an expanded staff will almost cer-
tainly be required at the secure location to perform
24-hour operations to provide all staff requirements
for the deployed force. This realization is essential.
Reach operations will not diminish personnel and re-
source requirements but will increase them. The
beauty of the concept is that although more people
might be actually deployed they will not be suscep-
tible to becoming casualties, and therefore, they will
not cause a logistics support concern for the de-
ployed tactical commander.

Training the digital squad for split-based
operations. Paramount in developing reach strate-
gies should be the more efficient use of human re-
sources within a given timeframe. Concurrent with
simultaneous manning of two support headquarters,
one in theater and one supporting from outside the
theater, is the new requirement to train redundant
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Blurring lines between the traditional tactical, operational, and strategic levels
will create greater complexity. . . . This dilemma has recently risen in Afghanistan as the digital

video feed from unmanned aerial systems is simultaneously viewed at multiple locations and
echelons. Questions from higher headquarters concerning why specific actions have not been

taken or results achieved have been a repeated headache for tactical commanders. . . .
The danger is that reachback will, in fact, result in grab-forward.

A UAV “pilot” (left) and sensor
technician of the Joint Forces
Air Component Command
prepare to operate an RQ-1B
Predator during operations in
Afghanistan, 7 April 2002.
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skill sets. If in the past each operation required a
single soldier to be trained to do a specific opera-
tion, or two in the case of 24-hour operations, reach
will require four soldiers at a minimum to be able to
perform that same function. The requirement could
easily expand to six if rotations or long-term opera-
tions are considered. Digitally enabled units and
squads operating in multiple parallel headquarters
present commanders with a significantly more chal-
lenging training dilemma than has traditionally been
the case. Reach operations cannot be accomplished
“out of hide.” Units must be resourced with addi-
tional amounts of personnel and equipment, or split-
based operations will be doomed to failure.

Units, leaders, and personnel deploying forward
into theater must have developed a close working
relationship with the organization supporting them
from outside theater before deployment. To believe
that TTP will ever be interchangeable or to expect
deployed units to simply plug into an unfamiliar ar-
chitecture or higher unit is a recipe for disaster.

The hierarchy of helicopters. One often-re-
peated anecdote growing out of the Vietnam war
was that commanders would invariably take the op-
portunity to influence subordinate command levels
in combat situation if given the chance. The virtual
environment presents commanders at every level this
same opportunity. Blurring lines between the tradi-
tional tactical, operational, and strategic levels will
create greater complexity for tactical commanders
and almost certainly will require more mature and
experienced leaders as operations transform from
a physical plane to a mental one. With a common
operational picture, everyone will have the same view
of the battlefield. With increased Blue Force reso-
lution and vastly improved intelligence, surveillance,
and reconnaissance (ISR) integration, the tempta-
tion to be the first to make the right decision might
prove irresistible. This dilemma has recently risen in
Afghanistan as the digital video feed from unmanned
aerial systems is simultaneously viewed at multiple
locations and echelons.

Questions from higher headquarters concerning
why specific actions have not been taken or results
achieved have been a repeated headache for tacti-
cal commanders. Who and at what level will
firewalls be provided to allow the tactical com-
mander freedom of decision? Is it the combatant
commander who insulates his theater from national-
level influence? Will he then tell the battalion
commander how to maneuver his forces? Restraint
is a difficult thing for many military commanders
to exercise, and with a virtual environment giving
high-level, out-of-theater commanders omniscient
views, this problem will continue to be a concern.
The danger is that reachback will, in fact, result
in grab-forward.

Building the Knowledge-
Projection Platform

Reach occurs at many levels. During the debacle
surrounding the sinking of the Russian submarine
Kursk, Secretary of Defense Donald Rumsfeld said
at a Pentagon news conference that “the United
States was utilizing reachback technologies to
assist the Russians.”5 When questioned by the
media for details, Rumsfeld sheepishly admitted that
the reachback technology he had referred to was
a telephone.

A phone call is certainly the most elementary defi-
nition of reach, and a simple response to a request
for information is the most elementary operation
within the knowledge center. At this lowest level of
response, the sanctuary staff might not even fully
monitor the tactical situation forward but simply re-
spond to a request. This type of reach might be re-
lated to an infrastructure insufficient to support com-
plete tactical awareness or to a forward operation
being in its initial stages and the situation being still
unrefined.

A higher level of operation requires the sanctu-
ary to establish a virtual singularity with the forward-
deployed headquarters. In this scenario, the sanctu-
ary has full situational awareness and provides
products and information in a Brilliant Push-Smart
Pull context. The sanctuary staff at this level begins
to operate as a prism sifting and filtering informa-
tion from higher headquarters so as not to over-
whelm the forward element. The sanctuary must be
careful not to constrain or interfere with time-sen-
sitive information while at the same time working
to link databased information to homepages, thereby
guaranteeing access both up and down echelons.

At the highest level, sanctuary staff elements
must be the commander’s anticipatory-knowledge
agent, independently planning and fully participating
in future operations. Networked with deployed tac-
tical elements, higher headquarters, and national or-

A “predictable push and reliable
pull” strategy that involves bandwidth and
information management will become the

second reach commandment. Brilliant Push
occurs when the producers of information

are knowledgeable of a customer’s requirements
and can send the desired information to the

customer without further requests. . . . Smart
Pull occurs when the customer is familiar

enough with existing databases to anticipate
the location of desired information.
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ganizations, the knowledge-projection platform must
fully understand the commander’s intent, the current
tactical situation, and assume the lead for planning
and resourcing future operations as well as ISR and
battle management at the commander’s behest.

This knowledge center, or Home Station Opera-
tions Center, is in reality the forward-deployed
force’s knowledge-projection platform. Just as the
installation, airfield, or port from which the force em-
barked is a power-projection base, so the knowl-
edge-projection platform sustains the force with the
vital information it requires. The center is both com-
mand post and research node, and it must at all times
have complete cognizance of the deployed
commander’s intent; understanding the forward
force’s situation and current mission status; access
to all relevant data; and knowledge of what is being
planned at higher headquarters and national levels.
The knowledge center, in its anticipatory mode,
should be researching and producing items the for-
ward commander might not yet realize he needs.
When such products become important, the deployed
staff can simply pull them from the homepage.

What should the Army focus on now as it builds
organizations whose goal is ultimately to be the de-
ployed commander’s anticipatory knowledge agent
and knowledge-projection platform? How is this plat-
form organized? Where and with what Army orga-
nizations? Which functions are best performed in
sanctuary, and which must be accomplished forward
under the commander’s direct supervision?

Force-protection issues in the area of operations
will continue to be prime considerations in deciding
how much of the force should be deployed forward.
Every situation will be different, and every com-
mander will be more or less willing to accept the
option of remotely locating portions of his organic
force and support elements. Including the supported
commander in all reach planning decisions is essen-
tial. Can intelligence fusion and ISR integration be
accomplished efficiently in sanctuary, or do subsets
need to be worked forward? Can asset manage-
ment be efficient if separated from mission manage-
ment by 7,000 miles and 12 time zones? Will the com-
mander allow his plans section to work virtually in
sanctuary, providing an austere forward plans ele-
ment with their products? The proximity of the sanc-
tuary plans staff to a simulations center might greatly
enhance the staff’s capability, and if the staff can
receive the commander’s guidance and intent via
dedicated video teleconferences, it might, in fact,
prove to be more effective.

The Army must examine closely the operational
architecture within which the Army employs reach
operations. Reach has vertical and horizontal ele-
ments and at the heart of its success is how these

contribute to the concept and how the Army can
most efficiently organize, use, and array personnel
to support this concept. A virtual network implies that
forward elements can draw information from any
number of sources traditionally arrayed in various
echelons and from databases belonging to any
agency. In some cases, and with units who have
worked together over long periods of time, this might
be possible, but for the majority of the time, it is

just not that simple. This is where an enabling head-
quarters must be included in the operational archi-
tecture, it cannot be an afterthought. This enabler
might be—

l The deployed units’ organic higher headquar-
ters or home station organized to provide Knowl-
edge Projection Center support.

l An Army component geographic Knowledge
Projection Center with close ties to the theater joint
command.

l A portal provider linking the forward unit to an
array of functional databases.

The point is that some entity must be practiced
in support, performing collection-management func-
tions; synchronizing combat power and effects; col-
lating data for homepages; planning and resourcing
future operations; and parenting the deployed force.
Units conducting deployed operations must be able
to reach into a higher facilitating element. They will
never be able to simply locate appropriate databases
and plug into them, regardless of how alluring and
romantic that concept might appear.

That the Army will ever fight in any organizational
construct other than as a member of a joint or com-
bined contingency task force is highly improbable.
At first glance, reliance on the higher joint organi-
zation to provide a knowledge center for the Armed
Forces to reach into seems appealing. Any such re-
liance, however, will ultimately prove to be a mis-
take. To rely on a joint headquarters, even if aug-
mented by dedicated Army elements for logistics and
operations support, fails the common-sense test. In

If in the past each operation
required a single soldier to be trained to do a

specific operation, or two in the case of 24-hour
operations, reach will require four soldiers at a

minimum to be able to perform that same
function. The requirement could easily expand
to six if rotations or long-term operations are

considered. . . . To believe that TTP will ever be
interchangeable or to expect deployed units to
simply plug into an unfamiliar architecture or

higher unit is a recipe for disaster.

FORCE PROJECTION
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most cases, the joint framework demands more in-
formation than it provides, and as long as the for-
ward deployed force has access to broadcast infor-
mation and direct downlinks, the need for the

sanctuary to provide data is lessened. The joint the-
ater common relevant operational picture presented
by the Global Command and Control System will
never provide the Army component commander
with the granularity and level of detail he requires
to conduct tactical-level maneuver operations. Ser-
vice components will continue to have requirements
for intelligence, operations, and logistics-specific in-
formation.

Extensive training for knowledge-center and for-
ward-deployed personnel is essential. In fact, there
should be no distinction between these two elements.
Manned by administrative, intelligence, operations,
logistics, and planning staff personnel at a minimum,
and with a practiced plan for augmentation depend-
ing on specific contingencies, the sanctuary staff is
a macrocosm of the austere staff deployed forward
with the combat force. The skills both staffs need
are virtually identical, and the utility of rotating per-
sonnel from sanctuary to the deployed location and
back will build and preserve a sense of urgency
within respective staff elements. The sanctuary staff
will not be able to count on a train-up period in prepa-
ration for a contingency. Developing and maintain-
ing familiar working relationships with myriad joint-
and national-level organizations will be integral to any
reach operations center. TTP for obtaining, devel-
oping, and formatting information to be passed for-
ward will be vital.

Training will be a constant, but leadership within
the knowledge center will be a defining requirement.
There are many who feel reach is a concept in
which the Army should not invest simply because it
obviates the shared sense of burden—that there is
a moral requirement for all to suffer together. As
long as leaders can maintain a sense of urgency
within the sanctuary, nothing could be farther from
the truth. Those forward are constantly worrying
about survival, rain on their equipment, or the hun-

dreds of other problems threatening their success.
Naturally, the quality of their work suffers. The sanc-
tuary provides a secure location where clear, rested
thought can contribute to analysis and planning,
which is then contributed forward in a collaborative
environment. Those in sanctuary must be constantly
aware of the threats forward so as to preclude the
personal arguments and frustrations that inevitably
arise.

The sanctuary should never be viewed as a clear-
inghouse for all information. Such a construct would
only prove to constrain information exchange and is
the antithesis of a web-based network design. Time-
sensitive information, such as signals intelligence,
must be free to flow directly to the ultimate con-
sumer at the lowest tactical level in real time,
whether that consumer is an F-16 pilot or an armor
company commander. This point illustrates the
power of and necessity for broadcast systems and
direct downlinks. The capability to immediately dis-
seminate time-sensitive information to all echelons
and elements will continue to be a basic building
block for reach operations.

Locating and resourcing the Army’s knowledge-
projection platforms will prove to be absolutely cru-
cial decisions. After making a decision, users can
construct the required infrastructure, so parameters
such as existing buildings or communications archi-
tectures should bear only minimal weight in the de-
cision process. Likewise, access to Army, joint, and
higher headquarters should be a consideration, but
we must also consider access to dynamic simula-
tion and modeling capabilities. Universities and edu-
cation centers should also be considered if the
knowledge center is to provide a broad horizon of
cultural, socioeconomic, political, and technical ex-
pertise. We must be careful not to dilute this effort
by building too many knowledge centers that might,
in the long run, prove unaffordable.

Operations in a virtual environment should pre-
clude the ownership battles the Army has often wit-
nessed between major elements and commands.
Knowledge-projection platforms must be connected
within the GIG as well as within a secure virtual
ring. They should be geographically oriented, possi-
bly serving the Pacific, European, and Southwest
Asian theaters, respectively, and have a subordinate
relationship to the Army component commander at
U.S. Pacific Command, CENTCOM, and U.S. Eu-
ropean Command joint commands. Much of the
manning for each center should be drawn from the
component command’s staff. The Army will fight
within a joint construct and should organically orga-
nize to support that relationship and framework.
Each of the knowledge centers should incorporate
the theater analysis and control element (ACE) as

The knowledge center, or Home Station
Operations Center, is in reality the forward-

deployed force’s knowledge-projection platform.
Just as the installation, airfield, or port from

which the force embarked is a power-projection
base, so the knowledge-projection platform

sustains the force with the vital information
it requires. The center is both command

post and research node.
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well as operations and logistics staffs of equal ca-
pabilities. As the Army develops an operational ar-
chitecture for the Objective Force, it should include
a knowledge-projection structure as an essential
force multiplier. Such operations will not occur by
augmentation nor be created “out of hide” by units
tasked at the last minute. These organizations should
be equipped and manned as ALO-1, TOE units.
They must be as highly trained and as ready to ac-
complish their mission as are the combat units they
will enable.

An alternative strategy might be to capitalize on
the five existing Army Reserve Intelligence Support
Centers and leverage their joint manning and train-
ing missions into home station operations centers.
Already possessed with superb bandwidth and con-
nectivity, these centers could easily be expanded to
integrate operations and logistics support elements.
This might prove an excellent mission for the reserve
components of all services, with tailored multicom-
ponent, multiservice organizations dedicated to vari-
ous echelons, theaters, war plans, or CINCs trained
to specific support and reach missions. These knowl-
edge-projection centers could be war-traced to joint
or Army headquarters. Supporting units would then
develop a habitual relationship with supported units
and train on the same machines they would oper-
ate during mobilization and wartime. The evaluation
of such organizations might ultimately optimize an
infrastructure that already largely exists.

Finally, with the development of IBCTs, the Army
began developing a doctrine for reach, subsequently
testing and proving reach doctrine in a variety of op-
erational scenarios. Virtually all Army experience
and success with reach operations has been gener-
ated within the intelligence community. The Army’s
Intelligence and Security Command (INSCOM), in
its role as the deputy chief of staff for operations
and plans executive agent for the Land Information
Warfare Agency, has developed in parallel an Infor-
mation Dominance Center (IDC). The IDC has re-
searched and built numerous sophisticated auto-
mated tools to mine, correlate, and visualize
structured and unstructured data. These tools and
the IDC are exactly the types of synergies on which
the Army should capitalize during its experimenta-
tion. One solution might be for the U.S. Army Train-

ing and Doctrine Command to designate the Intelli-
gence Center at Fort Huachuca, Arizona, as the
Army’s proponent for reach operations, with sub-
ordinate supporting efforts from the Signal Center
at Fort Gordon, Alabama, and the Combined Arms

Support Command at Fort Lee, Virginia. The Com-
bined Arms Center at Fort Leavenworth could then
act as the integrating headquarters for reach doc-
trine development. Subsequently, INSCOM could be
designated as the executive agent for operational
reach concept development being resourced and
tasked to build the portals through which the vari-
ous knowledge centers conduct operations.

Will bandwidth be the kind of lever Archimedes
spoke of four centuries ago? Could the fulcrum in
this case be the knowledge-projection platform that,
when properly resourced, would provide a founda-
tion to transform the way the Army conducts op-
erations in the next century? Leader development
and training will continue to be key factors contrib-
uting to the success or failure of this concept. As
the Army continues to develop and apply operational
reach concepts, it must keep in mind the complex-
ity of such operations and realize that reach, which
many have so quickly embraced, is hardly the pana-
cea for which so many have wished. MR

NOTES
1. U.S. Department of the Army (DA), The Interim Brigade Combat Team, Organiza-

tional and Operational Concepts (Washington, DC: U.S. Government Printing Office
[GPO], 30 June 2000).

2. Ibid.
3. Ibid.
4. DA Field Manual 2-33.5/ST, Intelligence Reach Operations (Washington, DC:

GPO, publishing date unknown).
5. Donald Rumsfeld, press conference, Washington, D.C., 2000.

Some entity must be practiced in support,
performing collection-management functions;

synchronizing combat power and effects;
collating data for homepages; planning and

resourcing future operations; and parenting the
deployed force. Units conducting deployed

operations must be able to reach into a higher
facilitating element. They will never be able

to simply locate appropriate databases and plug
into them, regardless of how alluring and

romantic that concept might appear.
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IN THE MARCH-APRIL 1998 Military Re
view article in which he launched the Univer-

sity After Next (UAN) initiative, General Montgom-
ery C. Meigs created a vivid image of future op-
erations.1 Meigs described a scenario, set in 2014,
in which a unit, presumably of battalion or brigade
size with staffs even leaner than those of today, en-
gages in frenetic preparations for deploying to an
overseas contingency operation (CONOP). Accord-
ing to Meigs, knowledge is the commodity that units
most urgently need.

A deploying force gains knowledge in many ways,
such as from the collective knowledge of its mem-
bers (the commander, principal staff, subordinate
commanders, and soldiers) gained through real-world
experiences or learned in Army schoolhouses and
rehearsed and honed in realistic collective-training
environments, such as at combat training centers
(CTCs). Robust, effective linkages with realistic vir-
tual simulated environments broaden knowledge
gained at CTCs. Advanced collective training and
higher education must rest, of course, on a solid base
of individual self-development, training, and physi-
cal conditioning.

The Army cannot design training environments to
meet every possible contingency, however. No edu-
cational program can anticipate all of the challenges
its students will face. No body of collective wisdom
gained from professional experience will give a unit,
its commander and staff, its subordinate command-
ers, and its soldiers everything they will need to sur-
mount every operational or tactical problem. Situa-
tions will arise that will require reaching back to
external sources of knowledge.

Reaching back to higher headquarters, which tra-
ditionally enjoy larger staffs and larger reservoirs of
knowledge, experience, and information, is not a new
concept. What is new is the array of information re-
sources now available in real time or near real time.
Also new are the electronic networks used to de-
liver information from knowledge repositories,
whether human or electronic, to those requesting
knowledge.

Exploiting the full array of knowledge resources
constitutes the challenge of Knowledge Reachback.
The Center for Army Lessons Learned (CALL) has
stepped up to this challenge. In 1998, Meigs, as the
commander of the Combined Arms Center (CAC),
chartered CALL as the U.S. Army Training and
Doctrine Command (TRADOC) Project Office,
UAN. The UAN charter tasked CALL to harness
information and communications technologies to
support warfighters; in essence, to create knowledge
resources and tools that U.S. forces would need to
effectively use knowledge resources.

Developing new technologies and implementing
their widespread use across an organization as vast
as the U.S. Army takes time, but CALL began the
task with solid advantages. CALL possessed a vast
reservoir of knowledge, including electronic reposi-
tories of its own lessons learned publications; train-
ing feedback products from the CTCs, dating from
the early 1980s; observations made by trained sub-
ject-matter experts (SMEs) of U.S. Army operations
since 1989; and Army and joint operational records
and after-action reports from as far back as the Viet-
nam war. As an organization designed to collect and
disseminate best practices and good ideas, CALL
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was uniquely positioned to assume the role as a
force for change and learning within the Army.

The ability to reach back and access knowledge
and information when needed is key for any orga-
nization that confronts multifaceted challenges ev-
ery day across the globe. The challenge is truly glo-
bal, given continued forward basing of large parts
of the Army and contingency operational deploy-
ments worldwide. Accordingly, CALL targeted the
World Wide Web and other wide-area networks as
global dissemination engines to make network-
accessible knowledge available to the U.S. military
user worldwide.

CALL uses Web technologies—
l To disseminate its own publications as well as

Army and joint operational records and lessons
learned.

l To direct Army, joint, Department of Defense
(DOD), and other service users to other web-based
sources of information.

l To assemble best-of-class search-engine ca-
pabilities that allow users to tame the vastness of
networked knowledge resources.

Even with such powerful on-line capabilities, prob-
lems in disseminating needed information persist.
Some people are still either unfamiliar with or not
accustomed to using web-based resources on a
regular basis. CALL uses its location at Fort
Leavenworth to spread the word of the power and
availability of its information resources to students
of the Combined Arms and Services Staff School,
the Command and General Staff College (CGSC),
the School for Advanced Military Studies, and the
pre-command courses.

However, sometimes it is not enough to know that
on-line information technologies and resources are
available to help commanders and staffs confront
and overcome daily problems and challenges. They
must have time to use these resources, and time is
what most units lack, particularly in a crisis situa-
tion. The Army has already established a 96-hour
timetable from initial alert to arrival in the theater of
operations for the Stryker Brigade Combat Team,
with only an additional 12 hours allowed for deploy-
ing an entire division. As a constraining factor, time,
or the lack thereof, will only increase.

The knowledge, experience, and information
readily available to a unit’s higher headquarters
might sometimes be insufficient to address immedi-
ate challenges. If so, the unit must be able to draw
on a broader knowledge base that consists of an in-
teractive mixture of electronic library and archival

knowledge; analog reference; research resources;
and SME networks or communities of practice.
These resources must be linked via electronic means
with the requesting unit and be capable of evaluat-
ing reports of the situation at hand and to propose
and continuously evaluate various solutions and rem-
edies across this knowledge base.

A unit reaches back or accesses these resources
via communications linkages it has on hand, whether
they are tactical radio, telephone, fax, or as is in-
creasingly the case, electronic wide-area networks

via the Internet, the classified Secure Internet Router
Protocol Network (SIPRNet) or other theater-spe-
cific networks. Units will still largely work through
chains of command to obtain needed information.
However, with the increasing availability of computer
networks to staffs operating in even relatively im-
mature theaters and the increasing computer literacy
among officers and noncommissioned officers
(NCOs), staffs can obtain needed information and
knowledge directly from remote sources across the
knowledge base without lengthy coordination.
Where to look for needed information and knowl-
edge will become an increasingly significant staff-
training issue for implementing effective Knowl-
edge Reachback. CALL, in partnership with the
Battle Command Training Program (BCTP), is al-
ready addressing the issue.

CALL’s Knowledge-
Management Capabilities

CALL has been a knowledge-management orga-
nization since its inception in 1985, long before the
term became fashionable. CALL emerged as an
Army organization because of a perceived knowl-
edge-management failure on the part of the Army
to capture, analyze, and disseminate the lessons
learned of the units rotating through the National
Training Center in the early to mid-1980s. CALL’s
rapid development of an effective observation, col-
lection, analysis, and dissemination system quickly led

FORCE PROJECTION
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new are the electronic networks used to deliver
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the Army to expand the lessons-learned system to
include actual operations, beginning with Operation
Just Cause in December 1989.

The emergence of the user-friendly World Wide
Web interface with the Internet and the almost si-
multaneous union of CALL with the old Army
Knowledge Network (AKN) Directorate in 1996 led
to a dramatic evolution in the business of lessons
learned. First, the definition of lessons learned broad-
ened dramatically to include things from which an
Army unit, leader, or individual soldier could derive

immediate benefit. No longer did they have to wait
for a CALL publication to arrive by regular mail at
battalion or brigade headquarters; they could go on-
line and retrieve CALL publications from the Web,
conduct searches against their content, and read and
absorb only those sections that were of direct and
immediate benefit to them.

CALL posts all publications, with one exception,
on its website in the hypertext markup language
(HTML) mode. The exception includes the initial
impressions reports that combined arms assessment
teams generate. CALL fields initial impressions re-
ports to collect lessons learned from CONOPs. Us-
ers desiring to download an entire CALL publica-
tion can do so in portable document format (PDF).

Unifying CALL with the AKN also led to creat-
ing the CALL database out of the old Army His-
torical Archives System. Users can retrieve thou-
sands of records from recent Army operations,
including operations plans, orders, fragmentary
orders, after-action reports, standard operating pro-
cedures, message traffic, and other documents. Us-
ers of the CALL database can access these elec-
tronic documents either by drilling down through the
archival hierarchy established by CALL historians
and archivists or by using the powerful search en-
gines available within the Excalibur archival software
that CALL uses.

CALL operates three CALL databases: a
public-access CALL database, a restricted-access
CALL database, and a classified CALL database.
CALL’s public-access database consists primarily of

Army publications, such as a complete electronic
collection of Military Review dating from its incep-
tion in 1922. The database also contains CGSC Mas-
ters of Military Arts and Science theses and SAMS
monographs that have been approved for public ac-
cess. The restricted-access CALL database con-
tains Army and joint operational records; lessons
learned; and tactics, techniques, and procedures that
are for official use only and have not been approved
for public release. The public-access CALL data-
base and the restricted-access CALL database are
available from the CALL home page.2 The restricted-
access CALL database is password and ID pro-
tected, although U.S. Armed Forces and DOD ci-
vilian employees can obtain access by filling out an
electronic on-line form. The classified CALL data-
base contains classified Army and joint operational
records and is available only on the classified
SIPRNet. The classified CALL database has a sepa-
rate electronic application process similar to the one
for the restricted-access CALL database off of the
CALL SIPRNet site.3

Initial fielding of the software included a power-
ful pattern search and retrieval engine, which
searched against binary code patterns underlying text
documents. This type of search capability allowed
users to search for terms of which they were un-
certain of the spelling; for example, “How do you
spell Nebucanezzar Division?” But more important
for the early and mid-1990s, the powerful pattern-
search engine was able to compensate for over 40
percent of optical character recognition (OCR) er-
rors on scanned documents. Many of the documents
converted to digital format by the old AKN direc-
torate had been of poor quality, sometimes being
third, fourth, or even fifth-generation photocopies.
The importance of the pattern-search engine has
declined over time, however, because with the
growth of the CALL database, its searches tend to
yield too many hits for most users to absorb.

The CALL database also possessed Boolean and
later concept-based search capabilities. Boolean
searches retrieve information based on word rela-
tionships within a page of text; for example, this and
that, this or that, this not that, and so on. Boolean
searches are also exact searches and do not take
into consideration misspellings caused by human er-
ror or by faulty OCRs. The Boolean capability of
proximity searching for word relationships on the
same page of text represents a powerful search
technique. While sorting and limiting information re-
trieval in this fashion was not initially important, given

Where to look for needed information
and knowledge will become an increasingly

significant staff-training issue for implement-
ing effective Knowledge Reachback. CALL,

in partnership with BCTP, is already
addressing the issue.
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the small number of documents on-line, the gradual
increase in size of the CALL database to its cur-
rent 2.5 million pages has made Boolean searching
an important technique for locating needed informa-
tion quickly within the digital vastness of the CALL
database.

Concept-based searching is the most recent ad-
dition to the search tools available within the CALL
database, and it is the most immature in terms of
capability. However, its ability to ferret out doc-
uments containing words with related meanings to
the search terms entered is an important one that
will lend itself to the eventual augmentation of the
search engine by powerful thesauri, including the
CALL thesaurus.

The CALL thesaurus also represents an impor-
tant CALL contribution to knowledge management.
CALL initiated the development of an in-house the-
saurus because then-current military thesauri did not
address to a sufficiently detailed degree the Army
operational and tactical levels of war, which are the
focus of CALL’s lessons-learned program. The
CALL thesaurus currently consists of about 20,000
individual terms, structured in relationship hierarchies.
The CALL thesaurus is also directly linked to the
Alta Vista Internet search engine, so users can
search the Web for sites related to the terms they
are researching. Many government agencies and
private Internet technology companies are inter-
ested in obtaining the CALL thesaurus to integrate
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CALL uses Web technologies to disseminate its own publications as well as Army and joint
operational records and lessons learned; to direct Army, joint, DOD, and other service users to other

web-based sources of information; [and also] to assemble best-of-class search-engine capabilities
that allow users to tame the vastness of networked knowledge resources.

COL James L. Mowery of CALL
confers with LTC Charles Bush and
other artillerymen at T ask Force
Hawk’s forward operating base in
Albania, 8 June 1999.
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into their search-engine products.
Since establishing its Web presence in 1995-1996,

CALL has been vitally interested in providing users
with advanced capabilities to search the World Wide
Web in the most effective way possible. CALL has
developed its own military domain search engine,
which allows users to search the content of targeted
military domain websites on the Internet and
SIPRNet. The CALL military domain search engine
is particularly valuable to the SIPRNet user, because
its half-universal resource locator (URL), half-
Internet protocol (IP) character makes the SIPRNet

much harder to browse than the Internet. CALL also
developed the concept-based knowledge-based dis-
covery tool to allow users to refine network searches
on the basis of word meanings and uses search en-
gines such as the Mil.com search engine to help us-
ers pinpoint the location of needed information on-
line. All of CALL’s capabilities to search the Internet
are posted on the CALL website for anyone to use,
including the general public.

CALL provides a huge number of links to other
websites of interest to the Army user and in decid-
ing which sites to link to, it takes a broad view of
what could be of possible interest to users. For ex-
ample, CALL devotes an entire section of its
website to media links, since it realizes that the me-
dia are often good sources of information on areas
and situations that an Army unit might encounter
in a CONOP. The news media also often of-
fer a perspective valuable because of its variance
from military sources. Of course, CALL also pro-
vides linkages to all major Army and other military
sites of note.

Not knowing how to look or where to access
these capabilities can pose a challenge, particularly
under the stress of an actual CONOP. So, CALL
and BCTP Operations Group Delta launched the
Knowledge-Reachback initiative. They conceived
Knowledge Reachback as a means of providing the

operational commander and staff with targeted
Knowledge-Reachback assistance to achieve infor-
mation dominance. Knowing where to look is what
Knowledge Reachback brings to bear in support of
the operational commander and staff.

The CALL-BCTP Knowledge-
Reachback Partnership

In June 1999, the U.S. Army confronted the chal-
lenge of the harsh, rugged, war-torn environment of
Kosovo. With U.S. allies and partners, the Army
entered the region with the common mission to re-
turn peace and stability to that strife-ridden country.
Lieutenant General Mike Steele, CAC, recognized
immediately that Kosovo would pose unique chal-
lenges to U.S. units. He instructed CALL and BCTP
Operations Group Delta to develop a plan to put
Knowledge Reachback into operation in support of
U.S. Army forces in the Balkans.

Within a month, CALL and BCTP Operations
Group Delta had devised an operational concept for
Knowledge Reachback. They began using strike
force battle staff rock drills and exercises that the
Battle Command Battle Laboratory at Fort
Leavenworth was testing. A CALL Knowledge-
Reachback analyst served as a part of the Home
Station Support Node (HSSN), and a BCTP Opera-
tions Group Delta observer-trainer monitored the use
of Knowledge Reachback during exercises. The
strike force exercises highlighted the need for ef-
fectively managing information requests within the
deployed headquarters, overseen by the unit’s chief
of staff, to ensure that they were routed to the best
source for information. The chief of staff could also
ensure that requests were prioritized and given ap-
propriate emphasis by the staff commensurate with
their importance in meeting the commander’s criti-
cal information requirements.

A rear-based activity, such as the HSSN, while it
might be an effective provider of electronic infor-
mation to a forward-deployed force, could never
obtain clear enough or current enough visibility on
events in the theater to be able to manage the re-
quest for information process from afar. Also, rear-
based management might potentially overlook tra-
ditional sources of information within a unit’s chain
of command, which the unit could access more
quickly and efficiently.

In January 2000, CALL and BCTP Operations
Group Delta began the first operational test of
Knowledge Reachback during the U.S. European
Command (EUCOM) 2000 exercise. The exercise

The CALL thesaurus also represents
an important CALL contribution to knowledge

management. . . . The CALL thesaurus
currently consists of about 20,000 individual
terms, structured in relationship hierarchies.
The CALL thesaurus is also directly linked to

the Alta Vista Internet search engine, so users
can search the Web for sites related to the

terms they are researching.
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yielded important lessons that would be reinforced
repeatedly over the coming months. EUCOM 2000
was held at the Warrior Preparation Center (WPC)
in Kaiserslautern, Germany, one of the U.S. military’s
premier exercise facilities, which possesses outstand-
ing connectivity to a wide array of global electronic
networks. However, when a question arose among
EUCOM senior leaders during the seminar as to the
number and status of hardened structures within a
certain geographic area, BCTP Operations Group
Delta reached back to CALL for the answer. Within
an hour, using powerful network search engines put
into place by CALL, Knowledge-Reachback ana-
lysts located a report detailing precisely the infor-
mation requested, with imagery, and transmitted it
to WPC for inclusion in the evening briefing to semi-
nar participants. The important lesson learned was

that although the training staff and BCTP observer-
trainers had access to vast networks from which to
retrieve information, they were either completely
absorbed in the planning and execution of the exer-
cise operation or did not possess the knowledge to
obtain the information needed from the electronic
resources at their disposal. They needed the help of
an extended, knowledge-management-savvy staff to
locate critical data.

In March 2000, at the invitation of U.S. Army Eu-
rope (USAREUR), CALL and BCTP Operations
Group Delta conducted an assessment to determine
user needs for CALL’s emerging Knowledge-
Reachback capabilities. As hoped, the user-needs
assessment yielded further lessons learned that had
direct applicability to the fielding of Knowledge
Reachback. First, the intelligence community,

U
S

 A
rm

y

CALL devotes an entire section of its website to media links, since it realizes
 that the media are often good sources of information on areas and situations that an

Army unit might encounter in a CONOP. The news media also often offer a perspective
valuable because of its variance from military sources.

Village elders are interviewed by an Associated
Press reporter about the condition of their town’s
school in the Salong District of Afghanistan,
19 December 2002.
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particularly at Army level, viewed the reachback ca-
pabilities being fielded by CALL as duplicative and
in direct competition with intelligence systems. Other
communities at Army level, such as the operations

and special operations communities, viewed Knowl-
edge Reachback as potentially beneficial to their
functions. Corps and division staffs acknowledged
that CALL Knowledge Reachback could provide
them with critical information they needed on a daily
basis. A division G2, even when informed of the
negative response by the Army-level intelligence
community, responded that he, at the division level,
rarely received any information from Army-level in-
telligence systems.

In July 2000, with the Southern European Task
Force exercise Lion Focus 2000, a CALL Knowl-
edge-Reachback analyst was embedded with the
deployed team from BCTP Operations Group Delta.
This analyst located and retrieved lessons learned,
country study, doctrinal, and other information BCTP
observer-trainers needed to buttress the validity of
their training points or to provide the training audi-
ence with information key to the execution of spe-
cific staff functions. Connectivity to wide-area net-
works at some of the training locations was limited
and sometimes interrupted. When that occurred, in-
formation requests were forwarded to CALL rear
Reachback analysts who could perform the research
by using more robust network connections. The re-
quested information was then sent to the forward
analyst for dissemination to the observer-trainers.
Even with fairly primitive modem connectivity, how-
ever, the forward-deployed Reachback analyst could
obtain large amounts of requested information, prov-
ing that staffs operating even in fairly immature en-
vironments could interact with existing Knowledge-
Reachback Web interfaces.

The CALL and BCTP Operations Group Delta
relationship has grown since Lion Focus 2000. A
CALL analyst accompanies the operations group on
each of the exercises conducted outside of the con-

tinental United States. Each exercise adds to the
experience of both organizations in using the Knowl-
edge-Reachback capability. CALL continues to ex-
pand knowledge and information resources used to
support BCTP and the training audience, obtaining
access to new databases and new sources of in-
formation to populate existing and emerging data-
bases. For example, a Bulgarian medical report on
contagious diseases in refugee camps provided key
lessons learned to the Third Army staff during ex-
ercise Lucky Sentinel.

BCTP Operations Group Delta increasingly relies
on Knowledge Reachback to impart validity and
credibility to training points made during exercises.
More important, however, observer-trainers are in-
creasingly viewing Knowledge Reachback as a re-
source for the training audience and for skill in us-
ing on-line reachback capabilities as a part of the
training they offer to staffs. Beginning with the 2001
Lion Focus exercise, BCTP Operations Group Delta
began to teach staffs how to directly access net-
work Knowledge-Reachback resources and how to
use the CALL Knowledge-Reachback team as a
part of its training seminars.

The CALL-USAREUR Knowledge-
Reachback Partnership

USAREUR served as a close partner in the
CALL Knowledge-Reachback initiative almost from
the beginning. Meigs had conceived Knowledge
Reachback and the idea of extended staff support
to the field across wide-area networks as an inte-
gral part of the UAN program that he founded at
CALL while serving as CAC commander in 1998.
Under Meigs’ leadership, USAREUR made great
progress in putting together key components of a
knowledge system. From 1998 to 1999, the
USAREUR deputy chief of staff for operations and
plans (DCSOPS) established the Operational
Records Preservation (ORP) program. USAREUR
founded ORP in response to the lessons learned from
the Persian Gulf war, when vast amounts of records
were lost during the rapid redeployment of the U.S.
Army from Southwest Asia. With ORP, USAREUR
DCSOPS required units that deployed to Bosnia and
later to Kosovo to preserve certain key records that
documented the full spectrum of activities and op-
erations and to retire them to specific electronic and
hard-copy repositories. As a corollary to the ORP,
the USAREUR lessons learned office catalogued
large numbers of documents collected during the first
stages of U.S. Army operations in Bosnia by mili-

Experience in Bosnia and Kosovo shows
that the U.S. Army must also operate decisively
and well with armies of nations with whom it
has not traditionally enjoyed close relations.

Therefore, in December 1999, CALL initiated a
relationship with the Partnership for Peace
(PfP) Consortium of Defense Academies and

Security Studies Institutes.



19MILITARY REVIEW l March -April 2003

tary history detachments. USAREUR lessons
learned, which already operated an extensive data-
base of USAREUR-specific operational lessons
learned became, therefore, a focal point of knowl-
edge management within the European theater of
operations.

The USAREUR lessons learned office, which
organizationally fits within the USAREUR office
of the deputy chief of staff for operations and
plans, became natural partners in Knowledge
Reachback to CALL and BCTP Operations Group
Delta. Under a memorandum of understand-
ing concluded between USAREUR headquarters
and the TRADOC Deputy Chief of Staff for Train-
ing-West, USAREUR lessons learned analysts serve
as the forward-deployed point of entry for infor-
mation requests stemming from units deployed to
the European theater. USAREUR lessons learned

analysts reach back to capabilities established
by CALL on the Internet and SIPRNet to respond
to USAREUR-generated requests for informa-
tion and periodically forward them to CALL for
answers.

In August 2000, USAREUR’s 7th Army Training
Command (7ATC) provided CALL with start-up
funding for Knowledge Reachback. CALL used
that funding to hire an additional contracted
Knowledge-Reachback analyst to handle requests
for information, establish SME networks using col-
laborative software technology procured by the
CALL Project Office, UAN, and build other web-
based on-line information resources tailored to user
needs. CALL also procured the hardware and soft-
ware needed to establish a website and database
presence on the Linked Operations Centers-Europe
(LOCE) network. The LOCE allows CALL to
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USAREUR DCSOPS required units that deployed to Bosnia and later to Kosovo
to preserve certain key records that documented the full spectrum of activities and operations. . . .

USAREUR lessons learned, which already operated an extensive database of USAREUR-
specific operational lessons learned became, therefore, a focal point of knowledge

management within the European theater of operations.

A Russian  76th  Airborne  Division  BTR 89
parks next to a U.S. 1st Armored Division
Bradley Fighting  Vehicle  during  a joint  patrol
near Zvornic, Serbia, 29 February 1996.
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reach U.S. staffs and other personnel operating
within NATO headquarters and to make other
CALL information and products more readily avail-
able to NATO allies.

In October 2000, CALL began integrating
Knowledge Reachback with the 7ATC Deployable
Operations Group (DOG) initiative. In 1999-2000,

the 7ATC had established DOG as a focal point to
facilitate the training capabilities and resources to
U.S. forces deployed to the Balkans. As a forward-
thinking organization, DOG considered information
and knowledge as a training resource and worked
hard to integrate Knowledge Reachback into the
operational fabric of the European theater.

In spring 2001, the 7ATC included specific men-
tion of CALL and USAREUR Knowledge-
Reachback capabilities in the 180-day and 90-day-
out packages it provides to units deploying in support
of Stabilization Force and Kosovo Force units. The
7ATC also included information about USAREUR-
CALL Knowledge Reachback in an appendix to the
operations orders those units received. In a related
initiative, USAREUR DCSOPS drafted a letter of
instruction directing units within the European the-
ater to take advantage of Knowledge-Reachback
on-line capabilities and research assistance.

That the core CALL Knowledge-Reachback team
that launched the initiative with USAREUR and the
partnership with BCTP Operations Group Delta con-
sists of four analysts is important to note. Three of
these analysts have doctorate degrees, two of which
are in military history, the third in Slavic languages.
Two have Masters of Library Science degrees and
extensive experience working in modern research
libraries. Two have prior military experience, one be-
ing a recently retired lieutenant colonel of ordnance.
All have mastered the use of electronic and tradi-
tional methods of obtaining needed knowledge and
information.

Emerging Capabilities
The trend in U.S. military operations over the last

decade indicates that the Army will continue to op-
erate and cooperate with foreign armies. Accord-
ingly, CALL has expanded the scope of its collec-
tion and dissemination mission to include collecting
and disseminating foreign-generated information and
knowledge. In 1998, CALL established a relation-
ship with the American, British, Canadian, and Aus-
tralian (ABCA) Standardization Program. ABCA is
an international-armies program developed to ensure
that the partners achieve agreed levels of in-
teroperability and standardization necessary for two
or more ABCA armies to operate effectively to-
gether within a coalition. The ABCA program ap-
proached CALL to develop a coalition operations
database of lessons learned that would meet the
program’s stated objectives. CALL developed a low-
cost, low-maintenance variant of existing CALL da-
tabases as well as an administrative system through
which lessons learned and other reports flowed into
the databases from validated sources. The highly
successful ABCA database contains over 300 docu-
ments.

Great Britain, Australia, and Canada have long
been U.S. allies. Strong political, military, and diplo-
matic ties exist between these countries. However,
experience in Bosnia and Kosovo shows that the
U.S. Army must also operate decisively and well
with armies of nations with whom it has not tradi-
tionally enjoyed close relations. Therefore, in De-
cember 1999, CALL initiated a relationship with the
Partnership for Peace (PfP) Consortium of Defense
Academies and Security Studies Institutes. The idea
for the consortium had emerged the previous year
as part of a bilateral U.S.-German summit meeting,
although PfP had existed as a NATO initiative for
many years. CALL became associated with the PfP
program when it concluded a memorandum of un-
derstanding with the Partnership for Peace Infor-
mation Management System (PIMS).

PIMS looked at CALL’s implementation of the
ABCA Coalition Operations database and offered
to collaborate with CALL to establish and field a
similar database for PfP. CALL launched a lessons
learned working group at the Second Annual PfP
Consortium Conference at Sofia, Bulgaria, in De-
cember 1999. Within three months, CALL had
fielded a prototype PfP lessons learned database and
initiated staffing a user’s guide for the database to
members of the working group. The prototype was
validated at the Third Annual PfP Consortium Con-
ference at Tallinn, Estonia, in June 2000 and again

Lieutenant General Steele instructed
CALL and BCTP Operations Group Delta to
develop a plan to put Knowledge Reachback

into operation in support of U.S. Army forces in
the Balkans. Within a month, [they] had devised

an operational concept for Knowledge
Reachback [and] began using strike force battle
staff rock drills and exercises that the Battle

Command Battle Laboratory at Fort
Leavenworth was testing.
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at a separate meeting of the working group at Fort
Leavenworth in November 2000. Beginning in late
2000, CALL began to populate the PfP database
with public-access information. In early 2001, CALL
began to receive Bulgarian lessons learned for in-
clusion in the database. The PfP lessons learned da-
tabase was finally approved at the Fourth Annual
PfP Consortium Conference at Moscow in June
2001, where several new PfP countries expressed
interest in getting involved with the working group.

In recent years, with CGSC, CALL has also pur-
chased the capability for Army users to access
knowledge-management repositories of tremendous
importance and applicability to warfighters. The Peri-
scope database contains information on weapons sys-
tems in use worldwide; unclassified orders of battle
of military establishments across the globe; and a
large number of important news and other reports
on military topics. The ProQuest and EBSCO peri-
odical databases are also important repositories of
military, political, economic, and social knowledge and
information of importance to commanders and staffs
preparing to deploy to contingency theaters or who
are already actively engaged in a CONOP.

The CALL Knowledge-Reachback team is con-
stantly expanding its access to other non-CALL-
administered databases. In recent months, the CALL
Reachback team has obtained access to numerous
logistic databases, including those of the Logistics
Support Activity and the Defense Ammunition Cen-
ter. CALL is also coordinating with Redstone Ar-
senal to integrate the scientific and technical data-
bases of the materiel community. The UAN project
office is also working with the intelligence commu-
nity on a variety of technology initiatives, such as
compiling a document from a variety of multiple
sources.

While databases and web-based sources of infor-
mation are and will remain an important capability
within the context of Knowledge Reachback, CALL
does not consider them its only ingredient. CALL
sees in collaboration software technology the poten-
tial for truly interactive means of providing knowl-
edge and information consumers with precisely
the information they require. Collaborative software
provides users the means to browse, read, write, or
publish; that is, users become contributors to the
knowledge system. Collaborative computing envi-
ronments allow users to share ideas and applications
remotely.

Collaborative software currently offers four gen-
eral capabilities: on-line whiteboarding (information
posting), audio conferencing, application sharing, and

video conferencing. In contrast to standard e-mail
that operates in an asynchronous mode, collabora-
tive environments can provide answers to questions
that are needed now or “yesterday.” They also of-
fer the potential for a remote group of users to pro-
duce a quality product derived from the knowledge
and work efforts of other users dispersed across the
globe. Collaborative environments, therefore, aim to
foster productivity and innovation by tapping into the
expertise of a diverse, dispersed group of SMEs.

The contracted CALL Knowledge-Reachback
analyst took the collaborative Quickplace application,
procured by the CALL Project Office-UAN to meet
other knowledge-management challenges, and used
it to establish a password and an ID-protected
website to post response information given to

customers of Knowledge Reachback since its in-
ception in June 1999. The CALL Knowledge-
Reachback team also established an informal SME
network using the Quickplace application to help it
respond to requests for information. The objective
goal of Knowledge Reachback and the Warrior
Knowledge Network within which it functions is to
integrate the training and doctrinal knowledge base
with that of the operational Army so cross-fertiliza-
tion of knowledge and information becomes routine
and systematic. This routine interaction will, in turn,
ensure that the best possible knowledge and infor-
mation gets forwarded to the individual user to help
surmount everyday challenges encountered in the
field or classroom or on the training battlefield.

Although CALL has not yet made widespread use
of it, the Lotus Sametime collaborative software pro-
vides whiteboard capabilities, improved chat, syn-
chronous application sharing, and improved notifica-
tion to users to join an on-line meeting. Lotus
Sametime carries the promise of immediate deliv-
ery to end-users of the knowledge and information
product of a group effort.

CALL is also in the process of developing an on-
line request for information (RFI) system. The
CALL Defense Information Technology Test Bed
prototyped the system in late 2000 and early 2001

FORCE PROJECTION

Collaborative software provides
users the means to browse, read, write, or

publish; that is, users become contributors to
the knowledge system. Collaborative

computing environments allow users to share
ideas and applications remotely.
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and is currently adapting the prototype product for
operational use. The RFI system allows users of the
various CALL websites to submit requests for in-
formation electronically.

Unlike a general “e-mail the organization” button
that exists on most websites, the RFI system will

route requests for information via a CALL RFI man-
ager to appropriate personnel for action. This prom-
ises to give the Knowledge-Reachback customer a
faster, more expert response, and it will allow CALL
to track exactly how much time and effort it expends
in providing information and knowledge to the force.
The initial pilot testing of the RFI system will include
interface with CGSC’s Combined Arms Research
Library (CARL). This will allow CALL Knowledge-
Reachback analysts to obtain rapid assistance from
CARL librarians in obtaining needed information in
analog or hard-copy formats. This last point, if taken
to its logical conclusion in the full implication of an
Armywide Knowledge-Reachback system, repre-
sents an important breakthrough, since much infor-
mation and knowledge that field forces need remain
in analog, hard-copy formats.

Implications
Two years of operational testing and experience

have yielded some key lessons learned regarding the
implementation of Knowledge Reachback. In turn,
these offer implications as to the effort’s future di-
rection. When CALL and BCTP Operations Group
Delta conducted the user-needs assessment with
USAREUR in March 2000, operational and auto-
mation support staffs voiced concern about the ef-
fort. During the assessment, intelligence staffs at
Army level charged that Knowledge-Reachback ca-
pabilities duplicated those of existing intelligence in-
formation systems and therefore were unnecessary
and unneeded. Subsequent interviews with opera-

tional staffs at corps and division levels and experi-
ence in the field alongside the observer-trainers of
BCTP Operations Group Delta demonstrated that
units and staffs in the field often do not have ac-
cess to specialized intelligence systems and appli-
cations. Because Knowledge Reachback mostly uti-
lizes the Internet, it is available wherever the Internet
is available, and the Internet is becoming increas-
ingly available to unit headquarters at the battalion
and higher levels, particularly in contingency opera-
tional environments.

USAREUR automation staffs voiced concerns
about the availability of bandwidth needed to pass
large quantities of digital information from reposito-
ries based in the continental United States to opera-
tional headquarters in-theater. This is a legitimate
concern. In the majority of cases, responses to re-
quests for information can be provided to end-users
as e-mail attachments, with file transfer protocol be-
ing required in rare instances to transmit larger pack-
ets. The 2-megabite limit on attachments that gen-
erally still exists within most Army e-mail systems
remains a limitation, but much of the information
currently provided is in the form of electronic
text documents where file sizes almost never pose
a problem unless embedded graphics are present.
And, while Knowledge Reachback is largely a com-
puter network-based activity, it also uses older forms
of communication such as telephone, fax, and regu-
lar mail.

CALL’s experience in responding to requests for
information, dating back far beyond the inception of
Knowledge Reachback as a formal program, has
shown repeatedly that the business of providing
knowledge and information to soldiers and leaders
is often an interactive process. The simple fact is
that requesters often “don’t know what they don’t
know.” That is to say, they often initially have a hard
time articulating what it is they actually want. This
has certainly been the CALL experience with
Knowledge Reachback during the first two years
of its existence. But while the necessary dialogue
to clarify the exact information needs of the re-
quester takes time, it always results in a better and
more useful product. There is no apparent technol-
ogy quick fix to this problem, although improvements
in database and network search capabilities continue
to make searches against vast electronic reposito-
ries more effective in locating precise information.
The widespread adoption and use of collaborative
software might also facilitate and quicken the pace
of dialogue between providers and end users of
knowledge and information.

During the assessment, intelligence
staffs at Army level charged that Knowledge-

Reachback capabilities duplicated those of
existing intelligence information systems. . . .

Subsequent interviews with operational staffs at
corps and division levels and experience in the
field . . . demonstrated that units and staffs in

the field often do not have access to specialized
intelligence systems and applications.

Because Knowledge Reachback mostly utilizes
the Internet, it is available wherever the

Internet is available.
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Another limitation of Knowledge Reachback is the
primarily doctrinal and academic emphasis of the
knowledge resources it accesses. This is a strength
and a weakness because it was precisely such in-
formation that leaders and units could not readily
obtain when deployed on a contingency or collec-
tive-training operation. CALL works continually to
widen its access to additional information resources
and databases to be able to provide a more com-
prehensive Reachback capability that extends into
operational and logistical knowledge resources.

One of the major future challenges of Knowledge
Reachback remains user education. Since the mid-
1990s, CALL has emphasized making lessons
learned available on-line via wide-area computer
networks and web-enabled database applications;
that is, making its knowledge resources available to
Army users who have the computer savvy with
which to access them. The computer literacy of
Army officers, NCOs, and enlisted personnel has
risen dramatically as an increasing percentage of
those in the Army were born, have grown up with,
and were educated with personal computers. But
the range of computer applications at the desktop is
still fairly large, and while the advent of Windows
and Web browsers has created interface similarities,
training in the use of individual pieces of software
and database applications remains a requirement.

CALL sees an expansion of its Knowledge-
Reachback program to support other BCTP opera-
tions groups as the means to meet this continual edu-
cational requirement while providing the operational
force with a needed knowledge-management capa-
bility. BCTP trains and mentors all the Army’s divi-
sion and corps commanders and staffs on a system-
atic, routine basis. This is an appropriate level at
which to make available the Knowledge Reachback
capability, since these echelons possess the needed
connectivity and automation resources to leverage
and exploit it fully. This level is also appropriate for
training staff officers and NCOs in the use of web-
enabled knowledge and information resources.

Because BCTP observer-controllers and ob-
server-trainers also augment operational staffs in
time of war or other operational crises, it seems ap-
propriate for the Knowledge-Reachback capability
to be embedded in the training that all BCTP op-
erations groups provide to the Army and in the day-
to-day capabilities of operations groups. Since CALL

and BCTP report to the TRADOC Assistant Deputy
Chief of Staff for Training-West, such integration is
possible and highly desirable from an organizational
and a functional standpoint. BCTP and the com-
manders and staffs it trains would receive access
to and training in the use of this important opera-
tional capability.

Knowledge Reachback currently represents an
important knowledge-management capability and
training resource. Many challenges lie ahead. If
knowledge management is to survive and prosper
within the Army, Army leaders must do two things.

First, they must provide coordinated direction and
resource support to upgrade the Army’s knowledge-
management capabilities. Currently, many Army or-
ganizations and initiatives have this as their mission,
but their efforts are often uncoordinated and some-
times conflicting. Only decisive leadership that ends
organizational turf wars will ensure the systematic,
intelligent fielding of important knowledge-manage-
ment capabilities, such as knowledge portals, elec-
tronic communities of practice, improved data-min-
ing, multilevel security access, and so on.

Second, Army leaders must be dedicated to ex-
panding training in the use of Information Age inno-
vations. Dedicated research capabilities will be
needed in the future, and the fast pace of Informa-
tion Age operations will demand that those on the
ground possess the ability to access on-line infor-
mation resources quickly and with great skill. If they
cannot, Army forces will risk losing information
dominance, which doctrine identifies as being the
cornerstone of future military success. MR

NOTES
1. GEN Montgomery C. Meigs, “University After Next,” Military Review (March-

April 1998): 37.
2. The CALL Web page can be accessed at <http://call.army.mil>.
3. The CALL SIPRNet site can be accessed at <http://call.army.smil.mil>.

In the majority of cases, responses to
requests for information can be provided to end-
users as e-mail attachments, with file transfer
protocol being required in rare instances to

transmit larger packets. . . . Much of the
information currently provided is in the form

of electronic text documents where file
sizes almost never pose a problem unless

embedded graphics are present.
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THE DESTRUCTION OF the Berlin Wall in
1989 marked the end of the Iron Curtain. Most

Americans thought they would then live in a safer
world. As during the peaceful interludes between
World War I and World War II and between World
War II and the Korean War, Americans thought the
world’s major problems had been solved. Even al-
lowing for the Persian Gulf war, action in Somalia,
operations in the Balkans, and increasing tensions
around the world, most Americans still seemed to
view the world as nonthreatening to their way of life.
The terrorist attacks on 11 September 2001 were a
rude awakening. Once again, events demanded a
rapid U.S. military response in multiple environ-
ments around the globe.

Vigilant Warriors ‘02
From 21-26 April 2002, Vigilant Warriors ‘02, the

third Army Transformation wargame, was conducted
at the Army War College at Carlisle, Pennsylvania.
Set in the newly recognized geostrategic world, the
wargame provided clear evidence that the Army’s
proposed Objective Force would expand the Nation’s
options for crisis response and conflict resolution in
future operational and threat environments. The
Objective Force would provide deployable, lethal,
effective Army forces (ARFORs) that joint force
commanders can use to defend against and defeat
future threats to national security. Vigilant Warriors
‘02, specifically the resolution found in the Caspian
scenario, demonstrated the utility of a full-spectrum
capability; the importance of strategic and intra-
theater lift; and the validity of retaining multiple lev-
els of command and control (C2) to maximize joint
force capabilities.

The wargame, set during the years 2019-2020, re-
flected a world consistent with the Joint Forces
Command’s (JFCOM’s) Joint Vision 2020. The
highly complex strategic environment included fail-

ing and failed states; increased terrorist and insur-
gent activities; resurgent radical movements involved
with criminal activities, ethnic hatred, and genocide;
and the emergence of a major political-military com-
petitor to the United States.

At the beginning of the wargame, the Army found
itself “on point for the nation,” serving with joint
forces in multiple areas around the world. Con-
sequently, the game’s design generated several
political-military dilemmas around the world at the
same time, including the Caspian region, Indonesia,
the Balkans, Latin America, Korea, and America.
These conflicts stressed the United States’ ability to
respond and they required full-spectrum capabilities
of the proposed Objective Force operating within
a joint, multinational, and interagency framework and
using the leap-ahead improvements in deployability,
sustainability, lethality, agility, survivability, versatility,
and responsiveness.

One key game scenario, depicting a major re-
gional war in the Caspian region, portrayed a the-
ater of war in which the fictitious country of Anfar
(insurgents, attacking with conventional forces, be-
ing supported by Iran) threatens the friendly coun-
try of Azerbaijan. Azerbaijan is producing oil for the
United States and its allies and is home to thousands
of Americans and friendly nationals. The Caspian
scenario stretches lines of communication and
causes the intervening U.S. force to operate at
many levels along the spectrum of war, from hu-
manitarian assistance and peace enforcement
through intense, large-scale conventional hostilities
in extremely difficult terrain and weather conditions.

Active-duty and retired flag officers from all ser-
vices played key positions, including regional com-
batant commanders and joint task force (JTF) com-
manders for each of the regions. The game’s
combatant commander was a retired Army four-star
general; active-duty two-star generals played the JTF

24 March -April 2003 l MILITARY REVIEW
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commander and the joint force land component com-
mander (JFLCC).

The JFLCC had a mixture of Objective Force and
legacy units allocated to him, including three Objec-
tive Force divisions, one legacy armored heavy di-
vision, one legacy armored cavalry regiment (ACR),
and a Marine expeditionary brigade that participated
during part of the operation. The JTF’s complete
force allocation included a mixture of joint forces he
needed to accomplish the mission (Figure 1).

Objective Force Capabilities
The Objective Force divisions posited improve-

ments in responsiveness, deployability, agility, versa-
tility, lethality, survivability, and sustainability that
made them obviously superior to the legacy force
and vitally important to the mission, which signifi-
cantly challenged strategic and operational reach.
During the wargame it became clear that future ad-
versaries would find it much more difficult to de-
fend against the more flexible Objective Force. But
the Objective Force was important in this scenario
not only for the advantages shown during force-on-
force combat operations; its value was evident be-
cause it excelled at many missions along the spec-
trum from peace to combat.

One key issue in the wargame was how rapidly
the joint force could solve the military aspects of the
Caspian crisis. Speed was important because with
the world in crisis and the quicker the JTF com-
mander could bring resolution to the Caspian prob-
lem, the sooner resources committed to that mission
would be available for other hotspots.1

Strategic and intra-theater lift proved to be two
vital enablers for the Objective Force. Multiple
wargames have shown this consistently since Army
Chief of Staff General Eric K. Shinseki announced
in 1999 that the Army would be transforming to an
Objective Force.

Vigilant Warriors ‘02 included futuristic strategic
enablers as well as conventional sealift and airlift
platforms. In the Caspian scenario, the game’s stra-
tegic lift, using a shallow-draft, high-speed ship, had
the greatest effect on rapid force closure. The the-
ater support vessel proved essential in one of the
game’s other scenarios because of its strategic-lift
value and its ability to perform operational missions.

For operational maneuver, the game featured two
possible future aerial platforms. One was the joint
transport rotorcraft (JTR), a large rotary-wing air-
craft capable of lifting one future combat system
(FCS) vehicle to a range of 500 kilometers (km).
The other was the advanced theater transport (ATT),
a C-130-size super-short takeoff and landing (750

feet) aircraft with a 3,000-km range, which could
lift two FCS vehicles. In the Caspian scenario, these
systems provided the intra-theater lift. Their contri-
bution to the Objective Force’s flexibility, responsive-
ness, agility, versatility, lethality, and survivability
proved significant.

The Objective Force’s advantages, coupled to stra-
tegic and operational enablers, proved to be so evi-
dent that key leaders in the game asked what might
have happened if the JTF had been made up en-
tirely of Objective Forces. They also wondered
what would have happened if that total Objective
Force JTF had possessed additional intra-theater lift
capabilities. Accordingly, although not a part of the
original game design, players in the Caspian scenario

quickly analyzed two additional vignettes: the JTF
Caspian with the intra-theater lift in the original game
design but with all Objective Force maneuver units
(rather than any legacy units) and the JTF Caspian
with both all-Objective Force maneuver units and an
increase in intra-theater lift.2

The deployment timeline in the original game-
design case (see figure 2) shows that the 13th Ob-
jective (OBJ) Division (Div) closed at C+8, the 15th
OBJ Div closed at C+15, the 54th OBJ Div closed
at C+18, and combat operations began at C+26.
Two legacy units, the ACR and the legacy division,
did not complete full closure until C+39. However,
the JFLCC and the JTF commander assessed that
they had a correlation of forces high enough to win,
and they initiated the attack rather than wait for
legacy units to completely close. The legacy units,
of course, made significant contributions to the cam-
paign, but they did not provide the flexible advan-
tages that Objective Force units displayed.

Combat operations began not at full closure of all
the forces but while legacy units were still flowing
in. Legacy units could not flow in as quickly as Ob-
jective Force units could. This was not ideal, but the
JFLCC could not wait. Once the JFLCC felt he had
obtained force ratios capable of defeating the en-
emy, he began the attack, but at a lower chance for
success.

The Caspian scenario stretches lines of
communication and causes the intervening U.S.
force to operate at many levels along the spec-

trum of war, from humanitarian assistance and
peace enforcement through intense, large-scale
conventional hostilities in extremely difficult

terrain and weather conditions.

FORCE PROJECTION
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Whether to wait for all of the legacy forces to
flow in was not the only issue. The JFLCC had to
fight somewhat sequentially—some might say
piecemeal—at the tactical level because he only
had the capability to lift one combat battalion each
day, given the distances that air assault units would
have to travel to attack. Even to accomplish this, 127
JTRs and 64 ATTs were used. This provided the ca-
pability to lift one combat FCS Objective Force bat-
talion. With these assets, bold and aggressive tac-
tics were more successful than they would be
today thanks to the Objective Force’s increased
command, control, communications, computers, in-
telligence, surveillance, and reconnaissance (C4ISR)
capabilities and the posited flexibility advantages and
protection of FCS-capable units. In this scenario, the
joint force took 86 days to complete its mission
(C+86).

The timeline for the first excursion vignette is
shown in the light gray portion of figure 2. This ex-

cursion looked at what might have happened if the
Army combat force consisted entirely of Objective
Force units that began attacking sequentially start-
ing at C+9 once the first two Objective Force units,
the 13th Division and the ACR, closed. Again, this
decision to go sequentially, or piecemeal, was made
because ARFORs still only had the capability to lift
one Objective Force combat battalion each day. In
this first additional vignette, players assumed the
same intra-theater lift asset availability—127 JTRs
and 64 ATTs. Given this situation, the estimate for
mission completion was 55 days (C+55).

The medium-gray portion of figure 2 shows the
timeline for the second excursion vignette. This is
the estimate of results with a total Objective Force
flowing in and also an increase in intra-theater lift
capability to 544 JTRs and 82 ATTs. Given the dis-
tances of travel to air assault objectives, this equates
to an increase from one battalion lift per day to one
brigade lift per day. This extra intra-theater capabil-

Fig 1

Figure 1.
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ity gives more agility to the force, increasing its ability
to conduct simultaneous attacks. The extra capabil-
ity would also enable the ground force commander
to be much bolder. He could confront the enemy
with a force that would quickly overwhelm and de-
feat the enemy. The JTF commander could lever-
age this increased capability to attack in a more si-
multaneous manner across the breadth and depth of
the theater immediately after full closure. Analysis
predicted that the capability to lift one brigade per
day would reduce the time to complete the mission
even further, to only 41 days (C+41).

Analysis of the scenario, including the two extra
vignettes, confirms operational lift as a critical en-
abler of Objective Force capabilities. If the force in
the Caspian scenario would have had more Objec-
tive Force units enabled by additional JTRs and
ATTs, the campaign could have been finished in less
than half the time.3 The key consideration is the cor-
rect mix of forces and enablers.

Of course there is a cost to creating additional
enhanced capability forces and lift assets. To deter-
mine their true value, therefore, one must consider
the cost in days of combat operations versus the cost
overall to the Nation to produce such a capable
force. Would it cost the Nation more to procure the

extra lift or to extend the campaign from 41 days
of intense combat to 86 days? A longer campaign
length almost certainly makes it much more expen-
sive in terms of logistics and lives.

Considering the effect of American lives lost is
especially important. From a training standpoint, the
Battle of Kasserine Pass in North Africa collected
a toll in lives in payment for being ill prepared. The
destruction of Task Force Smith in Korea collected
a toll for unpreparedness from an equipment and
materiel perspective. Even Operations Desert Shield
and Desert Storm took a toll, albeit smaller, for in-
adequate identification-friend-or-foe preparedness.
Clearly, being ill prepared for the next war, regard-
less of the specific nature of that unpreparedness,
costs precious lives.

Fig 2

The JFLCC had a mixture of
Objective Force and legacy units allocated

to him, including three Objective Force
divisions, one legacy armored heavy division,
one legacy armored cavalry regiment, and a

Marine expeditionary brigade that participated
during part of the operation.

FORCE PROJECTION
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Americans are willing to accept casualties in de-
fense of national interests, but the possibility of pay-
ing such a price needlessly through unpreparedness
is unacceptable and supports the need to invest now
in developing, fielding, and training flexible, adapt-
able, full-spectrum-capable military forces.

Implications for
Command Echelons

The Caspian scenario clearly demonstrated that
synchronization and management complexities of
warfare in the future threat environment strongly
support the need for multiple and flexible levels of
C2 to maximize the future joint force’s capabilities.
Command and control and seamless integration of
joint and coalition operations in a vastly expanded,
noncontiguous battlespace were multifaceted and
had an increased need for seamless integration of
simultaneous air-ground operations.

Even though the Army has yet to define all lev-
els of command resident within the Objective Force,
draft Objective Force concepts, as used in Vigilant

Warriors ’02, employ a functional framework in
which units of employment (UE) perform tasks cur-
rently assigned to divisions and higher Army head-
quarters. UE link ground and joint forces and or-
chestrate ground operations that decide joint
campaigns. UE are the basis of combined arms air-
ground task forces, and they have the capacity to
assume command of JTFs. They resource and ex-
ecute combat operations; designate objectives; co-
ordinate with multiservice, interagency, multinational,
and nongovernment activities; and employ long-range
fires, aviation, and sustainment while providing
C4ISR and tactical direction to the next lower ech-
elon—units of action (UA).

UA are the tactical warfighting echelons of the
Objective Force and are similar to brigades and bat-
talions. Maneuver UAs are the smallest combined
arms units committed independently. Objective Force
UA can initiate decisive combat at a chosen time
and place. They continue to develop the situation in
contact and to integrate maneuver; fires; reconnais-
sance, surveillance, and target acquisition (RSTA);
and the layered and integrated network of informa-
tion and communication capabilities.

The brigade, as the highest level of UA command
and control in Vigilant Warriors ‘02, assigned mis-
sions; shaped actions beyond and between battal-
ion engagements; integrated external intelligence,
organic RSTA assets, and long-range fires; filled
gaps in battalion capabilities; and set conditions for
tactical success. During the decisive-operations
phase of the Caspian scenario, the Objective Force
brigade’s value was clear when it directed the
continuous integration of small, powerful tactical
units moving along multiple, noncontinuous axes to
objective areas while simultaneously engaging the
adversary with organic, overmatching, and precise
supporting fires. Combined with the joint force’s
other capabilities, these actions led to the defeat
and disintegration of enemy forces.

In a fighting force, the C2 headquarters pro-
cesses intelligence and combat information and
directs operations that maximize a combat unit’s
killing capabilities. Detailed planning and execution
accomplish this, and the devil is in those details.
Reducing a C2 headquarters’ analytical and plan-
ning power when the goal is coordinating and syn-
chronizing operations does not make sense. Using
information technology to streamline operations,
share information, and plan and execute col-
laboratively maximizes Army headquarters ele-
ments’ capabilities in the field. However, Vigilant
Warriors ‘02 shows that there is a natural division

Two legacy units, the ACR and the
legacy division, did not complete full closure
until C+39. However, the JFLCC and the
JTF commander assessed that they had a
correlation of forces high enough to win,

and they initiated the attack rather than wait
for legacy units to completely close.
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Yakima Training Center, Washington.
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Yakima Training Center, Washington.
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of labor for multiple levels of Army UE echelons.
The Army Service Component Command

(ASCC) (often designated as a numbered Army)
performs missions vital to the combatant com-
mander. The ASCC provides a regionally focused
headquarters that is able to execute many functions,
from supporting security cooperation in peacetime
to forming the core element of a JTF in war.

The ASCC commander can also act as the
JFLCC. If there are multiple corps in an operation,
then the choice of the ASCC as the JFLCC head-
quarters is more appropriate. In this wargame,
where there was only a single Army corps direct-
ing subordinate units, the corps commander acted
as the JFLCC.

The ASCC normally performs many theater-
strategic functions often grouped together under
the title of Army Support to Other Services. These
functions include ground-based air defense; theater-
level logistics; nuclear, biological, and chemical
(NBC) detection and decontamination; joint rear
area security; and other responsibilities, depend-
ing on the situation and threat.

Normally, the goal of combat operations is to tran-

sition from warfighting to peace-enforcement and
finally back to peace. During times of transition, par-
ticularly when the operation is changing from a U.S.-
led coalition combat operation to a multinational or
international peace-enforcement operation, the
ASCC is the natural headquarters to oversee tran-
sition operations.

Retaining a major headquarters is a necessity be-
cause of the estimated force requirement for 11,000
soldiers and even more so to satisfy the requirement
to coordinate with multiple coalition partners. The
transition phase is an important part of any opera-
tion, and if not done properly, the United States can
find itself mired in a situation from which it might
not be able to extract itself for years or even de-
cades. The major advantage in the game of keep-
ing C2 at the ASCC level was that it freed up corps
and division UEs to re-deploy rapidly to fight in other
theaters of war.

When the corps acts as a UE, it has many valu-
able capabilities. Although the corps staff as designed
today does not usually have the breadth or depth to
maintain the overall regional focus required of
an ASCC while also training and preparing for its
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In the Caspian scenario, the game’s strategic lift, using a
shallow-draft, high-speed ship, had the greatest effect on rapid

force closure. The theater support vessel proved essential in one
of the game’s other scenarios because of its strategic-lift value
and its ability to perform operational missions. . . . The game

featured two possible future aerial platforms. One was the joint
transport rotorcraft (JTR), a large rotary-wing aircraft capable

of lifting one future combat system (FCS) vehicle to a range
of 500 km. The other was the advanced theater transport (ATT),

a C-130-size super-short takeoff and landing aircraft
[that] could lift two FCS vehicles.

The USAV Spearhead , a U.S. Army
theater support vessel, arrives at a
port  in  the  Central  Command  area
of operations,  27 January  2003.
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wartime contingencies, it does possess sufficient
abilities to perform as a JTF, JFLCC, or an
ARFOR headquarters, depending on mission re-
quirements. A corps-level UE is the primary in-
tegrator of U.S. and multinational multidiemnsional
operational and tactical capabilities in combined
and joint campaigns. It enables and shapes sub-
ordinate air-ground task force operations and
sustains as well as provides full-dimensional pro-
tection for mission-tailored units.

One question came up during the wargame: “If
the ASCC no longer existed as a C2 headquar-
ters, what effect would that have on V Corps?”
Most likely, the corps UE commander and staff
would be encumbered by serving in four roles si-
multaneously: as the regional Army headquarters
for the U.S. Army’s European Command’s area
of responsibility; as the coalition JTF for unified
operations in the Caspian joint operational area;
as the combined or JFLCC for conducting land
operations; and as the ARFOR for administrative
C2 support of all Army units. The corps com-
mander and staff would likely reach mission over-
load, and the combat engagement or management
focus would be diluted.

In the Caspian scenario, however, there was an
ASCC UE. An active-duty major general (MG) por-
trayed the ASCC commander and as such was ap-
pointed by the combatant commander to be the
Caspian JTF commander. The ASCC commander’s

focus on the conduct and support of the overall
campaign freed the corps commander to focus at-
tention on obtaining maximum effect from and
during ground operations fully integrated within the
overall combined and joint application of military
power.

A division UE has many of the same capabili-
ties as the corps UE, but on a smaller scale. In a
smaller scale contingency, the division UE can
function as a JTF, JFLCC, or ARFOR. The divi-
sion UE’s primary function is as the execution
echelon for decisive operations in major combat
operations in a major theater of war. When tai-
lored with capabilities depending on the situation
and the threat (for example, additional air defense
elements, field artillery brigades, and attack and
lift helicopters), as it was in the Caspian scenario,
a division UE can also enable and shape subor-
dinate UA operations.

A debate continues in the Department of De-
fense whether functions in some Army headquar-
ters are redundant and whether spaces or even
complete headquarters echelons can go away.
Vigilant Warriors ‘02 provides strong support for
the Army’s keeping all currently planned UE-level
C2 headquarters. Players accepted that there is
a need to examine further the exact composition
of each of those echelons, but they clearly be-
lieve that robust capability at each level should
be retained.

Considering the effect of American lives lost is especially important. From a training
standpoint, the Battle of Kasserine Pass in North Africa collected a toll in lives in payment for being

ill prepared. The destruction of Task Force Smith in Korea collected a toll for unpreparedness
from an equipment and materiel perspective. Even Operations Desert Shield and Desert Storm took

a toll, albeit smaller, for inadequate identification-friend-or-foe preparedness.

S
ol

di
er

 o
f F

or
tu

ne

An Abrams tank struck by a depleted uranium
round is roped off with yellow tape and a
radiation containment marking, March 1991.
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NOTES
1. This situation is similar to the Europe First strategy adopted during World War II

whereby forces were to hold in the Pacific while the United States defeated Axis forces
in Europe as quickly as possible to be followed by defeat of the Japanese in the Pacific.

2. There was no change to strategic-lift availability for these excursions. Avail-
able strategic lift was constant across all cases.

3. COL John Bonin points out an additional aspect, one that was not well dis-
cussed during the game itself; that is, who provides JTRs and ATTs? While it might

be assumed the Air Force would provide ATTs, it is likely that the Army would need
to procure JTRs. To provide the design case (127 JTRs) for the scenario at an op-
erations readiness (OR) rate of 90 percent would require a theater aviation trans-
port group of 144 JTRs. The increased lift excursion (544 JTRs) would require a
theater aviation transport brigade of four groups of 144 each JTRs (or 576 total at
94.4 percent OR). Also, this number of aircraft would require substantial, dedicated
logistic support.

Advantages
Vigilant Warriors ‘02 is perhaps the most com-

prehensive look yet at what Army Transformation
and the Objective Force can contribute to the de-
fense of the Nation. The game unmistakably dem-
onstrated the strategic utility of an Objective Force
capable of full-spectrum dominance. The Caspian
scenario particularly highlighted the strategic and
operational maneuver advantages of Objective Force
elements as well as the importance of adequate
availability of strategic and operational lift enablers.

Vigilant Warriors ‘02 also verified the advantages
provided the joint force by multiple levels of Army
C2 structures such as the current ASCC, corps, di-
vision, and brigade headquarters. The Army provides
certain unique functions and capabilities to the joint
force, regardless of theater. A regionally focused
command, the ASCC can best provide theaterwide
leadership for ground warfighting functions and for
warfighting support activities such as theater-level
logistics; support to displaced citizens; and control
and support of enemy prisoners of war. Furthermore,
the ASCC’s staff has greater breadth and depth to
plan for and control humanitarian assistance; infra-
structure repair; explosive ordinance and demolitions
support; civil-military operations; training allies
through the foreign internal defense programs of ap-
portioned Army special forces units; psychological
operations; ground-based air defense early warning
and defense forces; signal support; chemical and bio-
logical detection and decontamination; intelligence
activities; medical support; military police support;
and the employment of ground and heliborne rapid
reaction forces.

Vigilant Warriors ‘02 demonstrated that the ex-
isting multiple echelons of C2 (ASCC, corps, divi-
sion, brigade, and so on) give the Army a flexible,
adaptive capability to react to demands for battle and
sustainment leadership and management in an inter-
national security environment that will only become

Draft Objective Force concepts,
as used in Vigilant Warriors ’02, employ a
functional framework in which units of
employment (UE) perform tasks currently

assigned to divisions and higher Army head-
quarters. UE link ground and joint forces and
orchestrate ground operations that decide joint

campaigns. . . . Units of action (UA) are the
tactical warfighting echelons of the Objective

Force and are similar to brigades and
battalions. Maneuver UAs are the smallest

combined arms units committed independently.
Objective Force UA can initiate decisive

combat at a chosen time and place.

more complex. Eliminating any one of the C2
levels at the UE level would complicate immensely
the missions of the remaining command echelons
and make the Army less flexible and responsive
to the needs of national security. Any thoughtful
discussion of this issue must begin by recognizing
that the functions themselves would not go away.
Instead, they would have to be absorbed at another
level, and every level already has its own major func-
tions to perform.

While additional analyses remain to be conducted,
Vigilant Warriors ‘02 showed manifestly that Army
Transformation is on the right path in pursuing
Objective Force capabilities. To respond rapidly
and effectively when called on by the Nation, the
Army must continue to aggressively pursue its
Transformation campaign and the Objective Force.
As part of that effort, future Army Transformation
wargames can serve as vital venues producing in-
sight into how to sustain and improve the Army’s
capabilities; demonstrate its inescapable strategic rel-
evance; and ensure that the Army retains its posi-
tion as the premier ground force in the world. MR
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THE INTERDEPENDENCE of civilian and military organizations
that respond to increasingly frequent and devastating complex emer-

gencies around the world is becoming more evident. Better understand-
ing of cultural differences between civilian humanitarian assistance or-
ganizations (HAOs) and the military could help HAOs’ personnel and
the military work together more effectively in complex emergencies, as
well as in peace operations, disaster response, consequence manage-
ment, and humanitarian assistance.

Why is this cooperation and coordination of civilian and military orga-
nizations necessary? Joint Publication 3-07.6 Joint Tactics, Techniques,
and Procedures for Humanitarian Assistance begins with these words:

“The purpose of foreign humanitarian assistance (FHA) is to relieve
or reduce the results of natural or manmade disasters or other endemic
conditions such as human suffering, diseases, or privation that might
present a serious threat to life or loss of property. It is sometimes in the
best interest of the United States and its allies to deploy U.S. forces to
provide humanitarian assistance (HA) to those in need. In addition, hu-
manitarian and political considerations are likely to make HA operations
commonplace in the years ahead.”1,2 These words have proven to be all
too true as we move into the 21st century.

Efforts are underway through non-governmental organizations (NGOs)
and military-sponsored seminars and publications and military training ex-
ercises, such as Prairie Warrior at the Command and General Staff Col-
lege and Purple Hope at the Joint Forces Staff College, to help civilians
and military personnel working in HAOs better understand each other.
More joint training is essential for improved mutual understanding. Ef-
fective humanitarian assistance operations require civilian and military
cooperation to facilitate unity of effort and to attain desired end states.

Humanitarian operations —
undertakings to relieve human
suffering in the wake of natu-
ral or manmade disasters—
have become a matter of course
for the U.S. Armed Forces. Al-
though the military has gained
experience in working with
public and private relief orga-
nizations, there is still much to
learn. Sarah E. Archer exam-
ines the complexities of human-
itarian operations and the many
organizations that respond to
them to reveal how the military
and these organizations can
work better together to achieve
their common objective.
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Because NGOs often
compete with each other for
scarce resources, coordination
among NGOs might not
appear optimal from a military
point of view. NGOs are inde-
pendent organizations and
have their own agendas and
constituencies. However, all
recognize that collaboration is
the best way to assist the people
whom they serve. Effective
communication and collabor-
ation among civilian humani-
tarian organizations and
between civilian and military
organizations is essential.

Dana Priest, author of The Mission: Waging War and Keeping
Peace with America’s Military, stated, “As the U.S. Army’s experi-
ence in Kosovo shows, the mind-set, decision-making and training of in-
fantry soldiers rarely mixes well with the disorder inherent in civil soci-
ety. This mismatch of culture and mission can distort the goal of rebuilding
a country.”3 This is a lesson that we all must remember in the rebuilding
of Iraq.

General John M. Shalikashvili, then Chairman of the U.S. Joint Chiefs
of Staff, recognized the need for good cooperation when he said, “What’s
the relationship between a just arrived military force and the NGO and
PVO that might have been working in a crisis-torn area all along? What
we have is a partnership.  If you are successful, they are successful;
and, if they are successful, you are successful. We need each other.”4

Complex Emergencies
Complex emergencies are defined by the March 2003 UN Guide-

lines on the Use of Military And Civilian Defence Assets to Sup-
port UN Humanitarian Activities in Complex Emergencies as “a hu-
manitarian crisis in a country, region or society where there is total or
considerable breakdown of authority resulting from internal or external
conflict and which requires an international response that goes beyond
the mandate or capacity of any single and/or ongoing UN country
programme.”5 Complex emergencies have become much more frequent
since the end of the Cold War. They share additional troubling charac-
teristics, including—

l Reappearance of nationalistic, territorial, religious, or ethnic ambi-
tions or frictions such as occurred in the former Yugoslavia and are pre-
dicted in Iraq.

l Mass population movements as people are internally displaced or
become refugees in another country while searching for security, food,
water, and other essentials.

l Severe disruption of the economic system and destruction of vital
infrastructure.

l General decline in food security resulting from political decisions,
discriminatory policies, food shortages, disruption of agriculture, droughts,
floods, inflation, and lack of finances. Malnutrition can ensue quickly in
local areas and may degenerate into widespread starvation.6

Humanitarian crises can result from a combination of manmade and
natural disasters, such as large numbers of people experiencing droughts,
cyclones, crop failures, or floods even as they are engulfed in civil war,
are invaded, or as their governments fail. Recent complex emergencies
have occurred in Afghanistan, Colombia, Democratic Republic of Congo,
Ethiopia, Indonesia, Iraq, the Philippines, southern Africa, and Sudan.
Natural disasters alone can overwhelm the resources of already severely
stressed governments, with sadly predictable effects on the people. The
earthquakes in Central Asia and Hurricane Mitch are examples.

Humanitarian Assistance Organizations
“Humanitarian assistance organization” (HAOs) is used here as a col-

lective term that includes intergovernmental organizations (IGOs), non-
governmental humanitarian agencies (NGHAs), and NGOs involved in
providing humanitarian assistance in complex emergencies and disas-
ters. These are the definitions of humanitarian organizations used by the
Sphere Project.7,8  IGO replaces the previously used international orga-
nization (IO) because of confusion with the military’s acronym for in-
formation operations (IO).

COMPLEX EMERGENCIES
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NGHAs are the International Committee of the Red Cross (ICRC)
and the International Federation of Red Cross and Red Crescent Soci-
eties (IFRC). The ICRC, a unique humanitarian organization based in
Geneva, is the civilian organization designated in the 1949 Geneva Con-
ventions to ensure that prisoners of war and civilians in war are treated
in accordance with international humanitarian law.

The International Federation of Red Cross and Red Crescent Societ-
ies (IFRC), also headquartered in Geneva, has 178 national Red Cross
or Red Crescent Society affiliates, one of which is the American Red
Cross (ARC). The ARC responds to local, national, and international
disasters; provides support for military personnel and their families; and
offers extensive training opportunities in disaster assistance, shelter man-
agement, mass feeding, damage assessment, first aid, cardiopulmonary
resuscitation, and mother and baby care.

The March 2003 UN guidelines defines humanitarian assistance as
“aid to an affected population that seeks, as its primary purpose, to save
lives and alleviate suffering of a crisis-affected population. Humanitar-
ian assistance must be provided in accordance with the basic humani-
tarian principles of humanity, impartiality, and neutrality.”9

The United Nations Office of the Coordinator for Humanitarian Af-
fairs (OCHA) or the United Nations High Commissioner for Refugees
(UNHCR) is often chosen as the lead agency to assist and coordinate
HAOs’ planning and operations in the complex emergency.

UNHCR is the organization charged with the responsibility for refu-
gees and internally displaced persons (IDPs). In JP 1-02, Department
of Defense Dictionary of Military and Associated Terms, the term
refugee is defined as “a person who, by reason of real or imagined dan-
ger, has left their home country or country of nationality and is unwilling
or unable to return.”10 IDPs are defined in the same JP as “any person
who has left their residence by reason of real or imagined danger but
has not left the territory of their own country.”11

These definitions in JP 3-07.6 have changed from previous U.S. mili-
tary definitions of refugees and IDPs. These revised and internationally
accepted definitions will also appear in the next edition of JP 1-02. Be-
cause of the Dayton Accords or General Framework Agreement for Peace
(GFAP) in Bosnia and Herzegovina, the U.S. military has begun to use
the acronym DPRE for displaced persons, refugees, and evacuees.

The United Nations High Commissioner for Human Rights
(UNHCHR) was created in 1994 to provide human rights monitors to
investigate and to prevent abuses of human rights; to support UN Spe-
cial Prosecutors by collecting and verifying evidence of crimes against
humanity; to provide education about international human rights law and
practice; and to support host countries in administering justice.

The United Nations Children’s Fund (UNICEF) provides long-term
expert consultation and material support in collaboration with the host
government and key host country nationals for projects to strengthen
health and medical services, especially for children and women; water
purification and distribution; and sanitation.

The World Food Program (WFP) obtains, transports, and stock-
piles food. Direct assistance, the face-to-face distribution of WFP food
at household or camp level, is done by NGOs or other civilian orga-
nizations.

The World Health Organization (WHO) is the UN agency charged
with promoting and protecting the health of the world’s population.
WHO’s Department of Emergency and Humanitarian Action responds
to complex emergencies and natural disasters.

Humanitarian crises
can result from a combina-

tion of manmade and natural
disasters,  such as large

numbers of people experi-
encing droughts, cyclones,

crop failures, or floods even
as they are engulfed in civil
war, are invaded, or as their

governments fail.
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International NGOs that
are based in more than one
country include CARE Inter-
national, International Save
the Children Alliance, and
Medicins Sans Frontieres.
CARE International, one of
the largest and most effective
NGOs in the world . . . [with]
programs in 60 countries in
Africa, Asia, Latin America,
and Eastern Europe.

NGOs are “organizations, both national and international, which are
constituted separately from the government of the country in which they
are founded.”12 NGOs are not aligned with any government. Many em-
ploy host country nationals as well as personnel from other countries
and so are international themselves.

Every NGO is accountable to its donor constituency and headquar-
ters personnel, who establish the NGO’s priorities and fund the programs
the NGO undertakes in cooperation with the host country’s government.
To ensure the principles of humanity, impartiality, and neutrality, and to
maintain their   independence, many NGOs avoid contact with and might
show hostility toward military personnel in times of war.

International NGOs that are based in more than one country include
CARE International, International Save the Children Alliance, and
Medicins Sans Frontieres (MSF). CARE International, one of the larg-
est and most effective NGOs in the world, has its Secretariat in Brus-
sels, Belgium, and has 11 independently registered and governed mem-
ber organizations in Australia, Canada, Denmark, France, Germany, Ja-
pan, the Netherlands, Norway, Austria, the United Kingdom, and the
United States. CARE has programs in 60 countries in Africa, Asia, Latin
America, and Eastern Europe. CARE’s development assistance projects
focus on agriculture and natural resources; education, particularly female
literacy; emergency assistance; health; nutrition; small economic activ-
ity development; and water, sanitation, and environmental health.13

There are many kinds of NGOs. Faith-based organizations might be
international, national, or local, and are sponsored by religious groups and
their affiliates. Examples include the Adventist Development and Assis-
tance Agency International (ADRA), Catholic Relief Services (CRS),
Church World Services (CWS), International Islamic Relief Organiza-
tion, and World Vision International (WV).

Some national NGOs that are based in one country provide assistance
only in that country or even in one community.  National NGOs vary in
size from a family-run organization functioning in a local area, or a reli-
gious group serving its local community. The development of national
NGOs is a sign of developing civil society, especially in countries of the
former Soviet Union.

 More than 30,000 HAOs are at work in the world today. HAOs are
financed by private individual or group donations, foundation grants, and

COMPLEX EMERGENCIES

An Albanian man
signs for the delivery
of building materials
supplied by CARE,
Jezerc, Kosovo,
22 September 1999.
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NGOs are “organi-
zations, both national and

international, which are
constituted separately

from the government of the
country in which they are
founded.” NGOs are not

aligned with any government.
Many employ host country

nationals as well as personnel
from other countries and

so are international
themselves.

government contracts. HAOs are accountable to their donors for pro-
gram activities. HAOs provide technical and materiel development
projects and humanitarian assistance, in cooperation with the host na-
tion government and private groups. HAOs are active in most countries
long before a complex emergency occurs, remain active throughout the
complex emergency when it is safe to do so, and continue to serve the
people long after the complex emergency ends. HAO activities are thrust
upon the world’s consciousness when the CNN syndrome brings HAO
representatives into high media focus. Some NGOs, such as Medecins
Sans Frontieres, which was awarded the 1999 Nobel Peace Prize, and
the International Rescue Committee (IRC), specialize in disaster and as-
sistance operations. Others, such as Amnesty International and Human
Rights Watch, focus on human rights violations.

Three consortia coordinate numerous NGO activities. Organizations
whose mission is to assist HAOs with coordination of activities include
the American Council for Voluntary International Action, known as
InterAction. InterAction is a coalition of more than 160 primarily U.S.-
based assistance, development, and relief organizations. InterAction has
developed standards addressing governance, organizational integrity, com-
munications to the U.S. public, finances, management practice, human
resources, program, public policy, and implementation.14 Another coordi-
nating organization is the International Council of Voluntary Agencies
(ICVA). This is a global network of human rights, humanitarian, and de-
velopment NGOs that focuses its information exchange and advocacy
efforts primarily on humanitarian affairs and refugee issues.”15 Both of
these organizations work with the Standing Committee for Humanitar-
ian Response in the Sphere Project, which since 1997 has developed
and modified minimum standards in the vital areas of humanitarian as-
sistance: water supply and sanitation, nutrition, food aid, shelter and site
planning, and health services.16

Multinational/multilateral organizations that fund IGO and NGO ac-
tivities include the European Union (EU), the Asian Development Bank
(ADB), the Organization for Security and Cooperation in Europe
(OSCE); the African Union (AU); and the Association of South East
Asian Nations (ASEAN).

Bilateral governmental organizations provide development and emer-
gency assistance to other countries either directly government-to-gov-
ernment or through UN agencies and NGOs. These organizations in-
clude the U.S. Agency for International Development (USAID); the
United Kingdom’s Department for International Development (DFID);
the Canadian International Development Agency (CIDA); and the Swed-
ish International Development Agency (SIDA). IGOs, NGHAs, NGOs,
and multi- or bilateral government donor agencies are lumped together
as the International Community (IC).

HAO Values and Standards
Although IOs and NGOs have many differences in organization, fund-

ing constituencies, and methods of operation, they generally adhere to
the Code of Conduct the International Committee of the Red Cross and
Red Crescent Movement and NGOs in Disaster Assistance adopted in
2001. The code states that—

“1. The humanitarian imperative comes first. The prime motivation
of our response to disaster is to alleviate human suffering.

2. Aid is given regardless of the race, creed, or nationality of the
recipients and without adverse distinction of any kind. Aid priorities are
calculated solely on the basis of need.
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In JP 1-02, Department
of Defense Dictionary of Mili-
tary and Associated Terms, the
term refugee is defined as “a
person who, by reason of real
or imagined danger, has left
their home country or country
of nationality and is unwilling
or unable to return.” Internally
displaced persons (IDPs) are
defined in the same JP as “any
person who has left their
residence by reason of real or
imagined danger but has not
left the territory of their
own country.”

3. Aid will not be used to further a particular political or religious
standpoint.

4. HAOs shall endeavor not to act as instruments of government
foreign policy. In order to protect our independence, HAOs will seek to
avoid dependence upon a single funding source.

5. HAOs shall respect culture and custom.
6. HAOs shall attempt to build disaster response on local capacities.

Where possible, HAOs will strengthen these capacities by employing
local staff, purchasing local materials, and trading with local companies.

7. Ways shall be found to involve program beneficiaries in the man-
agement of assistance aid. Effective assistance and lasting rehabilita-
tion can best be achieved where the intended beneficiaries are involved
in the design, management, and implementation of the assistance pro-
gram.

8. Assistance aid must strive to reduce future vulnerabilities to
disaster as well as meeting basic needs.

9. HAOs hold themselves accountable to both those they seek to
assist and those from whom they accept resources.

10. In our information, publicity, and advertising activities, we shall rec-
ognize disaster victims as dignified humans, not hopeless objects.”17

During the development of a complex emergency, HAOs continue
working in the affected locale. Many HAO personnel have been in coun-
try for years, speak local languages, understand cultural and religious
practices, and have earned the people’s trust. In times of relative politi-
cal and environmental stability, HAO programs focus on microeconomic
development and strengthening the agricultural, education, health, and in-
dustrial sectors to bring about improved and sustainable standards of living.

As conditions that lead to a complex emergency evolve, HAOs in coun-
try must shift the emphasis of their programs to address the developing
and inevitable humanitarian crisis. Some HAO personnel, especially na-
tional personnel, will remain in the country or countries experiencing the
complex emergency. As the security situation deteriorates, most expa-
triate HAO personnel leave, often going to neighboring countries to fa-
cilitate their timely return when it is safe. When assurance of security
for personnel and supplies is given by the military, HAO personnel ar-
rive to provide emergency humanitarian relief: food, water, shelter, medical
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IDPs cross from Kosovo to
Muhovac, Serbia, at a checkpoint
manned by U.S. and Yugoslav
soldiers, 24 May 2001.
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care, counseling, and clothing. HAOs continue working in the country
long after the emergency has ended, order has been restored, and the
military who were sent to help have departed. In the reconstruction pe-
riod following the complex emergency, HAO program activities gradu-
ally shift from providing relief to focusing on development.

Civil-Military Coordination
An effective coordinated effort between civilian agencies and the mili-

tary in complex emergencies is essential. During the complex emergency
and immediately afterwards, the security situation may be so volatile that
military personnel will have to provide emergency humanitarian assis-
tance to civilians. Even in these dire circumstances, civilian-military in-
terdependence is necessary. The military’s primary responsibility is to
establish and maintain a safe and stable environment. Once this is ac-
complished, civilian humanitarian personnel can assist the affected popu-
lation by meeting their essential needs and by helping to rebuild their
society. These specialized roles of civilian humanitarian and military per-
sonnel, although clearly different, are absolutely interdependent.

The Guidelines issued by the United Nations on 20 March 2003, in-
clude the following key concepts:

“iii. A humanitarian operation using military assets must retain its ci-
vilian nature and character, while military assets will remain under mili-
tary control. The operation as a whole must remain under the overall
authority and control of the responsible humanitarian organization. This
does not infer any civilian command and control over military assets.

“iv. Humanitarian works should be performed by humanitarian orga-
nizations. Insofar as military organizations have a role to play in sup-
porting humanitarian work, it should be to the extent possible, not en-
compass direct assistance, in order to retain a clear distinction between
the normal functions and roles of military stakeholders.”18 Direct assis-
tance is the face-to-face distribution of goods and services. Military as-
sistance and support are often essential in indirect assistance which does
not interface with the population served and consists of such activities
as transport of humanitarian goods or relief personnel, and infrastruc-
ture support such as road repairs, airspace management, and power gen-
eration.19

The differentiation of civilian humanitarian and military roles during
and after a complex emergency is essential for a number of reasons.
The military is an instrument of its nation’s foreign policy. As Priest de-
scribes, this is increasingly the case for the U.S. military.20 HAOs are
not and must not be mistaken to be instruments of any nation’s foreign
policy. Their guiding principles are humanity, impartiality, and neutrality.

This role differentiation is made explicit in the [General guidance
for interaction between United Nations personnel and military ac-
tors in the context of the crisis in Iraq] issued by the UN Office for
the Coordination of Humanitarian Assistance (OCHA) issued on 21
March 2003:

“Recent conflicts have shown that coordination between humanitar-
ian and military actors, particularly in the early phase of a conflict, can
be essential for the timely and effective delivery of humanitarian assis-
tance and to help ensure the protection of civilians. . . . While interac-
tion between civil and military actors on the ground is both a reality and
a necessity, it is important to emphasize the constraints and limitations
of civilian organizations in this respect. A perception of adherence to key
humanitarian principles of humanity, neutrality and impartiality is of im-
mediate practical relevance for humanitarian workers on the ground, e.g.,
in ensuring safe and secure operations, obtaining access across combat

More than 30,000
Humanitarian Assistance

Organizations (HAO)s are at
work in the world today. HAOs
are financed by private individ-

ual or group donations, foun-
dation grants, and government

contracts. . . . HAOs provide
technical and materiel develop-

ment projects and humanitarian
assistance, in cooperation with

the host nation government
and private groups. HAOs are
active in most countries long
before a complex emergency

occurs.
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lines, and being able to guarantee equitable aid distribution to all vulner-
able populations. Therefore, it is essential that there be maximum cer-
tainty and clarity for UN personnel involved in daily contacts or liaison
arrangements with military forces operating in Iraq. As provided for in
his terms of reference, the Humanitarian Coordinator for Iraq, (HC),
who is also the Designated Official (DO), will oversee all liaison with
military forces.”21

Thus, the civilian humanitarian point of contact (POC) for military units
in Iraq is clearly designated.

Recent military deployments in Kosovo, East Timor, Afghanistan, and
Iraq underscore the importance of the military’s enormous planning, com-
munications, security, and logistic capabilities to provide support for ci-
vilian humanitarian assistance efforts. Military units continue to support
local governments, civil agencies, UN agencies, IGOs, NGHAs, and
NGOs to help people cope with the effects of complex emergencies.
Many military deployments will involve peace operations (peacemak-
ing, peacekeeping, or peace enforcement) as well as support for civilian
humanitarian assistance efforts in response to disasters. Although the
roles of the humanitarian community and the military must remain dis-
tinct, as the number of complex emergencies increases, the necessity
for effective collaboration between the two groups will expand.

U.S. Foreign Disaster
Assistance Resources

Because the U.S. military is an instrument of U.S. foreign policy, mili-
tary personnel often interact directly with other U.S. Government agen-
cies in countries affected by a complex emergency. The Department of
State, through the U.S. Embassy, and the U.S. Agency for International
Development (USAID) are often in the forefront of humanitarian as-
sistance activities in places where the U.S. military is also involved. For
this reason, a more detailed discussion of USAID’s emergency response
capability is appropriate.

USAID was established in the Foreign Assistance Act of 1961, and
as amended. In times of relative stability, USAID funds development
projects in many countries throughout the world.  These projects are
generally implemented by international or national partner NGOs in many
countries. When a complex emergency arises, and when directed to do

USAID funds develop-
ment projects in many coun-
tries throughout the world.
These projects are generally
implemented by international
or national partner NGOs in
many countries. When a com-
plex emergency arises, and
when directed to do so, the
USAID’s Office of Foreign
Disaster Assistance, which is
part of the Bureau for Human-
itarian Response, provides
foreign disaster assistance
and coordinates the U.S.
Government’s response.
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USAID director
Brady Anderson
confers with Navy
and Marine officers
during relief efforts
in the wake of a
earthquake, which
left 600,000 people
homeless near Izmit,
Turkey, in 1999.
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so, the USAID’s Office of Foreign Disaster Assistance (OFDA), which
is part of the Bureau for Humanitarian Response, provides foreign di-
saster assistance and coordinates the U.S. Government’s response.
OFDA’s mandate is “to save lives, alleviate suffering, and reduce the
economic impact of disasters.”22

OFDA works directly with the host nation government and in coordi-
nation with UN organizations, other IGOs, NGHAs, other donor gov-
ernments, and NGOs. If the disaster warrants, OFDA  deploys its own
Disaster Assistance Response Team (DART) composed of disaster as-
sistance specialists to assess the situation and recommend actions. These
teams provide an operational presence capable of carrying out sustained
response activities; develop and implement OFDA’s field response strat-
egy based on DART mission; coordinate the movement and consign-
ment of U.S. Government assistance commodities; coordinate U.S. gov-
ernment assistance efforts with the affected country, other donor coun-
tries, assistance organizations, and when present, military organizations;
fund assistance organizations (when delegated the funding authority); and
monitor and evaluate U.S. Government-funded assistance authorities.”23

Thus, NGOs working in a complex emergency might be funded wholly
or in part by DART, with the accountability that accompanies financial
support. Humanitarian organizations must weigh the effects of financial
support from a government or other sources against their independence
and impartiality. Some humanitarian organizations do not accept any gov-
ernment funding.

Providing Understanding
Many humanitarian organizations might be working on development

projects in the host country when a complex emergency occurs. At that
time, an umbrella organization, often an IGO such as OCHA or
UNHCR, will assume a coordination role to facilitate the most effective
use of NGO and donor resources.

Military civil affairs personnel will find the humanitarian community’s
lead agency an efficient point of contact with the humanitarian commu-
nity. In some instances the humanitarian community will already have
established its own coordination center in which the military can take
part. In the case of Iraq, the designated POC is the Humanitarian Co-
ordinator (HC) for Iraq, who is also the Designated Official (DO).

 If the humanitarian community has not yet established a coordination
center or if the military so chooses, the military can develop a civil-mili-
tary operations center (CMOC); civilian-military information center
(CIMIC), a NATO-term; humanitarian affairs coordination center
(HACC); or humanitarian operations coordination center (HOCC). The
title and sponsorship of the venue for civil-military coordination is unim-
portant, as long as such a venue exists.

Since many large international NGOs have a wide repertoire of com-
petencies, military civil affairs personnel should inquire what programs
each NGO conducts in a given area of the country. Because NGOs
often compete with each other for scarce resources, coordination among
NGOs might not appear optimal from a military point of view. NGOs
are independent organizations and have their own agendas and consti-
tuencies. However, all recognize that collaboration is the best way to
assist the people whom they serve. Effective communication and col-
laboration among civilian humanitarian organizations and between civil-
ian and military organizations is essential. Humanitarian organizations’
personnel and resources can be of immense help to the military by
caring for civilian populations while the military works to restore a safe
and secure environment. Neither civilian humanitarian organizations nor

Some HAO personnel,
especially national personnel,
will remain in the country or
countries experiencing the
complex emergency. As the

security situation deteriorates,
most expatriate HAO personnel
leave, often going to neighbor-
ing countries to facilitate their

timely return when it is safe.
When assurance of security for
personnel and supplies is given
by the military, HAO personnel

arrive to provide emergency
humanitarian relief.
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the military can function as effectively alone as they can in concert.
This interdependence is spelled out clearly by General (Retired) George

A. Joulwan and Christopher C. Shoemaker, former director of Force
Integration, Military Stabilization Program, in the Federation of Bosnia
and Herzegovina: “Perhaps the overarching lesson to be gleaned from
the first two years of conflict prevention operation in Bosnia and
Herzegovina is that the military, no matter how effective and how
efficient it might be, cannot by itself create the conditions for lasting
peace. . . . The daunting challenges of building the kinds of institutions
and processes that underlie the Dayton agreement, and, indeed, that are
at the heart of conflict prevention are far beyond the abilities of any mili-
tary. The military can bring about an absence of war; the military can-
not bring about an enduring peace. The interaction between the military
structure and the civilian structure thus becomes critical to the success
of conflict prevention.”24

Host nation, international, bilateral government, nongovernment civil-
ian organizations and military forces are essential partners in restoring
and maintaining peace following a complex emergency. Until these or-
ganizations can work together to facilitate civilians’ ability to run their
country in a peaceful and reasonably effective manner, the military must
remain as peacekeepers or occupation forces. Effective civil-military
interdependence is the military’s ticket home from Bosnia, Kosova,
Afghanistan, Iraq, and other complex emergencies yet to come. MR
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The differentiation of
civilian humanitarian and
military roles during and after
a complex emergency is essen-
tial for a number of reasons.
The military is an instrument
of its nation’s foreign policy. . . .
This is increasingly the
case for the U.S. military.
HAOs are not and must not
be mistaken to be instruments
of any nation’s foreign policy.
Their guiding principles are
humanity, impartiality,
and neutrality.
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ON 17 JANUARY 1865, Confederate Army
Captain Robert Kennedy was convicted by a

military commission of spying and other violations
of the law of war “in undertaking to carry on irregu-
lar and unlawful warfare.”1 Kennedy apparently in-
tended to set New York City on fire and was seen
in other parts of the state while in disguise. A mili-
tary commission sentenced him to hang, and the re-
viewing authority confirmed the sentence.

Kennedy’s case is not merely of historical inter-
est because of the 11 September 2001 terrorist at-
tacks on New York City; it is pertinent in light of
President George W. Bush’s Military Order of 13
November 2001, which authorizes the use of mili-
tary commissions to try non-U.S. citizens involved
in attacks for certain terrorist activities.2 Significantly,
U.S. Department of Defense (DOD) Military Com-
mission Order (MCO) 1, which Secretary of De-
fense Donald Rumsfeld issued on 21 March 2002
to implement the Military Order, authorizes line of-
ficers to sit as members of military commissions or
as members of review panels to review convictions
of individuals tried by military commissions.3

What is a military commission, and when and why
is it used rather than a court-martial? Generally, a
military commission is a “court convened by military
authority for the trial of persons not usually subject
to military law but who are charged with violations
of the laws of war, and in places subject to military
government or martial law, for the trial of such per-
sons when charged with violations of proclamations,
ordinances, and domestic civil and criminal law of
the territory concerned.”4

Since the Mexican-American War, U.S. military
and civilian commanders have faced circumstances
requiring the administration of justice in cases for
which courts-martial, authorized by statute or ordi-
nary civilian courts, were inadequate or unavailable.
Over time, the military commission evolved as a tool
that commanders could use in such situations.

The case of Major John André, the British spy
who conspired with Benedict Arnold during the
Revolutionary War, is sometimes cited as an example
of a military commission. However, the André case
was actually held before a board of officers con-
vened on 29 September 1780 by General George
Washington to serve as a board of inquiry, which was
not empowered to adjudge a conviction or to deter-
mine a sentence. After interrogating André, the
board recommended to Washington that André “be
considered as a spy from the enemy, and that agree-
able to the law and usage of nations, he ought to
suffer death.”5

In 1776, the Continental Congress passed a law
making espionage by non-U.S. citizens or nationals
a capital offense triable by court-martial. Similarly,
the 1776 Articles of War made giving assistance to
the enemy and giving intelligence to the enemy capital
offenses triable by court-martial. Interestingly, one
of André’s and Arnold’s alleged accomplices, Joshua
Hett Smith, was tried by court-martial and acquit-
ted.6 Washington, however, thought further inquiry
into André’s case was unnecessary and ordered
André to be hanged.7

Under the provisions of the 1806 Articles of War,
which retained court-martial jurisdiction over spies

The detention of suspected terrorists has raised questions about how
they will be held accountable for their alleged crimes. President
George W. Bush authorized the use of military commissions to try
non-U.S. citizens involved in terrorist activities. Lieutenant Colonel
Jody Prescott and Major Joanne Eldridge examine the role of military
commissions in the U.S. Army’s history.
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and those who assisted or gave intelligence to the
enemy, General Andrew Jackson court-martialed ci-
vilians accused of hostile acts. In March 1815, while
New Orleans was still under martial law, Louis
Louillier was tried by a general court-martial for a
number of alleged offenses, including spying.8 The
court-martial found it only had jurisdiction over the
spying offense, of which Louillier was acquitted.9 In
1818, Jackson tried two British citizens by general
courts-martial in Florida for espionage and for pro-
viding assistance to hostile Indians. Both were con-
victed and executed.10

The Mexican-American War
to Reconstruction

The first documented use of a proceeding called
a military commission by the U.S. Army occurred
in Mexico in 1847. The U.S. Army occupied large
expanses of Mexican territory that lacked the civil-
ian judicial infrastructure to adjudicate cases not cov-
ered by the Articles of War.11 That year, General
Winfield Scott issued General Order (GO) 20, which
allowed enumerated offenses committed by Mexi-
cans and other civilians outside the jurisdiction of the
1806 Articles of War to be tried before military com-
missions. Military commissions were also given ju-
risdiction to try U.S. Army personnel for offenses
not covered by the Articles of War. As many as 29
military commissions were held, some of which tried
multiple defendants.12

Although sometimes cited as examples of military
commissions, the trials of members of the Saint
Patrick’s Battalion, a unit of primarily ethnic Irish
soldiers who fought for the Mexicans, were actu-
ally courts-martial for desertion from the U.S.
Army.13 Scott also ordered the creation of “coun-
cils of war,” similar to military commissions, which
tried violations of the law of war. Few cases were
tried in this fashion, however, and such councils were
not used again.14

The difficulties U.S. commanders faced in the
Mexican-American War with regard to administer-
ing justice in the former Mexican areas for which
they were responsible pale in comparison with the
challenges confronting Union commanders during
the Civil War. As the war progressed, the Union
states were under limited martial law. Some Union
states, like Kansas, were under greater degrees of
martial law at various times. Stricter martial law of-
ten applied to border states like Kentucky and Mis-
souri, where populations with Confederate sympa-
thies provided support for Confederate irregulars. As
the Union occupied ever more Confederate territory,
Union commanders faced hostile populations in the
area of operations, and strong, sometimes violent,
antiwar sentiment in the rear.16 From early in the
Civil War, the military commission proved useful to

Union commanders. By war’s end, thousands of
cases had been tried.17

Although Union forces were used for various law-
enforcement purposes during the war, the authority
for use of military commissions was unclear. Statu-
tory recognition of military commissions was sparse
during the early part of the Civil War, and the com-
missions were not included in the Articles of War.19

Union forces, under the command of Major Gen-
eral John Frémont, began using military commissions
in Missouri as early as September 1861.20 Frémont’s
successor, Major General Henry Halleck, had served
as Secretary of State in the military government of
California during the Mexican-American War, and
he was familiar with the use of military commis-
sions.21 On 1 January 1862, Halleck issued a gen-
eral order permitting and detailing the use of such
commissions. Although military commissions were

not required to use the same procedures as courts-
martial, the general order directed that military com-
missions be “ordered by the same authority, be con-
stituted in a similar manner, and their proceedings
be conducted according to the same general rules
as courts-martial, in order to prevent abuses which
might otherwise arise.”22

Halleck’s order tracks closely with Article 36 of
the Uniform Code of Military Justice (UCMJ), which
allows the President to prescribe regulations “which
shall, so far as he considers practicable, apply the
principles of law and the rules of evidence gener-
ally recognized in the trial of criminal cases in the
United States district courts” to cases tried “in
courts-martial, military commissions and other mili-
tary tribunals, and procedures for courts of in-
quiry.”23 Other Union commanders followed
Halleck’s lead and issued their own general orders
permitting the use of military commissions.24

In March and June 1862, after military commis-
sion convictions from Missouri were forwarded to
the War Department for review, U.S. Army Judge
Advocate Major John Lee, advised the Secretary
of War that there was no legal basis for military
commission trials of civilians within the United
States.25 Halleck assumed the post of general-in-

President Lincoln issued a proclamation
authorizing the use of military commissions to

try “rebels, insurgents, and all persons ‘guilty of
any disloyal practice affording aid and comfort
to rebels.’” Lincoln suspended the writ of
habeas corpus for individuals convicted

and sentenced by courts-martial or military
commissions. Congress modified Lincoln’s

proclamation [in 1863].

MILITARY COMMISSIONS
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chief of the Army in July 1862, and when Congress
created the new position of judge advocate general,
Halleck did not recommend Lee for the position.26

Instead, Colonel John [Joseph?] Holt was appointed
judge advocate general. In September 1862, Holt

advised the secretary of war that the use of mili-
tary commissions was not only suited to the exigen-
cies of the times, but that “long and uninterrupted
usage made them part and parcel of military com-
mon law.”27

On 24 September 1862, President Abraham Lin-
coln issued a proclamation authorizing the use of mili-
tary commissions to try “rebels, insurgents, and all
persons ‘guilty of any disloyal practice affording aid
and comfort to rebels.’”28 Lincoln suspended the writ
of habeas corpus for individuals convicted and sen-
tenced by courts-martial or military commissions.29

Congress modified Lincoln’s proclamation with the
Habeas Corpus Act of 1863. Persons imprisoned un-
der the terms of the act were entitled to be dis-
charged if a civilian grand jury did not indict them
or if charges pending against them had not been pre-
sented to the grand jury. Military authorities were
required to provide civilian courts with lists of such
persons.30

In October 1864, Union military personnel ar-
rested Lambdin Milligan in Indiana on charges that
included conspiracy against the U.S. Government
and disloyal practices. Milligan belonged to a group
with strong Southern sympathies, and he agitated
publicly against the war. A military commission
in Indiana convicted and sentenced him to death.
Meanwhile, the appropriate grand jury convened,
deliberated, and adjourned without returning an in-
dictment against Milligan. The U.S. Supreme Court
eventually decided Milligan’s appeal for a writ of
habeas corpus in 1866. The Court concluded that it
had jurisdiction to hear the case and that under the
Habeas Corpus Act of 1863, Milligan should have
been released. Further, the Court found that the mili-
tary commission was without jurisdiction to try a ci-
vilian citizen of a loyal state (Indiana) when the ci-

vilian courts were still functioning, when the state
had not been a theater of war, and when the state
had never been under military dominion. The dissent
in this 5-4 decision believed that conditions of mili-
tary exigency did in fact exist in Indiana at the time
Milligan was tried, but that the military commission
was without jurisdiction because it had not been spe-
cifically authorized by Congress to try such cases.31

After his release, Milligan brought a civil suit against
the commander who ordered him arrested and the
members of the military commission that had tried
him. The jury found the military personnel liable for
false imprisonment, but awarded Milligan only nomi-
nal damages.32

After the war, military commissions tried hundreds
of cases in different areas of the country.33 The two
best known are the trials of the conspirators to as-
sassinate Lincoln and the trial of Captain Henry
Wirz, warden of the Andersonville, Georgia, prisoner
of war camp.34 The U.S. Supreme Court deter-
mined that a state of hostilities existed between the
U.S. and Confederate states (except Texas) until the
presidential proclamation of 2 April 1866 and be-
tween the United States and Texas until 20 August
1866.35 The U.S. Supreme Court eventually upheld
military commission convictions that occurred in
these states during the respective time periods.36

Before these decisions, however, at least two U.S.
district courts in northern states found that military
commission jurisdiction ceased when martial law
ended in the respective southern states. Accordingly,
these courts ordered the release of prisoners who
had been tried and convicted after civil government
had been reestablished.37

Military commissions were a prominent feature
of the U.S. Army’s administration of justice in the
South during Reconstruction and were specifically
authorized by Congress for use at this time.38 Al-
though some civilians were still tried for offenses that
had occurred during the Civil War, military commis-
sions more often tried civilians for violations of ci-
vilian law in areas where civil courts were not func-
tioning or were perceived by commanders as not
administering justice impartially. As during the Civil
War, provost courts were used in various areas to
adjudicate petty offenses. While the procedures of
the military commissions had become fairly uniform
by this time, the procedures before the provost
courts often varied from command to command.39

There were approximately 200 trials before military
commissions, many of which involved multiple
defendants.40 For example, between March and
September 1867, 216 individuals were tried before
military commissions in North and South Carolina.41

As the southern states gained readmission to the
Union and representation in Congress, martial law
was terminated within them, and all military com-

Military commissions were a prominent
feature of the U.S. Army’s administration of

justice in the South during Reconstruction and
were specifically authorized by Congress. . . .
Although some civilians were still tried for

offenses that had occurred during the Civil War,
military commissions more often tried civilians

for violations of civilian law in areas where
civil courts were not functioning or were

perceived by commanders as not administer-
ing justice impartially.
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missions ceased to oper-
ate as of July 1870.42

The Indian wars
to World War II

U.S. Army command-
ers occasionally used
military commissions
during conflicts with Na-
tive American tribes on
the western frontier. In
autumn 1862, a military
commission in Minne-
sota tried 425 members
of the Dakota tribe for
offenses resulting from a
bloody uprising that Au-
gust.43 Of that number,
321 were convicted. In
taking action on the
cases after his review,
Lincoln eventually ap-
proved the death sen-
tence in 38 of the 303
cases in which it had
been adjudged.44 In 1872,
a military commission
was used to try Modoc
tribesmen for the mur-
der of General Edward
Canby and others.45

Military commissions
were also employed dur-
ing the 1898 Spanish-American War. Although mili-
tary governments using the local court systems of
Cuba and Puerto Rico were set up after the U.S.
occupation of those islands, military commissions had
jurisdiction to try cases until the peace treaty be-
tween Spain and the United States was ratified on
1 April 1899.46 After the treaty became effective,
the U.S. military government in Puerto Rico was re-
placed by a provisional government, which was it-
self replaced by a civilian government in 1900.47 The
situation in the Philippines might have been differ-
ent, given the native insurgency, but the Philippines
likewise had a civilian government by 1902.48

During the labor strife and civilian unrest in the
United States in the early 1900s, some governors in-
stituted martial laws, and several states used mili-
tary commissions to try civilians charged with vio-
lations of martial law. In 1912 and 1913, state military
commissions in West Virginia tried at least seven in-
dividuals for violations of martial law imposed by the
state governor.49 In Nebraska in 1922, several de-
fendants were tried before a state military commis-
sion during a period of martial law. They were con-
victed and sentenced to prison terms. The U.S.

District Court for Nebraska, in denying the prison-
ers’ applications for writs of habeas corpus, held that
although the state courts had remained open during
this time and the National Guard commander could
have sent their cases to these courts, he was not
required to do so. Accordingly, the court concluded
that the sentences lawfully adjudged during the pe-
riod of martial law remained valid even after mar-
tial law was lifted.50 To the extent that these cases
relied on the declaration of martial law as being de-
terminative as to the propriety of holding military
commissions, the U.S. Supreme Court has cast
doubt as to whether these cases are still good law.51

World War II
The vast geographical scope of U.S. military op-

erations during and after World War II presented
commanders with numerous and complex challenges
regarding the administration of justice. During the
war, military commissions were used at home and
abroad to try so-called “unlawful combatants.” Af-
ter the war, military commissions tried numerous Axis
war criminals and, as the United States assumed the
duties of an occupying power, exercised jurisdiction

Between October 1944 and May 1945, military commissions tried
approximately 67 individuals, and at least 32 were executed. Among these
were 18 German soldiers captured while wearing U.S. uniforms behind
U.S. lines during the Battle of the Bulge. They were convicted of spying

and executed. In the period between the end of the fighting in Europe and
General Dwight D. Eisenhower’s 25 August 1945 proclamation of

a military government in Germany (with a system of military courts),
military commissions continued to try individuals.
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An officer from the 633d Medical Clearing Station pins
4-inch white aiming marks to the chests of German
soldiers captured in U.S. uniforms and convicted of
spying, Henri-Chapelle, Belgium, 23 December 1944.
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over even ordinary cases involving local civilians.
Significantly, World War II and the immediate post-
war era were the last times U.S. Armed Forces
conducted military commissions. Such commissions
predate the UCMJ and the profound evolution of the
present military justice system. Of note is that mili-
tary commissions did not conduct the famous war
crimes trials held after World War II. Instead, in-
ternational military tribunals conducted the Nurem-
berg and Tokyo trials.52

In the Quirin case in 1942, the U.S. Supreme
Court upheld the use of military commissions to try
persons in the United States for offenses against the
law of war and the Articles of War.53 Quirin was
one of eight men transported to the United States
by German submarine in 1942. The men landed in
New York and Florida wearing German military uni-
forms, which they buried, and carrying explosives.
Their instructions from the German High Command
were to destroy American war facilities and indus-
tries. The FBI captured all eight, and they were tried
before a military commission appointed by President
Franklin D. Roosevelt on 2 July 1942. During the
proceedings, the defendants appealed to the U.S.
Supreme Court, which found that the trial of the men
(seven German citizens and one American) by mili-
tary commission without a jury was legal. The de-
cision was based on the men’s status as unlawful
combatants, saboteurs, who were not entitled to pris-
oner of war status.54 Later in the war, on the basis
of this decision, a federal appeals court found the
military commission trial of a U.S. citizen in the em-
ploy of the Third Reich also to be proper. The citi-
zen had been landed on the coast of Maine by a
German submarine in 1944.55

Within hours of the attack on Pearl Harbor on 7
December 1941, the civilian territorial governor sus-
pended the writ of habeas corpus and placed the
territory under martial law.56 The commander of the
Military Department of Hawaii issued GO 4, which
set up a judicial system composed of military com-
missions and provost courts to try cases. The civil
courts reopened in January 1942 to conduct their nor-
mal business, but as agents of the military governor
and under certain restrictions to their respective ju-
risdictions. For example, civil courts could not hear
criminal cases or empanel grand or petit juries.57

In March 1943, by proclamation of the territorial
governor, the civilian government resumed nearly all
of its prewar functions. However, GO 2 allowed mili-
tary commissions to retain jurisdiction over cases
arising from a “violation by a civilian of the rules,
regulations, proclamations, or orders of the military
authorities, or of the laws of war.”58 Although the
privilege of habeas corpus was restored in 1943, mili-
tary rule in Hawaii continued for three more years.

The quality of the administration of justice under

martial law was sharply criticized by U.S. Govern-
ment investigations and reports. This was particu-
larly true of the provost court system.59 When con-
victed prisoners brought petitions for writs of habeas
corpus before the U.S. Supreme Court, the prison-
ers were released immediately. The Supreme Court
was unimpressed with the rationale for the use of
the martial law court system rather than the civil
courts, holding that civilians in Hawaii were entitled
to the constitutional right to fair trial and that mar-
tial law was not intended to supersede civilian
courts.60

Japanese war criminals, including commanders,
soldiers, and military judicial officials, who had con-
demned Allied service members after unfair trials,
were tried before Allied military courts in the China
and Pacific Theaters. U.S. military commissions tried
cases in occupied Japan and in liberated allied areas.61

Perhaps the best-known military commission trial
in the Far East was that of General Tomoyuki
Yamashita, former commander of Japanese forces
in the Philippines. The commission was composed of
five general officers and was convened by General
Douglas MacArthur.62 Yamashita was charged with
unlawful disregard of and failure to discharge his duty
as commander to control the members of his com-
mand from committing brutal atrocities in the Phil-
ippines against civilians and prisoners of war. His
trial began on 29 October 1945 and concluded on 7
December 1945. The military commission found him
guilty and sentenced him to death by hanging. Be-
cause his trial was held under U.S. auspices in the
Philippines, a U.S. territory until 1946, Yamashita
was able to appeal to the U.S. Supreme Court, ar-
guing that the military commission lacked jurisdic-
tion to try him. The Supreme Court disagreed, find-
ing that the Articles of War granted jurisdiction to
both general courts-martial and to military commis-
sions and that the Geneva Conventions of 1929 did
not require one form of trial over the other.63

Yamashita’s appeal was denied and he was hanged.
International law now requires that prisoners of war
receive the same kind of trial using the same rules
by which service members of the detaining state are
tried.64

In 1945, a German national named Eisentrager
and 20 other Germans were convicted by a military
commission in China on charges that they had pro-
vided intelligence information to the Japanese after
the Third Reich surrendered. After the prisoners
were repatriated to occupied Germany to serve their
sentences, they petitioned for a writ of habeas cor-
pus in U.S. District Court, alleging that their trial and
imprisonment violated the U.S. Constitution and the
Geneva Conventions relative to the treatment of pris-
oners of war. Their appeal eventually reached the
U.S. Supreme Court. The Court held that enemy
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prisoners of war, captured and tried outside the
United States by military commissions for law of war
offenses committed outside the United States and
serving their sentences outside the United States, had
no right to petition for a writ of habeas corpus in
U.S. courts. The Court also rejected the petitioners’
claims of procedural irregularities under the Geneva
Conventions of 1929, concluding that the military
commission that tried them had proper jurisdiction.65

The U.S. Army began using military commissions
in the European Theater as early as October 1944.
Army Group commanders “were authorized to ap-
point military commissions for the trial of persons not
subject to the [Articles of War] who were charged
with espionage or with violations of the law of war
that threatened or impaired the security or effective-
ness of U.S. forces.”66 Military commissions were
required to have at least three officers, and defen-
dants had the right to counsel. The commissions
were not bound by the evidentiary rules for courts-
martial or by the maximum punishments authorized
under the Articles of War.67

Between October 1944 and May 1945, military
commissions tried approximately 67 individuals, and
at least 32 were executed.68 Among these were 18
German soldiers captured while wearing U.S. uni-
forms behind U.S. lines during the Battle of the
Bulge. They were convicted of spying and ex-
ecuted.69

In the period between the end of the fighting in
Europe and General Dwight D. Eisenhower’s 25
August 1945 proclamation of a military government
in Germany (with a system of military courts), mili-
tary commissions continued to try individuals. Even
after the proclamation, trials by military commission
continued for a short time.70 The military govern-
ment in occupied Germany gave way to a civilian
occupation government in 1949, and the civilian oc-
cupation government ended (except for Berlin) in
1953.71 In the Mediterranean Theater, as in the
China Theater, certain U.S. allies allowed military
commissions to try alleged Axis war criminals on
their soil for a number of years after the fighting had
stopped, even though by then these allies had recon-
stituted their judicial systems.72

Contemporary Litigation
The adjudication of cases dealing with the juris-

diction of a military commission actually began dur-
ing the Civil War. As an alleged Lincoln Assassina-
tion conspirator, Dr. Samuel Mudd was tried in
Washington, D.C., by a military commission. Mudd
was a citizen of Maryland, a border state, and had
not been in the military. At the time of his trial, the
civil courts in Washington and Maryland were
open.73 Mudd was convicted and sentenced to a
term of imprisonment. In 1866, after the Milligan

decision, Mudd petitioned for a writ of habeas cor-
pus in U.S. District Court. Finding Milligan inap-
plicable, the court denied the petition. The court held
that Lincoln was “assassinated not from private ani-
mosity nor any other reason than a desire to impair
the effectiveness of military operations and enable
the rebellion to establish itself into a government.
It was not Mr. Lincoln that was assassinated, but
the commander-in-chief of the Army for military rea-
sons.”74 Mudd was subsequently pardoned for his
humanitarian efforts in prison during a yellow fever
epidemic.75

Seeking to clear his grandfather’s name, Mudd’s
grandson brought suit against the U.S. Government
in U.S. District Court. On 14 March 2001, the court
found for the U.S. Government, first noting that the
list of types of unlawful combatants set out in Quirin
that could be tried before military commissions
(saboteurs, secret messengers, spies, belligerents not
in uniform) was not exhaustive. Further, the court

General Tomoyuki Yamashita was
charged with unlawful disregard of and failure
to discharge his duty as commander to control
the members of his command from committing

brutal atrocities in the Philippines against civil-
ians and prisoners of war. . . . Because his trial
was held under U.S. auspices in the Philip-
pines, a U.S. territory until 1946, Yamashita

was able to appeal to the U.S. Supreme
Court, arguing that the military commission

lacked jurisdiction to try him. The
Supreme Court disagreed.
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General Yamashita shortly after
his 2 September 1945 surrender
to U.S. forces in northern Luzon.
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found that nationality and whether one was work-
ing under the direction of enemy forces was not to
be determinative. Instead, the court found “[r]eading
Milligan and Quirin together . . . , that if Dr.
Samuel Mudd was charged with a law of war vio-
lation, it was permissible for him to be tried before
a military commission even though he was a U.S.
and Maryland citizen and the civilian courts were
open at the time of his trial.”76 The court found that
the charges did allege such a violation, and the com-
mission therefore had jurisdiction. The govern-
ment’s decision to not disturb Mudd’s trial verdict
was therefore upheld.77 On 8 November 2002, the
U.S. Court of Appeals for the D.C. Circuit rejected
the Mudd family’s appeal, finding that Mudd, as a
civilian, had no standing under the law which allows
military members to seek expungement of military
convictions.78

In a more recent case, a group calling itself the
“Coalition of Clergy, Lawyers and Professors”
brought suit in U.S. District Court seeking a writ of
habeas corpus for detainees being held at Guan-
tanamo Naval Air Station in Cuba. U.S. forces in
Afghanistan had captured the detainees. On 21 Feb-
ruary 2002, the court dismissed the petition, finding
that the petitioners lacked legal standing, the court
did not have jurisdiction to hear the petitioners’
claims, and that no federal court would have juris-
diction over their claims. The court relied primarily
on the holding of the U.S. Supreme Court in
Eisentrager, noting that the petitioners had mistak-
enly characterized the naval base at Guantanamo
Bay as part of the United States. The legal status
of Guantanamo Bay is governed by a 1903 lease
agreement between Cuba and the United States that
gives the United States complete jurisdiction and con-
trol over the specified areas, but Cuba retains ulti-
mate sovereignty over the leased lands and waters.
Therefore, the court concluded that sovereignty over
Guantanamo Bay remained with Cuba and not the
United States.79

On 1 August 2002, a federal district court in
Washington, D.C., rejected a lawsuit brought on be-
half of Kuwaiti, British, and Australian detainees at
Guantanamo. The detainees sought to compel the
government to hold hearings on their cases or trans-
fer them to the custody of their respective countries.
The district court ruled that the detainees were out-
side the United States, and therefore without any
constitutional rights of access to the U.S. judicial sys-
tem.80 The U.S. Court of Appeals for the District
of Columbia affirmed the district court’s decision on
11 March 2003.81 Interestingly, on 8 November 2002,
in a suit brought by the mother of a Guantanamo
detainee, a British court held that keeping detainees
in an area under “exclusive” U.S. control without
recourse to a court to challenge their detention ap-
peared to violate both British and international law.

The three-judge panel concluded, however, that it
had no jurisdiction over the case.82

The Uniform Code
of Military Justice

In 1950, the UCMJ replaced the old Articles of
War and Articles for the Government of the Navy.83

The UCMJ incorporated substantial reforms that
gave those subject to the UCMJ greater rights and
standardized the practice of courts-martial across the
Armed Forces. In giving effect to the statutory pro-
visions of the UCMJ, the preamble to the Manual
for Courts-Martial (MCM) provides that the
sources of military jurisdiction are the Constitution
and international law, including the law of war.84 Fur-
ther, the preamble recognizes four means by which
commanders apply military jurisdiction: courts-mar-
tial for trial of offenses against military law as well
as general courts-martial for the trial of persons sub-
ject to trial by military tribunal under the laws of war;
military commissions and provost courts for the trial
of cases within those respective jurisdictions; courts
of inquiry; and nonjudicial punishment.85

The UCMJ contains two articles (18 and 21) that
specifically address the jurisdiction of military tribu-
nals and commissions.86 Article 18 provides that the
jurisdiction of general courts-martial includes the au-
thority to try persons for law of war violations by
military tribunal and impose any punishment permit-
ted by the law of war.87 Article 21 provides that the
provisions of the UCMJ “conferring jurisdiction do
not deprive military commissions, provost courts, or
other military tribunals of concurrent jurisdiction.”88

The UCMJ also contains three other references to
the law of war: Article 104 (aiding the enemy), Ar-
ticle 106 (spies), and Article 106a (espionage). These
provisions prohibit conduct by “any person,” a
broader definition than other code provisions, which
prohibit conduct by “any person subject to the Code”
and permit trials by general court-martial or military
commission.89

With regard to the procedure to be used by mili-
tary commissions, the MCM provides that “[s]ubject
to any applicable rule of international law or to any
regulations prescribed by the President or other com-
petent authority, military commissions and provost
courts shall be guided by the appropriate principles
of law and rules of procedures and evidence pre-
scribed for courts martial.”90 In his Military Order,
Bush specifically found “that it is not practicable to
apply in military commissions under this order the
principles of law and the rules of evidence gener-
ally recognized in the trial of criminal cases in the
[U.S.] district courts.”91

In addition to extensive roles for judge advocates
as presiding officers, prosecutors, and defense coun-
sel, DOD MCO 1 provides the potential for signifi-
cant roles for all military officers.92 Each commis-
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sion shall be composed of at least three but not more
than seven members, as well as one or two alter-
nate members, appointed by the secretary of defense
or his designee (the appointing authority). Members
and alternates will be commissioned officers from
all the armed services, including Reserve officers on
active duty, National Guard officers on active duty,
and even retired officers recalled to active duty. Al-
though DOD MCO 1 provides no rank or grade re-
quirements, the appointing authority appoints mem-
bers “determined to be competent to perform the
duties involved.”93 The length of such appointment
is not specified.

DOD MCO 1 provides detailed procedures ap-
plicable for each accused tried before a military com-
mission. Each accused will be represented by a mili-
tary defense counsel detailed to his case at no
expense to him. The accused may request a par-
ticular military defense counsel (subject to reason-
able availability) and may be represented by a civil-
ian attorney at no expense to the United States
(subject to certain requirements).94 The accused
may not discharge his military counsel.95 Other rights
may be summarized as follows:

l Right to a copy of the charges in a language
the accused understands, as well as the substance
of the charges, the proceedings, and documentary
evidence.

l Presumption of innocence until proven guilty,
and guilt must be proven beyond a reasonable doubt.

l Detailed defense counsel must be made avail-
able in advance of trial to prepare a defense.

l Access to evidence the prosecution intends to
use as well as access to exculpatory evidence known
to the prosecution.

l Right to remain silent at trial, with no adverse
inference from the accused’s decision not to testify;
or to testify, subject to cross-examination.

l Witnesses and documents for the accused’s de-
fense, including investigative or other resources re-
quired for a full and fair trial.

l Right to present evidence at trial and cross-ex-
amine prosecution witnesses.

l Right to be present at proceedings, unless the
accused engages in disruptive conduct, except for
those portions closed to protect classified informa-
tion and other national security interests.

l Access to sentencing evidence.
l Right to make a statement and submit evidence

during sentencing proceedings.
l Trial open to the public unless closed by the

presiding officer.
l Right not to be tried again by any commission

on the same charge.95

The accused shall also have the right to submit a
plea agreement to the appointing authority.96 Unlike
in a court-martial, however, the accused’s pleading
guilty before a military commission gets him precisely

that for which he bargained with the appointing au-
thority rather than the lesser of either the sentence
limitation in his pre-trial agreement or the sentence
adjudged at court-martial.97 The standard for admis-
sibility of evidence is that evidence, which in the opin-
ion of the presiding officer would have probative
value to a reasonable person.98

Before voting for a finding of guilty, commission
members must be convinced beyond a reasonable
doubt that an accused is guilty of the offense based
on the evidence admitted at trial. A finding of guilty
requires a two-thirds majority of commission mem-
bers. A sentence also requires a two-thirds majority

A federal district court in Washington,
D.C., rejected a lawsuit brought on behalf of . . .

detainees at Guantanamo. The detainees
sought to compel the government to hold

hearings on their cases or transfer them to the
custody of their respective countries. The district
court ruled that the detainees were outside the

United States, and therefore without any
constitutional rights of access to the U.S.

judicial system.
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An MP stands perimeter
watch while detainees
in-process at Camp X-Ray,
Guantanamo Bay, Cuba,
14 January 2002.
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of members, except for a sentence of death, which
must be unanimous. A sentence may include death;
confinement for life or for a lesser period; payment
of restitution or a fine; or such other lawful punish-
ment as the commission deems appropriate. To ad-
judge a sentence of death, the commission must be
composed of seven members.99 Military officers
have an important role to play in the post-trial phase
of military commissions. The secretary of defense
shall designate a review panel consisting of three
military officers, which may include civilians com-
missioned in compliance with USC requirements.100

The review panel must include at least one mem-
ber who has experience as a judge. The panel is
charged with reviewing the record of the commis-
sion proceedings and written submissions by the
prosecution and defense. The panel must either for-
ward the case to the secretary of defense with a
recommended disposition or return the case to the
appointing authority for additional proceedings where
there has been a material error of law. The secre-
tary of defense then reviews the case and forwards
it to the president for review and final decision. The
president can delegate the final decision to the sec-
retary of defense if the president so desires.101 The
order sets forth no other avenues of judicial review
or appellate relief, but this does not mean that the
U.S. Supreme Court cannot review the case.102

Military commissions have been used extensively
in the course of American history during periods of
martial law, occupation, and war. Unfortunately, this
flexibility and usefulness has led to some confusion
as to the rules and procedures that should be ap-
plied at military commissions held under military or-
der and their propriety under current domestic and
international law. Some have criticized the use of
military commissions as undermining the rule of law
domestically and as not being viewed as credible by
the international community.103 Others criticize the
use of a less stringent standard for the admissibility
of evidence before the military commission as com-
pared to ordinary U.S. criminal courts and the use
of an appeal process that stays within the Depart-
ment of Defense.104 Significantly, many critics do
not seem to distinguish clearly between the differ-
ent kinds of military commissions and the various le-
gal regimes that would apply to each respectively.
A military commission sitting in the United States and
trying U.S. citizens and residents under martial law,
such as in Milligan, would be quite different from

an occupation military commission, such as existed
in post-war Germany or Japan. Both would be dif-
ferent from a law of war military commission sit-
ting overseas and trying unlawful combatants, as in
Eisentrager.

The president’s authority to create a law of war
military commission is clear under national and in-
ternational law.105 As specified in DOD MCO 1, the
composition and procedures of the military commis-
sions and review panels substantively comply with
internationally accepted standards of due process.106

Further, trials before military commissions may ac-
tually foster the rule of law and the administration
of substantive justice. Military commissions will be
allowed to consider probative evidence that ordinary
U.S. criminal courts cannot, sensitive intelligence
sources can be protected, and the issues of trial se-
curity are much less pronounced.107

On 28 February 2003, the Department of Defense
General Counsel’s Office released for public com-
ment a draft of the Military Commission Instruction
(Draft MCI) that set out the crimes and the elements
of those crimes for which certain individuals could
be tried before a military commission.108 The crimes
enumerated in the Draft MCI are “violations of the
law of armed conflict or offenses that, consistent
with that body of law, are triable by military com-
mission.”109 The Draft MCI includes such crimes
as the “Willful Killing of Protected Persons,”110

“Employing Poison or Analogous Weapons,”111

“Rape,”112 and “Terrorism.”113 The Draft MCI does
not include crimes against humanity or genocide as
triable offenses and it does not specifically set out
defenses to the enumerated offenses, but it does note
that “[d]efenses potentially available to an accused
under the law of armed conflict, such as self-de-
fense, mistake of fact, and duress, may be applicable
in certain trials by military commission.”114

It is crucial that officers detailed to these bodies
perform their judicial functions with the utmost care
and understanding of their positions. These trials
must satisfy domestic and international public opin-
ion that justice be served. Further, these trials could
constitute precedent for what the United States be-
lieves is the minimum due process required in trials
of unlawful combatants for violations against the law
of war and international law. Other nations or
nonstate actors might then hold trials of captured
U.S. soldiers or other U.S. Government employees
using similar tribunals and procedures. MR
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The current onslaught of cyber
attacks against Israel’s key websites is perhaps
the most extensive, coordinated, malicious

hacking effort in history.
— Peggy Weigle, CEO of Sanctum Inc.1

[This] is just a taste of things to come.
— James Adams, CEO of iDefense.2

IN SEPTEMBER 2000, Israeli teenage hackers
created a website to jam Hezbollah and Hamas

websites in Lebanon. The teenagers launched a sus-
tained denial of service attack that effectively
jammed six websites of the Hezbollah and Hamas
organizations in Lebanon and of the Palestinian Na-
tional Authority. This seemingly minor website at-
tack sparked a cyberwar that quickly escalated into
an international incident. Palestinian and other sup-
porting Islamic organizations called for a cyber Holy
War, also called a cyber-Jihad or e-Jihad.3 Soon af-
ter, hackers struck three high-profile Israeli sites be-
longing to the Israeli Parliament (the Knesset), the
Ministry of Foreign Affairs, and an Israeli Defense
Force information site.4 Later, hackers also hit the
Israeli Prime Minster’s Office, the Bank of Israel,
and the Tel Aviv Stock Exchange.5

Although the long-term effects of the Palestinian-
Israeli cyberwar are relatively minor and never pre-
sented a serious physical threat to any of the na-
tions involved, the elements of the conflict are
significant because they serve as a model for fu-
ture cyber conflicts.

The U.S.-China cyber skirmish of May 2001
shared similar features to the Palestinian-Israeli in-
cident. Today it is largely forgotten that during the
attack hackers came close to disrupting electricity
transmissions in California.6 Had they succeeded, the
cost to Californians and to the United States in na-
tional prestige and security is difficult to estimate.
Chinese hackers successfully penetrated a test net-
work of a California electric power transmission
company.7 The lessons from these early cyber con-
flicts need to be learned to properly understand and
prepare for the inevitable cyber component of fu-
ture conflicts.

The Cycle of Cyber Conflict
The Palestinian-Israeli Hacker Conflict began in

1999, but dramatically increased following the un-
rest of 28 September 2000. By the end of January
2001, the conflict had struck more than 160 Israeli

Cyberwar is warfighting’s next frontier—combat that takes
place in an ethereal electronic dimension of zeros and ones. Colo-
nel Patrick D. Allen and Lieutenant Colonel Chris C. Demchek
chronicle recent cyberskirmishes and discuss measures that the
United States can take to win in cyberspace.
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One pro-Palestinian hacker by the
name of Dodi defaced an Internet service
provider (ISP) for Israeli senior citizens and
left a message claiming that he could shut

down the Israeli ISP NetVision, which hosts
almost 70 percent of all the country’s Internet
traffic. . . . The Israeli Internet Underground
(IIU), a group of hackers who banded to-

gether to help increase the security of Israeli
websites, claims there is already evidence

of phase-four attacks. This includes
the destruction of business sites with

e-commerce capabilities, which the IIU
believes caused an 8 percent dip in

the Israeli Stock Exchange.

and 35 Palestinian sites,
including at least one
U.S. site. From July 1999
to mid-April 2002, 548
Israeli domain (.il) web-
sites were defaced out
of 1,295 defacements in
the Middle East, and ad-
ditional sites were sub-
jected to severe denial of
service attacks.8

The two main types
of attacks were website
defacement and distrib-
uted denial of service
(DDoS). Website de-
facements tend to focus
on high-profile political
sites, such as govern-
ment websites. In some
cases, commercial trans-
actions were curtailed
for days because of re-
peated website deface-
ments.9 Broadcast serv-
ers that hackers used to
launch attacks from one
side were frequently
used by the opposing
side to launch a similar
type of attack.10 Code
used to attack sites on
one side was rewritten
by the opposing side,
which then launched a counterattack.11 The DDoS
attacks shut down opposing sites for days and
added to the strain on the Internet infrastructure in
the region.12

Attacks were also made against companies pro-
viding telecommunications infrastructure such as
AT&T, which was reportedly hired to help increase
the bandwidth of targeted Israeli sites.13 One pro-
Palestinian hacker by the name of Dodi defaced an
Internet service provider (ISP) for Israeli senior citi-
zens and left a message claiming that he could shut
down the Israeli ISP NetVision, which hosts almost
70 percent of all the country’s Internet traffic.14

On about 8 November 2001, Unity, a Muslim ex-
tremist group with ties to Hezbollah, announced that
it had begun phase three of a four-phase strategy.
Phase one focused on crashing official Israeli gov-
ernment sites. Phase two included attacks on the Bank
of Israel and the Tel Aviv Stock Exchange. Phase

three included targets
such as the Israeli ISP
infrastructure and the
site for Lucent and
Golden Lines, an Israeli
telecommunications pro-
vider. Unity stated that it
would hold off on the
fourth and final phase,
namely the destruction
of Israeli e-commerce
sites, threatening millions
of dollars of losses in
transactions.15

The Israeli Internet
Underground (IIU), a
group of hackers who
banded together to help
increase the security of
Israeli websites, claims
there is already evidence
of phase-four attacks.
This includes the de-
struction of business
sites with e-commerce
capabilities, which the
IIU believes caused an
8 percent dip in the Is-
raeli Stock Exchange.16

Although sporadic
hacking has occurred
between U.S. and Chi-
nese hackers over the
last few years, the colli-

sion of the U.S. EP-3 reconnaissance aircraft with
a Chinese F-8 interceptor sparked the main conflict.
Chinese hackers increased their activity against the
United States and attempted to organize a major
hacking effort during the first week in May 2001.17

Similar to the Palestinians, the Chinese created a
website from which volunteer hackers could obtain
the tools and techniques necessary to launch the
“USA Kill” program.18 The U.S. National Infrastruc-
ture Protection Center (NIPC) announced a warn-
ing on 26 April 2001 to all U.S. government and com-
mercial websites.19 Meanwhile, U.S. hackers,
incensed by the prolonged holding of the EP-3 crew
in China, began organizing the “China Killer” pro-
gram.20 By the time Chinese hackers declared a
truce, they claimed to have defaced or denied ser-
vice to more than 1000 U.S. websites. Pro-U.S.
hackers apparently caused a similar amount of dam-
age to Chinese websites.

CYBERWAR
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Jerusalembooks.com, Israel’s
largest on-line book provider, was shut

down for days because of a web-defacement
attack. The firm faced days of lost sales

and the risk of a prolonged lack of consumer
confidence in the security of on-line

transactions. In a similar manner, the Israeli
Land Administration Office’s website

was shut down for months.

Four Phases of
Future Cyber
Conflicts

Cyber conflicts will—
l Involve an initial

period of surprise, fol-
lowed by a much longer
period of adaptation and
recovery.

l Escalate rapidly and
broaden as attackers
seek vulnerable targets.

l Develop rapidly
into international conflict
as volunteer hackers
align themselves with,
or against, the various
factions.

l Increase the pace
of cyber arms develop-
ment and proliferation.

Based on observations
of the conflicts between
Palestine and Israel and
China and the United
States, we believe future
cyber conflicts will occur
in four phases.

Phase I: Surprise and adaptation. The Pales-
tinian-Israeli cyberwar is an excellent example of
how a nation can be surprised by a cyber attack.
The Israeli teenage hackers initially surprised pro-
Palestinian websites with their DDoS attacks. When
the Palestinians declared a cyber-jihad against Is-
rael, the pro-Palestinian hackers achieved an equal
level of surprise against the targeted Israeli websites.
The Israelis were surprised that their own citizens
had initiated the cyber conflict. They also were sur-
prised by the magnitude of the pro-Palestinian re-
sponse and by the vulnerability of their government
and civilian sites. After the initial shock, each side
went through a period of repairing system damage
and improving defenses against future attacks.

 The initial effects of the conflict are worth con-
sidering. Jerusalembooks.com, Israel’s largest on-
line book provider, was shut down for days because
of a web-defacement attack. The firm faced days
of lost sales and the risk of a prolonged lack of
consumer confidence in the security of on-line
transactions.21 In a similar manner, the Israeli Land
Administration Office’s website was shut down
for months.22 For Israel as a whole, such shutdowns
created a lack of confidence. In addition, the large

number of DDoS at-
tacks (more than 115 in
the region between 6
October and 2 Decem-
ber 2000) strained the
Middle East’s already
sparse Internet infra-
structure.23

The ultimate cost of
cyber attack is generally
greater to commercial
targets than it is to gov-
ernment sites. As stated
by Lawrence Gershwin,
the CIA’s top technol-
ogy adviser, in con-
gressional testimony,
“Our ‘wired’ society
puts all of us—U.S. busi-
ness, in particular, be-
cause they must main-
tain an open exchange
with customers—at
higher risk from en-
emies.”24

When a government
site goes down or is de-
faced, the nation might

lose some face. But when a company’s website is
shut down, it loses revenue. Matt Krantz and Ed-
ward Iwata in a USA Today article stated, “Some
businesses lose $10,000 to several million dollars a
minute when networks go down. . . . They lose, on
an average, $100,000 an hour in lost productivity.”25

Reality Research estimated that businesses world-
wide stood to lose more than $1.5 trillion last year
as a result of cyber assaults.26

Even though commercial sites have a vested in-
terest in defending against cyber attack, the drive
for cost effectiveness leads most companies to ig-
nore their website’s vulnerabilities until they are
hacked.27 Therefore, there is a need to create ma-
jor incentives for businesses to be secure in
cyberspace, and there should be penalties for not
being secure by a specific date.

Phase 2: Rapid horizontal escalation. The Pal-
estinian-Israeli cyber conflict broadened quickly.
Four weeks into the conflict, pro-Palestinian hack-
ers struck a U.S. website. Three weeks later, Is-
raeli hackers struck websites in Iran and Lebanon.28

Since Israel had more websites from which to
launch a counter cyber attack than did the Palestin-
ians, the Israeli hackers began seeking vulnerable
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The more bipolar a conflict, such
as the Arab-Israeli conflict, the greater the

chance that it will attract volunteers to one
side or the other. Each side perceives the
other as having permanent allies that will

always back their enemies. Therefore, the
United States was declared a target with
 Israel shortly after the Palestinian-Israeli
cyber conflict began. . . . The degree of

international participation observed in
cyber conflicts has striking parallels to the
volunteerism seen during the Spanish Civil

War, a precursor to World War II.

sites outside the Palestin-
ian National Authority
and Lebanon. For ex-
ample, an Israeli hacker
group calling itself “the
Mossad” defaced the
Iranian president’s web-
site, claiming Iran was a
supporter of Lebanon-
based terrorist organi-
zations.

Cyber warfare esca-
lates horizontally and
more rapidly than in
standard warfare for
three reasons. First, the
main criteria for civilian
hacker attacks appear to
be vulnerability as op-
posed to criticality. The
search for vulnerable tar-
gets expands until one is
found. If government
and commercial sites in
the target nation are not
sufficiently vulnerable,
then target sites in other
nations friendly to the
target nation will be
struck. Conversely, pro-
fessional hackers in the
employ of a specific na-
tion are likely to escalate only as necessary to ob-
tain the desired effect on the target nation.

Second, international hacker groups view the situ-
ation as one in which they can wield power without
fear of retaliation. Many hackers want to show they
support a cause. Since the Web includes built-in pub-
lic dissemination methods, hacking into any target on
the Web tends to gain some notoriety.

Third, cyber conflicts so far have been polarized,
or bipolar. The more bipolar a conflict, such as the
Arab-Israeli conflict, the greater the chance that it
will attract volunteers to one side or the other. Each
side perceives the other as having permanent allies
that will always back their enemies. Therefore, the
United States was declared a target with Israel
shortly after the Palestinian-Israeli cyber conflict
began.29

Traditionally, allies of a warring nation were rela-
tively safe from military attack unless they were
brought directly into the fighting. The cost of bring-
ing a neutral nation into the fighting usually incurred

at least some penalty on
the nation choosing to
escalate. In cyberspace,
however, the cost of es-
calation is small for a
nation, and almost non-
existent for an individual
hacker. Therefore, rapid
horizontal escalation will
likely occur in future
cyber conflicts.

Phase 3: Rapid non-
state international-
ization. Cyber conflict
tends to attract two
types. The first type in-
cludes groups of talented
hackers who are fre-
quently involved in inter-
national cyber incidents.
The second consists of
amateur hackers at-
tracted through patriotic
or ideological fervor.
The Palestinian-Israeli
cyber conflict attracted
hackers from Israel,
Palestine, Lebanon, Ger-
many, Saudi Arabia, Pa-
kistan, Brazil, and the
United States. Most of
the attacks against Israel

were launched from outside Israel or the Palestin-
ian National Authority.30 Of note is that one or more
Brazilian hacker groups attacked both sides in the
Palestinian-Israeli conflict, apparently trying to show
up each side’s participants. The U.S.-China cyber
skirmish attracted pro-U.S. hackers from the United
States, Saudi Arabia, Pakistan, India, Brazil, Argen-
tina, and Malaysia. Pro-Chinese hackers were at-
tracted from China, Japan, Indonesia, and Korea.
Note that the alignments of the hackers did not nec-
essarily match the desires of the nation, except in
those nations where the government tightly controls
the Internet.

The degree of international participation observed
in cyber conflicts has striking parallels to the
volunteerism seen during the Spanish Civil War, a
precursor to World War II. This conflict between
fascists on one side and communists and democrats
on the other drew large numbers of foreign volun-
teers to both sides. In both the Spanish Civil War
and the Palestinian-Israeli cyber conflict, ideology,
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One hacker, or a small group of
hackers, can do a lot of damage in short

order. During the U.S.-China cyber conflict,
a hacker group named “PoizonB0x”

successfully hacked more than 400 Chi-
nese (*.cn) websites. One report estimated

there were only 30 core hackers in the
Palestinian-Israeli conflict who provided the
tools, while the volunteer script kiddies pro-
vided the “brute force” checks, scanning

potential target sites for vulnerabilities.

not profit, motivated
volunteers. Mercenary
hackers exist, but they
were not reported as be-
ing active in either the
Palestinian-Israeli or the
U.S.-China cyber con-
flicts.

Most hackers involved
in either the Palestinian-
Israel or U.S.-China
cyber conflicts were vet-
erans of previous inter-
national cyberwars. The
Pakistani hackers, for
example, were also in-
volved in defacing Indian
websites, and Brazilian
hackers were involved in
defacing U.S. sites.31

“Hactivism” is tempting
when hackers have the
power to participate on
the international scene.32

One hacker, or a small
group of hackers, can do
a lot of damage in short
order. During the U.S.-
China cyber conflict, a
hacker group named
“PoizonB0x” success-
fully hacked more than
400 Chinese (*.cn) websites.33 One report estimated
there were only 30 core hackers in the Palestinian-
Israeli conflict who provided the tools, while the vol-
unteer script kiddies provided the “brute force”
checks, scanning potential target sites for vulnerabili-
ties.34 The brute force search of 209-series IP ad-
dresses allowed Chinese hackers to discover the
presence of an unsecured electric power transmis-
sion test network in California.35

Even if the initial cyber strike of a future conflict
is a well-coordinated military action, volunteers from
many nations will likely be involved in copycat at-
tacks, complicating real-war combat operations. This
threat alone has numerous implications for national
sovereignty and international law.

Phase 4: Global Learning and Increased
Cyber Arms Development and Proliferation.
Hacking tools used and improved in the Palestinian-
Israeli cyberwar soon appeared in other international
and domestic hacks. During the Palestinian-Israeli
cyberwar, Israeli hackers developed a new type of
DDoS attack tool. Teenage hackers in the United
States acquired this attack tool from Israeli hackers
and planned a worldwide attack on the Internet to

take place on New
Year’s Day 2001. Had
the FBI not been alerted
to the plot, the attack
might have succeeded in
seriously disrupting the
Internet on New Year’s
Day.36

During the U.S.-
China cyber skirmish,
the Carko DDoS attack
was launched.37 Not
only did a Carko DDoS
agent attempt to crash
the target system, it
used a buffer overflow
attack to enter a new
root password, or it in-
stalled a back door in
the target system while
the target system was
recovering from the at-
tack. This meant sys-
tems that were brought
down by Carko attacks
needed to be checked
for software that would
allow later penetrations.

Although DDoS at-
tacks were known and
used before this conflict,
the ability for one person

with limited bandwidth to undertake a large-scale
DDoS attack is a fairly recent development. This
type of DDoS attack can use a 56-kilobyte modem
and an asymmetric digital subscriber line (ADSL)
to begin an attack, which is then magnified 10,000
times by net service broadcasters to generate attacks
of the magnitude of two thirds of a T1 line. “With
tools like these, a 56-kilobyte modem can become
a powerful weapon and your bandwidth is irrel-
evant,” notes Ben Venzke, of iDefense.38 A few co-
ordinated laptop attacks through modems, therefore,
can generate a combined attack equal to several T1
lines or even a T3 line. Such an attack can swamp
most systems.

In addition to DDoS attacks launched through
broadcast sites, there is also a technique whereby
hackers place software on other Internet servers and
later trigger it at a particular time. These infected
servers are called zombies in that they mindlessly
participate in DDoS attacks. The FBI discovered that
560 servers at 220 Internet sites had been infected
for use in a single widespread DDoS attack.39

Overall, the rate of cyber arms development tends
to increase during cyber conflicts, just as weaponry
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During the U.S.-China cyber
skirmish, the Carko DDoS attack was
launched. Not only did a Carko DDoS

agent attempt to crash the target system,
it used a buffer overflow attack to enter a
new root password, or it installed a back
door in the target system while the target
system was recovering from the attack.

This meant systems that were brought
down by Carko attacks needed to be

checked for software that would
allow later penetrations.

develops faster during
war. What is more chal-
lenging, however, is that
the rate of proliferation
of cyber arms is much
faster than the prolifera-
tion of traditional arms.

Policy
Implications

Based on these events,
there are four national
and international policy
needs:

1. To decide who will
provide security on the
Web.

2. To provide legal re-
sponses to rapid horizon-
tal escalation.

3. To enforce legal
responsibility for hacker
citizens responsible for
international incidents.

4. To halt proliferation
of cyber arms.

Who will provide se-
curity on the Web. The
main policy question as-
sociated with the cost of
doing business on the
Web is, “Who is respon-
sible for securing the
Web?” Is it the large ISP? Corporations? The gov-
ernment? Or will the Internet remain a free-fire
zone?40

Some nations have chosen to assign Web secu-
rity to the government, especially in nations where
the Internet is considered a threat to the govern-
ment’s absolute control, such as in China. Most Eu-
ropean nations are passing laws that place the gov-
ernment as the central guarantor of Web security.
As economies and communications rely more on the
Internet, nations will make choices that place them
somewhere along the spectrum of security versus
privacy. In most cases, laws will ensure the secu-
rity of the Web at the cost of personal privacy.41 The
United States will need to decide where on this spec-
trum it will operate and what level of cyber secu-
rity it will need to provide to support secure trans-
actions and a measure of privacy.

Legal response to rapid horizontal escala-
tion. The higher a cyber conflict’s visibility, the more
it will attract international hackers, and the sooner
hackers will seek out vulnerable sites. What are the
legal options of a nation attacked in a conflict in

which it is not involved?
For a legal response, the
identity of the perpetra-
tor must be established.
However, cyber attacks
are not launched fre-
quently by a nation, but
by private citizens. It is
difficult to justify a re-
taliation bombardment
against hackers who
violate their own nation’s
neutrality or allegiance
with an attacked coun-
try. Hacking is an asym-
metric threat from non-
state actors that makes
justified retaliation dif-
ficult.

Little can be done in
cyberspace to admitted
hackers because they
do not present a ready
target. Individual hack-
ers or hacker groups do
not tend to own infra-
structure that can be
targeted, even in cyber-
space. When such infra-
structure exists, getting
legal access to it is dif-
ficult because of national
sovereignty. For ex-

ample, when the United States performed a sting
operation against two Russian hackers, issues of due
process arose because of the FBI’s long-distance
electronic search of the hacker’s computers in Rus-
sia.42 Any response must consider the possible col-
lateral damage potentially caused by such retaliation.
Since hackers tend to route their attacks through
many third-party servers, any cyber retaliation must
consider the fact that the counterattack might fall
on the servers of innocent bystanders.

Overall, nations need to define their legal author-
ity to exercise sovereignty, prosecute, and impose
penalties on hackers convicted of cyber attacks.
International agreements not to harbor hijackers con-
tributed to a significant decrease in such events.
Similar international agreements regarding cyber-
space crime could help reduce the sanctuaries avail-
able to hackers.

Legal responsibility. Every nation must face the
fact that its citizen hackers can cause international
incidents not in its best interest. Israel was dragged
into a cyber conflict by its own teenage hackers, not
as a government decision. Israel was not prepared
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Every nation must face the fact that
its citizen hackers can cause international
incidents not in its best interest. Israel was

dragged into a cyber conflict by its own
teenage hackers, not as a government

decision. . . . If a nation intends to treat
hackers as criminals and terrorists, then its
policy will be designed to squash all hacker

activities, however mild. Such a policy is
sure to alienate its hacker citizens. Judging

from their proposed cyber laws, most
European nations appear to be heading in
this direction. . . . An option more likely to

succeed is to provide incentives for white-
hat hackers [who] have an interest in

helping others and do no damage.

to wage a cyberwar and
was more vulnerable
than its opposition.

Cyber violations of on-
line externally connected
networks lie in a gray
area of international and
domestic security laws.
To locate and prosecute
hackers, nations must
rely on the authorities
and laws of the hacker’s
host nation. Israel esti-
mated that damage
caused by the globally
distributed “Love” virus,
including the disruption of
national cellular phone
companies, reached $12
million. However, Israel
could not file criminal
charges against the
hacker because his home
country (the Philippines)
did not make virus writ-
ing a criminal offence
until after the event.43

Criminal punishment is
particularly difficult when
the hackers operate from
a blatantly hostile nation.
However, nations have
certain rights under an
internationally recog-
nized protective principle
if offending nations are
not helpful. There is in-
ternational case law, albeit limited, that might sup-
port state action in response to cyber attacks. Un-
der this principle, when a person from country A
harms country B, and country A does not prevent
that person from continuing to do harm, then coun-
try B has the right to take action against country A.44

Although this principle has not yet been applied in
cyberwar cases, the legal precedence exists.

If a nation intends to treat hackers as criminals
and terrorists, then its policy will be designed to
squash all hacker activities, however mild. Such a
policy is sure to alienate its hacker citizens. Judging
from their proposed cyber laws, most European na-
tions appear to be heading in this direction.45

The United State is less likely to crack down se-
verely on domestic hackers. Such a crackdown
would not only be unnecessary, but counterproduc-
tive. An option more likely to succeed is to provide
incentives for white-hat hackers. These hackers

have an interest in help-
ing others and do no
damage. White-hat hack-
ers could be encouraged
to locate vulnerabilities
and help system admin-
istrators apply the nec-
essary patches. Govern-
ment or private security
agents could verify that
the patch is correct and
does not include a back
door. White-hat hackers
could be publicly re-
warded and brought in
as independent evalua-
tors of other white-hat
solutions. White-hat
hackers should be re-
warded and their work
confirmed, but they
should not necessarily
be controlled or officially
employed by the govern-
ment. The image of in-
dependence, as well as
doing good, has great
appeal among white-hat
hackers.

Conversely, black-hat
hackers need to be iden-
tified and prosecuted.
The legal system needs
to develop the full range
of formal sanctions
against hacking, crack-
ing, and carding that

vary according to the socially unacceptable effects
of these activities. At present, federal and state agen-
cies in the United States are woefully unqualified to
handle the degree and volume of hacks.46 A major
difficulty is that the government has difficulty attract-
ing and retaining skilled computer specialists because
of the poor salary it offers.47

One approach might be to use white-hats to hunt
down black hats in cyberspace. Elite military forces
dedicated to averting, diverting, derailing, tracking,
and punishing major hacks against U.S. and global
interests might keep order on the Web and keep
cyber conflicts from escalating.48

International Response
Every cyber skirmish sparks the development of

new cyber arms, which are then rapidly disseminated
to professional and amateur hackers around the
globe. Proliferation has significant implications for
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monitoring hacking tools used in conflicts and in new
Web technologies in general. In addition to monitor-
ing the capabilities of these new tools, nations need
to monitor the chats of amateur hackers who can-
not resist trying out the power of the new toy.
(Hackers sponsored by a nation will not use the new
weapon unless it is part of an overall plan, so that
the surprise element is not wasted.) Therefore, each
nation needs to develop countermeasures to help
preclude the use of the new cyber weapon or to miti-
gate its effects. Scanning servers for zombie soft-
ware that allows DDoS attacks to be launched
needs to be performed regularly to minimize the
magnitude of future attacks. By keeping abreast of

new hacking tools and methods, a nation can be bet-
ter prepared to preclude or mitigate their effects.

In any modern conflict, cyberspace can be an ad-
ditional avenue of attack. Because the United States
is the largest player in the international political en-
vironment, it has become a lightning rod for hack-
ing and terrorist attacks, regardless of whether the
nation was involved in the initial conflict. Until 11
September 2001, the United States was fairly com-
placent about its enemies overseas. However, the
distance between the United States and its enemies
is dramatically reduced. The lessons from early
cyber conflicts need to be learned now to properly
prepare for future conflicts. MR
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JUNIOR LEADERS of the Army profession
must understand the nature of Army profes-

sional expertise and be able to relate this expertise
to appropriate professional jurisdictions. This article
attempts to do three things. First, it presents a way
to think about the abstract professional knowledge
that the Army requires as an institution. Second, it
links this institutional imperative to suggestions for
the contours of the expert knowledge required by
individual professionals. Third, it describes a logical
way to connect this expertise to the jurisdictions of
professional practice. This approach seeks to move
beyond broad concepts of full-spectrum dominance
to a framework that permits clearer definitions, dis-
tinct priorities, and sharper boundaries to guide pro-
fessional practice and professional development.

Many recent studies about the future of the Army
profession claim that there is significant tension
about the future of the Army profession within the
officer corps.1 The dramatic changes in the interna-
tional environment and the changing aspects of war-
fare associated with new technology and new tech-
niques related to force transformation drives this
tension. One of the most critical tasks facing the
Army’s strategic leaders is to define and clarify the
expert knowledge that constitutes the Army’s pro-
fessional jurisdictions. Although the final decisions be-
long to senior civilian and military leaders, integrat-
ing new concepts throughout the profession requires
the informed engagement of all officers. Officers
must understand this critical component of the Army
profession and participate in shaping the profession’s
future.

Full-spectrum dominance is a useful shorthand as-
piration that glosses over the complexity of the var-
ied demands the operational environment imposes
on the Army as a whole and on individuals expected
to operate along the entire spectrum of conflict with
uniformly high competence. The spectrum of con-
flict and range of military operations is vast. Soci-
ety might well require the Army to participate in all

kinds of missions. The difficulty is that the Army, as
well as its individual members, is not infinitely capable.
There are limits on the capacity of the required
choices. Limits include time, manpower, materiel, and
a host of other factors. We must be careful not to
become jacks-of-all-trades and masters of none.
Everyone trying to do everything might lead to ev-
eryone doing nothing well. We already acknowledge
that fighting and winning the Nation’s wars is the
highest priority. Taking the nonnegotiable contract
from the U.S. Army Field Manual (FM) 1.04 series
as the start point, we can identify other priorities at
the nexus of expert knowledge and jurisdictions of
practice.2 We should be forthright in debating and
negotiating these priorities. We owe society and the
members of the profession this improved clarity as
a step toward greater effectiveness.

The Army’s Expert Knowledge
One of the first and most far-reaching tasks we

must undertake is to clarify the nature of the
profession’s expert knowledge. Professionals are ex-
perts in an abstract body of human knowledge.3 The
quintessential characteristic of a profession is the
exercise of judgment. A common description of mili-
tary professional expertise is the management of vio-
lence.4 I submit that this is no longer a useful phrase
with which to describe military expertise. The term
suggests management as the critical central exper-
tise and obscures the more important role of lead-
ership and the centrality of the human dimension of
the profession. Leadership, not management, is the
true core of the Army profession. A better defini-
tion would be, “The core expertise of American mili-
tary officers is the development, operation, and lead-
ership of a human organization, a profession whose
primary expertise is the organized application of co-
ercive force on behalf of the American people.” In
abbreviated form, “Expertise is leadership of Army
soldiers in the organized application of coercive
force.”
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Institutional-Level
Professional Expertise

There are four broad categories of Army exper-
tise: military-technical, human development, political-
social, and ethical-moral.5 These categories embody
the expertise the Army profession requires to suc-
cessfully fulfill its charter to American society. Fig-
ure 1 provides a draft map of the Army’s expert
knowledge and prioritizes specific areas of expert
knowledge relative to the core expertise of leader-
ship of Army soldiers in the organized application of
coercive force.

The first priority is the Army’s unique expertise
in the employment of landpower. This is expertise

that is not available anywhere else in American so-
ciety. The Army has statutory responsibility for de-
veloping this capability, which fits within a broader
set of skills and knowledge for which the Nation’s
military services are exclusively responsible. Coun-
terparts of this core professional expertise also re-
side within the armed services of other nations. Con-
cepts of joint and combined operations express this
professional relationship.

Of secondary priority are areas of expertise more
broadly available within civil society for which there
are Army-specific applications. In these areas, the
Army is not the sole or even primary source of pro-
fessional development. Because of the specific ap-
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plication of such expertise on be-
half of the Army, however, there
are specialized adaptations and
applications that the Army must
control. An excellent example of
this is professional medical exper-
tise. The medical profession pro-
vides the primary education and
certification of medical profes-
sionals. The Army conducts ad-
ditional education and develop-
ment to focus on the peculiar
demands of combat medicine
and the application of military pro-
fessional ethics to the practice of
medicine in war and other military
circumstances.

Areas of societally available
expertise for which there are
minimal, if any, adaptations re-
quired for application within
the Army are the third priority.
The routine need for such expert
capability makes it appropriate
to have it readily available and
resident within the Army as an
institution. Whether among
special branch officers or civili-
an employees, the Army needs such expertise to
function successfully.

The fourth and lowest priority is expertise not
commonly required by the Army that others in so-
ciety could provide. Rather than maintaining these
skills internally, the Army can contract out for such
expertise. Basic research is a good example of this.

Figure 1 shows various fields of expert knowledge
as they relate to the Army’s institutional priorities.
The Army must develop, control, and certify exper-
tise within the first priority (figure 1, first two col-
umns). These areas of expertise are the responsi-
bility of commissioned officers. The second priority
(figure 1, third column) represents areas of special-
ized expertise adapted from a broader societal base.
The adapting and applying of such expertise is best
accomplished through special branch and midcareer
specialization of commissioned officers intimately
familiar with the profession’s core expertise and re-
sponsibilities. The last two priorities permit broader
latitude in acquiring expertise from society that helps
meet the Army’s overall objectives. The application
of expertise in these areas must fall under the lead-
ership of Army professionals who have mastered the
Army’s core expertise and are sufficiently well-
versed in this external expert knowledge to provide
effective liaison in applying such expertise to the
Army’s precise demands.

Defining Individual
Expert Knowledge

The Army needs both generalists and specialists
to meet its needs. Generalists become the strategic
leaders of the Army and must be familiar with most
the major aspects of expertise that support core
Army competencies.6 In Officer Personnel Manage-
ment System (OPMS) III, these are the officers in
the operational career field. Specialists complement
these generalists as experts in the various areas of ab-
stract knowledge that support the Army’s core skills.
In OPMS III, some officers are career-long spe-
cialists who usually acquire their unique expertise be-
fore entering the Army. They include chaplains, law-
yers, and doctors. Many officers will become
midcareer specialists by joining the nonoperational
career fields after extensive experience in the op-
erational career field’s basic branches.

Officers of the operational career field provide the
core of the Army profession. These officers, from
whom the institution draws future strategic leaders
and midcareer specialists, need a broad education
that supports all four categories of Army expertise.

The relative importance of expertise from the four
categories changes in the course of a professional’s
career. There is greater emphasis on narrow tacti-
cal military-technical skills (tactics, techniques, and

The relative importance of expertise . . . changes in the
course of a professional’s career. . . . Emphasis on political-

social expertise increases later in an officer’s career, especially
in midcareer and in senior assignments.
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A lieutenant briefs his men before they begin
training with local hospital staff in Strpce,
Kosovo, 11 June 2002.
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principles [TTP]) early in an officer’s career. As an
officer’s career progresses and the officer achieves
positions of greater responsibility in tactical and op-
erational units, emphasis shifts to broader principles
of war and more complex judgments related to ap-
plying coercive force. Human-development exper-
tise, such as leadership, aspects of psychology, and
physical fitness, has greater relative importance in
tactical assignments, particularly command. Emphasis
on political-social expertise increases later in an
officer’s career, especially in midcareer and in se-
nior assignments, including greater emphasis on co-
ordination and interaction with units and individuals
beyond an officer’s immediate specialty. The impor-
tance of political-social expertise is even greater with
respect to assignments at the nexus of civil-military
interaction and liaison with armed forces of other
nations. Similarly, requirements for ethical and moral
expertise rise dramatically as rank and responsibil-
ity increase, particularly in command.

A key element of this broad treatment of Army
expertise is the perishable nature of specific tech-
nical knowledge. Officers must understand the
systems and weapons of the units they lead, but the
most important professional knowledge they must
master are the enduring, higher order demands for
leadership and professional military judgment. This
knowledge permits Army professionals to integrate
specific skills and equipment, much of which is
transitory, within solidly grounded frameworks of
professional practice.

Principles of Army Education
Internally, the profession’s educational priority is

to inculcate virtues that support individual self-
awareness and adaptation (metacompetencies noted
by the Army Training and Leader Development
Panel).7 The Army’s institutional efforts must focus
on developing the broad capacity for individual pro-

fessionals to learn how to learn. Core educational
programs must develop analytical capacity and criti-
cal reasoning skills. Secondary to this are the efforts
to train individuals on specific skills and to impart
detailed knowledge to meet short-term requirements.
The goal is to create experts in the leadership of
Army soldiers in the organized application of coer-
cive force. The primary means to accomplish this
are the professional military education system and
the assignment process used to generate practical
professional experience.

Professional-development systems must produce
individuals to meet current and short-run challenges
and to adapt to uncertain future challenges. Such a
system must place less emphasis on particular per-
ishable technical skills and place greater emphasis
on qualities of enduring value (physical, spiritual, and
ethical) and the capacity to learn and grow profes-
sionally throughout a lifetime of service to the Na-
tion. Traditions that produce leaders who have sim-
ply mastered to higher degrees their predecessors’
technical skills are likely to serve the Nation poorly.
In an era of rapidly changing technology, mastery
of particular weapons and equipment might provide
only fleeting benefit. More important is intellectual
strength and agility, which allow leaders to under-
stand the dynamics of change and readily adapt to
new capabilities to enduring requirements and to
adapt old capabilities to new requirements. Ulti-
mately, the value of any skill must relate to the
touchstone of effective leadership of Army soldiers
in the application of coercive force.

Practical implications include a greater emphasis
on the Army Officer Education System to develop
officers’ analytical skill and to focus less on training
for routine tasks that well-developed standards gov-
ern. Similarly, assignment must focus on latitude
for officers to exercise professional judgment instead
of being measured by successful completion of
checklists and standard operating procedures admit-
ting of only the most minimal creative adaptation.
The Army must resist the temptation to rely on easily
measured but often superficial indicators as a sub-
stitute for complex qualitative assessments of less
tangible but more significant traits, which are valu-
able in achieving effectiveness in the most demand-
ing environments, particularly combat.

Understanding
Professional Jurisdictions

Army expertise should be directly related to le-
gitimate professional jurisdictions. Professional jur-
isdictions are prioritized with respect to relevant
expertise and legitimized by the profession’s client.
For the Army, this client is American society, as
represented by its civilian leaders.
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Jurisdictions must be negotiated with civilian lead-
ers. The Army competes with other military services
and civilian professions for authority in particular
jurisdictions, which can be divided into six broad
jurisdictions, four external to the Army and two in-
ternal. The four external jurisdictions are conven-
tional war; unconventional war; stability and sup-
port operations; and homeland security. Developing
expert knowledge and developing future profes-
sionals with warfighting expertise are two internal
jurisdictions. Figure 2 depicts the Army’s main
competitive jurisdictions.8

The Army must fight to control or at least share
control of jurisdictions in which its core expertise ap-
plies. Jurisdictions within which the Army should
seek to sustain full and complete control include
those related to the organized use of landpower in
the application of coercive force on behalf of the
State. This includes all elements of warfare involv-
ing ground combat (conventional war, unconventional
war, direct liaison, and training with allied or coali-
tion ground forces). This also includes missions such
as peace enforcement and peacekeeping where the
Army’s role is to exercise organized coercive force
to deter violence by other groups or to ensure their
defeat if deterrence fails. In situations where the use
of coercive force is unnecessary, the Army is also
unnecessary. The Army should work to minimize its
responsibility in such jurisdictions, with one impor-
tant caveat: there are times when the Army’s utility
is not based on professional expertise, but on its dis-
ciplined, trained, and ready manpower that can oper-
ate in austere environments.9 In such situations, ex-
pedience might demand the Army’s short-term help.
However, to provide such service does not require
the Army to provide the related professional expert
knowledge. For example, the Army might be an ex-
cellent source of manpower to provide emergency
support to firefighters in surge operations. Firefight-

ing should not, however, become an area of profes-
sional expertise for the Army profession. Army lead-
ers should be content with a subordinate role.

In the end, civilian leaders make decisions about
the Army’s jurisdictions. Army leaders participate
in this process by articulating clearly how the Army’s
capabilities and expertise can effectively serve
society’s needs. Conversely, Army leaders must
articulate limits and establish priorities to help civil-
ian leaders avoid overextension and misapplica-
tion of Army capabilities.

Meeting Society’s Needs
The Army must have clearly understood jurisdic-

tions for action, and it must have well-understood
expertise to accomplish society’s requirements within
those jurisdictions. To make this possible, strategic
leaders must ensure that educational and profes-
sional development processes match society’s needs.
In an era of war threats and continued demands for
Army participation in stability and support operations,
there is need for greater fidelity to build on the
warfighting priority to establish relative priority
among other areas of expertise. Moreover,
warfighting is a complex endeavor that requires the
application of expertise, some of which is available
from American society at large, to support the
Army’s effective use of coercive force.

Army leaders must negotiate with society’s civil-
ian leaders to prevent drift and confusion about the
profession’s jurisdictions and expertise. Junior Army
leaders must understand the priorities and limits of
the Army’s professional expertise. The Army needs
professionals with the intellectual agility to understand
the dynamics of change and to be able to readily
adapt new capabilities to enduring requirements and
old capabilities to new requirements. The Army will
develop future strategic leaders of the profession
from the ranks of its junior professionals. MR
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What the bad man cannot be is
a good sailor, or soldier, or airman.

— General Sir John Winthrop Hackett1

A PLATOON is on a rescue mission. Two mem-
bers of the platoon are trapped on a hill and

under fire. Both soldiers are seriously wounded;
within a few hours, they will be dead. Between the
platoon and the two soldiers is a minefield, which
the platoon must breach or go around if they are to
get to the trapped soldiers in time. As the platoon
leader ponders his options, he notices a civilian pick-
ing his way through the minefield. Obviously he
knows where the mines are. The lieutenant detains
the civilian, but the man refuses to lead the platoon
through the minefield. The lieutenant offers several
enticements to get the man to cooperate, but the
man continues to refuse. There is no way he is
going back through that minefield.2 The lieutenant
must make a decision that he had hoped to avoid.
There are rules for situations like this, but if he
follows them, good men will die.

Inspiration
Officership is about inspiration, but good officers

do more than inspire subordinates to do extraordi-
nary things. They know what things to do and when
to do them. They also set goals and convince people
to spend time, effort, and other resources to achieve
them. Doing this well involves making practical as
well as ethical decisions. Sometimes, situations will
create a tension that is not easy to resolve. When
officers attempt to balance the demands of moral-
ity with the demands of the profession, they must
consider the consequences of their decisions and the
rules and principles that govern the profession. Ethi-
cal considerations by themselves, however, do not
provide a complete approach sufficient to answer
all of the moral questions that confront officers.

U.S. Army doctrine defines the traits of good
officership within the framework of be, know, do,
which incorporates ethical as well as practical as-
pects.3 Because of this, we can discuss an ethics
of being, an ethics of knowing, and an ethics of do-
ing. Why approaches based on consequences and
rules are inadequate is because they focus on the
ethics of knowing and doing but exclude the ethics
of being. Yet, being a certain kind of person is just
as important to moral leadership as knowing conse-
quences, rules, and principles and being able to ap-
ply them in ways that serve the profession and the
Nation. This is because consequences and rules can
come into conflict. When this happens ethical algo-
rithms based on measuring consequences and ap-
plying rules will be insufficient to resolve the ten-
sion in a morally appropriate way. In such instances,
it will be an officer’s character that will help resolve
conflicts in a consistent, coherent manner.4

Character
The lieutenant in the scenario has a choice. He

can torture or threaten to torture the civilian into co-
operating, or he can decide to not torture or threaten
to torture the civilian and effectively leave his men
to die. Unfortunately for the lieutenant, the decision
is not a simple one. If he chooses the first option,
he violates the law of war. If he chooses the sec-
ond option, he will have directly contributed to his
men’s deaths.

Deciding what to do is complicated; there is no
clear way to choose one over the other. Preserving
the lives of his men and accomplishing his mission
are moral imperatives of considerable force. Yet, so
is keeping the promise he made to uphold the Con-
stitution, which includes abiding by the provisions of
treaties to which the United States is party.5 Resolv-
ing this problem will not depend on clever rational-
izations or skillful manipulation of rules. Whether or
not the lieutenant resolves this situation well depends
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on the kind of person he is. To demonstrate this it is
necessary to examine why appealing to conse-
quences—like accomplishing missions and preserv-
ing lives—and simple conformity to rules is inad-
equate to account for every moral consideration.

Most ethical decisions are easy to make. For the
most part, as long as officers meet the expectations
of their subordinates and superiors and stay within
the rules, everyone will consider them as ethical lead-
ers, but as the above example shows, this is not al-
ways the case. To understand why, it is necessary
to discuss the importance, as well as the limits, of
consequences and rules in ethical decisionmaking.

Military necessity and the laws of war. The
ethics of consequences seeks to determine whether
a particular action maximizes some nonmoral good,
such as happiness or pleasure, or minimizes some
nonmoral harm, such as misery or pain. While
choosing any particular objective is not in itself a
moral choice, soldiers still have a prima facie moral
obligation to accomplish their assigned missions.
Thus, when making moral decisions, officers weigh
consequences in terms of whether a course of ac-
tion maximizes their chance of victory or lessens it.

Since maximizing victory includes minimizing the
risks to soldiers so that they can continue the war
effort, any course of action that directly contributes
to mission accomplishment or that reduces risk to
soldiers will be morally justifiable. In fact, if military
necessity were the only consideration, then such acts
would be morally obligatory, regardless of what ac-
tion is taken. If this were true, then the lieutenant
would be free to disregard the laws of war and to
torture the civilian. In fact, he would never have to
consider the laws of war in the first place. But, he
is obligated to take such laws seriously. By accept-
ing his commission he has promised to abide by trea-
ties to which the United States is a party. Thus, re-
gardless of how he feels about the law and morality
of war, as a commissioned officer he has a moral
obligation to uphold.6 In this case, military necessity
comes into direct conflict with this obligation. Always
deciding in favor of military necessity would thus un-
dermine an officer’s ability to make promises. Prom-
ise-keeping is an essential part of maintaining one’s
integrity. A policy that undermines an officer’s in-
tegrity, when pursued as a general policy, corrupts
the profession.

To claim that in the case of such situations a good
officer always abides by the rules would be easy,
but simply asserting this will not help resolve the
moral difficulties that arise when military necessity
and the war convention come into conflict. Nor
should the lieutenant unquestioningly follow the rules.
There are a number of problems with any rule-based
approach to ethics. Therefore, for the lieutenant to

ask why rules should take precedence over the lives
of his men is reasonable. He must also ask himself
if he wants to be the kind of officer who allows his
men to die or to fail in their mission just to conform
to a rule.7 Sometimes the answer to that question
will be “yes,” but not always. Deciding when that
is the answer is the primary task of officership.

Character, leadership, and ethical decision-
making. There is a gap between the kinds of ethi-
cal questions officers confront and the kinds of an-
swers that consequence and rule-based approaches

can give. When considerations of military necessity
are insufficient and rules fail, what the lieutenant
does depends ultimately on the type of person he
is. Thus, it is important to develop officers of char-
acter who understand what it means to be good of-
ficers—not just what it means to follow rules, per-
form duties, or reason well, although these are
important to being ethical.

If officers are to have the resources necessary
to make ethically sound decisions, they need an ap-
proach to ethics that articulates what good charac-
ter is and how it can be developed. Moral philoso-
phers usually refer to the ethics of character as virtue
ethics. This approach to ethics seeks to determine
systematically what kind of traits good people (good
officers) should possess, what it means to possess
these traits, and how people can come to possess
these traits. In this context, virtues are the traits of
good character.

An officer of character is more concerned with
being the kind of person who does the right thing,
at the right time, in the right way, and is not as con-
cerned with the act itself. The ethics of character
avoids most dilemmas because the focus is no longer
on deciding between two unfortunate outcomes or
two conflicting rules but on being a certain kind of
person. Virtuous officers do not assign values to out-
comes or preferences to duties. Virtuous officers
have habituated dispositions that make them the kind
of people who do the right thing, even in the com-
plicated and dynamic environment of modern mili-
tary operations.

An officer of character is more
concerned with being the kind of person who
does the right thing, at the right time, in the

right way, and is not as concerned with the act
itself. The ethics of character avoids most

dilemmas because the focus is no longer on
deciding between two unfortunate outcomes

or two conflicting rules but on being a
certain kind of person.
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The virtues of good officership. In virtue eth-
ics, the virtues are determined by understanding the
purpose something serves.8 Knowing something’s
purpose reveals if something is functioning well or
poorly. For example, if the purpose of pack animals
such as mules is to bear burdens, their actions re-
veal which mules do better and which do worse.
And, we can tell what qualities a mule must pos-
sess, such as strength, surefootedness, and endur-
ance, to do its task well. To the degree a mule pos-
sesses these traits, the better the mule is.

A human being must also have certain charac-
teristics to be a good human being. Aristotle claimed
that the virtues of the excellent person included cour-
age, temperance, liberality, proper pride, good tem-
per, ready wit, modesty, and justice.9 Plato listed pru-
dence, courage, temperance, and justice.10 Thomas
Aquinas added faith, hope, and love.11

Because what it means to function well for a hu-
man is much more complex than what it means to
function well for a mule, defining “functioning well”
is difficult. Part of the problem is that a complex com-
bination of biology, environment, culture, and tradi-
tion determines what it means to function well. What
this complex combination is and how its components
relate to each other are not always well understood
and, therefore, are subjects of much debate.

The function, environment, culture, and traditions
of the military are well understood, however. The
military’s function is to defend the Nation. This func-
tion is itself a moral imperative of the State. Also,
officers have the added functions of setting goals
and inspiring others to achieve them to serve this
purpose. Not only does this allow us to determine
the virtues of the good military leader, it provides a
way to morally justify them as well. This gives a
clear framework for discussing the character of
morally good leadership.

Given this function, one can determine some of
the virtues that are associated with officership, in-
cluding selflessness, courage, prudence, caring, and

integrity.12 If officers must establish goals and meth-
ods of defending the Nation, they will need to be
prudent and selfless. The former is necessary to dis-
cern the proper ends, and the latter is necessary to
mediate when proper ends conflict with self-inter-
est. Officers require courage, caring, and integrity
to inspire and direct others to achieve these goals.

Having decided what the virtues of good
officership are, it is necessary to discuss what it
means to act virtuously. Virtues are excellences of
character; that is, they are dispositions toward cer-
tain behaviors that result in habitual acts.13 Aristotle
viewed each virtue as a mean between the two ex-
tremes (vices) of excess and deficiency in regard
to certain human capacities. For example, with re-
gard toward feelings of fear, courage is the mean.
A person can feel too much fear and be cowardly
or feel too little fear and be foolhardy. A person, who
runs in the face of danger when the proper thing to
do would be to stand his ground, is a coward. But
the person who does not comprehend the danger he
is in is also not courageous. This works the same
way for other virtues as well. With regard to self-
lessness, one extreme is careerism, where officers
are too concerned with personal advancement and
fail to place the needs of the organization above their
own. An officer can also be too selfless. Officers
who never take care of personal interests might im-
pede their ability to lead. For example, officers who
deny themselves sleep, so as to demonstrate their
commitment to the mission, quickly become inca-
pable of making good decisions.14

Neither is the mean an average. For instance, 10
pounds of food might be too much, and 2 pounds
might be too little, but this does not mean that the
average of 6 pounds is the right amount. Instead,
the mean is relative to our nature. It is worth em-
phasizing that for Aristotle the mean is only aimed
at because it is beneficial; the mean between two
extremes enables the individual to live well.

To discern what the mean is an officer must de-
velop the ability to reason well, which is itself a vir-
tue that Aristotle called prudence or practical wis-
dom. This virtue is necessary to resolve the tension
between the feelings that emerge from natural ap-
petites, concerns of self-interest, and the require-
ments of virtue.5 The conflict between reason, feel-
ing, and self-interest lies at the heart of the
excellences or virtues. What drags us to extremes
detrimental to our long-term happiness are passions
and feelings, such as excessive (or defective) fear
or excessive love of pleasure. Reason is required
to control behavior, passions, and feelings. Excellen-
cies are applications of reason to behavior and emo-
tion. These excellencies can be developed with
proper training.

[The lieutenant’s] only requirements
are to stand at the head of the line and make
sure everyone gets fed. [But] if he knows why
he is to stand at the front of the line, he will
become a more caring person, for he should

begin to notice anything that is not being done
correctly. For example, the cooks might be

giving out unusually small portions; the food
might not be cooked as well as it should or

could be; or the food might lack variety from day
to day. There is nothing in the rule that requires

him to do anything about these things.
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Virtue ethics allows us to take into account con-
sequences, rules, duties, and principles in a way that
resolves the tension inherent among them. As in con-
sequence-based ethical theories, we must be con-
cerned with consequences of an action to determine
its normative value. In virtue ethics, one must be sen-
sitive to the conditions that frame moral choices.
Acting on the principle of always telling the truth is
good, but ignoring how that truth might affect oth-
ers risks doing moral harm. For example, a caring
husband should bring to his wife’s attention condi-
tions that negatively affect her health. A vicious (or
at least stupid) husband will simply announce that
she is fat. Determining how to instantiate a particu-
lar virtue requires an element of compassion. Instan-
tiating a virtue without being compassionate can re-
sult in disastrous consequences.

Rule- or duty-based ethics evaluate actions in
terms of how these actions correspond to certain
rules or principles. In duty-based ethics one has an
obligation to perform certain duties conscientiously.
In virtue ethics one must habituate and instantiate a
virtue conscientiously.16 As such, the habituation of
virtue can take on the qualities of a duty. To develop
integrity, for example, one must always tell the truth
and always avoid lying.

Virtues are also beneficial to the possessor.
Someone who is courageous has a better chance
of succeeding than someone who is cowardly, for
that person will persevere. Someone who is selfless
exercises self-control and would in most circum-
stances be happier and healthier because of not al-
lowing personal gain to divert him from important
long-term projects, such as passing an inspection or
carrying out a long-term training plan.

Developing the virtues of good character. A
virtue-ethics approach to officership can help resolve
certain dilemmas that consequence- and rule-based
theories cannot. Instead of doing good things, the vir-
tuous person focuses on being good. How one be-
comes good is by acquiring certain virtues or char-
acter traits that lead to doing virtuous things. This
is, however, where rule-based approaches can play
a key role.

Virtues do not develop overnight. One cannot
wake up one day and decide to be courageous, for
example, and immediately be so. Being virtuous
means knowing the right time, place, circumstance,
and manner in which to be courageous. One ac-
quires these traits by habituation. According to
Aristotle, whose writings influence modern virtue
theory, one becomes virtuous only by performing vir-
tuous actions until doing so becomes habitual. In other
words, experience is necessary. Aristotle makes this
point by contrasting virtues with natural capacities:
“Of all the things that come to us by nature we first

acquire the potentiality and later exhibit the activity
(this is plain in the case of senses; for it was not by
often seeing or often hearing that we got these
senses, but on the contrary we had them before we
used them, and did not come to have them by using
them); but the virtues we get by first exercising
them, as also happens in the case of the arts as well.
For the things we have to learn before we can do

them, we learn by doing them, e.g., men become
builders by building and lyre players by playing the
lyre; so too we become just by doing just acts, tem-
perate by doing temperate acts, brave by doing
brave acts.”17

So, just as one becomes a good musician only by
practicing an instrument, one becomes a good of-
ficer only by practicing the profession. But, how does
one who has no experience in such matters develop
experience? When we try to describe a virtue, we
tend to list the things we must do to instantiate the
virtue. Listing these things is just like listing rules and
principles. This is, in fact, one of the major problems
with a virtue approach. When we try to put rules
and principles into practice, we end up with what
appears to be essentially a rule-based system. When
this happens, the importance of character is not ob-
vious.

To get a deeper understanding of what charac-
ter is as well as how its virtues are best cultivated,
consider the following example. To make his sub-
ordinates caring officers, a brigade commander made
the rule that an officer’s place is at the front of the
mess line to ensure that everyone gets fed. The of-
ficer is to eat last. When the commander found one
lieutenant at the end of the line, he immediately cor-
rected the situation.18 When the lieutenant first stood
at the head of a line, he was simply following a rule.
If rules were the sole determinants of right and
wrong, then the lieutenant was doing what was right.
This is good as far as it goes, but this will not make
him a better lieutenant. If he knows why he is to
stand at the front of the line, he will become a more
caring person, for he should begin to notice anything
that is not being done correctly. For example, the
cooks might be giving out unusually small portions;
the food might not be cooked as well as it should or

Aristotle viewed each virtue as a mean
between the two extremes (vices) of excess and

deficiency in regard to certain human
capacities. For example, with regard toward

feelings of fear, courage is the mean. A person
can feel too much fear and be cowardly or

feel too little fear and be foolhardy.
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could be; or the food might lack variety from day to
day. There is nothing in the rule that requires him to
do anything about these things. His only require-
ments are to stand at the head of the line and make
sure everyone gets fed. But, since he knows that
this rule is supposed to make him a more caring per-
son toward his soldiers, he is motivated to act to cor-
rect these things.

This might seem like a simple, inconsequential ex-
ample, but this same dynamic works in many situa-
tions. At first, the junior officer is following rules;
later, after doing it long enough with a properly critical
and creative attitude, he makes a transition to where
he is actually disposed to be caring. Once this hap-
pens, he is no longer simply following rules. He has
actually developed the capacity to make them. What
motivates him to adopt this attitude is an understand-
ing that it is not enough to do good, it is just as im-
portant to be good.

Aristotle also points out that one cannot develop
virtue by accident or by doing the right thing for the
wrong reasons. The lieutenant in the above example
might be motivated by self-interest because he knows
the brigade commander will give him high marks
for being so conscientious. This is why intent is
important. One simply cannot become caring or
wise or honest unless one is trying to become so.
For an action to be truly virtuous, a person must
be in the right state of mind. He must know that
his action is virtuous, and he must decide on it for
the sake of his soldiers. He must act in a caring man-
ner because being caring is good, not because it
will benefit his career.

Mentorship
If rules have a role in habituating virtue, it is criti-

cal that the person making the rules possesses that
virtue. In this way, the rules are not arbitrary but,
instead, become a path one can take to becoming a
good officer. Aristotle likened the acquiring of vir-
tues to playing an instrument, which requires a
teacher and habitual practice. Unless one is a sa-
vant, one does not pick up a guitar and by fooling
around with it, play it. One might, after a fashion,
be able to make pleasant sounds with it, but without
someone to provide training, developing true profi-
ciency will be long and arduous; fraught with mis-
takes; and certainly not efficient. One might even
pick up a book and learn the principles of good gui-
tar playing. Those who have tried that method know
that doing so might make them better to an extent,
but it takes a good teacher to really train them in
how to achieve excellence.

For junior officers to become good officers, they
must acquire the necessary virtues. Junior officers
can learn from seeing how virtues are instantiated
by those who are effective at moral officership. Only

then can they instantiate virtues into their own lives.
Virtues involve a delicate balancing between gen-
eral rules and an awareness of particulars. In this
process, the perception of the particular takes pri-
ority, in the sense that a good rule is a good sum-
mary of wise particular choices and not a court of
last resort. The rules of ethics, like rules of medi-
cine, should be held open to modification in the light
of new circumstances. The good officer must culti-
vate the ability to perceive, then correctly and ac-
curately describe his situation and include in this per-
ceptual grasp even those features of the situation
that are not covered under the existing rule. The vir-
tues provide a framework around which officers
might engage in this process.

Resolving the dilemma. In resolving his prob-
lem, our virtuous lieutenant will understand that he
cannot instantiate one virtue, such as caring, by failing
to instantiate another virtue, such as integrity. In any
particular situation, the virtuous person acts in such
a way that he instantiates all of the relevant virtues.
The lieutenant might decide that it is better to save
his men at the expense of fulfilling his duty to obey
lawful orders, but he will understand that he cannot
be caring at the expense of his integrity. He will un-
derstand that somehow he must maintain or restore
it. He will understand that to be virtuous, he must
publicly take responsibility for his actions and the bad
consequences those actions might have. To prevent
or mitigate the bad consequences he might turn him-
self over to his superiors or resign from his position.
This would send the message to his subordinates
that what he did might have been necessary, but it
was not good. If he were only obligated to consider
military necessity, he would actually be able to con-
clude that torturing the civilian was a morally obli-
gated act if he concluded that rescuing his men
maximized military necessity. Virtue ethics allows him
to conclude that this might be the morally best
course of action, but not that the results of the ac-
tion are morally good.

Could the lieutenant be virtuous and allow his men
to die? Only if there were a way to instantiate car-
ing if he did so. He might consider the harm he could
cause to the civilian’s family if the enemy discovers
the civilian’s cooperation. To achieve the greater
good, the lieutenant might find that he, as leader,
would have to bear the moral costs of his decision.
He might consider resigning his position if it is the
only way he can restore his integrity after having
failed in the commitments he made to his men. What
things he considers and how he considers them
will result from the virtues relevant to the situa-
tion. If he were simply following the rules, he would
have to conclude that letting his men die is the right
thing to do, regardless of extenuating circumstances.

Offering a definitive virtuous solution is difficult
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because there really is none, at least not in the same
sense that consequence- or rule-based systems of-
fer. Such approaches attempt to determine what
the right action is in a particular situation. They
are intended to be formulas that when all of the
relevant variables are put into the equation, the
right answer pops out. They are not always up to
the challenge, however. While virtue ethics does
not offer a formula, it offers a way of developing
officers and subordinates in a manner that will
provide the widest possible variety of resources
to draw on to make the best ethical decisions in
the moral crucible of the modern battlefield.

Potential to do Good or Evil
In the complex, dynamic, and dangerous environ-

ment of the modern battlefield there is great poten-
tial to do evil and little time to apply rules or to cal-
culate consequences to avoid doing evil. Even if
there were, such one-dimensional approaches to eth-
ics are not always up to the challenge. Rules, du-
ties, and principles can conflict. Sincere, well-inten-
tioned compliance can sometimes lead to the most
disastrous outcomes. But acting in such situations
does not necessarily make someone a bad person.

Actions might be evidence of the presence or
the absence of virtue, but they are not in them-
selves virtuous. Acting virtuously might not spare one
from the moral costs of leadership, but doing so pro-
vides a framework in which one can maintain
one’s integrity as well as the integrity of the pro-

Aristotle likened the acquiring of
virtues to playing an instrument, which requires
a teacher and habitual practice. Unless one is a

savant, one does not pick up a guitar and by
fooling around with it, play it. . . . For junior
officers to become good officers, they must

acquire the necessary virtues. Junior officers
can learn from seeing how virtues are in-

stantiated by those who are effective at moral
officership. Only then can they instantiate

virtues into their own lives.

fession. This is why developing the virtues of good
officership is so important for the military officer. In
situations where any action can lead to a morally
impermissible outcome, it will be officers of char-
acter who will be best able to resolve the tension
and maintain their own integrity and the integrity
of the profession as well.

Character is an essential part of an ethical frame-
work for officership. When officers face the kind
of situation the lieutenant did, it is the character they
have habituated that will guide their actions. This
does not mean that virtuous officers never consider
consequences or rules to determine where their du-
ties lie. The point is that the virtuous officer has de-
veloped the disposition to know how and when to
do so in the best way possible. MR
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The aim of leadership is not merely
to find and record failures in men, but

to remove the causes of failure.
—W. Edwards Deming1

THE QUALITY of Army leadership has re-
cently been questioned. If you believe what is

being written, there exists in the Army today—
l A serious generation gap between Baby

Boomers and Generation X, resulting in a dramatic
increase in captains leaving the Army.2

l An increasing lack of trust between junior and
senior officers, according to Army surveys of ma-
jors attending the U.S. Army Command and Gen-
eral Staff College (CGSC).3

l An increasing number of senior officers turn-
ing down battalion and brigade commands, citing their
disillusionment with command climate and senior
leadership.4

Do these trends indicate that many senior lead-
ers lack the interpersonal skills or the moral convic-
tion necessary to practice sound leadership? Cer-
tainly junior leaders’ growing disenchantment with
senior leaders indicates a problem, if one assumes
that perception is reality. The Army can neither con-
firm nor deny a leadership problem exists because
it chooses not to comprehensively or officially evalu-
ate the quality of leadership development and the ef-

fectiveness of its organizations. Instead, it concen-
trates overwhelmingly on evaluating the quality of
leadership development by leaders’ product: mission
accomplishment. A cascading effect ensues. The
Army emphasizes mission accomplishment over
other leadership competencies, such as morale and
discipline. Mission accomplishment is rewarded as
the sole criterion of good leadership. Leadership train-
ing and supervisor reinforcement is limited and in-
adequate. Therefore leaders are not fully developed.
Comprehensive leadership is not practiced. Instead,
the primary focus is on getting the job done, often
at the expense of people and the organization. Sub-
ordinates become disillusioned, which precipitates a
leadership crisis.

In theory, the Army’s popular slogan “Mission
First, People Always” is on target. In practice, how-
ever, Army leaders often put mission first but ne-
glect people, especially in leader-development pro-
grams. That the Army is in the midst of a trust crisis
is not surprising. U.S. Army General (Retired)
Frederick Kroesen reiterates that this crisis is not
new. In fact, during at least six distinct periods in
Army history since World War I, lack of trust and
confidence in senior leaders caused the so-called best
and brightest to leave the Army in droves.5 The
question is, “What can be done to prevent this cycle
from continuing?”

Leadership ranks as the single most important ingredient to success-
ful warfighting. Yet, feedback from the field indicates that current
leader development practices are flawed. Colonel Peter J. Varljen
identifies the problem as stemming from an officer evaluation system
preoccupied with quantifiable results, and he suggests the solution is
to emphasize the intangible results of successful leadership.
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Field Manual (FM) 22-100, Army Leadership,
strongly emphasizes mission accomplishment as a
leader’s key responsibility.6 The FM quotes General
Douglas MacArthur’s warning that “our mission...
is to win our wars. . . . There is no substitute for vic-
tory; that if you lose, the nation will be destroyed.”7

Yet, unlike earlier versions, FM 22-100 equally em-
phasizes that “being just technically and tactically
proficient may not be enough [and] that the Army
would need leaders of competence and character
who not only acted to accomplish their mission but
also acted to improve themselves, their leaders, their
unit, and achieved excellence.”8 This new balance
acknowledges the Army’s repeated failure to em-
phasize adequately the full spectrum of leader at-
tributes, skills, and actions, and it provides a good
first step toward correcting this deficiency. But, does
it go far enough?

The Army’s leadership model relies on the three
fundamental tenets of Be, Know, Do. These, in turn,
rest on nine supporting pillars of values; attributes;
character; knowledge; experience-based training;
counseling and mentoring; mission accomplishment;
organizational effectiveness (OE); and leader devel-
opment. Leadership, similar to a physical structure,
will only stand firm if its supporting pillars or foun-
dation remain solid. Previous and current senior Army
leaders have failed to institute this holistic approach
to leadership. Army chiefs of staff have claimed that
leadership is key to military success, but they have
failed to recognize that unless all of the competen-
cies are solidly developed, the Army leadership
structure will collapse. Periodic neglect of multiple
leadership pillars has caused cyclical leadership cri-
ses. Unless the Army corrects the problem, change
will be excruciatingly slow. Failure could mean the
loss of at least one generation of effective future
leaders and possibly a return to the hollow army.

Measuring Leadership
Effectiveness

FM 22-100 defines leadership as “influencing
people—by providing purpose, direction, and moti-
vation—while operating to accomplish the mission
and improving the organization.”9 Yet, if we review
most individual evaluation reports, all we find are
citations of easily quantifiable tasks—mission
accomplishment. We see little mention of more
unquantifiable aspects of leadership—contributions
regarding purpose, direction, motivation, leader de-
velopment, and overall organizational improvement.

Admittedly, these soft aspects of leadership are
not easily evaluated. How can we reliably measure

a commander’s effectiveness in counseling and de-
veloping leadership skills in subordinates when the
results might not manifest themselves for years?
How can we measure a leader’s impact on organi-
zational effectiveness and morale when leaders ro-
tate quickly? How can we measure subordinates’
trust and confidence in their commander at the time
a commander’s evaluation is due? So we say, “Good
leaders will always accomplish the mission.” Yet, his-
tory provides many examples of poor leaders who
accomplished the mission. In the meantime, captains
are leaving the service while resident CGSC students
and those declining command indicate they have lost
faith in senior leaders, despite those leaders’ impres-
sive records of mission success.10

We cannot sustain an army at peak operational
capability by focusing solely on mission accomplish-
ment. The long-term effectiveness and efficiency of
units and the fullest development of leaders require
that the Army develop some way to evaluate less
quantifiable measures of leader competence. U.S.
Army General Bruce Clark’s adage, “An organiza-
tion does well only those things the boss checks,”
surely applies to leadership processes.11 Until Army
leaders begin rewarding intangible indicators of ef-
fective leadership, current priorities and behaviors
will not change.

Evaluating Leadership
In a recent Officer Evaluation Report (OER) up-

date, Army Chief of Staff General Eric K. Shinseki
noted that “selection boards clearly indicate that the
OER is giving [the board] what they need to sort
through a very high quality officer population and
select those with the greatest potential to lead our
soldiers.[However,] feedback from the field indicates
the OER is not yet meeting our expectations as a
leader development tool.”12 Can there be any more
reliable admission that the officer evaluation system
indicates neglect of essential elements of leadership
development?

The current OER does not adequately measure
the entire spectrum of leadership competencies that
FM 22-100 outlined. The only portions of the OER
that receive any credibility are the rater’s and the

We say, “Good leaders will always
accomplish the mission.” Yet, history provides
many examples of poor leaders who accom-

plished the mission. . . . We cannot sustain an
army at peak operational capability by focusing

solely on mission accomplishment.
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senior rater’s evaluation on “specific aspects of the
performance and potential for promotion.”13 These
narratives focus largely on quantifiable aspects of
mission accomplishment. Because most promotion
or selection boards have so little time to evaluate
each record, they almost exclusively consider the se-
nior rater’s rating over the rater’s, who in a major-
ity of cases knows the individual better. The expe-
diencies of the review process, a process that is

further exacerbated by attempts to normalize the
rating across a bell curve or center-of-mass profile,
dilute even the narrow evaluation. While the current
OER appears to reduce evaluation inflation, it is a
poor substitute for honest, well-rounded feedback on
all leadership competencies.

Although the new OER attempts to evaluate an
officer’s character and how well he or she reflects
Army values, it reduces the report to a go or no-go
evaluation. Moreover, this go/no-go assessment con-
tributes to junior officers’ perception of a zero-de-
fect Army because there is no recovery from a no-
go check. In “Military Leadership into the 21st
Century: Another ‘Bridge Too Far’?,” U.S. Army
Lieutenant General (Retired) Walter F. Ulmer, Jr.,
asserts: “The Army does not enforce guidelines about
leadership style except at the extreme edge of the
acceptable behavior envelope [and thus] permits a
potentially unhealthy range of leader behaviors.”14

Does the Army believe that officers enter active duty
either with or without honor, integrity, courage, loy-
alty, respect, selfless-service, and sense of duty? Do
not officers possess degrees of each? Cannot these
values be taught, learned, and developed? Does
someone deficient in these areas have the opportu-
nity to learn from his or her mistake, to become
stronger and more reliable than someone who has
never been tested? The Army’s current evaluation
form does not address these questions, much to the
detriment of the profession and its integrity.

The Army’s definition of leadership, which em-
phasizes improving the organization, creates unnec-

essarily an ethical dilemma and implies that main-
taining the excellence of an organization is not
enough. Stating that all organizations must be im-
proved is unrealistic and, at OER time, encourages
creative interpretation to reflect significant improve-
ments. Efforts to demonstrate endless improvement
serve only to compromise the integrity of everyone
involved.

The fixation on superlative ratings—“the abso-
lute best of six battalion commanders”—leads to a
self-centered, on-my-watch mentality. Such judg-
ments naturally tend to address a commander’s abil-
ity to accomplish the mission, often at the expense
of the organization and its people. This focus is fur-
ther exacerbated during short tours when making a
mark is often valued over the organization’s best
long-term interests.15 This practice persists because
organizational effectiveness, leader development, and
command climate are not accounted for in rating a
leader’s performance. Nowhere on the OER is there
a specific requirement to evaluate the organization’s
effectiveness or the quality of subordinate leaders’
development. Though these aspects are sometimes
included in the performance evaluation’s narrative,
they appear only because of the rater’s initiative to
include them.

The latest version of the OER addresses the need
to evaluate a leader’s attributes, skills, and actions.
Yet, it appears that the Army has no clear way to
evaluate these dimensions because no guidance or
criteria is provided for evaluating them. No indica-
tion is offered about how the information derived will
be used, and no feedback is given on how the rat-
ings fit into the overall evaluation. Also, these rat-
ings of attributes, skills, and actions are totally sub-
jective and superficial because they require the rater
merely to check a block without comment. This cur-
sory assessment is particularly troubling because the
Army does have some effective tools and processes
to make such evaluations. Examples include com-
mand climate surveys, organizational inspection re-
sults, and 360-degree leadership assessment tools.16

But, as long as the boss’s evaluation is the only one
that counts, it is doubtful that organizational effec-
tiveness or leader development will ever receive their
appropriate share of emphasis, time, or resources.

Evaluation Concept Flaw:
Top-Down and One-Dimensional

The current evaluation system is one-dimensional.
Its top-down rating approach tends to measure
whether an individual kept his boss happy. Was the
mission accomplished? No one denies that mission

The current OER does not adequately
measure the entire spectrum of leadership

competencies that FM 22-100 outlined. The
only portions of the OER that receive any

credibility are the rater’s and the senior rater’s
evaluation on “specific aspects of the perfor-
mance and potential for promotion.” These

narratives focus largely on quantifiable aspects
of mission accomplishment.
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accomplishment is essential to a military operation,
but should mission accomplishment become the sole
determinant of a leader’s successful performance?
An evaluation system that uses mission accomplish-
ment as its sole measure of success—

l Places individual interests (those of the boss
and the subordinate) over the organization.

l Provides an incomplete picture of leadership
abilities and potential.

l Discourages counseling and organizational
skills.

l Compromises integrity by circumventing hon-
est, face-to-face assessments.

l Deters tough, long-term organizational devel-
opment or team-building processes.

l Fosters a zero-defect mentality.
To avoid these negative consequences, evaluators

must expand evaluations to take into account per-
ceptions of subordinates, peers, and the state of the
organization, together with the boss’s perceptions and
with the record of mission accomplishment. Adding
these dimensions to the rating process will be cum-
bersome. Developing the process will take time and

experimentation. Implementing this 360-degree feed-
back will require considerable confidence-building to
overcome concerns that jealous peers or disgruntled
subordinates will provide distorted feedback. Until
multidimensional feedback is institutionalized, the
Army will have difficulty refuting the perception that
senior leaders are self-serving, short-sighted, out-of-
touch, unethical, and averse to risk.17 Holistic evalu-
ations will address the shortcomings in morale, or-
ganizational effectiveness, and leader development
that are increasingly evident.

Leader Development
Leadership cannot be learned solely from a book.

Although theoretical knowledge is essential and pro-
vides the foundation for understanding leadership, ex-
perience-based training is the most effective method
for acquiring action-based skills.18 The Army’s lead-
ership training is flawed because it overlooks the im-
portance of experience-based training.

Leadership training in Army schoolhouses is cur-
rently based overwhelmingly on book-learning. Ex-
ceptions are found in specialty training, such as
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Previous and current senior Army leaders have failed to institute this holistic
approach to leadership. Army chiefs of staff have claimed that leadership is key to military

success, but they have failed to recognize that unless all of the competencies are solidly
developed, the Army leadership structure will collapse.

A 101st Airborne Division soldier
briefs his men at Bagram Airfield,
Afghanistan, 20 December 2002.
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Ranger School, the Special Forces Qualification
Course (SFQC), and escape and evasion courses,
in which soldiers learn technical and tactical skills
and experience the challenge of leading in difficult
circumstances. Imagine trying to explain, even to

another soldier, what it is like going through Ranger
School or SFQC. Without realistic, experience-based
training of an escape and evasion course, can we
even begin to imagine being a prisoner of war or
what it feels like to have the bends from not decom-
pressing properly?

Lectures and case studies cannot substitute for
experience. The benefits of experience-based learn-
ing are evident in the superior performance, cohe-
sion, and esprit de corps of specialty units, such as
the Ranger Regiment, Special Forces, and so on.
Even highly realistic and stressful joint experiences
of Battle Command Training Program (BCTP) ex-
ercises make for effective training.19 Consider what
the quantum leap in effectiveness across the Army
would be if experience-based training were applied
to attaining organizational and leadership skills.

Today, officers’ leadership training, from commis-
sioning source through the Army War College,
comes almost exclusively from books. Summer
camps, training exercises, and rotational leadership
positions, especially at West Point and in ROTC, of-
fer excellent experience-based opportunities, but this
training is inadequate in terms of content, intensity,
and personal accountability. Experience-based train-
ing remains limited once an officer is commissioned.
Leadership training in the basic branch schools con-
tinues to be almost exclusively classroom-based. The
apparent strategy is to teach what is in the field
manual, then reinforce that knowledge through case
studies of great battle captains. The Army then says,
“Go forth. Emulate what you have read, and be suc-
cessful leaders.” Learning leadership is not that
easy. Book-learning and case studies provide a good
foundation, but the practical, individual experience of

actually leading an organization is missing.
A frequent argument for not providing experience-

based training opportunities is that real leadership
teaching and learning begins in the unit under the
watchful eye of a company commander or platoon
sergeant. But if the Army does not cultivate or evalu-
ate the full spectrum of leadership skills, what is be-
ing passed from one generation of leaders to the
next? The fact is that there is little consistency. What
is being passed on is a hodge-podge of interpreta-
tions, theories, and practices that vary from unit to
unit and from leader to leader.

Admittedly, we find many examples in the field
where officers get it right—where good on-the-job
training and counseling are effectively practiced.
Unfortunately, there are many more cases where
leaders get it wrong and do a disservice to subordi-
nates. Because there is no consistent Army stan-
dard for conducting counseling, leadership develop-
ment is a hit-or-miss proposition.

Reinforcing Leadership
Skills through Counseling

The leader who chooses to ignore the soldier’s
search for individual growth may reap a bitter fruit
of disillusionment, discontent and listlessness. If we,
instead, reach out to touch each soldier—to meet needs
and assist in working toward the goal of becoming a
“whole person” — we will have bridged the essen-
tial needs of the individual to find not only the means
of coming together into an effective unit, but the
means of holding together.

—General (Retired) Edward C. Meyer.20

Field Manual 22-100 specifically declares that
“subordinate leadership development is one of the
most important responsibilities of every Army leader.
Developing the leaders who will come after you
should be one of your highest priorities.”21 Leaders
are directed to provide good counseling by means
of dedicated, quality time to listen to and talk with
junior leaders. Leaders should help subordinates de-
velop goals, review performance, and plan for the
future. However, officers at all levels agree that
good counseling is not being performed routinely or
adequately. According to Ulmer, “Mentoring and
coaching have long been in the Army lexicon, but
their routine use is a localized phenomenon, highly
dependent on the interests and skills of unit leaders.
There is no meaningful institutional motivation for
being a good coach, yet that skill is highly prized by
subordinates at every level.”22

Shinseki concurs: “Officers continue to say that
they are not being counseled. Commander’s coun-

The fixation on superlative
ratings—“the absolute best of six battalion

commanders”—leads to a self-centered, on-my-
watch mentality. Such judgments naturally tend
to address a commander’s ability to accomplish
the mission, often at the expense of the organi-

zation and its people. This focus is further
exacerbated during short tours when making a

mark is often valued over the organization’s
best long-term interests.
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seling is key to leader development and re-
mains one of the most important things we
do to develop future leaders of our Army.
We all need to do better in making this part
of the OER function better so that we re-
inforce our leader development principles.
We must slow things down and reenergize
the formal and informal counseling of our
officers, especially our junior officers who
are feeling particularly pressured to leave
the force.”23

The Army’s difficulty in sustaining an ef-
fective counseling program is evident in its
lack of an overarching process that can be
sustained in a rapidly changing, large geo-
graphical area. Sustaining a stable profes-
sional counseling relationship is especially
difficult in a culture where even stable per-
sonal relationships are difficult to maintain.
Little or no progress toward constructing
this counseling program can be expected
because we are not offering at any of the
routine career courses experience-based
training in developing individual interper-
sonal skills.24

The Army does, however, offer training
in leadership procedures at junior-level
schools, where trainers explain forms and
work students through case studies. But
where are the hard, uncomfortable, risky
encounters in which a student feels what it
is like to counsel and be counseled? Where
are the consequences or feedback for coun-
seling well or for missing the mark? Where
else can this occur while in a controlled en-
vironment under the guiding hand of a trained in-
structor? Despite the rhetoric, the Army allocates
little time to counseling skills. Nowhere in the
military’s professional education system have these
skills been integrated into experience-based learn-
ing objectives of the overall course. Is it any won-
der that junior leaders feel uncomfortable with these
competencies? And if they do not feel comfortable
in a school situation, how can the unit be the pri-
mary leadership classroom and the commander the
expert instructor?

The difficulty in changing the evaluation paradigm
is that most current leaders made it without the ben-
efit of solid counseling, so they have little incentive
to overhaul a system that might have worked for
them.25 Unfortunately, the system worked for cur-
rent leaders at the expense of unit effectiveness,
command climate, and future leader development.

Thus, the current leadership crisis is but one symp-
tom of a larger problem. Combining training in us-
ing interpersonal counseling skills with a multidimen-
sional evaluation of all leadership competencies is
essential for a return to sound leadership practices.

Surveys of current junior officers indicate that
they understand what leadership should look like and
the standards expected from them. Time and again,
officers who become disenchanted say that their
leaders are not walking the talk. More important,
leaders are not counseling junior officers in the ways
and techniques they need to become successful
leaders.26

The Army’s strength lies in its leaders’ dedication
to maintaining the highest standards. Leaders do this
by adhering to core values, living the leadership at-
tributes, and exhibiting flawless character. The Army
has proven itself a mission-oriented institution, and

Leadership training in Army schoolhouses is
currently based overwhelmingly on book-learning.
Exceptions are found in specialty training, such as
Ranger School, the Special Forces Qualification

Course (SFQC), and escape and evasion courses, in
which soldiers learn technical and tactical skills and

experience the challenge of leading in difficult
circumstances. Imagine trying to explain, even to

another soldier, what it is like going through
Ranger School or SFQC.
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Escape and
evasion training
in Korea, 1999.



78 March -April 2003 l MILITARY REVIEW

it has earned world respect through dependable mis-
sion accomplishment. Army leadership is the foun-
dation of this great institution, so the Army has ex-
pended a tremendous amount of effort and resources
to its development. By all accounts, the Army and
its sister services are the envy of other government
organizations and commercial corporations. How-
ever, cracks in the Army’s leader development

program threaten the Army’s institutional core—its
leadership. Leader development is not adequately
supported by experience-based training to reinforce
textbook theories. Counseling is little more than a
good idea. Almost every officer at every level ac-
knowledges that good counseling is just not happen-
ing. Moreover, most officers recognize that the Army
is not teaching, developing, or implementing the
knowledge and skills necessary to teach officers how
to counsel.

Currently, leadership assessment focuses entirely
on what officers accomplish, with little consideration
for how the mission is to be accomplished. Little re-
gard is given to the unit’s effectiveness as an orga-
nization or its sustainability over the long term. Such
oversight has led junior and midlevel officers to ques-
tion senior leaders’ values, attributes, and character.

Inadequate leader development produces declin-
ing command climates, declining retention of junior
officers, and increasing hesitancy of midcareer of-
ficers to serve in key leadership positions. At what
point do the crumbling pillars and cracks in the sup-
porting foundation cause the leadership structure to
collapse completely? More important, what can the
Army do to rebuild the shaky pillars and restore lead-
ership to its full potential?

Solutions
The Army has a history of successful experience-

based, full-spectrum leadership programs. The larg-
est and most promising was the Organizational Ef-
fectiveness (OE) program, which flourished from
1975 to 1985. Then, in response to a 1985 Govern-

ment Accounting Office (GAO) report criticizing the
Army for not providing leadership-training opportu-
nities to Department of the Army Civilians (DAC),
the Army developed a four-level progressive and
sequential competency leadership training pro-
gram.27 Both programs provide examples of suc-
cessfully teaching and institutionalizing leadership at-
tributes. Such leadership attributes now appear to
be deemphasized by mainstream military leaders. Of
note, not one book on Shinseki’s suggested reading
list addresses organizational or leadership pro-
cesses.28 However, lessons learned from such pro-
grams could help solve today’s leadership crisis.

OE. Following Vietnam, the Army experienced
a leadership crisis while transitioning to an all-vol-
unteer force and confronting the daunting challenges
associated with the escalation of the Cold War. At
that time, leaders’ inadequacies manifested them-
selves in racial strife, drug use, low morale, and poor
discipline.29 The Army’s answer to this crisis was
Organizational Effectiveness, a business philosophy
that emphasized team-building, transformation, orga-
nizational learning, and investing in people.

On 1 July 1975, the U.S. Army Organizational Ef-
fectiveness Training Center (OETC) opened its
doors at Fort Ord, California. By 1980, more than
570 OE officers had been trained, certified, and as-
signed to units and schoolhouses. Organizational Ef-
fectiveness improved the efficiency of units and the
effectiveness of leaders as commanders, trainers,
and counselors.30 A 1979-1980 Army study of OE
found significant improvement in certain command
climate indicators, including morale, supervisory lead-
ership, consideration of subordinates, satisfaction
with supervisors, fair treatment from the Army, and
job satisfaction.31 The demand for OE services and
products increased exponentially despite their use
being totally voluntary.32

Between 1980 and 1985, OE found its way into
the curriculums of the officer educational system and
was becoming institutionalized. The Army was ready
to expand OE to encompass larger organizations.
Yet, despite its growing success, in 1985 the Army
terminated the OE program. The most plausible
reason was that personnel and funding resources
became convenient bill-payers for building the
Joint Readiness Training Center (JRTC), a facility
that, interestingly, would develop leader skills that
could easily be measured in terms of mission ac-
complishment.33

The process of bottom-up development of orga-
nizational goals and objectives, based on the organi-
zational strengths and problem-solving processes at

Implementing this 360-degree feedback
will require considerable confidence-building to

overcome concerns that jealous peers or
disgruntled subordinates will provide distorted
feedback. Until multidimensional feedback is
institutionalized, the Army will have difficulty
refuting the perception that senior leaders

are self-serving, short-sighted, out-of-touch,
unethical, and averse to risk.
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the lowest level, was incompatible with the Army’s
top-down leadership style, which relies on hierarchi-
cal structures and centralized control. As OE began
to flourish, it conflicted with the traditional military
decisionmaking culture.34 Furthermore, in his doc-
toral thesis “Tops Down Kick in the Bottoms Up,”
Christopher Paparone says, “Those who controlled
the budget of the Army were never convinced to
accept the cost and methods of OE without some
centralized control and centralized accounting of the
efficiency of the program.”35 The reason behind this
nonacceptance was that leadership processes are
hard to define and measure. Also, the Army did not
do a good job of measuring, documenting, or mar-
keting their successes. As Paparone says, “The very
nature of ‘touchy-feely’ OE flies in the face of
snake-eatin’, ass-kickin’, REAL Army guys.”36

Organizational Effectiveness ceased to exist, but
many OE processes and underlying philosophies are
still evident in operational planning and follow-on
leadership programs. Although there is controversy
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Today, officers’ leadership training, from commissioning source through the
Army War College, comes almost exclusively from books. Summer camps, training exercises,

and rotational leadership positions, especially at West Point and in ROTC, offer
excellent experience-based opportunities, but this training is inadequate in terms of

content, intensity, and personal accountability.

over whether OE was headed in the right direction
or had grown too big and was abandoning its basic
process approach, there is little doubt that the pro-
gram had growing acceptance and was showing
promise in improving organizational effectiveness.
Did disbanding this successful program at the time
the Army was at its historic best directly contribute
to the subsequent decline in leadership proficiency?
We have already noted that the Army cannot an-
swer this question, because it has no formalized pro-
cess to evaluate OE or leader development.

DAC Training.  Currently, the Army has an or-
ganization dedicated to leader development. Under
the Center for Army Leadership at Fort Leav-
enworth, the Civilian Leadership Training Division’s
(CLTD) charter provides all Army civilians a com-
mon core leadership-training curriculum from entry-
level career interns to top-level executive manag-
ers.37 CLTD’s underlying philosophy, similar to OE’s,
is that OE is an internal collaborative process that
empowers the organization to evaluate itself critically,

ROTC cadets attending the National
Advanced Leadership Camp, Fort
Lewis, Washington, form up for a
briefing about rules of engagement
for their field training exercise,
26 August 2002.

LEADERSHIP
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The apparent strategy is to teach
what is in the field manual, then reinforce that
knowledge through case studies of great battle

captains. The Army then says, “Go forth.
Emulate what you have read, and be successful
leaders.” Learning leadership is not that easy.
Book-learning and case studies provide a

good foundation, but the practical, indi-
vidual experience of actually leading an

organization is missing.

set its own priorities, and measure progress toward
effectiveness. The program is based on building trust
and confidence through cohesion and empowerment.
More important, it recognizes and builds on the lead-
ership model’s nine supporting pillars (values; at-
tributes; character; knowledge; experience-based

training; counseling and mentoring; mission accom-
plishment; organizational effectiveness; and leader
development) to positively influence professional
traits, individual development, and organizational ef-
fectiveness.

Ironically, this civilian-oriented program began
about the time the Army abandoned its OE program.
Two circumstances spurred the civilian-oriented pro-
gram. First, military personnel perceived that civil-
ian counterparts, especially those who supervised
military personnel, lacked leadership skills and were
incapable of holding key positions. Second, supervi-
sory civilians complained that they were not offered
leadership training opportunities as afforded their
military counterparts.38

Since 1986, CLTD has trained more than 68,000
people ranging from interns to Senior Executive Ser-
vice (SES) and general officers.39 Unfortunately, an
attempt to quantify the program’s value did not be-
gin until 1997 in response to pressure to reprioritize
people and dollars. Yet in the last 3 years, at the jun-
ior level (up through General Schedule [GS]-11), end-
of-course evaluations noted an average 15.23 per-
cent increase in each of 24 leadership dimensions
and attributes. At the senior level (GS-12 and above,
and lieutenant colonels [LTC] and colonels [COL]),
surveys were solicited from students and their su-
pervisors immediately after the course ended and
then 6 months later. Evaluations of key leadership
skills indicated an increase of 9.5 percent on 13 lead-
ership behavioral indicators as reported by the su-
pervisor, and a 13.5 percent increase as reported by
students. When applied as a ratio between increase
of value in salaried skills compared to training costs

per participant, the return on investment was 230 per-
cent or 326 percent, depending on whether the super-
visors’ or the students’ value-added perceptions were
used in the calculations.40 More important, after stu-
dents returned to their home stations and as the
training’s value to the individual and to the organiza-
tion became increasingly apparent, organizations began
sending more people to attend the course. Eventu-
ally, organizations requested the course be exported
and taught to their entire organization. This began a
new dimension of CLTD known as “consulting.”

CLTD has developed and conducted everything
from basic team-building command climate work-
shops and command transition, to complete, long-
term organizational improvement programs.41 This
has become a genuine bottom-up, incremental, or-
ganizational improvement movement that, like OE,
is now at the threshold of having an Armywide
effect.

Will CLTD be allowed to mature and flourish? Or,
will its resources also be cut and given to another
program that simply enhances leaders’ technical pro-
ficiency rather than other, more fundamental lead-
ership attributes and skills? If leadership development
were a piece of equipment and evidence suggested
that a change in design was warranted, would not
the Army upgrade it?42 Why then is the Army so
reluctant to make such obvious changes in the cur-
rent leadership training design?

The Way Ahead
Leadership, more than any other skill, is consis-

tently heralded as the Army’s load-bearing pillar.
When the Army is at its best, leadership is the key
ingredient. When it is at its worst, we hear of a lead-
ership crisis. So what makes the difference? Possi-
bly it is leadership training, the effort to hone
nonquantifiable leadership skills that do not auto-
matically develop simply because the Army teaches
leaders to be technically proficient. Moreover, lack
of counseling denies junior officers the opportunity
to learn from mistakes and from the experiences of
their seniors. Finally, the evaluation process fails to
balance all leadership tasks (mission, organization,
and leader development), nor does it foster the highest
ethical standards. As the Army learned as it repaired
itself after the Vietnam war, both individual and unit
experience-based leadership training are essential.
The Army must maintain balance between mission
accomplishment, organizational effectiveness, and
leader development.

To develop the next generation of senior leaders,
the Army must implement—
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The difficulty in changing the evaluation
paradigm is that most current leaders made it
without the benefit of solid counseling, so they
have little incentive to overhaul a system that

might have worked for them. Unfortunately, the
system worked for current leaders at the expense

of unit effectiveness, command climate, and
future leader development.

LEADERSHIP

l Leader development doctrine that emphasizes
that leadership is more than just accomplishing the
mission.

l Progressive, sequential, experience-based lead-
ership OE training.

l Multidimensional tools for counseling and
evaluating the full spectrum of leadership traits, skills,
and actions, and this entire leader evaluation must
be part of the promotion, assignment, and school
selection process.

l Specific evaluation measures that hold leaders
accountable for organizational effectiveness and sub-
ordinate leader development as a criterion equal to
mission accomplishment, of which accountability for
effective and routine counseling is most critical.

l Safeguards against future efforts to eliminate
full-spectrum leadership development and organiza-
tional effectiveness as a bill-payer for other pro-
grams, especially after correcting current leadership
deficiencies.

History shows at least one thing: every time the
Army disregards the relational aspect of leader-
ship—the part that causes human interaction to be-
come effective and organizations to operate effi-
ciently—the Army’s decline is sure to follow. All
pillars in the leadership model must be strong for

leadership to function, just as any building must have
all its load-bearing walls intact to remain standing.

Will the Army ever learn? Ulmer hit the mark:
“Strong conclusions about required competencies
and behaviors have rarely produced powerful and
integrated new policies designed to support the de-
velopment of the heralded attributes.”43 Solving the
leadership crisis will depend on whether Army lead-
ers can understand and institutionalize the leadership
model through diligent training and effective, multi-
dimensional evaluation of the full spectrum of lead-
ership competencies. More important, the Army
must stick to the experience-based leader-develop-
ment process. Otherwise, the Army cannot reach
its full potential or confidently refute the cyclical
claims of a leadership crisis. MR
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Precision  Launch  Rocket  System:
A Proposal  for  the Future  of the  Field  Artillery
Major Michael J. Forsyth, U.S. Army

Since the advent of indirect fire on
the battlefield, the U.S. Field Artillery
(FA) has used cannon-based weap-
ons systems as primary delivery plat-
forms. The past several decades has
witnessed an explosion of various
technologies that lend themselves to
improving field artillery weaponry, so
it is now appropriate to examine cur-
rent capabilities and needs for the
future and to suggest how field artil-
lery should change as the Army en-
ters the 21st century.

Where We Stand
The Army’s field artillery weapons

are not unlike those used during
World War II. The M119 105-millime-
ter (mm) howitzer, the M198 155-mm
howitzer, and the M109A6 Paladin
155-mm howitzer have characteristics
remarkably similar to their forerun-
ners. They use either semi-fixed or
separate loading ammunition and are
best suited for area fire. The towed
M119’s and M198’s telescopic sight
systems use fixed aiming references
that were invented before World War
II. The M109A6 Paladin uses state-
of-the-art onboard position-locating
devices and computers to aim the
howitzer at its target, but its ammu-
nition remains almost exclusively area
fire. In sum, field artillery systems
were built for an organization devel-
oped decades earlier.

While U.S. weapons have made
modest technological advances
since World War II, they are fast
becoming antiquated. The Army has
witnessed improvements in range,
lethality, and accuracy, but this is not
enough, given the furious pace of
advance by other systems. Army
systems, however, weigh more now
than did similar World War II sys-
tems, but Army cannons are rapidly
falling behind the capabilities of
foreign-produced guns, such as
Britain’s AS-90, South Africa’s G-5/6,
and the North Korean Koksan gun.
That the Army is falling behind
should provide adequate incentive
to press for a change that will place
it head and shoulders above all other

nations’ armies in ground-based fire
support.

Future Battlefields
In light of technological advances,

the Army’s FA arsenal is losing rel-
evance at an increasing pace.
Today’s battlefield is far more lethal
than the battlefields of either World
War II or the Persian Gulf war be-
cause precision munitions are be-
coming the preeminent weapons of
choice. In the Persian Gulf war, less
than 9 percent of munitions the U.S.
Air Force (USAF) used were preci-
sion weapons. Eight years later, in
Kosovo, the figure had risen to 29
percent. During the war in Afghani-
stan, the number of munitions ex-
pended soared to an astounding 70
percent.1 Precision munitions have al-
lowed the USAF to greatly reduce
the number of sorties and bombs
required to adequately service a tar-
get. For example, in World War II, one
thousand sorties of B-17s with nine
thousand bombs were required to
destroy one target. Today, the USAF
can fly one B-2 sortie delivering 16
global positioning system (GPS)
bombs to 16 targets. The circular-
error probable for bombs from the
1940s was 3,300 feet compared to the
current 20 feet.2 The Army’s field ar-
tillery must use a similar concept to
gain this capability with an all-
weather, ground-based fire support
system.

The battlefield is likely to be far
from the United States in a land-
locked country. Because of limited
USAF lift assets and the heavy
weight of Army cannons, field artil-
lery, except towed howitzers, has little
strategic mobility. Therefore, it is
imperative to develop a lighter
weight precision-launch rocket sys-
tem (PLRS) that lends itself to stra-
tegic airmobility.

The military is reducing the long
logistical tail traditionally associated
with operations. Rather than main-
taining large stockpiles of ammu-
nition and other logistic items, the
military is reducing stockpiles and re-

plenishing just-in-time service. Can-
non-based systems using area fire
munitions belie the just-in-time con-
cept. The Army’s mode of opera-
tion—massed fires from multiple
guns—requires enormous stocks of
ammunition and a heavy lift capabil-
ity. Logisticians report that the need
to haul artillery ammunition gener-
ates approximately 70 percent of a
division’s logistical requirements.3

Through its capability to hit a target
precisely rather than by throwing
multiple volleys of area fire munitions
from many guns, PLRS can drastically
reduce the amount of munitions a
division requires.

Future battlefields will require
ground units to cover ever-widening
frontages. In World War II, an infan-
try division covered about 9 kilome-
ters (km) of front; in Korea the dis-
tance had expanded to 15 kilometers;
and by the time of the Persian Gulf
war, the frontage had doubled to 30
kilometers. In the future the Stryker
Brigade Combat Team might have to
operate across an astonishing 50 kil-
ometers. The Army has no cannon
systems that can provide ground fire
support in the close fight across a 50-
km front and also provide fires for the
deep fight.

Modern cannon systems’ modest
range fans have improved greatly, but
rapidly changing battlefields demand
additional improvement. Technology
is available to design a rocket sys-
tem that can deliver precision muni-
tions to targets over 50 to 75 kilome-
ters away. Developing such platforms
would ensure fire support could
cover the zone in the close fight and
in a deep fight place the enemy’s rear
areas under fire as well.

The Army must develop a simple
way to link new systems digitally to
sensors. A precision system would
demand an easy method to link for-
ward observers (FO) or sensors, such
as unmanned aerial vehicles (UAV) or
radar, to individual weapons to attain
responsive fires. For example, a UAV
might have an onboard data link to a
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firing unit. When the UAV discovers
the enemy’s location, for example, a
second-echelon assembly area, the
operator transmits the data digitally
to the firing unit. The unit receives
the data and automatically sets the
target location on the rocket loaded
in the launcher. Within seconds of
the command to fire, the ordnance,
guided by a GPS seeker, is on its way
downrange—similar to the USAF’s
retrofitted dumb bombs. Such a sys-
tem will enhance responsiveness for
the observer-sensor while improving
the ability of a commander to reach
deep targets.

How the System Might Look
The system I propose is not un-

like the multiple-launch rocket system
(MLRS), the high-mobility artillery
rocket system (HIMARS), or the
promising rocket-in-a-box system.
The element representing a step for-
ward from these systems is precision
guidance of some type. Precision
guidance will enable rocket systems
to perform close support as well as
to conduct deep strikes throughout
the depth of the enemy zone of op-
erations.

I recommend lightening the cur-
rent MLRS to make it air-transport-
able by reducing the number of pods
from 12 to 6 and compressing the
chassis. Since HIMARS can already
move via air transport, little conver-
sion would be required to ready this
system for precision rockets. The
rocket-in-a-box seems an excellent fit
for the future land component of the
Objective Force with its light weight,
range, accuracy, and tactical and stra-
tegic mobility.4

Such platforms would provide fire
support to light, medium, or heavy
units in a tracked or wheeled configu-
ration. The system should have a
variety of munitions from which to
choose for multiple situations;
smoke; family of scatterable mines;
improved conventional munitions;
bunker-busting high-explosive muni-
tions; and illumination. Regardless of
its munition, it should be guided to
its target for precision attack. I sug-
gest GPS munitions that are resistant
to electronic warfare. In recent years,
the USAF has retrofitted dumb
bombs with GPS kits called joint di-
rect attack munitions for precision

guidance to targets. Pilots or ground
crews set off the target data on the
munitions when in flight or loading.

The field artillery could develop
GPS munitions that could work in a
similar fashion. The FO or sensor
would send a call for fire digitally
(possibly on a handheld computer)
to either a battalion fire direction cen-
ter (FDC) or to a pre-designated
weapon. The FDC performs tactical
fire direction to determine whether to
mass multiple systems or to use in-
dividual launchers. Once received at
the weapon, the crew would review
the request and digitally set the tar-
get data from the crew compartment
to the GPS munition already up-
loaded in the launch pod. When
commanded to fire, they would trig-
ger the launch, which would guide
itself to the requested location.

One special munition is called a
bunker buster. Some might argue that
the Army needs cannons for their
power to penetrate hard targets be-
cause the Army’s 155-mm howitzers
do not have that capability. There
remains a great need for the capabil-
ity to penetrate bunkers and other
hardened sites, as the war in Af-
ghanistan has demonstrated. How-
ever, this does not mean a cannon
must perform this task. Several tech-
nologies are currently available that
would enable a rocket (such as the
laser-guided hard-target-penetrating
bomb, the GBU-24) to perform this
mission. During the Persian Gulf war,
the USAF developed a bunker-bust-
ing guided bomb that uses con-
demned 8-inch howitzer tubes. The
USAF guides the bomb to its target.
Once the bomb penetrates to the
prescribed depth, preferably in an
enemy complex, the secondary mu-
nitions detonate and destroy the
bunker. The well-known baby milk
factory incident in Iraq is an example
of the use of such munitions. There-
fore, it should be possible to develop
a similar precision munition for rocket
artillery.

Potential Benefits of PLRS
A host of potential benefits, in-

cluding enhanced strategic mobility,
can be associated with the develop-
ment of a new rocket-based system.
The greatest drawback to maintain-
ing a cannon-centric field artillery is
that the howitzers’ weight reduces air

transportability. The reduced weight
of a rocket system would enable the
field artillery to move to distant the-
aters by air to add all-weather fire-
power to the combined arms team.
Other potential benefits include the
following:

l The ability to attack distant tar-
gets with precision. The joint target-
ing team continues to prefer preci-
sion-strike weapons systems as the
most effective means of attacking
enemy targets. A more accurate FA
platform with the power of rocket
munitions would add an excellent
capability and new choice to the ar-
senal of the joint targeting team. A
precision rocket system can provide
close support as well as deep fires
for all-around fire support.

l The ability to reduce the long
logistical tail. The ability to attack
with a precision FA rocket system
would greatly reduce the transporta-
tion requirements for munitions. This
would also support just-in-time logis-
tics by reducing the need for large
stockpiles of munitions. Overall, pre-
cision rocket munitions would offer
cost savings in transportation and
numbers of rounds required.

l The capability to provide force
protection. The MLRS and the
Army’s current Paladin are highly
mobile, thus lessening the threat from
enemy counterfire. Nevertheless,
these systems must sometimes fire
multiple volleys for one fire mission
from the same firing position to
achieve the prescribed effects on the
target. A precision system can poten-
tially reduce the number of volleys
fired to achieve required effects be-
cause it can place the round at a more
precise location. Weapon systems
that fire GPS munitions are nearly
impossible to detect with weapon-
locating radar because the munitions
do not follow a ballistic trajectory.
Not being able to detect the weapon
systems’ location lowers the risk from
counterfire because the firing plat-
form does not have to remain in po-
sition as long, thus saving many
lives and much costly equipment.

l The ability to conduct precision
field artillery attacks. Precision attack
reduces the number of delivery plat-
forms and the personnel required to
man them. Currently, cannon battal-
ions have 18 guns and 6- to 13-man
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crews in their TOE. This provides the
unit the ability to mass all of the guns
in area fire missions. Often, the guns
must fire multiple volleys to achieve
the desired effects. A precision attack
system would not only reduce the
number of volleys, it would also re-
duce the number of platforms needed
to attack a target. PLRS is not an
area-fire concept but a precision-
weapon concept. Therefore, the idea
is to make the field artillery a one-
round, one-kill combat arm.

Implications
Has the field artillery lost its rel-

evance as it moves into the 21st cen-
tury? While I would answer this
question with an emphatic “No,” I
must agree that the branch is slipping
behind at a steady pace. The most
important thing the field artillery can
do to maintain its place in combined
arms operations is to adapt a weap-

ons system to the changes in future
military thinking and technology.
Trends suggest that there is a need
for a strategically mobile, precision-
capable weapons system that re-
quires a greatly reduced logistical tail.

Now is the time to shift from can-
non-centric systems to a precision-
launch rocket system with a suite of
munitions available for the full range
of combat operations. Munitions
should have a reliable, cost-effective
guidance package such as an elec-
tronic-warfare-resistant GPS system.
Precision rockets can maintain and
enhance current capabilities; provide
air-transportable fire support; offer
the joint targeting team an additional
weapon for precision attack; and
greatly reduce the logistical tail of
artillery units. Developing such a
system will take time, but the military
has the technological means to meet

such a challenge. Fielding a new pre-
cision-rocket platform will keep the
field artillery on the forefront of com-
bined arms operations. MR
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We’re the Battling
Bastards of Bataan,

No mama, no papa,
no Uncle Sam,

No aunts, no uncles,
no cousins, no nieces,

No pills, no planes,
no artillery pieces,

And nobody gives
a damn!

  — Frank Hewlett, 19421

In retrospective examination of
campaigns and military history, we
often look at defeats superficially. We
are quick to point out that events
occurred because one or more prin-
ciples of war were neglected or that,
in hindsight, it was perhaps inevi-
table because of inadequate plan-
ning or unpreparedness. Yet, we
seldom look critically at how under-
lying reasons for defeat might apply
to the present. The Bataan Campaign
is a case in point. Although the Cam-
paign was a painful defeat for U.S.
forces, lessons learned from the pe-
riod immediately preceding the Cam-
paign, in the areas of command and
control (C2) and logistics, remain
critical to 21st-century joint and mul-
tinational operations.

For most of the period between
World Wars I and II, military planners
considered the Philippine Islands in-
defensible against a determined Japa-
nese attack.2 Plans for defense of the
Philippine Islands were intended to
deny the Japanese the use of Manila
Bay via limited resistance on Cor-
regidor Island and the adjacent
Bataan Peninsula.3 Initial planning for
the Pacific Theater was for a unilat-
eral U.S. campaign against Japan,
known as War Plan Orange. (For
purposes of secrecy, Japan was des-
ignated as country Orange for plan-
ning.) In the summer of 1941, Presi-
dent Franklin D. Roosevelt’s national
strategy evolved toward a Europe-
first prosecution of the war formalized
by the Arcadia Conference in Decem-

ber 1941. The RAINBOW plans (so-
called because they melded the pre-
vious color plans into an overarching
strategy) codified this strategy. How-
ever, the defense of the Philippines
remained essentially unchanged.
Defense plans called for a limited
action designed to deny the Japa-
nese the use of Manila Bay for
approximately 6 months, with an un-
stated hope that relief could be pro-
vided by the end of that period.4

In the summer and fall of 1941, the
U.S. Army began a shift in emphasis
and began to make plans and efforts
for a greater defensive role by U.S.
forces in the Philippine Islands, a role
that could conceivably mount a suc-
cessful defense. The Joint Army-
Navy Board, predecessor of the Joint
Chiefs of Staff, approved this
change, although the board did not
necessarily change other aspects of
the plan to support this new devel-
opment.5

In addition to planning in Wash-
ington, a parallel effort was under-
taken in the Philippines. As early as
1934, Headquarters, Philippine De-
partment in Manila (HPD), developed
an internal defense plan under the
Plan Orange scenario. The third plan
in this series, revised in 1941, was
designated HPD War Plan Orange-3
(WPO-3) and only dealt with defense
of the Philippines.6 The plan called
for a three-phase defense of the main
island of Luzon. The first phase
would be a defense of potential land-
ing beaches, particularly at Lingayen.
If the first phase failed to stop an
invader, a second phase would be-
gin. The second phase consisted of
a timed withdrawal along five defen-
sive lines south to the Bataan Pen-
insula. Phase three consisted of de-
fensive operations on Bataan and
several harbor islands, including
Corregidor.7 Also; WPO-3 called for
integrating Philippine forces into the
island’s defense.8

MacArthur Returns
On 26 July 1941, amid rising ten-

sions in the Pacific following Japa-

nese occupation of Indochina, U.S.
Army General Douglas MacArthur
returned to active duty and assumed
command of the newly created
United States Army Forces in the Far
East (USAFFE), and Roosevelt fed-
eralized the Philippine Common-
wealth forces under MacArthur’s
command.9 MacArthur, who had
been in the Philippines as military
adviser of the commonwealth for
some years before being named the
USAFFE Commander, regarded the
overall tone of HPD WPO-3 as be-
ing defeatist in nature. MacArthur
considered the defense of the
beaches to be critical in stopping a
Japanese invasion of Luzon. He em-
phasized his intent that there would
be no withdrawal from the beaches.10

A large part of MacArthur’s strat-
egy to defend Luzon depended on
the ability of commonwealth forces
to carry on the fight, despite short-
ages of equipment and materiel. He
envisioned a 10-division-strong Phil-
ippine Army (PA) force in addition to
the U.S. Army’s Philippine Division
(unnumbered) composed of U.S. and
Philippine Scout (PS) troops. He
planned also for a period of training
and equipping lasting until April
1942. This timeframe would be used
to bolster beach fortifications and
supply depots. However, the strike
on Pearl Harbor demonstrated that
this time would not be available. As
a result, the embryonic Philippine
Army was not fully trained and
equipped when called on to take
its place alongside U.S. and PS de-
fenders.11

On 8 December 1941, at 0330 in the
Philippines, the Associated Press
notified USAFFE that Pearl Harbor
had been attacked and that America
was at war with Japan.12 Some 9
hours later, Japanese bombers at-
tacked Clark Field on Luzon destroy-
ing half of the Far East Air Force’s
bombers and about 20 other aircraft
on the ground, effectively crippling
their strike capability.13 Following the
air strikes, U.S. Asiatic Fleet Com-
mander Admiral Thomas Hart with-
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drew most major surface ships from
the vicinity of the Philippine Islands,
leaving behind some minor combat-
ants and support vessels.14 Japan’s
main attack on Luzon began early on
22 December 1941 at Lingayen in
northern Luzon. American and Phil-
ippine forces were unable to hold the
beach and by 23 December, the Japa-
nese had advanced 10 miles. On the
night of 23 December, MacArthur or-
dered the withdrawal of all American
and Philippine forces onto the Bataan
Peninsula.15 U.S. Army Chief of
Staff, USAFFE, General Richard K.
Sutherland informed the staff the
next morning.16

Withdrawal to Bataan was haphaz-
ard at best. Stores of food, ammuni-
tion, and fuel recently pre-positioned
forward for the defense of the
beaches were abandoned or de-
stroyed in place. Provisions for forces
moving into Bataan were incomplete,
although ample stores were present
on Luzon. Transportation resources
were also lacking, so in many cases,
only personally carried items were
brought with the retreating forces.
Almost immediately the forces on
Bataan were placed on half rations
and by mid-March were subsisting
on quarter rations of only 1,000 calo-
ries per day.17

Troops Dig In
American and Philippine troops

dug into defensive positions on the
slopes to the east and west of Mount
Natib along the Abucay and Mauban
lines in preparation for the inevitable
Japanese attack.  The heights of
Mount Natib were rugged and
deemed impassable and so were not
occupied by friendly forces. On 9
January 1942, Japanese forces began
their offensive to take Bataan. Ameri-
can and Philippine forces held until
22 January when the Japanese pen-
etrated the center of the defensive
lines by moving up the supposedly
impassable Mount Natib.18 By 26
January, American and Philippine
troops pulled back and established
a single new defensive line (the
Bagac-Orion Line) north of Mount
Bataan across the width of the pen-
insula. Forces were able to repulse a
series of early Japanese attacks and
some attempted amphibious landings
until early March. The Japanese took
serious losses in these attacks and
withdrew to regroup and reconsti-
tute. On 3 April, reinforced Japanese

forces began a final assault on the
malnourished defenders. The Japa-
nese breached friendly lines in about
36 hours, forcing the eventual surren-
der of the Bataan forces on 9 April
1942.19

The original WPO-3 had envi-
sioned the defense of the Bataan
Peninsula to last up to 6 months be-
fore a relief mission could be
mounted.20 American and Philippine
forces had held for 4 months—since
the beginning of the war—but no
relief mission was underway or yet
planned. Few supplies made it
through the Japanese blockade, and
friendly forces, suffering from a vari-
ety of diseases, were seriously un-
dernourished from subsisting on
ever-decreasing, unbalanced rations.
On 6 May, U.S. Army Lieutenant
General Jonathan Wainwright sur-
rendered Corregidor and all other
American and Philippine forces in the
Philippines, ending America’s rule
until MacArthur returned 2-1/2 years
later.21

Command and control was of criti-
cal importance to Philippine defense,
but the C2 arrangement in the Philip-
pines was the least effective imagin-
able. Although ineffective for the
campaign to retain the Philippines,
the C2 structure did not violate any
of the precepts for a C2 organization.
Its ineffectiveness can be traced to
a failure to effectively execute the
principles that enable C2, a condition
often symptomatic of joint and mul-
tinational operations today.

Under MacArthur’s control were
three sector forces consisting of com-
bined American and Philippine
forces. Two of these were on the is-
land of Luzon (North and South), and
the other was on Mindanao with re-
sponsibility for all the other Philippine
Islands. In addition, MacArthur had
U.S. Army air assets consolidated
under Major General Lewis H.
Brereton. Colonel Charles Drake was
Quartermaster General. Hart operated
in support of USAFFE. Ironically, this
organization changed several times
over the next 75 days. It changed
when North and South Luzon forces
were consolidated in the Bataan
Peninsula, again when the east and
west sectors of Bataan were estab-
lished as I and II Philippine Corps,
again when MacArthur evacuated to
Australia, and even after that.22 While
this evolving command structure

showed some adaptability to
changes in the situation, the leader-
ship shuffle itself was a source of
confusion.

Even before Japan’s invasion of
the Philippines, the stage was set for
confusion. MacArthur, pushing for a
more aggressive defense of Luzon,
directed that the beaches were to be
held at all costs. On 21 November
1941, the War Department approved
his changes to the new Philippine
defense plan.23 MacArthur envi-
sioned that under the new plan de-
fense preparations would be com-
plete by April 1942. He directed that
supplies be stockpiled forward to
support the beaches. Stockpiles on
Corregidor were not to be wholly
depleted, but supplies intended for
the Bataan Peninsula under WPO-3
were moved forward to advance de-
pots and other key defensive posi-
tions.
MacArthur Caught Short

The attack on Pearl Harbor caught
MacArthur’s preparations short, and
he and his staff had to consider the
feasibility of a beach defense. It was
not until 23 December, however, af-
ter the beaches at Lingayen were
lost, that MacArthur decided to
implement WPO-3. No one had an-
ticipated the potential for withdrawal
to the Bataan Peninsula since
MacArthur’s intent to defend at the
beaches had been made abundantly
clear. This caught Drake off-guard,
with the result that many critical sup-
plies needed to defend Bataan and
Corregidor were not in position.24

While troops could move quickly
into Bataan, their supplies could not.
MacArthur’s desire to defend at the
beaches served as an effective intent
statement for Drake and meant that
food, fuel, ammunition, and medicine,
which should have been pre-posi-
tioned in Bataan and Corregidor,
were not. Instead, these vital supplies
were either in supply dumps to sup-
port the beach defense or disbursed
to units deployed about the island.25

Commander’s intent should be
written to allow subordinate com-
manders the latitude to use their ini-
tiative to react to a changing situa-
tion. Although MacArthur had taken
issue with Washington that the Phil-
ippine defense plan was defeatist in
nature and too restrictive, his own
instructions were, in fact, highly re-
strictive and did not allow his staff



84 March-April  2003 l MILITARY REVIEW

and subordinate commanders the lee-
way to act when the situation be-
came untenable.26

Unity of effort was also critical to
command and control in the Philip-
pine defense. Under the Naval por-
tion of RAINBOW-5, Hart’s mission
was to support MacArthur’s defense
of the Philippines as long as that de-
fense continued.27 Hart’s small fleet
consisted of 3 cruisers, 13 old de-
stroyers, 29 submarines, 32 patrol
aircraft, and some smaller surface
craft. After Pearl Harbor, he focused
on his small fleet’s survival as a com-
bat force in the Far East. Under
RAINBOW-5, his mission gave him
the latitude to move to Dutch or Brit-
ish ports at his discretion to protect
the fleet.28 In fact, the Navy’s stated
purpose under RAINBOW-5 empha-
sized operations to draw enemy
strength away from the Malay bar-
rier. How and when a westward ad-
vance of the Pacific Fleet would
reach the Philippines was not indi-
cated, nor was there any apparent
mention of relief of forces in the Phil-
ippines.29 Shortly after receiving re-
ports of the destruction of Pearl Har-
bor, Hart moved most of his surface
force from the Philippine Islands,
leaving only his submarine force and
some coastal patrol craft behind un-
der the command of Rear Admiral
Francis W. Rockwell of the 16th Na-
val District. Hart’s intent was to con-
tinue to provide MacArthur support
with these assets, while preserving
his more vulnerable surface ships.

The Japanese were soon able to
interdict the sea lines of communica-
tions to Manila Bay and almost com-
pletely cut off any resupply opera-
tions to Bataan and Corregidor.
MacArthur’s efforts to persuade Hart
to break the blockade were to no
avail. Finally, on 9 January 1942,
MacArthur wired General George
Marshall at the War Department, stat-
ing, “Hart maintains defeatist attitude
re[garding] Philippines. . . . I urge
steps be taken to obtain more aggres-
sive handling of naval forces in this
area.”30 Whether Hart could actually
have broken through Japanese-con-
trolled seas, which by then extended
south of the Dutch East Indies, is
unlikely given the age, number, and
capabilities of his modest forces. The
effect on unity of effort was obvious:
MacArthur’s sole focus was the Phil-
ippines’ defense; Hart was taking a

broader view consistent with orders
he was receiving from the Navy De-
partment.31 On 30 January 1942, in
response to MacArthur’s stinging
comments, however, the War Depart-
ment placed MacArthur in charge of
all forces in the Philippines, includ-
ing naval assets.32

Such a striking difference in aims
is unlikely between U.S. forces today,
but the potential for working at
cross-purposes is high for multina-
tional forces where supporting and
supported commanders might be
operating under different sets of pri-
orities established by their national
governments. As recently as 1999 in
Kosovo, we have seen how multina-
tional forces do not always work with
true unity of effort. When directed to
capture Pristina Airport, the British
commander refused the direction of
the U.S. commander in charge of the
operation.

In the Philippines, communication
was also a major inhibitor to effective
command and control. The Filipino
people are multilingual. Troops within
hastily activated PA divisions spoke
a variety of languages and dialects.
For example, in the 11th Infantry Regi-
ment, personnel spoke 11 dialects—
five within one company alone. Ta-
galog-speaking officers from central
Luzon could not communicate with
troops speaking the Ilocano (moun-
tain) dialect.

To facilitate command and control
of PA divisions, MacArthur directed
officers from U.S. forces to serve as
trainers and advisers in PA units. The
U.S. officers often had to rely on na-
tive translators where available.33

Orders to the units would come
down in English, but they still
needed to be translated into Span-
ish, Tagalog, or any of the other dia-
lects used by commonwealth troops.
This communication challenge led to
delay; inaccurate relay of commands
and instructions; and outright con-
fusion and frustration. Even today,
skilled multilingual officers and spe-
cialists within the U.S military are
scarce, and it must often rely on other
forces that can speak and read En-
glish.

Command and control at the op-
erational level leading up and into
the Bataan Campaign was horren-
dous. Orders were often miscom-
municated because of language
problems. Orders in the U.S. chain

of command, which contravened
MacArthur’s dictum to defend the
beaches, had to go all the way to him
for resolution because his intent
was not questioned. Only when
MacArthur reinstated WPO-3 did the
forces have a common reference
point, but by then the stage was set
for the logistics nightmare on the
Bataan Peninsula.

Logistics played a key role in the
final outcome of the Bataan Cam-
paign and the eventual surrender of
American and Philippine forces. Ac-
cording to joint doctrine, modern lo-
gistics operations are predicated on
seven principles: simplicity, flexibility,
economy, survivability, sustainabil-
ity, responsiveness, and adequacy.
The Bataan Campaign was lost be-
cause these principles were violated
wholesale. MacArthur’s strategic
decision to defend at the beaches did
not allow his logisticians leeway to
properly plan for distributing critical
supplies. Many supplies and much
equipment necessary to support the
defense of Bataan were lost at for-
ward supply depots, military instal-
lations, or the Manila area. Some
stockpiles were lost to the Japanese,
but withdrawing forces destroyed
the majority.34 Without sufficient
supplies—especially food and equip-
ment—the Bataan defenders were
doomed.
Positioning of Supplies

Positioning of supplies did not
allow for flexibility and survivability
in the face of invading Japanese
forces. MacArthur’s plan for the ag-
gressive defense of Luzon led to the
dispersion of assets from quartermas-
ter depots in the Manila area to four
advance depots (three on Luzon, one
on Cebu) in direct support of forces.
Each Luzon depot was to stock 15
days of Class I (subsistence) and
Class II (clothing and equipment)
supplies.35 No plans were in place to
retrieve forward supplies because
MacArthur’s intent was clearly to
defend forward. WPO-3 was “dis-
carded as far as Bataan was con-
cerned.”36 WPO-3 had called for
stocking Bataan with 180 days of
supplies for a garrison of 43,000
troops, but the quartermaster’s in-
structions were that “under no cir-
cumstance would any defense sup-
plies be placed on Bataan.”37

When MacArthur at last imple-
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mented WPO-3, the majority of the
forward stores were lost. The Tarlac
Advance Depot quartermaster, sup-
porting the North Luzon force, broke
his supplies up into division-size lots
before withdrawing in the hopes that
retreating units could grab them on
the run. What could not be carried
was destroyed in place. Quartermas-
ter operations at existing military
bases were also caught up in the
chaos. At Fort Stotsenburg, 250,000
gallons of gasoline were destroyed
because there was no time or trans-
port to remove it. While sitting in the
rail yards at San Fernando, Guagua,
and Lubao, 70 rail cars of supplies,
including 6 artillery pieces and 10
cars of 155-millimeter artillery ammu-
nition were lost to enemy air attack.38

A rapidly deteriorating transporta-
tion infrastructure complicated efforts
to move supplies to Bataan. Drake
was responsible for organizing the
movement of additional supplies to
Bataan once WPO-3 went into effect.
He estimated that in uninterrupted
and good conditions, it would take
14 days of 24-hour operations to re-
locate supplies from Manila to
Bataan.39 By this time, however, the
transportation infrastructure was in
shambles.

The Army depended on the Ma-
nila Railroad for moving the bulk of
supplies, but by 15 December, enemy
air attacks had degraded rail opera-
tions. By Christmas, not one locomo-
tive was in operation.40

Motor transport resources were
limited and under constant threat of
air attack. About 1,000 vehicles had
been appropriated from Manila when
the war began. Many of these were
commandeered by American and
Philippine officers desperate to ac-
quire transport for their units.41 By
the time the Motor Transport Service
established operations in Bataan on
1 January 1942, only 18 vehicles re-
mained.42

Transportation of supplies to
Bataan and Corregidor was accom-
plished ad hoc by water and by high-
way from Manila.43 The primary quar-
termaster effort was made by water
using all available launches, tugs,
and barges. There was difficulty
keeping sufficient stevedores on the
job based on the ever-present air
threat, but the Luzon Stevedoring
Company, with civilian volunteers,
was enlisted to help keep supplies

moving.44 In the end, this effort was
inadequate to support the more than
100,000 troops, refugees, and labor-
ers in Bataan.

Simplicity was not possible in the
scramble to supply Bataan. On 6
January 1942, half-rationing was
implemented. Each person received
half of the nearly 4,000 calories re-
quired to sustain an active person.
By mid-February, the amount had
been reduced to only 1,000 calories
per person per day.45 Economy was
perhaps the only principle of logis-
tics not violated.

Resupply operations to Bataan
and Corregidor were largely unsuc-
cessful. No large resupply force
dared attempt to break the Japanese
blockade of the island. Some sup-
plies made it to Cebu where they
were loaded onto blockade-runners
(fishing ships and small, fast coastal
craft) for a dash up to Luzon and into
Manila Bay. This tactic was rarely
successful. Some supplies were
smuggled in via submarine, but the
quantities were too small to make a
difference. Only about another 4
days of supplies for the force of
100,000 ever made it through.46 The
lack of sufficient maritime assets to
force the blockade meant that resup-
ply operations into Bataan and
Corregidor were neither responsive
nor sustainable.

Innovation, an unofficial principle
of logistics, was applied successfully
by Bataan quartermasters. The pen-
insula had few natural resources, but
it was not destitute. Local slaughter-
ing operations were set up to pro-
vide meat from indigenous animals.
Water buffalo, horses, mules, cattle,
and pigs provided almost 3 million
pounds of meat to the defenders. In
addition, a fishing center yielded up
to 12,000 pounds of fish daily until
the Japanese managed to intimidate
the local fishermen into quitting.
Fresh water was available, and up to
400 pounds of salt per day (for pres-
ervation) was generated by boiling
seawater. Great efforts were made to
gather palay from the countryside,
and some rice mills were established
to process it, but the total effort
yielded only another 150,000 pounds
of processed rice.47 By February,
however, almost all avenues were
exhausted, and the defenders had to
rely only on what they had managed
to stockpile.

Thorough Lack of Planning
The decision to revert to WPO-3

reflected a thorough lack of planning,
preparation, and communication with
regard to movement of supplies. In-
deed, USAFFE failed to account for
any possibility other than victory at
the beaches; no other options were
considered. When the defense crum-
bled, the logistics operation crumbled
with it. Only innovative, resourceful
logistics support enabled the defend-
ers to hold out until April on Bataan
and May on Corregidor.

The American and Philippine for-
ces’ ability to hold out against superior
Japanese forces for nearly 5 months,
from the main Japanese landings in
December 1941 until Wainwright’s
surrender in May, is a testament to
the courage and tenacity of these
fine soldiers. By a quirk of strategic
policy and unfortunate timing, they
became isolated, without supplies,
equipment, or training necessary to
perform their missions. Despite great
personal hardship, their determina-
tion to resist kept them going.

Probably U.S. forces today will
never face conditions as extreme as
the conditions that the soldiers on
Bataan faced in April 1942. But mili-
tary leaders at all levels should ap-
preciate lessons learned from this
campaign.

Developing a campaign plan must
account for all eventualities; one can-
not assume mission success, which
comes from planning and under-
standing capabilities and limitations
as well as the enemy’s. Commanders
must communicate their intent to
subordinates in such a way as to al-
low them some degree of autonomy,
including developing fallback op-
tions. Open communications must
extend vertically and horizontally
within military forces. Logistics plan-
ning must be tied directly to opera-
tional planning. Branch and sequel
options accounted for in the opera-
tional planning process must be
tested in the logistics planning pro-
cess to determine if they are support-
able.

In the future, we will likely oper-
ate more closely with various na-
tions and within multinational coali-
tions. We cannot expect all forces to
bring the same level of experience
and training to the fight. We must
consider carefully how best to lever-
age their unique capabilities for a
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common objective; how we can en-
hance communication; and what are
appropriate missions for them. Many
of our allies speak English as a sec-
ond language, yet few U.S. person-
nel are trained in other languages.
Can we efficiently and effectively in-
tegrate other nations’ forces placed
under our command? What will be
the common mechanism? In many
cases, the Philippine forces in Bataan
could not even communicate with
one another. How would we, as the
foremost military in the world, deal
with this situation? It is a daunting
challenge.

The surrender of forces in the
Philippines was the largest ever sur-
render of U.S. forces to a foreign
power. The 76,000 American and Phil-
ippine troops who surrendered in
Bataan were sick from malaria and
other jungle diseases and wasted
from malnutrition. They were
marched from their point of surren-
der 65 miles to the Japanese prisoner
camp at Camp O’Donnell. Only
54,000 survived. Many later died of
disease, malnutrition, or torture.
Many died aboard the “hellships”
that took many of the American sur-
vivors to Japan.48

We have heard many times the
refrain, “No more Task Force Smiths,”
in reference to the defeat of the un-
prepared U.S. forces at the beginning
of the Korean conflict. Maybe we
should draw from an earlier, more
brutal lesson and cry out, “No more
Bataans, ever!”  MR
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Algerian Defense Minister
General Khalid Nezzar:  Memoirs
Lieutenant Commander Youssef H. Aboul-Enein, U.S. Navy

General Khalid Nezzar is a contro-
versial figure in Algerian politics. To
some he saved the nation from slid-
ing into the abyss of religious radi-
cal governance. He is credited with
starting the Algerian Civil War after
he nullified the 1991 elections in
which the Islamic Salvation Front
(Front Islamique de Salut [FIS])
was posed to win. Although Nezzar’s
human rights record is highly contro-
versial, this does not discount his
intimate knowledge of and involve-
ment with the military aspects of
bringing independence to Algeria.

While visiting Algiers in 2003, I
picked up one of Nezzar’s memoirs.
The book, Battle Stories, published
in Arabic, offers Nezzar’s recollec-
tions of the Algerian War of Indepen-
dence that lasted from 1954 to 1962.
The long, grueling war caused the
mutiny of the French Foreign Legion
units whose mission was to retain
Algeria as a French colony.

Nezzar gives readers insight into
the organization and tactical thought
of Algerian guerrilla and conven-
tional warfare. This book and Nez-
zar’s 1999 memoir are important
works of military history available to
Arab readers. Nezzar’s books are also
accessible in French.
The National Liberation Front

Today, the warring factions in Al-
geria are the ruling National Libera-
tion Front (Front de Liberation
Nationale [FLN]), the Armed Islamic
Group (Groupements Islamique
Armé [GIA]), and the Salafist Group
for Preaching and Combat (Groupe
Salafiste pour la Predication et le
Combat [GSPC]), which is closely
linked to al-Qaeda. These militant
groups consist of Algerians reared on
the stories and tactics of the Alge-
rian War for Independence.

Nezzar’s memoirs give us an un-
derstanding of the terrain, tactics,
and evolution of combat capabilities
of guerrilla movements in Algeria.
The book offers lessons in how
French Armed Forces dealt with ter-
ror tactics and guerrilla warfare in the
past and how these lessons might be
applicable today. For example, Osama

bin-Laden studied terrorist groups
and successful insurgency move-
ments, particularly those of Arab lib-
eration, and he counts the GIA as
part of his declared World Muslim
Front.

Nezzar has recently been the sub-
ject of a 2002 court case in which he
was charged with torture and inhu-
mane treatment of his enemies. Former
Algerian army officer Habib Soua-
idia’s book, The Dirty War (La Sale
Guerre), published in French, ac-
cuses Nezzar of torture, extrajudicial
killings, and for prolonging the state
of emergency. According to the “Ex-
ecutive Summary for Algeria Under
Politics,” in Jane’s Sentinel Security
Assessment—North Africa (on-line
at <www4.Janes.com>), ultimate
power in Algeria is thought to be in
the hands of five generals, one of
whom is Nezzar. Nezzar’s memoirs
might offer insight into his motiva-
tions for not wanting to see Algeria
lapse into religious radicalism.

Early FLN members were a cell of
disgruntled officers of the French
Auxillary Forces and Foreign Legion.
Before beginning the independence
movement in 1954 this cell focused
on recruiting and studying military
topics useful to insurgency move-
ments, including demolitions training
and mine and countermine warfare. In
essence, the French Armed Forces
helped train early FLN organizers.

In many ways, Nezzar’s account is
reminiscent of the story of U.S. Spe-
cial Forces Sergeant Ali Mohammed,
who in the early 1990s provided al-
Qaeda with valuable training manu-
als that formed the basis of their jihad
encyclopedia and operations manu-
als. Amazingly, Mohammed traveled
to Afghanistan to train Islamic mili-
tants while on active duty in the U.S.
military and without the knowledge
of his chain of command. He also
used skills learned in the U.S. Army
to “case” U.S. embassies in Dar-el-
Salam and Nairobi.

Nezzar’s memoirs also examine the
FLN’s early organization and strate-
gic goals. Nezzar writes that a com-
mittee formed the National Revolu-

tionary Council (Conseil National de
la Revolution Algerienne [CNRA]),
which included military men who had
fought for France in Indochina and
during World War II. The CNRA was
FLN’s political organ. In 1959, the
CNRA formed a military committee
in an effort to merge political and
military aspects of the guerrilla war
and attacks within Algerian cities.
Nezzar outlined the following strate-
gies for the military committee:

l To destroy electric fences the
French had erected to keep FLN units
from infiltrating the Algerian border.

l To recruit personnel to the FLN.
l To conduct operations and mili-

tary strikes to disrupt the economy.
l To expand the conflict out of the

cities to include the Sahara regions
where regular French units could be
divided and harassed.

l To conduct military operations
and guerrilla strikes on French soil.

l To develop leadership within
the movement.

Nezzar mentions the importance of
logistics bases in Tunis, Libya, and
Morocco. He also mentions the im-
portance of Egyptian President Gamal
Abdul-Nasser, who provided funds,
training, and most important, the
Voice of the Arabs radio station that
provided Arab nationalist solidarity
propaganda. The nations also spon-
sored meetings for FLN leaders to
discuss strategy. The Revolutionary
Command Council met every three
months to reevaluate its course and
to change the direction of hostilities
alternating between guerrilla and
conventional tactics. The chiefs of
every organized unit of the ALN at-
tended meetings.

Of the nations that supported the
FLN, Nezzar credits Tunis with pro-
viding safe havens for refugees. The
movement of those refugees offered
the perfect mechanism for transport-
ing supplies and fighters across bor-
ders. Nezzar also reveals that Tuni-
sia’s restriction against allowing
pursuing French army units to cross
the Tunisian border gave the FLN a
chance to use the border to target
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French Army units, then withdraw to
hit them again. This allowed them to
know the exact locations where units
would stop to try to direct and con-
centrate fire.

A Maginot Solution?
In response to terror tactics in

Algeria’s major cities, which in-
cluded assassinations of French po-
lice, civil servants, and military per-
sonnel, the French erected electronic
fences across Algeria’s borders and
around towns and villages. Nezzar
describes how the electronic fence
was interspersed with guard posts,
mines, and a rapid heliborne re-
sponse force. French tanks, artillery
batteries, and mobile radar units
reinforced the fence. Named the
Morice Line after French Defense
Minister André Morice, the fence
was enhanced with motion-detecting
tripwires.

Nezzar details the challenges of
penetrating the Morice Line and
the ALF guerrilla tactics of attack-
ing one area of the line as a diver-
sion while amassing forces to over-
run a smaller garrison or watchtower
elsewhere. Nezzar writes that care-
ful reconnaissance by Algerians
sympathetic to the independence
movement carefully watched the de-
ployment of French fighter-bombers
and helicopters in major coastal air-
ports. The sympathizers gave the
FLF important information with
which to assess whether diversions
had succeeded.

A few FLN fighters were veterans
of Diem Bien Phu and understood
that to force the French to withdraw,
the FLN had to inflict massive losses.
Nezzar calculated that French casu-
alties reached 350,000 with 39,000
dead, which proved to be the limit to
France’s will to fight.

Nezzar discusses other key fac-
tors, such as the ALN’s methods of
gathering information. The move-
ment monitored newspapers, paying
particular attention to French casu-
alty lists. The ALN acquired skills to
conduct reconnaissance from the
sea, and it developed specialized
units to penetrate the Morice Line
and to clear mines. Diversionary at-
tacks were made to allow sappers and
wirecutters time to penetrate electri-
fied fences. The ALN also took great

care in selecting key terrain, not just
for ambush but to monitor French
military convoys, command post
activity, and roads. Ever mindful of
helicopters, the ALN made great ef-
forts to track all French military air
assets based in Algeria.

 The French wanted to win battles
with overwhelming force and would
meet 60 FLN guerrillas with the same
pattern of tanks; command and con-
trol helicopters; and trucks carrying
infantry as they would have if they
were confronting a larger force. The
FLN discovered the pattern of
French attacks and using the terrain
and the time of their own choosing,
summoned overwhelming force.
Their objective was to inflict casual-
ties then withdraw to fight in another
location. Or, they would lure French
forces to the Tunisian border, know-
ing the French would stop at certain
locations where they would be met
with mortar fire. These tactics were
the same as those Vietnamese Gen-
eral Giap used against French forces
in Indochina and later against U.S.
forces in Vietnam.

FLN conventional units consisted
of infantry, 82-millimeter (mm) mortar,
and 57-mm cannons. The FLN took
care to assign French-trained veter-
ans to volunteers new to combat. By
the end of the war in 1962, the FLN
had armed and equipped 25 regi-
ments.

Analysis and Criticism
Nezzar’s description of actual

battles focuses on the emotional as-
pects of the fight and lacks any real
tactical detail. What I gleaned from
the two chapters in which FLN units
engaged French forces is that before
hostilities began the Algerians had
planned both the attack and the av-
enues of retreat.

The book lacks a topographical
map, which would have helped read-
ers understand the terrain and unit
locations. I also criticize Nezzar’s ro-
manticization of the conflict. The Al-
gerian war of independence was ruth-
less. The cafe wars alone killed 5,000
civilians. French civilian vigilante
units, called rat hunters (raton-
nades), targeted Arabs and alienated
the local population. Also, the book
does not mention the French policy
of regroupement, which resettled two

million Algerians into squalid camps.
Nevertheless, this book is important
and should be of interest to counter-
terrorism and foreign area officers.

Lieutenant Commander Youssef
Aboul-Enein, U.S. Navy, is a Middle-
East/North Africa Foreign Area Officer.
He received a B.B.A. from the Univer-
sity of Mississippi, an M.B.A. and
M.H.S.A. from the University of Arkan-
sas, is a graduate of the U.S. Navy
Command and Staff College, and is
currently attending the Joint Military
Intelligence College. He has served in
the continental United States, Liberia,
Bosnia, Saudi Arabia, and Egypt. He is
a frequent contributor of book reviews
and essays to Military Review.
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THE EVOLUTION OF SPECIAL
FORCES IN COUNTER-TERROR-
ISM: The British and American Ex-
periences, J. Paul de B. Taillon, Praeger,
Westport, CT, 2001, 190 pages, $62.50.

The title is the only mistake in this
book. Special Forces did not evolve
in counterterrorism; it evolved into
counterterrorism. While counterter-
rorism might be the topic currently in
vogue, the other missions of Special
Forces remain. Overall, this brief
book does an excellent job showing
how Special Forces evolved in Brit-
ain and the United States.

Britain, with its perpetual Northern
Ireland Training Area and colonial
experience, has the advantage of an
institutional memory and a military of
veterans with practical experience.
America’s experience has been more
eclectic. J. Paul de B. Taillon points
out that America has also been prone
to fashionable attitudes toward spe-
cial operations. Contrasting the two
experiences, the author finds that the
British stress the human element of
Special Forces, while the United
States stresses technology. Both are
necessary; however, Taillon finds the
reliance on technology to be self-
defeating.

Along with the history of the re-
spective Special Forces establish-
ments, Taillon identifies principles
of unconventional warfare, which
will be useful to scholars in the field.
Of relevance to the title, Taillon ar-
gues the need for international coop-
eration against terrorism. Far from
writing antiterrorist platitudes, he ar-
gues specific areas in which nations
can share technology, information,
and expertise.

K.L. Jamison, Attorney at Law,
Gladstone, Missouri

THE UNION THAT SHAPED THE
CONFEDERACY: Robert Toombs
and Alexander H. Stephens, William
C. Davis, University Press of Kansas,
Lawrence, 2001, 284 pages, $29.95.

William C. Davis’s latest book, The
Union that Shaped the Confederacy:
Robert Toombs and Alexander Ste-
phens, is an unusual biography of a
friendship between two men who
were influential in antebellum Geor-
gia politics and in the founding of
the Confederacy. Although they
were opposites in personality and
physical size, Toombs and Stephens
were close friends and political allies.

The story is interesting in that
Toombs and Stephens were em-
braced as moderates to free the na-
scent nation from fire-eater radicals
such as Robert Rhett and William
Yancey. Confederate President Jeffer-
son Davis marginalized Toombs and
Stephens, and ironically, they joined
the fire-eaters in their opposition to
Davis’s policies. Toombs seemed to
personally resent Davis for beating
him out of the office of president
while Stephens vehemently opposed
Davis’s antilibertarian policies, espe-
cially the suspension of the writ of
habeas corpus.

Davis has done his usual thor-
ough job of investigating the sub-
ject of the interplay between forces
of political moderation and radical-
ism, pride, and ambition in the mid-
1800s. The story that results is well
worth reading.

LTC D. Jon White, USA,
Smithfield, Virginia

MAO’S CHINA AND THE COLD
WAR,  Chen Jian, University of North
Carolina Press, Chapel Hill, 2001, 400
pages, $49.95.

In Mao’s China and the Cold
War, Chen Jian interprets the course
of Sino-American relations between
1945 and 1972 through nine cases,
using newly accessible Chinese ar-
chival sources. He also provides a
useful bibliographical essay outlin-
ing the major works on these cases.
Because many archives are still
closed, these studies are not defini-
tive, but they begin to illuminate the
reasons for Chinese perceptions and
behavior.

Originally published as separate
journal articles, the studies have
been revised in light of the author’s
more recent research. The book’s
force comes from the repetition of
Chen Jian’s major themes, which unite
the decisions Mao Tse-tung and
Chinese leaders made in these dis-
parate case. The themes include a
sense of geopolitical reality; an obli-
gation and mission to aid fraternal
communist parties and promote anti-
imperialist revolutionary movements
worldwide; the dominant force of
Mao’s personality; and the use of
foreign affairs to promote a domes-
tic political agenda. While these sev-
eral motifs recur throughout the pe-
riod, the major ones are the domi-

nance of Mao’s personality in the
Chinese state and his use of foreign
policy to promote a political agenda
that accentuated permanent revolu-
tion to create a new man.

China occupied a unique position
in the Cold War because it was the
object of both the affections and
hostility of the two major powers.
Mao’s policy was to establish and
maintain China’s independence by
destroying the nascent Russo-Ameri-
can division of the world that
emerged from Yalta by placing China
in a central position in world politics.
Mao’s was a foreign policy that was
both Chinese and communist; the
emphasis depended on circum-
stances. Chen Jian points out that
despite the theories of the realists,
ideology is important. Mao managed
to project China onto the world stage
and have it taken seriously despite
its economic and military weakness.
Chen Jian also convincingly demon-
strates that foreign-policy crises were
used to promote national mobilization
in China.

Chen Jian aims for contemporary
relevance as he discusses the last of
the cases and its implications. He
points out that the Communist
Party’s domestic disasters, culminat-
ing in Lin Biao’s failed coup in 1971,
resulted in a crisis of revolutionary
faith. An ideologically driven state
loses its legitimacy when its people
believe neither in its future nor in its
ideology. The crisis of faith that be-
gan in 1971 has been exacerbated by
Deng Xiaoping’s opening of China
to the West since 1980 and the
resulting inter- and intra-regional
economic growth and income dispari-
ties that have obliterated Maoist
egalitarianism and its exaltation of
poverty. These incidents have led the
Chinese Communist Party to become
more Chinese as it abandons commu-
nist ideology. According to Chen
Jian, this means that the Taiwan is-
sue has greater importance than it
had during the Cold War. China’s
domestic needs have always driven
foreign policy, and the refusal to fore-
swear the use of force to settle the
Taiwan issue indicates that commu-
nist leaders believe they have a le-
gitimacy crisis. Having thrown its
ideology overboard in pursuit of
prosperity, China must emphasize its
nationalist claims to bolster its au-
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thority. Chen Jian’s hope that China
will be able to make the right choices
rationally seems warranted, but he
acknowledges that the next 20 years
will be trying ones for China’s rulers.

I recommend this book for those
curious about contemporary Chinese
diplomatic history, the relationship
between domestic and foreign policy
under Mao, and possible future
courses for Chinese policy.

Lewis Bernstein, Ph.D.,
Huntsville, Alabama

THE DYNAMICS OF MILITARY
REVOLUTION, 1300-2050, MacGregor
Knox and Williamson Murray, eds., Cam-
bridge University Press, NY, 2001, 224
pages, $27.95.

Much has been written recently
about military revolutions, and much
of it represents truly useful analysis.
Some, however, is jargon-riddled
rubbish. The Dynamics of Military
Revolution belongs to the former
category. The book’s two editors,
MacGregor Knox and Williamson
Murray have written widely and well
on the topic of military revolutions.
In preparing this collection, they en-
listed the services of some of the best
military historians working today,
among them Dennis Showalter, John
Lynn, Clifford Rogers, and Holger
Herwig.

Together, the contributors exam-
ine famous and not-so-famous ex-
amples of dramatic periods of
change in warfare and the environ-
ment of war. Beginning with the 14th
century military system of Edward III
of England, the topics include the
early modern revolution (exemplified
in the French Army of Louis XIV);
the transformation of war that fol-
lowed in the wake of the French
Revolution and Napoleon; the
battlefleet revolution led by Britain’s
Jackie Fisher; the creation of the
three-dimensional battlefield in World
War I, and the blitzkrieg revolution
unleashed by the Germans 20 years
later.

Knox and Murray provide the
thread linking these case studies in
their opening essay “Thinking
About Revolutions in Warfare.” Mili-
tary revolutions, write Knox and
Murray, are cataclysms that reshape
governments and societies as well as
militaries. The military revolution of
the 17th century helped found the
modern nation-state and led to a
Western military preeminence that

has endured into the 21st century.
In the editors’ view, revolutions in

military affairs (RMAs) take place
within the broader framework of mili-
tary revolutions and involve a con-
ceptual rethinking of the conduct of
warfare, usually within a subcat-
egory of war. So, for example, the lead-
ing role aircraft carriers assumed in
the American and Japanese fleets
during World War II represents an
RMA in the subcategory of naval
warfare. This carrier revolution oc-
curred as a sort of aftershock to the
broader military revolution that took
place during World War I.

Even if Murray and Knox had lim-
ited their book to historical cases,
they would have given us enough to
chew on. There is much to energize
reflection and debate among military
professionals. However, they con-
clude the book with a summary es-
say that reminds us that all analysis
of military change must occur within
a strategic context.

They are not sanguine about U.S.
efforts to apply the appropriate stra-
tegic analysis to efforts to anticipate
change. They find that senior military
leaders tend to be technological uto-
pians incapable of using historical
perspectives and cultural insights to
shape the future military. They argue
that the officers who endured the
Vietnam experience understand that
technology is not a substitute for
well-grounded concepts and doc-
trine. Unfortunately, as such offic-
ers leave the ranks, they are replaced
by anti-intellectuals who are captive
to the mechanistic approaches fa-
vored by a Robert McNamara-influ-
enced Pentagon.

Whether one agrees with the edi-
tors’ assessment or not, The Dynam-
ics of Military Revolution will reward
historians and military profession-
als alike. This book belongs on the
reading lists of officers from all four
services.

LTC Scott Stephenson, USA,
Retired, Fort Leavenworth, Kansas

AT CUSTER’S SIDE: The Civil War
Writings of James Harvey Kidd,  Eric
J. Wittenberg, ed., Kent State University
Press, Kent, OH, 2001, 140 pages,
$35.00.

The preeminent biographer of Bre-
vet Brigadier General James H. Kidd,
the quintessential companion and
historical chronicler of General
George Armstrong Custer and his

Michigan Wolverine Brigade, returns
with another glimpse into the wartime
exploits of the “Boy General.” Eric J.
Wittenberg offers a collection of
Kidd’s speeches and writings that
delve into the character of the legend-
ary cavalryman and Indian fighter.
From the dedication of the Michigan
Cavalry Brigade Monument to a com-
prehensive sketch of Custer’s life,
Kidd describes events as only a tal-
ented and prolific writer can.

At Custer’s Side is a companion
volume to Kidd’s memoirs and the
collection of his letters. The book
completes Wittenberg’s literary ef-
forts to bring to life the “trials and
tribulations of the horse soldiers who
followed Custer’s guidon.” In draw-
ing his Custer trilogy to a close,
Wittenberg once again explores the
tragedy of The Battle of Little Big
Horn, an event for which Kidd reso-
lutely fixes blame on Custer’s subor-
dinate commanders Major Marcus
Reno and Captain Frederick Benteen.
At Custer’s Side, however, is much
more than a retelling of an epic of the
Indian Wars; Wittenberg presents
Kidd at his finest, as an exceptional
orator and writer and as a genuine
figure from a time long passed.

Originally intended to serve as
appendixes to Wittenberg’s earlier
collection of Kidd’s writings, One of
Custer’s Wolverines, The Civil War
Letters of Brevet Brigadier General
James H. Kidd, 6th Michigan Cav-
alry (Kent State University Press,
Ohio, 2000), At Custer’s Side is an
exceptional first-person account of
the Civil War exploits of one of
America’s most colorful military or-
ganizations and is a valuable addi-
tion to any library of “Custeriana.”

MAJ Steven Leonard, USA,
Fort Campbell, Kentucky

THE WILD BLUE: The Men and
Boys Who Flew the B-24s Over Ger-
many, Stephen E. Ambrose, Simon and
Schuster, New York, 2001, 299 pages,
$26.00.

There has been considerable ma-
terial written about World War II
Army Air Forces. The Wild Blue: The
Men and Boys Who Flew the B-24s
Over Germany is a compelling story
of heroism, commitment, and death
on a scale perhaps not matched since
that time. The majority of the infor-
mation in the record focuses on the
men of the Eighth Air Force head-
quartered in England and on the
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Boeing B-17 heavy bomber. Far less
has been chronicled on the other
theaters of the war or the other
American heavy bomber—the Con-
solidated B-24. In his latest book, In
the Wild Blue, Stephen Ambrose at-
tempts to shed light on these lesser-
known subjects.

Ambrose is no stranger to World
War II stories, especially from the
perspective of the individual fighting
man. He is the author of several best
sellers about World War II, most
notably Citizen Soldier: The U.S.
Army from the Normandy Beaches to
the Bulge to the Surrender of Ger-
many, June 7, 1944-May 7, 1945
(Touchstone Books, New York, 1998)
and D Day: June 6, 1944: The Cli-
mactic Battle of World War II
(Touchstone Books, New York, 1995),
which are excellent books. In The
Wild Blue, Ambrose tells the story
of Lieutenant George McGovern, a B-
24 pilot and member of the Fifteenth
Air Force headquartered in Italy.
McGovern survived the war and be-
came a U.S. Senator, and in 1972 he
was the Democrat Party candidate
for President.

While the book centers on
McGovern and his crew, it also tells
the story of countless other B-24
crewmembers and Army Air Forces
veterans. However, this is also the
book’s flaw; it is almost impossible
to follow. The individual accounts
provide interesting reading, but
Ambrose’s movement between char-
acters is routinely awkward and dis-
tracting.

Ambrose does a credible job of
telling the McGovern story, but un-
fortunately, he misses the mark on
the B-24 story. The B-24 was active
in all theaters of the war, not just
Italy. Missing are the accounts of the
1943 raid on the Ploesti oil refineries
in which only B-24s participated, and
losses neared 40 percent. Also miss-
ing is the entire B-24 story in the
Pacific Theater where the B-24
proved far superior to the B-17. Fi-
nally, where is the story of the rookie
crew of the B-24 named Lady Be
Good who overshot their base at
Benghazi while returning from their
first mission? They perished in the
Libyan desert, and the crash site was
only discovered in 1958.

In the end, the story of the B-24s
and their crews remains untold.
While some portions of this book are
interesting, most readers, especially

those interested in World War II
aviation, will find Ambrose’s work
incomplete.

MAJ Ted J. Behncke, Sr., USA,
Fort Leavenworth, Kansas

APRIL 1865: The Month That Saved
America, Jay Winik, HarperCollins, NY,
2001, 461 pages, $32.50.

Jay Winik rightly argues that April
1865 was an essential cornerstone in
American history. With maybe a
touch of hyperbole, he asserts
that April was “perhaps the most . . .
crucial month . . . in the life of the
United States.” Civil War scholars
certainly would agree that the events
of that April were essential, but
whether they could be considered
the most decisive in the history of the
Republic is another matter. Historians
could reasonably argue that July
1776, October 1781 (the surrender at
Yorktown), or even July 1863 with
Union victories at Vicksburg and
Gettysburg were as decisive as April
1865.

Winik bases his contention on
General Robert E. Lee’s decision not
to disperse the Army of Northern Vir-
ginia and conduct a guerrilla cam-
paign, the fall of Richmond, the sur-
render at Appomattox, the assassina-
tion of President Abraham Lincoln,
and the transfer of power to Vice
President Andrew Johnson. Certain-
ly such a campaign would have had
dire consequences not only for the
South, but also for the Nation as a
whole. These contentions are strong
points in his favor. Had any of these
events turned out differently, history
might have been changed.

Other strengths are Winik’s analy-
sis of the Constitution and whether
states actually had the right to se-
cede; an extensive discussion about
arming slaves; Lincoln’s views of
giving blacks the right to vote; and
the precedents for presidential suc-
cession, particularly John Tyler’s
succeeding William Henry Harrison
in 1841; and the consequences of
the surrender of Confederate General
Joe Johnston’s Army of Tennessee
to Union General William T. Sherman
after Lincoln’s murder.

There are several areas that de-
tract from Winik’s work. The first is
his tendency to go off on tangents.
For example, he attempts to compare
and contrast Lee’s march westward
from Appomattox with the 1942

Bataan Death March, and he de-
votes 12 pages to Lincoln’s back-
ground while admitting that “noth-
ing . . . about his background recom-
mended Lincoln to the daunting task
he was about to face.”  Lincoln’s
views on slavery were relevant, and
Winik does address them, but they
get lost in detail.

Winik’s unconventional style of
footnotes (a combination of biblio-
graphical essay, highlighted words,
and phrases) is cumbersome. Also,
there are too many instances where
information that should have been
footnoted is not. For example, Winik
states that Davis “vows to fight on,”
yet there is no source for Davis’s
vow. Winik quotes a letter from Lee
but provides no note as to when it
was written, to whom, or where it can
be found. These are serious short-
comings in a scholarly work. Finally,
although he devotes approximately
16 pages to Johnston’s surrender in
North Carolina, the surrenders of
Confederate armies in North Carolina,
Alabama, and the Trans-Mississippi
Department are barely mentioned.
Winik should have drawn a closer,
more direct, connection between
Lee’s surrender and the decisions by
commanders in those areas to capitu-
late. One paragraph is hardly ad-
equate.

April 1865 has received advance
praise from several noted historians
for its subject matter and readability.
At the risk of offending those lumi-
naries, I found the book at times to
be difficult to follow because of the
“rabbit trails” Winik follows. Even
in the conclusion Winik describes
the physical setting of post-war
Washington—a subject that has no
relation to April 1865. I also consider
the lack of footnotes and the style of
those he provides to be serious
weaknesses. That said, the book
does address areas of great national
importance that had a dramatic effect
on the United States as we know it
today, and thus, the book is a signifi-
cant contribution to the historiogra-
phy of the American Civil War.
LTC Richard L. Kiper, USA, Retired,

Ph.D., Leavenworth, Kansas

GERMAN ANGLOPHOBIA AND
THE GREAT WAR, 1914-1918, Mat-
thew Stibbe, Cambridge University Press,
New York, 2001, 267 pages, $59.95.

This book examines the German
mentality toward the English during
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World War I. Matthew Stibbe draws
from archives, personal correspon-
dence, and newspapers. The primary
arrangement is chronological, but
various topics are addressed in each
chapter. After introductory informa-
tion, the focus is developed into the
debate surrounding German war aims
vis-à-vis annexations and unre-
stricted submarine warfare.

The book is well written and
moves at a fair pace. One important
note is that if the reader is not knowl-
edgeable in German, it would be a
good idea to have a reference handy
because of German terms and news-
paper names. This book has value for
the defense community as a tool to
understanding the mentality of a
people and how they were affected
and influenced by propaganda and
the popular media.

One side note: Stibbe refers to the
British people as English. The expla-
nation for doing this is that he sees
referring to them as English as de-
rogatory. He equates the use with his
view that the British were imperial
mercantilists. This also leads to the
word anglophobia rather than some-
thing like “Britophobia.”

Overall, the theoretical framework
seems logically formulated. The only
major problem is the conclusion. The
book purports to deal with anglo-
phobia during World War I, but the
lion’s share of the conclusion dis-
cusses anglophobia and the Nazi
party during the interwar period; it
never seems to make its point about
German anglophobia.

SPC David Schepp, USA,
Fort Benning, Georgia

DAY OF DECEIT:  The Truth About
FDR and Pearl Harbor, Robert B.
Stinnett, Touchstone Books, NY, 2001,
399 pages, $16.00.

Robert B. Stinnett is a World War
II Navy veteran who later joined the
Oakland Tribune as a photographer
and journalist. Stinnette also wrote
George Bush: His World War II Years
(Diane Publishing Co., Collingsdale,
PA, 1992).

Essentially, the theme of Day of
Deceit: The Truth about FDR and
Pearl Harbor is reflected in its title.
The questions are “What did U.S.
intelligence know about Japanese
intentions?” “What did U.S. intel-
ligence communicate to the Presi-
dent of the United States?” “What

did the President do with the infor-
mation?”

 This book is controversial, and
as I read it, my thoughts swung
from believing Franklin D. Roosevelt
knew about Japanese intentions to
believing he knew nothing. If he
knew what Japanese intentions were,
then why did he not instruct that
such information be distributed to
the appropriate personnel and of-
fices?

Day of Deceit has a large number
of endnotes, references, and facsimi-
les of relevant documents that are
useful for further research. Reading
the book and judging its validity is a
research project in its own right. I
recommend this book, but not be-
cause I believe it represents histori-
cal fact or because I agree with its
conclusions, but because it provides
information about a subject that will
be discussed and debated long into
the future.

Richard L. Milligan, Ph.D., Fort
Leavenworth, Kansas

PEARL HARBOR STORY, Henry
Dozier Russell, Mercer University Press,
Macon, GA, 2001, 160 pages, $19.00.

Major General Henry Dozier
Russell, a member of the U.S. Army
Pearl Harbor Investigation Board,
which finished its work in 1944,
stated, “I doubt if at any critical time
in our history our interests were in
the hands of a weaker group of men
than those constituting the War De-
partment in December 1941.” As a
member of the Board, Russell was
sworn to secrecy, an oath he prom-
ised to himself to violate as soon as
the war was over. This book is Rus-
sell’s testimony of the Board’s activi-
ties and findings. He dictated it in
1946, but it was unpublished until
now. To appreciate the book, one
must appreciate the man.

Russell was a National Guardsman
who, by his own admission, had little
faith in active-duty soldiers. Before
the war, Russell was the command-
ing officer of the 30th Division. Once
the war began, the Army retired or
reassigned many National Guard lead-
ers in favor of Regular Army officers.
Russell was not excepted: “I was re-
lieved from the command of the Di-
vision and sent before a reclassifica-
tion board. . . . Such conditions were
created by the Regular Army as a part

of an overall policy to eliminate the
National Guard as a major component
of the Army of the United States. It
was my firm belief that Chief of Staff
[George C.] Marshall played a large
part in the formulation and execution
of this anti-National Guard policy.
Certain it is that his conduct in the
purge of the 30th Division was utterly
and almost unbelievably reprehen-
sible.”

Despite his training as a lawyer,
which dictated his impartiality and
his protestations of always trying
to be fair, his anger toward the
Regular Army, in general, and
Marshall, in particular, seethes
throughout the book. Russell’s anger
is so great that anyone who gives
testimony supporting Marshall is
painted as either part of a great mili-
tary conspiracy to cover up the truth
or as totally inept.

Russell feels with equal vigor that
General Walter Short was made a
scapegoat. All testimony against
Short is downplayed and invariably
Short’s mistakes are the result of
malfeasance by Marshall (or at the
least, the stupidity of Marshall’s
school-trained staff officers). This
attitude is so pervasive as to become
distracting. Worse, it hides important
lessons that can be learned from the
mistakes of the past. However, once
past the hyperbole, the reader finds
fascinating lessons learned—some
of which we are still learning.

Problems associated with a lack of
a unified commander; of living in a
peacetime democracy yet preparing
for war; of writing orders with an eye
on culpability; of having too much
authority vested in one individual;
and of course its corollary, not hav-
ing enough authority vested in sub-
ordinates, are all indicated in the fail-
ures at Pearl Harbor. The reader will
even find a hint of the dangers as-
sociated with political correctness in
the intelligence community at not
spying on the Japanese because we
were not yet at war and did not want
to offend them. The book, a fascinat-
ing foray into the workings of the
War Department in 1941 and the
Army Pearl Harbor Investigation
Board, gives an interesting picture of
how and why the United States was
caught so completely by surprise.

LTC David G. Rathgeber, USMC,
Retired, Fallbrook, California
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