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This research studied the availability of future information technology (IT) managers at the U.S. Department of State (DOS). Over half DOS’s Foreign Service specialist workforce is composed of Generation X—a cohort known to change employers often. Using current personnel profiles, the author projected the number of specialists in 2010. The prediction revealed that if attrition exceeds 15 percent, there will be more management vacancies than qualified candidates. This potential problem is exacerbated by the low birthrate of Generation X: Between 2010 and 2025, there will be fifteen percent fewer Generation X employees available.

Because most IT managers will retire in the next five to ten years and it takes five years to groom an IT specialist for management, DOS must recruit leaders who can move into management within five years. A risk analysis identified that the most viable strategy is to immediately recruit a higher percentage of retired military officers with an IT management background. Moreover, DOS must initiate training to integrate more effectively Generation X employees and to identify potential IT managers in order to help them hone their people and leadership skills. Finally, the research should be expanded to include all DOS Generation X employees.
When I was five years-old my grandfather shared with me that the younger generation just didn’t measure up. When I was twenty, and had all the answers, my frustrated father wondered what would become of my generation. Now I am in my 50s and question if today’s youth will be able to meet the challenges ahead. Yes, this current group is much different from past generations. But in what ways?

From 1998 to 2005, I was the chief technology officer at two large U.S. embassies. First I served in Turkey, then in Brazil. In this position, I directed the work of information technology (IT) personnel for the U.S Department of State (DOS). The IT group, about half of whom were new hires, were technology whizzes: you told them your needs and they met them, often in a matter of minutes. One concern, nevertheless continually surfaced: The young employees invariably questioned authority—an irritating behavior that limited their integration into the workplace. Let me share some personal experiences. At any mission you do what the ambassador asks. If he or she requests you attend a social function, you go. If she asks for a new computer, printer or satellite phone, you provide it. Sam and Bettie, two IT specialists who had worked five years in industry before joining DOS, saw no need to call the head of the mission “Mrs. Ambassador,” and felt her first name would do. John, Ellen and Brien, recent computer networking graduates from the University of Maryland, did not want to go to the ambassador’s social event where they “would just have to make conversation with others whom they did not know.” Susan, another new hire, felt it was more important for the junior officer in the Political section to have the new computer rather than the ambassador. I had to frequently redirect their actions.

There were other differences as well. All but one of those under 35 years-of-age were reluctant to work overtime, claiming they had better things to do with their time. They all demanded feedback—immediate feedback. And they were bold. Ron and Nancy, who were in the middle in their second overseas assignment, requested I write them letters of reference so they could get a job outside of DOS after they completed their overseas tour; They demanded additional computer training, contending they could not do their jobs without it.

Reflecting back, I was perplexed by the behavior of my young IT staff. I wasn’t prepared to deal with this newest group of workers, commonly called Generation X. I did not know how to best deal with their needs and temperament. Because DOS elected to put me into a year of senior training, and part of this training involved conducting research, I began to study how others were dealing with Generation X. Are they truly different than past generations? Which
strategies best motivate them? This paper applies what I learned to a strategic staffing problem at the State Department.

**Strategic Importance**

Today’s world is very dependent on technology. The strategic plan for the U.S. Department of State lists several strategic objectives that guide the strategic deployment of information technology (IT) assets within its missions. The plan incorporates the policy positions of President George W. Bush in his *National Security Strategy* and outlines how the Department of State and the United States Agency for International Development will carry out foreign policy and development assistance. The first strategic objective, “To create a more secure, democratic, and prosperous world for the benefit of the American people and the international community,” provides conceptual underpinnings for DOS’s IT Bureau’s strategic plan.

An organization must have capable IT professionals to keep its IT assets operational. This is definitely true for DOS whose professionals must maintain computer and communications networks throughout the world. In order to eliminate ever-increasing staffing gaps, State replenished its Foreign Service IT workforce just before the turn of the Century. The successful recruitment was guided by DOS’s IT strategic plan. The plan’s strategic goal was “[s]ustaining a trained, productive workforce,” and, by 2004, over half the IT Bureau’s Foreign Service population were new hires. Approximately sixty per cent of the new hires were born between 1965 and 1979 and belonged to the generational cohort, Generation X.

As early as 2010, the IT Bureau will face significant turnover with the retirement of its mid- and senior-level managers, most of whom are between fifty and sixty years old. Its 2006 to 2010 strategic plan speaks to improving work-practices and leading change, but does not specifically address this shortage. Ruch notes that the shortage of Generation X employees poses strategic problems for the U.S. workforce.

The number of employees age 45 to 64 (baby boomers) continues to be a strong base of the U.S workforce; the number of Gen Xers (employees age 25 to 34) is considerably smaller. By 2010, the population of employees 25 to 44 is expected to decrease by 15 percent. That has created an unprecedented shortage of younger (Gen X) employees.

With so many new hires, the Bureau expects that it will have sufficient IT professionals to move into management ranks. Historically, its senior leaders are on sound footing: most joining DOS have remained for their entire career. This research challenges this assumption and puts forth strategic alternatives for dealing with what will likely be a shortage of capable Foreign
Service IT managers. It examines strategies to identify IT managers for DOS in the year 2010, almost all who will belong to Generation X. The population of interest is Generation X Foreign Service specialists who will move into IT management.

Scope

Assumption

The Foreign Service population of Generation X IT specialists is similar to the U.S.-based Generation X population on which the generational research cited in this paper is based.

Key Terms

Sociologists Rick and Kathy Hicks report that, during the 20th century, a unique generation independent of ethnic, racial and economic differences emerged about every 20 years. The term cohort refers those born in the same general time span who share key life experiences. There are four readily identifiable generations occupying the workplace today—the Traditionalists, Baby Boomers, Generation Xers and Millennials. Each is “clearly distinguishable by all these criteria—their demographics, their early life experiences, the headlines that defined their times, their heroes, music, and sociology, and their early days in the workplace.” The generational boundaries used for this research are listed below.

The Traditionalists, in between the turn of the last century and the end of World War II (1900-1945), combine two generations who tend to believe and behave similarly and who number about seventy-five million people.

The Baby Boomers (1946-1964) are the largest population ever born in this century and number about eighty million.

Generation Xers (1965-1980) are a smarter but very influential population at forty-six million.

The Millennials (1981 to 1999) represent the next great demographic boom at seventy-six million.

Limitations

DOS’s personnel data base does not include sufficient information to track IT Foreign Service specialist attrition. DOS records when an IT employee departs and his/her year of birth, but does not track why the employee departed. DOS’s data base, for example, does not show how many Generation X and Baby Boomers were hired during each recruiting cycle.

Rapid changes in technology impact the workplace. The IT Bureau is implementing far-reaching changes that will transform how DOS carries out its diplomatic mission. The extent
to which these improvements will change DOS’s future work environment is a topic beyond the scope of this research.

The reader is cautioned that generational indicators apply to some, but not all subjects in the cohort. The chronological boundaries of each generation can extend as much as five years, with the actual classification being determined by each individual’s experiences when young, not by his/her birth date.

**The High Cost of Attrition**

Retention of Gen Xers is a major problem in the U.S workforce. Martin and Tulgan report that one in three Gen Xers change jobs annually and their organizational tenure is three years. Ruch reports a fifty percent turnover every four years. Personnel in high technology and accounting careers job hop more often than other professions. Conservatively, based on available literature, an IT organization can expect Gen X turnover of twenty percent.

Schwartz, writing in the October 2005 issue of *Computerworld* notes that IT organizations have to modify the workplace environment and offer their high technology workers perks in order to retain them. In time, even with considerable workplace enhancements, the workers eventually leave. The corporate changes made to accommodate the IT worker represent only a temporary patch, not a permanent solution. Generation X researcher Michael Muetzel postulates how Xers will fit into the workplace of the future:

Gen Xers will be in short supply, and Gen Xers may also be the managers in charge in these critical times. And this generation of managers will rotate jobs frequently. The anticipated shortage, when combined with the high cost of turnover, will force managers to modify their standard management techniques.

Compared to other DOS Foreign Service personnel, the IT specialist is more likely to leave. First, the specialist has more job options outside DOS than his/her Foreign Service colleagues, most of whom are in the officer corps. A specialist with overseas experience, current IT training and a security clearance is a valuable commodity. He/she will likely have employment options with other U.S. Government agencies and industry. Second, some officers represent the third- and fourth-generations of families who served in DOS. For many specialists this genealogy isn’t present. As a result, they do not embrace the same long-established ties that link their officer colleagues to the Department.

Losing a Foreign Service IT specialist is expensive. Start-up costs include training, obtaining a security clearance and, in some cases, foreign language training. The total cost can exceed $200,000. Generation X researcher Michael Muetzel posits additional “replacement” costs including severance, opportunity time lost, interviewing time, travel expenses, testing
costs and the learning curve for the replacement employee; he notes that the loss of corporate knowledge is especially devastating if replacements are not forthcoming.\textsuperscript{34} As the smallest cabinet-level U.S. agency, DOS is especially vulnerable to significant attrition in any of its ranks, especially if the departures are unanticipated.

DOS requires a lead time of three- to five-years to replace an IT specialist. Initial recruiting can be difficult due to the relatively low pay for work and the hardships and danger associated with certain, often remote postings. Before working on DOS’s information systems, an employee must pass a medical examination confirming he/she is fit for worldwide assignments. Diplomatic Security must verify that the employee is not a security risk—a process that usually takes four to ten months. The employee also must complete four to six months of specialized training. Another two years are required to master DOS’s business systems. For a manager, an additional two years are needed before the employee fully understands DOS’s political and cultural nuances, including comprehending the ins-and-outs of the Washington D.C.-based headquarters. Understandably, when a specialist—especially a manager—leaves the organization, the loss of corporate knowledge is tremendous. It is not surprising, given the factors cited above, that finding a capable replacement is challenging. Once a qualified applicant is found, several transition years are needed for the future employee to be functional. For its Foreign Service IT group, DOS needs to recruit and train its own. If those who are being groomed to be IT managers do not intend to remain, then the organization faces a potential crisis in its leadership ranks.

Effective management can mitigate attrition. The author has observed that IT has more management difficulties than other organizational groups.\textsuperscript{35} Employees new to the workforce may see service in the sometimes turbulent IT group as inhibiting professional advancement and may campaign to work with other corporate entities.\textsuperscript{36} To prevent mass migration, retaining the most capable IT managers is paramount.

**Generation X**

Characteristics of Generation X

What separates Generation X, the least populous generation in the U.S. workforce today,\textsuperscript{37} from other generations? Let’s first look at its unique artifacts. Listed among its cultural memorabilia are popular television shows like “The Brady Bunch,” “The Simpson’s,” and “Dynasty” and Stephen Spielberg’s not-to-be-forgotten outer-space classic “ET.” Generation Xers fondly remember playing with Cabbage Patch Dolls, knocking around in platform shoes and coveting pet rocks. Generation X core values include “diversity, thinking globally, balance,
techno-literacy, fun, informality, pragmatism and self-reliance.”

Howe and Strauss report that Generation X characteristics may be present outside the U.S.

Zemke, Raines and Filipczak identify nine elements of a “Generation X Personality.” These include extolling self reliance, seeking a sense of family, wanting balance in their lives, embracing a non-traditional orientation toward time and space, liking informality, advocating a casual approach to authority, leaning toward skepticism, being attracted to the edge and sponsoring the use of high technology in their daily lives.

Xers, for instance, had to be self-reliant since they were the most attention-deprived, neglected group of kids in a long time. Theirs was the first generation where the mother was working—creating new, unfamiliar role definitions for overstressed parents. These were latch-key children, borne from parents whose marriages more often than not ended in divorce.

In order to cope, Xers sought a sense of family by engaging in multiple friendships among their peers. The situation comedy “Friends” depicts the Xers’ urgent need for a cohort group. The word “adventuresome” characterizes Generation X’s hobbies and spare-time activities. Losyk reports that Xers often seek recognition in the work environment as well.

The popular TV show, “X-games,” which was named after Generation X, appeals to their “attracted to the edge” nature. Xers, for instance, love mountain-biking, parachute jumping and rock climbing.

Wong reports a penchant for extreme sports among Generation X Army officers.

Xers are the most technologically savvy generation and are valued in the workplace for their technical knowledge.

Generation X as Managers

Because many Xers are just beginning to move into leadership positions, the research available is based on the management profile of young Xer managers. The research identifies a common theme: namely, that much needed people skills often are not present in Xer managers. They experience difficulties with bureaucracies due to their mistrust of organizations and the authority figures leading them. Whenever possible, Generation X managers will avoid personal contact, relying instead on more informal means like E-mail, telephone or videoconferencing.

Muetzel writes that Xer managers can be effective in a team setting, but their pessimism toward senior management must be muted.

Lancaster and Stillman, authors of *When Generations Collide*, report that Generation Xers at the cusp of the generation range—those born during the period 1960 to 1965—make the best managers.
Wong, in a longitudinal study of Army officers, reported that Xer captains seek more balance than their Boomer counterparts. Predictably, Xers avoid working on weekends and do not volunteer for overtime. To them, the object is to meet the deadline for work, irrespective of the means employed. They want to do it “their way” and not be told “how to get the job done” by their supervisors. They want the workplace to be casual and contend that being able to work in jeans and T-shirt makes them more productive.

Xers are unimpressed by authority and often “treat the company president just as they would the front-desk receptionist.” This same predisposition is present in the U.S. military as Wong notes that Xer Army captains are not impressed by rank. Due to the many negative experiences with authority figures in their early years, Xers are skeptical, and are reluctant to place their trust in others. They hesitate to follow orders unless they understand what is in it for them and believe that leaders must earn their respect. They often ask “why?” when they are told to do something, and they want to know “what’s in it for them?” In spite of their lack of respect for others’ authority, Losyk reports that Xers “want to be respected immediately and unconditionally.”

Some Xers want to move into top positions without delay. Climbing the corporate ladder patiently and waiting for a management position to free up is not part of their career plan. Others simply don’t want to be managers. They cannot be enticed into management, even with financial and work setting inducements. This computer-literate generation wants to do what they enjoy most, play with hardware.

Xers hesitate to commit. They “feel that there is no such thing as job security.” They want to keep their options open and see jobs as temporary. They lived through the bitter disappointment of their one-career parents being unexpectedly laid off by their “nurturing” company, and experienced the side effects of their parent getting just a gold watch and minimum severance pay to compensate for a life’s dedication to the corporate way. As noted earlier, Xers “will often leave a job at the hint of a better position.” Yamashiro reports similar findings, noting that Xers view themselves more as “lifelong job hoppers than company loyalists.”

Rosen identifies a sub group of high achievers, comprising fifteen percent of all Xers, whom he labels the “elite Xers.” This select group represents high profile leaders in U.S. society and includes unconventional technology wizards, wealthy money managers, high-profile journalists and creative, well known personalities in radio and television. Rosen identifies a character flaw sometimes present in the elite Xers: namely, that they must assume chameleon-like characteristics to be successful. Rosen notes that elite Xers “regard the customer as
expendable, someone to be abandoned when circumstances change or the connection proves unprofitable, they studiously avoid establishing relationships that would tie them down." To be effective, the elite Xers must rely on situational ethics. Observing this same trend, Yamashiro notes Xers believe that "they must compromise integrity to achieve success." They believe the world cannot be trusted since it "has let them down, treats them less well than they deserve, and threatens them with unmerited punishment." Elite Xers endorse the philosophy of "taking what I can whenever I can."

Taken together, the management profile for Generation X is not encouraging. Perhaps the negative characteristics that have emerged so far will become muted as the generation matures.

Alternate Strategies

This section will analyze three options DOS may wish to implement to ensure it has sufficient IT Foreign Service management to support mission operations in 2010. These strategies include evaluating the current group of Generation X employees, most of whom were hired during the last six years; drawing on retired U.S. government IT managers, including those from DOS and the military; and employing remote IT management conducted from Headquarters in the Washington D.C. area. Each alternative will be analyzed via the "ends-ways-means" paradigm commonly employed for strategic analysis at the U.S. Army War College. This approach will determine the feasibility of each alternative. For each option, we will examine the following: financial cost and attributes such as management and people skills, technical understanding, longevity and personal characteristics. Taken together, these analyses will allow us to judge the acceptability of the alternatives. The risk analysis will also evaluate second- and third-order effects. The end goal is to sustain productive IT managers. Based on findings from the analyses, the following section recommends potential courses of action.

Generation X IT Employees

Will there be enough Generation X specialists to replace departing Boomer IT managers in the year 2010? Projecting the number of specialists who will be available in the future requires making assumptions about the Generation X cohort. The literature review noted that Gen X attrition for IT organizations should be at least 20 percent annually. Considering those Gen Xer specialists who have been with DOS for five years, we assume forty percent will be viable management candidates. Based on the current IT employee population, projected hires and losses are depicted below. The results indicate there will not be enough
qualified X-Generation IT specialists to replace departing Boomer managers if the attrition for either specialists or managers is fifteen percent or higher. If the attrition is ten percent or below, there should be sufficient specialists to replace departing managers.

What do these findings bode for the future? Let’s first consider Boomer managers. Can we expect their attrition to remain below fifteen percent? Perhaps not. As Boomers mature, more will want to retire, so we can expect their retirements and resignations to increase. What about attrition for Gen Xers? Given projected trends, we expect Xer’ attrition will exceed fifteen percent annually. We then must conclude that there will likely not be enough specialists to move into management from the year 2010 and beyond.

![Attrition and IT Manager Availability Projected for Year 2010](image)

Considering generational demographics, the future becomes bleaker. Given the five-year lag time to train a specialist to be a manager, DOS will keep falling further behind. The problem is exacerbated by the size of the Generation X cohort. It is 15 percent smaller than any other since the end of World War II. This means there will be too few Generation Xers to replace retiring Boomer managers.

Even if there were sufficient numbers of Generation X employees available, there remain additional generational concerns that constrain their movement into management. From the
literature already presented, in addition to their penchant for job hopping, Xer’s often fail to adapt to corporate culture and are reluctant to move into leadership positions. Moreover, the Generation X cohort demonstrates undesirable personal characteristics that limit their upward mobility. Compared to other generations, Generation X has the highest levels of drug and alcohol abuse, homicide, suicide, teen-age pregnancy and a constant need to receive immediate feedback.\textsuperscript{72} Their less-than-stellar generational pedigree severely limits their advancement into management, one of our risk factors. Will the employee have a stable enough personality to be effective in a high pressure management role? Will there be problems with the employee getting and maintaining a security clearance? Will he/she be able to function successfully on a team? If not, will the Gen Xer’s personality cause other productive team members to depart? In terms of second- and third-order effects, the generational attributes suggest that Generation Xers require considerable maintenance—an especially troubling trait that will demand additional time from their likely busy supervisor.

DOS’s Generation X employees are a financial bargain. They were brought in at lower ranks and many of those remaining were groomed for management. Compared to industry salaries, their cost is low. Technically, this group is highly adept with technology. They can solve most any computer and communications problem and love to take training in order to maintain their technical edge.

Though the economic and technical risks are acceptable for this option, the management and personal characteristics risks are very high. Because there is serious doubt as to whether there will be enough Generation Xers available and that those available may not be management material, there is a clear lack of resources or means. Due to this shortage, there is a definite lack of balance among the ends, ways and means. Clearly, DOS cannot depend on its current cadre of specialists to fill future IT management positions. We must pursue alternate ways to identify IT managers for DOS.

Retired U.S. Government IT Managers\textsuperscript{73}

A second, perhaps more promising alternative is to recruit retired IT managers, preferably from the U.S. government.\textsuperscript{74} The obvious choice is to look at retirees from DOS. They require minimal effort to re-hire and can move directly into the IT job within weeks. They understand DOS’s unique legacy IT systems, would be able to renew their security clearances quickly and are comfortable with DOS’s complex culture. DOS was their primary career and, given their previous experience, they understand how to get things done in a mission setting. Given the
fact that they maintained a top secret clearance during their tenure, their integrity is unquestioned and undesirable personal characteristics should not be present.

Examining this option in more detail, however, reveals some shortcomings. The age of DOS retirees is a major concern. The average retiree age is over 60 years-old, and some may no longer be technically current. This group would require refresher training. Moreover, there generational conflicts between Baby Boomer managers and the Generation X workforce still would be present. These conflicts will re-surface with the re-introduction of the previous managers as a second-order effect.

Bringing back the old guard would be expensive. Most have at least 30 years experience and commanded a six-figure dollar salary when they retired—salaries that placed them at the high end of DOS employees. If they demand their previous salary, this option might be too costly. There is a second-order effect that could dramatically lessen the financial impact, however. These retirees, especially if money were scarce, could elect to work for much less money. Some might miss the work or the excitement of overseas life and want to return, even if DOS didn’t meet their full financial expectations.

This option has technical, financial and retention risks. How much of an impediment is the retiree’s lack of technical sophistication? And to what extent will it impact the IT manager’s effectiveness in working with younger, more technically advanced personnel? Financially, this option could be expensive. Can the DOS afford the retiree? In terms of balance, the demand for IT managers will exceed the number of available DOS retirees, limiting how widely this approach can be implemented. Finally, if a manager only has few productive years before mandatory retirement at age 65, is it worth bringing them back, especially when it appears that Congressional action raising the retirement age may be years away?

IT managers who have just left the military represent another possibility. One advantage is that they understand hierarchical organizations and chains of command. Being younger, former military will not be constrained by DOS’s mandatory retirement of 65 years-of-age. The military emphasizes training and its officers should have already developed leadership and management skills—a common weakness among IT specialists who wish to move into management. The military has an especially strong training program for its IT workforce, and most military IT managers are technically current. Their technical sophistication makes them more acceptable to DOS’s Generation X workforce. It will take time, nevertheless, for them to become familiar with DOS’s legacy computing systems.

By nature of their military association, they will be loyal the U.S. government and, given the current longevity of DOS’s retired military IT hires, we can expect them to remain with DOS
the remainder of their career. The author estimates that ten percent of DOS’s IT workforce has ten or more years of military experience. They tend to be a good fit in the IT organization and appear to enjoy overseas life.

The retired military member should be willing to work for less than DOS’s retirees since they are younger and generally command a smaller salary. In addition, a former military member can either buy into DOS’s retirement or elect to get a separate retirement—a second-order effect benefiting the military employee.

An important longitudinal risk involves the need to train the military retiree. There is a time lag of several years before the military retiree can be a productive manager. Even with previous management experience, learning how to navigate DOS’s culture will take at least two years. They must also become familiar with DOS’s legacy systems. This learning curve, however, could be lessened due to the military group’s technical familiarity.

Recruiting the retired military appears to be an acceptable alternative, one that is more feasible than hiring DOS retirees. The cost appears to be less, the cultural fit adequate and the technical knowledge greater. The fact that the military retires its IT personnel at an earlier age than DOS makes the military employee an attractive option. In terms of balance, the supply of retired military IT managers should exceed DOS’s demand—a key demographic further supporting this option.

Looking ahead, several potential second- and third-order effects emerge. If DOS pursues this hiring option and the number of retired military increases dramatically, DOS’s culture may balk at the rapid infusion of retired military personnel. Also, because the Department of Defense (DOD) will be facing the same generational gap, it will likely recruit its retirees into its civilian cadre. DOD then would be actively recruiting against DOS. Finally, DOS may have to raise its entry salary to compete successfully with industry for IT personnel with management experience.

Remote IT Management

A third, much different possibility, involves leveraging technology and providing supervision remotely, likely from Washington, D.C. This alternative, which centralizes resources, assumes that managerial work is similar for each overseas mission and that the organization can use the same IT manager in multiple settings.

This approach is economically feasible. It will be much cheaper, since it requires less manpower. Based on staffing needs for help desks, it would appear that one remote IT manager could replace several overseas managers. The savings would be considerable since
the cost of an overseas IT manager is at least twice as great as the cost of a domestically-based IT manager. The IT manager has to have strong technical management know-how and excellent management and people expertise. The author has found that contractors are often more motivated than government employees. Technical issues could be handled more efficiently since there would likely be more technical assets in the U.S.; systems support would be superior since most DOS’s legacy systems were developed in the U.S. This approach reduces the number of personnel overseas, a current priority of DOS. Unfamiliarity with overseas mission operations can be overcome with orientation travel. On a more cautious note, when looking at second-order effects, the shortage of qualified IT managers could drive up the contract labor price, making this instead a very expensive alternative.

This solution emboldens political, cultural and management risks, most of the second- and third-order. Any alternative that results in a reduction in personnel has political implications, particularly in an organization as small as DOS. Because the solution will likely result in a reduction of personnel at the mission level, the affected regional bureau at DOS Headquarters may oppose it. The IT Bureau will also lose positions and may oppose the proposal. Culturally, the in-country ambassador will want to have the senior IT staff under his or her control. He/she will want his/her people, rather than Washington, making technical decisions affecting the overseas mission. How, for instance, can a U.S.-based contractor who is likely not familiar with overseas logistics make relevant decisions impacting an overseas mission? In addition, replacing direct-hire Foreign Service employees with contract personnel could result in legal action.

Although the political and cultural risks are significant, the management risks are formidable. The IT bureau is just learning how to motivate and manage its Generation X employees. With remote management, the supervisor is in the U.S., not at the overseas mission where the workers reside. Moreover, the remote model requires that overseas IT specialists work independently. Given that most specialists are Xers, productivity may drop because, as noted earlier, Gen Xers require considerable one-on-one support and this support can not be provided adequately within the framework of a remote setting model. Applying the ends-ways-means paradigm, this option creates an unbalanced outcome. The means employed are insufficient due to political, cultural and management risks. In retrospect, the risks associated with this radical approach may outweigh its strong economic benefits.
Recommendations

DOS should recruit Generation X IT specialists who will remain and whose leadership characteristics will allow them to move into management within five years. A risk analysis revealed that DOS should consider recruiting more retired military officers. They have developed leadership skills and are accustomed to hierarchical organizations and chains of command. Hire them—it may mean raising entry level salaries—and they should remain. The most serious risk identified was that it would take at least two years for newly hired military personnel to learn DOS’s culture.

Considering its current group of Generation X employees, the IT Bureau should identify potential managers and help them augment their people and leadership skills. Many Foreign Service managers, including those in IT, need to develop aspects of their personalities to become successful senior leaders. This recommendation brings about two courses of action. Some Generation X employees may not want to rise into management positions. Strategic planning needs to account for this predisposition. Second, the leaders that organizations want to retain are those with the most opportunities elsewhere. The IT Bureau should look carefully at the Xer’s work history, confirm that the employee is not a job hopper and verify that he/she has the potential to move into management. Once this has been done, the employee should be encouraged to take leadership and development courses at the Foreign Service Institute (FSI), DOS’s leadership and training facility.

DOS should have FSI structure training to integrate more effectively Generation X IT employees. Teaching Baby Boomer managers appropriate ways to respond to Generation X could have important long term benefits. The head of the IT Bureau should brief ambassadors and other senior staff during their FSI-sponsored orientation. Second, new hires need to understand DOS’s culture more quickly. Perhaps more time needs to be set aside for the IT employee at the Transition Center. Reducing the time needed to become acclimated to DOS frees up valuable employee time that can be dedicated to workplace issues.

Given the job-hopping predisposition of employees under 40 years of age, DOS must begin collecting data so it can track attrition. Although different in many ways from their older Generation X colleagues, the newest generation of workers, the Millennials, are also job hoppers. Because employees under 40 years old—a group including Generation X and Millennials—tend to switch employers frequently, we can expect a higher level of employee attrition than with previous generations. Knowing how many employees hired in a given year have left and when they departed is simply good business. DOS could predict employee attrition and anticipate staffing gaps if they had better information. Some key questions DOS
should ask when an employee departs include: Were there specific actions that DOS could have taken to prevent the employee from departing? Did the employee transfer from DOS’s Foreign Service to its civilian group? Did the employee elect to work for another federal government agency or for a corporation? If they left to work for a corporation, was it one that contracts with DOS?

The research scope should be expanded to include all Generation X employees at DOS. It would concentrate on ways to optimize the talents of this often misunderstood generation. In order to better understand its Generation X labor force, DOS requires additional demographic information. Future inquiries should seek answers to the following questions: In what ways do DOS’s Foreign Service and civilian groups differ, and in what ways are they alike? Are employees able to learn as effectively with self-directed distance learning as they are in group settings? Are employees who are married to foreign-born spouses more or less likely to remain with DOS? What is the extent of military service among employees? What is the nature of differences between those who served as military officers and those who served as non-commissioned officers? Do naturalized Americans tend to remain a longer or shorter time than U.S.-born Americans?

By having answers to questions like these, DOS will be able to identify characteristics of the employees they want to keep. This information should be invaluable for future recruiting and conducting strategic and long range planning.

Endnotes
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13 Most tours for Foreign Service employees are at overseas missions. An employee’s first and second tours are two years in length, with subsequent tours typically three years. This paper does not look at DOS’s civilian IT corps. This group supports mission operations, primarily from locations in the greater Washington D.C. area.
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The Number of Foreign Service IT Specialists by Grade (Base Year 2006)

<table>
<thead>
<tr>
<th>Department of Defense Equivalent Rank</th>
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72 Kelly R. Fraser, Manning the Future Force, Strategy Research Project (Carlisle Barracks:

73 Another option involves using DOS dependents for IT support. The author felt this option
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