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PREFACE

This paper is dedicated to Judge Advocates everywhere who toil industriously but unremarked in loyal support and defense of our country and the rule of law.
“ALL NECESSARY MEANS” - EMPLOYING CIA OPERATIVES IN A WARFIGHTING ROLE ALONGSIDE SPECIAL OPERATIONS FORCES

I wish to be useful, and every kind of service necessary to the public good becomes honorable by being necessary.

—Nathan Hale

This research paper looks at the separate roles, missions, and responsibilities of Central Intelligence Agency (CIA) paramilitary operatives and the Department of Defense (DOD) Special Operations Forces (SOF); the new and apparently ad hoc policy of integrating their operations together in combat; and the legal ramifications of such warfighting integration. This paper will be based on open source materials and media accounts of the CIA’s involvement in the war against terrorism. This paper is intended as a general discussion vehicle for those legal issues associated with the employment of CIA paramilitary operatives in a warfighting role alongside SOF, and does not purport to speak with any operational authority regarding the conduct of CIA activities; nor does it discuss the wide range of traditional CIA activities that might be involved in the war against terrorism.

On September 11, 1999, a small number of operatives from the CIA were in Afghanistan. They were there in a non-combat mode for the purpose of recruiting sources, supporting anti-Taliban warlords and their operations, liaising with members of the Northern Alliance, and generating intelligence on Osama bin Laden and his Al Qaeda terrorist organization.

Two years later, on September 11, 2001, the United States was attacked by terrorist hijackers who flew three airliners into both towers of the World Trade Center in New York City, and the Pentagon in Washington, D.C. A fourth hijacked airliner, heading in the direction of Washington, D.C., crashed instead in a rural section of Pennsylvania. These terrorist acts killed over 3000 people and caused an estimated national economic loss of over $33 billion. The evidence soon concluded that these acts of terrorism -- which amounted to an act of war -- were committed by members of the terrorist organization known as Al Qaeda, and masterminded by Osama bin Laden.

On September 14, 2001, the United States Congress passed a joint resolution authorizing the President of the United States, George W. Bush, to “use all necessary and appropriate force” against those who were involved in the terrorist attacks that occurred against the U.S. on
September 11, 2001. Close in time, President Bush signed a Memorandum of Notification ordering the CIA to “use all necessary means” to destroy bin Laden and Al Qaeda.

Consequently, CIA paramilitary teams were on the ground in Afghanistan “within days” of the attacks on New York and the Pentagon, “trained not just to observe conditions but if need be to change them,” according to the CIA Deputy Director for Operations. President Bush’s Finding ordering the CIA to “use all necessary means” to destroy bin Laden and Al Qaeda meant the inserted CIA officers were legally free to identify Taliban and Al Qaeda targets for the Northern Alliance to attack; to accompany Northern Alliance and U.S. SOF units (when they arrived) on their combat missions against the Taliban; and to call in U.S. airstrikes against the Taliban and Al Qaeda.

On September 24, 2001, a few days after the Presidential Finding, President Bush, acting pursuant to his Constitutional authority to conduct U.S. foreign relations and as Commander-in-Chief and Chief Executive, ordered the deployment of various combat equipped and combat support forces to several foreign nations in the Central and Pacific command areas of operations in order to prevent and deter further acts of terrorism. Two weeks later, on October 7, 2001, President Bush announced that he had ordered the U.S. military to begin strikes against Al Qaeda terrorist training camps and Taliban military installations in Afghanistan in order to disrupt the use of Afghanistan as a terrorist base of operations and to attack the military capability of the Taliban regime.

CIA paramilitary operatives entered Afghanistan on 26 September 2001 ahead of U.S. Special Operations Forces (SOF) in order to link up with Northern Alliance forces, secure helicopter landing zones for follow-on SOF, and guide SOF teams -- who arrived with their arsenal of laser target designators to enable U.S. aircraft to strike Taliban positions -- to the enemy. These CIA officers were inserted ahead of the SOF because of their ability to get on the ground quickly, their language skills and knowledge of the terrain, and their existing contacts with anti-Taliban groups. At the same time, U.S. military forces continued to flow quickly into Afghanistan, Uzbekistan, Pakistan, and the Arabian Sea, while the CIA continued to increase its activity in the region, adding logistics hubs, communication sites, and command and control centers and capabilities. All of this CIA paramilitary activity -- identifying targets, accompanying the Northern Alliance and SOF into combat, calling in airstrikes -- amounts to a warfighting role in the war against terrorism that continues today.

*Commonly known as a Presidential Finding.*
CURRENT UNITED STATES POLICY

OBJECTIVE (ENDS)

The President’s strategic objective is to win the global war on terrorism by employing all instruments of national power at his command, not just military power: “We will direct every resource at our command - every means of diplomacy, every tool of intelligence, every instrument of law enforcement, every financial influence and every necessary weapon of war - to the disruption and to the defeat of the global terror network.” The important point about the President’s objective (“end”) is that the war on terrorism is global in nature and directs multiple elements of U.S. national power against all terrorists who threaten U.S. interests; the war is not just about the destruction or capture of Al Qaeda. This integration of all elements of national power is also one of the unifying themes of the 2002 National Military Strategy (pre-decisional draft) – to integrate military activities and operations with activities across the interagency spectrum.

WAYS

Although CIA operatives have worked with U.S. military forces in the past, their current warfighting operations in Afghanistan constitute the Agency’s “most sweeping and lethal” covert action since its statutory founding in 1947 and signal a major return to the Agency’s paramilitary involvement in armed conflicts. This new policy, or course of action -- using CIA paramilitary operatives in a warfighting role alongside SOF (e.g., calling in airstrikes, accompanying SOF and Northern Alliance groups on combat missions, and other clandestine combat operations) -- epitomizes the President’s determination to win the war on terrorism using all elements of national power, and constitutes “unprecedented” coordination between the CIA and SOF military units.

According to Bob Woodward of the Washington Post, administration officials have said that President Bush has “pledged to dispatch military units to take advantage of the CIA’s latest and best intelligence.” For example, according to one reporter, Dana Priest, Washington Post Staff Writer, it took just 316 SOF soldiers to oust the Taliban from power, with nearly every A-team including one or two CIA operatives. Priest even describes a mission briefing given by a CIA operative to both CIA and SOF personnel. Other U.S. sources have said that SOF have been “seconded” to the CIA for paramilitary operations in Afghanistan. In his book, Bush at War, Bob Woodward quotes the Chairman of the Joint Chiefs of Staff, General Richard B.

---

Eighteen A-teams, four company-level units and three battalion-level commands, all reporting to a Joint Special Operations Task Force in Karshi, Uzbekistan, 100 miles north of the Afghanistan border.
Myers, as telling President Bush, “We’re ready to put Special Forces on the ground with CIA forces.” Woodward also quotes “Hank,” the CIA’s counterterrorism special operations chief, as saying in a message to CIA assets in the field that, among other things, “we are fighting for the future of CIA/DOD integrated counterterrorism warfare around the globe . . . [w]hile we will make mistakes as we chart new territory and new methodology, our objectives are clear, and our concept of partnership is sound."

Regardless of who is seconded to whom, however, it is clear that the war in Afghanistan highlights not just the tight integration, but also the erosion of distinctions between SOF and the CIA in the war against terrorism. Past administrations made more of an effort to differentiate between military combat activities and CIA missions. In the war on terrorism, however, the Bush Administration has gradually blurred these distinctive lines in response to an asymmetrical, non-State threat that requires greater coordination and cooperation among intelligence, military, and law enforcement officials.

RESOURCES/MEANS

To accomplish his strategic objective and resource this course of action, President Bush ordered the use of all necessary means. This order in turn generated an operationally-driven ad hoc relationship between CIA paramilitary operatives and SOF on the ground in Afghanistan that resulted in improved lethality and agility on the battlefield stemming from each group’s distinct contribution to warfighting. For example, Jim Pavitt, head of the CIA’s clandestine service, acknowledged publicly in a speech that the CIA’s covert operations inside Afghanistan immediately after September 11 paved the way for follow-on SOF and the resulting rout of the Taliban in the fall of 2001. Clearly then, working together, the CIA’s and SOF’s respective capabilities complimented each other in a manner sufficient to ensure the defeat of the Taliban. According to one author, this new type of operation involving “fastmoving CIA paramilitary teams” and SOF may well “serve as a model for future encounters against terrorism in other parts of the world . . . [t]he dramatic success of specialized use of reconnaissance weapons and a dynamic, small-unit combat strategy obviated” the need to deploy large numbers of ground troops.

Clearly, the full spectrum dominance bought with this CIA-SOF integration of warfighting capabilities has produced a new, successful battlefield synergy. Improving the ways of warfighting by integrating all means has resulted in a synergy that has not only succeeded, but that has transformed the traditional view on the prosecution of armed conflict.
RISKS

This multidimensional integration is not without significant legal and operational risks, however. The CIA and SOF communities possess very distinct identities and mandates, with separate legal authorities, operating structures, and methods of organization. Though this relationship between the DOD and CIA has been successful to date, and was praised by Secretary of Defense Donald Rumsfeld (who was also Secretary of Defense in the mid-1970s) in February 2002 as “good as I’ve ever seen it . . . They’ve got a darn good record . . . .,” the relationship has not been without problems that deserve attention. To understand the context of these problems and their associated issues, however, this paper must first review the statutory basis, and roles and missions, of the DOD, SOF and the CIA.

DOD AND CIA AUTHORITIES AND MISSIONS

Separate groups of Constitutional authorities, statutory authorities and responsibilities, and executive orders separate the CIA and DOD/SOF, which in turn delineate separate divisions of responsibility for national security.

DEPARTMENT OF DEFENSE

Legal Authority

Constitutional. The legal authority for the existence of the armed forces is set forth in Articles I and II of the U.S. Constitution. Specifically, Article I, Section 8, provides that the Congress shall have the power to raise and support Armies, to provide and maintain a Navy, and to make rules for the government and regulation of the same. Article II, Section 2, provides that the President shall be Commander-in-Chief of the Army and Navy of the United States. The U.S. Constitution provides the overarching genesis of authority for the armed forces, Title 10 of the United States Code fills in the blanks by codifying in more concrete terms the statutory authority, and broad missions and functions, of DOD.

Statutory (U.S. Code). While the U.S. Constitution provides the overarching genesis of authority for the armed forces, Title 10 of the United States Code fills in the blanks by codifying in more concrete terms the statutory authority, and broad missions and functions, of DOD.

Roles and Missions

DOD Writ Large. Of more practical daily use is the delineation of DOD’s mission statement in DOD Directive 5100.1, Functions of the Department of Defense and its Major Components. Specifically, as prescribed by higher authority (i.e., U.S. Code Title 10), the DOD “shall maintain and employ Armed Forces to: Support and defend the Constitution of the United States against all enemies, foreign and domestic; ensure, by timely and effective military action (emphasis added by author), the security of the United States, its possessions, and areas vital
to its interests; and uphold and advance the national policies and interests of the United States.\textsuperscript{40}

**SOF.** Wartime special operations conducted by U.S. armed forces are as old as the American Revolutionary War, in which General George Washington approved a plan for several of his soldiers to capture the traitor Benedict Arnold and return him to American control.\textsuperscript{41} In 1986, as part of the Goldwater-Nichols Department of Defense Reorganization Act,\textsuperscript{42} Congress consolidated all SOF from all the services into one new command, the U.S. Special Operations Command. This reorganization resulted in large part from the failed 1980 Desert One operation to rescue American hostages in Iran, which exposed shortfalls in the training and equipping of SOF and highlighted in tragic form the neglect that the covert side of warfare had suffered for far too long.\textsuperscript{43}

SOF forces conduct special operations missions and activities in war and peace, either independent from or integrated with conventional military operations.\textsuperscript{44} While special operations encompass the use of small units in direct or indirect military actions, they are usually focused on strategic and operational objectives, which are frequently shaped by political-military considerations, thereby requiring “clandestine, covert, or low-visibility techniques and oversight at the national level.”\textsuperscript{45} SOF units consist of combinations of specialized personnel, training, equipment, and tactics that exceed the routine capabilities of conventional military forces.\textsuperscript{46} Importantly, unless otherwise directed by the President or Secretary of Defense, a special operations activity or mission is supposed to [“shall”] be conducted under the command of the unified combatant commander\textsuperscript{47} in whose geographic area the activity or mission is to be conducted.\textsuperscript{48} Secretary of Defense Donald Rumsfeld’s recent change establishing the U.S. Special Operations Command as both a supported and supporting command may require a change to Title 10 of the U.S. Code.

The current National Military Strategy of the United States provides that the Armed Forces “are the Nation’s instrument for ensuring our security,” their primary purpose is to “defeat” threats of violence against the U.S. should deterrence fail, and their foremost task is to “fight and win our Nation’s wars.”\textsuperscript{49} The Pre-Decisional Draft of the 2002 National Military Strategy of the United States of America, dated 19 September 2002, continues the theme of the previous strategy by stating that our national military objectives remain, among other things, to “defend the Nation” and “win the Nation’s wars.”\textsuperscript{50} However, the Constitution does not dictate how (ways) our country should be protected, or what our national security establishment should specifically look like. This flexibility in national defense has produced various statutory and regulatory forms
of national security organization, to include the National Security Act of 1947, which is codified in portions of Titles 10, 32 and 50 of the United States Code.

CENTRAL INTELLIGENCE AGENCY

Legal Authority

Statutory (U.S. Code). The legal basis for the CIA is set forth in the National Security Act of 1947, which established the CIA and the DOD, among other agencies.

Constitutional. Intelligence operations are as old as our Nation, as noted in the 64th Federalist, which “commended” the new U.S. Constitution, in granting power to the President to make treaties, for providing the means (resources) “by which the President could ‘manage the business of intelligence in such a manner as prudence may suggest.”

Roles and Missions

Definition of Covert Action. One of the CIA’s several missions, among other duties and responsibilities related to intelligence functions, is to conduct special activities approved by the President. Special Activities were defined by President Reagan in Executive Order 12333, United States Intelligence Activities, dated December 4, 1981, and still in effect, as “activities conducted in support of national foreign policy objectives abroad which are planned and executed so that the role of the United States Government is not apparent or acknowledged publicly.” In fact, no agency except the CIA may conduct any special activity unless the President directs such, and the CIA itself must have a Presidential Finding in order to conduct special activities or covert action. The U.S. military may also conduct special activities during a time of war declared by Congress or during any period covered by a report from the President to the Congress under the War Powers Resolution.

According to one author, Executive Order 12333’s reference to “special activities” is a euphemism for “covert action.” In fact, 10 years later, in the Intelligence Authorization Act of 1991, Congress provided a detailed definition of covert action that closely resembles the definition of “special activities” in Executive Order 12333, specifically: an “activity or activities of the United States Government to influence political, economic, or military conditions abroad, where it is intended that the role of the United States Government will not be apparent or acknowledged publicly, but does not include . . . traditional . . . military activities or routine support to such activities.” This language -- the definition of covert action in the 1991 Intelligence Authorization Act -- is mirrored in Title 50, U.S. Code, Section 413b(e) and remains
the controlling legal definition for covert action today, even though Executive Order 12333 -- and its definition of “special activities” -- remains effective as well.

In plain language, then, covert action is action designed to produce certain results in foreign countries without such action being clearly and openly identified with the United States. Accordingly, because it can be a convenient and stealthy tool for the execution of foreign policy, covert action has been the traditional tool of U.S. Presidents when confronted with problems that have not responded to other tools of statecraft pressure. Former Director of Central Intelligence Stansfield Turner explained it best when he stated, “Covert action is not intelligence. Covert action is the conduct of foreign policy. Its object is to affect the course of events, not to inform our policy makers about events.” Further, the most extreme form of covert action -- paramilitary operations -- can be described as secret wars, according to David Isenberg, a research associate at the Washington-based Cato Institute Project on Military Procurement.

Legal Authority for Covert Action. Interestingly, the National Security Act of 1947 did not explicitly indicate that the CIA as an agency should or would engage in covert action, nor did it specify therein that covert action is one of the CIA’s assigned missions. In fact, nowhere in the Act was covert action mentioned, although some have argued that the Act’s legislative history indicates an intention for the CIA to collect intelligence by engaging in espionage (vice covert action) abroad.

Accordingly, the CIA’s covert action mission, and underlying capability attendant thereto, have an ambiguous foundation. Nevertheless, successive Presidential administrations have found statutory authority for the CIA to conduct covert action in an obscure phrase in the agency’s basic charter, wherein the “CIA is given the duty ‘to perform such other functions and duties related to intelligence affecting the national security as the National Security Council may from time to time direct.’” The U.S. Congress “acquiesced” in this interpretation, and early National Security Council directives during the Cold War instructed the CIA to conduct paramilitary operations as part of the U.S. effort to contain the former Soviet Union. During the 1950’s, “more and more covert operations were assigned to the CIA because State and Defense did not want to do them in the open or because the simplest and fastest way to get something done was to assign the job to the secret arm.”

Interestingly, the CIA’s first general counsel, Lawrence R. Houston, who helped draft the Act establishing the CIA, has stated that the clause permitting the CIA to engage in “such other functions” referred only to intelligence collection and not to covert action, and that the CIA was stretching the law’s original intent by using the “such other functions” clause to justify covert action. According to Houston, “all during this drafting of the Act, all during the presentations to
congressional committees, there was no mention of covert action. . . It was entirely intelligence . . That was [to be] the sole product. After the Act was passed into law, however, and at the request of Truman administration officials, Houston wrote a legal opinion stating that the CIA could legally execute covert action if the President gave it a directive to do so and if Congress funded the action.

Thus began the dawn of CIA covert actions, and U.S. Presidents have “systematically employed [the CIA] as a mechanism through which they can . . . carry out military actions (emphasis added) without the armed forces.” The Intelligence Authorization Act of 1991, codified in Title 50, U.S. Code, Section 413 and discussed above, further solidified in statute the definition of, and authority to conduct, covert action. One type of covert action that closely resembles military action is the CIA’s paramilitary operations, or, according to one author, “unconventional warfare: to support or stimulate armed resistance elements in their homeland against the regime in power, or to employ irregular troops to invade a country and unseat its regime – or a combination of both.” The President may not authorize the conduct of a covert action, however, unless he determines such an action is necessary to support identifiable foreign policy objectives of the United States and is important to the national security of the United States. That determination must be set forth in a written finding. Further, each finding must specify each agency or other U.S. Government entity that is authorized to fund or otherwise participate in any significant way in such covert action, and no finding may authorize any action that would violate the Constitution or any statute of the United States.

**CIA Support to Military Operations.** While America’s history of covert action dates back to the colonial era, when Revolutionary officials conspired with certain Bermuda officials to “obtain” a store of gunpowder from the Royal Arsenal at Bermuda, the “CIA’s” history of support to U.S. military operations is also not new, but began immediately upon the birth of the CIA’s predecessor agency.

“CIA” support to military operations originated during World War II, with the creation of the Office of Strategic Services (OSS), which built for its own use a covert paramilitary force. OSS officers ran commando operations in Europe, acted as guides in the Allied landings in North Africa in 1942, conducted sabotage to support the Allied landings in Normandy in 1944, established effective intelligence sources and networks, provided technical and logistical support to resistance groups and fighters, and worked to coordinate paramilitary activities with conventional military operations. Of note is the fact that OSS agents also received instructions from military commanders, and “reported on the results of sabotage missions and the effectiveness of Allied bombing.” According to Charles D. Ameringer in his book, *U.S. Foreign
Intelligence - The Secret Side of American History, OSS field activities were under the control of the theater commanders. 82

CIA paramilitary operatives continued to operate with U.S. military forces in Korea, Vietnam, and the Gulf War, and in recent years the Agency has actually been tasked to provide direct support to military operations and deployments. 83 With the exponential growth in U.S. military peacekeeping deployments in the 1990s, there was a concomitant need by the Armed Forces for ever more tactical intelligence support, and President William Clinton supported that need by issuing a 1995 Presidential Order (Presidential Decision Directive (PDD) - 35) instructing the Intelligence Community to provide the military with the tactical intelligence it needed. 84 During a visit to CIA headquarters a few months after issuing PDD-35, President Clinton explained his directive and emphasized that the intelligence community’s “first priority was to support ‘the intelligence needs of our military during an operation,’ and that commanders in the field needed ‘prompt, thorough intelligence to fully inform their decisions and maximize the security of our troops.’” 85

According to CIA officials, however, this resulted in a “diversion of shrinking national strategic (emphasis added) intelligence resources to growing, tactical (emphasis added) missions.” 86 Despite other warnings from intelligence community officials that DOD budgetary cuts were forcing the armed forces to “trim [their] tactical intelligence programs” and thereby shift their work to the “national” intelligence services, Congress did not resist this “shift of national means to tactical ends.” 87 Whether this is a smart move in the long run is not within the scope of this paper. However, as will be discussed later in this paper, U.S. Central Command is successfully fighting the war against terrorism by using the CIA, a national strategic resource (means), in an operational/tactical-level warfight (ways) in order to achieve both the President’s strategic objective (win the war on terrorism) and the operational-level objective (disrupt the use of Afghanistan as a safe haven for terrorists and destroy the military capability of the Taliban and Al Qaeda).

COVERT ACTION WITHIN DOD

Integrated CIA-SOF combat operations in support of Operation Enduring Freedom have transcended the typical forms of unconventional warfare performed by each agency and have even been described as a new template for warfare. Despite the successful resurgence of CIA paramilitary covert action in the war against terrorism in Afghanistan, however, one CIA veteran has told Bob Woodward of the Washington Post that the CIA is “not fully equipped or trained” to perform the high-risk operations that President Bush directed in his Presidential Finding.
ordering the CIA to “destroy bin Laden and Al Qaeda,” since the Directorate of Operations, which runs covert actions, “has been out of the business of funding and managing lethal covert action” since the end of the Cold War. This opinion, although certainly not dispositive, is not new. Back in 1987, Allan E. Goodman, relying on former CIA Director Stansfield Turner’s contention that a majority of espionage professionals believe that covert activities detract from the CIA’s primary mission to collect and analyze intelligence, proposed that covert action should be limited to paramilitary operations and given to the Department of Defense. Even earlier, in 1975, Harry Rositzke championed the transfer of paramilitary covert action (a subset of covert action) to the Department of Defense based on his belief that the “self-defeating amalgam of covert action and secret intelligence in one organization was key to the CIA’s ineffectiveness.” It would seem that the CIA has never seen a time in its history when someone has not been declaring the ineffectiveness of its covert actions, as many others over the years have also called for the transfer of paramilitary covert actions to the Department of Defense.

Rositzke’s proposal to transfer the CIA’s paramilitary operations to DOD makes somewhat more sense than Goodman’s proposal to limit all covert action to paramilitary covert action and also transfer such to DOD. By limiting covert action to only paramilitary action, Goodman’s proposal would remove from the CIA’s arsenal those non-paramilitary intelligence tools that are not appropriate for DOD or any other government agency to execute, such as influence operations, press placements, exfiltration operations, etc. Limiting covert activities to paramilitary operations would also severely restrict the President’s ability to conduct effective foreign policy. In addition, the transfer of covert paramilitary operations to DOD would confront the military with an operational problem for which it has no prior history – i.e., the possibility that a military operation would have to be undertaken in the context of official denialability. If the covert military operation was of vital interest to U.S. security but also extremely sensitive, the President would be vulnerable to the unfortunate possibility that one day he might have to choose between abandoning military personnel in the field in order to maintain plausible deniability, or acknowledging the covert activity, with all the second and third order affects attendant thereto.

This leads to another issue. The use of formal military force to conduct a covert military operation amounts to an act of war in terms of international law. If such an operation were undertaken and was somehow discovered and publicized, the President would not only lack plausible deniability, but unless he was prepared to punish severely the military personnel involved (which would be extremely difficult to do if he directed or “permitted” the operation), the Nation would face de facto and de jure a condition of war that had not been authorized by
Congress. By using the CIA, or some other non-military organization to undertake such missions, the President at least fuzzes the legal issue of an act of war. While it is true that CIA covert actions can themselves amount to an act of war, the President can use the CIA to engage in an act of war without U.S. fingerprints. This capability lies in the CIA’s lap for a reason.

The following example is illustrative and assists our analysis here. U.S. intelligence sources discover an Al Qaeda command and control headquarters in a friendly country, and the President decides it must be destroyed. If responsibility for paramilitary covert action were to lie with the Department of Defense, then the President would direct the Secretary of Defense to conduct a deniable covert operation to destroy the terrorist headquarters. Technically, the Department of Defense could execute the mission with minimal difficulty. SOF possess the required skill-sets and would need only to render anonymous their fingerprints: no uniforms or other identification tags associated with the U.S., and no weapons traceable back to the U.S. Operationally, however, several roadblocks present themselves.

By entering the friendly country with military forces in execution of a military mission, the U.S. has committed an act of war even though our interest lies not with them but in the terrorist headquarters. [Note: This is so regardless of whether the mission is executed by SOF in a covert mode or in a public mode, or whether it is executed by CIA paramilitary operatives, for that matter]. The Secretary of Defense’s tasking to U.S. Special Operations Command to execute this covert action (“act of war”), however, works smoothly only if we can get SOF into and out of Pakistan without their being noticed. In that case, we have a _de facto_ war that is deniable. If any of the SOF are captured or killed, however, we have a _de jure_ act of war. Most of the world has come to look at CIA _de facto_ wars as a way of life because most powers benefit from their own CIA-equivalents operating in foreign countries, with nothing to be gained politically by claiming an act of war when another’s covert action is discovered. The world, however, is not likely to tolerate the U.S. throwing its regular military muscle around in a covert fashion. The world will rightly ask: Where does it stop? If the U.S. employs SOF to conduct deniable covert action, then is the next step a clandestine tomahawk missile strike, or maybe even a missile strike whose origin is manipulated to conceal U.S. fingerprints?

By abdicating their open identification as U.S. military personnel, SOF would forfeit their Geneva Conventions status. This is important not just because of their loss of entitlement to prisoner of war status should they be captured, but also because of their loss of lawful combatant immunity against charges of spying, or murder for anyone they killed in the operation. SOF in this scenario could also be considered unlawful combatants.
There is another consequence if SOF forfeit their U.S. identity in a covert military operation. If they are killed, the lack of evidence associating them with the U.S. would preserve the President’s plausible deniability option, and the dead SOF personnel would not be affected because they are, after all, dead. If SOF are captured, however, the issue is more difficult. The President could continue to plausibly deny the operation in spite of claims by the captives that they are U.S. military personnel, although such claims would undoubtedly muddy the political waters, create a public relations challenge, and embarrass the President. The more significant aspect to the President’s decision to continue denying the operation would be that the SOF captives could expect to receive no protection or help from the U.S. If the CIA were to conduct the operation, however, these issues disappear because CIA paramilitary operatives are trained -- from their first day in that specialty -- to accept as part of their mission the requirement to operate in the “cold,” without protection or help from their Government.

It is unlikely that the Secretary of Defense or anyone else could lawfully order SOF personnel to conduct a covert action that would require them to forfeit their Geneva Convention status in order to retain deniability. Clearly a commander could issue a lawful order to SOF to conduct a covert operation, but no one can order military personnel to forfeit their status as otherwise lawful combatants in the execution of that mission. This is problematic. Covert actions are not covert if they lose their anonymity and deniability. SOF personnel, however, although permitted to reduce their operating profile like any good soldier, can be required only to maintain the secrecy of their mission, not to actively hide their military identity to their detriment. Accordingly, the Department of Defense would be seriously limited in its ability to execute successful covert military operations that are anonymous and deniable. This dilemma could be solved if there is found within the SOF ranks a sufficient number willing to forfeit this status. The method used to solicit such “volunteers,” however, is fraught with the dangers of undue influence, peer pressure, traditional military values, the U.S. public’s long-standing expectations of how their SOF sons and daughters will be treated at the hands of the enemy, and, perhaps most important, informed consent.

Lastly, some form of legal instrument would likely be needed to empower and direct the Department of Defense to conduct the type and scope of covert actions heretofore conducted under the CIA’s domain. Regardless of the necessary legal mechanism, however, the issues discussed above highlight the complications associated with tasking the Department of Defense to conduct covert actions. In the 2004 defense budget Secretary of Defense Donald Rumsfeld provided the U.S. Special Operations Command with more budget authority and manpower to enable it to assume an expanded strategic military role. Recent press reports have speculated
that this new role will include covert actions similar to the CIA’s. If this is so, this change in roles and missions for SOF should be approached with great caution and informed analysis.

LEGAL RAMIFICATIONS OF INTEGRATED CIA-SOF WARFIGHTING

There are a number of profound legal and operational issues associated with integrating CIA and SOF warfighting operations, and then managing that integrated relationship on the battlefield. This remains so whether the operation is CIA-led, with SOF seconded to the Agency, or vice versa, with SOF in the lead and CIA seconded. These issues are categorized in the following discussion under the general subheadings of Deniability, Lawful Action, Geneva Conventions, and Command and Control. As these issues are discussed below, it is important to keep in mind that in integrated CIA-SOF warfighting, SOF are still conducting military operations. The CIA paramilitary operatives are usually also performing military operations. Further, although the CIA paramilitary operatives maintain their covert cover, SOF hide only the mission and not their U.S. identity, although they have every right to reduce their profile through lawful means. A collateral effect during integrated operations is that SOF often become the CIA paramilitaries’ operational cover.

DENIABILITY

While some covert CIA operations receive extensive support from various military units and DOD agencies, in general the intent is for the CIA’s covert operations -- because of their very purpose and nature -- to avoid overly close identification with the U.S. Government. Nevertheless, the more often we integrate CIA and SOF operations on the battlefield, the more we subject the covert action to an overly close identification with the U.S. Government, with resultant “deniability” problems. In contrast, stand-alone SOF operations demonstrate a public commitment of U.S. military forces to protect our national interests, though the specifics may remain secret or receive little scrutiny. Such secrecy, however, at times provides SOF the opportunity to operate closer to the edge of the law.

“Paramilitary operations are the noisiest of all covert actions.” Add to that noise the presence of U.S. military forces alongside CIA paramilitary operatives, and one runs the risk of making the covert action more visible to its enemies. As the size of the operation increases, secrecy becomes more problematic, particularly if military or paramilitary forces are involved. Forces mean people, and people talk. As the size of the operation increases, it also becomes more complicated, with the attendant possibility that something will go wrong. For example, the end of the covert Iran-Contra operation began when a “single American survived an airplane crash.”
Another issue associated with integrated CIA-SOF warfighting operations is the lawfulness of each agency’s methods of operations. CIA covert paramilitary operations may be contrary to customary international law or the laws of the country in which the activity is taking place, whereas U.S. military forces routinely operate in the public domain in a legally based forum requiring them to follow international law, with all the attendant scrutiny and Monday-morning second-guessing. When the CIA and SOF operate together on the battlefield, the legal distinctions regarding operating authorities and procedures, and accountability, can become blurred. While these blurred boundaries are of significant concern, they can be overcome through situational awareness and adherence to proper governing (legal) authorities.

Given that some rogue countries and non-State entities such as Al Qaeda and other terrorist groups have threatened the United States and its allies and friends with death and destruction, the U.S. must be prepared to take whatever action it deems necessary in order to protect our vital interests. Nevertheless, the employment of the CIA and DOD in protecting such interests must be consistent with national law. Whereas U.S. military operations are more easily proven to be in compliance with both national and international law because they occur in the public domain, this is not the case with CIA covert operations. Covert actions do not imply that U.S. law is superior to that of another country’s, or that of international law, but that, instead, there are overriding national interests (vital interests) that must be protected outside the framework of international law and regular diplomatic relations.

While there is a statutory requirement for CIA covert actions to comply with U.S. national law, there is no parallel statutory requirement for such actions to comply with international law. According to Ronald Kessler in Inside the CIA - Revealing the Secrets of the World's Most Powerful Spy Agency, it is the job of the Directorate of Operations (the CIA Directorate that undertakes covert action) to “break the laws of other countries.” Stansfield Turner, CIA Director during the Carter Administration, stated in 1996, when comparing the CIA to the FBI, a law enforcement agency, that “The FBI agent’s first reaction when given a job is, ‘How do I do this within the law?’,” whereas the CIA agent’s first reaction when given a mission is, “How do I do this regardless of the law of the country in which I am operating?” When William Webster became Director of the CIA after the Iran-Contra affair, however, he reemphasized the need to ensure CIA activities complied at a minimum with U.S. national law, if not international law. One of his policy imperatives was to make sure that every proposal from the White House and National Security Council not only made sense, but also complied with established U.S. law and precedent. He did this by testing every covert action proposal “against a set of unvarying
questions: Does it fall within U.S. law? What would happen if it became public? Will the public understand it? Finally, will it work? 

The DOD, on the other hand, is legally bound to execute its military operations in accordance not only with national law but also the international treaties governing the laws of armed conflict to which the U.S. is a signatory. Further, U.S. government policy dictates that U.S. military forces must “comply with the law of war during all armed conflicts, however such conflicts are characterized, and with the principles and spirit of the law of war during all other operations.” This policy edict is important for two reasons: First, the laws of war generally apply only to international armed conflicts between nation-states (and organized resistance movements under certain circumstances); second, the laws of war usually do not govern the conduct of military personnel against non-State actors in law enforcement operations. Thus, even though the U.S.-led war against terrorism is not an international armed conflict between nation-states, U.S. military forces must adhere to the international laws of war as codified in the various Geneva and Hague Conventions.

The CIA, however, is under no similar requirement regarding international law. This provides the U.S. with tremendous flexibility when it implements foreign policy. Because of the additional legal constraints imposed on the DOD, however, we must be careful to maintain a well-delineated separation between the CIA and DOD when they integrate their battlefield operations.

Accountability and control of CIA paramilitary covert actions on the battlefield are just as vital as they are for SOF operations if all such activities are to remain legitimate instruments of U.S. foreign policy. Accountability and control demonstrate that regardless of the mixture of CIA-SOF forces on the battlefield, their integrated operations are compatible with our democratic form of government because they are conducted with accountability and adherence to the law. For CIA covert activities to remain a viable option in furtherance of our national security, they must also have the support of the American people in overarching concept, if not the details. In this regard, the CIA is ultimately accountable to the American people -- whether directly, or through the Congress.

This accountability and control are assured because, as discussed previously, the U.S. Code mandates that covert actions not be contrary to the U.S. Constitution or our Nation’s laws. This also means that CIA operatives remain subject to international norms, human rights laws, and war crimes prosecutions, should they get themselves into that situation. This accountability is further ensured in that, as noted earlier, CIA covert actions must be authorized...
by the President, and the Agency must report to the House and Senate Intelligence committees for accountability and oversight purposes.110

GENEVA CONVENTIONS

During the U.S. Civil War, the Lincoln Administration commissioned Francis Lieber, a professor at Columbia College, to draft a code of the laws of war, which became the basis of The Hague and Geneva Conventions, to which the United States is a signatory.111 In 1863 Mr. Lieber advised President Lincoln and the Union Army that guerrillas, spies, and saboteurs could be summarily shot.112

Because CIA personnel operate without uniforms or identification as U.S. Government officers -- even though their arsenal includes airplanes, helicopters, and unmanned aerial Predators armed with Hellfire missiles, all typically thought of as military equipment -- they are not normally afforded the protections of the Geneva Conventions, whereas regular military forces are. In a combat operation where CIA and SOF forces are tightly integrated, the result could be that, if captured, the SOF soldiers are afforded Geneva Convention protections while the CIA operatives are not; further, CIA operatives might even be considered by the enemy to be unlawful combatants. Worse, the intermingling of CIA and SOF forces/operations could result in our enemy, unable to distinguish between the two groups, categorizing all captives as unlawful combatants.

While this lack of lawful combatant status is a condition that CIA paramilitary operatives work under daily, such is not the case for U.S. military personnel. Further, from a practical standpoint, should such a dilemma arise, would U.S. officials be willing to stand up and say, “the SOF captives are prisoners of war entitled to Geneva Convention protections, but the CIA operatives you are holding captive are not”? Are U.S. officials equipped with such moral courage? How would the American public react to such a statement, even if they knew the officials spoke the truth about the status of the CIA captives? Additionally, how would we explain the presence of CIA operatives with military forces but, more importantly, if we decide to officially acknowledge their presence on the battlefield, how would we categorize their status: lawful combatants (even if they are not wearing uniforms or distinctive insignia)? Noncombatants? Entitled to Geneva Conventions protections? There may be no good answers to these questions when we must resort to protecting our national interests through CIA paramilitary operations.

In some conflicts, such as the current war against terrorism, the issue of whether Geneva Convention status applies to SOF but not to CIA operatives may be irrelevant in law, though not
irrelevant in diplomatic relations and on the political stage. As noted earlier, the laws of war
generally apply only to international armed conflicts between nation-states (and organized
resistance movements under certain circumstances). This means that the Geneva
Conventions apply normally when nations fight. So, if members of an integrated CIA-SOF team
are captured by a State actor (e.g., a member of the Armed Forces of a hostile country) during
an international armed conflict, the CIA operatives normally would not be entitled to prisoner of
war/Geneva Conventions status, whereas the military team members would, so long as they do
not meet one of the exceptions, such as acting as spies or saboteurs in hostile territory. If that
same CIA-SOF team is captured by a non-State actor, such as a terrorist group, the military
members are technically not prisoners of war but are instead crime victims – hostages, in fact,
subject to immediate release under Geneva Convention III. In such a case, the U.S. could
legally demand that all of the captives, both CIA operatives and SOF, be immediately released.
The U.S. could also argue on the stage of world opinion that all captives -- whether CIA or SOF
-- should be treated by their non-State captors in accordance with the Geneva Conventions as a
matter of policy, just as the U.S. does even when a conflict does not rise to the level of an
international armed conflict. That argument is likely to fail, however, given the Bush
Administration’s decision to classify all Taliban and Al Qaeda fighters as unlawful combatants
not entitled to prisoner of war status, although the Administration’s policy is to treat them in a
manner consistent with the principles of the Geneva Conventions.

COMMAND AND CONTROL

As a consequence of the Goldwater-Nichols Department of Defense Reorganization Act of
1986, Unified Combatant Commanders are charged with overseeing all military operations
in their regional areas of responsibility, whether conducted by conventional military forces or
SOF. Title 10, U.S. Code, Section 162(a)(4) states with more specificity that, “except as
otherwise directed by the Secretary of Defense, all forces operating within the geographic area
assigned to a unified combatant command shall be assigned to, and under the command of, the
commander of that command.” Further, a combatant commander is responsible to the
President and to the Secretary of Defense for the performance of missions assigned to that
command. To implement this authority in military regulations, DOD Directive 5100.1,
Functions of the Department of Defense and Its Major Components, assigns the combatant
commanders with the command function to employ forces within that combatant command as
he considers necessary to carry out missions assigned to the command. Of additional note is
the fact that commanders of commands and forces assigned to a combatant command are
under the authority, direction, and control of, and are responsible to, the combatant commander on all matters for which the combatant commander has been assigned authority.121

Stated more succinctly, the combatant commander has the responsibility for missions in his geographical area of command, and commands all military forces assigned to his area of responsibility. The combatant commander, however, has no specific statutory authority over other U.S. Government personnel in his area of operations, such as CIA paramilitary operatives. Accordingly, when CIA paramilitary operatives are integrated with SOF in a warfighting operation in a combatant commander’s area of operations, the combatant commander has no authority over those CIA paramilitary operatives -- whose very presence in that integrated mix is in furtherance of a military mission -- unless the President has given him such authority. This lack of authority over all participants in the combatant commander’s military mission can potentially but not necessarily handicap the combatant commander’s statutory responsibility to the President and Secretary of Defense to accomplish his assigned missions. Accordingly, this potential problem must be addressed up front in the planning stages of every military operation in which integrated CIA-SOF operations may be employed.

One way to resolve this potential problem would be to place CIA paramilitary assets directly under the authority and control of the regional combatant commanders. One journalist, Nathan Hodge of Defense Week, has opined that in wartime the CIA Director is “supposed to put all CIA assets within a given command region . . . under the operational control of the regional commander in chief” because the CIA is mainly an intelligence gathering agency, with military operations not one of its core, or traditional competencies.122 Hodge reinforces his opinion on this matter with his assertion that when the CIA receives information of value to U.S. commanders, it should turn such information over to the “professional” [U.S. military] warfighters.123 Hodge also asserts that even though officers from the CIA’s predecessor agency, the Office of Strategic Services (OSS), worked under military commanders in World War II, the CIA in Afghanistan today is conducting its own campaign independent of U.S. Central Command. Hodge proposes that this is consistent with the CIA’s pattern of “resisting subordination to military command,” and he cites as examples the CIA’s covert paramilitary actions in Honduras, Nicaragua, and El Salvador during the 1980s, where the CIA completely bypassed the Combatant Commander of U.S. Southern Command.124 Hodge fails to note, however, that all such CIA operations are undertaken at the order of the President, the Commander-in-Chief.

Another opinion in a vein similar to that of Hodge’s is that of Michael Vickers, a former Army Green Beret and CIA official and now the Director of Strategic Studies at the Center for
Strategic and Budgetary Assessments. According to a press report quoting Mr. Vickers, all of the CIA operatives in Afghanistan, including the operators of the Predator drones, are supposed to report to U.S. Central Command, but they also report to the CIA’s Near-East Division, which is responsible for Afghanistan and Pakistan. However, Vickers notes that not all CIA paramilitary operatives have diligently consulted with, much less reported to, their military commanders, leading to some friction.

In an article written before and independent of Hodge’s, Douglas Waller, writing for Time magazine, made some additional observations. According to Waller, after Vietnam and the scandals of the 1970s, the CIA practically disbanded its paramilitary force, and when they subsequently needed paramilitary experts for their own covert actions against the Soviets in Afghanistan or to train contra rebels in Nicaragua, the Agency “borrowed” Army Green Berets or Navy SEALs, or hired retired SOF on a contract basis. Waller also noted that, in the past two years, CIA Director George Tenet has expanded the CIA’s paramilitary force to the point where, according to one intelligence source cited by Waller, “the CIA is practically creating its own army, navy and air force.”

Another way to resolve this potential problem (i.e., the combatant commander’s lack of direct authority and control over CIA paramilitary operatives in his area of responsibility) is for the CIA paramilitary operatives to maintain their separate (CIA) line of authority but be required to coordinate and consult directly with the combatant commander when they will be part of an integrated CIA-SOF warfighting operation. This option is more practical and realistic in a large scale military operation such as the global war on terrorism. For example, it is working successfully in Afghanistan today, although on an ad hoc rather than a formalized (required coordination and consultation) basis. In his book Bush at War, Bob Woodward describes how “Hank,” the CIA’s counterterrorism special operations chief met with General Tommy Franks, commander of U.S. Central Command, and made it clear that the CIA paramilitary teams in Afghanistan would be “working for Franks,” somewhat contrary to recent practice, as “partners” with the military. This option will not only help to reduce the potential problem discussed above, but will preserve the combatant commander’s operational flexibility to capitalize on the strengths that each agency (CIA and DOD/SOF) brings to the battlefield by applying the force most advantageous to successful mission accomplishment.

In further support of this option, CIA operatives are reportedly working “hand in glove” with SOF and have provided a “crucial eyes-on-the-ground capability,” while still reporting through CIA operational channels. CIA paramilitary operatives are small in number, flexible, and generally freer from bureaucratic hierarchies than their SOF counterparts, who must usually
jump through 18 food chains, 20 levels of paperwork and 22 hoops before they can take action.\textsuperscript{130} CIA operatives are able to use cash and other favors, such as supplying modern combat gear, to buy loyalty and information from tribal warlords in Afghanistan, whereas military forces do not possess such legal authorities.\textsuperscript{131} Another advantage to using CIA paramilitary operatives is that their ability to pinpoint the enemy is in many cases more humane than a full-scale military assault because the result will generally be fewer civilian casualties.\textsuperscript{132} In a war against terrorists, where the enemy does not wear uniforms and intermingles with the local populace, CIA paramilitary operatives are better able to distinguish the “good guys from the bad guys” and thus identify the right targets.\textsuperscript{133}

Nevertheless, close cooperation and intermingling between the CIA and SOF is fraught with danger given their respective cultures, operational modes, sources of information, and oversight structures.\textsuperscript{134} For example, the CIA did not always obtain landing rights from neighboring countries before it moved its teams into Afghanistan, and it was free to ignore the traditional military requirement when going into combat to be backed up with an extraction plan and search-and-rescue teams. If the CIA teams got into any trouble, they were on their own.\textsuperscript{135}

Integrated CIA and SOF warfighting operations, accordingly, invite significant legal and operational issues associated with deniability, legality, Geneva Conventions status, and command and control. These issues can be minimized or even overcome, however, if this integrated relationship is managed in a coordinated manner that best preserves the combatant commander’s flexibility in battle by capitalizing on the strengths and capabilities that each agency brings to the fight.

**ADDITIONAL ISSUES ASSOCIATED WITH INTEGRATED CIA-SOF WARFIGHTING.**

Three additional concerns associated with integrated CIA-SOF warfighting merit comment.

**CAPABILITIES-SHIFTING**

We must be careful to capitalize on what the CIA brings to the fight, not give them a military mission to execute in DOD’s stead. While the CIA’s covert paramilitary capability is a valuable and attractive means of operation compared to the usual “noise” of military combat operations, both agencies must be careful to ensure that their integrated operations do not negatively affect the positive capabilities of each. For example, is CIA-SOF warfighting integration true capabilities-shifting, \textit{i.e.}, a reasonable means of “outsourcing” by the National Security Council in order to use the CIA as supplemental warfighters alongside SOF? Or, is such integration merely burden-shifting from the DOD to the CIA based on the CIA’s high-speed
low-drag flexibility and reduced span of complexity? If it is burden-shifting by the DOD, how would this affect DOD writ large as the various military departments transform themselves to deal more effectively and efficiently with future threats? These policy implications suggest strongly that we must capitalize on each agency’s strength and capabilities in combat, not cannibalize each other’s missions or shift unwanted burdens.

CONGRESSIONAL OVERSIGHT

It is difficult for Congress to provide effective oversight of integrated CIA and SOF operations, as different sets of committees with disparate agendas and jurisdictions attend this issue. The ways by which the U.S. Congress funds and oversees both the CIA and DOD may not be optimized to support their evolving and overlapping mission in the war against terrorism. Further, it is already difficult to provide effective and seamless oversight of intelligence activities and military operations abroad; to attempt to do so over shared missions imposes an even greater challenge. For covert operations to remain a legitimate national tool, however, this very accountability and control are vital. The fact that Congressional oversight will be more difficult does not militate against the viability of integrated CIA-SOF combat operations as a legitimate tool of U.S. foreign policy.

TARGETING

Both SOF and CIA personnel on the ground in Afghanistan have provided “real-time and near-real-time” targeting data – using either laser designators or radios and laptops to call in global positioning system coordinates to U.S. aircraft flying over the battlefield. Yet there were difficulties in a few of the new targeting tactics, techniques, and procedures (TTPs) that had to be hurriedly fielded between the CIA and DOD, and even though the targeting tactics, techniques, and procedures were improved on the battlefield as the war progressed, “as many as a dozen opportunities to strike high-value but time-critical targets” were lost in the first weeks of the war in Afghanistan. Some of these problems were due to interoperability issues between the CIA and DOD, while others were due to “the length of the decision loop – the time required from when a sensor detects a target to when it can be identified and approved by a human operator.” Nevertheless, when compared to each other, the CIA’s targeting process is usually quicker, more fluid, and encompasses fewer decision-makers in its “trigger-pulling chain of command” than DOD’s. According to one anonymous senior defense official in November 2002, today’s military is still not designed to move with speed or agility, despite its success in Afghanistan.
Target engagement in integrated CIA-SOF operations involves another major coordination concern, namely, the increased difficulties in preventing friendly fire incidents on battlefields where other government agencies are operating, like Afghanistan. For example, during Operation Anaconda in Afghanistan in March 2002, CIA assets operating on the ground wanted large No Fire Areas over each of their positions, “many of which covered key terrain of interest” to the joint and coalition unconventional warfare and special reconnaissance teams.\(^{143}\) The use of large No Fire Areas would have denied these unconventional warfare and special reconnaissance teams the flexibility they needed to engage targets in those areas. To address this problem, Coalition Joint Task Force - Mountain (CJTF-Mountain) employed Restricted Fire Areas instead. Restricted Fire Areas enabled the approving ground tactical commander to engage targets he deemed necessary, while facilitating unconventional warfare and special reconnaissance team movement and allowing the commander to set the conditions for future engagements,\(^{144}\) and continuing to provide friendly fire protection for all concerned. Keeping up to date with all of the CIA assets and non-government agency personnel on the ground and their changing locations was often a significant challenge, however. Although CJTF-Mountain executed an incredibly effective and successful targeting plan while meeting the legitimate concerns of the CIA and non-government agencies, this issue is critical. To prevent fratricide on a battlefield such as that confronted in Afghanistan, where there is no clear front or rear, all participants must work together before the fight to establish interoperable communications in targeting cells and intelligence fusion centers, as well as same-meaning terminology - with all forces clear on the operational terminology and the meaning of those terms.\(^{145}\)

**RECOMMENDATION**

In order to win the war on terrorism decisively and with dispatch, the President should continue this new policy of employing CIA paramilitary operatives in a warfighting role alongside SOF in combat. To better manage this new policy, however, the CIA and DOD should jointly develop clear, well-understood procedures that ensure close and effective coordination and that provide for the seamless sharing of battlefield information.

Interagency coordination and cohesion of strategy are the vital links in this new template for warfare.\(^{146}\) To implement this new policy and ensure a seamless sharing of battlefield information and a consolidated unity of effort on the battlefield, the Joint Interagency Coordinating Group at each combatant command should develop or expand as appropriate the following:
Joint Interagency Coordinating Groups. These groups, headquartered at each unified combatant command, should be composed of liaison officers from any and all organizations that can potentially be helpful to the combatant commander.

Interagency Coordination Annex (Annex V). An Annex V should be included in every combatant command contingency plan to ensure the integration of all pertinent instruments of national power into the combatant commander’s deliberate planning process, and to articulate the combatant commander’s criteria for entry and exit conditions for other U.S. Government agencies during an operation. Annex V should also serve as the combatant commander’s vehicle to identify major missions and tasks for interagency coordination; to identify interagency issues arising with each phase of military operations; to develop follow-on interagency political-military planning; and to request other relevant interagency activities.

New Procedures to Govern Integrated Operations. These procedures should address doctrine, training, policies, and coordination, to ensure their synchronization on the battlefield. Herein lies a thorny thicket of command and control issues, which should be resolved in a manner that provides the combatant commander with more sharply focused unity of command, and the requisite authority -- however defined and accomplished -- over CIA operatives during combat operations to accomplish his assigned tasks. Unity of command necessarily requires clearly defined authorities, roles, and relationships. If CIA operatives are going to be involved in warfighting missions on the battlefield, then they should be responsible to the combatant commander in some organized and formal shape or form.

Laws of War. A working group should be established to formally develop procedures to protect SOF forces from inadvertently violating the Laws of War when they intermingle their operations with CIA operations. This working group should also study and develop legal bases to protect CIA paramilitary operatives and associated SOF from allegations that they are unlawful combatants (this is an issue only for periods of legally recognized armed conflict).

Training Plan. An interagency training plan should be developed to delineate and incorporate coordination measures.

Training Exercise. An interagency training exercise should take place to validate the training plan and coordination measures.

Memorandum of Understanding. This memorandum of understanding should be between the CIA and DOD (and any other agency as deemed necessary) and should outline the authorities and responsibilities of both agencies when they operate together in combat in order to ensure unity of effort.
Although there is no overarching interagency doctrine that specifies or even dictates the procedures and relationships governing all organizations involved in interagency operations, Joint Publication 3-08, Interagency Coordination During Joint Operations, and Presidential Decision Directive-56, Managing Complex Contingency Operations, provide useful general guidance and procedures for planning and managing complex operations.\textsuperscript{150}

**CONCLUSION**

Changed international realities require the U.S. to adapt its response to transnational threats by employing CIA paramilitary operatives in a warfighting role alongside SOF. According to former Senate Intelligence Committee Chairman Bob Graham, Democrat - Florida, “The type of combat we’re likely to be in from now on is not World War II, with mass tank attacks, but rather this type of small-unit operation where good intelligence, operational intelligence is the key to your success. . . . We’ve asked the question [about coordination] consistently . . . and we’ve gotten . . . increasingly positive statements about the close and effective relationship between intelligence and war fighters.”\textsuperscript{151} This integration blurs organizational boundaries, however, and for policy reasons, legal protections, and operational effectiveness, we must develop new procedures to deal with these blurred boundaries. Further, there is a concomitant need for both groups to maintain a well-delineated separation between themselves. Without this separation, we risk losing the political and military value of covert operations, and invite the perception that we are attempting to avoid customary international law and the laws of war by disguising SOF operations as CIA operations or, more likely, vice versa.

Because America’s political-military activities are increasingly colored by self-imposed legal constraints as well as the weight of world opinion, choosing between CIA covert action, military action, or a combination of the two, presents important and difficult challenges to America’s senior policy-makers. Competing interests must be weighed and balanced, and compromises will surely have to be made.\textsuperscript{152} In that the political object to be had by war will affect not only the level of effort to be made but also the conduct of the operations, it is also appropriate to quote Carl von Clausewitz, who rejected the idea that there is only one “best path to victory, finding instead that ‘many roads lead to success.’”\textsuperscript{453}
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