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OVERVIEW

There are now abundant supplies of devices, available to
both the public and specialized electronic market, which are
claimed by their manufacturers to provide transient protection
for electrical equipment. However, there is no common test
procedure for determining "success" in transient pulse protection
that can be ganerally applied to all devices'. In this program, a
family of protective devices has been selected for application to
transient protection of amateur radio stations. A test plan for
qualification testing of such devices is described here which
offers a rational approach to certifying the average performance
of particular groups of deviceo against such fast-rising
(nanoseconds) and powerful (kilovolt3) transient pulses as might
be generated by lightning or electromagnetic pulse (EMP). The
laboratory facilities of IRT Corporation, San Diego, California
have been selected for this test actiity, with test results to
be reported by Electrospace Systems, Inc.' Those devices found to
be qualified may then be used with confidence in transient
protection applications such as the amaveur radio configurations
to be developed under this program.

* CONCEPT

The protective device qualification program depends on the
careful testing of a statistically significant sample of
protective devices against an appropriate trainsient threat pulse,
with results stated precisely in terms of pre-determined criteria
for success.,

The success criteria includes ability to reject a sufficient
percentage of the applied transient threat, determined in
accordance with the desired application, to allow use of the
device as part of a transient protection scheme. This capability
will be characterized by a rejection ratio, measured in decibels,
defined a-

Peak Signal In
RR = 20 log .-- - -- - -"

db 10 Peak Signal Out

The rejection ratio will be certified by comparison of an input
and output waveform suitably scaled to allow direct overlay of
the waveforms. Other success criteriawill include the ability of
the device to withstand at least a minimal number of threat
stresses without failure (degradation of the rejection ratio
below a specified error margin), a measure or variance between
tested devices, and an absolute magnitude of voltage and current
which cause actual failure of the device to support its intended
use.

A detailed test concept on which this test plan is based is
provided as Attachment 1.
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TEST PROGRAM

Threat Definition

Qualification is desired against both EMP and lightning

transients in this program. Other than the case of a direct

lightning stroke, EMP is generally considered a more stringent

threat to electrical systems than lightning. Consequently, the

qualification test pulse will approximate the characteristics of

EMP, rising to full strength in fewer than 20 nanoseconds and

decaying exponentially in about one microsecond. A "typical" EMP

waveform for free field was defined in "EMP Engineering and

Design Principles" (Bell Telephone Laboratories, 1975) according

to the exponential equation
4 6 8

E(t) - 5.25 x 10 [exp(- 4 x 10 t) - exp(-4, 7 6 x 10 t)]

where E is in volts per meter, and t in seconds. As that

waveform is frequently used in unclassified work, it will also be

utilized in this test program.
The transient threat to electrical hardware does not come

directly from the free field, but rather from the interaction of

the electric and magnetic fields with electrical conductors. For

this program, it is considered likely that voltage and current

transients in conductors will exhibit rise times slower than the,

free field, and may oscillate or decay at a much slower rate than

the free field. However, approximation of the free field

waveform in injected current or voltage test transients is a

reasonable worst case transient pulse and will be used in this
program.

For currents, peaks in excess of thousands of amperes have

been predicted as response to EMP. Similarly, voltages may reach

hundreds of kilovolts. However, in practice, the physical

dimensions and characteristics of the conductors themselves will

tend to limit currents and voltages, although not always without

physical damage to the conductors. For example, it has been

proposed that the highest transient voltage transmitted through a

residential power distribution breaker box would be limited by

air discharge breakdown. Conversely, antenna leads and signal

cables in an amateur radio station may not possess such close

tolerances, and the peak transients experienced, if limited at

all, would be determined by the lengths and configurations of

condu'ctors exposed to the fields, and the dielectric strength of U 11

their electric insulation. Devices exposed to limited voltages

will be first tested against a low level, but fast rising pulse

before being exposed to maximum values of voltage and current.

Therefore, the following peak values will be used in the

protective device qualification tests for this program:

CONDUCTOR PEAK VOLTAGE PEAK CURRENT TEST CLASS
vol ts amps

Power connections 600 120 A
'Box interconnections 600 20 B

Exterior Conductors 4500 1000 C.
1-4



Threat Definition (continued)

The highest pulse level obtainable in the laboratory will also be

utilized to test for insulation breakdown of the protective

devices. Should a device fail under voltage stress, or be

predicted to fail by its published operating characteristics, an

attempt will be made on similar devices to determine the maximum
safe voltage limits for the device class. Similarly, the current

shunting capability of the protective devices will be. examined,

and limitations observed during testing will be reported.
Each protective device will be subjected to ten equal

pulses, in order to ensure that protection is not circumvented by

the tirst threat transient received. A cooling time of

approximately one second will be allowed between pulses. Devices
which are designed to provide protection for only one pulse will,

be liqted as limited qualifiers for this program, as it is

conceivable that singular replacement of inexpensive devices

might provide a cost-effective means of obtaining protection.

Device Selection

For this test, selection of devices was governed by the
applicability of their use in protection of the "typical" amateur
radio configurations defined under this overall program.
Appendix I contains a detailed listing of devices art: 'he Test
Class to which they have been assigned. In some ases, a
particular device may have multiple applications in the
protection scheme which require it to survive more than one class
of threat peaks. Qualification results against each test class
will be reported separately for those devices.

Required Measurements

Direct Testing:
A direct device test consists of driving its terminals with

a differential mode signal from a pulse generator. The direct
test is conducted once with source impedance appropriate to the
tabulated voltages and currents listed previously, and once with
the tabulated voltage and a source impedance of fifty ohms.
Fifty ohms was chosen because it is most commonly encountered in
house wiring and antenna connections. The input and output pulse
magnitudes will be recorded by photograph on a suitable scale vs
time to allow direct comparison and determination of rejection
ratio for both test situations. Markers will be inserted into
each photograph to fix the point of "zero" time, and to calibrate
voltage magnitudes.

For each protective device, the number of identical devices
listed in Appendix I will be tested. This number will vary from

one to fifteen depending on the device and on test results.
Values of the rejection ratio (and spike duration, if any) will
be statistically compared in real test time to evaluate the mean
and standard deviation of those data for each device. When as
many as ten identical devices have been subjected to both forward L

1-5



%

Required Measurements (continued)
4

and reverse tests and the statistical parameters are converging
to a useful value, no further testing of the device against that
particular threat will be required. Conversely, when results do
not indicate a convergent mean and/or standard deviation, more
devices will be tested (if available within the cost restraints
of the program) in order to better define the characteristics of
the device.

When a device under test fails to maintain a rejection ratio
within five decibels of its original value against the second
thru tenth pulses, an identical device will be repeat tested
under a series of reduced stress levels (25%, 50%, and 75%) in an
attempt to find any -alue under which satisfactory protection
under repeated stress is probable. The test results for, that
device would then indicate a limitation on use of the device for
this program.

Reverse Polarity Testing:
After completion'of the direct testing described above, the

entire test series will be repeated with opposite polarity of the
pulser to the device terminals. The recorded data for the
reverse polarity tests will be photographed separately from the
direct test results.

Tests to Failure:
For those devices listed in Appendix.I as requiring "Test to

Failure," after completion of both series of tests described
above, the voltage output of the pulser (with a low source
impedance) will be increased (direct polarity followed
immediately by reversed polarity) until device failure occurs, or
the operating limitation of the pulser is reached. %
Manufacturer's operating data will be compared with measured
operating parameters where necessary to define failure. The
lowest voltage value for which failure occured under either
polarity will characterize the failure voltage for this program.
Response to Test-To-Failure pulses will be indicated in the test p--
results as "T' level tests.

Data Organization

Device Identification:
Test data will be identified with the Device Identification

Number as listed in Appendix I. Data obtained with reversed
polarity pulses will show an "R" after the Device Identification
Number. The first suffix , separated by a "-", will indicate the
letter code of the Test Class followed immediately by an "L" for
the low (tabulated current) impedance or an "H" for the 50 ohm
impedance test. Data for repeated Dulses of the same device' will
carry an additional suffix "-n" where "n" is the sequence number
of the pulse (1-10). Data for repeat tests of an identical
renlacement device will also carry a suffix "-L" where "L" is the
letter designator of the replacement. For example:

Test Data Set 24R-AH-3-B L
4 - A . ,rorz.d noIritv test of device 24, with "A" class



Data Organization (continued) "

pulses from a 50 oam source, this set being the third repetition
of the pulse against the second identical device tested.

Test Waveforms:
Test Data for each pulse will be recorded on a suitable time

scale to adequatelr indicate the initial firing of the threat
transient, the firing of the device under test, and the settling
level of the d'vice. Both the input (threat) and output (reduced
threat) magnitudes %till be normally be recorded on the same-
photograph, which may also be utilized for the nine repeat pulses
to provide more efficient recording of data.

Failure Levels:
Test pulses which result in device failure instead of

expected protection will be identified with the device
nomenclature as described above plus the peak magnitude of 'the
pulse which resulted in failure. Note the required use of the
suffix "R" to indicate failure inder reversed polarity.

REPORTING REQUIREMENTS

Device Results:
Data photographs for each protective device will be

consolidated as raw data for the report of test results.
Additional graphics will be prepared where they may depict
meaningful device characteristics. All data will be reviewed and
utilized in the development of a narrative characterization of
each device which specifically addresses its suitability for the
purpose of transient protection in this progr3m. Any limitations
on use resulting from the tests, as well as cost and
availability, will be included in the characterization.
Test Methods: ,

The generic methods and procedures utilized during the
protective device. tests are summarized as Appendix II. A
discussion -f error sources and their effect on test results is-included. %"

Final Report:
A final report of test activity will be prepared to contain

a summary of methods and generalized results, In addition, r
specific recommendationa, based on test results, will be provided
to guide utilization of tested devices in the remaining activity
of this program.

TEST PROGRAM COORDINATION

Laboratory Responsibility:
Lab scientists of IRT rorporation will have sole

responsibility for operation of the transient pulse sources and
data recorders in a 'manner which provides maximum safety for
personnel and government property not under cest, including
previously recorded test data.
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Test Program Coordination (cont nued)

- Program Engineer(s) :

-" Program ' enginee representing Electrospace Systems,
Incorporated will assist the Lab Scientists in conducting the
test prcgram, including management of protective device inventory
and preparation of devices for test connection. These personnel
are responsible for selection of devices for test, and review of
results to determine additional tests required, with appropriate
guidance from IRT scientists. Program engineers shall arrange
for custody and transportation of test materials owned by the

*i government, ESI or its other contractors, and for obtaining and
safeguarding unclassified test data from IRT scientists. No
classified information will be utilized or generated by this
program.
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Attachment

A TEST CONCEPT
FOR

TRANSIENT PROTECTIVE DEVICES
SUITABLE FOR FAST-RISING PULSES

December 3, 1984
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OVERVIEW

bo There are now abundant supplies of devices, available to
both the public and specialized electronic market, which are

claimed by their manufacturers to provide complete transient
protection for electrical equipment. However, there is no common
test procedure for determining "success" in transient pulse
protection that can be generally applied to all devices. A
concept for qualification testing of protective deices is
described here which offers a rational approach to certifying the
average performance of a particular group of devices against such
fast-rising (nanoseconds) and powerful (kilovolts) transient
pulses as might be generated by lightning or electromagnetic
pulse (EMP). Those devices found to be '"qualified" may then be
used with confidence in transient protection applications such as
the amateur iadio configurations to be developed under this
program.

BACKGROUND

As mechanical devices and vacuum tubes are phased out of
common radio and communications equipment, a realization has
developed that the solid state devies now in use are becoming
more and more vulnerable to transient electrical signals. Hence,
a new market for transient protection has arisen, causing
manufacturers to increase development and production of such
devices.

Some limited government research into transient protectiv
devices against EMP has been accomplished during the past fifteen
years, but the results are not generally available to the public,
and generally not compiled into any useful data base.

If a standard test method and reporting system for transient
protective devices were available, individual private radio
amateurs could make rational decisions concerning the purchase of
such devices. Without such information, devices are not likely
to be installed, or, if installed, the sole criterion for the
purchase decision might be initial cost.

1-1



CONCEPT

The following paragraphs describe features of a protective
device qualification program which depends on the careful testing
of a significant sample of protective dev'.ces against a
recognized transient threat pulse, with results stated precisely
in terms of pre-determined critera for success.
I The success critera will include ability to reject a
sufficient percentage of threat magnitude, determined in
accordance with the desired application, to allow use of the
device as part of a transient protection scheme. This capability
will be characterized by a rejection ratio, measured in decibels,
defined as:

Peak Signal In
Z 20 log

10 Peak Signal Out

The rejection ratio will be certified by comparison of an input
and output waveform suitably scaled to allow direct overlay of
the waveforms. Other critera will include the abilty of the
device to withstand at least a minimum number of threat stresses
without failure (degradation of the rejection ratio below a
specified error margin), a measure of variance between tested
devices, and an absolute magnitude of voltage and current which
cause actual failure of the device to support its intended use.

FEATURES

Selection of Devices
There exist three commonly used approaches to the general

problem of transient protection. The undesired transient signal
may be diverted to a more harmless path (diversion), reflected
back tov.ard its source (reflection), or absorbed in a lossy
medium (absorbtion). Among the most popular gadgets purchased by
the public for protection of computers and radio gear are such
diversion devices as spark gaps, silicon transient voltage
suppressors, and metal oxide varistors. The more serious radio
operator way be familiar with such reflection devices as filters,
or combination diversion-reflection devices commonly called
hybrid transient suppressors. Conventional protection devices
such as circuit breakers, fuses, or relays are generally
considered too slow to interrupt fast lignting or EMP, and will
not be tested here.

Screening of protective devices available over the counter
should result in a test list of the most inexpensive units
considered representative of each type. Where economically
feasible, enough units of each type will be tested to define a
significant statistical sample. Experience in prior test
programs indicates that about 15 units of each device should
provide such a sample. Appendix I lists examples of such devices
in common use.

1-12



Features (continued)

Threat Definition

Other than the case of a direct lightning stroke, EMP is
generally considered a more stringent threat to electrical
systems than lightning. Consequently, the qualification test
pulse must rise to full strength in fewer than 10 nanoseconds and
decay exponentially in about one microsecond. For currents,
peaks in excess of thousands of amperes have been predicted as
response to EMP. Similiarly, voltages may reach hundreds of
kilovolts. In some cases, the required operating parameter for a
protective device is the slope of the voltage (or current)
wavefront with respect to time.

The protective devices must also be tested more than once,
in order to ensure that protection is not circumvented by the

first threat transient received.

Facility Requirements

The selection of facilities and test equipment for the
qualification testing is one of two key factors governing success
or failure of this program. The test lab must be large enough to
provide a stable environment for device tests, even if similar
devices are tested weeks apart. The transient source must be
calibrated and demonstrated to perfcrm according to its

* calibration at frequent intervals durzng testing. Specialized
equipmert will 'be required to connect the source to the devices
under test without introducing spurious signals or lengthening
the rise times of the pulses, and to recordthe input and output
waveforms 4cross each device tested. An efficient system of
controlling test data and documenting resul'.s must be provided by
the test facility. Use of one of thw appropriate government labs
for this effort is possible, if potential problems of cost, L
availability, scheduling, and over-classification of data can be
overcome.

46
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Features (continued)

Personnel Requirements

The other key factor governing the success of this program
is ensuring that testing is conducted under the direct control
and guidance of personnel who have documented, specific
experience in EMP pulse test programs. Failure to provide
EMP-test qualified personnel is certain to generate test results
that will not be considered adequate by the Defense scientific
community, most likely with good reason, far few technicians in
industry or government routinely deal with the myriad problems
caused by testing almost to failure with high powered, fast
rising transients. Sophisticated pulsers and test probes
requiring calibration of both time and amplitude, with limited
distortion-free ranges of operation, create many opportunitiet
for inexperienced personnel to unknowingly record invalid data.

From a program standpoint, effective use of a hired
laboratory (be it government or commercial) will require the
continuous assistance of at least one knowledgeable member of the
program team, who can interpret results and make any required
changes in device selection as the test progresses.

Reporting of Results

A general plan for organizing data records must be included
in the overall test plan for this program. As a minimum, it will
be necessary to determine the average transient attenuation of
the threat pulse for, each groLup of like protective devices, and
the amolitude evel where failure of the device occurs.
Organizing the devices will allow any correlations between
standard operating oarameters and test results to be easily
observed. A modern lab is expected to obtain directly digitized
tabulations of the input and output waveform for comparison with
limits of the protection design.

Program Coordination

From the partial listing of transient protection devices
available (see Appendix I), the protection design engineer should
indicate those of least cost that are expected to perform the,
protective function as desired. If they can be obtained, the
less costly devices should be of prime importance for testing,
because one of the goals of the program is minimal cost to the
radio operator who installs the protection. As discussed under
"Personnel Requirements", final day-to-day selection of devices
for test is dependent upon results to date and the availability
of substitutes for tested devices which did not "qualify".
Depending on the availability of test time, it would be
desirable to qualify as many devices as possible to expand the
availability of parts for the "Protection Kits" which t'ill be
developed under this contract.
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Appendix I

. TYPE MANUFACTUREF TRADE NAME MODELS

SG C P CLARE AND CO COMM GAP 21,
SG FISCHER CUSTOM COMM GAS-CAP DIODE
SG JOSLYN ELECTRONICS SYS MSP 16

SG JOSLYN ELECTRONICS SYS TRIGARD 7
SG JOSLYN ELECTRONICS SYS SURGITRON 26
SG SIEMENS BUTTON TYPE SVP 13
SG SIEMENS POWER TYPE SUP 5
S5 SIEMENS COMMUNICATIONS TYPE SvP 11
SG TII INDUSTRIES INC SURGE ARRESTOR TUBES I"
MOV GENERAL ELECTRIC CO SURGE ARRESTOR
MOV INTERNATIONAL RECTIFIER ZENAMIC MOV TRANS SUPPR 95
TVS SENERAL ELECTRIC CO HOME LIGHTNINC PROTECTOR
IVS GENERAL SEMICNDCTOR IND TRANSZORB is
YIEc G'NERAL SEMICN!STOR IND ZORB ELECTROSTAT DISCHARGE 9

TUB TRANSI-TnAP
TVS TRW C4PACITORS TRANSIENT VOLTAGE PROTECT i57

HT? CONTROL CONCEPTS CORP ISLATROL, 35
HTP CONTROL CONCEPTS CORP ISLATROL BI-DIRECTIONAL 9
HTP FISCHER CUSTOM COMM SPIKEGUARD 12
HIP JOSLYN ELECTRONIC SYS PROTECTORS 8
HTP KAPUSI LABORATORIES INTERGUARD 3
'HTP KAPUSI LABORATORIES LINE SURGE ABSORBER 4
HTP KAPUSI LABURATORIES POWER GUARD 2
HTP KONIC INTERNATIONAL TRANSTECTORS 40
HTP MCG ELECTRONICS INC EQPT & BRANCH PROTECTORS 13
HTP MCG ELECTRONICS SIGNAL LINE PROTECTOR 3
HTP MCG ELECTRONICS. INC WALL OUTLET PROTECTOR 4
HTP TII INDUSTRIES INC OVER-VOLTAGE SURGE PROT 9
HTP TII INDUSTRIES INC POWERLINE SURGE PROTECTOR 7
FIL RFI CORPORATION SUBMINATURE FILTERS 34
FIL ERIE TECH PRODUCTS EMI FILTERS 42
FIL SPRAGUE ELECTRIC CO RADIO INTERFERENCE FILTERS 225

SG a SPARK GAP. HTP a HYBRID, MOV 3 METAL OXIDE VARISTOR, TVS TRANSIENT
VOLTAGE SUPPRESSOR. FIL £ FILTERS
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Appendix II

Direct Injection Equipment

The following equipment is typical of that required to
inject a standard EMP waveform into a selected test device.
Choice of the equipment acti.vlly used depends on the levels of
voltage or current desired, ai.d the method of signal driving:

Coaxial charge line pulse generator
(nanosecond rise, 500 volts into 50 ohms)

High power pulse generator
(10 nanosecond rise, up to 100 microsecond length,,
500 volts into 50 ohms)

Optically triggered pulse generator
(nanosecond rise,, 3 amps into 50 ohms)

High power Marx generator
(400 kilovolt, 40 kiloamp into short circuit)

Capacitive discharge pulse generator
(40 kilovolt)

Damped sinusoid generator
(variable ring/frequency, 0.5 kw into 50 ohms)

-- Controllable capacitive discharge pulse generator
(20 kv-100 kv, 10 nanosecond risetime)

Response Measuring Devices

High impedance voltage probes
(calibrated, shielded against spurious signals)

Differential voltage probes
(calibrated, adjustable reference point),

Calibrated impedancw matching transformers
(with adjustable attenuation).

Current- probes of various AC ranges
(calibrated, with adjustable attenuation)

Shielded data links from probes to recorders
(calibrated amplifiers and attenuators)

Digitizing Oscilloscopes
(calibrated, with internal and external triggers,
with reference time marks)
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Section 2

LIST OF DEVICES

ITEM MANUFACTURER PART DESCRIPTION

I FISCHER FCC-120F-P SPIKEGUARD SUPPRESSOR - AC
POWERLINE PROTECTOR

2 FISCHER FCC-250-300-UHF SPIKEGUARD SUPPRESSOR COAXIAL LINE
3 FISCHER FCC-250-350-UHF SPIKEGUARD SUPPRESSOR COAXIAL LINE
4 FISCHER FCC-250-75-BNC SPIKEGUARD SUPPRESSOR COAXIAL LINE
5 FISCHER FCC-250-150-UHF SPIKEGUARD SUPPRESSOR COAXIAL LINE
6 FISCHER, FCC-250-120-UHF SPIKEGUARD SUPPRESSOR COAXIAL LINE
7 FISCHER FCC-450-i20-UHF SPIKEGUARD SUPPRESSOR COAXIAL LINE
8 JOSLYN 2027-23-B MINIATURE GAS-TUBE SURGE PROTECTOR

(lISP)
9 JOSLYN 2027-35-B MINIATURE GAS-TUBE SURGE PROTECTOR

(MSP)
10 JOSLYN 1270-02 SURGITRON - PLUG-IN AC SURGE

ARRESTOR
11 JOSLYN 1250-32 SURGITRON - SURGE ARRESTOR ,
12 JOSLYN 1664-08 TRANSIENT PROTECTOR FOR DATA INPUT

CIRCUIT
13 JOSLYN 2027-09-B MINIATURE GAS-TUBE SURGE PROTECTOR

(MSP)
14 JOSLYN 2027-15-B MINIATURE GAS-TUBE SURGE PROTECTOR

(MSP)
15 JOSLYN 2022-44 TRIGUARD THREE-ELECTRODE GAS-TUBE

SURGE PROTECTOR
16 JOSLYN 2031-23-B MINIATURE GAS-TUBE SURGE PROTECTOR

17 JOSLYN 2031-35-B MINIATURE GAS-TUBE SURGE PROTECTOR
(MSP)

18 GENERAL ELECTRIC V39ZA6 METAL OXIDE VARISTOR (GE-MOV)
19 GENERAL ELECTRIC V82ZA12 METAL OXIDE VARISTOR (GE-MOV)
20 GENERAL ELECTRIC V18OZAIO METAL OXIDE VARISTOR (GE-MOV)
21 GENERAL ELECTRIC V8ZA2 METAL OXIDE VARISTOR (GE-MOV)
22 GENERAL ELECTRIC V36ZA80 METAL OXIDE VARISTOR (GE-MOV) S

23 POLYPHASER CORP IS-NEMP COAXIAL LINE PROTECTOR
24 POLYPHASER CORP IS-NEMP-1 COAXIAL LINE PROTECTOR
25 POLYPHASER CORP IS-NEMP-2 COAXIAL LINE PROTECTOR

26 TII T11428 PLUG-IN POWERLINE PROTECTOR
27 SIEMENS SlOKII METAL OXIDE VARISTOR (SIOV) N,
28 SIEMENS S20K25 METAL OXIDE VARISTOR (SIOV)
29 SIEMENS S14K50 METAL OXIDE VARISTOR (SIOV)
30 SIEMENS SlOK60 METAL OXIDE VARISTOR (SIOV)
31 SIEMENS S14K130 METAL OXIDE VARISTOR (SIOV)
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LIST OF DEVICES (Contd)

ITEM MANUFACTLRER PART DESCRIPTION

32 SIEMENS B,-C75 BUTTON TYPE SURGE VOLTAGE PROTECTOR
33 SIEMENS B1-C90/20 BUTTON TYPE SURGE VOLTAGE PROTECTOR
34 SIEMENS Bl-C145 BUTTON TYPE SURGE VOLTAGE PROTECTOR

(AC)
35 SIEMS B1-A230 BUTTON TYPE SURGE VOLTAGE PROTECTOR
36 SIEMENS B1-A350 BUTTON TYPE SURGE VOLTAGE PROTECTOR
37 SIEMENS $8-C150 POWER TYPE SURGE VOLTAGE PROTECTOR
38 SIEMENS T61-C350 COMMUNICATIONS TYPE SURGE VOLTAGE --

PROTECTOR
39 ALPHA DELTA TRANSI TRAP LT COAXIAL LINE SURGE PROTECTOR
40 ALPHA DELTA TRANSI TRAP R-T COAXIAL LINE SURGE PROTECTOR
41 GENERAL SEMICONDUCTOR 587B051 120 VAC LINE PROTECTOR TRANSORB
42 GENERAL SEMICONDUCTOR ICTE-5 TRANSZORB
43 GENERAL SEMICONDUCTOR ICTE-15 TRANSZORB
44 GENERAL SEMICONDUCTOR ICTE-8C TRANSZORB
45 GENERAL SEMIlONDUCTOR LC76.5A TRANSZORB
46 GENERAL SEMICCNDUCTOR LCE!5A TRANSZORB
47 GENERAL SEMICONDUCTOR U"E51 TRANSZORB
48 GENERAL SEMICONDUCTOR LCE130A TRANSZORB
49 GENERAL SEMICONDUCTOR PHP 120 TRANSZORB BIDIRECTIONAL AC 'POWER

PROTECTOR
50 GENERAL SEMICONDUCTOR GHV-12 BIDIRECTIONAL SURGE PROTECTOR
51 GENERAL SEMICONDUCTOR GSV1O1 BIDIRECTIONAL VARISTOR -,.
52 GENERAL SEMICONDUCTOR GSV201 BIDIRECTIONAL VARISTOR
53 ELECTRONIC FROTECTION LEMON AC SURGE PROTECTOR

DEVICES
54 ELECTRONIC PRCTECTION PEACH AC SURGE PROTECTOR

DEVICES
55 S. L. WABER LG-10 AC POWERLINE PROTECTOR
56 ARCHER 61-2785 3 OUTLET VOLTAGE SPIKE PROTECTOR
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