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**14. ABSTRACT**

We are currently witnessing a sea change in cyber crimes carried out by malware, i.e., from fun/fame driven to profit driven. With strong economic incentives, cyber criminals are writing much better malware. Even worse, the attack-defense arms race actually favors attackers, because they are more proactive in designing/testing new attacks. To address the challenge, this research aims at designing novel proactive techniques to defend against current and next generation malware/attacks. We focus on three areas. First, we developed several new advanced malware analysis and detection techniques for both PC and emerging Android smartphone platforms. Second, we developed two novel proactive techniques for active, robust, fast and scalable malware server infrastructure detection at the Internet scale. Finally, for proactive defense, it is very important to look forward to the security issues in the next generation networking technology, which is widely believed to be Software-Defined Networking (SDN). We have discovered several new vulnerabilities in SDN and developed new defense for SDN, as well as new security capabilities using SDN.
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Abstract

We are currently witnessing a sea change in cyber crimes carried out by malware, i.e., from fun/fame driven to profit driven. With strong economic incentives, cyber criminals are writing much better malware. Even worse, the attack-defense arms race actually favors attackers, because they are more proactive in designing/testing new attacks.

To address the challenge, this research aims at designing novel proactive techniques to defend against current and next generation malware/attacks. We have worked on three areas. First, we developed several new advanced malware analysis and detection techniques for both PC and emerging Android smartphone platforms. Second, we developed two novel proactive techniques for active, robust, fast and scalable malware server infrastructure detection at the Internet scale. In our evaluation, our prototype systems (CyberProbe and AutoProbe) can successfully uncover hundreds of malicious servers on the Internet in a few hours, many of them unknown to existing techniques/blacklists. Finally, for proactive defense, it is very important to
look forward to the security issues in the next generation networking technology, which is widely believed to be Software-Defined Networking (SDN). We have discovered several new vulnerabilities in SDN and developed new defense for SDN, as well as new security capabilities using SDN.

1 Introduction

Nowadays, most cyber attacks and fraudulent activities are carried out by malware, which includes viruses, trojans, worms, spyware, and recently botnets. One of the most significant changes in current cyber attacks is that unlike traditional attacks that are mainly launched for fun or fame, the new waves of cyber crimes are mainly to pursue profits, and this time the compromised computers become valuable resources (instead of merely targets) for making profits for cyber criminals. With such strong economic incentives, cyber criminals are writing much better malware programs that can evade existing widely used signature-based anti-virus tools. To make things even worse, the attack-defense arms race actually favors attackers, because they are more proactive in designing/testing new (cheap) attacks against one certain vulnerability.

This research aims at investigating new “game-changing” defense approaches, particularly designing novel techniques to defend against current and next generation malware in a proactive way. In particular, we focus on the following three areas:

- Advanced malware analysis and detection. To deal with advanced malware attacks targeting current and emerging platforms, we developed new advanced malware analysis and defense techniques such as AutoVac and GoldenEye for the PC platform, as well as DroidMiner, Dagger and UIPicker for the Android smartphone platform.

- Internet-scale malware server infrastructure detection. Malware server infrastructure is of extreme importance for modern malware operation, thus it is more fundamental and meaningful for defenders to detect these infrastructure then infected hosts. To this end, we have developed two novel proactive techniques for active, robust, fast and scalable malware server infrastructure detection at the Internet scale. In our evaluation, our prototype systems (CyberProbe and AutoProbe) can
successfully uncover hundreds of malicious servers on the Internet in a few hours, many of them unknown to existing techniques/blacklists.

- Securing Next Generation Networks: SDN Security. For proactive defense, it is very important to look forward to the security issues in the next generation networking technology, which is widely believed to be Software-Defined Networking (SDN). We have discovered several new vulnerabilities in SDN (such as topology poisoning attacks and data-to-control plan saturation attacks) and developed new defense for SDN (such as TopoGuard and FloodGuard), as well as new security capabilities using SDN (such as PBS).

2 Accomplishments in Area 1: Advanced Malware Analysis and Detection

2.1 AutoVac: Towards Automatically Extracting System Resource Constraints and Generating Vaccines for Malware Immunization

We design and implement AutoVac, a new system for automatically extracting the system resource constraints from malware code and generating vaccines, which can be then infected into other computers to be immune from future infections from the same malware or its polymorphic variants. We have evaluated AUTOVAC on a large set of real-world malware samples and successfully extracted working vaccines for many families including high-profile Concker, Sality and Zeus. We believe AUTOVAC represents an appealing technique to complement existing malware defenses. This work was presented at ICDCS’13 [7].

2.2 GoldenEye: Efficiently and Effectively Unveiling Malwares Targeted Environment

We design a new system GoldenEye to detect targeted malware. A critical challenge when combating malware threat is how to efficiently and effectively identify the targeted victims environment, given an unknown malware sample. Unfortunately, existing malware analysis techniques either use a limited, fixed set of analysis environments (not effective) or employ expensive,
time-consuming multi-path exploration (not efficient), making them not well-suited to solve this challenge. As such, we propose a new dynamic analysis scheme to deal with this problem by applying the concept of speculative execution in this new context. Specifically, by providing multiple dynamically created, parallel, and virtual environment spaces, we speculatively execute a malware sample and adaptively switch to the right environment during the analysis. Interestingly, while our approach appears to trade space for speed, we show that it can actually use less memory space and achieve much higher speed than existing schemes. We have implemented a prototype system and evaluated it with a large real-world malware dataset. The experimental results show that GoldenEye outperforms existing solutions and can effectively and efficiently expose malwares targeted environment, thereby speeding up the analysis in the critical battle against the emerging targeted malware threat. This work was presented at RAID’14 [8].

2.3 DroidMiner: Automated Mining and Characterization of Fine-grained Malicious Behaviors in Android Applications

We also design a new Android malware detection system called DroidMiner. A distinguishing advantage is that, unlike existing approaches that require human effort to extract signatures or patterns of malicious activities, DroidMiner can automatically learn/mine malicious patterns in terms of their malicious program logic and abstract them into threat modalities. Unlike many existing approaches that can only provide yes/no answer to whether a given app is malicious, DroidMiner can further provide further evidence as to why the app is considered to be malicious by including a concise description of identified malicious behaviors. This work was presented at a top computer security conference, ESORICS’14 [9].

2.4 Dagger: Using Provenance Patterns to Vet Sensitive Behaviors in Android Apps

We propose Dagger, a lightweight system to dynamically vet sensitive behaviors in Android apps. Dagger avoids costly instrumentation of virtual machines or modifications to the Android kernel. Instead, Dagger reconstructs the program semantics by tracking provenance relationships and observing
apps runtime interactions with the phone platform. More specifically, Dagger uses three types of low-level execution information at runtime: system calls, Android Binder transactions, and app process details. System call collection is performed via Strace, a low-latency utility for Linux and other Unix-like systems. Binder transactions are recorded by accessing Binder module logs via sysfs. App process details are extracted from the Android /proc file system. A data provenance graph is then built to record the interactions between the app and the phone system based on these three types of information. Dagger identifies behaviors by matching the provenance graph with the behavior graph patterns that are previously extracted from the internal working logic of the Android framework. We evaluate Dagger on both a set of over 1200 known malicious Android apps, and a second set of 1000 apps randomly selected from a corpus of over 18,000 Google Play apps. Our evaluation shows that Dagger can effectively vet sensitive behaviors in apps, especially for those using complex obfuscation techniques. We measured the overhead based on a representative benchmark app, and found that both the memory and CPU overhead are less than 10%. The runtime overhead is less than 63%, which is significantly lower than that of existing approaches. This paper was presented in Securecomm15 [10].

2.5 UIPicker: User-Input Privacy Identification in Mobile Applications

We design a new security solution to identify sensitive user inputs in smartphone apps for privacy protection. When it comes to today's program analysis systems, only those data that go through well-defined system APIs can be automatically labeled. In our research, we show that this conventional approach is far from adequate, as most sensitive inputs are actually entered by the user at an app's runtime: in our research, we inspect 17,425 top apps from Google Play, and find that 35.46% of them involve sensitive user inputs. Manually marking them involves a lot of effort, impeding a large-scale, automated analysis of apps for potential information leaks. To address this important issue, we present UIPicker, an adaptable framework for automatic identification of sensitive user inputs. UIPicker is designed to detect the semantic information within the application layout resources and program code, and further analyze it for the locations where security-critical information may show up. This approach can support a variety of existing security
analysis on mobile apps. We further develop a runtime protection mechanism on top of the technique, which helps the user make informed decisions when her sensitive data is about to leave the device in an unexpected way. We evaluate our approach over 200 randomly selected popular apps on Google-Play. UIPicker is able to accurately label sensitive user inputs most of the time, with 93.6% precision and 90.1% recall. This paper was presented in a top computer security conferee, USENIX Security15 [3].

3 Accomplishments in Area 2: Internet-scale Malware Server Infrastructure Detection

3.1 CyberProbe: Towards Internet-Scale Active Detection of Malicious Servers

We propose and design CyberProbe, a new active probing approach for detecting malicious servers and compromised hosts on Internet. Compared with existing defenses, our active probing approach is fast, cheap, easy to deploy, and achieves Internet scale. We have used CyberProbe to identify 151 malicious servers and 7,881 P2P bots through 24 localized and Internet-wide scans. Of those servers 75% are unknown to publicly available databases of malicious servers, indicating that CyberProbe can achieve up to 4 times better coverage than existing techniques. This paper was presented in a top computer security conferee, NDSS’14 [4].

3.2 AutoProbe: Towards Automatic Active Malicious Server Probing Using Dynamic Binary Analysis

We propose a new system (AutoProbe) to automatically generate effective and efficient network fingerprints of remote malicious servers through dynamic binary analysis. With our technique, we can automatically analyze malware binaries, extract network fingerprints (even if the remote servers are not alive), and then automatically scan the whole internet (or a designated subnet) to identify hidden malicious servers (e.g., C&C servers for botnets, or exploit servers, redirection servers and payment servers used in malware ecosystem). In our evaluation, AutoProbe can successfully uncover hundreds of malicious servers on the Internet, many of them unknown to...
existing blacklists. This paper was presented in a top computer security conference, ACM CCS’14 [6].

4 Accomplishment Area 3: SDN Security

4.1 Poisoning Network Visibility in Software-Defined Networks: New Attacks and Countermeasures

As part of our research on discovering new vulnerabilities ahead of attackers, we have identified a new attack vector against the emerging Software-Defined Network (SDN), which is widely considered as our future networking paradigm. We demonstrate that this new attack can effectively poison the network topology information, then further successfully launch hijacking, denial of service or man-in-the-middle attacks in SDN. According to our study, all current major SDN controllers in the market (e.g., Floodlight, OpenDaylight, Beacon, and POX) are affected, i.e., they are subject to the Network Topology Poisoning Attacks. To mitigate such attacks, we design TopoGuard, a new security extension to SDN controllers, that can provide automatic and real-time detection of Network Topology Poisoning Attacks. This work was presented in a top computer security conference, NDSS 2015 [2].

4.2 FloodGuard: A DoS Attack Prevention Extension in Software-Defined Networks

We design a new security solution for one serious SDN-specific attack, i.e., data-to-control plane saturation attack, which overloads the infrastructure of SDN networks. In this attack, an attacker can produce a large amount of table-miss packet in messages to consume resources in both control plane and data plane. To mitigate this security threat, we introduce an efficient, lightweight and protocol-independent defense framework for SDN networks. Our solution, called FloodGuard, contains two new techniques/modules: proactive flow rule analyzer and packet migration. To preserve network policy enforcement, proactive flow rule analyzer dynamically derives proactive flow rules by reasoning the runtime logic of the SDN/OpenFlow controller and its applications. To protect the controller from being overloaded, packet migration temporarily caches the flooding packets and submits them to the
OpenFlow controller using rate limit and round-robin scheduling. We evaluate FloodGuard through a prototype implementation tested in both software and hardware environments. The results show that FloodGuard is effective with adding only minor overhead into the entire SDN/OpenFlow infrastructure. This paper was presented in a top computer security conference, DSN15 [5].

### 4.3 PBS: Towards SDN-Defined Programmable BYOD Security

We design a new programmable network security solution for the emerging BYOD (bring your own device) paradigm. While existing solutions such as Mobile Device Management (MDM) focus mainly on controlling and protecting device data, they fall short in providing a holistic network protection system. New innovation is needed in providing administrators with sophisticated network policies and control capabilities over the devices and mobile applications (apps). In this work, we present PBS (Programmable BYOD Security), a new security solution to enable fine-grained, application-level network security programmability for the purpose of network management and policy enforcement on mobile apps and devices. Our work is motivated by another emerging and powerful concept, SDN (Software-Defined Networking). With a novel abstraction of mobile device elements (e.g., apps and network interfaces on the device) into conventional SDN network elements, PBS intends to provide network-wide, context-aware, app-specific policy enforcement at run-time without introducing much overhead on a resource-constrained mobile device, and without the actual deployment of SDN switches in enterprise networks. We implement a prototype system of PBS, with a controller component that runs a BYOD policy program on existing SDN controllers and a client component, PBS-DROID, for Android devices. Our evaluation shows that PBS is an effective and practical solution for BYOD security. This work was presented in a top computer security conference, NDSS 2016 [1].
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