Broadly Written UJTL Tasks

Currently Unable to be Mapped to 

Joint Capability Areas


SN 2.8 Provide Counterintelligence Support
Provide counterintelligence support to Chairman of the Joint Chiefs of Staff, combatant commands, Services and other agencies. Safeguard personnel, information, facilities, systems, operations, and plans. (JP 2-01)

SN 3 Employ Forces
To employ forces to achieve desired end states to include within the United States if in response to homeland security. Employment at the strategic national level includes the commitment of functional combatant command assets or other forces under direct supervision of the Secretary of Defense to execute a national mission. This task includes efforts that integrate two or more theater strategies or US and multinational national-level efforts. It also includes coordination and integration of non-DOD support to combatant commands and DOD support of non-DOD agencies and other nations and groups. (JP 0-2, JP 1, JP 3-0, JP 3-08, JP 3-26) 

Note: Deployment of joint, single service, or multinational forces from one theater, or continental United States (CONUS), to another for executing strategic plans is included under SN 1, "Conduct Strategic Deployment and Redeployment."

SN 3.2.1 Process Strategic Targets
To acquire, positively identify, select, and prioritize targets that are enemy strategic decisive points, critical nodes, and centers of gravity. This task includes apportioning resources to attack the selected strategic targets in either a deliberate or adaptive planning mode. (CJCSI 3122.06, JP 2-0, JP 2-01.1, JP 2-01.3, JP 3-0, JP 3-03, JP 3-60)

SN 3.4.1 Provide Aerospace Control
To provide surveillance and control of unwanted and unauthorized activity approaching and/or operating within the airspace of the United States and Canada. This requires capabilities to detect, track, intercept, identify, divert, monitor, shadow and destroy objects operating in airspace. This mission involves a continuum of combined air operations that includes air sovereignty operations to control access to sovereign airspace, air enforcement operations to control access within sovereign airspace and air defense operations to defend against air attack. (JP 3-01.1, JP 3-26, NORAD Agreement)

SN 3.4.10 Protect the National Sea Frontiers
To protect the seaward approaches to the United States and ensure the safety of maritime operations and the environment. This task includes protecting coastal shipping from attack. It also includes developing and implementing measures to prevent marine pollution or toxic waste spills ashore with the potential to disrupt defense operations, adversely impact national economies, or do significant environmental damage. To ensure hazardous materials are removed and properly disposed of without further damage to the environment. The environmental portions of this task can be executed in support of combat operations in a theater of operations/Joint Operations Area (JOA). (JP 1, JP 3-08v2, JP 3-10, JP 3-15, JP 4-02.1)

SN 3.4.3.1 Plan, Integrate, and Coordinate Global Ballistic Missile Defense
To plan, integrate, and coordinate global ballistic missile defense (GBMD) operations and support to missile defense (sea, land, air, and space based) in order to dissuade, deter, and defeat ballistic missile attacks. Global ballistic missile defense plans and operations include active/passive missile defense operations and attack operations to defeat ballistic missile attacks in all phases of flight or prior to their launch. (JP 3-01.1, JP 3-01.5, JP 3-12, JP 3-26) 

Note: This task involves integrating national and multinational surveillance, detection, identification, tracking, and interception systems to counter a ballistic missile attack. This task includes developing and coordinating desired characteristics and capabilities for ballistic missile defense and missile warning across all levels of war and command.

SN 3.4.3.4 Manage Global Integrated Missile Defense Capabilities
To manage (including planning, integrating, coordinating, support, and advocacy) aspects of Department of Defense (DOD) integrated missile defense activities in support of strategic and global operations. Missile defense capabilities (sea, land, air and space based) are employed to dissuade, deter, and defeat missile attacks. Global integrated missile defense plans and operations include active / passive missile defense operations and attack operations to defeat missile attacks in all phases of flight or prior to their launch. (JP 3-01, JP 6-0) 

Note: This task involves integrating national and multinational surveillance, detection, identification, tracking, and interception systems to counter a missile attack. This task includes developing and coordinating desired characteristics and capabilities for integrated missile defense and missile warning across all levels of war and command.

SN 3.4.4 Safeguard National Strategic Capabilities
To safeguard military forces, critical facilities (political, economic, informational, military), national strategic center(s) of gravity, and force potential by reducing or avoiding the effects of enemy strategic-level actions (lethal or nonlethal). This task includes hardening or fortifying facilities or construction for forces, removing hazards affecting execution of the national military strategy, and ensuring friendly effective use of the electromagnetic spectrum. (JP 3-01.1, JP 3-13)

SN 3.4.6 Coordinate Protection of National Strategic Information, Information-Based Processes, and Information Systems
To coordinate the protection of information, information-based processes, and information systems by planning and implementing comprehensive defensive information operations (IO) measures. This is a broad task that may require a risk management approach to focus the effort. This task includes ensuring access to timely, accurate, and relevant information when and where needed, and to deny an adversary the opportunity to exploit friendly information and systems for their own purposes. (CJCSI 3210.01, JP 3-13, JP 3-13.1, JP 3-54, JP 3-58, JP 6-0, JP 6-02) 

Note: This task supports SN 5.5, "Coordinate Worldwide Information Operations (IO)."

SN 3.4.7 Coordinate Force Protection for Strategic Forces and Means
To coordinate force protection for strategic forces and means to enhance freedom of strategic action by reducing friendly vulnerability to hostile acts, influence, or surprise. This task includes antiterrorism measures and counterintelligence actions designed to protect friendly forces from surprise, observation, detection, interference, terrorism, espionage, sabotage, intelligence collection, and assassination. (JP 1, JP 3-0, JP 3-07.2, JP 3-08, JP 3-11, JP 3-54) 

Note: Determining counterintelligence requirements is included under SN 2.1, "Plan and Direct Strategic Intelligence Activities."

SN 3.4.9 Manage Personnel Recovery
Coordinate, develop, prepare, plan, integrate, shape and advance personnel recovery matters within the Department of Defense (DOD) and other U. S. government (USG) agencies, with other nations, and with non-governmental/ intergovernmental organizations to provide a comprehensive capability to report, locate, support, recover, and reintegrate isolated personnel. (CJCSI 3270.01, DoDD 1300.7, DoDD 2310.2, DoDD 3115.9, DoDI 1300.21, DoDI 1300.23, DoDI 2310.3, DoDI 2310.4, DoDI 2310.5, DoDI 2310.6, JP 1-0, JP 3-50.2, JP 3-50.3) 

Note: This task involves coordinating the planning and execution of DOD personnel recovery operations between combatant commands, Services, other DOD entities, USG agencies, other nations, and non-governmental/intergovernmental organizations. This task includes enhancing personnel recovery capabilities through advice and assistance to DOD and non-DOD entities on personnel recovery guidance, education and training, support to operations, adaptation, and lessons learned.

SN 3.5 Provide Space Capabilities
To plan (including integration and synchronization), initiate, and direct activities and operations associated with space combat operations, space support operations, and combat support operations. Such operations are conducted from earth to space, space to space, and space to earth. These operations include space control (enforcing space superiority through protection, prevention, negation, and surveillance); force enhancement (supporting the warfighter with communications, weather, navigation, ballistic missile attack warning, and intelligence products); and space support (placing systems in space and operating them). Strategic space capabilities include national, Department of Defense, civil and commercial space systems, and associated infrastructure. (CJCSM 3122.03, JP 3-0, JP 3-01.1, JP 3-14)

SN 3.5.1 Provide Space Support
To launch, sustain, (predicted or unforeseen), or augment orbiting DOD space assets. Launch tasks include booster assembly, mating the booster and payload, launching the vehicle, providing range support, notifying the appropriate agencies, and launch support analysis. Once in orbit, this task includes monitoring and controlling space systems to maintain their operational status. Task includes initialization activities after launch, routine control of all systems that support the payloads, contingency operations to recover from anomalous conditions, and relocating or reorienting space systems as directed to support national or theater requirements. This task also includes control of payloads as directed by other organizations responsible for the payload operation and management. (JP 3-0, JP 3-08, JP 3-14)

SN 3.5.1.6 Provide Support to NASA Manned Space Flight Program
To provide Department of Defense (DOD) operational support resources as requested by National Aeronautics and Space Administration (NASA) and validated by the DOD Manager for Manned Space Flight Support Operations. The DOD Manager will coordinate directly with necessary elements of the Military Departments, combatant commands, DOD agencies, and other appropriate departments and agencies of the US Government. Additionally, combatant commanders are responsible for planning for, supporting, and conducting the recovery of astronauts and space vehicles within the combatant commander's area of responsibility. (CJCSI 3440.01C, DODD 2310.2, JP 1-02)

SN 3.5.2 Provide Space Control
To assure freedom of action of US and multinational space assets in space, while denying adversaries such freedom of action. Space control includes protection of US space systems and negation of enemy space systems. In addition, this task also includes the necessary surveillance to track, assess and catalog all orbiting space objects, and to provide collision avoidance reports. (CJCSM 3122.03, JP 3-14)

SN 3.5.3 Provide Space Force Enhancement
To provide direct support to combatant commanders, operational commanders, and land, sea and air forces through the use of space based sensors and payloads. Space force enhancements supports the warfighter with navigation, surveillance and reconnaissance, communications, weather/environmental, and theater ballistic missile warning products. In addition, this task includes deployment of Space Support Teams to ensure the responsive application of space assets for geographic combatant and subordinate joint force commanders. (CJCSM 3122.03, JP 3-08, JP 3-14) 

Note: This task does not include tasks to maintain on-orbit space systems which support sensors and payloads (See SN 3.5.1, Provide Space Support ). Management of space based communications is part of the overall worldwide C4 network and is at SN 5.1.2, "Establish and Direct National Military command, control, communications, and computers (C4) Systems Worldwide for Communication Strategic Information" .

SN 4.1.2 Procure, Train, Supply, Transport, and Maintain Personnel
To procure, train, and assign personnel to authorized positions in the force structure. This task includes accountability of assigned forces and movement of trained personnel replacements to their unit assignments. (JP 1-0, JP 4-0)

SN 4.2.10 Provide Missile Defense Support and Services
To synchronize, provide and coordinate missile defense related logistics and administrative support to US Strategic Command (USSTRATCOM), Ballistic Missile Defense System (BMDS) supported combatant commanders and the associated combatant command missile defense components. (JP 3-01.1, JP 3-01.5) 

Note: This task includes the acquisition of materiel, facilities and services. This support and these services can be provided directly to operational elements, lead services or through the Missile Defense Agency (MDA). Coordination is required with supporting combatant commands to plan for and accomplish material and personnel apportionment. Coordination and direct interchange is required with MDA to obtain resourcing and synchronize research, development, test, and evaluation (RDT&E) requirements of shared capabilities.

SN 4.4 Reconstitute National Forces and Means
To reconstitute the Armed Forces of the United States that will counter any emerging global threat. National reconstitution involves forming, training, and fielding new fighting units. This task includes initially drawing on cadre-type units and laid-up military assets, mobilizing previously trained or new manpower, and large-scale use or employment of the industrial base. This task also involves maintaining technology, doctrine, training, experienced manpower (military, DOD civilian, and contractors), and the innovative approach necessary to retain the competitive edge in decisive areas of potential military competition. This task includes providing the support required for reconstituting a host-nation's forces in military operations other than war (MOOTW). (JP 3-35, JP 4-0, JP 4-01.2, JP 4-05, JP 5-0) 
Note: Reconstitution is more than just logistical activity, it is a melding of personnel, training, and materiel with operational oversight and action throughout the process. For expanding the industrial base in a mobilization situation, especially for reconstituting the Armed Forces of the United States in the face of a developing global threat, see SN 6.6.7, "Plan and Maintain Industrial Base Capabilities."

SN 4.5.1 Provide Integrated Business Sustainment Support
To provide efficient and effective integrated business sustainment practices in the utilization of resources supporting mission accomplishment. (CJCSI 6510.01D, DOD 1400.25-M, DOD 7000.14R, DODD 4630.05, DODD 4715.1E, DODD 5118.3, DODD 8500.01E, DODI 5010.34, DODI 5010.37, DODI 5010.40, DODI 6490.03, JP 4-0, JP 4-07, JP 4-08) 

Note: This task includes the following major functions: financial and manpower management, human capital management, internal management controls, contracting and acquisition management, facilities, sustainment, and engineering support, environmental, safety, and occupational health support, and information operations/Chief Information Officer support.

SN 5.5.1 Conduct Strategic Information Operations
To conduct offensive and defensive information operations (IO) for implementing Presidential and SecDef national military strategy, policy, objectives, and operations at the strategic level. (CJCSI 3210.01, CJCSI 6510.01, JP 3-13) 

Note: This task includes planning, synchronization and use of operations security (OPSEC), military deception (MILDEC), psychological operations (PSYOP), electronic warfare (EW), computer network attack (CNA), computer network defense (CND); mutually supported by intelligence, to deny, influence, degrade, or destroy adversary information and information systems; and to protect friendly information and information systems.

SN 6.5 Prepare Units and Individuals at Mobilization Station or Continental United States (CONUS) Replacement Center (CRC) for Deployment
To determine the operational readiness of a unit at mobilization station (MS), validate the unit for deployment, and to take necessary action to correct shortages and deficiencies in training, manning levels, and equipment. The function includes marshaling Reserve Component (RC) units (RCU) and preparing vehicles and equipment (weighing, marking, tiedown, inspection, etc.) for deployment. It includes processing nonunit personnel for overseas movement. (JP 3-35, JP 4-0, JP 4-05, JP 4-05.1)

SN 8.1.3 Conduct Stability Operations in Support of Stability, Security, Transition, and Reconstruction (SSTR)
To conduct stability operations in support of SSTR through national level coordination of diplomatic, informational, military, and economic actions normally through the Department of State/United States Agency for International Development. (DODD 3000.05, JP 1, JP 3-0, JP 3-57, NSPD-44) 

Note: This task can include coordination with partner nation, private sector, intergovernmental organizations, NGOs, and regional groupings. This task may include support to non-U.S. forces, including training and the providing of equipment and transportation. This can include action under the UN Charter, Chapters VI and VII. All strategic theater tasks related to conducting stability operations are driven by this task.

SN 8.2.3 Support Evacuation of Noncombatants from Theaters
To provide for the use of military and civil, including host-nation support (HNS), resources for the evacuation of US dependents and US government (USG) civilian employees and private citizens (US and third nation). Noncombatant evacuation includes providing various support (e.g., health services, transportation, security) to the noncombatants. (CJCSM 3122.03, JP 1-0, JP 1-06, JP 3-0, JP 3-07, JP 3-07.5, JP 3-08, JP 3-11)

SN 9 Manage Strategic Combating Weapons of Mass Destruction (CWMD) (Chemical, Biological, Radiological, and Nuclear [CBRN]) Programs
To take actions nationally and globally to ensure the United States, its Armed Forces, allies, coalition partners, and interests are neither coerced nor attacked by enemies using weapons of mass destruction (WMD). (CJCSI 3110.16A, CJCSI 3112.01, CJCSI 3214.01C, CJCSI 3401.01D, CJCSI 3401.02A, CJCSI 3520.02A, DODD 2060.02, DODI 2000.21, JP 2-0, JP 2-01, JP 3-0, JP 3-07.1, JP 3-08, JP 3-10, JP 3-11, JP 3-13, JP 3-40, JP 3-41, JP 4-01, JP 5-0, JP 6-0, Joint Handbook for WMD-Elimination Operations.) 

Note: This task includes the full range of military tools that support the U.S. government's political, economic, and diplomatic efforts to carry out the 3 pillars of CWMD: nonproliferation actions to dissuade and/or deny WMD proliferation; counterproliferation actions taken to defend, defeat, and deter WMD use and subsequent use; and WMD consequence management (CM) actions to protect, respond, recover, and restore emergency essential services after WMD use. This task requires national synchronization between the 3 pillars. This task also addresses enabling actions to facilitate CWMD missions: communications systems, interagency coordination, and strategic communications.

SN 9.1 Enable Strategic Combating Weapons of Mass Destruction (CWMD) Programs
To direct, develop, and synchronize dynamic, highly effective strategies that take full advantage of present day opportunities of new technologies, increased emphasis on intelligence collection and analysis, the strengthening of alliance relationships, the exercise of international law and custom and practice with non-partner nations, and the establishment of new partnerships to deter and counter the use of chemical, biological, radiological, and nuclear (CBRN) devices as weapons of mass destruction (WMD). (CJCSI 3110.16A, CJCSI 3401.01D, CJCSI 3401.02A, CJCSI 3520.02A, DODD 2060.02, DODI 2000.21, JP 2-0, JP 2-01, JP 3-0, JP 3-08, JP 3-11, JP 3-13, JP 3-40, JP 3-41, JP 5-0, JP 6-0) 

Note: This task enables reachback capability to U.S. government (USG) intelligence and science/technology resources and SMEs. This task relies heavily on the enabling programs of communications systems, interagency coordination, and strategic communications.

SN 9.1.7 Support Chemical, Biological, Radiological, and Nuclear (CBRN) Forensics and Attribution
To support an interagency incident investigation of CBRN incidents to analyze CBRN materials and related materials and to determine sequence of events leading up to the incident, the type of incident, and determine responsible parties for attribution. (DODD 3150.5, DODD 5105.62, NMS-CWMD) 

Note: Task requires assessment to identify and characterize the total extent of the CBRN incident. This includes DOD support to the employment of national strategic ISR assets for CBRN incident zone determination, hazard detection, identification, quantification, and attribution. Also, this includes analyzing interagency intelligence information and data provided by intelligence agencies or resources and collaborating with interagency and international entities. "Attribution" refers to the rapid fusion of technical forensic data with intelligence and law enforcement information to identify the source of the materials, and determine their points of origin and routes of transit.

SN 9.1.9 Support Chemical Forensics and Attribution URGENT PROPOSED TASK 
To support an interagency investigation of weaponized or toxic industrial chemical incidents to analyze chemical materials and related materials, and to determine sequence of events leading up to incident, type of incident, and attribute responsible parties. (Annex II to HSPD 15, DODD 3150.5, DODD 5105.62, HSPD 5, NMS-CWMD, PDD 39) 

Note: Task requires technical assessment to identify and characterize the total extent of the chemical incident. This task includes the employment of national strategic intelligence, surveillance, and reconnaissance (ISR) assets for chemical incident zone determination, hazard detection, identification, quantification, and attribution for domestic and foreign chemical incidents. Also, this task includes analyzing interagency intelligence information and data provided by intelligence agencies or resources and collaborating with interagency and international entities. "Attribution" refers to the rapid fusion of technical forensic data with intelligence and law enforcement information to identify the source of the materials, and determine their points of origin and routes of transit. Department of Justice (DOJ), through the Federal Bureau of Investigation (FBI), is the lead federal agency for any criminal investigation of any terrorism or weapons of mass destruction (WMD) event involving the use, or threatened use, of chemicals.Special Note: This chemical forensics task was developed by a writing team composed of subject matter experts (SMEs) from U.S. Army Nuclear and Combating WMD Agency (USANCA), FBI, and Joint Elimination Coordination Element (JECE). 

SN 9.2.3 Synchronize Chemical, Biological, Radiological, and Nuclear (CBRN) Interdiction Programs
To develop and synchronize Department of Defense (DOD) strategies, protocols, standards, and coordination mechanisms to stop the transit of CBRN, delivery systems, and associated technologies, materials, and expertise between states, and between state and non-state actors of proliferation concern in any environment. (CJCSI 3520.02A, DODI 2000.21, JP 2-0, JP 2-01, JP 3-0, JP 3-03, JP 3-40, NMS-CWMD) 

Note: This task includes operations to track, intercept, search, divert, seize, or redirect international shipments of unauthorized CBRN, related material, or CBRN development information and technology sources. Interdiction operations are designed to stop the transit of WMD, delivery systems, associated and dual-use technologies, materials, and expertise between states of concern and between state and non-state actors, whether undertaken by the military or by other agencies of government (e.g., law enforcement). Commanders must be ready to interdict WMD and related materials in non-permissive and permissive environments and coordinate efforts with other USG agencies and partner/allied states, as directed.

SN 9.3 Synchronize Counterproliferation (CP) Programs
To develop and synchronize DOD CP strategies, doctrine, protocols, standards, and coordination mechanisms to defeat the threat or use of CBRN as a weapon against the United States, U.S. Armed Forces, its allies, and coalition partners. (CJCSI 3401.01D, CJCSI 3401.02A, CJCSI 3520.02A, DODD 2060.02, JP 2-0, JP 2-01, JP 3-11, JP 3-40) 

Note: CP operations include conducting WMD elimination operations, WMD interdiction, offensive operations, CBRN active defense, and CBRN passive defense missions and involve the full range of military activities to deter, identify, deny, and counter adversary development, acquisition, possession, proliferation, and use of CBRN as a weapon. This tasks includes that DOD direct and develop education and training programs, after-action reports, and lessons learned to be shared across the DOD, interagency, and inter-governmental partners.

SN 9.3.3 Synchronize Combating Weapons of Mass Destruction (CWMD) Offensive Operations Programs
To develop and synchronize DOD offensive operations strategies, doctrine, protocols, standards, and coordination mechanisms to prevent the acquisition, facility preparation, production, weaponization, exportation, deployment, use and subsequent use of CBRN weapons. (JP 2-0, JP 2-01, JP 3-0, JP 3-05, JP 3-09, JP 3-40, JP 3-60, JP 5-0, JP 6-0, NMS-CWMD) 

Note: This task includes counterforce actions, active defense measures, a robust battle management, C4ISR system. National reconnaissance systems, ballistic missile defense systems, and special operation forces contribute to this capability. See SN 9.3.3.1 Coordinate Counterforce and SN 9.3.3.2. Provide Support to Counter and Defeat CBRN Weapons of Mass Destruction (WMD) and Toxic Industrial Materials (TIMs) Threats.

SN 9.3.3.1 Coordinate Combating Weapons of Mass Destruction (CWMD) Counterforce Operations
To respond to and subsequently deter and defeat the acquisition, facility preparation, production, weaponization, exportation, deployment, threat, and use of CBRN weapons. (JP 1-0, JP 2-0, JP 3-0, JP 3-05, JP 3-09, JP 3-11, JP 3-40, JP 3-60, JP 5-0, JP 6-0, NMS-CWMD) 

Note: Counterforce capabilities include conventional and unconventional (e.g., special operation forces, information operations (IO), and nuclear). Directly interfaces with SN 3.2 Manage National Strategic Firepower, SN 3.3 Employ National Strategic Firepower, and SN 9.1.1 Coordinate Counterforce Operations. In applying the principles of war and fundamentals of joint operations in CBRN environments, commanders include the unique CBRN aspects of intelligence preparation of the operational environment; take action to reduce force vulnerability to CBRN attack; and provide force protection commensurate with mission accomplishment. For deterrence to succeed and for Secretary of Defense to possess flexible response options, counterforce must include highly destructive and lethal options, as well as options that discriminate -- minimize collateral damage and loss of life.

SN 9.4.1 Assess Resources and Logistics for Combating Weapons of Mass Destruction (CWMD) Consequence Management (CM)
To assess, coordinate, and allocate personnel, equipment, material, transportation, and other resources and logistic support to CWMD CM incident operations to include pre-staging, deployment/use, and reconstitution to return normal operations. (CJCSI 3110.16A, CJCSI 3125.01A, CJCSI 3214.01C, CJCSI 3431.01B, DODD 3150.8, DODI 2000.16, JP 3-11, JP 3-28, JP 3-40, JP 3-41, NMS-CWMD) 

Note: This task includes assessing resource and logistics response requirements, coordinating sustainment activities essential to CM, coordinating and allocating strategic transport resources to and from the affected area, coordinating the transport of affected populations -- including special-needs populations, and tracking non-DOD resources allocated for use by DOD. Mitigates the effects of a WMD attack or event and restores essential operations and services at home and abroad. Establishes the basis for the integration and relationships for CWMD CM-focused operations and C2.

SN 9.4.2 Coordinate Chemical, Biological, Radiological, and Nuclear (CBRN) Protection Requirements
To coordinate CBRN protection requirements to protect responders, citizens, vital infrastructure operations, and supporting resources. (CJCSI 3110.16A, CJCSI 3125.01A, CJCSI 3214.01C, DODD 5525.5, DODI 2000.16, JP 3-11, JP 3-28, JP 3-40, JP 3-41, NMS-CWMD) 

Note: This task includes U.S. interagency coordination to manage national inventories and the distribution of stockpile and emergency assets (i.e., personnel, equipment, and supplies) into and within CBRN-affected areas, as well as protecting identified critical regional/state energy infrastructure and key assets requiring manned onsite operations. This task also includes coordinating and distributing policy and guidance for the transport of contaminated/infectious supplies, citizens, specimens, samples, casualties, and resources. Also, it encompasses the coordination of the allocating of protective resources (e.g., medical prophylaxis, collective protective systems and material, personal protective equipment (PPE)) to protect responders, affected populations, and critical operations, as well as materials (e.g., containers, wraps, coatings) to contain and prevent secondary contamination or exposure.

SN 9.5 Conduct Arms Control Support Activities
To implement intrusive arms control inspections to fulfill treaty obligations, including conducting onsite inspections; monitoring operations; overflights to confirm accuracy of treaty-related declarations and weapons system reductions for WMD and conventional weapons; escorting foreign personnel conducting inspections, monitoring and overflights in the United States and Europe; investing in treaty verification technologies and operational procedures; providing technical advice and assistance in support of the application of Confidence and Security Building Measures (CSBMs); ensuring all arms control equipment meet agreed treaty specifications and parameters; ensuring that teams within the combatant command area of responsibility are properly trained; and assisting installations/facilities in preparing for arms control inspections. (CJCSI 2030.01B, CJCSI 2320.01C, DODD 2060.1, DODD 5105.62, DODD 5205.10, DODD 5240.2) 

Note: N/A

ST 1.3.6 Conduct Theater of War Operations in Depth
To conduct various types of actions across the depth and breadth of the theater of war. Such operations achieve a position of advantage or defeat/destroy enemy forces or capabilities. Theater strategic operations in depth can be conducted by theater assigned forces and/or by external supporting forces. Operations in depth may be joint, coalition, or single Service or nation, but in all cases support theater strategic objectives. (JP 1, JP 3-0, JP 3-13)

ST 1.3.7 Conduct Unconventional Warfare (UW) Across Joint Operations Areas
To conduct military and paramilitary operations, normally of long duration across joint operations areas. This task integrates and synchronizes indigenous or surrogate forces that are organized, trained, equipped, supported, and directed by an external source. It includes guerrilla warfare and other direct offensive, low visibility, covert or clandestine operations, as well as indirect activities of subversion, sabotage, intelligence activities, and evasion and escape. (JP 3-05)

ST 2.1.7 Provide Administrative Intelligence Services and Support
To direct, supervise, guide, and plan intelligence staff functions, services and support activities throughout the combatant command. Provide administrative, SSO, and other security management responsibilities as assigned by the commander; implementation and enforcement of all applicable security directives, guidance, and regulations, foreign disclosure, and technical and procedural intelligence training functions for the combatant command. Develop, coordinate, and issue policies, programs, and guidance for the planning, execution, and sustainment of joint intelligence operations. (CJCSI 3241.01, CJCSI 5221.01B, JP 2-0, JP 2-01.2) 

Note: Functions of administrative support that should be addressed as part of the intelligence planning and direction effort include: financial, contracting, training, and personnel support; information technology requirements; physical, information, personnel, and industrial security matters; intelligence and counter intelligence (CI) oversight compliance; inspector general issues; releasability, and disclosure policy; Freedom of Information Act guidance; and review of all internal publications, directives, and plans to insure they comply with national guidance for protection of sensitive and classified information.

ST 5.5 Conduct Theater-Wide Information Operations (IO)
To conduct information operations for implementing the NMS, policy, objectives, and operations at the theater level. This task includes the integrated employment of electronic warfare, computer network operations, psychological operations, military deception, and operations security in concert with specified supporting and related capabilities to influence, disrupt, corrupt, or usurp adversarial human and automated decision-making while protecting our own organic assets. If in support of homeland security, legal restrictions may apply. (CJCSI 3210.01, CJCSI 6510.01D, DODD 3000.05, JP 2-01, JP 3-0, JP 3-13) 

Note: See also ST 3.1.1, "Select Strategic Targets in the Theater for Attack," ST 3.2.1, "Conduct Attack on Theater Strategic Targets/Target Sets using Lethal Means," ST 3.2.2, "Conduct Attack on Theater Strategic Targets/Target Sets using Nonlethal Means," and ST 5.6, "Develop and Provide PA in Theater." This task includes coordination of all public communication activities with PA.

ST 5.5.7 Direct Computer Network Operations (CNO)
To direct any military actions involving computer CNO to attack, deceive, degrade, disrupt, deny, exploit, and defend electronic information and infrastructure. (CJCSI 3121.01B (S), CJCSI 3210.01B (S), CJCSI 3320.01B, CJCSI 6510.01E, CJCSM 3122.03C, CJCSM 3320.01B, CJCSM 6510.01, JP 2-0, JP 3-0, JP 3-01, JP 3-03, JP 3-09, JP 3-13, JP 3-13.1, JP 3-13.2, JP 3-13.3, JP 3-13.4, JP 3-31, JP 3-60, JP 6-0) 

Note: For the purpose of military operations, CNO are divided into: computer network attack, computer network defense, and related computer network exploitation enabling operations. CNO stems from the increasing use of networked computers and supporting information technology infrastructure systems by military and civilian organizations. Due to the continued expansion of wireless networking and the integration of computers and radio frequency communications, there will be operations and capabilities that blur the line between CNO and electronic warfare (EW) and that may require case-by-case determination when EW and CNO are assigned separate release/execution authorities.

ST 6 Coordinate Theater Force Protection
To conserve the fighting potential of a joint force, including actions taken to counter the enemy taking strategic action against that force. Friendly theater protection actions include making Service members, systems, facilities, essential personnel and strategic formations difficult to locate, strike, and destroy. This task includes identifying strategic and operational centers of gravity and protecting them, as well as, joint and multinational theater air, space, land, and sea forces; bases; facilities; and lines of communications (LOCs) from enemy strategic maneuver, concentrated enemy attack, and from the effects of chemical and biological warfare. Theater protection extends to US citizens (e.g., vaccines, antidotes, and individual protection equipment, and self-protective equipment), property, and territory within the combatant commander's theater. (CJCSM 3122.03, DODD 5025.1M, DODD O-2000.12H, JP 3-0, JP 3-07.3, JP 3-11, JP 3-31, JP 3-35) 

Note: Some activities associated with the protection, or survivability, of the force are included under other related theater strategic-level joint tasks. Survivability and protection activities regarding individual health and welfare are covered at ST 4.2.2, "Coordinate Health Service Support." Dispersion and mobility actions are covered at ST 1, "Deploy, Concentrate and Maneuver Theater Forces." Offensive counter air activities are included under ST 3.2, "Attack Theater Strategic Targets/Target Sets." Theater strategic protection includes defensive information operations (IO) - that division of IO comprising actions taken to maintain the integrity of friendly information despite adversary offensive IO. For this task, see ST 5.5, "Conduct Theater-Wide Information Operations (IO)."

ST 6.2.6.1 Establish and Coordinate Counter-Reconnaissance Theater-Wide
To establish and coordinate, in support of theater campaign, all measures taken to counter enemy reconnaissance efforts within the theater. This effort is directed against all reconnaissance attempts and activities. (JP 3-10, JP 3-10.1, JP 3-54) 

Note: This task is performed in conjunction with ST 5.4.2, "Synchronize Joint Operations and Subordinate Campaign Plans."

ST 6.2.6.4 Establish and Coordinate Theater-Wide Counterintelligence Requirements
To establish and coordinate activities or actions to provide protection against espionage, sabotage, or assassinations conducted by or on behalf of foreign governments or elements thereof, foreign organizations, or foreign persons, or international terrorist activities in the theater. (CJCSM 3122.0, JP 2-0, JP 2-01, JP 3-07.2, JP 3-13, JP 5-00.2)

ST 6.6 Perform Mission Assurance
Maintain plans and programs to ensure assigned tasks or duties can be performed IAW the intended purpose or plan. (DODD 3020.40) 

Note: This task focuses on fully integrating a mission-focused process to understand and protect physical and information capabilities critical to performance of assigned missions at the strategic theater level of war. It links risk management program activities and security related functions -- such as force protection; antiterrorism; critical infrastructure protection; information assurance; continuity of operations; chemical, biological, radiological, nuclear and high-explosive defense; readiness and installation preparedness -- to create the synergistic effect required for the Department of Defense to mobilize, deploy, support, and sustain military operations throughout the continuum of operations.

ST 6.6.4 Prevent or Mitigate the Loss or Degradation of Critical Assets
To allocate resources to reduce or offset asset vulnerabilities from all hazards, man-made, and natural threats. (DODD 3020.40) 

Note: N/A

ST 8.2.8 Support Peace Operations in Theater
To support peace operations in theater by effectively coordinating the interaction of military forces with political and humanitarian agencies involved in traditional peacekeeping operations, support of diplomatic actions, and forceful military actions. This task can include coordination with international organizations and regional groupings. (CJCSI 3110.14, JP 0-2, JP 3-0, JP 3-07, JP 3-07.3)

ST 8.2.8.1 Support Multilateral Peace Operations
To take action to preserve, maintain, or restore the peace. Such action is normally conducted under the authority of Chapters VI or VII of the UN Charter or by regional arrangements in accordance with Chapter VIII of the UN Charter. (CJCSI 3110.14, JP 0-2, JP 3-0, JP 3-07.3, JP 3-16)

ST 8.2.8.3 Coordinate Peace Enforcement
To coordinate the use of force or the threat of the use of force, under the authority of the United Nations (UN) Security Council under Chapter VII of the UN Charter, to preserve, maintain or restore international peace and security or address breaches of the peace or acts of aggression. (CJCSI 3110.14, JP 3-0, JP 3-07, JP 3-07.3)

ST 8.4 Provide Theater Support to Other DOD and Government Agencies
To provide specified support to other combatant commands, DOD agencies, and other governmental departments or agencies operating within continental United States (CONUS) or an outside the continental United States (OCONUS) theater. Support could be to US government (USG) agencies assisting US or foreign citizens, on US territory, in foreign states, or in international waters in accordance with US law. This support could include intelligence, intercepting and detaining illegal immigrants, logistic, medical, command, control, communications, and computers (C4), and security support, counterdrug operations, combating terrorism, counterproliferation, and noncombatant evacuation operations (NEO). (JP 0-2, JP 1-0, JP 3-0, JP 3-07, JP 3-08, JP 4-08) 

Note: See SN 8.2, "Provide DOD/Government-Wide Support." For NEO, see also ST 8.4.3, "Coordinate Evacuation and Repatriation of Noncombatants from Theater."

ST 8.4.2 Conduct Counterterrorism
To produce effective anticipatory and offensive measures to: defeat transnational terrorist organizations; prevent Weapons of Mass Destruction (WMD) acquisition, development or use by terrorist organizations; dissuade, compel, and if necessary, defeat state and non-state entities sponsoring terrorism; develop partner countries' capacity to detect and defeat terrorist organizations; protect the US and its interests from further attacks. (CJCS Handbook 5260, JP 3-0, JP 3-05, JP 3-05.1) 

Note: This task can involve measures taken to prevent, deter and respond to terrorism.Antiterrorism included in ST 6.2, "Coordinate Protection for Theater Forces and Means."

ST 8.4.3 Coordinate Evacuation and Repatriation of Noncombatants from Theater
To use all available means, including commercial, theater military, host nation (HN), and third-country resources to evacuate US dependents, US government (USG) civilian employees, and private citizens (US and third-country) from the theater and support the repatriation of appropriate personnel to the US. Such operations are conducted in support of the Department of State. Theater organizations at various echelons provide support (for example, medical, transportation, and security) to noncombatants. (CJCSI 3110.14, CJCSM 3122.03, JP 1-0, JP 3-07, JP 3-07.5)

ST 8.4.5 Coordinate Civil Support in the United States
To plan for and respond to domestic (inside the United States and its territories) requests for assistance from other US government (USG) and State agencies in the event of civil emergencies such as natural and man-made disasters, consequence management (CM), civil disturbances and federal work stoppages. Other governmental agencies include such organizations as the Federal Emergency Management Agency (FEMA), the Environmental Protection Agency (EPA), the US Coast Guard and state and local divisions of emergency services. (JP 3-0, JP 3-07, JP 3-08, JP 3-26, JP 3-35, JP 3-57, JP 3-57.1)

ST 8.4.6 Provide Logistic Support to Civil Authorities in the United States
To plan, coordinate and execute consequence management (CM) logistic support to domestic (inside the United States and its territories) requests for assistance from other United States Government (USG) and State agencies in the event of civil emergencies such as natural and manmade disasters, civil disturbances and federal work stoppages. (DOD 8025.1-M, DODD 3025.1, JP 3-0, JP 3-08 Vol I, JP 3-08 Vol II, JP 3-28, JP 3-33, JP 3-34, JP 4-0, JP 4-01, JP 4-03, JP 4-06) 

Note: Logistic support includes establishing and maintaining an effective distribution network for all classes of supplies and services necessary to support civil authorities and civilian populations. Theater logistic support also includes, but is not limited to,coordinating maintenance and salvage, planning and coordinating transportation requirements for military and, if necessary, federal and state agencies, plus civilian personnel, coordinating base support requirements, and the search, recovery, identification, care, and evacuation or disposition of deceased personnel. Other governmental agencies include such organizations as the Department of Homeland Security (DHS), Federal Emergency Management Agency (FEMA), the Environmental Protection Agency, the US Coast Guard, and state and local divisions of emergency services.

ST 9 Conduct Combating Weapons of Mass Destruction (CWMD) Activities in Theater
To plan, execute, integrate, and coordinate CWMD activities at the theater level to dissuade, deter, and defeat those that seek to harm the United States, its Armed Forces, allies, coalition partners, and interests through WMD use or threat of use. (CJCSI 3110.16A, CJCSI 3125.01A, CJCSI 3214.01C, CJCSI 3500.01D, CJCSI 3520.02A, CJCSI 6731.01B, CJCSM 3122.01A, CJCSM 3122.03C, DODD 2060.02, DODI 2000.18, JP 2-0, JP 2-01, JP 3-0, JP 3-01, JP 3-05, JP 3-07, JP 3-08, JP 3-10, JP 3-11, JP 3-40, JP 3-41, JP 3-68, JP 4-01.5, JP 5-0, JP 6-0, NMS-CWMD) 

Note: Activities include all actions taken to: defeat and deter WMD use and subsequent use; protect, respond, and recover from WMD use; defend, dissuade, or deny WMD proliferation; and to reduce, destroy, or reverse WMD possession. Theater CWMD activities should be integrated with the activities of other USG departments/agencies and allies and partners across the spectrum of the 8 CWMD mission areas (offensive operations, elimination, interdiction, active defense, passive defense, WMD CM, security cooperation and partner activities, and threat reduction cooperation).

ST 9.2 Conduct Combating Weapons of Mass Destruction (CWMD)/Chemical, Biological, Radiological, and Nuclear (CBRN) Threat Reduction Programs in Theater
To conduct CWMD/CBRN threat reduction cooperation activities programs in theater planning, situational awareness, and operations. (CJCSI 3214.01C, CJCSI 3520.02A, JP 2-0, JP 3-08, JP 3-10, JP 3-11, JP 3-13, JP 3-29, JP 3-40, JP 3-60) 

Note: This task includes integrating theater support and assistance to HN authorities to enhance their physical security; emplace detection equipment; and reduce, dismantle, redirect, and/or improve protection of a State's existing WMD programs, stockpiles, and capabilities. Although not primarily a combatant commander responsibility, combatant commands must maintain visibility into these efforts to ensure theater security cooperation plans and security measures are consistent with threat reduction initiatives. This task also includes maintaining visibility of all threat reduction activities. Combatant command programs, such as USCENTCOM Cooperative Defense Program (CDP), are considered the actionable focal points for integrating security cooperation and partner activities in theater.

ST 9.4 Conduct Combating Weapons of Mass Destruction (CWMD) Interdiction in Theater
To plan, execute, coordinate, and sustain CWMD interdiction programs to divert, disrupt, delay, or destroy the enemy's WMD capability in theater. (CJCSI 3520.02A, CJCSM 3122.01A, CJCSM 3122.03C, JP 2-0, JP 2-01, JP 3-0, JP 3-03, JP 3-11, JP 3-40, JP 3-60, JP 5-0, JP 6-0) 

Note: Task requires conducting the planning, exercising, and execution of interdiction operations in theater to intercept, identify, safely secure, and dispose or render safe any materials suspected as CBRN materials, associated delivery systems, dual-use technologies, and expertise between states of concern and to state or non-state enemies in permissive and non-permissive environments. This task is particularly dependent on timely, credible, and actionable intelligence. 

ST 9.5 Conduct Weapons of Mass Destruction (WMD) Active Defense in Theater
To plan, execute, integrate, and coordinate layered WMD active defense measures to warn, defend, and/or protect centers of gravity. (CJCSM 3122.01A, CJCSM 3122.03C, JP 2-01, JP 3-0, JP 3-02, JP 3-03, JP 3-10, JP 3-11, JP 3-40, JP 5-0, JP 6-0) 

Note: Task postures CBRN active defense measures to include, but not limited to, missile defense (ballistic and cruise), air defense, special operations, and security operations. This joint and multinational task requires the coordination and synchronization of theater assets.

ST 9.6 Conduct Weapons of Mass Destruction (WMD) Elimination in Theater
To plan, execute, coordinate, and integrate WMD elimination in theater security cooperation plans to destroy the enemy's entire WMD capability. (CJCSI 3125.01A, CJCSI 3214.01C, CJCSM 3122.01A, CJCSM 3122.03C, DODI 2000.21, JP 2-0, JP 2-01, JP 3-0, JP 3-11, JP 3-40, JP 5-0, JP 6-0, Joint Handbook WMD Elimination Operations) 

Note: Task includes planning, exercising, executing, and sustaining WMD elimination activities to systematically locate, characterize, secure, disable, and/or destroy a state or non-state actor's WMD programs and related capabilities. Task also includes transferring elimination operations to other government agencies, intergovernmental organizations, or HNs to continue destruction of WMD programs, and to redirect and monitor dual-use industry and expertise capable of regenerating WMD capability. Combatant commands and/or JTFs must be prepared to conduct active and passive defense concurrently with elimination operations. The 4 principal tasks of elimination operations are described in the Joint Handbook for WMD Elimination Operations. This task is particularly dependent on actionable intelligence.

ST 9.7 Conduct Weapons of Mass Destruction (WMD) Offensive Operations in Theater
To plan, execute, coordinate, and integrate WMD offensive operations in theater joint operation plans through lethal or nonlethal operations to deter, neutralize, or defeat an adversary's WMD threat or subsequent use. (CJCSM 3122.01A, CJCSM 3122.03C, JP 2-0, JP 2-01, JP 3-0, JP 3-10, JP 3-11, JP 3-16, JP 3-29, JP 3-33, JP 3-40, JP 3-41, JP 3-57, JP 5-0) 

Note: This task encompasses the integration and coordination of detection, identification, disruption, and/or destruction of an adversary's WMD assets, means of delivery, support facilities, and other high value targets to create desired effects. Task also includes incorporating specialized capabilities and operational concepts, including the capability to locate, seize, secure, render safe, recapture, recover, and/or destroy lost or stolen WMD; the capability to defeat hard and deeply buried targets; the capability to defeat or neutralize the chemical or biological agent and associated weapons and equipment with little to no collateral effect; the capability to deter and defeat a WMD threat or subsequent use of WMD; and the capacity to find, fix, track, target, engage, and assess attacks against WMD targets. Task may also be geared to disrupt proliferation pathway vulnerabilities. Match the means (lethal or non-lethal), conduct the attack, and assess damages to include any consequences from collateral damage.

ST 9.8 Conduct Chemical, Biological, Radiological, and Nuclear (CBRN) Passive Defense in Theater
To plan, execute, coordinate, and integrate effective passive defense measures in theater to negate the vulnerability and effects of CBRN weapons use against the military forces, interests, installations, and critical infrastructure of the United States and its coalition partners and allies. (CJCSI 4310.01B, CJCSM 3122.01A, CJCSM 3122.03C, JP 3-0, JP 3-01, JP 3-10, JP 3-11, JP 3-29, JP 3-40, JP 3-41, JP 3-57, JP 3-68, JP 4-02) 

Note: Passive defense programs are integrated into virtually every military operation and affect all 8 CWMD mission areas (offensive operations, elimination operations, interdiction operations, active defense, passive defense, WMD CM, security cooperation & partnership activities, and threat reduction cooperation). Task includes integrating medical surveillance, networking detectors, providing positive identification and characterization of weapons, warning and reporting of CBRN incident hazards (including toxic industrial materials and toxic industrial chemicals), individual and collective protection, decontamination, and effective contingency operations to warn and protect personnel. In addition, the task includes conducting training of CBRN threat countermeasures and use and issue of disease and CBRN countermeasures such as vaccines, prophylaxis, and post-exposure countermeasures to theater and deploying personnel. The 4 main tenets of passive defense are sense, shape, shield, and sustain. Services play the key role in preparing the deploying forces to meet the combatant commands' minimum requirements for conducting operations in a WMD-threatened environment.

OP 1 Conduct Operational Movement and Maneuver
To dispose joint and/or multinational forces, conventional forces, and special operations forces (SOF) to impact the conduct of a campaign or major operation by either securing positional advantages before battle is joined or exploiting tactical success to achieve operational or strategic results. This activity includes moving or deploying forces for operational advantage within a joint operations area and conducting maneuver to operational depths (for offensive or defensive purposes). It also includes enhancing the mobility of friendly forces and controlling battlespace on land, on and under sea, in air, or in space. Operational formations are actually composed of tactical forces moving to achieve operational or strategic objectives. As shorthand, they are referred to as operational formations or operational forces. (CJCSI 3110.14, CJCSI 3202.01, CJCSM 3122.03, CJCSM 3500.05, JP 1, JP 3-0, JP 3-09, JP 3-31, JP 3-35)

OP 1.2.4.8 Conduct Unconventional Warfare in the Joint Operations Area
To conduct military and paramilitary operations, normally of long duration, within the joint operations area (JOA). Included are guerrilla warfare and other direct offensive, low visibility, covert or clandestine operations, as well as indirect activities of subversion and sabotage. This task also includes, when appropriate, integration and synchronization of indigenous and surrogate forces that are organized, trained, equipped, supported, and directed by an external source. (CJCSM 3500.05, JP 3-05, JP 3-07.1, JP 3-09)

OP 1.2.5 Conduct Offensive Operations in the Joint Operations Area
To take the battle to the enemy. This task involves taking the initiative from the enemy, gaining freedom of action, and massing effects to achieve operational objectives. This task may be conducted with part of the joint force, while another part is conducting defensive or retrograde operations. (CJCSM 3500.05, JP 3-0, JP 3-07.1, JP 3-09.3, JP 3-15)

OP 1.2.6 Conduct Defensive Operations in the Joint Operations Area
To counter the enemy's initiative, to defeat an enemy attack and prevent the achievement of enemy objectives. This task includes taking actions to gain time, to control key terrain or lines of communication in the operational area, or to protect forces, facilities, or locations. This task includes creating the conditions to allow the seizing of the initiative, to include eroding enemy resources at a rapid rate. This task may be conducted with part of the joint force, while another part is conducting offensive or retrograde operations. (CJCSI 6510.01B, CJCSM 3500.05, JP 1, JP 3-0, JP 3-09.3, JP 3-15)

OP 1.2.7 Conduct Retrograde Operations in the Joint Operations Area
To improve an operational situation or to prevent a worse one from occurring by maneuvering forces to the rear or away from the enemy. This task is executed to gain time, to preserve forces or to avoid combat under undesirable conditions or to draw the enemy into a more favorable condition for combat. This task may be conducted with part of the joint force, while another part is conducting defensive or offensive operations. This task includes such movements as withdrawal, retirement, or delaying actions. (CJCSM 3122.03, CJCSM 3500.05, JP 3-0, JP 3-02, JP 3-07.3, JP 3-35)

OP 1.2.8 Conduct Joint Urban Operations (JUO)
To conduct and plan joint operations across full-spectrum of military operations in an urban operational environment at all levels of war, but particularly at the operational level of warfighting and SSTR missions. The JFC, upon receipt of appropriate execution orders, must establish and ensure the timely operation of a JUO that includes the tasks that are unique to, and or significantly challenged by, the urban environment at all levels of war, but particularly at the operational level of warfighting. (DODD 3000.05, JP 2-01, JP 2-01.3, JP 3-0, JP 3-05, JP 3-07.3, JP 3-07.6, JP 3-16, JP 3-31, JP 3-33, JP 3-50, JP 3-53, JP 3-57, JP 3-68, JP 5-0, JP 6-0) 

Note: All urban areas share three main interrelated characteristics -- a complex manmade physical terrain, a population of significant size and density, and an infrastructure that supports the population and perhaps the region or nation. Responding to these three interrelated characteristics should include understanding of the application of other elements of USG national power to support the JUO.

OP 3.3 Conduct Peace Operations in the Joint Operations Area
To conduct peace operations (PO) in an operational area. This involves actions to preserve, maintain, or restore the peace and coordinate the interaction on military forces with political and humanitarian agencies involved. PO are often associated with foreign humanitarian assistance operations. Such action is normally conducted under the authority of Chapter VI or VII of the UN Charter or by regional arrangements in accordance with Chapter VIII of the UN Charter. PO encompasses peacekeeping operations (PKO) and peace enforcement operations (PEO) in support of diplomatic efforts to establish and maintain peace. Optimally, PKO forces should not transition to PEO or vice versa unless there is the requisite mandate or political decision and appropriate adjustments to force structure, ROE, and other important aspects of the mission. In PO there should be plans for transition from PKO to PEO (rapid and unpredictable events may occur) or from PEO to PKO (more deliberate and predictable as the operation unfolds successfully). Types of transition may include: US unilateral operation or multinational coalition to a UN-led coalition; combat to noncombat operations; and military to civilian control. PO "mission creep" occurs when a mission changes in response to new events or circumstances. It may develop from inadequate or false assumptions, misinterpreted intent, or unrealistic development of implied tasks in planning. (CJCSI 3110.14, CJCSM 3500.05, JP 0-2, JP 3-0, JP 3-07, JP 3-07.3, JWFC Handbook)

OP 3.3.1 Conduct Peacekeeping Operations in the Joint Operations Area
To conduct peacekeeping operations (PKO) in the joint operations area (JOA). PKO are military operations undertaken with the consent of all major parties to a dispute, designed to monitor and facilitate implementation of an agreement (cease fire, truce, or other such agreement) and support diplomatic efforts to reach a long-term political settlement. PKO are conducted by impartial peacekeeping (PK) forces. Peacekeepers conduct operations in an open and highly conspicuous manner to establish a presence, which inhibits hostile action by disputing parties and bolsters confidence in the peace process. Such action is normally conducted under the authority of Chapter VI of the UN Charter. (CJCSM 3500.05, CJSCI 3110.14, JP 0-2, JP 3-0, JP 3-07, JP 3-07.3, JWFC Handbook)

OP 3.3.2 Conduct Peace Enforcement Operations in the Joint Operations Area
To conduct peace enforcement operations (PEO) in the joint operations area (JOA). PEO are the application of military forces, or the threat of its use, normally pursuant to international authorization, to compel compliance with resolution of sanctions designed to maintain or restore peace and order. Peace enforcers generally have full combat capabilities, although there may be some restrictions on weapons and targeting, depending on the mandate, rules of engagement (ROE), and tactical situation. Peace enforcement forces strive to help create the conditions for conflict resolution. Such action is normally conducted under the authority of Chapter VII of the UN Charter. (CJCSI 3110.14, CJCSM 3500.05, JP 0-2, JP 3-0, JP 3-07, JP 3-07.3, JWFC Handbook)

OP 3.3.3 Conduct Multilateral Peace Operations
To conduct peace operations with multinational partners as part of a UN force, regional arrangements, or other multinational coalitions. Such action is normally conducted under the authority of Chapter VI or VII of the UN Charter or by regional arrangements in accordance with Chapter VIII of the UN Charter. (CJCSI 3110.14, CJCSM 3500.05, JP 0-2, JP 3-0, JP 3-07, JP 3-07.3, JP 5-00.2, JWFC Handbook)

OP 4.4 Coordinate Support for Forces in the Joint Operations Area
To coordinate the providing of trained personnel, units, and replacements to joint forces in the joint operations area (JOA). This task also includes providing personnel and health services support for campaigns, major operations, joint task force organizations, and routine communications zone (COMMZ) support. (CJCSM 3500.05, JP 1-0, JP 4-0, JP 4-02.1, JP 5-00.2)

OP 4.5 Manage Logistic Support in the Joint Operations Area
To maintain the timely flow of stocks (all classes of supply in large quantities) and services (maintenance and personnel) to forces, using joint or multinational transportation means (over ground, air, and sea lines of communications) in support of subordinate campaigns and major operations and normal support operations. (CJCSM 3500.05, JP 3-08, JP 4-0, JP 4-01, JP 4-01.4, JP 4-09, JP 5-00.2)

OP 4.7.3 Provide Support to DOD and Other Government Agencies
To provide support to DOD, Joint Staff, other Services, Defense Information Systems Agency (DISA), Defense Logistics Agency (DLA), Defense Threat Reduction Agency (DTRA), Department of State (DOS), US Agency for International Development (USAID), US Information Agency (USIA), civil governments, and other related agencies. This task includes controlling civil disturbances, countering illegal drugs, CbT, and conducting joint exercises and operations. (CJCSM 3500.05, JP 1-0, JP 1-06, JP 3-07, JP 3-08, JP 3-57)

OP 5.6.5 Conduct Computer Network Operations (CNO)
To conduct military actions involving CNO to attack, deceive, degrade, disrupt, deny, exploit, and defend electronic information and infrastructure. (CJCSI 3121.01B (S), CJCSI 3210.01B (S), CJCSI 3320.01B, CJCSI 6510.01E, CJCSM 3122.03C, CJCSM 3320.01B, CJCSM 6510.01, JP 2-0, JP 3-13, JP 3-13.1, JP 3-13.2, JP 3-13.3, JP 3-13.4, JP 3-31) 

Note: For the purpose of military operations, CNO are divided into computer network attack, computer network defense, and related computer network exploitation enabling operations.

OP 6 Provide Operational Force Protection
To conserve the force's fighting potential so that it can be applied at the decisive time and place. This activity includes actions taken to counter the enemy's forces by making friendly forces (including operational formations, personnel, etc.), systems, and operational facilities difficult to locate, strike, and destroy. This task includes protecting joint and multinational air, space, land, sea, and special operations forces; bases; aerial port(s) of debarkation/seaport(s) of debarkation (A/SPODs) and essential personnel; and LOCs from enemy operational maneuver and concentrated enemy air, space, ground, and sea attack; chemical and biological warfare; and terrorist attack. This task also pertains to protection of operational level forces, systems, and civil infrastructure of friendly nations and groups in military operations other than war (MOOTW). This capability applies domestically in Homeland Security as well as to outside the continental United States (OCONUS) operations. (CJCSM 3122.03, CJCSM 3500.05, JP 1, JP 3-0, JP 3-07.1, JP 3-07.2, JP 3-09, JP 3-11, JP 3-35, JP 5-00.2) 

Note: Some tasks associated with the protection of the force are included under other related operational level activities. Survivability and protection activities regarding individuals health and welfare are covered in OP 4.4.1, "Coordinate Field Services Requirements," and OP 4.4.3, "Provide for Health Service in the Joint Operations Area." Dispersion and mobility actions are covered in OP 1.3, "Provide Operational Mobility," and OP 1.4, "Provide Operational Countermobility." Offensive counterair activities are included under OP 3.2.3, "Attack Aircraft and Missiles (Offensive Counterair (OCA))." Operational protection includes defensive information operations (IO) measures that division of IO comrising actions taken to maintain the integrity of friendly information, despite adversary offensive IO actions. Also, see OP 5.6, "Coordinate Operational Information Operations (IO)."

OP 6.2 Provide Protection for Operational Forces, Means, and Noncombatants
To safeguard friendly centers of gravity and operational force potential by reducing or avoiding the effects of enemy operational level (tactical risks) actions. In military operations other than war (MOOTW), this activity includes protection of governmental and civil infrastructure and populace of the country being supported; this includes antiterrorism. This task includes supporting Department of State evacuation of noncombatants from areas of responsibility. (CJCSM 3122.03, CJCSM 3500.05, JP 3-0, JP 3-07, JP 3-07.3, JP 3-08, JP 3-35)

OP 6.2.2.1 Conduct Counter Improvised Explosive Device (IED) Operations
Conduct full spectrum counter improvised explosive device (IED) operations in order to defeat asymmetric attacks against US/coalition forces, host nation (HN) forces, military and government leadership, and high value infrastructure within the joint operations area (JOA). (JP 3-07.2, JP 3-07.6, JP 3-15, JP 3-26, JP 3-51)

OP 6.2.6 Conduct Evacuation of Noncombatants from the Joint Operations Area
To use joint operations area (JOA) military and host nation (HN) resources for the evacuation of US military dependents, US government (USG) civilian employees, and private citizens (US and third- country nationals). Organizations at various echelons provide support (medical, transportation, religious, and security) to the noncombatants; the support provided is analyzed under the appropriate activity. This task includes protection of noncombatant evacuees prior to departure from the joint operations area. (CJCSM 3122.03, CJCSM 3500.05, JP 1-0, JP 3-0, JP 3-07, JP 3-07.5, JP 3-08, JP 3-10, JP 5-00.2)

OP 7 Execute Combating Weapons of Mass Destruction (CWMD) Operations in Joint Operation Area (JOA)
To execute actions within JOA to ensure the United States, its Armed Forces, allies, coalition partners, and interests are neither coerced nor attacked by enemies using CBRN weapons as WMD. (CJCSI 3125.01A, CJCSI 3214.01C, CJCSI 3401.01D, CJCSI 3401.02A, CJCSI 3520.02A, DODI 2000.18, JP 2-0, JP 2-01, JP 3-0, JP 3-05, JP 3-08, JP 3-10, JP 3-11, JP 3-40, JP 3-41, JP 4-02, JP 5-0, JP 6-0, NMS CWMD) 

Note: This task includes assessing planning considerations and strategies and affirming objectives, standards, and requirements to COAs. It ensures readiness of enabling systems, such as intelligence, science/technologies, and subject matter expertise reachback capabilities. It executes CWMD mission(s) to protect the force. CBRN recognizes the potential hazards of TIMs as defined in JP 3-41. This task is also linked to OP 2.2 Collect and Share Operational Information.

OP 7.1 Enable Combating Weapons of Mass Destruction (CWMD) Operations in Joint Operations Area (JOA)
To enable and implement CWMD operation plans and enabling strategies in JOA. To deploy and employ specialized teams; provide intelligence (reachback); provide science/technology expertise (reachback); and conduct interagency coordination in direct support of ongoing JOA CWMD missions. (CJCSI 3110.16A, CJCSI 3125.01A, CJCSI 3214.01C, CJCSI 3401.01D, CJCSI 3401.02A, CJCSI 3520.02A, DODI 2000.18, DODI 2000.21, FM 3-11.14, FM 3-11.21, FM 3-11.34, JP 2-0, JP 2-01, JP 3-0, JP 3-08, JP 3-11, JP 3-40, JP 3-41, JP 5-0, JP 6-0) 

Note: This task relies heavily on the enabling programs of C2, communications systems, ISR, interagency coordination, and strategic communications. This task involves the support of ACTDs, JCTDs, and ATDs to facilitate improvements across all 8 CWMD mission areas (offensive operations, elimination operations, interdiction operations, active defense, passive defense, WMD CM, security cooperation & partnership activities, threat reduction cooperation). This task also requires reachback capability to USG intelligence and science/technology resources and SMEs.

OP 7.6 Conduct Combating Weapons of Mass Destruction (CWMD) Elimination Operations in Joint Operations Area (JOA)
To implement plans to prepare and conduct elimination operations to systematically locate, characterize, secure, disable, and/or destroy a state or non-state actor's WMD programs and related capabilities in hostile or uncertain environments in the JOA. (CJCSI 3110.16A, CJCSI 3125.01A, CJCSI 3214.01C, CJCSI 3401.01D, CJCSI 3401.02A, CJCSI 3500.01D, DODD 2060.02, DODI 2000.18, JP 2-0, JP 2-01, JP 3-0, JP 3-05, JP 3-07.1, JP 3-08, JP 3-10, JP 3-11, JP 3-40, JP 3-41, JP 4-01.5, JP 5-0, JP 6-0, Joint Handbook WMD Elimination Operations) 

Note: Task includes planning, exercising, executing, and sustaining WMD elimination activities. Task includes employment of a Joint Task Force Elimination (JTF-E) established to eliminate WMD programs. Task may include conducting elimination operations at multiple sites of varying sizes with different kinds of WMD. This task therefore involves vertical and horizontal integration of joint and combined tasks and supporting in time and space. Preparatory activities are coordinated with affected joint forces, coalition partners, and appropriate NGOs and indigenous organizations. JTF/JOA force staffs collaboratively manage the preparation of joint and coalition forces for elimination operations within the operational environment to particularly include deconfliction between elimination and other operations. This task may require facilitating the reception of site exploitation teams and integrating them with tactical units. The 5 primary tasks of elimination operations are described in the Joint Handbook WMD Elimination Operations.

OP 7.7 Conduct Combating Weapons of Mass Destruction (CWMD) Offensive Operations in Joint Operations Area (JOA)
To implement plans and conduct CWMD offensive operations to defeat, neutralize, or deter a WMD threat or subsequent use of WMD in JOA. ( CJCSI 3214.01C , JP 1, JP 2-0, JP 2-01, JP 3-0, JP 3-10, JP 3-11, JP 3-13, JP 3-16, JP 3-29, JP 3-33, JP 3-40, JP 3-41, JP 3-57, JP 3-60, JP 5-0) 

Note: Task includes positively identifying and selecting CBRN weapon targets, matching the means (lethal or nonlethal), and employing specialized capabilities and operational concepts to meet course of action objectives. Task also assesses damage to include unforeseen consequences from collateral damage and transport and disposal of any captured CBRN weapons and facilities. OP 7.7 is not intended to conflict with OP 1.2.5 "Offensive Operations in the JOA." Information operations and psychological operations (PSYOP) may be conducted in support of offensive operation efforts.

OP 7.8 Integrate Passive Defense Operations in Joint Operations Area (JOA)
To implement and conduct planned passive defense operations to minimize or negate the vulnerability and effects of CBRN weapons employed against U.S. and partner/allied armed forces, as well as U.S. military interests, installations, and critical infrastructure in the JOA. (CJCSI 3110.16A, CJCSI 3125.10A, CJCSI 3214.01C, CJCSI 3401.01D, CJCSI 3401.02A, CJCSI 3500.01D, DODD 2060.02, DODI 2000.18, FM 3-11.34, JP 2-0, JP 2-01, JP 3-0, JP 3-02, JP 3-10, JP 3-11, JP 3-28, JP 4-06, JP 6-0) 

Note: Task includes conducting medical surveillance; placement and use of networked detectors to warn; deployment, issue, and use of prophylaxis to military and civilians; preparation and employment of CONOPS to survive and operate in a CBRN environment. Task triggers intelligence activities to support vulnerability assessments to prepare CM estimates for CBRN contamination in JOA. Passive defense operational capability upon initiation of U.S. force flow into JOA is most critical to commence and sustain APOD/SPOD operations. Passive defense programs are integrated into virtually every military operation, and affect all 8 CWMD mission areas (offensive operations, elimination operations, interdiction operations, active defense, passive defense, WMD CM, security cooperation & partnership activities, and threat reduction cooperation). The 4 main tenets of passive defense are sense, shape, shield, and sustain. Services play the key role in preparing the deploying forces to meet the combatant command and JFC's minimum requirements for conducting operations in a WMD threatened environment.

TA 1.2.4 Conduct Counterdrug Operations
Counterdrug operations are those active measures taken to support federal, state, and local LESs in their effort to detect, monitor, and disrupt the production, transportation, and distribution of illegal drugs into the United States. DOD land, sea and air forces can be effectively employed to conduct detection and follow-on monitoring of illicit drug cargoes, source areas and associated personnel until a law enforcement agency (LEA) can effect interdiction. This task may include host nation (HN) support, command, control, communications, computers, and intelligence (C4I), land, air and maritime intelligence and reconnaissance and interoperability links with LEAs at international, federal, state and local levels. (JP 3-07, JP 3-07.4)

TA 4 Perform Logistics and Combat Service Support
To sustain forces in the combat zone by arming, fueling, fixing equipment, moving, supplying, manning, maintaining visibility over, and by providing personnel and health services. Includes logistic support, as necessary, to US agencies and friendly nations or groups. (JP 3-07.1, JP 4-01.4, JP 4-07, JP 4-09, JP 5-00.2)

TA 5.6 Employ Tactical Information Operations
To employ tactical IO to integrate the core capabilities of electronic warfare, computer network operations, psychological operations, military deception, and operations security, in concert with specified supporting and related capabilities, to influence, disrupt, corrupt or usurp adversarial human and automated decision making while protecting organic assets. (JP 3-13, JP 3-13.1, JP 3-13.4, JP 3-53, JP 3-57, JP 3-57.1, JP 3-61, JP 6-0)

TA 5.6.5 Employ Computer Network Operations (CNO)
To employ military actions involving CNO, along with other information operations capabilities, to attack, deceive, degrade, disrupt, deny, exploit, and defend electronic information and infrastructure. (CJCSI 3121.01B (S), CJCSI 3210.01B (S), CJCSI 3320.01B, CJCSI 3401.03A, CJCSI 6510.01E, CJCSM 3122.03C, CJCSM 3320.01B, CJCSM 6510.01, JP 2-0, JP 3-0, JP 3-13, JP 3-13.1, JP 3-13.2, JP 3-13.3, JP 3-13.4, JP 3-31, JP 3-51, JP 6-0) 

Note: For the purpose of military operations, CNO are divided into: computer network attack, computer network defense, and related computer network exploitation enabling operations.

TA 6.2 Execute Personnel Recovery Operations
Accomplish the personnel recovery execution tasks (report, locate, support, recover and reintegrate) to recover US military, Department of Defense (DOD) civilians and contractors, and other designated personnel using unassisted, opportune, component, joint, multinational, and nonmilitary organizations capabilities. (CJCSI 3270.01, DODD 1300.7, DODD 2310.2, DODI 1300.21, DODI 1300.23, DODI 2310.3, DODI 2310.4, DODI 2310.5, DODI 2310.6, JP 1-0, JP 3-50.2, JP 3-50.21)

TA 6.4 Conduct Noncombatant Evacuation
Tactical operations involving land, sea and air forces to evacuate U.S. dependents, U.S. Government employees, and private citizens (U.S. and Third-country) from locations in a foreign country or host nation (HN) to a designated area within the theater. Includes preparing evacuated personnel for follow-on repatriation to the United States or home nation-state. (JP 3-07.5)

TA 6.9 Conduct Counter Improvised Explosive Device (IED) Operations
To conduct operations to predict, detect, prevent, avoid, neutralize, and protect US and multinational forces and to respond to attacks from improvised explosive devices (IEDs) . (JP 3-07.2, JP 3-07.6, JP 3-15, JP 3-26, JP 3-51) 

Note: This task includes individual and collective tasks to ensure protection of individual members of US and multinational forces, as well as protection of bases and critical facilities.
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