Standing Down a Joint Task Force
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ften established in a crisis,
Ojoint task forces (JTFs) are

generally designed to re-
spond to a specific set of circum-
stances. What happens to JTFs when
the crises which originally de-
manded their formation disappears
or is resolved? Emphasis is placed on
standing up JTFs; but how does the
Department of Defense determine
when it is time to stand one down?
Are there criteria used to make this
decision, or is it a matter of judge-
ment? In addition, this decision can
be clouded by competing bureau-
cratic interests which seek to justify
a continuation of the presence long
after it is needed. The following case
of Joint Task Force-Bravo, Honduras,
illustrates this tendency.

U.S. Southern Command
(SOUTHCOM) maintains a small
American military presence in Hon-
duras at a facility known as Soto
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Cano Air Base. Joint Task Force-Bravo
(JTF-B), directly subordinate to
SOUTHCOM, consists of approxi-
mately 800 members of the Army
and Air Force and U.S. Government
civilian personnel. JTF-B has opera-
tional control over all forces de-
ployed to Honduras, coordinates re-
gional logistics, supervises
engineering projects, maintains a
search-and-rescue and medivac heli-
copter capability, and assists Hon-
duras in counterdrug actions.* Since
the United States has no base leasing
agreement, its military presence is
dependent on the express permission
of the government of Honduras.
SOUTHCOM has had a presence
at Soto Cano for over a decade. The
original reasons for establishing JTF-B
faded with the Cold War, but a lack
of policy guidance from Washington
has resulted in an American extended
presence. Although SOUTHCOM
continues to justify JTF-B as a critical
hub for U.S. military training in Cen-
tral America, most of the missions in
question could be accomplished

without the task force, saving DOD
approximately $22 million annually.?

Background History

The U.S. Armed Forces and
Honduran military have conducted
bilateral training exercises since
1965. By the early 1980s, however,
the frequency and size of exercises
began to increase in response to the
situation in Nicaragua and El Sal-
vador. In Spring 1982, Honduras ap-
proached the United States and
began negotiations granting access
to Honduran naval and air facilities.

Congress appropriated $13 mil-
lion in 1983 to upgrade Palmerola Air
Base (later renamed Jose Enrique Soto
Cano Air Base by Honduras) in Co-
mayagua. Construction was com-
pleted by June 1983, extending the
runway to 8,500 feet. That same
month the United States established
the Regional Military Training Center,
a facility operated by Special Forces to
train friendly countries in basic coun-
terinsurgency tactics. SOUTHCOM
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also created JTF-11, later known as
JTF-Alpha, to coordinate show-of-
force training deployments on the
Nicaraguan border. With congres-
sional approval for a “temporary but
indefinite presence,” JTF-Alpha was re-
named JTF-Bravo in 1984.3

Throughout the 1980s the U.S.
presence at Soto Cano served as a
valuable staging area for intelligence
gathering missions against both the
Sandinistas in Nicaragua and the
FMLN insurgents in El Salvador.
Also, JTF-B continued to coordinate
large- and small-scale exercises in
Honduras. Most of all, however, the
presence was meant to demonstrate
America’s commitment to the region
and to send a message to the San-
dinistas and their Cuban/Soviet sup-
porters. By 1987, the budget for
JTF-B had swollen to $25 million
and the organization had grown to
over 1,000 personnel, all assigned on
temporary duty (TDY) ranging from
four weeks to six months.*

A Shift in Mission

With peace being negotiated in
El Salvador and the election of Presi-
dent Violletta Chamorro in
Nicaragua, the original purpose of
JTF-B evaporated. Accordingly, ele-
ments of the executive branch began
to question the continued need for a
military presence in Honduras. An
interagency Policy Coordinating
Committee (PCC) examined the
issue in late 1990 but reached no
agreement on the fate of the task
force. This generated JCS interest in
the question, resulting in a flurry of
taskers to SOUTHCOM requesting
information on JTF-B. Feeling pres-
sure to justify its presence, SOUTH-
COM began to consider new mis-
sions for JTF-B, fundamentally to
alter its nature.

SOUTHCOM decided to make
JTF-B the premier counterdrug oper-
ations support unit for the region.
This seemed a logical choice because
of the high volume of narco-traffick-
ing through Central America and
the Caribbean. In addition, after
seven years of coordinating exercises
in Honduras, JTF-B was proficient in
hosting units deploying from the
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United States. By 1990, however,
these operations changed from pre-
dominantly combat-related exercises
to more engineering and humanitar-
ian oriented deployments. During
the Bush administration, “peacetime
engagement” was the byword for
military operations in the region,
and the frequency and scope of de-
ployments increased dramatically.
Honduras became a favorite location
to train, not only because of the
local government’s permissiveness
but also because the services of
JTF-B reduced costs for deploying
units. By 1993 JTF-B was no longer
the nucleus for anticommunist ac-
tivities in Central America; instead it
evolved into a regional logistics
hub—coordinating training and as-
sisting Honduras in its fight against
drug trafficking.

However, modifications to
JTF-B missions have not convinced
everyone that the presence is still
needed. The issue of JTF-B has be-
come an enormous interagency bat-
tle, drawing fire from various
sources. The General Accounting Of-
fice released a report stating that
JTF-B has outlived its usefulness.
The Department of State continues
to argue that the presence serves no
real purpose except as a military
convenience. Honduran President
Roberto Reina has appointed a com-
mission to reevaluate the original
protocols negotiated with the
United States and examine the “use-
fulness” of the current arrangement.
JCS continues to see the need for the
task force but has not provided ade-
quate policy guidance for SOUTH-
COM. As a result, the command or-
ganized a committee with the task of
justifying U.S. presence in Honduras.
Thus, instead of an objective evalua-
tion of the need for JTF-B, the issue
of a continued presence in Honduras
erupted into an interagency debate.
In the middle is SOUTHCOM, a
command whose future is itself in
question, desperately trying to hold
onto its assets in Honduras.

Time to Stand Down?

Most of the reasons SOUTH-
COM furnishes for maintaining
JTF-B are superficial. Added to this,
many missions currently assigned to

the task force could be accomplished
by other means. For example,
SOUTHCOM points out that JTF-B
contributes millions of dollars annu-
ally to the local economy of Comay-
agua and that the departure of Amer-
ican troops would cripple the fragile
economy. In addition, JTF-B employs
approximately 700 local Hondurans,
many of whom were previously un-
employed. It is true that the contri-
bution of JTF-B to the economy is
significant, but on closer analysis
one finds that the tremendous influx
of Chinese investments to the Co-
mayagua Valley have begun to dwarf
any contribution made by a contin-
ued U.S. military presence.

With regard to missions per-
formed by JTF-B, many are obsolete
or can be accomplished without a
$22 million dollar effort. The hope
that counterdrug support operations
would become the primary mission
of the task force has proven ineffec-
tual. In 1993 JTF-B participated in
only fifteen missions and did not
significantly support the U.S. Cus-
toms Service and Drug Enforcement
Administration in the region. Also,
the Clinton administration’s empha-
sis on interdiction instead of eradi-
cation has shifted the focus from
Central American trafficking to An-
dean producer-nations. Country
teams, specifically military groups,
can achieve missions such as logisti-
cal coordination in each Central
American country as they have in
other regions that do not have JTFs
to provide such support. Large-scale
intelligence collection from Soto
Cano is also irrelevant now that
democracies firmly in place in both
Nicaragua and El Salvador.

The strongest argument for
maintaining JTF-B is in support of
engineering exercises and humanitar-
ian aid in the region. There is little
doubt that the American military has
contributed to this impoverished re-
gion, gaining worthwhile training ex-
perience in the process. But it is
doubtful that this training will be dis-
continued if JTF-B is stood down.
This assumption is primarily based
on the fact that large-scale training
occurs elsewhere in Latin America
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where JTFs are nonexistent. For ex-
ample, the National Guard has con-
ducted very large exercises in Ecuador
without support and coordination
from a standing JTF. Some critics
argue that JTF-B, by providing logisti-
cal and transportation support, de-
nies deploying units of valuable as-
pects of overseas training. By having
units deploy to a bare bones environ-
ment, training may be more realistic
than with an established JTF nearby.
It is true, however, that without
JTF-B the cost to National Guard and
Reserve units training in the region
will increase marginally as the units
will have to support themselves dur-
ing deployment.

SOUTHCOM has eyed the base
in Honduras as a potential site to
reposition assets as the command
draws down in preparation for its
departure from Panama in 1999.
However, based on several SOUTH-
COM studies, “keeping the option
open in Honduras” is infeasible. First
and foremost, Soto Cano is a small
airstrip, hardly able to accommodate
more than a few additional heli-
copters from Panama. Second, given
political trends, it is doubtful the
Honduran government would per-
mit a sizable increase in the U.S pres-
ence. Finally, maintaining a forward
military presence there provides lit-
tle strategic advantage over simply
positioning assets in Florida. It is in-
teresting to note that JTF-B played
no role in Operation Just Cause in
1989; thus it would most likely not
be used in a future large-scale con-
tingency in Latin America.

JTF-B does not significantly
contribute to U.S. national security.
It assists deploying units to Hon-
duras and Central America. It coor-
dinates regional logistics and pro-
vides some support to counterdrug
operations. But without a vital mis-
sion for JTF-B like that of the 1980s,
it is hard to justify spending $22
million that could be used else-
where. It is equally difficult to ex-
cuse the tremendous disruption
caused when members are pulled
from active units to fill lengthy TDY

assignments at Soto Cano. More-
over, other means are available to
achieve JTF-B missions. Why main-
tain a JTF, normally used in crises,
when the United States can achieve
the same ends without the cost of
stationing of troops abroad?

More importantly, the mission
drift by JTF-B is a dangerous prece-
dent. What is the message when a JTF
is stood up in a crisis, then continued
until political pressure terminates it?
If DOD wants to exercise a degree of
autonomy in choosing when to stand
up JTFs, it must act responsibly by
standing them down. To avoid the
bureaucratic inertia arising in the
case of JTF-B, standing down JTFs
should be just as methodical a proc-
ess as standing them up. JFQ
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advanced nations. This is a legiti-
mate observation; but it overlooks
the fact that technologically ad-
vanced, information-intensive mili-
tary organizations are more vulnera-
ble to information warfare simply
because they are information depen-
dent. It is theoretically possible for
an enemy to disrupt our informa-
tion systems so that we cannot fight.
An adversary need not be informa-
tion-dependent to upset our infor-
mation lifeline. Since information
systems will increasingly come from
commercial sources, vulnerability
analysis by potential enemies will be
simple (buy it on the open market
and learn how to break it). Thus
IBW in a technologically advanced
theater such as Europe will be a de-
fense-offense operation (protect your
systems and attack the enemy’s),
while in a low-intensity conflict en-
vironment it will be almost purely
defensive (ensure the enemy cannot
attack your systems).

Seen from this perspective, the
first question posed—when does war
begin?—has alarming consequences.
If the United States invests heavily
in the protection of its information
lifeline, how should it regard an at-
tempted probe of its systems for in-
herent weaknesses? A land force
commander would describe this as
reconnaissance in force. In an IBW
context, these could easily constitute
acts of aggression, warranting a mili-
tary reaction. Responses might range
from a quid pro quo to the use of
force to discourage further probes.
This is a matter on which joint doc-
trine is silent.

Likewise the second question—
how should war be fought?—raises
interesting issues with respect to
force structure investment. If only
lethal combat systems are regarded
as force structure, then developing
IBW-type weapons systems will lag
behind. Moreover, since using force
requires political approval, and it is
improbably that IBW-type attacks
(which are nonlethal in nature)
would be seen as national security
threats, a lethal response is unlikely.
In such a case, the United States
would be at the mercy of a potential
adversary. This would pose a threat
roughly equivalent to an enemy

conducting unopposed espionage in
peacetime.

The last question—how will one
define victory in the future?—is es-
pecially salient for joint doctrine
which registers victories in terms of
enemy soldiers killed, aircraft de-
stroyed, and territory occupied. If
military action is merely the culmi-
nation of extensive information ma-
neuvering prior to actual hostilities,
then victory is derived from employ-
ing information resources without
enemy obstruction. This freedom of
action depends on the reliability of
friendly information (that is, C*l) re-
sources. Warfare in the next century
may be reminiscent of 18" century
indirect warfare when forces maneu-
vered to place their adversaries in
untenable positions. Just as an 18"
century general sought to win a war
without fighting a single battle, so
in the 21st century commanders
might seek, through information
maneuvering, to put enemies in
positions where their information
resources are useless or, worse, un-
reliable. If we reach a state where C*l
resources cannot be used, or if we
can no longer trust the information,
then victory as traditionally defined
might well be unattainable, despite
overwhelming lethal military power.

Information Maneuvering

The purpose of information
warfare, like conventional armed
combat, is to impose one’s will on
an enemy. The premise of Western
warfare is Clausewitz’s idea of anni-
hilation, where one side seeks to
neutralize an adversary’s ability to
fight by destroying, or by rendering
incapable of further resistance, his
military force in the field. Informa-
tion warfare, however, does not fit
the Clausewitzian mold because, as a
comparatively nonlethal form of
combat, its primary goal is to deny
or incapacitate rather than annihi-
late. Destruction has a place in IBW,
but it is a single point on the IBW
continuum, representing only one
of several possible response options.

What constitutes information
maneuvering is still open to debate.
Some maneuvers, such as jamming,

deception, and destruction, are fa-
miliar to electronic warfare practi-
tioners; others may include viruses,
feints, reconnaissance, conquest,
and infiltration.

Viruses—the bane of microcom-
puter users—can be considered a
“fifth column” in an IBW construct
capable of sabotage and electronic
“guerrilla” action behind the lines.
Possibly, specially tailored “sleeper”
viruses could be inserted into an
enemy’s (or potential adversary’s) in-
formation systems and left dormant,
perhaps for years. The viruses could
be called into action (or awakened)
when needed. Nazi Germany under-
mined its adversaries with human
fifth column agents in much the
same way prior to World War Il.

Feints could resemble deception
with an IBW twist of leading an
enemy to think a given information
system (technology or industry) had
been targeted. Under the proper
circumstances, an enemy could be
encouraged to devote valuable re-
sources to protecting its information
capability. The real target, of course,
would lie elsewhere and might not
enjoy the same level of protection.

IBW reconnaissance has been
pursued in a limited way for years. It
consists of electronic warfare order
of battle and intelligence databases
used to facilitate operational mis-
sions. However, in an IBW construct
these would be subsets of a larger ef-
fort. In a broad sense, reconnais-
sance would consist of identifying
vital political, military, and eco-
nomic information elements of
power, correlating them to informa-
tion target sets, identifying informa-
tion centers of gravity, and defining
recommended threat/attack options
for the entire conflict spectrum
(peacetime through total war).

Conquest would be the overt
neutralization or denial of an adver-
sary’s information assets. Destruc-
tion is one form of conquest. But
jamming, power supply disruption,
or physical capture would also be
considered conquest. Differentiating
between conquest and infiltration,
which is the next maneuver, would
depend on whether an enemy was
fully aware that its information ca-
pability had been neutralized.
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Infiltration would be covert
neutralization or denial. This would
be the maneuver of choice for most
information operations, since an
enemy, unaware its information had
been compromised (that is, owned by
the other side) would continue to
use (trust) it. One has only to allow
the mind to wander for a moment to
grasp what unobstructed access to
enemy logistics, intelligence, com-
mand and control, operational,
economic, and political informa-
tion resources could mean at every
point on the war continuum. For
example: aviation fuel might be
requisitioned, but water would ar-
rive; an enemy armored division
might be moved to a wrong loca-
tion to weaken vital defenses; or
false intelligence data could be in-
troduced in exactly the right place,
ostensibly from a reliable source,
to skew an estimate, causing an
enemy to react to false stimuli
(that is, chase phantoms). Obvi-
ously, the possibilities are limitless.

Those maneuvers are the most
obvious. Most military operations
will have a counterpart in the IBW
arena. It is precisely this similarity
between IBW operations and con-
ventional combat that makes it
imperative to develop an IBW em-
ployment concept. Information
warfare is increasingly viewed as
another military instrument, rather
than the reverse with armed conflict
being regarded as the final stage of
information warfare. In sum, the use
of force can have a peripheral effect
on information warfare by destroy-
ing or incapacitating targets, but
IBW can alter, interdict, or destroy
information and information assets,
thereby determining the outcome of
military operations.

Changing the Force Structure
The Armed Forces, especially in
concert with NATO, are well-
equipped under current joint doctrine
to fight corps-sized engagements in
Europe. In light of the foregoing dis-
cussion of IBW, however, this force
structure may be totally inadequate
for the most likely war scenarios. To
meet future challenges, joint doctrine
and force structure must be modified
to be consistent with the new geopo-
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litical realities and congruent with
IBW precepts.

First, a change must be made to
reassess the importance of the tradi-
tional support arms of intelligence
and information. At a minimum,
these systems must receive the same
funding and R&D priorities as
weapons systems. This is appropriate
for a national security strategy based
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on a two-year intelligence lead time
on adversary rearmament. Given the
total reliance of weapons systems on
information resources for proper
employment, relegating them to
secondary or tertiary importance is
unacceptable.

Second, in an era of coalitions
greater attention must be paid to en-
suring interoperability of weapons
and information systems. Parallel
development of systems with crucial
differences which render them non-
interoperable cannot be tolerated.
Given a trend away from forward de-
ployment and towards forward pres-
ence, the Armed Forces must plan for
more combined exercises mounted
from alliance and coalition partner
bases, rather than from bases built
and run by the United States. This
implies fielding weapons and infor-

Combat Camera Imagery (C.H. Rudisill)

mation systems that can operate
from a host nation support base.
Third, force structure must be
changed to accommodate smaller
force packages with greatly increased
lethality to operate without extensive
logistical support for a longer period
of time. For information systems, this
implies modifying current mainte-
nance concepts and designing
systems to be maintained at com-
ponent replacement level. Other
factors include the increased pur-
chase of maintenance spares above
current levels and the preposition-
ing of spares either in theater or the
prepackaging of them at CONUS
bases for rapid movement.

Lastly, IBW vulnerabilities
must be addressed and a dual track
program implemented to deal
with this area in future systems.
The first track is defensive: ensure
that the vulnerabilities of COTS
systems are identified and ade-
quate safeguards implemented.
The second is to develop an offen-
sive IBW capability which pro-
vides aggressive quid pro quo re-
sponses to enemy probes and
develops an adversary information
order of battle to ensure domi-
nance on the battlefield.

The demise of the Soviet em-
pire has not made the world
safer—only made the prospect of

global nuclear war more remote. The
collapse of the bipolar power struc-
ture, however, unleashed nationalist,
religious, and ethnic forces. The
world community is entering a pe-
riod of extensive economic competi-
tion among allied and friendly
nations, complicated by threats of re-
gional strife in areas where economic
interests are limited. America needs
credible military capabilities to meet
the challenges of regional conflict
and deny potential enemies a mili-
tary advantage, despite reductions in
spending and forward deployment.
This can be accomplished only by
modifying joint doctrine and force
structure to capitalize on informa-
tion technology, retaining sufficient
power projection capabilities to in-
sert forces, and attaining superiority
in information-based warfare. JFQ




